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Weight Eval 1 Eval 2 Eval 3    Average
weighted 


Coban Technologies 1.  Vendors ability to provide proprietary In-car-video system at a pass/fail p p p     
 later date that meets the minimum qualifications


2.   Demonstrated Competence 15.0 6.0 6.0 6.0  90.0
   


3. Experience in performance of comparable engagements 10.0 7.0 5.0 5.0 56.7
 
4. Conformance with the terms of this RFP 30.0 5.0 4.0 6.0  150.0
 
5.  Expertise and availability of key personnel 15.0 6.0 8.0 8.0   110.0
  
6. Cost 20.0 2.0 2.0 2.0 40.0


  
7. Desirable Administrative Proposal Requirements 10.0 1.0 8.0 5.0 46.7


8. Financial Stability pass/fail p p p  


      
Overall 493.3


   
      


Weight Eval 1 Eval 2 Eval 3    Average
weighted 


Digital Ally Inc 1.  Vendors ability to provide proprietary In-car-video system at a pass/fail p p p     
 later date that meets the minimum qualifications


2.   Demonstrated Competence 15.0 9.0 9.0 8.0  130.0
   


3. Experience in performance of comparable engagements 10.0 8.0 7.0 7.0 73.3
 
4. Conformance with the terms of this RFP 30.0 8.0 8.0 7.0  230.0
 
5.  Expertise and availability of key personnel 15.0 4.0 8.0 8.0   100.0
  
6. Cost 20.0 7.0 6.0 7.0 133.3


  
7. Desirable Administrative Proposal Requirements 10.0 8.0 7.0 9.0 80.0
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8. Financial Stability pass/fail p p p  


      
Overall 746.7


   
      


Weight Eval 1 Eval 2 Eval 3    Average
weighted 


Taser 1.  Vendors ability to provide proprietary In-car-video system at a pass/fail p p p     
 later date that meets the minimum qualifications


2.   Demonstrated Competence 15.0 10.0 9.0 9.0  140.0
   


3. Experience in performance of comparable engagements 10.0 10.0 9.0 10.0 96.7
 
4. Conformance with the terms of this RFP 30.0 8.0 10.0 8.0  260.0
 
5.  Expertise and availability of key personnel 15.0 7.0 8.0 7.0   110.0
  
6. Cost 20.0 9.0 9.0 8.0 173.3


  
7. Desirable Administrative Proposal Requirements 10.0 10.0 8.0 9.0 90.0


8. Financial Stability pass/fail p p p  


      
Overall 870.0


   
      


Weight Eval 1 Eval 2 Eval 3    Average
weighted 


Watchguard Video 1.  Vendors ability to provide proprietary In-car-video system at a pass/fail p p p     
Enforcement Video later date that meets the minimum qualifications


2.   Demonstrated Competence 15.0 7.0 7.0 7.0  105.0
   


3. Experience in performance of comparable engagements 10.0 5.0 5.0 7.0 56.7
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4. Conformance with the terms of this RFP 30.0 5.0 6.0 6.0  170.0
 
5.  Expertise and availability of key personnel 15.0 4.0 4.0 8.0   80.0
  
6. Cost 20.0 1.0 2.0 2.0 33.3


  
7. Desirable Administrative Proposal Requirements 10.0 4.0 7.0 6.0 56.7


8. Financial Stability pass/fail p p p  


      
Overall 501.7


   
      


Weight Eval 1 Eval 2 Eval 3    Average
weighted 


Utility Associates 1.  Vendors ability to provide proprietary In-car-video system at a pass/fail p p p     
 later date that meets the minimum qualifications


2.   Demonstrated Competence 15.0 9.0 7.0 6.0  110.0
   


3. Experience in performance of comparable engagements 10.0 7.0 6.0 7.0 66.7
 
4. Conformance with the terms of this RFP 30.0 8.0 7.0 6.0  210.0
 
5.  Expertise and availability of key personnel 15.0 6.0 6.0 7.0   95.0
  
6. Cost 20.0 1.0 1.0 1.0 20.0


  
7. Desirable Administrative Proposal Requirements 10.0 4.0 5.0 6.0 50.0


8. Financial Stability pass/fail p p p  


      
Overall 551.7
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November 2, 2016

***NOTICE OF AWARD***

A Notice of Award discloses the selected vendor(s) and the intended contract terms resulting from a

State issued solicitation document.  Contract for the services of an independent contractor do not 

become effective unless and until approved by the Board of Examiners.


		RFP/BID:

		3273





		For:

		Body Worn Cameras





		Vendor:

		TASER International, Inc.





		Term:

		December 13, 2016 through November 30, 2021 (5 years)





		Awarded Amount:

		$1,252,000.00





		Using Agency:

		Nevada Department of Public Safety, Nevada Highway Patrol





************************************************************************************


This Notice of Award has been posted in the following locations:


		State Library and Archives

		100 N. Stewart Street

		Carson City



		State Purchasing

		515 E. Musser Street

		Carson City



		Nevada Highway Patrol

		333 W. Nye Lane

		Carson City





Pursuant to NRS 333.370, any unsuccessful proposer may file a Notice of Appeal


 within 10 days after the date of this Notice of Award.


NOTE:  This notice shall remain posted until November 14, 2016

Revised as of 10/05/11






11375 West Sam Houston Parkway South # 800 
Houston, Texas 77031 
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State of Nevada Purchasing Division 
 


515 E. Musser Street 
Suite 300 
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Part II – Cost Proposal 


RFP Title: Body Worn Cameras 


RFP: 3273 


Vendor Name: COBAN Technologies, Inc. 


Address: 11375 West Sam Houston Parkway South 


Suite 800 


Houston, Texas 77031 


Opening Date: 9/28/16 


Opening Time: 2:00 PM 







11375 West Sam Houston Parkway South # 800 
Houston, Texas 77031 
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM


Vendor Name_______COBAN Technologies, Inc._____


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 


terms “as specified” will not be accepted. 
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost


5.2.2.1 Cameras ECHO-01 489 Included -$                    0% -$                   


5.2.2.2 Mounts BWC-01901 489 45.00$        22,005.00$         20% 17,604.00$        


5.2.2.3 Belt Clips ECHO-017 489 28.00$        13,692.00$         20% 10,953.60$        


5.2.2.4 Docking Stations ( Upload / Download / Charging ) ECHO-04 40 580.00$      23,200.00$         20% 18,560.00$        


5.2.2.5 Configuration ( Setup / Config / Installation / Training ) LSET-19 3 5,220.00$   15,660.00$         0% 15,660.00$        


5.2.2.6 Installation LSET-19 1 Included -$                    0% -$                   


5.2.2.7 Training LSET-19 1 Included -$                    0% -$                   


5.2.2.8 Access Points WAP-003 35 2,335.00$   81,725.00$         0% 81,725.00$        


5.2.2.9 Other Specify - Alligator Clip ECHO-012 489 Included -$                    0% -$                   


5.2.2.10 Other Specify - USB Charging Cable ECHO-013 489 Included -$                    0% -$                   


5.2.2.11 Other Specify - AC Charging Adaptor ECHO-014 489 Included -$                    0% -$                   


5.2.2.12 Other Specify -  0 -$           -$                    0% -$                   


5.2.2.13 Other Specify  0 -$           -$                    0% -$                   


5.2.2.14 Other Specify  0 -$           -$                    0% -$                   


5.2.2.15 Other Specify  0 -$           -$                    0% -$                   


5.2.2.1-.15 Body Worn Camera Costs 156,282.00$       8% 144,502.60$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) WARR-ECHO 489 INCLUDED -$                    0% -$                   


5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) WARR-ECHO 489 INCLUDED -$                    0% -$                   


5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) WARR-ECHO 489 INCLUDED -$                    0% -$                   


5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) WARR-ECHO 489 INCLUDED -$                    0% -$                   


5.2.3.1-.4 BWC Extended Maintenance and Support -$                    #DIV/0! -$                   


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1 CL-01-02 489 948.00$      463,572.00$       0% 463,572.00$      


5.2.4.2 BWC Cloud Data Storage Year 2 CL-01-02 489 948.00$      463,572.00$       0% 463,572.00$      


5.2.4.3 BWC Cloud Data Storage Year 3 CL-01-02 489 948.00$      463,572.00$       0% 463,572.00$      


5.2.4.4 BWC Cloud Data Storage Year 4 CL-01-02 489 948.00$      463,572.00$       0% 463,572.00$      


5.2.4.5 BWC Cloud Data Storage Year 5 CL-01-02 489 948.00$      463,572.00$       0% 463,572.00$      


5.2.1.1-4 BWC Cloud Storage 2,317,860.00$    0% 2,317,860.00$   


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 WLIC-221 489 INCLUDED -$                    0% -$                   


5.2.5.2 BWC Annual Licensing Year 2 WLIC-221 489 INCLUDED -$                    0% -$                   


5.2.5.3 BWC Annual Licensing Year 3 WLIC-221 489 INCLUDED -$                    0% -$                   


5.2.5.4 BWC Annual Licensing Year 4 WLIC-221 489 INCLUDED -$                    0% -$                   


5.2.5.5 BWC Annual Licensing Year 5 WLIC-221 489 INCLUDED -$                    0% -$                   


5.2.5.1-5 BWC Licensing  -$                    #DIV/0! -$                   


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost


5.2.6.1 Server Based - Servers and workstations 0 -$           -$                    0% -$                   


5.2.6.2 Server Based - Archive/backup systems 0 -$           -$                    0% -$                   


5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$           -$                    0% -$                   


5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$           -$                    0% -$                   


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that 


the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's 


responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.6.5 Server Based - Upload Infrastructure Other 0 -$           -$                    0% -$                   


5.2.6.6 Server Based - Software Licensing 0 -$           -$                    0% -$                   


5.2.6.7 Server Based - Software Installation/ Configuration 0 -$           -$                    0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$           -$                    0% -$                   


5.2.6.9 Server Based - Training 0 -$           -$                    0% -$                   


5.2.6.10 Server Based - Extended Maintenance Year 1 0 -$           -$                    0% -$                   


5.2.6.11 Specify 0 -$           -$                    0% -$                   


5.2.6.12 Specify 0 -$           -$                    0% -$                   


5.2.6.13 Specify 0 -$           -$                    0% -$                   


5.2.6.14 Specify 0 -$           -$                    0% -$                   


5.2.6.15 Specify 0 -$           -$                    0% -$                   


5.2.6.1-.15 BWC Server Based Video Management System -$                    #DIV/0! -$                   


RFP 3273 Page 2 of 3 5.1.1-5.1.8 BWC Detail Costs 







Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost


5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$           -$                    0% -$                   


5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$           -$                    0% -$                   


5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$           -$                    0% -$                   


5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$           -$                    0% -$                   


5.2.7.1-4 BWC Extended Maintenance -$                    #DIV/0! -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost


5.2.8.1 Other Specify - Access Point Installations LINST-06 35 1,750.00$   61,250.00$         0% 61,250.00$        


5.2.8.2 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.3 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.4 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.5 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.6 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.7 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.8 Other ________ Specify   0 -$           -$                    0% -$                   


5.2.8.9 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.10 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.11 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.12 Other ________ Specify  0 -$           -$                    0% -$                   


5.2.8.1-.12 Other Associated Costs/Services 61,250.00$         0% 61,250.00$        
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Summary Body Worn Camera Costs Extension Discount Cost


5.2.2.1-.15 Body Worn Camera Costs $156,282.00 8% $144,502.60 


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 


5.2.4.1 BWC Cloud Data Storage Year 1 $463,572.00 0% $463,572.00 


5.2.4.2 BWC Cloud Data Storage Year 2 $463,572.00 0% $463,572.00 


5.2.5.1 BWC Annual Licensing Year 1 $0.00 0% $0.00 


5.2.5.2 BWC Annual Licensing Year 2 $0.00 0% $0.00 


5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 


5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 


5.2.8.1-.12 Other Deliverables $61,250.00 0% $61,250.00 


5.2.9 Total Proposed Costs BWC Project $1,144,676.00 1% $1,132,896.60 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) Included 0% $0.00 


5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) Included 0% $0.00 


5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) Included 0% $0.00 


5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) Included 0% $0.00 


5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 #DIV/0! $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost


5.2.4.1 BWC Cloud Data Storage Year 1 $463,572.00 0%  $    463,572.00 


5.2.4.2 BWC Cloud Data Storage Year 2 $463,572.00 0%  $    463,572.00 


5.2.4.3 BWC Cloud Data Storage Year 3 $463,572.00 0%  $    463,572.00 


5.2.4.4 BWC Cloud Data Storage Year 4 $463,572.00 0%  $    463,572.00 


5.2.4.5 BWC Cloud Data Storage Year 5 $463,572.00 0%  $    463,572.00 


5.2.1.1-4 BWC Cloud Storage $2,317,860.00 0% $2,317,860.00 


BWC Licensing 


Schedule
BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 Included 0% $0.00 


5.2.5.2 BWC Annual Licensing Year 2 Included 0% $0.00 


5.2.5.3 BWC Annual Licensing Year 3 Included 0% $0.00 


5.2.5.4 BWC Annual Licensing Year 4 Included 0% $0.00 


5.2.5.5 BWC Annual Licensing Year 5 Included 0% $0.00 


5.2.5.1-5 BWC Licensing $0.00 #DIV/0! $0.00 


Request for Proposal 3273 - Body Worn Cameras


5.2.9 BWC Summary Costs
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Request for Proposal 3273 - Body Worn Cameras


5.3  COST ~ IN-CAR VIDEO SYSTEM


Vendor Name_______COBAN Technologies, Inc._____


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 


terms “as specified” will not be accepted. 
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Request for Proposal 3273 - Body Worn Cameras


In-Car Video Detail Costs


5.3.2  In-Car  Video (ICV) Costs Item #  Quantity  Unit price  Extension Discount  Amount 


5.3.2.1 Front Camera SCMR-18-000 1                    995.00$         995.0$           25.0% 746.25$            


5.3.2.2 Back Seat Camera SCOPT-56 1                    195.00$         195.0$           25.0% 146.25$            


5.3.2.3 Color LCD Monitor with Audio SCED-01-23 1                    795.00$         795.0$           25.0% -$                  


5.3.2.4


Bi-Directional Digital Wireless Microphone with in-car & home charger SCPKB-DRA-0100


1                     $        425.00 425.0$           25.0%  $            318.75 


5.3.2.5


Covert Secondary Hard-Wired Microphone; ( Includes charging


cables, cradles, pouches, lapel mic, antennas, battery )


SCPKC-DRA-0303


1                    28.00$           28.0$             25.0% 21.00$              


5.3.2.6 Digital Video Recorder- DVR SCED-01-13 1                    2,995.00$      2,995.0$        25.0% 2,246.25$         


5.3.2.7 Integrated GPS Receiver and Antenna SCOPT-60 1                    150.00$         150.0$           25.0% 112.50$            


5.3.2.8 Controller Center INCLUDED 1                    Included -$             0.0% -$                  


5.3.2.9 Collision Sensor SCOPT-04 1                    175.00$         175.0$           25.0% 131.25$            


5.3.2.10 Transfer media SCMH-G3-60SD 1                    450.00$         450.0$           25.0% 337.50$            


5.3.2.11 Stand-alone video viewers -                 -$               -$               25.0% -$                  


5.3.2.12 Hardware/software necessary to submit videos as evidence INCLUDED 1                    Included -$             100.0% -$                  


5.3.2.13 All mounts and cables as specified in RFP SCED-01-43 1                    395.00$         395.0$           25.0% 296.25$            


5.3.2.14 Documentation INCLUDED 1                    Included -$             0.0% -$                  


5.3.2.15 Warranty and maintenance INCLUDED 2                    Included -$             0.0% -$                  


5.3.2.16 Training INCLUDED 1                    Included -$             0.0% -$                  


5.3.2.17 Shipping and handling LFEE-051 1                    45.00$           45.0$             25.0% 33.75$              


5.3.2.18 Other Specify - Smart Power Module SCED-01-32 1                    175.00$         175.0$           25.0% 131.25$            


5.3.2.19 Other Specify -                 -$               -$               0.0% -$                  


5.3.2.20 Other Specify -                 -$               -$               0.0% -$                  


5.3.2.1-20 Total Cost of In-Car Video Unit 6,823.0$        33.7% 4,521.00$         


5.3.3 Extended Maitenance Camera Systems Item #  Quantity  Unit price  Extension Discount  Amount 


5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2) INCLUDED                      1 Included -$             50.0% -$                  


5.3.3.2 ICV Annual Extended Maintenance Year 2 (year 3) INCLUDED                      1 Included -$             50.0% -$                  


5.3.3.3 ICV Annual Extended Maintenance Year 3 (year 4) WARR-E4                      1 460.00$         460.0$           15.0% 391.00$            


5.3.3.4 ICV Annual Extended Maintenance Year 4 (year 5) WARR-E5                      1 649.00$         649.0$           15.0% 551.65$            


-                 


5.3.4 ICV Cloud Data Storage Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 


5.3.4.1 ICV Cloud Data Storage Year 1 CL-02-01                      1 708.00$         708.0$           0.0% 708.00$            


5.3.4.2 ICV Cloud Data Storage Year 2 CL-02-01                      1 708.00$         708.0$           0.0% 708.00$            


5.3.4.3 ICV Cloud Data Storage Year 3 CL-02-01                      1 708.00$         708.0$           0.0% 708.00$            


5.3.4.4 ICV Cloud Data Storage Year 4 CL-02-01                      1 708.00$         708.0$           0.0% 708.00$            


5.3.4.5 ICV Cloud Data Storage Year 5 CL-02-01                      1 708.00$         708.0$           0.0% 708.00$            


5.3.4.1-5 Total ICV Cloud Storage 3,540.0$        0.0% 3,540.00$         


5.3.5 ICV Licensing Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 


5.3.5.1 ICV Annual Licensing Year 1 WLIC-01                      1 Included -$             0.0% -$                  


5.3.5.2 ICV Annual Licensing Year 2 WLIC-01                      1 Included -$             0.0% -$                  


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 


identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 


schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to 


the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.


RFP 3273 Page 1 of 3 5.3.1-5.3.11 ICV Detail Costs 







Request for Proposal 3273 - Body Worn Cameras


In-Car Video Detail Costs


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 


identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 


schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to 


the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.


5.3.5.3 ICV Annual Licensing Year 3 WLIC-01                      1 Included -$             0.0% -$                  


5.3.5.4 ICV Annual Licensing Year 4 WLIC-01                      1 Included -$             0.0% -$                  


5.3.5.5 ICV Annual Licensing Year 5 WLIC-01                      1 Included -$             0.0% -$                  


5.3.5.1-5 ICV Licensing    -$               #DIV/0! -$                  
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Request for Proposal 3273 - Body Worn Cameras


In-Car Video Detail Costs


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 


identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 


schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to 


the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.


5.3.6 ICV Server Based Video Management System (VMS) Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.6.1


Hardware (itemize - including servers, workstations, archiving


stations, upload infrastructure, UPS,  etc) -                 -$               -$               50.0% -$                  


5.3.6.2 Software -                 -$               -$               50.0% -$                  


5.3.6.3 Software Configuration / Training -                 -$               -$               50.0% -$                  


5.3.6.4 Security/Firewall -                 -$               -$               50.0% -$                  


5.3.6.5 Backup Systems -                 -$               -$               50.0% -$                  


5.3.6.6 Extended Maintenance Agreement  Including Years 2 -                 -$               -$               50.0% -$                  


5.3.6.7 (specify by component if necessary) -                 -$               -$               50.0% -$                  


5.3.6.8 Installation of  Hardware and Software -                 -$               -$               50.0% -$                  


5.3.6.9 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.10 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.11 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.12 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.13 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.14 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.15 Other Specify -                 -$               -$               50.0% -$                  


5.3.6.1-15 ICV Server Based Video Management Component   -$               #DIV/0! -$                  


5.3.7 Extended Maitenance VMS Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2) -                 -$               -$               0.0% -$                  


5.3.7.2 ICV Server System Extended Maintenance Year 2 (yr 3) -                 -$               -$               0.0% -$                  


5.3.7.3 ICV Server System Extended Maintenance Year 3 (yr 4) -                 -$               -$               0.0% -$                  


5.3.7.4 ICV Server System Extended Maintenance Year 4 (yr 5) -                 -$               -$               0.0% -$                  


5.3.8 ICV Other Associated Costs/Services Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.8.1 Other  Specify -                 -$               -$               0.0% -$                  


5.3.8.2 Other  Specify -                 -$               -$               0.0% -$                  


5.3.8.3 Other  Specify -                 -$               -$               0.0% -$                  


5.3.8.4 Other  Specify -                 -$               -$               0.0% -$                  


5.3.8.5 Other  Specify -                 -$               -$               0.0% -$                  


5.3.8.1-.5 ICV Other Associated Costs/Services   -$               #DIV/0! -$                  


5.3.9 ICV Vehicle Camera Installation Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.9.1 Reno (Northern Command) -                 -$               -$               0.0% -$                  


5.3.9.2 Las Vegas (Southern Command) -                 -$               -$               0.0% -$                  


5.3.9.3 Elko (Central Command) -                 -$               -$               0.0% -$                  


5.3.10 ICV Optional Items  (include shipping and handling) Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.10.1 Radar Interface and Cable –  must Interface from MPH Bee III Radars 


to Cameras
-                 -$               -$               0.0% -$                  


5.3.10.2 Motorcycle Option (including waterproof camera, monitor) -                 -$               -$               0.0% -$                  
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5.3.11 Descriptiion Extension Discount Cost


5.3.2.1-20 Total Cost of In-Car Video Unit  $    6,823.00 33.7%  $   4,521.00 


5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)  $              -   50.0%  $             -   


5.3.4.1 ICV Cloud Data Storage Year 1  $       708.00 0.0%  $      708.00 


5.3.3.2 ICV Cloud Data Storage Year 2  $       708.00 0.0%  $      708.00 
5.3.5.1 ICV Annual Licensing Year 1  $              -   0.0%  $             -   


5.3.5.2 ICV Annual Licensing Year 2  $              -   0.0%  $             -   


5.3.6.1-15 ICV Server Based Video Management Component  $              -   0.0%  $             -   


5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2)  $              -   0.0%  $             -   


5.3.8.1-.5 ICV Other Associated Costs/Services  $              -   0.0%  $             -   


Summary Total Proposed Costs ICV $8,239.00 27.9% $5,937.00 
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State of Nevada  


  
 


Brian Sandoval 


Department of Administration Governor 
Purchasing Division  


515 E. Musser Street, Suite 300 Jeffrey Haag 


Carson City, NV  89701 Administrator 


 


SUBJECT: Amendment 1 to Request for Proposal 3273 


RFP TITLE: Body Worn Cameras 


DATE OF AMENDMENT: September 14, 2016 


DATE OF RFP RELEASE: August 24, 2016 


OPENING DATE: September 28, 2016 


OPENING TIME: 2:00 PM 


CONTACT: Ronda Miller, Procurement Staff Member 


 


 


The following shall be a part of RFP 3273.  If a vendor has already returned a proposal and any of the 


information provided below changes that proposal, please submit the changes along with this 


amendment.  You need not re-submit an entire proposal prior to the opening date and time. 


 


 


1. What is the initial contract term for the project? Are there renewal options available? 


 


Per section 1.1.6 the initial term of contract will be 2 years, with an option of a 2 year 


extension. 


 


2. How much budget was allotted for the project? 


 


 $1,260,106 per Senate Bill 111. 


 


3. Has the Department determined a funding source for this effort? If so, please indicate which 


 source will be used. 


 


 Yes, State Highway Fund. 


 


4. Please provide the names of the vendors who provided information for RFI #NHP15-01. 


 


 Digital Ally 


 L3 Mobile-


Vision 


 Millenium 


 Panasonic 


 Point Blank 


 Presidio 


 Pro-Vision 


 Taser 


 Utility  


 VieVu 


 WatchGuard
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5. Section 1.1.6 states “This contract is anticipated to begin December 13, 2016 for a term of two 


(2) years, with the option of extension for an additional two (2) years.” However, within the 


warranty section 3.5.1.5 it is requested as an option for an additional 4 years beyond first 12 


months for maintenance and warranty. Can you please clarify the preferred contract and 


warranty options?   


  


The project is anticipated to be completed by 6/30/2017.  Ongoing costs, including 


extended hardware warranties and software maintenance necessary to cover the 


equipment through a two (2) year period from the date the contract is approved, should 


be itemized and included in RFP cost responses.  If the hardware useful life is three (3) 


years, costs to cover the equipment for three (3) years (1st 12 months + 2 additional years) 


should be included but separately identified.   


 


6. Attachment K video system specification 3.12.2 states, “Color LED monitor with audio.” Can 


the MDT (computer in the vehicle) function as the display for the in-car video system? 


 


DPS/HPD’s long term goal is to utilize the MDC to fully control the In-Car Video system 


in efforts to reduce the amount of equipment in the patrol car.  Currently out of the 465 


potential users, we have 185 MDC’s deployed and an additional 160 scheduled for early 


2017.  Until we are fully deployed with MDC’s, a “Color monitor with audio” must be an 


available option. 


 


7. Attachment K, 3.12.2 - Can the GPS coordinates be provided by an external router or other 


device? If NHP has GPS in their vehicles currently, would it be acceptable to get a GPS signal 


from an existing device rather than adding a separate GPS device and antenna? 


 


Yes.  Currently, DPS/HDP utilizes two modems both made by Feeney Wireless. The first 


is a Cira X2 GX440 which is in the process of being phased out and the second is a Skyus-


X modem.  It would be acceptable and preferable to get a GPS signal from our existing 


devices to minimize the amount of antenna’s, as long as all equipment can be shown to be 


compatible.  Partnerships may have to be developed between parties before the sharing of 


equipment and testing can be accomplished.  Vendors would have to work this all out. 


 


8. Attachment K, 3.12.4 states “The DVR shall be capable of recording two video inputs from a 


powerful zoom, forward-facing camera, and a wide-angle rear-facing camera.” Would NHP be 


willing to accept an HD forward-facing non-zoom camera that provides high enough resolution 


for video to be enlarged and enhanced after the fact? Traditional in-car video systems that 


utilize SD cameras require zoom capability to clearly identify objects at distances greater than 


that of a typical traffic stop, but HD video greatly improves this capability. 


 


Yes, DPS/HPD would be willing to accept this term.  


 


9. Attachment K, 3.12.4 states “The DVR shall require a security feature (key, admin software 


rights) to prevent unauthorized users from accessing the on-screen menus to adjust video 


settings and perform file management functions.” Would NHP be willing to accept a system 


that provided an administratively controlled central configuration management utility as part of 


the Digital Evidence Management System, which pushes configuration changes wirelessly over 


cellular or Wi-Fi to the in-car camera system rather than a system that required changes to be 


made at each DVR? 


 


Yes, DPS/HPD would be willing to accept this term.  
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10. Attachment K, 3.12.6 refers to an LCD Monitor. Can the MDT (computer in the vehicle) 


function as the display for the in-car video system? 
 


DPS/HPD’s long term goal is to utilize the MDC to fully control the In-Car Video system 


in efforts to reduce the amount of equipment in the patrol car.  Currently out of the 465 


potential users, we have 185 MDC’s deployed and an additional 160 scheduled for early 


2017.  Until we are fully deployed with MDC’s, a “Color monitor with audio” must be an 


available option. 
 


11. Attachment K, 3.12.10 refers to a Video Management System in an on-premise server 


environment. Would NHP consider a central agency-wide cloud based Digital Evidence 


Management System that provides additional functionality and security such as the ability to 


digitally share evidence with an audit trail, the ability to manage any type of digital evidence, 


perform redaction of video and audio, geographic redundance for all data, as well as other 


features? 
 


Yes.  As per section 3.8.10, DPS/HPD is open to a server based, cloud based or a hybrid 


solution.  3.12.10 refers to the requirements to be met if a server based solution is 


proposed.  
 


12. RFP Reference page 10, paragraph 3.2.1.4 - What is meant by a schematic rendering? Can the 


State provide clarification on what they are expecting to receive in response to this 


requirement? 


 


Vendors to provide a system diagram, a visual model of the proposed system.    


 


13. RFP Reference page 12, paragraph 3.5.1.5 - Most body worn cameras have a useful life of three 


years or less. Should vendors include the cost of a camera refresh in the price of the four year 


extended warranty? 


 


 The costs for the body camera hardware refresh / replacement should be itemized 


separately and supported by a replacement cost schedule under ongoing costs.  Since 


these costs would fall outside of initial project expected to be completed by 6/30/2017, as 


well as the initial two (2) year contract, vendors should provide a hardware replacement 


schedule for camera and other hardware replacement required under ongoing costs 


consistent with their useful life.  The State prefers that these costs be separately itemized 


from the four (4) year extended warranty.  


 


14. RFP Reference page 13, paragraph 3.5.2.9 - Does this statement include hardware warranties 


and software maintenance, or is it only referring to software maintenance? 


  


 It is the intent of the State of pay for warranty and software maintenance in the period 


the service is incurred, however providing BWC hardware warranties consistent with 


the lifecycle of the proposed equipment is acceptable.  Ongoing costs, for extended 


hardware warranties through the first two years or the contract should be included in 


RFP cost responses.  If the hardware life is three (3) years, include the hardware 


warranty costs to cover the equipment for three (3) years (1st 12 months included + 2 


additional years) in your response. As part of your response, provide expected the 


lifecycle for all video system components. 
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15. RFP Reference page 19, paragraph 3.11.3.6 - Can the State provide examples of automatic 


triggers, or desired functionality that would be acceptable to meet this specification? 


 


DPS/HDP is interested in any standalone triggers that would activate the BWC without 


the assistance of the In-Car Video system.  Examples include triggers based off a device in 


the vehicle or BWC that would activate the BWC with the light bar being turned on, the 


shotgun lock being released, a pre-designated speed being reached or an accelerometer to 


indicate a crash or foot pursuit just to name a few.  Integration is a long term goal which 


won’t be achieved right away, so we are open to any concept that helps reduce the human 


error aspect to activating the BWC, especially in high stress situations where the officer 


may forget or not have time to activate their BWC.  


 


16. Can the State please identify how many shifts are operated per Precinct/Location on a 24-hour 


schedule? For example: 3x10hour shifts, 2x12hour shifts, etc. 


 


Las Vegas and Reno are the only regional offices that operate 24 hours.  The Elko 


regional office and 25 sub-stations operate on days and swing with a majority of the state 


being on 4x10 hour shifts.  Refer to table 3.8.A and 3.8.B on pages 16, 17 and 18 of the 


RFP for further details of manpower.  


 


17. During an “average” day, how many officers with cameras would be out on each individual 


shift? 


 


Statewide, we estimate on average dayshift will have 105 offers per day, swing shift 105 


officers per day and grave yard 27 officers per day.  Refer to table 3.8.A and 3.8.B on 


pages 16, 17 and 18 of the RFP for additional details.  


 


18. Can the State provide a list of Precincts/Locations? 


 


Northern Command West: 


 


Reno Regional Office 


357 Hammill Lane 


Reno, Nevada 89511 


 


Carson City Sub-


station 


911 East Musser St. 


Carson City, NV 


89701 


 


Fallon Sub-station 


975 W. Williams 


Street 


Fallon, NV 89406 


 


Fernley Sub-station 


770 W. Main Street 


Fernley, NV 89408 


 


Hawthorne Sub-station 


1085 Highway 95, Suite 


C 


Hawthorne, NV 89415 


 


Incline Village/Tahoe Sub-


station 


625 Mount Rose Hwy 


Incline Village, NV 89451-9111 


 


Tonopah Sub-station 


1137 S. Main St. Suite A4 


Tonopah, NV 89049 


 


Yerington Sub-station 


215 West Bridge Street, #9 


Yerington, NV 89447 
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Northern Command East 


 


Elko Regional Office 


3920 East Idaho 


Street 


Elko, NV 89801 


 


Austin Sub-station 


184 Main St. 


Austin, NV 89310 


 


Battle Mountain Sub-station 


101 Carson Road, Suite #6 


Battle Mountain, NV 89820 


 


Ely Sub-station 


1200 Avenue “E” 


Ely, NV 89315 


 


Eureka Sub-station 


790 South Monroe Street 


Eureka, NV 89316 


 


Jackpot Sub-station 


1120 Snyder Way 


Jackpot, NV 89825 


 


Lovelock Sub-station 


1155 Lovelock Ave 


Lovelock, NV 89419 


 


 Wells Sub-station 


1510 Lake Ave. 


Wells, NV 89835 


 


Wendover Sub-station 


1111 Gene L Jones Way 


West Wendover, NV 89803 


 


Winnemucca Sub-station 


3505 Construction Way 


Winnemucca, NV 89445 


Southern Command 


 


Las Vegas Regional office 


4615 West Sunset Road 


Las Vegas, Nevada 89118 


 


Alamo Sub-station 


100 S. 1st W. Street 


Alamo, NV 89801 


 


Beatty Sub-station 


211 Montgomery 


Street 


Beatty, NV 89003 


 


Moapa Sub-station 


1501 State Highway 


168 


Moapa, NV 89025 


 


 


 


 


 


 


Indian Springs Sub-station 


851 McFarland 


Indian Springs, NV 89018 


 


Jean Sub-station 


22680 Las Vegas 


South 


Jean, NV 89019 


 


Laughlin Sub-station 


3650 South Pointe Circle, Suite 


104B 


Laughlin, NV 89029 


 


Pahrump Sub-station 


2250 East Postal Drive #6 


Pahrump, Nevada 89048 


 


Pioche Sub-station 


1 Main Street 


Pioche, NV 89043 
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19. Is it the intent of the State to have one central docking/download location or will the State be 


using multiple locations? Can the State provide the list of the location(s)? 


 


Due to our geographical nature, we would require multiple locations as we have 3 


regional offices and twenty-five substations throughout the state.  Refer to question 18 for 


locations. 
 


20. Can the State provide what the distance is from the server room to the download location(s)? 


 


This information is challenging to provide as we have multiple locations, 3 regional offices 


and twenty-five substations throughout the state.  With our current In-Car video system, 


we have 5 servers set up across the state.  Reno, Carson City, Elko, Las Vegas and 


Winnemucca.  Refer to question 18 for locations.  All other substations have “Dummy” 


computers set up where video is uploaded to an external hard drive, which is later relayed 


to one of the main servers. 


 


21. Can the State describe what the bandwidth and speed availability is between the download 


locations and main location they would like to store data? 


 


This is dependent on the location where the video is uploaded.  As described in section 


3.8.1, a majority of our sub-stations are in rural communities and many locations have 


only 1.5 mbps of maximum available bandwidth.  Other Urban locations have up to 600-


800 Mbps of available bandwidth. 


 


22. How many hours of video does the State expect to be collected during an average shift? 


 


DPS/HPD anticipates each officer will collect approximately 2 hours of video per shift, 


per device with approximately 237 officers working each day, statewide. 
 


23. How long does the State intend to retain the video collected? 


 


Videos classified as “Non-Events” are retained for 30 days and all others are retained for 


5 years, per our State retention schedule.   


 


24. How does the State intend to store the video? 


 


If DPS/HPD goes with a cloud based solution, it will be stored in the cloud for short and 


long term storage.  If server based, all videos other than “Non-Events” will be archived to 


DVD or Blue Ray after 90 days. 
 


25. Does the State require a backup solution? 


 


Yes. 


 


26. How long does the State intend to retain the video? 


 


Videos classified as “Non-Events” are retained for 30 days and all others are retained for 


5 years, per our State retention schedule.   
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ASSUMPTION SUMMARY FORM 


ASSUMPTION # 
RFP SECTION 


NUMBER 


RFP  


PAGE NUMBER 


ASSUMPTION 


(Complete detail regarding assumptions must 


be identified) 


1 3.11.3.6 22 In order to calculate the transfer times, an 


assumption was made regarding the network 


throughput speed.  Because each station for 


Nevada State Patrol has different connectivity, 


this assumption was made to provide a succinct 


response. 


2 3.11.5.1 22 COBAN is assuming that this specification was 


placed under the wrong category.  It is highly 


unusual for the Agency to request a scientific lab 


testing results for Video Management Software.  


COBAN has provided lab testing results for 


hardware. 


3 3.12.10.9 42 The description is based on the assumption that 


there will be 3 vehicles uploading at any one time 


per Access Point.  The physical layout of each 


station and shift turnover will have to be surveyed 


in order to give an exact transfer speed 


calculation. 


    


    


 


  


This document must be submitted in Tab V of vendor’s technical proposal 
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Section 3 – Scope of Work 







ATTACHMENT L BODY WORN SPECIFICATIONS 
 


Vendors must respond check either yes or no to each section below:  Where section asks to 


provide details or response, vendors must respond to the corresponding RFP section not in this 


document. 


 
 Comply 


3.11.2 BWC Hardware Requirements Yes No 


Cameras worn by officers shall be lightweight, preferably six ounces or less in total 


combined weight. 


  


Cameras shall have minimal wiring, not exceed two wires or cables and shall be designed 


to disengage to prevent the wearer from becoming entangled.  
  


Cameras shall have recording capability of at least ten continuous (10) hours (the State 


would prefer twelve (12) hours of continuous recording capability).   
  


Cameras must have a minimum stand-by battery life of ten (10) hours without recharging 


or additional batteries, with pre-record on. 
  


BWC Shall be user friendly that can be activated easily during times of stressful events.    


BWC should have automatic triggers, as a standalone system.   


Rechargeable battery must be able to reach full charge, from no power, in no more than 


six (6) hours. 
  


Cameras must have a minimum of thirty-two (32) GB internal/integrated memory and 


storage media not be removable. 
  


Rechargeable battery must be able to withstand at least three hundred (300) charging 


cycles, maintaining the 10 hour record time. 


  


BWC lens must have a field of view from 95 to 145 degrees.   


The recording speed shall be no less than 30 frames per second (fps).   


Camera shall record video images in full color with a minimum resolution of 640 pixels x 


480 pixels. Adjustable resolution is preferable.  
  


Video compression shall be H.263 or higher.   


Cameras shall have multiple mounting options to accommodate varying uniformed 


officers, plain-clothed officers, and tactical field situations.  Examples include, but are 


not limited to, lapel, shoulder, eyeglasses, cap, helmet, holster, button shirt, zipper shirt, 


utility belt, snow suit etc.  Mounts shall not require modification to current in-service 


uniforms.   


  


Camera should allow for on scene (in the field) viewing?  If so, describe the ability to 


playback or view video. 
  


Camera shall provide feedback to user when activated, either via a visual indicator or 


audible tone. 
  


Camera shall have the ability to be set to stealth mode while in the field.   


Camera must have an indicator that shows current operating mode.   


If the camera offers night vision enhancement, the State shall have the ability to enable or 


disable it. 
  


The System should provide automatic indexing functionality of video files and be 


capable of interfacing with existing computer-aided dispatch (CAD) vendor, Spillman 


technologies.  


  







 Comply 


3.11.2 BWC Hardware Requirements Yes No 


Cameras shall automatically embed a time/date stamp in the recorded video.   


Cameras shall prevent users from deleting recorded files without authorization.   


Camera should have a method for adding desired metadata to video in the field prior to 


upload. 
  


Officers should have the ability to playback or view video in the field on mobile cameras 


and/or MDC’s (Panasonic FZ-G1 Tablet) wirelessly (i.e. Bluetooth). 
  


Camera shall have a pre-event record feature (BWC should capture at least thirty (30) 


seconds of video prior to officer initiating the recording). Adjustable times are preferable.  
  


Camera will export in a standard, open format, such that it can be replayed in freely 


available software without processing or conversion.  Proprietary data formats shall not 


be accepted.  


  


The Vendor must offer a multi-dock station capable of uploading digital evidence from 


multiple cameras simultaneously and have the capability to upload video via Wi-Fi 


and/or cellular LTE connectivity.  If via cellular, product should be compatible with 


Fenny Wireless Skyus X modem. 


  


The multi-dock station must charge the camera batteries, securely transfer files without 


loss of quality or metadata, and delete the files from the camera once transferred to the 


evidence management system. 


  


The multi-dock station should not require a department computer to operate, connect or 


interface with the Internet (e.g. the multi-dock station should be a standalone device that 


connects to the cloud storage solution or server via an Ethernet connection). 


  


The camera should not cause electromagnetic interference with nearby airwave radios 


(and other electronic equipment and radio communication systems). 
  


Loss of power to the camera must not cause data to be lost/corrupted.   


Cameras will be ruggedized.  Cameras shall be able to survive a six-foot drop test.  


Cameras shall be able to operate at minimum temperature of -12 degrees Fahrenheit and 


a maximum temperature of 130 degrees Fahrenheit. 


  


Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP rating 


of IP67. 
  


Describe what features devices have in place to prevent accidental activations of camera 


by the user (without the need for accessories or alteration of equipment by user).   
  


Vendor shall define the required time for automated indexing (specific time frame after 


upload of video evidence) and any expected error rate percentage upon indexing, if 


applicable. 


  


The Vendor must state the transfer rate of video from the multi-dock station to the cloud 


in sixty or thirty-minute increments.  Vendors shall break down transfer rates by video 


quality (i.e. Hi Def). 


  


Describe device wireless activation features (e.g. device is automatically activated with 


the activation of patrol vehicle’s light bar), if applicable. 
  


 


 Comply 


3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 


VMS shall either be an externally hosted cloud-based data storage solution with the 


capability of organizing/managing video/digital evidence, server based or consist of a 


hybrid solution and be accessible via the internet to multiple users simultaneously.  The 


State prefers the Cloud or Hybrid solution. 


  


VMS shall  allow for remote access with complete functionality (review, enter metadata   







 Comply 


3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 


and send video) with NHP mobile devices and/or computers. 


VMS shall provide an automatic audit trail for when files and videos are accessed.   


VMS shall allow officers to enter additional metadata to recorded files, such as notes or 


comments. 
  


Solution must support all major digital file types (avi, jpeg, mpeg, etc.).    


VMS shall provide remote viewing of the stored video based on the permissions granted 


by the System Administrator. 
  


VMS shall allow users to search video files by name, date of recording, date of upload, 


case number (CAD-generated), device number, as well as categorize and add notes to 


each file within the solution. 


  


VMS must allow System Administrators the ability to grant access of specific files to 


specified persons for a specific period of time. 
  


VMS shall have the ability to share files internally and externally via secure links over 


the Internet. 
  


When videos are exported to a portable media device , all metadata shall transfer over 


without compromising its authenticity.  
  


VMS shall grant System Administrators the ability to set variable retention rules per 


DPS/HPD preferences. 
  


VMS shall have the ability to set time tables for automatic deletions of files.   


VMS should have the ability to recover deleted evidence within a minimum of seven (7) 


days of deletion.  The State would prefer a recovery period of 30 days. 
  


The VMS will maintain a log/audit trail illustrating users who have viewed and copied 


video to an external source (e.g. DVD/ long term storage). 
  


VMS must have the ability to preserve the raw file without editing.   


VMS must securely store all videos and recordings in a way that only State-authorized 


users and users authorized by DPS/HPD can view. 
  


VMS must provide redundant, security back-up of all data.   


VMS should offer redaction capabilities.   


VMS must be compatible with at least Windows 7 Professional Operating System or 


more recent versions) and Internet Explorer Version 11 web browser or more recent 


version(s). 


  


Provide the minimum required memory (RAM), if applicable.   


Provide the minimum required processor speed, if applicable.    


Provide the minimum network speed to upload videos, if cloud based.   


Upload times to the VMS will be defined in per hour or thirty-minute increments of 


video files. 
  


Any required or expected ‘buffering’ times before video files are accessible in cloud 


storage (for view or adding metadata) will be clearly defined. 
  


Describe System compatibility with mobile devices (iPhones and Android).   


Vendor shall indicate the number of searchable fields in storage system and any ‘wild 


card’ searches that can be done to locate stored data. 


 


  


Preferences:   


Users should have the ability to send email messages from hosted solution interface to 


end users. 
  







 Comply 


3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 


VMS should send System Administrators administrative notifications when evidence 


files are about to be deleted. 
  


VMS should send System Administrators administrative notifications when users need 


their credentials reset due to failed log on attempts. 
  


VMS should offer auto-redaction capabilities, to include high-movement and low light 


video; preferred to minimize the amount of time to redact 30 fps for the entire length of 


video. 


  


VMS should have the ability to capture data, report on video statistics and provide 


custom reports. 
  


 
 Comply 


3.11.5 VIDEO STORAGE  Yes No 


If cloud based, the storage facility must be located within the continental United States.   


Does your storage solution have the ability to upload video from multiple camera units 


simultaneously?  
  


Storage solution should have the ability to view multiple linked videos simultaneously.    


Solution should have two tier storage capacity for active video and long term storage 


needs as defined by the State. 
  


Does proposed solution offer storage options for ‘unlimited storage’ of body camera 


video evidence? 
  


Does your system provide a method to upload videos, via an access point?  Please 


describe your process. 
  


Is your system compatible with an EnGenius ENS500EXT access point?   


Does solution have the ability to maintain and export audit trail along with video?   


Define maximum storage capacity, if any.   


Describe  the capability of proposed solution to provide the State with the ability to 


export/download and migrate original recordings with all metadata to other storage media 


or, local storage  inclusive of all metadata and chain of custody information. 


  


Describe archival, hot and cold cloud storage solutions.     


Describe archival solutions for server storage, if applicable.   


Discuss different cost savings as defined by various storage solutions (active vs. long-


term storage of files). 
  


Describe capability to respond to requests to pull video from ‘cold cloud storage’, 


including time required to download video from storage. 
  


Describe your solution to upload video in the rural areas that only have a maximum 


broadband speed of 1.5 Mbps 
  


 
 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


The VMS shall meet the minimal security requirements for the Criminal Justice 


Information Services (CJIS) Policy.  In particular, the VMS shall comply with Policy 


Areas 2 through 13 in Section 5 of the CJIS Policy.  The CJIS Policy can be viewed by 


accessing the following link: https://www.fbi.gov/about-us/cjis/cjis-security-policy-


resource-center 


  


Will access to Criminal Justice Information (CJI) within a cloud environment fall within 


the category of remote access? (5.5.6 Remote Access)  
  



https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center

https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center





 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


Will advanced authentication (AA) be required for access to CJI within a cloud 


environment (5.6.2.2 Advanced Authentication, 5.5.2.2.1 Advanced Authentication 


Policy and Rationale) 


  


Does your cloud service provider’s datacenter(s) used in the transmission or storage of 


CJI meet all the requirements of a physically secure location? (5.9.1 Physical Secure 


Location)  


  


Are the encryption requirements being met? (5.10.1.2 Encryption) 
  


Who will be providing the encryption as required in the CJIS Security Policy? (Client or 


cloud service provider) 
  


Is the data encrypted while at rest and in transit?   


What are the cloud service provider’s incident response procedures? (5.3 Policy Area 3: 


Incident Response) 
  


Will the cloud subscriber be notified of any incident?   


If CJI is compromised, what are the notification and response procedures?   


Is the cloud service provider a private Vendor/vendor?    


If so, they are subject to the same screening and agreement requirements as any other 


private Vendors hired to handle CJI. (5.1.1.5 Private Vendor User Agreements and CJIS 


Security Addendum; 5.12.1.2 Personnel Screening for Vendors and Vendors) 


  


Will the cloud service provider allow the CSA and FBI to conduct compliance and 


security audits? (5.11.1 Audits by the FBI CJIS Division; 5.11.2 Audits by the CSA)  
  


The State may verify that Vendor is in compliance with CJIS by requesting a compliance 


audit of Vendor’s technology deployment through the CJIS Systems Agency to the 


Federal Bureau of Investigation (FBI).  The FBI CJIS Division shall perform the 


requested audit to verify compliance. 140-2.  


  


System shall provide full conformance to Federal Information Processing Standards 


(FIPS) Publication 
  


VMS shall provide user authentication with a unique username and password.    


VMS will allow for authorized users to be established based on various roles and 


permissions by the System Administrator. 
  


VMS will offer optional IP access restriction and security challenge questions upon 


access from an unknown or previously used location. 


  


Any access to stored video shall be maintained in an automatic log or audit trail showing 


users that have viewed, shared or copied video to an external source (e.g. CD/DVD, local 


storage, etc.), and the audit trail should be capable of being exported 


  


Log activities performed by specific user ID, IP address and time/date stamp all 


activities. 
  


System Administrators shall have the ability to administratively manage accounts and 


assign rights and permissions to system users. 
  


VMS shall provide ability to set an unsuccessful access attempt limit and suspend IDs 


after reaching the unsuccessful access threshold. 
  


VMS shall provide ability to send alerts to System Administrators for unauthorized 


access attempts. 
  


VMS shall enable automatic logoff of ID after a defined period of session inactivity, and 


perform subsequent re-log-on password authentication. 
  


VMS shall provide ability to configure password parameters such as password lengths,   







 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


user access to expiration settings and other behaviors, enabling alphanumeric characters, 


etc. 


VMS shall provide ability to lock out user or group ID.   


Vendor will provide a detailed explanation of data security standards, to include but not 


limited to: defining the physical environment, location of all host servers; protections 


against natural and man-made disasters; encryption; transfer; storage; redundancy and 


recovery of files. 


  


Describe security standards for hardware (cameras) in place to prevent data from being 


accessed in the event a camera is lost or stolen. 
  


Vendor will describe any previous loss of data occurring from criminal actions, as well as 


other issues that impact data integrity, such as unauthorized data access by contract 


personnel. 


  


Provide a non-technical means for field personnel to remotely view stored video without 


altering original file (other than applying metadata to file). 
  


Describe ability of system to enforce password expiration.   


Describe ability of system to limit concurrent sessions.   


Describe ability of system to log changes to administrative functions.   


 
 Comply 


3.11.7 INFORMATION SECURITY Yes No 


Vendor shall encrypt transmission of confidential data when transferred through publicly 


accessible networks such as the Internet. 
  


Vendor shall ensure all transmission of information data files are transferred through a 


Secure Socket Layer (SSL), which creates a 128 bit encrypted connection which is 


password protected.  All data files that are on Vendor’s servers are encrypted once they 


have completed the upload and pre-process procedures. 


  


All input data transmitted across public networks (all networks other than the State’s) 


shall be encrypted during transit and decrypted electronically during processing to 


produce non-confidential output data.  The decrypted data shall not be accessible by 


Vendor’s employees unless otherwise limited on a “need to know” basis as determined 


by the Nevada Highway Patrol’s designee. 


  


The System shall have a host-based firewall technology preventing inappropriate/ 


unauthorized access.  Vendor shall provide the following: 
  


All intrusion detection system monitoring for unauthorized access attempts.   


Must run anti-virus software.   


Monitor daily logs for potential intrusions, file integrity.   


Only allow access by uniquely assigned and auditable IDs.   


All data transfers and administrative access must be in an encrypted format.   


 
 Comply 


3.11.8 In-CAR VIDEO INTEGRATION Yes No 


BWC must have the ability to record audio for the In-car video system.    


BWC must have the ability to activate recording off the In-Car video systems automatic 


triggers. 
  


   







IN-CAR VIDEO COMPLY CHECK LIST 
 


The In-Car Video portion of this RFP is contingent upon funding anticipated to be 


approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 


compatible with proposed Body Worn Cameras.  


 


Vendors must respond check either yes or no to each section below:  Where section asks to 


provide details or response, vendors must respond to the corresponding RFP section not in this 


document. 


 


 Comply 


3.12 STANDARD SPECIFICATIONS Yes No 


All mobile video systems and related audio equipment must conform to the applicable 


minimum standards as set by the following: Electronic Industries Association (EIA);  


Federal Communications Commission (FCC)  rules/ regulations;  


Institute of Electrical and Electronic Engineers (IEEE); 


International Electro-technical Commission (IEC); 


International Organization for Standardization (ISO); 


National Fire Protection International (NFPA); 


National Highway Transportation Safety Administration (NHTSA); 


Society of Automotive Engineers (SAE); 


Underwriters Laboratories Inc. (UL); and 


 
 


 


 


 


 


 


 


Vendors must provide documentation that validates that their systems adhere to the 


minimum specifications in the International Association of Chief of Police (IACP) 


Specifications for In-Car Video (dated 11/21/2008), and that the technology used is 


generally accepted in the relevant field.   


 


 


 


 


  







 


 Comply 


3.12.2 VIDEO SYSTEM SPECIFICATIONS Yes No 


The minimum acceptable components consist of the following parts:  


o Front camera 


o Back seat camera  


o Color LED monitor with audio 


o Body worn camera must act as a wireless transmitter for audio with 


in-car & home charger. 


o Covert secondary hard-wired microphone  


o Digital Video Recorder- DVR  


o Integrated GPS receiver and antenna; 


o Collision sensor 


o Controller center  


o Means to transfer media data from In-car to storage solution  


o Video viewer capability 


o Hardware/software necessary to submit videos as evidence  


o All mounts and cables for power, interfaces, cameras, and  antennas 


o Documentation, 


o Warranty and maintenance,  


o Training  


o Shipping and handling 


  


   


3.12.3 DIGITAL VIDEO RECORDER (DVR)   


The digital video recorder (DVR) offered shall be in full commercial 


production.  Prototypes will not be considered. 
  


Programming of the in-car recording system shall be restricted to authorized 


personnel only.   
  


All controls and indicators shall have adjustable backlighting. 
  


The officer shall have the option of recording primary, rear-facing, or both 


cameras simultaneously. 
  


A collision sensor covering 360 degrees, to trigger recordings, without 


requiring connection to the vehicles airbag system, shall be included.  If a 


collision is detected, the video recorder (including pre-event memory) shall 


be automatically activated so the collision and video leading up to the 


collision is recorded.   


  


The in-car digital video system shall be provided with all necessary cables 


and hardware (e.g. fuse holders, mounting brackets) required for 


installation. 


  


Each digital video recording system shall be supplied with a comprehensive 


installation/ programming/ operations manual.  The manual shall specify all 


brackets, hardware and mounting locations for installing camera systems. 


  


 


 


 







 


 Comply 


3.12.4 DIGITAL VIDEO RECORDER (DVR) Yes No 


The DVR shall mount in standard equipment consoles between the seats, or 


overhead. 


  


No permanent modifications shall be required to install the DVR system.   


The DVR system shall be capable of being installed as to not hinder the operation of 


the police unit.  
  


The DVR shall be capable of recording two video inputs from a powerful zoom, 


forward-facing camera, and a wide-angle rear-facing camera. 
  


The DVR shall provide a choice of at least one of the following upload options. 


o Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is upwardly 


scalable.  The system should be capable of comfortably uploading 


from multiple vehicles in the regional command centers (depicted in 


the scope of work section of this RFP) simultaneously.  In addition, a 


backup upload system must be provided, should the wireless transfer 


system fail. 


o Removable Hard Disc Drive (HDD) with provided hard drive 


docking stations that support plug and play hard drive insertion. 


o Removable Compact Flash Device-Device with provided docking 


stations that support plug-and-play flash card insertion. 


o Cellular - Upload media via LTE connectivity that is compatible 


with the Feeney Wireless Skyus-X modem.  


  


The DVR shall have the ability to record up to 8 hours of video before reaching the 


capacity of the storage media at maximum resolution.  For the recording media 


available, specify the recording and playback times, resolution, and MB per second. 


  


Video resolution, frame rates, and quality on the DVR shall be preset but can be 


changed by an administrator.  These settings shall be independently configurable for 


recording modes of both video cameras.   Please specify levels for: 


video resolution  


video frame rate  


video quality 


  


The DVR shall require a security feature (key, admin software rights) to prevent 


unauthorized users from accessing the on-screen menus to adjust video settings and 


perform file management functions. 


  







The DVR shall include a GPS receiver to provide vehicle position, course and speed 


information.  The GPS receiver shall also be used to set the internal DVR clock to 


the proper time and date so that all vehicles display and record proper time. 


  


The DVR shall include indicators visible outside of the vehicle to confirm that the 


system is recording and that the wireless audio transmitter is activated.  This indicator 


does not need to be visible to occupants inside the vehicle.   


  


The DVR shall be capable of initiating a recording by both automatic and manual 


means.  The DVR shall begin recording automatically when any of the following are 


activated:.  


 Vehicle's emergency/pursuit lights;  


 Siren, and  


 The systems integrated crash sensor.  (This activation shall include 


capturing the "look back" buffer memory to video-record the collision, 


should it be in view of the active camera 


  


The audio input associated with the forward-facing camera shall record audio using 


the internal microphone inside the vehicle.  When the wireless audio transmitter/BWC 


is activated, the audio input shall be automatically switched to the wireless audio 


transmitter’s microphone.  The system shall automatically revert to the internal 


microphone when the wireless audio transmitter/BWC is deactivated. 


  


The DVR shall include a programmable pre-event recording mode allowing it to 


capture images a minimum of 30 seconds prior to the activation of the RECORD 


mode.  Please specify pre-event recording capability of proposed DVR. 


  


The DVR shall be capable of capturing date/time, user identification information, 


emergency light indication, siren indication, speed indication (w/ radar interface), 


braking indication, and whether the microphone is activated.  The information shall 


not be overlaid on the recorded video, and should be stored as secured metadata. 


  


The DVR shall allow video to be played back in the vehicle.  When the DVR PLAY 


button is pressed a list of all prior recordings shall appear on the display screen 


provided. 


  


The DVR shall record video in a format that allows playback on multiple devices.   


The DVR shall provide a means to ensure the integrity of the recorded video has not 


been compromised.  The video must be able to be authenticated at any time, including 


when it is played back outside of the police vehicle 


  


The DVR shall provide a means to ensure the integrity of the recorded video has not 


been compromised.  The video must be able to be authenticated at any time, including 


when it is played back outside of the police vehicle. 


 


 


 


The Control Center/DVR firmware shall allow in-system programming for future 


updates.  Please describe how updates are made.   
  


The DVR or related display (Mobile Data Computer, tablet etc.)  shall have backlit 


controls for record; stop; play/pause; forward/reverse, fast forward/ reverse; trace, and 


lighted indicators for power on; record; and play. 


  







 


 Comply 


3.12.4 COMPACT CCD COLOR CAMERA Yes No 


The low-light CCD color camera shall use a Sony EXview® HAD CCD or 


equivalent image sensor to provide high quality nighttime images while 


minimizing blooming and glaring from bright sources of light.  Proof of “equal” 


shall be the responsibility of the bidder and shall be submitted with the bid if not 


using the Sony EX VIEW chipset.  


  


The forward-facing camera shall be a solid state imaging system that is not 


subject to burn in, or interference by magnetic fields.   
  


The forward-facing camera shall operate within the range of temperatures from 0 


to 120 degrees Fahrenheit or between -17.8 and 48.9 degrees Celsius 
  


The camera shall be compact so as not to obstruct the driver’s forward or 


peripheral view thru the windshield, or provide any obstruction of factory 


installed airbags or mirrors. 


  


 The camera shall be a single unit, including power lens, mounted on the 


windshield or roof of the vehicle and operate on 12 VDC power source. 
  


The camera shall provide a minimum field of view of 24 feet width at distance of 


35 feet (40 degrees).  
  


The camera shall have manual and automatic focus capabilities, which are user 


selectable.   
  


The front camera should have a minimum 120X zoom (10x optical zoom with 


12x digital zoom).  Please specify __________________ mode.  
  


The minimum LUX rating of the forward facing camera shall be rated at less than 


1 LUX at full shutter speeds and 0.05 LUX in night view mode. 
  


The camera shall automatically adjust for varying light levels from day to night.  


The camera and lens will be equipped with auto focus, automatic exposure, and 


automatic white balance. 


  


The camera shall have a minimum color resolution of 450 horizontal lines 
  


All cameras shall default to auto focus.  An override system should be 


configurable to prevent operation while the vehicle is in motion. 
  


The power control switch shall allow the DVR to automatically power on after the 


vehicle’s ignition is switched on 
  


The DVR shall automatically power down after the vehicle’s ignition is turned off 


provided the DVR is not in “Record” and is not in the process of downloading files or 


other type of file save. 


  


The DVR should provide a means to tag an incident at the time it is recorded with 


 a priority designation.  Once a recording is stopped, the DVR should 


automatically prompt the officer to select from the pre-defined drop-down list(s). 


  


The DVR shall be capable of operating within the range of interior temperatures found 


within a law enforcement vehicle in Nevada without the need for supplemental 


heating or cooling.  Specify your DVR’s operating range and acceptability for the 


extreme temperature range in Nevada 


  







 Comply 


3.12.4 COMPACT CCD COLOR CAMERA Yes No 


The camera shall offer a signal-to-noise ratio of at least 46db. 
  


The camera shall have backlight compensation setting. 
  


The camera shall be compact.  List the size and weight of the proposed CCD 


camera. 
  


The camera shall mount with a heavy-duty controlled pivot mount that does not 


obstruct the driver’s field of view.  Camera shall be able to be rotated 360 degrees 


and can pan and tilt to +/- 90 degrees.  Adjustment shall require no tools. 


  


An optional rear view camera shall be available. 
  


 


 Comply 


3.12.5 BACK SEAT CAMERA SPECIFICATIONS Yes No 


The back-seat camera shall utilize a micro compact with wide angle 1/3” Super 


HAD image device (or equivalent) with approximately 420 lines of resolution.  


Proof of “equal” shall be the responsibility of the bidder and shall be submitted 


with the bid.  This must be included in the system at no charge.  


  


The rear-facing camera shall be capable of being mounted covertly in the cab.   
  


The rear facing camera shall be capable of recording the entire rear seat area of 


the police vehicle.  
  


The rear-facing camera shall have a minimum lux rating of .03.  Please specify 


the rating  
  


 The rear-facing camera shall utilize infrared illumination to capture video in no-


light conditions.  
  


 


 Comply 


3.12.6 COMPACT COLOR  LCD MONITOR Yes No 


The monitor shall be a full color high quality LCD, active matrix (TFT) screen 


that measures at least 3.0” measured diagonally.   
  


The monitor shall be capable of displaying a live picture from the camera when 


powered, even if recording is not in progress.  
  


The monitor shall operate between 32 and 120 degrees Fahrenheit.  
  


The monitor shall include a system speaker, with volume control, to provide 


monitoring of live audio or playback from all system microphones.   
  


 The monitor shall have controls/indicators that mimic the DVR and include 


record; stop; play/pause; forward/reverse; brightness; volume; and power.  The 


monitor should also include a button for disabling the monitor when the system in 


standby, and accessing a menu for programming.  


  


The monitor should have the capability to display: date/time, user identification 


information, emergency light indication, siren indication, latitude and longitude, 


speed (w/ radar interface), braking indicator and microphone activation indicator.  


The information shall not be overlaid on the recorded video; rather, it should be 


stored as external secure meta-data (or equivalent) in the video file.   


  







 Comply 


3.12.6 COMPACT COLOR  LCD MONITOR Yes No 


The monitor should support a full-screen video mode (without the auxiliary data) 


using a single key press on the control center 
  


The monitor shall operate independently from the recording device.  For covert 


operation it should possible to operate the DVR in RECORD mode with the 


monitor turned off. 


  


The monitor shall be provided with an adjustable mounting bracket that will 


allow it to be mounted in a variety of locations within the law enforcement 


vehicle. 


  


The monitor shall have the capability to display the approximate amount of 


storage remaining on the media in an HH:MM format.  An audible beep or other 


form of tone shall warn operator prior to or when there is 10%, or less, time 


remaining on the media. 


  


 


 


 Comply 


3.12.7 MICROPHONES Yes No 


The system shall come equipped with a digital wireless microphone that is 


incorporated into the BWC and an in-car microphone.  The in-car microphone 


shall be mountable anywhere within the vehicle.  


  


Audio from the interior microphone and the wireless microphone/BWC shall 


record on separate audio channels.  
  


The wireless microphone/BWC shall be self-contained and include a re-


chargeable battery; mountable charger/docking station; internal microphone; 


internal antenna.  Transmitters that rely on the microphone cable for an antenna, 


or which utilize an external antenna shall not be permitted.  


  


The wireless microphone/BWC system shall be FCC type accepted.  
  


The wireless microphone/BWC shall have a minimum effective operating range 


1,000 feet under line-of-sight conditions. 
  


The wireless microphone/BWC must have a minimum stand-by battery life of ten 


(10) hours without recharging or additional batteries, with pre-record on. 
  


The wireless microphone/BWC should be capable of automatically activating the 


DVR system; additionally, the wireless audio transmitter/BWC shall be capable 


of being activated by the DVR system when a recording is started. 


  


 


 


 Comply 


3.12.8 CONTROL CENTER SPECIFICATIONS Yes No 


The control center shall be compact in design and mounted overhead, or in the 


equipment console between the seats.  .  
  


The control center shall not obstruct the driver’s forward or peripheral view or 


provide any obstruction of factory installed airbags or mirrors. 
  


The control center shall not require any permanent modifications to the police 


vehicle. 
  


The control center shall accommodate the mounting of the front and rear-facing 


cameras, the monitor and keypad. 
  







 


 


 Comply 


3.12.9 VIDEO VIEWING SOFTWARE/HARDWARE Yes No 


A video viewer/software shall be provided to allow recorded video files to be 


played on any computer and display date/time, user identification, emergency 


light indication, siren indication, latitude and longitude, speed (w/ radar 


interface), braking indication and the microphone activation indicator.  This 


information shall not be overlaid on the recorded video; it shall be displayed 


outside the video frame.   


  


Support for this software shall include version updates provided free of charge 


for the lifetime of the system. 
  


Vendors shall provide all hardware (media readers/drives) and software necessary 


duplicate, share and present digital video in a court acceptable format.  Please 


describe transfer steps needed to convert captured video to court acceptable 


evidence without the need for a server based infrastructure.   


  


The video management software should be capable of converting a video from 


the proprietary format to the standard DVD Video format, and authoring a DVD 


capable of being played in a standard DVD player. 


  


 


 Comply 


3.12.10 SERVER BASED VIDEO MANAGEMENT SYSTEM (VMS) Backend 


(Optional) Vendors may propose systems with a server based digital evidence 


management, but are not obligated to do so.  If a server based Video 


Management Software  System (VMS) component is proposed the following 


specifications apply. 


Yes No 


The server based VMS should include server infrastructure in our Northern, 


Southern, and Central regional command offices and assume manual 


downloading of all rural substations into the regional command centers to which 


they report (see Table 1.2.A).  


  


The server based VMS shall be a turn-key component and fully installed, 


serviced, warranted, and maintained by the vendor.   
  


The server based VMS should include RAID-5 video storage servers or 


equivalent for all regional offices to capture video information, workstation(s) for 


managing and viewing stored video,  equipment racks to mount equipment, and 


uninterruptible power supplies (UPS).  


  


The server based VMS should provide a configurable DVD archive unit that can 


automatically archive video copies based on set parameters, and copy video files 


to a DVD-Video or equivalent court acceptable format. 


  


Pricing for the server based VMS shall be provided on the Pricing Schedule in 


the vendor’s response.  Pricing must be included for all proposed hardware 


(workstations, servers, archiving hardware, video back up systems, access 


points), wiring, software, installation, configuration, and training.   


  


If a server based video management back office component is proposed, a 


schematic of the back end infrastructure shall be included with responses to the 


RFP. 


  


The server based VMS file storage shall be equipped with sufficient storage to 
  







 Comply 


3.12.10 SERVER BASED VIDEO MANAGEMENT SYSTEM (VMS) Backend 


(Optional) Vendors may propose systems with a server based digital evidence 


management, but are not obligated to do so.  If a server based Video 


Management Software  System (VMS) component is proposed the following 


specifications apply. 


Yes No 


comfortably manage video that would be generated from cars depicted in the 


scope of work in this RFP.  Please list and itemize the size of proposed storage 


for each regional command center identified. 


If wireless downloading capability is proposed for vehicles assigned to each 


regional office, provide download times for video captured based on the video 


compression and resolution capabilities of proposed cameras, the proposed 


number of access points, and the proposed servers/wiring infrastructure. 


  


The server based VMS shall include a database that contains a record for each 


recorded video file.  The database shall store sufficient information to support the 


search capabilities and provide chain-of-evidence documentation. 


  


The server based VMS shall be capable of searching stored video files by: 


department ID, time, date, officer ID, vehicle ID, camera, recording mode, and 


status (online or archived). 


  


The server based VMS shall be capable of providing custom fields that may be 


used to store department-defined information (e.g. suspect’s name, license plate 


number, etc.) 


  


The server based VMS should allow videos to be categorized using department-


defined drop-down lists.  This classification shall be used for searching and to 


define how long each category of video is to be kept before it is automatically 


deleted. 


  


The server based VMS shall provide a means to ensure the integrity of the 


recorded video.  Video integrity must be checked when the video is uploaded, 


anytime it is played back or archived, and shall be verifiable on demand. 


  


The server based VMS shall provide the capability to duplicate, share and present 


digital video in a court acceptable format.  Describe the transfer steps, if any, 


needed provide video to the courts as acceptable evidence.  Describe the way and 


format the proposed system archives recorded video files, and how these files 


will be stored and backed up for safeguarding.   


  


When a video file is copied or archived to digital media, the Video Management 


Software shall store a unique archive ID and maintain a virtual directory to recall 


the archived video file(s). 


  


The Video Management Software shall be capable of converting a video from the 


proprietary format to the standard DVD Video format, and authoring a DVD 


capable of being played in a standard DVD player. 


  


The support for this software shall include version updates and be provided free 


of charge to the agency for the lifetime of the system. 
  


 


 Comply 


3.12.11 CONTROL CENTER SPECIFICATIONS Yes No 


An optional radar interface shall integrate directly with the Agency Bee III radar 
  







 Comply 


3.12.11 CONTROL CENTER SPECIFICATIONS Yes No 


equipment.  Collected information shall include speed of the target, the “locked” 


target speed, and the patrol vehicle.  


The State is interested in a system that can be configured for motorcycle use.  All 


of the specifications described for the DVR and wireless microphone shall be 


applicable.  Is a motorcycle option available for your solution?  If so, does the 


configuration utilize a weatherproofed monitor and camera?  Please explain. 


 
 


 


 Comply 


3.12.12 OFFICER SAFETY Yes No 


All equipment shall be capable of installation in the following vehicles while still 


meeting the other requirements stated herein:  Chevrolet Tahoe, Dodge Charger, 


Ford Interceptor Utility/Sedan and Ford F150 Pick-up. 


  


Describe dimensions and vehicle mounting options for your camera, recorder, 


wireless microphone, transmitter/ receiver and any other required equipment. 
  


Equipment must not be installed in such as manner as to interfere with a passenger 


in the front passenger seat. 
  


No part of the system shall interfere in any way with the driver’s field of view.  


The camera shall be a single unit, including power lens, mounted on the 


windshield or roof of the vehicle and operate on 12 VDC power source All 


connections to the camera, for power and video, shall be made by a single cable 


that attaches using a quick release connector.   


 
 


The in-car system shall be protected from damage due to input of voltage, reverse 


polarity, and electrical transients that may be encountered. 
  


No item installed in the interior of the passenger compartment shall increase the 


risk of injury to occupants during events related to a vehicle crash. 
  


Any items installed in the interior of the vehicle shall meet the requirements stated 


in Federal Motor Vehicle Safety Standard 201 [October 1, 2002] Occupant 


Protection in Interior Impact as referenced in the In-Car Video Camera Systems 


Performance Specifications - Digital Video Systems provided by the International 


Association of Chiefs of Police.  (11/21/2008). 


  


All controls and components should be located and designed to minimize driver 


distraction.  The control pad should be designed and organized to minimize officer 


workload.  The record button should be readily identifiable by size, color, location 


and/or other design features.  The record button should be easily accessible by 


officers wearing gloves. 


  


System components shall be capable of being illuminated for ready identification 


during periods of darkness.  The illumination level shall be capable of being 


controlled over a range from bright to dark.   


  


All wiring shall meet industry standards applicable to the wire application 


including Underwriters Laboratory (UL) as well as the Society of Automotive 


Engineers (SAE). 


  


Manufacturers shall provide information in their installer’s guide or owner’s 


manual that specifies the proper wiring, fuses, connectors, connection points with 


the vehicle electrical system and grounding points. 


  







 Comply 


3.12.12 OFFICER SAFETY Yes No 


No parts that can come into contact with human skin shall be allowed to reach a 


temperature capable of causing a burn injury, Reference UL 60950 “Safety of 


Information Technology Equipment” as amended December 1, 2000 


  


Any system component carried on the officer’s person shall meet all Underwriters 


Laboratory Standards for shock/electrocution and burn prevention.  All batteries 


used in such devices shall meet Underwriters Laboratory Standards for safety. 


  


The In Car Video System shall operate on a power source that is filtered, 


regulated, and short-circuit protected.  The voltage supplied to the In Car Video 


System components shall meet the manufacturer’s specifications and shall not 


vary with fluctuations of the vehicle’s electrical system of between 9 and 18 volts. 


  


 


 Comply 


3.12.13 RELIABILITY Yes No 


The video systems shall maintain consistent audio/visual recording quality.  The 


in-car recording system shall not be affected by transmissions from the police 


communication or interference from the following sources: high-powered 


television stations; other radio frequency interference (e.g.  UHF, VHF & HF); 


automobile alternator, ignition, electrical systems; automobile heaters / air 


conditioner fan motors; or other patrol vehicle electrical systems.  


  


All equipment shall have a lifecycle of at least 3 years under law enforcement 


agency usage, or have replacement coverage under warranty and maintenance.  


Please provide expected lifecycle for all video system components. 


  


When in operation, the mobile video system must not generate electromagnetic or 


radiation that interferes with communications or other electronic equipment found 


within a police vehicle  


  


Loss of power to the system shall not cause loss of any recorded data or result in 


the unit requiring reprogramming, reloading of software or operating system 


software. 


  


The video system shall be able to return to a “ready to record” mode after sudden 


loss of power without requiring user intervention. 
  


The system’s timekeeping device and the vehicle’s identifier shall be protected by 


a system battery backup to prevent loss of information in the event the vehicle 


battery is disconnected for up to a minimum of fourteen (14) days. 


  


Date and time within video system shall be self-adjusting for daylight savings time 


and leap years.  
  


The video system shall have self-charging backup battery that continues recording 


upon loss of power, and should gracefully shutdown prior to available power 


being exhausted. The battery backup that shall power the system for at least 


2 minutes following loss of the vehicle’s battery power. 


  


 


 Comply 


3.12.14 TRAINING/DOCUMENTATION Yes No 


The vendor shall offer and provide, at no additional cost, training to all end users 
  







 Comply 


3.12.14 TRAINING/DOCUMENTATION Yes No 


on the use of the video system and video viewing software  


The vendor shall offer and provide, at no additional cost, training to electronic 


technicians at their Reno, Elko, and Las Vegas shop locations.  This training will 


ensure proper operation, repair, and maintenance of the manufacturer's video 


system. 


  


A system administrator class covering all aspects of the system shall be given at 


all the DPS/HPD Regional Command sites (Reno, Elko, and Las Vegas) upon 


award. 


  


Trainers must be experienced instructors who are thoroughly familiar with all 


technical aspects of the system.   
  


Provide a course syllabus for training classes to be provided with your RFP 


response. 
  


Vendor shall include documentation for procedures on regular maintenance of 


video system components.  
  


Vendor shall provide complete service manuals and service bulletins on all 


electronic components. 


  


Vendor shall provide documentation of system that includes identification of all 


vehicle equipment and the physical configuration; all configurable system 


parameters; written installation instructions, user manuals; and system 


administrator manuals instructions covering the change of all configuration 


settings. 
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3.11 SCOPE OF WORK BODY WORN CAMERA (BWC) 


 


3.11.1 The State of Nevada is seeking a qualified vendor that can provide at a minimum, 


the following: 


 


3.11.1.1 A Video Management System (VMS) that is either an externally 


hosted cloud-based data storage solution with the capability of 


organizing/managing video/digital evidence, server based or consist 


of a hybrid solution and be accessible via the internet to multiple 


users simultaneously.  The State prefers the Cloud or Hybrid 


solution.  The system must meet the State’s geographical needs as 


described in this RFP.   


 


3.11.1.2 Up to 489 high quality Body Worn Cameras necessary to outfit 465 


sworn (Lieutenants and below) with 5% spares. 


 


3.11.1.3 The VMS shall have the ability to convert video to a portable media 


device i.e.: (DVD, external hard drive) without compromising its 


authenticity to include all metadata and chain of custody 


requirements. 


 


3.11.1.4 Full service vendor support including installation, maintenance/ 


support, warranty, training, documentation, and project management 


throughout the contract period. 


 


3.11.1.5 All-inclusive pricing for all hardware (body worn cameras, 


workstations, servers, archiving hardware, video back-up systems, 


access points, automatic triggering devices,  connectivity (Ethernet 


wiring), and software (system, database, and video management) 


installation, configuration, and training). 


 


3.11.1.6 Proposed systems that consist of server based video evidence 


management must be turn-key and provide warranties and full 


service maintenance and support on all hardware, wiring 


infrastructure, and software for a period of five (5) years. 


 


 


3.11.2 Body Worn Cameras 


 


Specifications are provided by area including BWC Hardware Requirements, 


Evidence Managements System, Video Storage, System Security, Information 


Security, In-car Video Integration, Training and warranty.   


 


3.11.3 BWC Hardware Requirements 


 


3.11.3.1 Cameras worn by officers shall be lightweight, preferably six ounces 


or less in total combined weight. 
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3.11.3.2 Cameras shall have minimal wiring, not exceed two wires or cables 


and shall be designed to disengage to prevent the wearer from 


becoming entangled.  


 


3.11.3.3 Cameras shall have recording capability of at least ten continuous (10) 


hours (the State would prefer twelve (12) hours of continuous 


recording capability).   


 


3.11.3.4 Cameras must have a minimum stand-by battery life of ten (10) hours 


without recharging or additional batteries, with pre-record on. 


 


3.11.3.5 BWC Shall be user friendly that can be activated easily during times 


of stressful events.  


 


3.11.3.6 BWC should have automatic triggers, as a standalone system. 


 


3.11.3.7 Rechargeable battery must be able to reach full charge, from no 


power, in no more than six (6) hours. 


 


3.11.3.8 Cameras must have a minimum of thirty-two (32) GB 


internal/integrated memory and storage media not be removable. 


 


3.11.3.9 Rechargeable battery must be able to withstand at least three hundred 


(300) charging cycles, maintaining the 10 hour record time. 


 


3.11.3.10 BWC lens must have a field of view from 95 to 145 degrees. 


 


3.11.3.11 The recording speed shall be no less than 30 frames per second (fps). 


 


3.11.3.12 Camera shall record video images in full color with a minimum 


resolution of 640 pixels x 480 pixels. Adjustable resolution is 


preferable.  


 


3.11.3.13 Video compression shall be H.263 or higher. 


 


3.11.3.14 Cameras shall have multiple mounting options to accommodate 


varying uniformed officers, plain-clothed officers, and tactical field 


situations.  Examples include, but are not limited to, lapel, shoulder, 


eyeglasses, cap, helmet, holster, button shirt, zipper shirt, utility belt, 


snow suit etc.  Mounts shall not require modification to current in-


service uniforms.   


 


3.11.3.15 Camera should allow for on scene (in the field) viewing?  If so, 


describe the ability to playback or view video. 


RESPONSE:  The FOCUS can integrate with either the COBAN 


EDGE Hi-Def In-Car Video System or agency Mobile Data 


Terminal (laptop) to playback video and enter additional data in 


the field. 
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3.11.3.16 Camera shall provide feedback to user when activated, either via a 


visual indicator or audible tone. 


 


3.11.3.17 Camera shall have the ability to be set to stealth mode while in the 


field. 


 


3.11.3.18 Camera must have an indicator that shows current operating mode. 


 


3.11.3.19 If the camera offers night vision enhancement, the State shall have the 


ability to enable or disable it. 


 


3.11.3.20 The System should provide automatic indexing functionality of video 


files and be capable of interfacing with existing computer-aided 


dispatch (CAD) vendor.  


 


3.11.3.21 Cameras shall automatically embed a time/date stamp in the recorded 


video. 


 


3.11.3.22 Cameras shall prevent users from deleting recorded files without 


authorization. 


 


3.11.3.23 Camera should have a method for adding desired metadata to video in 


the field prior to upload. 


 


3.11.3.24 Officers should have the ability to playback or view video in the field 


on mobile cameras and/or MDC’s (Panasonic FZ-G1 Tablet) 


wirelessly (i.e. Bluetooth). 


 


3.11.3.25 Camera shall have a pre-event record feature (BWC should capture at 


least thirty (30) seconds of video prior to officer initiating the 


recording). Adjustable times are preferable.  


 


3.11.3.26 Camera will export in a standard, open format, such that it can be 


replayed in freely available software without processing or 


conversion.  Proprietary data formats shall not be accepted. 


 


3.11.3.27 The vendor must offer a multi-dock station capable of uploading 


digital evidence from multiple cameras simultaneously and have the 


capability to upload video via Wi-Fi and/or cellular LTE 


connectivity.  If via cellular, product should be compatible with 


Fenny Wireless Skyus X modem. 


 


3.11.3.28 The multi-dock station must charge the camera batteries, securely 


transfer files without loss of quality or metadata, and delete the files 


from the camera once transferred to the evidence management 


system. 


 


3.11.3.29 The multi-dock station should not require a department computer to 


operate, connect or interface with the Internet (e.g. the multi-dock 
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station should be a standalone device that connects to the cloud 


storage solution or server via an Ethernet connection). 


 


3.11.3.30 The camera should not cause electromagnetic interference with nearby 


airwave radios (and other electronic equipment and radio 


communication systems). 


 


3.11.3.31 Loss of power to the camera must not cause data to be lost/corrupted. 


 


3.11.3.32 Cameras will be ruggedized.  Cameras shall be able to survive a six-


foot drop test.  Cameras shall be able to operate at minimum 


temperature of -12 degrees Fahrenheit and a maximum temperature 


of 130 degrees Fahrenheit. 


 


3.11.3.33 Vendor will state camera’s Ingress Protection (IP) rating. The State 


prefers an IP rating of IP67. 


RESPONSE:  The FOCUS is rated IP67. 


 


3.11.3.34 Describe what features devices have in place to prevent accidental 


activations of camera by the user (without the need for accessories 


or alteration of equipment by user).   


RESPONSE:  The recording button of the FOCUS can be 


configured by the system administrator to activate only on a 


double-press or long press (3 seconds) to prevent accidental 


activations. 


 


3.11.3.35 Vendor shall define the required time for automated indexing (specific 


time frame after upload of video evidence) and any expected error 


rate percentage upon indexing, if applicable. 


RESPONSE:  Indexing is completed on the unit itself, prior to 


upload, and videos are available for viewing immediately after 


transfer is completed. 


 


3.11.3.36 The vendor must state the transfer rate of video from the multi-dock 


station to the cloud in sixty or thirty-minute increments.  Vendors 


shall break down transfer rates by video quality (i.e. Hi Def). 


RESPONSE:  Assuming a video that is 2 hours in length and a 


50 Mbps uplink to the Cloud, 


640 x 480 – Less than 30 minutes (approximately 11 minutes). 


720p – Less than 30 minutes (approximately 13 minutes). 


1080p – Less than 30 minutes (approximately 15 minutes). 


These times include the speed of transferring data off the 


FOCUS unit at approximately 24.6 GB/hr. 


 


 


3.11.3.37 Describe device wireless activation features (e.g. device is 


automatically activated with the activation of patrol vehicle’s light 


bar), if applicable. 


RESPONSE:  When deployed with the in-car smart dock, the 


FOCUS can be wirelessly activated by any trigger operating off 
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a 12-volt source.  Light bar triggering is standard, while other 


possibilities like gun lock, door ajar, speed trigger, etc. are 


available. 


 


3.11.4 Maintenance & Repairs (Hardware) 


 


3.11.4.1 Vendor shall propose and provide a detailed description of the 


maintenance services that are available once the one-year warranty 


has expired. 


RESPONSE:  COBAN’s Law Enforcement all-inclusive 


coverage plan comprises of monthly Hybrid Cloud storage per 


unit, extended warranty coverage for the duration of the plan, 


and a technology upgrade for Body Cameras and all associated 


accessories at the end of the second (2nd) and fourth (4th) 


contract years. 


 


3.11.4.2 Vendor shall provide on-site repair services as required. 


 


3.11.5 Video Management System  


 


3.11.5.1 Vendors must be able to provide documentation establishing that their 


technology has undergone rigorous field testing by an independent 


and relevant scientific body.  This documentation must be provided 


with the vendor’s proposal response. 


RESPONSE:  Environmental durability testing documentation 


is provided in COBAN’s Confidential proposal response. 


 


3.11.5.2 Vendors shall be willing to provide an expert witness to testify in a 


court of law, to support court cases utilizing video from their BWC 


System, at a reasonable fee.  Vendors must specify hourly rate for 


expert witness testimony within Attachment H ~ Cost. 


 


3.11.5.3 VMS shall either be an externally hosted cloud-based data storage 


solution with the capability of organizing/managing video/digital 


evidence, server based or consist of a hybrid solution and be 


accessible via the internet to multiple users simultaneously.  The 


State prefers the Cloud or Hybrid solution. 


 


3.11.5.4 VMS shall allow for remote access with complete functionality 


(review, enter metadata and send video) with NHP mobile devices 


and/or computers. 


 


3.11.5.5 VMS shall provide an automatic audit trail for when files and videos 


are accessed. 


 


3.11.5.6 VMS shall allow officers to enter additional metadata to recorded 


files, such as notes or comments. 
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3.11.5.7 Solution must support all major digital file types (avi, jpeg, mpeg, 


etc.).  


 


3.11.5.8 VMS shall provide remote viewing of the stored video based on the 


permissions granted by the System Administrator. 


 


3.11.5.9 VMS shall allow users to search video files by name, date of 


recording, date of upload, case number (CAD-generated), device 


number, as well as categorize and add notes to each file within the 


solution. 


 


3.11.5.10 VMS must allow System Administrators the ability to grant access of 


specific files to specified persons for a specific period of time. 


 


3.11.5.11 VMS shall have the ability to share files internally and externally via 


secure links over the Internet. 


 


3.11.5.12 When videos are exported to a portable media device, all metadata 


shall transfer over without compromising its authenticity.  


 


3.11.5.13 VMS shall grant System Administrators the ability to set variable 


retention rules per DPS/HPD preferences. 


 


3.11.5.14 VMS shall have the ability to set time tables for automatic deletions of 


files. 


 


3.11.5.15 VMS should have the ability to recover deleted evidence within a 


minimum of seven (7) days of deletion.  The State would prefer a 


recovery period of 30 days. 


 


3.11.5.16 The VMS will maintain a log/audit trail illustrating users who have 


viewed and copied video to an external source (e.g. DVD/ long term 


storage). 


 


3.11.5.17 VMS must have the ability to preserve the raw file without editing. 


 


3.11.5.18 VMS must securely store all videos and recordings in a way that only 


State-authorized users and users authorized by DPS/HPD can view. 


 


3.11.5.19 VMS must provide redundant, security back-up of all data. 


 


3.11.5.20 VMS should offer redaction capabilities. 


 


3.11.5.21 VMS must be compatible with at least Windows 7 Professional 


Operating System or more recent versions) and Internet Explorer 


Version 11 web browser or more recent version(s). 


 


3.11.5.22 Provide the minimum required memory (RAM), if applicable. 


RESPONSE:  The minimum required RAM is 4 GB. 
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3.11.5.23 Provide the minimum required processor speed, if applicable.  


RESPONSE:  The minimum processor speed is 3.0 GHz. 


 


3.11.5.24 Provide the minimum network speed to upload videos, if cloud based. 


RESPONSE:  It is highly recommended to have at least a 50 


mbps uplink to the cloud. 


 


3.11.5.25 Upload times to the VMS will be defined in per hour or thirty-minute 


increments of video files. 


RESPONSE:  The transfer speed from the FOCUS to the VMS 


is 24.6 GB per hour. 


 


3.11.5.26 Any required or expected ‘buffering’ times before video files are 


accessible in cloud storage (for view or adding metadata) will be 


clearly defined. 


RESPONSE:  Video files are immediately viewable after 


transfer of the video is completed.  There are no require or 


expected buffering time. 


 


3.11.5.27 Describe System compatibility with mobile devices (iPhones and 


Android). 


RESPONSE:  Future mobile compatibility over Bluetooth/WiFi 


connection to Android devices will be available via a firmware 


update. 


 


3.11.5.28 Vendor shall indicate the number of searchable fields in storage 


system and any ‘wild card’ searches that can be done to locate 


stored data. 


RESPONSE:  The number of searchable fields is not restricted.  


Any data parameter can be used during COBAN’s customizable 


search feature for the management system.  A typical video 


search implementation includes 25 search criteria, with 14 free 


text fields that can support partial matches (wildcards). 


 


3.11.5.29 Users should have the ability to send email messages from hosted 


solution interface to end users. 


 


3.11.5.30 VMS should send System Administrators administrative notifications 


when evidence files are about to be deleted. 


 


3.11.5.31 VMS should send System Administrators administrative notifications 


when users need their credentials reset due to failed log on attempts. 


 


3.11.5.32 VMS should offer auto-redaction capabilities, to include high-


movement and low light video; preferred to minimize the amount of 


time to redact 30 fps for the entire length of video. 


 


3.11.5.33 VMS should have the ability to capture data, report on video statistics 


and provide custom reports. 
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3.11.6 Video Storage 


 


If cloud based, the storage facility must be located within the continental United 


States. 


 


3.11.6.1 Does your storage solution have the ability to upload video from 


multiple camera units simultaneously?  


 


3.11.6.2 Storage solution should have the ability to view multiple linked videos 


simultaneously.  


 


3.11.6.3 Solution should have two tier storage capacity for active video and 


long term storage needs as defined by the State. 


 


3.11.6.4 Does proposed solution offer storage options for ‘unlimited storage’ 


of body camera video evidence? 


 


3.11.6.5 Does your system provide a method to upload videos, via an access 


point?  Please describe your process. 


RESPONSE:  While the Focus Body Camera supports Wi-Fi, it 


is currently used for communications and not upload.  When 


paired with a vehicle device, like the EDGE Hi-Def In-Car Video 


System, videos can be uploaded wirelessly together with the in-


car system. 


 


3.11.6.6 Is your system compatible with an EnGenius ENS500EXT access 


point? 


 


3.11.6.7 Does solution have the ability to maintain and export audit trail along 


with video? 


 


3.11.6.8 Define maximum storage capacity, if any. 


RESPONSE:  There is no maximum storage capacity.  Please 


refer to the Command Terms and Conditions document for 


more information regarding Hybrid storage solution terms. 


 


3.11.6.9 Describe the capability of proposed solution to provide the State with 


the ability to export/download and migrate original recordings with 


all metadata to other storage media or, local storage  inclusive of all 


metadata and chain of custody information. 


RESPONSE:  Export/download and migration of original 


recordings to other storage servers/locations always includes 


metadata and chain of custody information.  The metadata and 


chain of custody is transferred before the actual video file.  


 


3.11.6.10 Describe archival, hot and cold cloud storage solutions.  


RESPONSE:  For cloud storage, videos are stored in Cool 


Storage (minor delay when accessed – in seconds when 


compared to hot storage).  For the Courier service (cloud based 
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sharing), videos are stored in hot storage.  COBAN does not 


offer cold storage at this time.  
 


3.11.6.11 Describe archival solutions for server storage, if applicable. 


RESPONSE:  Video can be archived to local NAS storage or 


cloud storage. 


 


3.11.6.12 Discuss different cost savings as defined by various storage solutions 


(active vs. long-term storage of files). 


RESPONSE:  COBAN does not charge separate tiers for active 


or “cold” storage.  The Hybrid storage solution proposed by 


COBAN provides the agency with the ability to store high 


priority videos on the gateway device, decreasing the time 


associated with reviewing or accessing videos and lessening the 


required network bandwidth.  A copy of video can be 


transferred to the Cloud for long-term storage purposes.  While 


there are no separate costs for active vs. long-term storage, the 


Hybrid solution allows the agency to prioritize videos and 


maximize efficiency and manpower. 


 


3.11.6.13 Describe capability to respond to requests to pull video from ‘cold 


cloud storage’, including time required to download video from 


storage. 


RESPONSE:  All videos uploaded are immediately accessible, 


with no “cold storage” penalty. 


 


3.11.6.14 Describe your solution to upload video in the rural areas that only 


have a maximum broadband speed of 1.5 Mbps 


RESPONSE:  Utilizing COBAN’s hybrid solution, the agency 


can elect to only upload certain video categories to the Cloud for 


long term storage, while keeping non-evidentiary files on 


premise.  Also, COBAN’s hybrid technology can optimize file 


sizes prior to Cloud upload, reducing video sizes as much as 


85%. 


 


3.11.7 System Security 


 


3.11.7.1 The VMS shall meet the minimal security requirements for the 


Criminal Justice Information Services (CJIS) Policy.  In particular, 


the VMS shall comply with Policy Areas 2 through 13 in Section 5 


of the CJIS Policy.  The CJIS Policy can be viewed by accessing the 


following link: https://www.fbi.gov/about-us/cjis/cjis-security-


policy-resource-center 


 


A.  Will access to Criminal Justice Information (CJI) within a cloud 


environment fall within the category of remote access? (Section 


5.5.6 Remote Access found in the above link)  


 


3.11.7.2 Will advanced authentication (AA) be required for access to CJI 


within a cloud environment (Section 5.6.2.2 Advanced 



https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center

https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center
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Authentication, 5.5.2.2.1 Advanced Authentication Policy and 


Rationale found in the link under 3.11.7.1) 


 


3.11.7.3 Does your cloud service provider’s datacenter(s) used in the 


transmission or storage of CJI meet all the requirements of a 


physically secure location? (Section5.9.1 Physical Secure Location 


found in the link under 3.11.7.1)  


 


3.11.7.4 Are the encryption requirements being met? (Section 5.10.1.2 


Encryption found in the link under 3.11.7.1) 


 


3.11.7.5 Who will be providing the encryption as required in the CJIS Security 


Policy? (Client or cloud service provider) 


RESPONSE:  COBAN utilizes Microsoft Azure Government for 


Cloud services.  


 


3.11.7.6 Is the data encrypted while at rest and in transit? 


 


3.11.7.7 What are the cloud service provider’s incident response procedures? 


(Section 5.3 Policy Area 3: Incident Response found in the link 


under 3.11.7.1) 


RESPONSE:  Please refer to Microsoft Incident Response 


Information found here: 


https://azure.microsoft.com/en-us/blog/microsoft-incident-


response-and-shared-responsibility-for-cloud-computing/ 


 


3.11.7.8 Will the cloud subscriber be notified of any incident? 


 


3.11.7.9 If CJI is compromised, what are the notification and response 


procedures? 


RESPONSE:  COBAN will inform agencies we work with 


if/when CJI is compromised and update correction progress on 


a daily basis until the situation is resolved.  All communications 


will be done via email so there is a record of reference. 


 


3.11.7.10 Is the cloud service provider a private contractor/vendor?  


 


3.11.7.11 If so, they are subject to the same screening and agreement 


requirements as any other private contractors hired to handle CJI. 


(Section 5.1.1.5 Private Contractor User Agreements and CJIS 


Security Addendum; 5.12.1.2 Personnel Screening for Contractors 


and Vendors found in the link under 3.11.7.1) 


 


3.11.7.12 Will the cloud service provider allow the CSA and FBI to conduct 


compliance and security audits? (Section 5.11.1 Audits by the FBI 


CJIS Division; 5.11.2 Audits by the CSA found in the link under 


3.11.7.1)  


 


3.11.7.13 The State may verify that Contractor is in compliance with CJIS by 


requesting a compliance audit of Contractor’s technology 



https://azure.microsoft.com/en-us/blog/microsoft-incident-response-and-shared-responsibility-for-cloud-computing/

https://azure.microsoft.com/en-us/blog/microsoft-incident-response-and-shared-responsibility-for-cloud-computing/
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deployment through the CJIS Systems Agency to the Federal Bureau 


of Investigation (FBI).  The FBI CJIS Division shall perform the 


requested audit to verify compliance. 140-2.  


 


3.11.7.14 System shall provide full conformance to Federal Information 


Processing Standards (FIPS) Publication. 


 


3.11.7.15 VMS shall provide user authentication with a unique username and 


password.  


 


3.11.7.16 VMS will allow for authorized users to be established based on 


various roles and permissions by the System Administrator. 


 


3.11.7.17 VMS will offer optional IP access restriction and security challenge 


questions upon access from an unknown or previously used location. 


 


3.11.7.18 Any access to stored video shall be maintained in an automatic log or 


audit trail showing users that have viewed, shared or copied video to 


an external source (e.g. CD/DVD, local storage, etc.), and the audit 


trail should be capable of being exported. 


 


3.11.7.19 Log activities performed by specific user ID, IP address and time/date 


stamp all activities. 


 


3.11.7.20 System Administrators shall have the ability to administratively 


manage accounts and assign rights and permissions to system users. 


 


3.11.7.21 VMS shall provide ability to set an unsuccessful access attempt limit 


and suspend IDs after reaching the unsuccessful access threshold. 


 


3.11.7.22 VMS shall provide ability to send alerts to System Administrators for 


unauthorized access attempts. 


 


3.11.7.23 VMS shall enable automatic logoff of ID after a defined period of 


session inactivity, and perform subsequent re-log-on password 


authentication. 


 


3.11.7.24 VMS shall provide ability to configure password parameters such as 


password lengths, user access to expiration settings and other 


behaviors, enabling alphanumeric characters, etc. 


 


3.11.7.25 VMS shall provide ability to lock out user or group ID. 


 


3.11.7.26 Vendor will provide a detailed explanation of data security standards, 


to include but not limited to: defining the physical environment, 


location of all host servers; protections against natural and man-


made disasters; encryption; transfer; storage; redundancy and 


recovery of files. 


RESPONSE:  COBAN uses Microsoft Azure Government as a 


cloud storage platform.  It offers the industry’s largest 
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compliance portfolio, provides physical and network isolation 


within the continental United States, and is operated by 


screened U.S. personnel.  It is specifically designed to meet the 


higher level security and compliance needs for sensitive and 


dedicated U.S. Public Sector workloads found in regulations 


such as the United States Federal Risk and Authorization 


Management Program (FedRAMP), Department of Defense 


Enterprise Cloud Service Broker (ECSB), Criminal Justice 


Information Services (CJIS) Security Policy, and Health 


Insurance Portability and Accountability Act (HIPAA). 


 


For more details, please refer to: 


https://azure.microsoft.com/en-us/documentation/articles/azure-


government-overview/ 


 


 


3.11.7.27 Describe security standards for hardware (cameras) in place to prevent 


data from being accessed in the event a camera is lost or stolen. 


RESPONSE:  The FOCUS accomplishes secure access through a 


proprietary mounting mechanism and driver, which makes the 


FOCUS incompatible with any computers that do not have 


COBAN’s software and a valid access credential.  As opposed to 


only encrypting data, the FOCUS securely protects data by 


completely locking access to the storage on the device from all 


unauthorized devices and users, including preventing 


destructive behavior and formatting. 


 


3.11.7.28 Vendor will describe any previous loss of data occurring from 


criminal actions, as well as other issues that impact data integrity, 


such as unauthorized data access by contract personnel. 


RESPONSE:  None. 


 


3.11.7.29 Provide a non-technical means for field personnel to remotely view 


stored video without altering original file (other than applying 


metadata to file). 


 


3.11.7.30 Describe ability of system to enforce password expiration. 


RESPONSE:  The local system administrator defines password 


expiration rules in terms of number of days.  Each time a user 


logs onto the system, the VMS will check the expiration rule and 


request the user to change his or her password if it has expired. 


 


3.11.7.31 Describe ability of system to limit concurrent sessions. 


RESPONSE:  Each time a user logs on, the system checks for 


active session under the same user ID and the IP address used.  


If there is a session under a different IP address that was active 


less than 1 minute ago, access to the new logon attempt will be 


denied. 


 



https://azure.microsoft.com/en-us/documentation/articles/azure-government-overview/

https://azure.microsoft.com/en-us/documentation/articles/azure-government-overview/
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3.11.7.32 Describe ability of system to log changes to administrative functions. 


RESPONSE:  All changes to administrative functions are logged 


in the system’s audit trail. 


 


3.11.8 Information Security 


 


3.11.8.1 Vendor shall encrypt transmission of confidential data when 


transferred through publicly accessible networks such as the 


Internet. 


 


3.11.8.2 Vendor shall ensure all transmission of information data files are 


transferred through a Secure Socket Layer (SSL), which creates a 


128 bit encrypted connection which is password protected.  All data 


files that are on Vendor’s servers are encrypted once they have 


completed the upload and pre-process procedures. 


 


3.11.8.3 All input data transmitted across public networks (all networks other 


than the State’s) shall be encrypted during transit and decrypted 


electronically during processing to produce non-confidential output 


data.  The decrypted data shall not be accessible by vendor’s 


employees unless otherwise limited on a “need to know” basis as 


determined by the Nevada Highway Patrol’s designee. 


 


3.11.8.4 The System shall have a host-based firewall technology preventing 


inappropriate/ unauthorized access.  Vendor shall provide the 


following: 


 


A.  All intrusion detection system monitoring for unauthorized 


access attempts. 


 


B.  Must run anti-virus software. 


 


C.  Monitor daily logs for potential intrusions, file integrity. 


 


D.  Only allow access by uniquely assigned and auditable IDs. 


 


E.  All data transfers and administrative access must be in an 


encrypted format. 


 


3.11.9 In-Car Video Integration 


 


3.11.9.1 BWC must have the ability to record audio for the In-car video 


system.  


 


3.11.9.2 BWC must have the ability to activate recording off the In-Car video 


systems automatic triggers. 


 


3.12 IN-CAR VIDEO  
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The In-Car Video portion of this RFP is contingent upon funding anticipated to be 


approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 


compatible with proposed Body Worn Cameras.  


 


3.12.1 Standard Specifications 


 


3.12.1.1 All mobile video systems and related audio equipment must conform 


to the applicable minimum standards as set by the following: 


Electronic Industries Association (EIA);  


 


3.12.1.2 Federal Communications Commission (FCC) rules/ regulations;  


 


3.12.1.3 Institute of Electrical and Electronic Engineers (IEEE); 


 


3.12.1.4 International Electro-technical Commission (IEC); 


 


3.12.1.5 International Organization for Standardization (ISO); 


 


3.12.1.6 National Fire Protection International (NFPA); 


 


3.12.1.7 National Highway Transportation Safety Administration (NHTSA); 


 


3.12.1.8 Society of Automotive Engineers (SAE); 


 


3.12.1.9 Underwriters Laboratories Inc. (UL); and 


 


3.12.1.10 Vendors must provide documentation that validates that their systems 


adhere to the minimum specifications in the International 


Association of Chief of Police (IACP) Specifications for In-Car 


Video (dated 11/21/2008), and that the technology used is generally 


accepted in the relevant field.   


RESPONSE:  COBAN will provide the applicable 


documentation if so requested by Nevada Highway Patrol. 


 


3.12.2 Video System Specifications 


 


3.12.2.1 The minimum acceptable components consist of the following parts:  


 


A.  Front camera; 


 


B.  Back seat camera; 


 


C.  Color LED monitor with audio; 


 


D.  Body worn camera must act as a wireless transmitter for audio 


with in-car & home charger; 


 


E.  Covert secondary hard-wired microphone; 
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F.  Digital Video Recorder- DVR; 


 


G.  Integrated GPS receiver and antenna; 


 


H.  Collision sensor; 


 


I.  Controller center; 


 


J.  Means to transfer media data from In-car to storage solution; 


  


K.  Video viewer capability; 


 


L.  Hardware/software necessary to submit videos as evidence; 


 


M.  All mounts and cables for power, interfaces, cameras, and 


antennas; 


 


N.  Documentation; 


 


O.  Warranty and maintenance; 


  


P.  Training; and 


 


Q.  Shipping and handling. 


 


3.12.2.2 The digital video recorder (DVR) offered shall be in full commercial 


production.  Prototypes will not be considered. 


 


3.12.2.3 Programming of the in-car recording system shall be restricted to 


authorized personnel only.   


 


3.12.2.4 All controls and indicators shall have adjustable backlighting. 


 


3.12.2.5 The officer shall have the option of recording primary, rear-facing, or 


both cameras simultaneously. 


 


3.12.2.6 A collision sensor covering 360 degrees, to trigger recordings, without 


requiring connection to the vehicles airbag system, shall be 


included.  If a collision is detected, the video recorder (including 


pre-event memory) shall be automatically activated so the collision 


and video leading up to the collision is recorded.   


 


3.12.2.7 The in-car digital video system shall be provided with all necessary 


cables and hardware (e.g. fuse holders, mounting brackets) required 


for installation. 
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3.12.2.8 Each digital video recording system shall be supplied with a 


comprehensive installation/ programming/ operations manual.  The 


manual shall specify all brackets, hardware and mounting locations 


for installing camera systems. 


 


3.12.3 Digital Video Recorder (DVR) 


 


3.12.3.1 The DVR shall mount in standard equipment consoles between the 


seats, or overhead. 


 


3.12.3.2 No permanent modifications shall be required to install the DVR 


system. 


 


3.12.3.3 The DVR system shall be capable of being installed as to not hinder 


the operation of the police unit.  


 


3.12.3.4 The DVR shall be capable of recording two video inputs from a 


powerful zoom, forward-facing camera, and a wide-angle rear-


facing camera. 


 


3.12.3.5 The DVR shall provide a choice of at least one of the following 


upload options. 


 


A.  Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is 


upwardly scalable.  The system should be capable of 


comfortably uploading from multiple vehicles in the regional 


command centers (depicted in the scope of work section of this 


RFP) simultaneously.  In addition, a backup upload system must 


be provided, should the wireless transfer system fail. 


 


B.  Removable Hard Disc Drive (HDD) with provided hard drive 


docking stations that support plug and play hard drive insertion. 


 


C.  Removable Compact Flash Device-Device with provided 


docking stations that support plug-and-play flash card insertion. 


 


D.  Cellular - Upload media via LTE connectivity that is compatible 


with the Feeney Wireless Skyus-X modem.  


 


E.  If necessary, itemize and include the cost of media needed to 


allow officers the ability to rotate media between their vehicles 


and evidence technicians. 


 


3.12.3.6 The DVR shall have the ability to record up to 8 hours of video before 


reaching the capacity of the storage media at maximum resolution.  


For the recording media available, specify the recording and 


playback times, resolution, and MB per second. 


RESPONSE: 


SD standard   640 x 480 1.3 GB/hr. or 0.37 MB/s. 
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SD high   640 x 480 2.0 GB/hr. or 0.57 MB/s. 


HD standard   720p  2.4 GB/hr. or 0.68 MB/s.    26.67 Hr. 


HD high   720p  3.6 GB/hr. or 1.02 MB/s.    17.78 Hr. 


 


3.12.3.7 Video resolution, frame rates, and quality on the DVR shall be preset 


but can be changed by an administrator.  These settings shall be 


independently configurable for recording modes of both video 


cameras.   Please specify levels for: 


 


A.  video resolution  


RESPONSE:  Video resolution can be configured to either 720P 


or 640 x 480. 


 


B.  video frame rate  


RESPONSE:  Video frame rate cannot be configured, and is 


always at industry standard 30 frames per second. 


 


C.  video quality 


RESPONSE:  Video quality (bit rate) can be configured to 


either standard or high settings. 


 


3.12.3.8 The DVR shall require a security feature (key, admin software rights) 


to prevent unauthorized users from accessing the on-screen menus to 


adjust video settings and perform file management functions. 


 


3.12.3.9 The DVR shall include a GPS receiver to provide vehicle position, 


course and speed information.  The GPS receiver shall also be used 


to set the internal DVR clock to the proper time and date so that all 


vehicles display and record proper time. 


 


3.12.3.10 The DVR shall include indicators visible outside of the vehicle to 


confirm that the system is recording and that the wireless audio 


transmitter is activated.  This indicator does not need to be visible to 


occupants inside the vehicle.   


 


3.12.3.11 The DVR shall be capable of initiating a recording by both automatic 


and manual means.  The DVR shall begin recording automatically 


when any of the following are activated: 


  


A.  Vehicle's emergency/pursuit lights;  


 


B.  Siren, and  


 


C.  The systems integrated crash sensor.  (This activation shall 


include capturing the "look back" buffer memory to video-record 


the collision, should it be in view of the active camera. 


 


3.12.3.12 The audio input associated with the forward-facing camera shall 


record audio using the internal microphone inside the vehicle.  


When the wireless audio transmitter/BWC is activated, the audio 
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input shall be automatically switched to the wireless audio 


transmitter’s microphone.  The system shall automatically revert to 


the internal microphone when the wireless audio transmitter/BWC is 


deactivated. 


 


3.12.3.13 The DVR shall include a programmable pre-event recording mode 


allowing it to capture images a minimum of 30 seconds prior to the 


activation of the RECORD mode.  Specify pre-event recording 


capability of proposed DVR. 


RESPONSE:  The pre-event recording time for the EDGE Hi-


Def can be specifically configured to conform to department 


policies and is not restricted.   


 


3.12.3.14 The DVR shall be capable of capturing date/time, user identification 


information, emergency light indication, siren indication, speed 


indication (w/ radar interface), braking indication, and whether the 


microphone is activated.  The information shall not be overlaid on 


the recorded video, and should be stored as secured metadata. 


 


3.12.3.15 The DVR shall allow video to be played back in the vehicle.  When 


the DVR PLAY button is pressed a list of all prior recordings shall 


appear on the display screen provided. 


 


3.12.3.16 The DVR shall record video in a format that allows playback on 


multiple devices. 


 


3.12.3.17 The DVR shall provide a means to ensure the integrity of the recorded 


video has not been compromised.  The video must be able to be 


authenticated at any time, including when it is played back outside 


of the police vehicle. 


 


3.12.3.18 The DVR shall provide a means to ensure the integrity of the recorded 


video has not been compromised.  The video must be able to be 


authenticated at any time, including when it is played back outside 


of the police vehicle. 


 


3.12.3.19 The Control Center/DVR firmware shall allow in-system 


programming for future updates.  Please describe how updates are 


made.   


RESPONSE:  Software and configuration updates are 


automatically pushed to the EDGE Hi-Def at the end of a 


wireless transfer session (upload video and data) or when a 


mobile hard drive is checked out. 


 


3.12.3.20 The DVR or related display (Mobile Data Computer, tablet etc.)  shall 


have backlit controls for record; stop; play/pause; forward/reverse, 


fast forward/ reverse; trace, and lighted indicators for power on; 


record; and play. 
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3.12.3.21 The power control switch shall allow the DVR to automatically power 


on after the vehicle’s ignition is switched on. 


 


3.12.3.22 The DVR shall automatically power down after the vehicle’s ignition 


is turned off provided the DVR is not in “Record” and is not in the 


process of downloading files or other type of file save. 


 


3.12.3.23 The DVR should provide a means to tag an incident at the time it is 


recorded with  a priority designation.  Once a recording is stopped, 


the DVR should automatically prompt the officer to select from the 


pre-defined drop-down list(s). 


 


3.12.3.24 The DVR shall be capable of operating within the range of interior 


temperatures found within a law enforcement vehicle in Nevada 


without the need for supplemental heating or cooling.  Specify your 


DVR’s operating range and acceptability for the extreme 


temperature range in Nevada 


RESPONSE:  The EDGE Hi-Def has an operating temperature 


range of -20 to +165 degrees Fahrenheit. 


 


3.12.4 Compact CCD Color Camera 


 


3.12.4.1 The low-light CCD color camera shall use a Sony EXview® HAD 


CCD or equivalent image sensor to provide high quality nighttime 


images while minimizing blooming and glaring from bright sources 


of light.  Proof of “equal” shall be the responsibility of the bidder 


and shall be submitted with the bid if not using the Sony EX VIEW 


chipset.  


 


3.12.4.2 The forward-facing camera shall be a solid state imaging system that 


is not subject to burn in, or interference by magnetic fields.   


 


3.12.4.3 The forward-facing camera shall operate within the range of 


temperatures from 0 to 120 degrees Fahrenheit or between -17.8 and 


48.9 degrees Celsius. 


 


3.12.4.4 The camera shall be compact so as not to obstruct the driver’s forward 


or peripheral view thru the windshield, or provide any obstruction of 


factory installed airbags or mirrors. 


 


3.12.4.5  The camera shall be a single unit, including power lens, mounted on 


the windshield or roof of the vehicle and operate on 12 VDC power 


source. 


 


3.12.4.6 The camera shall provide a minimum field of view of 24 feet width at 


distance of 35 feet (40 degrees).  


 


3.12.4.7 The camera shall have manual and automatic focus capabilities, which 


are user selectable.   
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3.12.4.8 The front camera should have a minimum 120X zoom (10x optical 


zoom with 12x digital zoom).  Specify mode.  


RESPONSE:  The front camera for the EDGE Hi-Def is capable 


of 28x optical zoom and 12x digital zoom for a total of 336X 


zoom. 


 


3.12.4.9 The minimum LUX rating of the forward facing camera shall be rated 


at less than 1 LUX at full shutter speeds and 0.05 LUX in night view 


mode. 


 


3.12.4.10 The camera shall automatically adjust for varying light levels from 


day to night.  The camera and lens will be equipped with auto focus, 


automatic exposure, and automatic white balance. 


 


3.12.4.11 The camera shall have a minimum color resolution of 450 horizontal 


lines. 


 


3.12.4.12 All cameras shall default to auto focus.  An override system should be 


configurable to prevent operation while the vehicle is in motion. 


 


3.12.4.13 The camera shall offer a signal-to-noise ratio of at least 46db. 


 


3.12.4.14 The camera shall have backlight compensation setting. 


 


3.12.4.15 The camera shall be compact.  List the size and weight of the 


proposed CCD camera. 


RESPONSE:  The camera has dimensions of 2.7” x 2.4” x 4.9” 


(height x width x length).  It weighs 32 ounces. 


 


3.12.4.16 The camera shall mount with a heavy-duty controlled pivot mount that 


does not obstruct the driver’s field of view.  Camera shall be able to 


be rotated 360 degrees and can pan and tilt to +/- 90 degrees.  


Adjustment shall require no tools. 


 


3.12.4.17 An optional rear view camera shall be available. 


 


3.12.5 Back Seat Cameras 


 


3.12.5.1 The back-seat camera shall utilize a micro compact with wide angle 


1/3” Super HAD image device (or equivalent) with approximately 


420 lines of resolution.  Proof of “equal” shall be the responsibility 


of the bidder and shall be submitted with the bid.  This must be 


included in the system at no charge.  


 


3.12.5.2 The rear-facing camera shall be capable of being mounted covertly in 


the cab.   


 


3.12.5.3 The rear facing camera shall be capable of recording the entire rear 


seat area of the police vehicle.  
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3.12.5.4 The rear-facing camera shall have a minimum lux rating of .03.  


Specify the rating. 


RESPONSE:  The rear-facing, wide-angle IR camera has a 


rating of 0 lux.  It utilizes non-visible, automatic IR LEDs. 


  


3.12.5.5 The rear-facing camera shall utilize infrared illumination to capture 


video in no-light conditions.  


 


3.12.6 Compact Color LCD Monitor 


 


3.12.6.1 The monitor shall be a full color high quality LCD, active matrix 


(TFT) screen that measures at least 3.0” measured diagonally.  


  


3.12.6.2 The monitor shall be capable of displaying a live picture from the 


camera when powered, even if recording is not in progress.  


 


3.12.6.3 The monitor shall operate between 32 and 120 degrees Fahrenheit.  


 


3.12.6.4 The monitor shall include a system speaker, with volume control, to 


provide monitoring of live audio or playback from all system 


microphones. 


 


3.12.6.5  The monitor shall have controls/indicators that mimic the DVR and 


include record; stop; play/pause; forward/reverse; brightness; 


volume; and power.  The monitor should also include a button for 


disabling the monitor when the system in standby, and accessing a 


menu for programming. 


 


3.12.6.6 The monitor should have the capability to display: date/time, user 


identification information, emergency light indication, siren 


indication, latitude and longitude, speed (w/ radar interface), braking 


indicator and microphone activation indicator.  The information 


shall not be overlaid on the recorded video; rather, it should be 


stored as external secure meta-data (or equivalent) in the video file. 


  


3.12.6.7 The monitor should support a full-screen video mode (without the 


auxiliary data) using a single key press on the control center. 


 


3.12.6.8 The monitor shall operate independently from the recording device.  


For covert operation it should possible to operate the DVR in 


RECORD mode with the monitor turned off. 


 


3.12.6.9 The monitor shall be provided with an adjustable mounting bracket 


that will allow it to be mounted in a variety of locations within the 


law enforcement vehicle. 
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3.12.6.10 The monitor shall have the capability to display the approximate 


amount of storage remaining on the media in an HH:MM format.  


An audible beep or other form of tone shall warn operator prior to or 


when there is 10%, or less, time remaining on the media. 


 


3.12.7 Microphones 


 


3.12.7.1 The system shall come equipped with a digital wireless microphone 


that is incorporated into the BWC and an in-car microphone.  The 


in-car microphone shall be mountable anywhere within the vehicle. 


 


3.12.7.2 Audio from the interior microphone and the wireless 


microphone/BWC shall record on separate audio channels.  


 


3.12.7.3 The wireless microphone/BWC shall be self-contained and include a 


re-chargeable battery; mountable charger/docking station; internal 


microphone; internal antenna.  Transmitters that rely on the 


microphone cable for an antenna, or which utilize an external 


antenna shall not be permitted.  


 


3.12.7.4 The wireless microphone/BWC system shall be FCC type accepted.  


 


3.12.7.5 The wireless microphone/BWC shall have a minimum effective 


operating range 1,000 feet under line-of-sight conditions. 


 


3.12.7.6 The wireless microphone/BWC must have a minimum stand-by 


battery life of ten (10) hours without recharging or additional 


batteries, with pre-record on. 


 


3.12.7.7 The wireless microphone/BWC should be capable of automatically 


activating the DVR system; additionally, the wireless audio 


transmitter/BWC shall be capable of being activated by the DVR 


system when a recording is started. 


 


3.12.8 Control Center 


 


3.12.8.1 The control center shall be compact in design and mounted overhead, 


or in the equipment console between the seats. 


 


3.12.8.2 The control center shall not obstruct the driver’s forward or peripheral 


view or provide any obstruction of factory installed airbags or 


mirrors. 


 


3.12.8.3 The control center shall not require any permanent modifications to 


the police vehicle. 


 


3.12.8.4 The control center shall accommodate the mounting of the front and 


rear-facing cameras, the monitor and keypad. 
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3.12.9 Video Viewing Software/Hardware 


 


3.12.9.1 A video viewer/software shall be provided to allow recorded video 


files to be played on any computer and display date/time, user 


identification, emergency light indication, siren indication, latitude 


and longitude, speed (w/ radar interface), braking indication and the 


microphone activation indicator.  This information shall not be 


overlaid on the recorded video; it shall be displayed outside the 


video frame. 


 


3.12.9.2 Support for this software shall include version updates provided free 


of charge for the lifetime of the system. 


 


3.12.9.3 Vendors shall provide all hardware (media readers/drives) and 


software necessary duplicate, share and present digital video in a 


court acceptable format.  Please describe transfer steps needed to 


convert captured video to court acceptable evidence without the 


need for a server based infrastructure. 


RESPONSE:  Videos will be shared with a third party (DA, 


court, defense attorney, etc.) by emailing a link to the specific 


recipient.  The recipient can either playback or download the 


video, based off of sharing privileges selected by the agency, 


onto his or her computer or other device for review.  


 


3.12.9.4 The video management software should be capable of converting a 


video from the proprietary format to the standard DVD Video 


format, and authoring a DVD capable of being played in a standard 


DVD player. 


 


3.12.10 Server Based Video Management System (VMS)  


 


3.12.10.1 VMS shall either be an externally hosted cloud-based data storage 


solution with the capability of organizing/managing video/digital 


evidence, server based or consist of a hybrid solution and be 


accessible via the internet to multiple users simultaneously.  The 


State prefers Cloud or a Hybrid solution. 


 


3.12.10.2 The VMS should include infrastructure in our Northern, Southern, and 


Central regional command offices to assure downloading of all rural 


substations into the regional command centers to which they report 


(see Table 3.8.A).  


 


3.12.10.3 The VMS shall be a turn-key component and fully installed, serviced, 


warranted, and maintained by the vendor.  


 


3.12.10.4 The VMS should include video storage servers or equivalent for all 


regional offices to capture video information, workstation(s) for 


managing and viewing stored video, equipment racks to mount 


equipment, and uninterruptible power supplies (UPS).  
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3.12.10.5 The VMS should provide a configurable archive unit that can 


automatically archive video copies based on set parameters, and 


copy video files to a DVD-Video or equivalent court acceptable 


format. 


 


3.12.10.6 Pricing for the VMS shall be provided on the In-Car Video Cost in the 


vendor’s response.  Pricing must be included for all proposed 


hardware (workstations, servers, archiving hardware, video backup 


systems, access points), wiring, software, installation, configuration, 


and training.  If proposing a cloud or Hybrid solution, provide this 


pricing in the ICV cost schedule. 


 


3.12.10.7 If a server based video management back office component is 


proposed, a schematic of the back end infrastructure shall be 


included with responses to the RFP. 


RESPONSE:  A schematic of the back end infrastructure is 


included with COBAN’s response. 


 


3.12.10.8 The VMS file storage shall be equipped with sufficient storage to 


comfortably manage video that would be generated from cars 


depicted in the scope of work in this RFP.  List and itemize the size 


of proposed storage for each regional command center identified. 


 


3.12.10.9 If wireless downloading capability is proposed for vehicles assigned 


to each regional office, provide download times for video captured 


based on the video compression and resolution capabilities of 


proposed cameras, the proposed number of access points, and the 


proposed servers/wiring infrastructure or cloud solutions. 


RESPONSE:  For the Hybrid solution, and a 3-to-1 Car-to-AP 


ratio: 


EDGE Hi-Def    720p standard         15-20 min. per hour of video. 


EDGE Hi-Def   640 x 480 standard   8-12 min. per hour of video. 


 


3.12.10.10 The VMS shall include a database that contains a record for each 


recorded video file.  The database shall store sufficient information 


to support the search capabilities and provide chain-of-evidence 


documentation. 


 


3.12.10.11 The VMS shall be capable of searching stored video files by: 


department ID, time, date, officer ID, vehicle ID, camera, recording 


mode, and status (online or archived). 


 


3.12.10.12 The VMS shall be capable of providing custom fields that may be 


used to store department-defined information (e.g. suspect’s name, 


license plate number, etc.). 
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3.12.10.13 The VMS should allow videos to be categorized using department-


defined drop-down lists.  This classification shall be used for 


searching and to define how long each category of video is to be 


kept before it is automatically deleted. 


 


3.12.10.14 The VMS shall provide a means to ensure the integrity of the recorded 


video.  Video integrity must be checked when the video is uploaded, 


anytime it is played back or archived, and shall be verifiable on 


demand. 


 


3.12.10.15 The VMS shall provide the capability to duplicate, share and present 


digital video in a court acceptable format.  Describe the transfer 


steps, if any, needed provide video to the courts as acceptable 


evidence.  Describe the way and format the proposed system 


archives recorded video files, and how these files will be stored and 


backed up for safeguarding.  


RESPONSE:  In addition to the method described in line 


3.12.9.3 (utilizing cloud as a platform to share videos), when a 


local server is used, video can be sent to an automatic DVD 


burner robot for duplication.  Labels will be printed on the DVD 


during burning, and can be mailed to the requesters. 


For long-term storage, videos can be archived to a low-cost 


NAS, stored in the Cloud, or employ an automatic DVD burner 


robot for physical archival. 


 


3.12.10.16 When a video file is copied or archived to digital media, the Video 


Management Software shall store a unique archive ID and maintain 


a virtual directory to recall the archived video file(s). 


 


3.12.10.17 The Video Management Software shall be capable of converting a 


video from the proprietary format to the standard DVD Video 


format, and authoring a DVD capable of being played in a standard 


DVD player. 


 


3.12.10.18 The support for this software shall include version updates and be 


provided free of charge to the agency for the lifetime of the system. 


 


3.12.11 Control Center Specifications 


 


3.12.11.1 An optional radar interface shall integrate directly with the Agency 


Bee III radar equipment.  Collected information shall include speed 


of the target, the “locked” target speed, and the patrol vehicle.  
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3.12.11.2 The State is interested in a system that can be configured for 


motorcycle use.  All of the specifications described for the DVR and 


wireless microphone shall be applicable.  Is a motorcycle option 


available for your solution?  If so, does the configuration utilize a 


weatherproofed monitor and camera?  Please explain. 


RESPONSE:  EDGE Hi-Def is not available in a motorcycle 


configuration.  Motorcycle officers can utilize a Body Camera as 


their recording device. 


 


3.12.12 Officer Safety 


 


3.12.12.1 All equipment shall be capable of installation in the following vehicles 


while still meeting the other requirements stated herein:  Chevrolet 


Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan and Ford 


F150 Pick-up. 


 


3.12.12.2 Describe dimensions and vehicle mounting options for your camera, 


recorder, wireless microphone, transmitter/ receiver and any other 


required equipment. 


RESPONSE:  Dimensions are given in inches by Height x Width 


x Length. 


CPU   3.1” x 7.0” x 8.3” Truck, Partition 


Monitor  5.3” x 1.9” x 6” Headliner, Pedestal 


Front Camera 2.7” x 2.4” x 4.9” Front Windshield 


Rear Camera  1.5” x 2.7” x 2.16”  Partition 


Smart Dock  3.4” x 3.4” x 2.5” Console 


UPS Battery  2.6” x 2.0” x 4.4”  Trunk, Partition 


 


3.12.12.3 Equipment must not be installed in such as manner as to interfere with 


a passenger in the front passenger seat. 


 


3.12.12.4 No part of the system shall interfere in any way with the driver’s field 


of view.  The camera shall be a single unit, including power lens, 


mounted on the windshield or roof of the vehicle and operate on 12 


VDC power source All connections to the camera, for power and 


video, shall be made by a single cable that attaches using a quick 


release connector.   


 


3.12.12.5 The in-car system shall be protected from damage due to input of 


voltage, reverse polarity, and electrical transients that may be 


encountered. 


 


3.12.12.6 No item installed in the interior of the passenger compartment shall 


increase the risk of injury to occupants during events related to a 


vehicle crash. 


 


3.12.12.7 Any items installed in the interior of the vehicle shall meet the 


requirements stated in Federal Motor Vehicle Safety Standard 201 


[October 1, 2002] Occupant Protection in Interior Impact as 


referenced in the In-Car Video Camera Systems Performance 
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Specifications - Digital Video Systems provided by the International 


Association of Chiefs of Police.  (11/21/2008). 


 


3.12.12.8 All controls and components should be located and designed to 


minimize driver distraction.  The control pad should be designed and 


organized to minimize officer workload.  The record button should 


be readily identifiable by size, color, location and/or other design 


features.  The record button should be easily accessible by officers 


wearing gloves. 


 


3.12.12.9 System components shall be capable of being illuminated for ready 


identification during periods of darkness.  The illumination level 


shall be capable of being controlled over a range from bright to dark.   


 


3.12.12.10 All wiring shall meet industry standards applicable to the wire 


application including Underwriters Laboratory (UL) as well as the 


Society of Automotive Engineers (SAE). 


 


3.12.12.11 Manufacturers shall provide information in their installer’s guide or 


owner’s manual that specifies the proper wiring, fuses, connectors, 


connection points with the vehicle electrical system and grounding 


points. 


 


3.12.12.12 No parts that can come into contact with human skin shall be allowed 


to reach a temperature capable of causing a burn injury, Reference 


UL 60950 “Safety of Information Technology Equipment” as 


amended December 1, 2000. 


 


3.12.12.13 Any system component carried on the officer’s person shall meet all 


Underwriters Laboratory Standards for shock/electrocution and burn 


prevention.  All batteries used in such devices shall meet 


Underwriters Laboratory Standards for safety. 


 


3.12.12.14 The In-Car Video System shall operate on a power source that is 


filtered, regulated, and short-circuit protected.  The voltage supplied 


to the In-Car Video System components shall meet the 


manufacturer’s specifications and shall not vary with fluctuations of 


the vehicle’s electrical system of between 9 and 18 volts. 


 


3.12.13 Reliability 


 


3.12.13.1 The video systems shall maintain consistent audio/visual recording 


quality.  The in-car recording system shall not be affected by 


transmissions from the police communication or interference from 


the following sources: high-powered television stations; other radio 


frequency interference (e.g.  UHF, VHF & HF); automobile 


alternator, ignition, electrical systems; automobile heaters / air 


conditioner fan motors; or other patrol vehicle electrical systems.  
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3.12.13.2 All equipment shall have a lifecycle of at least 3 years under law 


enforcement agency usage, or have replacement coverage under 


warranty and maintenance.  Please provide expected lifecycle for all 


video system components. 


RESPONSE:  The expected lifecycle for equipment is 5 years 


and warranties can be provided for that timeframe. 


 


3.12.13.3 When in operation, the mobile video system must not generate 


electromagnetic or radiation that interferes with communications or 


other electronic equipment found within a police vehicle.  


 


3.12.13.4 Loss of power to the system shall not cause loss of any recorded data 


or result in the unit requiring reprogramming, reloading of software 


or operating system software. 


 


3.12.13.5 The video system shall be able to return to a “ready to record” mode 


after sudden loss of power without requiring user intervention. 


 


3.12.13.6 The system’s timekeeping device and the vehicle’s identifier shall be 


protected by a system battery backup to prevent loss of information 


in the event the vehicle battery is disconnected for up to a minimum 


of fourteen (14) days. 


 


3.12.13.7 Date and time within video system shall be self-adjusting for daylight 


savings time and leap years.  


 


3.12.13.8 The video system shall have self-charging backup battery that 


continues recording upon loss of power, and should gracefully 


shutdown prior to available power being exhausted.  The battery 


backup should power the system for at least 2 minutes following 


loss of the vehicle’s battery power. 


 


3.12.14 Training/Documentation 


 


3.12.14.1 The vendor shall offer and provide, at no additional cost, training to 


all end users on the use of the video system and video viewing 


software.  


 


3.12.14.2 The vendor shall offer and provide, at no additional cost, training to 


electronic technicians at their Reno, Elko, and Las Vegas shop 


locations.  This training will ensure proper operation, repair, and 


maintenance of the manufacturer's video system. 


 


3.12.14.3 A system administrator class covering all aspects of the system shall 


be given at all the DPS/HPD Regional Command sites (Reno, Elko, 


and Las Vegas) upon award. 


 


3.12.14.4 Trainers must be experienced instructors who are thoroughly familiar 


with all technical aspects of the system. 
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3.12.14.5 Provide a course syllabus for training classes to be provided with your 


RFP response. 


 


3.12.14.6 Vendor shall include documentation for procedures on regular 


maintenance of video system components.  


 


3.12.14.7 Vendor shall provide complete service manuals and service bulletins 


on all electronic components. 


 


3.12.14.8 Vendor shall provide documentation of system that includes 


identification of all vehicle equipment and the physical 


configuration; all configurable system parameters; written 


installation instructions, user manuals; and system administrator 


manuals instructions covering the change of all configuration 


settings. 


 


3.12.15 Installation 


 


3.12.15.1 Describe your approach for installing camera systems if this service is 


requested by the State.  The State reserves the right to do such 


installations either through its fleet shops, or through an accessory 


installation contract. 


RESPONSE:  COBAN has field service technicians and field 


application engineers on staff that will go on site to both do 


initial install and train fleet shops at the request of Nevada 


Highway Patrol. 


 


3.12.15.2 Provide an installation price per camera unit for each regional office. 


 


3.12.15.3 Specify the companies that will provide installation of camera systems 


in our Reno, Elko and Las Vegas regional offices if requested by the 


State. 


RESPONSE:  COBAN Technologies will provide installation. 


  







Based on the in the information provided in Section 3.8.  Rural 


areas with ~1.5 Mbps connectivity store Non-Event videos 


locally for 30 days, and do not push these videos to the cloud.  


Events are pushed to the cloud and retained for 5 years.  This 


allows for a reduction in required bandwidth due to non-events 


not requiring cloud upload.


Based upon shift and recording estimates, the 3 largest rural 


stations are Ely, Winnemucca, and Wells, which have 


approximate capacities above.  The Remaining stations will 


utilize servers 4TB or smaller.


Ely


4 TB Local


30 Days


Winnemucca


8TB Local


30 Days


Wells


5TB Local


30 Days


Las Vegas


113 TB


30 days


Reno


27 TB


30 days


Elko


15 TB


30 days


HeadQuarters


4 TB


30 Days


The remaining stations can also utilize local storage to store 


non-Events.  In addition to reducing the bandwidth 


requirement, like at rural stations, local storage also allows for 


rapid access and upload in the first 30 days.  Additionally, if 


bandwidth allows, the first 30 days can be kept in both local 


and cloud storage.
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HQ MS Azure Government


Cameras


Vehicles


Client Devices can upload via In-car systems, docks, or 


workstations.  All data is transferred to their local server.


Location Servers House non-events for 30 days, reducing the 


bandwidth requirement to upload videos to the cloud.


Event videos are transferred to the cloud for 5 year storage.  


Metadata for all videos is sent to the cloud, and the HQ server 


to be recorded in the database.


The Cloud stores a video catalog, as well as 


all Event Videos for 5 years.


The HQ server 


acts like a location 


server, except it 


also stores a 


system wide video 


catalog.


Video Upload
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Video Search


Video Files (Events)


Video Files (Non-Events)


HQ MS Azure Government


Non-Events are played back from the division server, over the 


WAN.  The system can also be configured to push selected 


videos to the cloud for consumption, either through the video 


catalog, or through COBAN Courier.


Event Videos are played back from the 


Cloud.  Non-Events can also be pushed to 


the cloud, if desired.


Videos Searches are 


conducted on the catalog 


located on the HQ server.


Video Review


Workstations







COBAN Technologies User Training 


 
 Officer/Deputy Training – Day to Day Video Management and Equipment Use 


 


Course Syllabus 
 
Course Purpose:  
 


This course is designed to train the Officer and Admin staff on day to day “User” use of the COBAN 
solution during a deployment and/or for officer refresh training.  This course provides functional use 
of the COBAN backend software and COBAN Equipment (In-Car Video, Body Camera, and Interview 
Room) utilized/purchased by the department.  This course is intended for trainers of the 
department to gain the knowledge necessary to properly train all officers on system functionality.   
 


Course Description:  
 


This course encompasses the software and hardware solutions day to day use for COBAN’s video 
equipment (In-Car Video, Body Camera, and Interview Room).  Through real world examples and 
short presentations, this course will bring forth the components and specifications and also 
answer some of the questions or concerns that officers have regarding implementation or use, 
as well allow the user to begin using the equipment and software upon completion.  While 
gaining an understanding of the functional specifications, you will gain an understanding of how 
these specifications can be used to utilize the COBAN solution.    


 
Course Dates and Times: 
 


This course is recommended to be completed before Officer/Deputy use of the backend and 
video equipment.  Admin are encouraged to attend for Officer/Deputy policy questions.   
Course Duration: Typically 3-4 Hours (Dependent on Class Size) 
Course Dates: TBD 


 
Course Objectives: 
 


 Allow the user the ability to fully utilize the COBAN Video Management Software and Equipment 
from a user’s perspective 


 Allow the user to Search, Playback and Export from the COBAN search page 


 Demonstrate Modifying Event Type Selection and other metadata from the backend software 
and directly from the equipment 


 
Course Policies: 
 


Course should be taken in a quiet, distraction free area.  


 







 


Technical Requirements/ Support: 
 


Projector/Classroom is required to complete on-site at Department specified location.  If no 
projector is available, please inform COBAN Project Managers during scheduling and one will be 
provided.   
Minimum of 1 Vehicle Installation Completed if utilizing training for In-Car Video to perform real life 
training in the vehicle upon completion of classroom training.  2 Vehicles are recommended if class 
size exceeds 8 trainers.   


 
Course Material:   
 


Detailed User Guide Provided Upon Completion 
 
“Cheat Sheet” - One Page Front and Back System Use Pamphlet) provided upon completion to assist 
trainers in quickly getting users trained and have the ability to reference a one page sheet for 
assistance 


 
Course Outline: 
 


Introduction  
This course is a mix of classroom and field training based on solutions provided to the 


PD.   


Section 1: COBAN Video Management Solutions (Backend)  
Digital Video Management Use and functions 


 
Learning Objectives: 


 Define functions and features available to the user 


 Ability for the user to Search, Update Metadata and Export their videos 


 Ability for the user Import, Search, and Export Digital Property Manager (DPM) case 
files 


 Ability for the user to search for snapshots 


 Become familiar with all features available in Search Page such as: 
 Partial Export 
 Audit Trail Search and Export 
 Multi-Video Playback 
 Case Package Export 
 Video Logs 
 Data Entry 
 Search Criteria/Options 
 Create a Snapshot and Save it 
 Running Video Integrity Check 


 Ability to Export to Cloud Courier (If applicable), Local DVD Burner, AutoDVD, File 
Folder (USB) and difference between Data and DVD format options when exporting 
to DVD.   







 Ability to utilize Map Based Video Search and Map Based Vehicle Trace (If 
Applicable) 


 Video Uploading 


 Equipment Checkout 
 


 
Section 2: Body Camer (If Applicable) 


Provides information on Body Camera Functions, Use, Upload, and Assignment 
 


Learning Objectives: 


 Demonstrate how the Body Camera will function based on the template assigned to 
the Body Camera 


 Demonstrate how to assign a camera to the user 


 Demonstrate what functions the buttons on the Body Camera perform 


 Demonstrate Body Camera clip and placement options 


 Demonstrate Body Camera Accessories (Clip On Camera) 


 Demonstrate how to upload the Body Camera utilizing the AutoUpload Program 
from a Workstation 


 Demonstrate how to Upload the Body Camera using Manual Upload 


 Demonstrate how to upload, tag, playback from COBAN in-car system (If applicable) 
 


Section 2: In-Car Video (If Applicable) 
Provides information on In-Car Video Functions, Use, Upload, and Assignment  


 
Learning Objectives: 


 Demonstrate how the in-car video will function based on the template assigned to 
the in-car video system 


 Demonstrate how to upload and checkout the drive from the cradle (Manual 
upload) 


 Demonstrate how to login 


 Demonstrate how to make a recording on front, rear or both cameras utilizing 
available triggers such as light bar, wireless, microphone, screen, and any other 
additional triggers configured. 


 Demonstrate Recorded Video event based tagging and data entry upon stopping the 
video and after the video has been stopped 


 Demonstrate Video Playback and Data Screen 


 Demonstrate In-Car Video Navigation 


 Demonstrate In-Car Video advanced functions such as failsave retrieval 


 Demonstrate Wireless Auto-Upload Feature 


 Demonstrate In-car video wireless upload procedures 


 Demonstrate In-Car video shutdown procedures 
 


Final Assessment 
 







A walkthrough of an incident with each trainer will be performed to ensure full 
utilization and comprehension of the system from the creation on the equipment to the 
exporting of video from the video management system. 


 







COBAN Technologies Admin Training 


 
 Officer/Deputy Training – Day to Day Video Management and Equipment Use 


 


Course Syllabus 
 
Course Purpose:  
 


This course is designed to train the Admin and IT staff on system configuration settings, templates, 
user setup and use of the COBAN solution from an Admin level.  This course provides functional use 
of the COBAN backend software and COBAN Equipment (In-Car Video, Body Camera, and Interview 
Room) utilized/purchased by the department.  This course is intended for Admin and IT of the 
department to gain the knowledge necessary to properly configure and maintain the COBAN 
solution.   
 


Course Description:  
 


This course encompasses the software and hardware solutions Admin and IT functions for 
COBAN’s video equipment (In-Car Video, Body Camera, and Interview Room).  Through real 
world examples and short presentations, this course will bring forth the components and 
specifications and also answer some of the questions or concerns that admin and IT have 
regarding implementation or use, as well allow the user to begin using the equipment and 
software upon completion.  While gaining an understanding of the functional specifications, you 
will gain an understanding of how these specifications can be used to utilize the COBAN 
solution.    


 
Course Dates and Times: 
 


This course is recommended to be completed before User training and before Officer/Deputy 
use of the backend and video equipment.  Admin and IT are encourage to attend 
Course Duration: Typically 3-4 Hours (Dependent on Class Size) 
Course Dates: TBD 


 
Course Objectives: 
 


 Allow the Admin the ability to fully utilize the COBAN Video Management Software and 
Equipment from a Admin’s perspective 


 Allow the Admin to Search, Playback and Export from the COBAN search page 


 Demonstrate Setting up Modifying Event Type Retention and other metadata from the backend 
software and directly from the equipment 


 Demonstrate Storage Configuration Options and Setup Procedures 


 Demonstrate Admin functions such as user and group setup, equipment template setup, user 
templates and other functions necessary. 


 Demonstrate logging ability of the system 







 Demonstrate Failsave capabilities of the system 
 
Course Policies: 
 


Course should be taken in a quiet, distraction free area.  


 


 


Technical Requirements/ Support: 
 


Projector/Classroom is required to complete on-site at Department specified location.  If no 
projector is available, please inform COBAN Project Managers during scheduling and one will be 
provided.   


 
Course Material:   
 


Detailed Admin Guide Provided Upon Completion. 
 
Completed Deployment Matrix recommended before Admin training is recommended. 


 
Course Outline: 
 


Introduction  
This course is a classroom environment and will encompass setup and configuration of 


the Digital video management system and equipment purchased. 


Section 1: COBAN Video Management Solutions (Backend)  
Digital Video Management Setup and Configuration 


 
Learning Objectives: 


 Define functions and features available to the Admin 


 User and User Group Setup 


 User templates and User Rights 


 Vehicle/Equipment Setup  


 Vehicle/Equipment Template Setup 


 Event Type Setup, Retention, Export, and Archive Settings 


 Primary and Secondary storage configuration 


 Server Service Logs and File Locations 


 Server IP and Wireless Upload IP configurations and how to change in the event of 
an IP change becomes necessary in the future 


 Ability to install the workstation software required for the equipment provided and 
the video management software 


 Ability for the Admin to Search, Update Metadata and Export their videos 







 Ability for the Admin to Import, Search, and Export Digital Property Manager (DPM) 
case files 


 Ability for the Admin to search for snapshots 


 Become familiar with all features available in Search Page such as: 
 Partial Export 
 Audit Trail Search and Export 
 Multi-Video Playback 
 Case Package Export 
 Video Logs 
 Data Entry 
 Search Criteria/Options 
 Create a Snapshot and Save it 
 Running Video Integrity Check 


 Ability to Export to Cloud Courier (If applicable), Local DVD Burner, AutoDVD, File 
Folder (USB) and difference between Data and DVD format options when exporting 
to DVD.   


 Ability to utilize Map Based Video Search and Map Based Vehicle Trace (If 
Applicable) 


 Video Uploading 


 Equipment Checkout 
 


 
Section 2: Body Camera (If Applicable) 


Provides information on Body Camera Functions, Use, Upload, and Assignment for 
Admin 


 
Learning Objectives: 


 Demonstrate how the Body Camera will function based on the template assigned to 
the Body Camera 


 Demonstrate how to assign a camera to the user 


 Demonstrate what functions the buttons on the Body Camera perform 


 Demonstrate Body Camera clip and placement options 


 Demonstrate Body Camera Accessories (Clip On Camera) 


 Demonstrate how to upload the Body Camera utilizing the AutoUpload Program 
from a Workstation 


 Demonstrate how to Upload the Body Camera using Manual Upload 


 Demonstrate how to upload, tag, playback from COBAN in-car system (If applicable) 


 Demonstrate Body Camera troubleshooting procedures 


 Body Camera Logging and Video transfer 
 


Section 2: In-Car Video (If Applicable) 
Provides information on In-Car Video Functions, Use, Upload, and Assignment  


 
Learning Objectives: 


 In-Car Video Maintenance 


 Demonstrate In-Car Video troubleshooting tools 


 Demonstrate Admin level failsave retrieval 







 In-Car Video Wireless Setup 


 Demonstrate how the in-car video will function based on the template assigned to 
the in-car video system 


 Demonstrate how to upload and checkout the drive from the cradle (Manual 
upload) 


 Demonstrate how to login 


 Demonstrate how to make a recording on front, rear or both cameras utilizing 
available triggers such as light bar, wireless, microphone, screen, and any other 
additional triggers configured. 


 Demonstrate Recorded Video event based tagging and data entry upon stopping the 
video and after the video has been stopped 


 Demonstrate Video Playback and Data Screen 


 Demonstrate In-Car Video Navigation 


 Demonstrate In-Car Video advanced functions such as failsave retrieval 


 Demonstrate Wireless Auto-Upload Feature 


 Demonstrate In-car video wireless upload procedures 


 Demonstrate In-Car video shutdown procedures 
 


Final Assessment 
 


A walkthrough of user and equipment setup and procedures will be performed to 
ensure familiarity with the system.   
 
A walkthrough of video search and export will be performed to ensure familiarity with 
the system. 
 
A walkthrough of Event Type and retention setup will be performed to ensure familiarity 
with the system. 


 







11375 West Sam Houston Parkway South # 800 
Houston, Texas 77031 
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4. COMPANY BACKGROUND AND REFERENCES 


 


4.1 VENDOR INFORMATION 


 


4.1.1 Vendors must provide a company profile in the table format below. 


 


Question Response 


Company name: COBAN Technologies, Inc. 


Ownership (sole proprietor, partnership, etc.): Corporation 


State of incorporation: Texas 


Date of incorporation: February 8, 2002 


# of years in business: 14 


List of top officers: Doug Dickerson – President and CEO 


 


Allan Chen – Executive VP of 


Technology 


 


Jeff Lee – CFO and VP of 


Administration 


 


Mark Griffin – VP of Sales and 


Marketing 


 


Eric Lee – VP of Operations 


Location of company headquarters: Houston, Texas 


Location(s) of the company offices: Houston, Texas 


Location(s) of the office that will provide the 


services described in this RFP: 


Houston, Texas 


Number of employees locally with the 


expertise to support the requirements identified 


in this RFP: 


2 


Number of employees nationally with the 


expertise to support the requirements in this 


RFP: 


41 


Location(s) from which employees will be 


assigned for this project: 


Houston, Texas 


Sacramento, California 


 


4.1.2 Please be advised, pursuant to NRS 80.010, a corporation organized pursuant to 


the laws of another state must register with the State of Nevada, Secretary of 


State’s Office as a foreign corporation before a contract can be executed between 


the State of Nevada and the awarded vendor, unless specifically exempted by 


NRS 80.015. 


 


4.1.3 The selected vendor, prior to doing business in the State of Nevada, must be 


appropriately licensed by the State of Nevada, Secretary of State’s Office 


pursuant to NRS76.  Information regarding the Nevada Business License can be 


located at http://nvsos.gov. 


 


 


 



http://nvsos.gov/
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Question Response 


Nevada Business License Number: Currently Exempt 


Legal Entity Name: COBAN Technologies, Inc. 


 


Is “Legal Entity Name” the same name as vendor is doing business as? 


 


Yes X No  


 


If “No”, provide explanation. 


 


4.1.4 Vendors are cautioned that some services may contain licensing requirement(s).  


Vendors shall be proactive in verification of these requirements prior to proposal 


submittal.  Proposals that do not contain the requisite licensure may be deemed 


non-responsive. 


 


4.1.5 Has the vendor ever been engaged under contract by any State of Nevada agency?   


 


Yes  No X 


 


If “Yes”, complete the following table for each State agency for whom the work 


was performed.  Table can be duplicated for each contract being identified. 


 


Question Response 


Name of State agency: N/A 


State agency contact name:  


Dates when services were 


performed: 


 


Type of duties performed:  


Total dollar value of the contract:  


 


4.1.6 Are you now or have you been within the last two (2) years an employee of the 


State of Nevada, or any of its agencies, departments, or divisions? 


 


Yes  No X 


 


If “Yes”, please explain when the employee is planning to render services, while 


on annual leave, compensatory time, or on their own time? 


 


If you employ (a) any person who is a current employee of an agency of the State 


of Nevada, or (b) any person who has been an employee of an agency of the State 


of Nevada within the past two (2) years, and if such person will be performing or 


producing the services which you will be contracted to provide under this 


contract, you must disclose the identity of each such person in your response to 


this RFP, and specify the services that each person will be expected to perform. 


 


4.1.7 Disclosure of any significant prior or ongoing contract failures, contract breaches, 


civil or criminal litigation in which the vendor has been alleged to be liable or 


held liable in a matter involving a contract with the State of Nevada or any other 
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governmental entity.  Any pending claim or litigation occurring within the past 


six (6) years which may adversely affect the vendor’s ability to perform or fulfill 


its obligations if a contract is awarded as a result of this RFP must also be 


disclosed. 


 


Does any of the above apply to your company? 


 


Yes  No X 


 


If “Yes”, please provide the following information.  Table can be duplicated for 


each issue being identified. 


 


Question Response 


Date of alleged contract failure or 


breach: 


N/A 


Parties involved:  


Description of the contract 


failure, contract breach, or 


litigation, including the products 


or services involved: 


 


Amount in controversy:  


Resolution or current status of the 


dispute: 


 


If the matter has resulted in a 


court case: 


Court Case Number 


  


Status of the litigation:  


 


4.1.8 Vendors must review the insurance requirements specified in Attachment E, 


Insurance Schedule for RFP 3273.  Does your organization currently have or 


will your organization be able to provide the insurance requirements as specified 


in Attachment E. 


 


Yes X No  


 


Any exceptions and/or assumptions to the insurance requirements must be 


identified on Attachment B, Technical Proposal Certification of Compliance 


with Terms and Conditions of RFP.  Exceptions and/or assumptions will be 


taken into consideration as part of the evaluation process; however, vendors must 


be specific.  If vendors do not specify any exceptions and/or assumptions at time 


of proposal submission, the State will not consider any additional exceptions 


and/or assumptions during negotiations.  


 


Upon contract award, the successful vendor must provide the Certificate of 


Insurance identifying the coverages as specified in Attachment E, Insurance 


Schedule for RFP 3273. 


 


4.1.9 Company background/history and why vendor is qualified to provide the services 


described in this RFP.  Limit response to no more than five (5) pages. 
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4.1.10 Length of time vendor has been providing services described in this RFP to the 


public and/or private sector.  Please provide a brief description. 


RESPONSE:  COBAN has been providing video evidence capture and 


management solutions to law enforcement and first responder industries for 


over 14 years.  Our services and products have always been solely dedicated 


to these agencies. 


 


4.1.11 Financial information and documentation to be included in Part III, Confidential 


Financial Information of vendor’s response in accordance with Section 9.5, Part 


III – Confidential Financial Information.  


 


4.1.11.1 Dun and Bradstreet Number  


 


4.1.11.2 Federal Tax Identification Number 


 


4.1.11.3 The last two (2) years and current year interim: 


 


A.  Profit and Loss Statement  


B.  Balance Statement 


 


4.2 SUBCONTRACTOR INFORMATION 


 


4.2.1 Does this proposal include the use of subcontractors? 


 


Yes  No X 


 


If “Yes”, vendor must: 


 


4.2.1.1 Identify specific subcontractors and the specific requirements of this 


RFP for which each proposed subcontractor will perform services. 


 


4.2.1.2 If any tasks are to be completed by subcontractor(s), vendors must: 


 


A.  Describe the relevant contractual arrangements; 


 


B.  Describe how the work of any subcontractor(s) will be 


supervised, channels of communication will be maintained and 


compliance with contract terms assured; and 


 


C.  Describe your previous experience with subcontractor(s). 


 


4.2.1.3 Vendors must describe the methodology, processes and tools utilized 


for: 


 


A.  Selecting and qualifying appropriate subcontractors for the 


project/contract; 


 


B.  Ensuring subcontractor compliance with the overall performance 


objectives for the project;  
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C.  Ensuring that subcontractor deliverables meet the quality 


objectives of the project/contract; and 


 


D.  Providing proof of payment to any subcontractor(s) used for this 


project/contract, if requested by the State.  Proposal should 


include a plan by which, at the State’s request, the State will be 


notified of such payments. 


 


4.2.1.4 Provide the same information for any proposed subcontractors as 


requested in Section 4.1, Vendor Information. 


 


4.2.1.5 Business references as specified in Section 4.3, Business References 


must be provided for any proposed subcontractors. 


 


4.2.1.6 Vendor shall not allow any subcontractor to commence work until all 


insurance required of the subcontractor is provided to the vendor. 


 


4.2.1.7 Vendor must notify the using agency of the intended use of any 


subcontractors not identified within their original proposal and 


provide the information originally requested in the RFP in Section 


4.2, Subcontractor Information.  The vendor must receive agency 


approval prior to subcontractor commencing work. 
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4.3 BUSINESS REFERENCES 


 


4.3.1 Vendor must provide at least three (3) law enforcement agencies within the last 


two (2) years as references, for which it is verifiable that the vendor has deployed 


at least 100 active BWS’s that have been in service for at least six (6) months for 


each of those references.  


 


4.3.2 Vendors must provide the following information for every business reference 


provided by the vendor and/or subcontractor: 


 


The “Company Name” must be the name of the proposing vendor or the vendor’s 


proposed subcontractor.   


 


 


Reference #: Ocala Police Department  (Florida) 


Company 


Name: 
COBAN Technologies, Inc. 


Identify role company will have for this RFP project 


(Check appropriate role below): 


X VENDOR  SUBCONTRACTOR 


Project 


Name: 


Body Worn Cameras 


Primary Contact Information 


Name: Mark Griffin 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 112 


Facsimile, including area code: 281-925-0535 


Email address: Mark.Griffin@cobantech.com 


Alternate Contact Information 


Name: Cindy Chang 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 160 


Facsimile, including area code: 281-925-0535 


Email address: Cindy.Chang@cobantech.com 


Project Information 


Brief description of the 


project/contract and description 


of services performed, 


including technical 


environment (i.e., software 


applications, data 


communications, etc.) if 


applicable: 


Ocala PD was an existing customer 


for COBAN in-car video systems.  


In 2014, we provided them 135 body 


cameras that integrated with the 


back office video management 


software.  They are currently in the 


process of upgrading and replacing 


the existing body worn camera units. 


Original Project/Contract Start 09/19/2014 



mailto:Mark.Griffin@cobantech.com
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Date: 


Original Project/Contract End 


Date: 


09/30/2014 


Original Project/Contract 


Value: 


$130,775.00 


Final Project/Contract Date: 09/30/2014 


Was project/contract completed 


in time originally allotted, and 


if not, why not? 


Yes 


Was project/contract completed 


within or under the original 


budget/ cost proposal, and if 


not, why not? 


Yes 


 


 


Reference #: Missouri City Police Department  (Texas) 


Company 


Name: 
COBAN Technologies, Inc. 


Identify role company will have for this RFP project 


(Check appropriate role below): 


X VENDOR  SUBCONTRACTOR 


Project 


Name: 


Body Worn Cameras 


Primary Contact Information 


Name: Mark Griffin 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 112 


Facsimile, including area code: 281-925-0535 


Email address: Mark.Griffin@cobantech.com 


Alternate Contact Information 


Name: Cindy Chang 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 160 


Facsimile, including area code: 281-925-0535 


Email address: Cindy.Chang@cobantech.com 


Project Information 


Brief description of the 


project/contract and description 


of services performed, 


including technical 


environment (i.e., software 


applications, data 


communications, etc.) if 


applicable: 


Missouri City Police Department is 


a local and longtime customer of 


COBAN for In-Car video systems.  


The project involved a review of 


their storage and infrastructure 


capabilities, re-training of the users 


on the new equipment and back 


office procedures, and updating the 
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back office software.   


Original Project/Contract Start 


Date: 


12/17/2015 


Original Project/Contract End 


Date: 


12/30/2015 


Original Project/Contract 


Value: 


$61,461.00 


Final Project/Contract Date: 12/30/2015 


Was project/contract completed 


in time originally allotted, and 


if not, why not? 


Yes 


Was project/contract completed 


within or under the original 


budget/ cost proposal, and if 


not, why not? 


Yes 


 


 


Reference #: Columbia Police Department  (South Carolina) 


Company 


Name: 
COBAN Technologies, Inc. 


Identify role company will have for this RFP project 


(Check appropriate role below): 


X VENDOR  SUBCONTRACTOR 


Project 


Name: 


Body Worn Cameras 


Primary Contact Information 


Name: Mark Griffin 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 112 


Facsimile, including area code: 281-925-0535 


Email address: Mark.Griffin@cobantech.com 


Alternate Contact Information 


Name: Cindy Chang 


Street Address: 11375 West Sam Houston Parkway 


South 


City, State, Zip: Houston, Texas 77031 


Phone, including area code: 281-925-0488 ext. 160 


Facsimile, including area code: 281-925-0535 


Email address: Cindy.Chang@cobantech.com 


Project Information 


Brief description of the 


project/contract and description 


of services performed, 


including technical 


environment (i.e., software 


applications, data 


Originally, Columbia Police 


Department purchased In-Car video 


systems from COBAN.  After 


Columbia PD decided to implement 


Body Worn Cameras, they chose 


COBAN to be able to have a 
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communications, etc.) if 


applicable: 


centrally managed back office 


system.  The project involved a 


review of their storage and 


infrastructure capabilities, re-


training of the users on the new 


equipment and back office 


procedures, and updating their back 


office software.   


Original Project/Contract Start 


Date: 


12/03/2015 


Original Project/Contract End 


Date: 


12/18/2015 


Original Project/Contract 


Value: 


$169,565.40 


Final Project/Contract Date: 12/18/2015 


Was project/contract completed 


in time originally allotted, and 


if not, why not? 


Yes 


Was project/contract completed 


within or under the original 


budget/ cost proposal, and if 


not, why not? 


Yes 


 


 


 


4.3.3 Vendors must also submit Attachment F, Reference Questionnaire to the 


business references that are identified in Section 4.3.2.   


 


4.3.4 The company identified as the business references must submit the Reference 


Questionnaire directly to the Purchasing Division.  


 


4.3.5 It is the vendor’s responsibility to ensure that completed forms are received by 


the Purchasing Division on or before the deadline as specified in Section 8, RFP 


Timeline for inclusion in the evaluation process.  Reference Questionnaires not 


received, or not complete, may adversely affect the vendor’s score in the 


evaluation process.   


 


4.3.6 The State reserves the right to contact and verify any and all references listed 


regarding the quality and degree of satisfaction for such performance. 


  







11375 West Sam Houston Parkway South # 800 
Houston, Texas 77031 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Cindy Chang 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: National Sales Support / Program Manager 


# of Years in Classification: 15 # of Years with Firm: 15 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
As national sales support and program manager, Cindy Chang is responsible for ensuring all projects have the 
appropriate resources and support to be executed in a responsive, efficient manner.  Cindy oversees the 
management of physical assets, participates in staff development, and growth strategies.  She is also responsible 
for the continued development and compliance of purchasing and procurement procedures. 


 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


 
Washington State Police / 2005 – Current / Program Manager 


- Multi-Phases and multi-districts implementation  
- Over 800 Coban In Car Systems deployed statewide 
- End Of Life Product Transitioning  
- Contract renewed in 2016 for additional 5 year 


 
Chicago Police Department / 2006 – Current / Program Manager 


- Multi-Phases and multi-districts implementation  
- Over 900 Coban In Car Systems deployed citywide 
- Wifi upload and download implementations 
- End Of Life Product Transitioning  
- Contract renewed in 2014 for additional 5 year 


 
Los Angeles Police Department / 2008 - Current / Program Manager 


- Multi-Phases and multi-districts implementation  
- Over 1300 Coban In Car Systems deployed citywide 
- Wifi upload and download implementations 
- Disaster Recovery implementations  
- Contract renewed in 2016 for additional 5 year 


 
Delaware State Police / 2011 – Current / Program Manager 


- Multi-Phases and multi-districts implementation  
- Over 800 Coban In Car Systems deployed statewide 
- Wifi upload and download implementations 
- Disaster Recovery implementations  
- Contract renewed in 2016 for additional 5 year 
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EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
Bachelor of Business Administration: Accounting      1996 
University of Houston – Houston, TX 


 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Project Management Certificate:         2006 
Project Management Institute 


 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
 
Washington State Patrol - ITD 
Scott Jarmon (Assistant Division Administrator) 
403 Cleveland Ave SE Suite C 
Tumwater, WA  98501-3311 
Office: 360-596-4902 
Scott.Jarmon@wsp.wa.gov  
 
Chicago Police Department (Chicago, IL) 
Lance Becvar (Sergeant) 
3050 S. Sacramento Ave 
OEMC Communication Repairs 
Chicago, IL  60623 
Office: 312-747-9171 
lance.becvar@chicagopolice.org  
 
Los Angeles Police Department (California) 
Daniel Gomez (Officer In Charge - Tactical Technology Sec.) 
100 West 1st. Street, Room 842  
Los Angeles, CA  90012 
Office: 213-486-7015 
Daniel.Gomez@lapd.lacity.org  
 
Delaware State Police – Information Technology 
Michael McDonald ( Director of Information Technology ) 
1441 North Dupont Way 
Dover, DE  19901 
Office: 302-672-5444 
Michael.McDonald@state.de.us  
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: David Kirsch 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: Director of Product Management 


# of Years in Classification: 14 # of Years with Firm: <1 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
David has been involved in information systems and communications for over 30 years and active for the 
past 14 years as a product management professional. In product management he is focused on technical 
hardware/software products from product need identification through analysis, definition, pricing, 
marketing to direct and channel sales. In addition David has consulting and consulting practice 
management experience leading to high value results and faster program completion and delivery to 
customers.  
 
His focus at Coban is the enhancement of the definition through product delivery processes in order to 
ensure customers receive products of higher value, quality and utility in a timely, reliable manner.  
 
Prior to joining Coban, he most recently developed a use of predictive analytics to provide business 
growth insights for the investment community. Through late 2015, David held product management 
positions of increasing responsibility at Cisco Systems, Inc.  He originally joined Cisco in 1999 as a 
consulting engineer in the Office of the CTO working on network management. He subsequently has 
been involved in Cisco’s Metro Optical/ Metro Ethernet, Application Control Engine and overall Data 
Center Network Management including responsibility for product management of the Cisco Prime Data 
Center Network Manager product line and research on the use of predictive analytics. Prior to joining 
Cisco, David was a co-founder of Quintessent Communications, developer of OSS electronic data 
exchange between Service Providers as well as Practice Manager for network management consulting 
at Sun Microsystems (SunNetworks).  David has been involved in data networking over 30 years since 
installing LANs in 1981, working on both reseller and VAR teams, as well as network consulting, training 
and writer for industry trade journals (LAN Magazine, ComputerWorld, and PC Magazine).  He jokes that 
his background in operations includes “building NOCs” and “sleeping on the cot on third shift” though 
these days his mind is fully in product definition, development and delivery.  
 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


 
Coban Technologies, 2016-Present, Houston, Director of Product Management 
Product management including that for In Car Video, Body Worn Camera, Interrogation Room Video and 
Video Evidence Management, Retention and Delivery.  
 
Cisco Systems, 1999-2015, San Jose, Manager, Product Management 
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Product Management for complex, real-time, mission critical systems with focus on the simplification, 
reliability and ease of use of their operations & administration. This included systems supporting global 
enterprises, federal/state/local governments as well as institutions which required the highest reliability 
and quality suited to purpose while ensuring lowest overhead for operations. These same areas of focus 
are translating into his work on Coban’s product lines.  
 
Quintessent Communications, 1996-1999, Director Standards and Industry Forums 
Significant cross organization and internal coordination to ensure successful product definition, use and 
deployment.  
 
SunNetworks / Sun Microsystems, 1993-1996, Practice Manager 
Lead and managed the delivery of small team of consultants on over 30 projects spanning network 
operations and design for telecommunications service providers, enterprises, military and civilian 
government.  
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
Case Western Reserve University, Cleveland, Ohio – Studies in Information Decision Systems (non-
degree) 1985 
 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Stanford Certified Program Manager (SCMP), 2007 - Stanford Center for Professional Studies, Palo Alto, 
CA 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
Previous Manager – Known professionally over 5 years 
Richard Darnielle 
VP Marketing, F5 Networks, Inc.  
r.darnielle@F5.com 
408.273.4800 Office 
 
Previous Manager – Known professionally over 5 years 
Guy Daley 
Partner, InnoVacient, LLC 
gudaley@gmail.com 
408.722.1048 Mobile 
 
Engineering Lead on multiple shared products – Peer -  Known professionally over 5 years 
Sachin Vishwarupe 
Senior Engineering Manager 
Cisco Systems, Inc.  
vsachin@cisco.com 
408.853.5857 Office 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Jerry Chang 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: Product Manager 


# of Years in Classification: 2 # of Years with Firm: 12 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
2004 – 2007 Technical Support (COBAN Technologies, Inc.) 
 Primary Responsibilities:  


Customer Support and Troubleshooting 
  Remote Deployment and Administration of Video Systems/Servers 
 
2007 – 2010 Field Engineer (COBAN Technologies, Inc.) 
 Primary Responsibilities:  


On site Configuration and Deployment of Video Systems/Servers 
  Conducting and developing Training for end-users and Admins 
  Level 3 troubleshooting of Servers, Storage Systems, and Networks 
 
2010 – 2014 Solution Engineer (COBAN Technologies, Inc.) 
 Primary Responsibilities:  


Design, deployment, and maintenance of Enterprise customers 
  Trade studies, documentation, and systems consultation. 
 
2014 - 2016 Product Manager (COBAN Technologies, Inc.) 
 Primary Responsibilities:  


Drive customer needs and requirements into future products 
  Guide Software and Hardware enhancements and fixes with Engineering 
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RELEVANT EXPERIENCE 


Information required should include:  timeframe, company name, company location, position title held during 
the term of the contract/project and details of contract/project. 


 
New Mexico State Police – 2008 to present 


Role: Field Engineer 
400 units, spanning 3 generations of COBAN systems 
Virtual server environment 
Geographically separated multi-site and multi-server deployment 


 
Washington State Police – 2005 to present 


Role: Field Engineer 
700 units, spanning 2 generations of COBAN systems 
Geographically separated multi-site deployment with low bandwidth 


 
Delaware State Police – 2011 to present 


Role: Solution Engineer 
450 units, spanning 2 generations of COBAN systems  
Geographically separated multi-site and multi-server deployment 
Separate Disaster Recovery Site, housing replicate videos and database 
 


Los Angeles Police Department – 2008 to present 
Role: Solution Engineer 
1000 units, spanning 2 generations of COBAN systems 
Separate Disaster Recovery Site, housing replicate videos and database 
Integration with Active Directory, Novell, and other systems 


 
 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
University of Texas – Austin (Austin, TX) – 2002 to 2003 


- 4 Semesters towards BS of Electrical Engineering 
 
University of Phoenix (Houston, TX) – 2011-2012 


- 2 additional semesters towards BS of Information Technology 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Microsoft 
1998 – MCP 
2012 – MCTS  
2012 – MCSA (Windows Server) 
2012 – MCITP (Windows Server Enterprise Administrator) 
 
Cisco 
2012 – CCNA  
2012 – CCNP (Routing and Switching) 
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REFERENCES 


A minimum of three (3) references are required, including name, title, organization, phone number, fax number 
and email address.   


 
Jason Liguori 
Sgt II – Project manager 
Los Angeles Police Department 
jason.liguori@lapd.lacity.org 
(P) 213-996-1330 
 
Lee Richards 
Sgt – Video Unit 
Kansas City Police Department 
Lee.Richards@kcpd.org 
(P) 816-234-5589 
 
Russell Brown 
Lt. – Information Technology 
Bellaire, TX Police Department 
rbrown@bellairepolice.com 
(P) 713-662-8132 
 
Lance Becvar 
Sgt – Video administrator 
Chicago police Department 
lance.becvar@chicagopolice.org 
(P) 312-747-9171 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Steve Bowen 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: Customer Service Manager 


# of Years in Classification: 1.5 # of Years with Firm: 9 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 


Experienced Information Technology Consultant, Field Service Engineer and Services Manager.  


Excellent communication skills with a strong technical background in network engineering, user training 


and documentation. Strong points in major operating hardware and software, project deployments, 


technology reviews, network support/maintenance, and problem solving.   
 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


 
COBAN Technologies – Customer Service Manager      April 2015 - Present 
 


Manage Technical Support department and Field Service personnel including but not limited to:  


 Developing and achieving Technical Support and Field Service objectives and goals to support the 


organizational vision.  


 Develop, deliver, and manage call and email based Standard Operating Procedures and best practices to 


guide customer support. 


 Establish and manage Technical Support metrics to significantly and consistently improve service 


performance.  


 Managing a team of Technical Support and Field Service personnel while leading the development of the 


vision and strategy of technical support and services. 


 Assisting in developing an annual business plan to incorporate best call center practices to meet customer 


and company needs including 24/7 response options. 


 Ensuring service and performance standards are achieved or exceeded.  


 Executing tactical plans and initiatives that exceed customer expectations via phone, email and/or web— 


resulting in increased customer satisfaction. 


 Executing additional projects such as, hiring, training practices and team building exercises. 


 Establishing and managing communication channels within and among departments—being the liaison to 


provide customer feedback to the Senior Management Team. 


COBAN Technologies – Midwest Regional Field Systems Engineer    Oct. 2007 – April 2015 


Primary Contract – Chicago PD 


 Responsible for design, configuration, and maintenance of COBAN’s enterprise solution for Chicago PD.   
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 Installed, configured and tested Servers and DVMS (Digital Video Management System) Enterprise 


Solution Software in 25 Districts, Headquarters, training facilities, and fleet/maintenance shops utilizing 


store and forward video management. 


 Configured and tested Motorola wireless access points utilizing WLAN controller setup for District level 


in-car vehicle video and metadata uploading.   


 Maintenance and Troubleshooting with assistance from Chicago PD network team on Cisco Wireless and 


vehicle connections utilizing Eap-Fast security.   


 Maintenance and Troubleshooting for over 1000 in-car video systems for Chicago PD.  
 Training Officers, Admin Staff, and  


 


Deployed numerous COBAN in car video solution deployments throughout the Midwest and throughout the nation 


which required setup and configuration of servers, wireless, in-car video setup, agency specific configurations and 


training. Departments deployed including but not limited to:  


 
Chicago PD, Green Bay PD WI, Des Moines PD IA, Joliet PD IL, Coles County Sheriff IL, Kane County Sheriff IL, Albany PD NY, 


Sheboygan PD WI, Jefferson County Sheriff WI, Carol Stream PD IL, Kalamazoo PD MI, Dolton PD IL, Cherry Valley PD IL, 


Gurnee PD IL, Huntley PD IL, Town of Beloit WI, Monroe County Sheriff MI, Monroe County Sheriff IN, Cleveland Metroparks 


Rangers OH, Willoughby Hills PD OH, Oregon PD OH, Trotwood PD OH, Avon PD OH, Ocala PD FL, Rice County Sheriff MN, 


Three Rivers PD MN, Cumberland Twp PD PA,  


 


Intelligent Solutions, Inc. Sept. 2002 – Oct.2007 


Senior IT Consultant/Project Manager, Technology Consulting Firm 


 


 Responsible for the design and implementation of networking solutions for industries including 


Medical, Financial, Legal, Manufacturing, Governmental Municipalities and not-for-profit 


corporations.   


 Implementations for large and small networks, conducting technology reviews and implementing 


policies and procedures (i.e disaster recovery, security).   


 Network solutions provider and implementer for the Village of Carol Stream, Carol Stream 


Police Department and Carol Stream Fire Protection District.   


 In conjunction with the President and CIO, developed business goals and strategies to create a 


stronger, more cohesive corporation.   


 


State Bank of Countryside, Countryside IL Sept. 2001 - Sept. 2002 


Network Administration/Support, Financial Institution 


 


Administered and upgraded a five location frame-relay network with 150+ users.  The network 


environment was a mixed Novell and Microsoft NT 4.0 and was migrated to a full Microsoft 2000 


environment.  Successfully migrated 11 Novell production servers to Microsoft 2000 on time and on 


budget.  Developed and maintained an internal website accessible to all branch locations which improved 


productivity, communication, and reduced costs.  Successfully trained employees in all branch locations 


on the use of the intranet.  Reviewed and recommended hardware and software for network management 


and office solutions.  Played a key role in the document imaging committee created to recommend a 


viable check and document imaging solution.  Involved in a security audit in which improved security 


measures were produced.   
 


 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
Lewis University   Bachelor of Science, 2003 


Romeoville, IL 
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Majors 


Management Information Systems – Completed 2003 


Business Administration – Completed 2003 


 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Microsoft Certified Professional – 1/06 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
Jonathan H. Lewin – Preferred Contact is Email 
Deputy Chief 
Bureau of Support Services 
Chicago Police Department 
3510 S Michigan Av 
Chicago, IL 60653 
Jonathan.Lewin@chicagopolice.org 


 
Lance Becvar 
Sergeant 
Mobile Tech Unit 
Chicago Police Department 
3510 S Michigan Av 
Chicago, IL 60653 
Lance.Becvar@chicagopolice.org 
Cell: 312-446-3305 


 
Richard Fugett 
Former President/CEO 
Intelligent Solutions, Inc. 
9930 W. 190th St. • Ste. L 
Mokena, IL 60448 
RFugett@intelligentsolutions.net 
Cell: 312-907-8063 
 
 



mailto:Jonathan.Lewin@chicagopolice.org

mailto:Lance.Becvar@chicagopolice.org

mailto:RFugett@intelligentsolutions.net
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Jeffrey Meng 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: Field Service Technician 


# of Years in Classification: 5 # of Years with Firm: 5 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
I have been with Coban Technologies for 5 years as a Field Service Technician and have completed all 
my projects successfully without any problems or issues. My job duties not only require comprehensive 
technical knowledge, but I must also communicate well with the agencies I work with.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
Los Angeles Police Department Phase 2 
Los Angeles, California 
6 Months 
Field Service Technician 
Successfully completed Phase 2 of LAPDs In car video project. Assisted with testing, networking and 
installation while managing a third party contractor. 
 
Seattle Police Department 
Seattle, Washington 
1 Month 
Field Service Technician 
Completed upgrades and troubleshooting for Seattle PD. 
 
Los Angeles Police Department Phase 3 
Los Angeles, California 
6 Months 
Field Service Technician 
Successfully completed Phase 3 of LAPDs In car video project. Assisted with testing, networking and 
installation while managing a third party contractor. 
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EDUCATION 


Information required should include: institution name, city, state,  
degree and/or Achievement and date completed/received. 


 
University of Houston 
Houston, TX 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Microsoft Office Certified 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
Lt. Craig Griffis 
Taylor County Sheriff’s Office 
450 Pecan St 
Abilene, TX 79602 
(325) 674-1334 
griffisc@taylorcountytexas.org 
 
Lt. Kelly Wright 
Stafford Police Department 
2702 South Main St. 
Stafford, TX 77477 
(281) 261-3990 
kwright@staffordtx.gov 
 
Dennis Argueta 
Los Angeles Police Department 
100 W. First Street Rm: 639 
Los Angeles, CA 90012 
(213) 996-1330 
38266@lapd.lacity.org 
 
 
 


 



mailto:griffisc@taylorcountytexas.org

mailto:kwright@staffordtx.gov

mailto:38266@lapd.lacity.org
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: COBAN Technologies, Inc. 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 


Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: James Lee 
Key Personnel: 


(Yes/No) 
X 


Individual’s Title: Field Service Technician 


# of Years in Classification: 3 yr 2 mon # of Years with Firm: 
3 yr 2 
mon 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
I have been employed at Coban for 3 years as an installer. I am heavily involved in the Los Angeles 
Police Department and have been one of the main installers for two phases which include multi vehicle 
platforms of 600+ units.  
 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


 
6 months LAPD Phase 2  Los Angeles, CA Installer 
6 months LAPD Phase 3  Los Angeles, CA Installer 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
William P. Clements High School Sugar Land, TX GED May 2004 
Universal Technical Institute  Houston, TX  Automotive Technician Aug 2009 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
N/A 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
Dr. Bernard C. Yu, M.D. Ophthalmologist 713-988-8889  Bernardcyu@gmail.com 
Officer Jin Oh   Police Officer III 714-249-8488  39565@lapd.online 
Lieutenant Craig Griffs Police Officer  325-668-5984  griffsc@taylorcountytexas.org 
 



mailto:Bernardcyu@gmail.com

mailto:39565@lapd.online
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EXECUTIVE SUMMARY 


The following summary introduces COBAN Technologies and how the solution we have proposed 
will meet the Nevada Highway Patrol’s RFP criteria.   
 
COBAN, was founded in 2002 with the explicit intention of providing comprehensive digital video 
capture solutions for law enforcement use.  Headquartered in Houston, Texas, COBAN has grown 
to provide over 400 agencies across the United States with a viable, cost-effective means of 
capturing and maintaining digital media evidence.  We serve large agencies such as L.A.P.D., 
Delaware State Police, and Kansas City PD as well as several local agencies in the state of Nevada.  
COBAN pledges to continue our commitment to service and providing scalable solutions for an 
ever-changing industry. 
 
COBAN Objectives: 
 
To work with the Nevada Highway Patrol and provide an effective solution to the 
requests brought forth by this RFP:  


· A Body Worn Camera Solution that encompasses the four elements of a turnkey 
solution: Capture, Transfer, Storage and Management of evidence. 


· A Body Worn Camera Solution that integrates with an In-Car Camera System and/or Mobile 
Data Terminal to create a complete and functional operation environment. 


· A scalable solution that can adapt with the agency’s needs. 


· Provide a solution that is compatible with the current infrastructure and the possibility of 
future requirements. 


· Maximizing operational efficiency by reducing the amount of time involved with the 
administration and management of videos, systems, and users involved.  


· Addressing the geographical and communication challenges faced by a state-wide agency. 


COBAN is aware of the difficulties facing today’s law enforcement agencies.  In an environment 
where obligations increase while resources are limited, it is a hard task to balance what is possible 
with what is necessary.  Two major obstacles faced are: 


· Budgets 


· Infrastructure 


Budgets:  Funding is, and will always be, the greatest hurdle that agencies face.  COBAN will work 
with the Nevada Highway Patrol in recommending the proper equipment and services that satisfy 
the project requirements while allowing the flexibility to address changes.  We endeavor to always 
provide the greatest cost-to-performance solutions.  


Infrastructure:  Although the Nevada Highway Patrol has an existing IT infrastructure, COBAN 
would like to extend an open offer to review the multiple network upload and storage options that 
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are available.  We have worked with many agencies, including LAPD, New Mexico State Police, and 
Chicago Police Department, to create a customized network infrastructure that fit each of their 
requirements.  In no way is this essential to our proposal; if the current infrastructure in place is 
sufficient to support this project, the FOCUS BWC is compatible.  COBAN is aware that substations 
in remote areas will face issues with network throughput, so the solution we have proposed 
allows Nevada Highway Patrol to take advantage of remote storage benefits at all locations while 
not requiring a major infrastructure upgrade. 


Integrated with COBAN Digital Video Management System:  COBAN Digital Video Management 
System (DVMS) is the video evidence management solution for the COBAN FOCUS and EDGE Hi-
Def.  Users have the ability to centrally upload and manage all device settings or video retention 
and export policies under a single application.  As part of DVMS, access rights and policies can be 
easily assigned to individuals and groups, certifying that only the proper operators have domain 
admittance.  In addition, COBAN DVMS is capable of automating many procedures, like generating 
shift logs, aggregating metadata, and transferring videos to long term storage.  While the front end 
is obviously important, a turnkey solution does not really exist without the ability to easily 
manage the users, devices, and videos from the back end.  Please see included Solutions Overview 
for more information regarding COBAN Digital Video Management System. 
 
Multiple, Scalable Storage Options:  The solutions provided by COBAN support Local, Cloud, or 
Smart Cloud (Hybrid) storage.  Because we are aware that storage is not “one-size fits all,” COBAN 
provides departments the flexibility of selecting a solution that will meet the project requirements 
while still allowing for the possibility of future growth.  For the Nevada Highway Patrol, COBAN is 
proposing either a Smart Cloud (Hybrid) storage solution.   
 
A few benefits of Smart Cloud based storage are: 


· Mitigates the need for dedicated IT personnel. 
· Allows for faster retrieval and access to certain videos by storing locally while pushing 


others to the cloud for retention. 
· Is not as bandwidth intensive as a pure Cloud solution.  Less network impact than pure 


Cloud. 
· Easier to conform to existing infrastructure capabilities. 
· For agencies that may have existing storage solutions, the transition to a Smart Cloud 


solution is greatly streamlined and does not require a single, mass migration. 
 
The following diagram outlines some of the advantages of the Smart Cloud solution when 
compared to Cloud storage. 
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Smart Cloud Advantages Diagram 
 


 
 
Please refer to the Solution Overview document for more information regarding COBAN’s 
proposed solution. 
 
Proposed Environment:  The FOCUS body worn camera is a rugged, easy to operate unit where 
functions can be customized to fit within Nevada Highway Patrol’s operating procedures.  The 
FOCUS features user controls that are simple and reliable, allowing the user to concentrate on the 
situation at hand.  When implemented with the EDGE Hi-Def, operations are streamlined and 
symbiotic.  Also, data entry can be performed in the field or at the station, in accordance to Nevada 
Highway Patrol operating procedures.  The process of transferring recorded data at the end of a 
shift is as simple as the officer placing the FOCUS into a smart upload/charging dock.   
  
From the back end, COBAN’s Smart Cloud Solution will automate the process and ensure 100% of 
the data reaches the Cloud Storage quickly and efficiently.  To improve upload performance, the 
Smart Cloud Solution includes a COBAN Video Gateway.  The Gateway allows for periods of high 
activity, like shift changes, to be quickly uploaded from the cameras by staging videos on a rapid 
storage while it waits to transfer to the cloud.  This prevents data backlogs due to internet 
connections, which often cause cameras to require hours of upload time, and rendering videos un-
viewable from the cloud, often until the next day.  The Video Gateway ensures video can be quickly 
uploaded and viewable via department workstations in minutes instead of hours.  Within this 
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environment, videos are not only available much faster, but also can be searched and reviewed by 
any users with valid permissions regardless of physical location. 
 
Retention period, categorization, and backup will all be automated after the initial configuration 
by the Nevada Highway Patrol system admin.  Also, system status and diagnostics can be run at 
any time to ensure the health of the system is maintained. 
 
Data Security:  Security is always a concern when dealing with sensitive and confidential 
material.  All operations, from file access to exporting, are logged to provide a comprehensive 
audit trail.  COBAN also supports authorization based on user role, simplifying access control 
across defined groups of users.  The solution provided by COBAN will work in conjunction with 
Nevada Highway Patrol IT personnel to create a secure environment for sensitive data. 
 
Technology Replacement Plan:  The Body Worn Camera market is rapidly evolving.  Even when 
compared to a year ago, the technology has progressed quicker than most have anticipated.  As 
such, the solution provided by COBAN incorporates a biennial upgrade plan that ensures Nevada 
Highway Patrol is equipped with the most current technology available.  All Body Worn Cameras 
and related equipment will be replaced with the most current model from COBAN at the beginning 
of the third (3rd) and fifth (5th) year of a contract.  Please refer to the Detailed Pricing Quote 
document for more information. 
 
COBAN is a “first-party,” end-to-end solutions company.  As such, we can provide a complete and 
efficient project deployment plan.  The modularity and scalability of our services enables COBAN 
to meet many of the challenges associated with deployments.  The Nevada Highway Patrol can 
implement a COBAN solution in stages or batches based on funding availability and other factors.  
We approach each project as a distinct, multi-phase process; tasks of this size require foresight 
and suitable preparation.  We will work closely with the Nevada Highway Patrol to acquire a real 
understanding of your situation and the major milestones of the project.  From the largest to 
smallest of agencies, COBAN has provided a personalized and valuable solution for each agency we 
work with. 







 


 


 


 


 


FOCUS Body Worn Camera
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Introduction 


The COBAN FOCUS, in conjunction with the COBAN Digital Video Management System (DVMS), 
provides a powerful and varied function set intended for use by law enforcement and public safety 


industries.  The FOCUS is modular in design, both in terms of configuration and scale. The following 


information explains the major functions of our solution and how they will meet your requirements. 


 


COBAN Solutions Overview 


There are four phases to BWC digital video projects that form the life cycle of video evidence. This 
document will describe the flexibility, security, and scalability of COBAN’s solutions in regards to 


these aspects: 
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Video Capture 


COBAN’s video capture solutions offer utility that can be scaled and configured to fit the needs of 


any law enforcement agency.  The focus of this overview will be the COBAN FOCUS and its related 


components. 


 


COBAN Body Worn Camera 


COBAN’s FOCUS is designed as a high performance body worn video recorder with the 


understanding that technology requires both usability and capability.  The FOCUS possesses 


features that are intuitive for the user and is centrally managed from the back office COBAN Digital 


Video Management System.   


Simple Yet Powerful Operation 


The FOCUS has an intuitive layout that is devised for ease-of-use while still maintaining powerful 


functionality.  Located on the top of the unit is an LCD status screen that relays information to the 


user with clear symbols representing battery life, Bluetooth connection status, and remaining 


storage space.   


Recording can be activated either wirelessly with in-vehicle triggers or by using the large button 


located on the front of the unit.  Visual, aural, and/or haptic indicators indicate if the FOCUS is 


currently recording. 


Other buttons located on the FOCUS include power, Bluetooth connect, LCD backlight, and 
programmable function.  It is not dependent upon a cellphone or Mobile Data Terminal laptop for 


full functionality.  Rather, the FOCUS is a self-contained unit that is can be enhanced when 


incorporated into an operational environment. 
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Adjustable Video Resolution 


The local system administrator can configure video resolution and bit rates for the FOCUS.  


Depending upon the department’s policy, the DVMS administrator can set the FOCUS to record 


anywhere from standard definition to true 1080p high definition.  The agency can balance between 


what is deemed acceptable video quality and data storage considerations. 


Image Quality 


The recording quality of the FOCUS is optimized for high image quality in different 
environmental conditions.  Even during movement or vibration, the image does not heavily 


pixelate or lose clarity.  The FOCUS features a fixed lens optimized for focus and stability from 


six inches to infinity, auto-white balance, and brightness control. 


Unparalleled Battery Life 


The integrated, non-removable battery for the FOCUS is capable of recording for 13 


continuous hours at HD resolution and more than 24 hours of standby.  This remains true 


throughout the lifetime of the battery, whereas the recording duration for other body cameras 


dramatically depreciates over time.  Also, body worn cameras that require or encourage in-


field battery replacement lose environmental resistance as the units are opened up.   


Covert Function 


The FOCUS also has a user activated covert mode that disables all visual, aural, or haptic operation 


indicators.  The local system administrator can centrally configure which indicators are disabled 


during covert mode (for example, only haptic feedback is left enabled), ensuring standardized 


settings and operation for groups or even across users. 


Deep Integration with the COBAN EDGE Hi-Def 


The FOCUS can operate as the wireless microphone for COBAN In-Car Video systems, decreasing 


the amount of equipment users need to carry on his or her person.  In addition, there is no 


interference or range limit to the FOCUS when acting as the microphone for the in-car video system.  


Whether the user is two miles away, behind a concrete structure, or surrounded by numerous other 


electronic devices, the audio captured by the FOCUS is clear and uninterrupted. 


The FOCUS can also connect to the EDGE Hi-Def In-Car Camera system via a single bay docking 


station.  Videos and data from the FOCUS can then be transferred to the EDGE Hi-Def for purposes 


of data entry, video review, or simultaneous upload with the In-Car video.  If the videos from both 


the Body Worn Camera and In-Car Camera system are uploaded together, they can be automatically 


linked together as a single case event when reviewed and managed from the back office. 


Data Collection 


Data helps to identify, contextualize, and organize captured video. 


Metadata like time and location are automatically logged on the FOCUS and linked to a respective 


video.  Event data such as type of offense, offender’s information, case numbers, and more can be 


entered using the In-Car Camera System, Mobile Data Terminal (laptop), or COBAN DVMS software.  
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This data can be used to attain a more complete understanding of the incident in question, and sort 


the uploaded videos for easier organization down the line.   


These are just a few of the functions available for all FOCUS deployments.  Many BWCs can offer 


some basic level of compliance, especially when it comes to capturing video, but the COBAN FOCUS 


is set apart due to dependability and flexibility that allows it to adapt to any situation.   


Video Transfer 


COBAN’s video transfer solutions are designed to ensure efficient turnkey application.  The transfer 


process, as the link between front-end and back-end, is essential in determining the flow and 


efficacy of a solution. 


If FOCUS is the department’s only COBAN product, transferring data is as simple as docking the unit 


into an upload/charging bay.  The files will automatically begin transferring from the unit at a rate 


for 24.6 GB per hour.  As an example, four hours of 720p video will be able upload in less than ten 


minutes if using local storage.  Single and eight port upload/charging bays are available to 


accommodate the department’s necessities.  All this is accomplished automatically while the FOCUS 


is charging in a bay, so there is no need to allocate additional time or manpower to the process.  If a 


bay is not available, the FOCUS can be connected to the computer by secure USB.   


If the FOCUS is integrated with a COBAN EDGE Hi-Def system, the user can transfer recorded data 


directly to the in-car unit.  The videos and data from both BWC and in-car sources can then be 


uploaded together, either through wireless upload or direct transfer via the physical data 


infrastructure. 


If the department uses Mobile laptops, the FOCUS can also be connected through USB or the single 


upload/charging bay in the car.  Once connected to the MDT, the user can review recordings, tag, 


and enter metadata that will be transferred with the videos once it is uploaded at the station. 


Video Storage 


COBAN offers several types of video storage to accommodate the specific needs of a department, no 


matter how small or large.  In instances where a storage network is already in place, COBAN can 


work with the agency to ensure compatibility and sustainability.  Types of storage we offer include 


Local Primary Storage, Extended Storage, Cloud storage, and Hybrid solution.  The following 


information details each of these different forms.   


Local Primary Storage  


Local Primary Storage is when videos are hosted on a nearby server with internal storage or an 


attached disk array.  The videos are available for viewing to whoever possesses the access rights.  


Local Primary Storage is used when the videos in question have been recently uploaded or will be 


accessed frequently.  Local Primary Storage provides the fastest transfer rates of all the storage 


options and immediate access to all data located on the server or disk array.  At this stage, the 


department can still maintain complete control over security and ownership of their data. 


COBAN can recommend a disk storage system that fits within the department’s projected 


requirements and budget, while maintaining flexibility for future growth.  Points to consider when 
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making this recommendation include the amount of video generated on a daily basis and the length 


of time that videos need to be quickly retrieved on line. 


Typically, Local Primary Storage incurs higher initial costs when compared to Cloud or remote 


storage.  However, there are no further usage or access fees after the initial deployment.  So for 


departments with heavy network usage, over longer periods of time, local storage will be the more 


cost effective choice. 


Local Extended Storage  


Local Extended Storage is used to retain videos and data for longer durations than Local Primary 


Storage.  This can be anywhere from a few months to years past the departments online 


requirement.  Videos that are not accessed often or marked as critical will be moved from Primary 


over to Extended Storage for retention purposes.  Local Extended Storage may take the form of a 


secondary server, Network-Attached Storage, Direct-Attached Storage, Storage Area Network, or 


even DVDs.  COBAN’s solution provides the flexibility to initiate the required network 


infrastructure (a server) or expand the department’s existing long-term data storage. 


COBAN’s Auto DVD Solution is an extended storage option that does not require additional IT 


personnel to operate.  It provides a local, on-site solution that incorporates well with any 


preexisting infrastructure.  With Auto DVD Solution, any video matching preconfigured event types 


are automatically sent to the DVD robot for export.  After a DVD is written, it can be retained locally 


or given to the proper official for courtroom purposes.  Anywhere from one to five copies per video 


can be exported depending upon the department’s standard operating procedure.  The Auto DVD 


Solution is designed to eliminate the man hours spent exporting and creating DVDs manually. 


Cloud Storage 


Cloud Storage is a remote based solution.  It involves uploading all captured video and data directly 


to a remote server where it will be hosted by another party.  There is no designation between 


online and archived data, and if access is required, a video will need to be downloaded from the 


Cloud server.  The appeal of Cloud Storage is that it lessens the need for IT personnel and 
investment in storage hardware, since there is no need for intermediary local servers.  The Cloud is 


a viable solution for departments that possess robust network bandwidth. 


COBAN utilizes industry-leading Microsoft Azure Government for Cloud storage services.  Microsoft 


Azure Government is CJIS capable, FedRAMP compliant, and DISA certified to ensure the security of 


data.  Cloud services do not require separate licenses or access administration and data 


management are still done within Digital Video Management system. 


While the initial cost of Cloud is much lower than that of local storage, subscription fees and 


increasing data volume eventually lead to higher than anticipated expenditures.  Also, since the 


Cloud is so heavily dependent on bandwidth, not all agencies will be equipped to realistically 


implement this type of storage system.  It is not a universal solution and COBAN will cooperate with 


the department to make sure there is a clear understanding of the potential benefits provided by 


the Cloud.   


Hybrid Storage Solution  
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The Hybrid Storage Solution is a partial combination of the concepts behind Local and Cloud 


storage systems.  Rather than immediately pushing all data to the Cloud, videos are initially 


uploaded to a gateway device.  Certain or all types of videos, in accordance to department policy, 


can be kept locally for easier and more immediate retrieval.  The videos are then scheduled for 


automatic upload to the cloud for retention purposes.  The time frame for pushing videos to the 


Cloud can be configured by the local system administrator.  For example, if network bandwidth is a 


concern and the cloud is used solely for long term storage purposes, videos can be uploaded at off-


peak hours. 


The strength of the hybrid solution is that it can conform to the existing infrastructure to ensure 


impact on the network is minimized.  It is not necessary to acquire multiple servers at one location 


or augment internet access capabilities.  Along these lines, the Hybrid solution decreases the strain 


on bandwidth when compared to a Cloud solution, as uploads can be arranged to occur at off-peak 


times instead of all at once, and a copy of high priority event type videos can be kept on the gateway 
device to avoid having to re-download the file for access.  Also, internet connection or Cloud storage 


downtime does not completely disable the back end process.  Data and videos can still be 


transferred to the local gateway device even without connection to the Cloud and uploaded when 


services resume.  The Hybrid solution may not be compatible with a department’s needs because it 


still requires some local infrastructure and IT personnel, while the fees associated with Cloud 


storage are still applicable, albeit at a lower tier.  But for certain departments, dependent upon size 


and usage, a Hybrid solution has the potential to fit storage requirements while minimizing the 


necessary investment in new infrastructure. 


The storage solution provided by COBAN will always comply with each individual agency’s 


capabilities and requirements.  Our aim is to provide a functional and complete solution that will 


not conflict with the department’s budget or capabilities. 


Video Management 


COBAN’s Digital Video Management System is a back office, policy-based automation software that 


allows administrators to focus on overall system performance instead of day-to-day operational 


tasks.   
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Video Retention 


The systems administrator determines how each category of video is handled; retention period for 


each video is connected to its type.  Once the retention period has passed and no deliberate action 


has been taken, videos are purged from the system automatically.  This guarantees policy 


compliance while minimizing the amount of time spent micromanaging files. 


Automated System Management 


After the administrator defines the necessary criteria, DVMS will take over the everyday video 


management jobs.  Diagnostic reports will be generated, showing the results of daily tasks and 


overall storage status.  System exceptions are also emailed to alert the system administrator for 


immediate review. 


Complete Chain of Custody 


All activities associated with each uploaded video are logged to the system’s audit trail.  This 


includes the date and time a video was uploaded, archived, played back, exported, or purged from 


the system.  A complete history of each video is available to the system administrator for analysis. 


System Security 


Activity permissions such as video access, report printing, and general data management functions 


can be set up by the administrator.  Only users with proper clearance are able to perform actions 


associated with a video in question, and all activities are logged into the aforementioned audit trail. 
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Centralized Management System 


DVMS is capable of managing videos and data from both COBAN Body Worn Cameras and In-Car 


Video systems.  Organization and management of videos involves the same interface and 


procedures regardless of the source.  In addition, associated videos can be grouped together into a 


case file for easier organization. 


Streamlined Storage Management 


Whether the department uses Local, Cloud, or Hybrid storage, DVMS provides a standard 


management system that does not require changes to user interface or external software.  Storage 


server policy, once established by the local system administrator, is automated while still allowing 


specific videos and data to be handled on an individual basis. 


CAD/RMS Integration 


The COBAN solution allows an agency the option to integrate their existing or future CAD/RMS 


system in order to share metadata on videos and cases, in addition to streamlining user and ID 


management.  This saves time and simplifies the video management process by reducing the 


number of systems that users will have to work with. 


Powerful Search Capability 


Videos can be searched using all event data associated with the BWC units, including offender’s ID, 


patrol unit, event type, time range, and more.  The multiple criteria selection allows the user to find 


specific videos or perform general inquiries.  The following graphic shows an example of the 


interface and options of the DVMS search function. 
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COBAN Courier 


The COBAN Courier service allows the department to export videos or Digital Property 


Management case files without the need for physical DVDs.  When the department uploads or 


identifies the requested video in the Cloud, a link will be sent via email to the intended 


recipient so he or she may access or download it.  The ability to access or download can be 


configured by the department according to what the intended use is and the party they are 


sending it to.  The link is time-sensitive and the duration can be configured as necessary.  


Although Courier service is Cloud based, it does not require a COBAN Cloud subscription to be 


available for use. 


Digital Property Manager (DPM) 


DPM is value added software that is included within DVMS.  It imports, aggregates, and 


manages externally sourced digital evidence like videos, audio, or documents based on case 


number. 


Users can add external files into the system or link to in-car and interview room videos to 
form a case package.  The system maintains all versions of each individual file in addition to 


an audit trail to track activity.  There is also an export function that allows the user to send all 


the digital evidence to a DVD, with a searchable index for easy reference. 


Distributable Video Playback Tool 


When videos are transferred to DVD or other portable media, DVMS can include an installation 


program for playback viewing.  The program will install a video playback tool on any Windows XP, 


Vista, 7, or 10 based computers.  All the event data present will be displayed along with the video, 


giving a more complete depiction of what is happening on-screen.  Although Windows Media Player 


or VLC Player are capable of showing the videos, the program provided by COBAN provides an 


interface identical to the DVMS software. 


Data Replication 


Data redundancy is important for every agency in order to guarantee necessary videos and 


data will not be lost due to server or storage failure.  COBAN provides departments the 


flexibility to decide how they copy videos and data to a secondary source.  Local storage, 


DVDs, Cloud, or even a hybrid solution are all compatible with the COBAN system.  Agencies 


also have the choice to replicate just videos, event based data, or all data according to their 


policies.  


COBAN Enterprise Solution is specifically designed for multiple precinct agencies and 


provides several functions.  


1. All data under department domain, including officers, vehicles, and event 


definitions, can be centrally maintained.  A main server acts as a single data 


maintenance point, and updated data will be pushed to all sub-stations on a daily 


basis, allowing for consistent data content across all sites. 


2. Event data is accumulated at the main server, which then enables query and 


playback of videos amongst the sub-stations across the network. 
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3. After program updates for both in-car and backend software are loaded onto the 


main server, sub-stations will receive the updates automatically. 


All of the aforementioned functions do not need to be enabled.  Departments can choose 


which features are most suited for department policy.  As an example, if network bandwidth 


is a concern, videos can be stored at the sub-stations while event data is pushed to the main 


server.  In this instance, even though COBAN is providing distributed storage architecture, an 


approved user can access any video on the network for the purposes of viewing or exporting.  


The Enterprise Solution furthers the flexibility, interconnectivity, and network capabilities 


inherent in COBAN’s end-to-end system. 


 


A few of the key specifications of the FOCUS Body Worn Camera are: 
 


Dimensions:     3.38” (H) x 2.68” (W) x 1.0” (D) 


Weight:     4.5 ounces 


Video Resolution:     1080P/720P/D1 configurable 


Low Light Ability:     Approximately 0.3 lux (0 lux if using available IR Clip-on camera  


     attachment) 


Pre-Event Recording:     Yes, configurable 


Angle of View (Main):     116-Degrees 


Battery Life:     13 hours record time @ 720P / 24 hours standby 


Internal Storage:     32GB SSD 


Buttons:     Record, Programmable Multifunction, Power, Wireless Sync, and  


     LCD backlight 


GPS:     Yes 


Connections:     POGO, USB 2.0 


IP Rating:     IP67 


Camera Positioning:     Modular Clip and Clip-on Camera option 


Uploading:     8-Bay smart Upload/Charging Dock  


                          Single-Bay Upload/Charging Dock (office/vehicle) 


     USB Cable 


Warranty:     1 year (2nd and 3rd year extended available) 


 


 


 








Part IA – Technical Proposal 


RFP Title: Body Worn Cameras 


RFP: 3273 


Vendor Name: Digital Ally, Inc. 


Address: 9705 Loiret Blvd, Lenexa, KS, 66219 


Opening Date: 9/28/16 


Opening Time: 2:00 PM 
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Sample VuVault.com Service Level Agreement 
 


 


VU-VAULT.COM WEBSITE ACCOUNT AND CLOUD STORAGE 


LICENSE AGREEMENT 


  


This VuVault.Com™  Website Account And Cloud Storage License Agreement (the "Agreement") is 


made on this ________ day of ___________, 201_ (the "Effective Date"), by and between Digital Ally, 


Inc. ("Digital Ally"), a Nevada corporation having its principal place of business at 9705 Loiret 


Boulevard, Lenexa, Kansas 66219, and  ____________________________  ("Customer"),  a 


__________________________ having its principal place of business at ________________________.    


 


Unless otherwise defined in this Agreement, all capitalized terms will have the meanings given to them in 


Section 11 of this Agreement.  The terms "you," "your," "yours," and "Customer" refer to the law 


enforcement customer using the Digital Ally™  website.  The terms "Digital Ally," "we," "us," "our" or 


words of similar import refer to Digital Ally, Inc.  The term "Website" refers to any and all Digital Ally™  


or VuVault™  websites. 


 


1.  VUVAULT.Com™  PROGRAM AND SERVICES 


1.01  VuVault.Com™ Program. The VuVault.Com™ back office software suite (hereinafter, "VuVault 


program") enables law enforcement agencies to quickly and easily manage their digital video evidence 


across all of Digital Ally's products. The VuVault program is utilized for playing back, downloading, 


archiving, reviewing, unit configuration and management, running customizable reports and chain of 


custody logs as well as exporting/burning videos for court.  This data is made available to the Customer 


over the Internet through each Customer's account on the VuVault program website ("Website 


Account").  The VuVault program offers law enforcement agencies a large range of capabilities, including 


video evidence reporting, chain of custody reporting, cloud software storage options, and case 


management, redaction, and storyboarding applications. The VuVault program is designed to work in 


conjunction with Digital Ally's event recording hardware, sold by separate purchase order in conjunction 


with the VuVault program ("Units"), including, if selected by the Customer, the VuVault.Com ™ All-In 


Package, which includes the VuVault program with the Pro Plan as the Cloud Storage Plan, and the Units 


designated in the VuVault.Com ™ All-In Package.  This Agreement applies to the Services (as defined in 


Section 1.02) only; Units (including all hardware) are sold by Digital Ally pursuant to their own terms and 


conditions. 


1.02  Services.  The term "Services" used in this Agreement means all services offered by Digital Ally in 


conjunction with the VuVault program, including the cloud storage plan and any options you select and 


use ("Cloud Storage Plan"), and the VuVault program and Digital Ally software, applications, and 


Website Accounts, and  the hosting and other services we supply as part of the Website operation.   By 


selecting to use the Services, you are authorizing Digital Ally to arrange to store and provide access to 


your data pursuant to VuVault program policies and procedures and all agreements between you and 


Digital Ally, and you agree that you will not resell the Services or use the Services in any manner that is 
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prohibited by Digital Ally. You agree to be solely responsible for your stored data and for complying with 


all applicable copyright and other laws, including import and export control laws and regulations, and with 


the terms of any licenses or agreements to which you are bound. You warrant that the data you send or  


are storing in your Website Account is, and will be, free from any malware, viruses, Trojan horses, 


spyware, worms, or other malicious or harmful code. You further agree to use the Services in accordance 


with all applicable state, federal, and local laws, rules, regulations, and this Agreement.  


1.03  Cloud Storage Plans.  The VuVault program offers Cloud Storage Plans designed specifically for 


Customer's needs in accordance with the provisions and pricing provided on Exhibit A to this Agreement, 


which is attached hereto and incorporated herein by this reference.  Exhibit A may contain pricing for both 


the Services pursuant to this Agreement, as well as for the Units, sold pursuant to the Unit Terms of Sale. 


Exhibit A will record the Services you have selected, which may be modified from time to time by written 


agreement between Digital Ally and Customer. 


2. GRANT OF LICENSE; LICENSE RESTRICTIONS 


2.01  Access to Website Account And Services. During the term of this Agreement and subject to the 


terms and conditions herein, Digital Ally hereby grants to Customer a limited, non-exclusive, non-


transferable, non-sub-licensable, revocable, royalty-bearing license to access Customer's Website Account 


and to use the Services that Customer has selected and paid for ("License"). 


2.02 Primary Administrator; Authorized Users.  Customer shall authorize a "Primary Administrator" to 


oversee this Agreement and the use of this License, and shall provide the name and contact information 


for the Primary Administrator to Digital Ally to further communications between Customer and Digital 


Ally. Customer may authorize department officers who wear Units that record events, and other personnel 


in its employ, and law enforcement advisors of Customer that are authorized by the Primary 


Administrator, including Customer's independent advisors such as Customer's attorneys and prosecutors 


(collectively with the Primary Administrator, "Authorized Users"), to use the License issued to Customer 


under this Agreement so long as Customer agrees to be responsible for the Authorized Users' compliance 


with this Agreement.   


If Customer is required to take any action, or prohibited from taking any action, under this Agreement, 


such requirements or prohibitions equally apply to all Authorized Users. Customer may not transfer or 


sublicense the License to any third party, in whole or in part, in any form, whether modified or not. Each 


Authorized User must be at least eighteen (18) years old to access or use the Services. 


2.03 License Restrictions. Customer may not use the Services in any manner or for any purpose other than 


as expressly permitted by this Agreement. Customer will not  engage in any of the following prohibited 


acts: (i) willfully tamper with the security of any of the Services; (ii) access data not associated with 


Customer's Website Account; (iii) log into an unauthorized server or a third party's Website Account 


without authorization; (iv) attempt to probe, scan or test the vulnerability of any of the Services or to 


breach Digital Ally's website security or authentication measures without proper authorization from 


Digital Ally; (v) willfully render unusable any part of the Services; (vi) reverse engineer, de-compile, 


disassemble or otherwise attempt to discover the source code or underlying ideas or algorithms of any of 


the Services; (vii) modify, translate, or create derivative works based on any of the Services; (viii) rent, 


lease, distribute, license, sublicense, sell, resell, assign, or otherwise commercially exploit any of the 


Services, or make any Services available to a third-party other than as contemplated in this Agreement; 


(ix) publish or disclose to third parties any evaluation of the Services without Digital Ally's prior written 


consent; (x) remove, modify, or obscure any copyright, trademark, patent or other proprietary notice that 
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appears on the Website; or (xi) use the Services for any unlawful purpose or in violation of any applicable 


law (including, without limitation, data protection and privacy laws). The software and related technology 


incorporated into the VuVault program are subject to applicable United States export laws and regulations. 


Customer must comply with all applicable United States and international export laws and regulations 


with respect to such software and related technology. Without limitation, Customer may not export, re-


export or otherwise transfer such software or related technology, without a United States government 


license: (a) to any person or entity on any United States export control list; (b) to any country subject to 


United States sanctions; or (c) for any prohibited end use. 


Customer agrees to immediately report to Digital Ally, and to use its best efforts to promptly stop, any 


violation of the terms and conditions set forth in this Section, this Agreement, and/or any other Digital 


Ally agreement or policy to which Customer has agreed to be bound, including but not limited to the 


Digital Ally Privacy Policy (collectively, "Terms and Conditions"), all of which are incorporated herein by 


this reference. In the event of any suspected violation of the Terms and Conditions, Digital Ally may 


immediately disable Customer's access to the Services and suspend its provision of such Services. 


2.04 Ownership of Intellectual Property. The Services, and all content and services on the Website, 


including, but not limited to, trademarks and logos, designs, text, graphics, sounds, images, software, and 


other website materials or other asset provided under this License and Agreement, and all modifications 


and enhancements thereof ("Digital Ally Materials"), are the intellectual property of Digital Ally, its 


successors, assigns, licensors, or other vendors. The Digital Ally Materials are protected by United States 


and foreign intellectual property laws. Except as stated herein, none of the Digital Ally Materials may be 


copied, reproduced, or distributed in any form without the prior written permission of Digital Ally.  


Customer warrants that it will not infringe upon or violate, and will take appropriate steps and precautions 


for the protection of, the Services and related intellectual property rights of Digital Ally referred to in this 


Section. 


2.05  Feedback. If Customer elects to provide any suggestions, comments, improvements, ideas or other 


feedback or materials to Digital Ally regarding Digital Ally’s products and services (collectively, 


"Feedback"), Customer hereby grants to Digital Ally a non-exclusive, royalty-free, irrevocable, perpetual 


worldwide right and license to freely copy, reproduce, license, use, disclose, exhibit, display, transform, 


create derivative works and distribute any such Feedback without limitation. Further, Digital Ally will be 


free to use any ideas, concepts, know-how or techniques contained in such Feedback for any purpose 


whatsoever, including, without limitation, developing, making, marketing, distributing and selling 


products and services incorporating such Feedback. Digital Ally will have no obligation to consider, use, 


return or preserve any Feedback Customer provides to Digital Ally. Except with respect to Customer 


Confidential Information contained in Feedback, any Feedback Customer provides to Digital Ally may or 


may not be treated confidentially by Digital Ally, and Digital Ally will have no obligation or liability to 


Customer for the use or disclosure of any Feedback. Customer should not expect any compensation of any 


kind from Digital Ally with respect to Feedback. Digital Ally will exclusively own any improvements or 


modifications to the Services based on or derived from any Feedback, including all intellectual property 


rights therein.  


3. PURCHASED SERVICES 


3.01 Service Availability. Subject to the terms and conditions of this Agreement, Digital Ally will use 


commercially reasonable efforts to provide the Services on a twenty-four (24) hour, seven (7) day a week 


basis. Digital Ally may use third party vendors or service providers to assist it in providing the Services. 


From time to time the Services may become unavailable for reasons that include (but are not limited to) (i) 
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equipment malfunctions; (ii) scheduled maintenance or needed repairs; (iii) interruption, limitation, or 


failure of telecommunication or digital transmission links, network problems or other similar interruptions 


(including bandwidth problems); or (iv) any force majeure or cause beyond Digital Ally's reasonable 


control. You will not be entitled to any setoff, discount, refund or other credit as a result of unavailability 


of the Services. Digital Ally reserves the right as it deems necessary in its sole discretion to modify or 


discontinue any Services, or any part of the Services, with or without notice. 


3.02 Security. Digital Ally will use commercially reasonable efforts to protect Customer's Website 


Account and Customer Information against unauthorized disclosure or access.  We comply with all 


applicable laws, including those pertaining to security breach notification, and we will notify you of any 


known security breaches to your Website Account. You are responsible for maintaining the confidentiality 


of your account access information, including your user names and passwords, for use of the Services, and 


for establishing and maintaining appropriate security, protection and backup of your Customer 


Information. You agree to change that access information and notify us immediately regarding any 


possible misuse of your Website Account and the Services.   


3.03 VuVault Program Technical Support. Technical support is available to customers with questions 


regarding the Services and their Website Account during regular business hours. Contact information and 


access hours for our customer support services are available on the Website.   


4. ROYALTIES AND PAYMENT 


4.01 Royalties.  Royalty payments from Customer to Digital Ally, in exchange for the right to use 


intellectual property or physical assets owned by Digital Ally and covered by this Agreement, are based 


upon the Cloud Storage Plan and service options you select.  You agree to make payments (including all 


fees, compensation, and other amounts) for the Services in accordance with this Agreement and the terms 


and conditions of the invoice you receive from Digital Ally for your VuVault program Services.   All 


amounts payable under this Agreement are denominated in United States Dollars and Customer will pay 


all such amounts in lawful currency of the United States. 


4.02 Unpaid Charges; Interest.  You will be responsible for all costs and expenses incurred by Digital Ally 


in connection with the collection of unpaid amounts and fees, including court costs and reasonable 


attorneys' fees. Any amount not paid when due will bear interest at the rate of one and one-half percent 


(1.5%) per month or the maximum rate permitted by applicable usury law, whichever is less, computed 


and compounded daily from the date due until the date paid.  


4.03  Taxes.   Unless otherwise agreed upon in writing, and subject to all tax exemptions available to 


Customer, the fees, compensation and other amounts payable to Digital Ally under this Agreement do not 


include any taxes, customs, duties, fees or other charges assessed or imposed by any governmental 


authority other than taxes imposed on or measured by Digital Ally’s net income. Customer will pay or 


reimburse Digital Ally for all such taxes and charges imposed on Customer with respect to the Services 


under this Agreement upon demand, or provide certificates or other evidence of exemption from such 


taxes. 


5. CUSTOMER INFORMATION 


5.01 Customer Information Use.  Digital Ally collects information from its customers, including all 


customer records, data, and customer content of any kind that Digital Ally receives from Customer 


(collectively, "Customer Information") in order to provide the Services.  Customer Information will be 


used to provide the Services,  technical support and for other business purposes, such as for billing,  
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marketing, and evaluating  the Services. The Digital Ally Privacy Policy provides more information on 


how Digital Ally collects, uses and shares the Customer Information, which can be viewed on the VuVault 


program website. Digital Ally may use, access, and retain Customer Information in order to provide the 


Services to  you and enforce the terms of the Agreement, and you grant Digital Ally all authority it 


requires to do so. This authority includes, for example, the rights to copy Customer Information for 


backup purposes, modify Customer Information to enable access in different formats, use Customer 


Information to organize it, and access Customer Information to provide technical support.    


5.02 Retention of Customer Information. Customer Information compiled by Digital Ally from rendering 


the Services will be retained as long as a legitimate business need exists to do so, in Digital Ally's sole 


discretion, and will be made available to law enforcement and other government agencies pursuant to 


legally valid requests for such information. Customer is solely responsible for preserving Customer 


Information during and beyond the term, and beyond the provisions of, this Agreement. Following 


termination of this Agreement for any reason, Digital Ally is not obligated to maintain Customer 


Information, unless required by a court, or other government entity, with jurisdiction over this Agreement. 


5.03 Customer Information Ownership. Customer Information received by Digital Ally from Customer, or 


compiled by Digital Ally from rendering the Services, shall be and is hereby deemed, as between Digital 


Ally and Customer, to be the exclusive property of Customer including any related intellectual property 


rights.  Customer is solely responsible for (i) the development, content, operation, maintenance, use, and 


retention of its Customer Information in contracting for and using the Services; (ii) for insuring that in 


compiling and providing its Customer Information to Digital Ally, and in using the Services, Customer at 


all times complies with the terms of this Agreement and all applicable laws, (iii) any claims relating to its 


Customer Information, including claims by third parties; and (iv) for insuring that Customer or its 


licensors own all right, title, and interest in and to the Customer Information, including those necessary to 


grant to Digital Ally the rights of use contemplated by this Agreement. 


5.04 Customer Information At Termination.  Although it is all customers' obligation to maintain, retain, 


and back up its Customer Information at all times during and following the term of this Agreement, as 


long as Customer is not in default of the Agreement at and following termination of this Agreement, if 


Customer delivers written notice to Digital Ally within sixty (60) days following such termination that 


Customer requests the return of its Customer Information in Digital Ally's possession ("Timely Notice"), 


within  sixty (60) days following such Timely Notice, Digital Ally will, at Customer cost and expense in 


accordance with Exhibit A hereto, provide Customer with post-termination and data retrieval authority 


and assistance as may be required for Customer to download and transfer its Customer Information to 


Customer servers. If a customer is in default of this Agreement at and/or following termination, it is a 


defaulting customer's obligation to have preserved its Customer Information and, unless required by a 


court or other government entity with jurisdiction over this Agreement, post-termination data retrieval 


assistance and/or preservation will not be provided to such defaulting customer by Digital Ally.   


 6. WARRANTIES AND CUSTOMER RESPONSIBILITES 


6.01  Software Warranty.  Digital Ally software will be repaired, replaced or upgraded ("Software 


Modifications"), in the discretion of Digital Ally, at Digital Ally's premises during the term of this 


Agreement.  Customer shall be responsible for the installation of Software Modifications, at Customer's 


expense. 


6.02  Customer Providers and Equipment. Customer is responsible, at its cost, for providing and 


maintaining Internet access and all necessary telecommunications equipment, software and other materials 
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necessary for accessing Customer's Website Account, for properly downloading Customer Information, 


and downloading, maintaining and using the Services.  


6.03  Hosting Providers Waiver.  Your Website Account is hosted by Digital Ally through one or more 


service providers that provide the Cloud Storage capacity and Website access used to provide the 


Services.  CUSTOMER EXPRESSLY UNDERSTANDS AND AGREES THAT IT HAS NO 


CONTRACTUAL RELATIONSHIP WHATSOEVER WITH THE UNDERLYING WIRELESS 


AND/OR STORAGE SERVICE PROVIDERS OR THEIR AFFILIATES OR CONTRACTORS AND 


THAT CUSTOMER IS NOT A THIRD PARTY BENEFICIARY OF ANY AGREEMENT BETWEEN 


DIGITAL ALLY AND ITS SERVICE PROVIDERS. IN ADDITION, CUSTOMER 


ACKNOWLEDGES AND AGREES THAT DIGITAL ALLY'S SERVICE PROVIDERS  AND ITS 


AFFILIATES AND CONTRACTORS SHALL HAVE NO LEGAL, EQUITABLE, OR OTHER 


LIABILITY OF ANY KIND TO CUSTOMER AND CUSTOMER HEREBY WAIVES ANY AND ALL 


CLAIMS OR DEMANDS THEREFOR AGAINST DIGITAL ALLY OR ITS SERVICE PROVIDERS. 


6.04   No Responsibility for Service Interruptions or Lost Data.   DIGITAL ALLY SHALL HAVE NO 


LIABILITY WHATSOEVER AS A RESULT OF THE UNIT(S) BEING LOCATED IN AN AREA NOT 


COVERED BY APPROPRIATE WIRELESS COVERAGE, OR IF THE UNIT(S) FAIL TO 


ESTABLISH A CONNECTION WITH WIRELESS SERVICES, OR IF SERVICES ARE DISABLED 


DUE TO ANY NETWORK OR STORAGE PROVIDER RELATED ISSUES OR FOR LOSS OF 


CUSTOMER INFORMATION. THE CLOUD STORAGE PLAN, THE SERVICES AND ALL 


INFORMATION, CONTENT, MATERIALS, AND SERVICES INCLUDED ON OR OTHERWISE 


MADE AVAILABLE TO YOU THROUGH THE WEBSITE ARE PROVIDED BY DIGITAL ALLY 


ON AN "AS IS" AND "AS AVAILABLE" BASIS, UNLESS OTHERWISE SPECIFIED IN WRITING.   


6.05  No Other Warranties. EXCEPT AS EXPRESSLY SET FORTH IN THIS AGREEMENT, DIGITAL 


ALLY MAKES NO OTHER WARRANTIES AND DISCLAIMS ALL WARRANTIES, WHETHER 


EXPRESS, IMPLIED, STATUTORY OR OTHERWISE, INCLUDING ANY IMPLIED WARRANTIES 


OF MERCHANTABILITY, NONINFRINGEMENT OR FITNESS FOR A PARTICULAR PURPOSE. 


IF CUSTOMER MADE ITS PURCHASE THROUGH A THIRD PARTY, DIGITAL ALLY IS NOT 


RESPONSIBLE FOR THE REPRESENTATIONS OR WARRANTIES MADE BY SUCH THIRD 


PARTY. 


7. INDEMNITY 


7.01 Indemnity By Digital Ally. Digital Ally agrees, at its own expense, to defend or, at its option, to 


settle, any action brought against Customer to the extent it is based on a claim that the Services directly 


infringe any United States patent, copyright or trademark of a third party, and Digital Ally will indemnify 


and hold Customer harmless from and against any losses, damages, and expenses (including reasonable 


attorneys’ fees) that are attributable to such action and are assessed against Customer in a final judgment. 


Digital Ally shall have the foregoing obligation to Customer only if Customer provides Digital Ally with a 


promptly delivered written request for indemnification and defense in such action and provides all 


available assistance and authority reasonably necessary for Digital Ally to defend such  action.  Digital 


Ally in such defense and indemnification will have sole control and authority over the defense and 


settlement thereof; and Digital Ally shall not be responsible to, and shall not compensate Customer for, 


any attorneys’ fees or other expenses or costs incurred before Customer requests indemnification and 


defense. If any Services becomes, or in Digital Ally’ opinion are likely to become, the subject of an 


infringement claim or action, Digital Ally may, at its option and in its sole discretion either procure, at no 


cost to Customer, the right for Customer to continue using the Services, or replace or modify the Services 
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to render them non-infringing, provided there is no material loss of functionality.  If in Digital Ally’s 


reasonable opinion, the aforementioned options are not commercially viable options, Digital Ally may in 


its sole discretion terminate any of the Services or the Agreement. The preceding remedy provision states 


Digital Ally’s sole obligation and your exclusive remedy in the event any claim or action for infringement 


is commenced or is likely to be commenced.  This indemnification obligation will not apply to (i) any 


action caused by the use of the Services not in accordance with the terms of this Agreement; (ii) 


modifications to the Services by a person or entity other than Digital Ally or its third-party licensors; (iii) 


where the Services are combined with processes or materials not supplied under this Agreement by Digital 


Ally, or (iv) where Customer continues an allegedly infringing activity after being notified  thereof.  


7.02 Indemnification By Customer. Except for claims covered by Digital Ally’s indemnification 


obligation in Section 7.01, Customer agrees to defend, indemnify and hold Digital Ally and its officers, 


directors, shareholders, employees, suppliers and re-sellers, its agents, licensees, licensors, and 


subcontractors ("Indemnified Party(ies)") harmless from and against all losses, damages and expenses, 


including reasonable attorneys’ fees, in connection with any claims against the Indemnified Parties in any 


way arising out of or related to: (i) Customer's negligent or willful acts or omissions in using the Services,; 


(ii) a violation by Customer of this Agreement, including engaging in any prohibited conduct hereunder; 


or (iii) any claim that Customer or its Authorized Users used the Services improperly, illegally, or for 


unauthorized or illegal monitoring. Customer will have the foregoing indemnification obligation only if an 


Indemnified Party provides Customer with a promptly delivered written request for indemnification and 


defense in such action and provides all available assistance and authority reasonably necessary for 


Customer to defend such  action.   


8. LIMITATION OF LIABILITY 


IN NO EVENT WILL DIGITAL ALLY OR ITS AGENTS, SUBCONTRACTORS, LICENSEES, 


SUPPLIERS OR LICENSORS OR RE-SELLERS,  TOTAL AGGREGATE LIABILITY ARISING 


FROM OR RELATED TO THIS AGREEMENT (INCLUDING FOR NEGLIGENCE, STRICT 


LIABILITY, BREACH OF CONTRACT, MISREPRESENTATION, AND OTHER CONTRACT OR 


TORT CLAIMS), EXCEED THE AMOUNT OF DIRECT DAMAGES ACTUALLY INCURRED BY 


CUSTOMER, UP TO THE AMOUNT OF FEES PAID  FOR THE BLOCK CLOUD STORAGE 


PRICING COMPONENT YOU HAVE SELECTED, AS LISTED ON EXHIBIT A, DURING THE SIX 


(6) MONTHS IMMEDIATELY PRECEDING THE EARLIEST EVENT GIVING RISE TO THE 


DAMAGES. UNDER NO CIRCUMSTANCES SHALL DIGITAL ALLY OR ITS AGENTS, 


SUBCONTRACTORS, LICENSEES, SUPPLIERS OR LICENSORS OR RE-SELLERS BE LIABLE 


FOR ANY OF THE FOLLOWING: (I) THIRD PARTY CLAIMS OTHER THAN THOSE IDENTIFIED 


IN SECTION 7.01; (II) LOSS OR DAMAGE TO ANY RECORDS OR CUSTOMER INFORMATION; 


(III) INDIRECT, INCIDENTAL, SPECIAL, CONSEQUENTIAL, PUNITIVE, RELIANCE OR COVER 


DAMAGES (INCLUDING LOST PROFITS AND LOST SAVINGS), EVEN IF ADVISED OF THE 


POSSIBILITY OF SUCH DAMAGES; (IV) ACTIONS OR CONDUCT OF CUSTOMER OR ITS 


AUTHORIZED USERS; (V) THE LOSS OF SIGNALS FROM ANY GPS SATELLITE, THE LOSS OF 


SIGNALS FROM ANY MOBILE NETWORK CELL OR PROVIDER, THE LOSS OF TELEPHONE 


SYSTEM SIGNALS, THE LOSS OF INTERNET CONNECTIVITY, THE LOSS OF OR FAILURE OF 


THE CLOUD STORAGE SYSTEM; OR (VI) ANY OTHER FACTORS OUTSIDE THE CONTROL OF 


DIGITAL ALLY. 


9. CONFIDENTIALITY 


Each party agrees to use commercially reasonable efforts to maintain the other party’s Confidential 
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Information in confidence and shall not use or disclose any portion of the other party’s Confidential 


Information to third parties, except as expressly authorized by this Agreement or as reasonably necessary 


to perform this Agreement. 


10. TERM AND TERMINATION 


10.01 Term and Cancellation; Automatic Renewal. The term of this Agreement ("Original Term") shall 


commence on the Effective Date and shall continue during the length of the Cloud Storage Plan selected 


by Customer, unless earlier terminated pursuant to this Agreement.   THE CLOUD STORAGE PLAN 


YOU SELECT, AND THIS AGREEMENT,  WILL AUTOMATICALLY RENEW AND WILL 


CONTINUE FOR THE SAME TERM OF YEARS AS THE EXPIRING CLOUD STORAGE PLAN 


(EACH AUTOMATIC RENEWAL, A "RENEWAL TERM"), UNLESS TERMINATED BY EITHER 


PARTY IN ACCORDANCE WITH THIS AGREEMENT.  UPON AUTOMATIC RENEWAL, THE 


THEN CURRENT FEES AND PROVISIONS OF THIS AGREEMENT SHALL APPLY AND YOU 


AUTHORIZE US WITHOUT NOTICE TO COLLECT THE THEN APPLICABLE FEE AND TAXES 


FOR THE RENEWAL TERM, USING ANY CREDIT CARD WE HAVE ON RECORD FOR YOU.  If 


your credit card expires or you have arranged another method of payment that has not been made in 


advance of the renewal date, your subscription or product will not automatically be terminated. You will 


remain responsible for payment of all charges for the Renewal Term.  As used in this Agreement, "Term" 


shall include the Original Term and all Renewal Terms.   


10.02 Cancellation Of Automatic Renewal.  Either party may cancel this Agreement by giving written 


notice to the other party sixty (60) days prior to the end of a Term, and this Agreement and the Services 


will terminate at the end of that Term. 


10.03  Suspension of Services. If you have not paid all applicable fees for the Services in accordance with 


this Agreement, or the Units  in accordance with the terms of a Digital Ally purchase order, Digital Ally 


may provide you with written notice of such breach. If you do not make all outstanding payments then due 


within fifteen (15) days of such notice, Digital Ally may suspend your (including your Authorized Users') 


access to your Website Account and to the Services, until all fees are paid in full. If you are in breach of 


any other material provision of this Agreement, Digital Ally may, in its sole discretion, immediately 


temporarily suspend access to, and use of, the Website and Services by Customer (including your 


Authorized Users) until, in Digital Ally's reasonable discretion, the material breach or the threat to the 


security or functionality of the Services or the Website are cured, and upon such cure, Digital Ally will 


use reasonable efforts to re-establish the affected Services promptly.  The exercise of Digital Ally's rights 


under this Section 10.03 shall not be deemed to waive Digital Ally’s right to terminate this Agreement 


based upon any such breaches, and Digital Ally may further exercise all of its additional legal and 


equitable rights. 


10.04  Immediate Termination By Digital Ally.  If Digital Ally learns: (i) that the Services or Units are 


being used by anyone without authorization; (ii) that the Services or Units are being used for any 


unauthorized purpose; (iii) if Customer breaches its obligation to protect Digital Ally's Confidential 


Information or engages in an act prohibited under this Agreement, or  (iv) if use of the Services or Units 


violates applicable law, Digital Ally may immediately and without notice of any kind, at its option, 


immediately terminate this Agreement, and may exercise all of its additional legal and equitable rights. 


10.05  Termination for Cause.  Subject to Digital Ally's rights under Section 10.03 and Section 10.04, this 


Agreement may be terminated: (i) by either party on thirty (30) days written notice to the other party following a 


material breach of the Agreement if the other party fails to cure such breach with reasonable promptness in light 
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of all surrounding circumstances.  


10.06  Termination for Convenience.  Digital Ally, by written notice, may terminate this Agreement any 


time, in whole or in part, without cause and/or for its convenience, and such termination shall not 


constitute a default. In such event, Digital Ally shall be entitled to payment for the Services rendered to 


Customer up to the time of said termination, and Digital Ally shall return to Customer any advance 


payments made by it for the Services that will not be provided by Digital Ally under this Agreement going 


forward.  Customer may terminate this Agreement any time, in whole or in part, without cause and/or for 


its convenience, and such termination shall not constitute a default, so long as Customer makes complete 


payment under this Agreement, including for the Term of its then current Cloud Storage Plan and 


Services, and also fulfills its surviving obligations hereunder, including those in Sections 10.07 and 10.08. 


10.07  Return of Digital Ally Assets.  Upon termination of this Agreement, Customer shall immediately 


cease use of the License and the Services, and at its expense, return to Digital Ally all Confidential 


Information (including all copies thereof) then in Customer's possession or custody or control, and certify 


in writing as to such action.  


10.08   Survival. Termination or expiration of this Agreement shall not relieve either party of obligations 


that by their nature or term survive termination or expiration; such as, by way of example and without 


limitation, the obligation to make all payments that have or will become due under this Agreement, and 


the confidentiality obligations in Section 9. 


 11. DEFINITIONS 


11.01  "Cloud Storage" means data storage where the digital data is stored in logical pools, the 


physical storage spans across multiple servers (and often locations), and the physical environment is 


typically owned and managed by a hosting company. 


11.02   "Confidential Information" means non-public information that a party to this Agreement provides 


and reasonably considers to be of a confidential, proprietary or trade secret nature, including trade secrets, 


know how, inventions, techniques, research, designs, methods, compilations, processes, plans, programs, 


procedures, schematics, software source documents, data, customer lists, customer and supplier 


information, financial statements, projections and other financial information, and engineering, sales and 


marketing plans, whether in tangible or intangible form, and whether or not stored, compiled or 


memorialized physically, electronically, graphically, photographically, or in writing.  Confidential 


Information shall not include Non-Confidential Information as defined below. 


11.03  "Internet" means the global computer network comprised of interconnected networks using 


standard protocols including TCP/IP. 


 11.04  "Non-Confidential Information" means information which: (i) is, as of the time of its disclosure or 


thereafter becomes part of the public domain through no fault of the receiving party; (ii) can be 


demonstrated by credible evidence: (a) as rightfully known to the receiving party prior to the time of its 


disclosure, or (b) to have been independently developed by the receiving party; (iii) is subsequently 


learned from a third party not under a confidentiality obligation to the disclosing party; or, (iv) is required 


to be disclosed pursuant to a duly authorized subpoena, court order, or government authority, provided 


that the receiving party has provided prompt written notice and assistance to the disclosing party prior to 


such disclosure so that the disclosing party may seek a protective order or other appropriate remedy to 


protect against disclosure. 


11. 05  "Server" means the Cloud server or servers as designated by Digital Ally from time to time 
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through which Digital Ally provides the VuVault program Services in accordance with this Agreement. 


12.  GENERAL 


12.01  Amendment. WE MAY AMEND, CHANGE, OR MODIFY THIS AGREEMENT AT ANY TIME 


IN OUR SOLE DISCRETION BY POSTING THE REVISED TERMS ON THE WEBSITE OR BY 


OTHERWISE DELIVERING NOTICE TO YOU, BUT ANY INCREASE IN FEES WILL NOT 


AFFECT THE COST OF YOUR CLOUD STORAGE PLAN DURING THE TERM. YOUR 


CONTINUED USE OF THE SERVICES AFTER ANY AMENDMENT EVIDENCES YOUR 


AGREEMENT TO BE BOUND BY THE TERMS OF EACH AMENDMENT. 


12.02 Notices. All notices, requests, demand or other communications shall be given in writing and shall 


be effective when received, which receipt shall be established as follows:(i) on the date of delivery when 


delivered personally or by a courier service (as conclusively evidenced by a report from such service) (ii) 


on the date actually delivered if deposited in U.S. certified mail, return receipt requested, or (iii) on the 


date of telecopy if successfully telecopied (as conclusively evidenced by a transmission report from the 


sender's telecopy machine indicating error-free transmission), to the Parties at the addresses set forth 


above, unless a party requests in writing that another address or facsimile number be used for notice 


purposes.  


12.03 Assignment and Delegation. You may not assign, transfer, or sell any of your rights, or delegate any 


of your responsibilities under this Agreement without Digital Ally’s prior written consent. All assignments 


of rights by Customer are prohibited by this Section 12.03, whether they are voluntary or involuntary, by 


merger, consolidation, dissolution, operation of law, or any other manner. Digital Ally may assign this 


Agreement, and any or all of its rights, interests, or obligations hereunder, to its affiliates, its successors in 


connection with the transfer or sale of all or substantially all of its business related to this Agreement, or in 


the event of its merger, consolidation, change in control, corporate reorganization, or similar transaction 


(each, a "Permitted Assign" and collectively, "Permitted Assigns"), provided, however, that any Permitted 


Assigns shall assume all obligations of Digital Ally under this Agreement. Any purported assignment of 


rights or delegation of performance in violation of this Section 12.03 is void. Subject to the preceding 


provisions, this Agreement shall be binding upon and inure to the benefit of the parties, their successors 


and assigns. 


12.04 Governing Law; Forum.  This Agreement shall be governed by and construed in accordance with 


the laws of the State of Kansas without regard to its choice of law principles. Any action  arising from or 


relating to this Agreement must be brought in Kansas state or federal courts, located in or serving Johnson 


County, Kansas, and the parties hereby irrevocably consent to the exclusive jurisdiction of, and venue in 


such courts.   


12.05 Waiver, Remedies, and Severability.  If any provision of this Agreement is deemed illegal or 


otherwise unenforceable, that provision shall be severed and the remainder of this Agreement shall 


remain in full force and effect if the essential provisions of this Agreement for each party remain valid, 


legal and enforceable.  The waiver of any breach, right, or election of any remedy in one instance, by 


either party, shall not affect, nor constitute a waiver of, any breach, rights or remedies in another instance. 


A waiver shall be effective only if made in writing and signed by an authorized representative of the 


party against whom the waiver is sought to be enforced. No failure or delay in exercising any right or 


remedy or requiring the satisfaction of any condition under this Agreement, and no act, omission or course 


of dealing between the parties operates as a waiver or estoppel of any right, remedy or condition.  


12.06 Compliance with Laws. Customer and Digital Ally shall comply with all applicable federal, state, 
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and local laws and regulations. 


12.07   Force Majeure. Neither party shall be liable for any delay in performance or failure to perform, in 


whole or in part when due to labor dispute, strike, war or act of war (whether an actual declaration is made or not), 


insurrection, riot civil commotion, act of public enemy, accident, fire, flood, or other act of God, act of any 


governmental authority, judicial action, or similar causes beyond the reasonable control of that party. If an 


event of force majeure occurs, the party so affected shall promptly notify the other party. 


12.08  Independent Contractor. Customer and Digital Ally are and shall be independent contractors to one 


another, and nothing herein shall be deemed to cause this agreement to create an agency, partnership, or 


joint venture between the parties.   


12.09   Signatures. This Agreement may be executed in several counterparts, all of which together shall 


constitute one agreement binding on all parties hereto, notwithstanding that all the parties have not signed 


the same counterpart. A signature provided by facsimile transmission shall constitute a valid signature for 


the purpose of this Agreement.        


 12. 10  Interpretation. Any pronoun used in this Agreement shall include the corresponding masculine, 


feminine and neutered forms. The words "include," "includes," and "including" shall be deemed to be 


followed by the phrase "without limitation." The words "herein," "hereof," "hereto," "hereunder," and 


similar terms shall refer to this Agreement, unless the context otherwise requires. The references to 


Exhibits, Sections, Subsections, or Articles are references to the Exhibits, Sections, Subsections or 


Articles of this Agreement, unless the context otherwise requires. This Agreement shall be deemed to be 


drafted equally by both Parties and shall not be subject to any rule requiring that it be construed against 


any drafter.             


12.11  Captions and Section Heading and Section Numbers.  The captions, section headings, and section 


numbers appearing in this Agreement are inserted only as a matter of convenience and in no way define, 


limit, construe or describe the scope or intent of such sections of this Agreement. 


 


12.12  Survival of Obligations.  The obligations of the parties hereunder, which by their terms might apply 


after the completion or termination of this Agreement shall survive such completion or termination. 


12.13  Electronic Information.  You are capable of printing or storing a copy of any electronic records of 


transactions into which you enter including, without limitation, any amendments to this Agreement; and, 


you agree to receive electronically information about the Services and other electronic records from 


Digital Ally that are necessary and appropriate to this Agreement. If you wish to withdraw this consent, 


please contact us at the customer service number set forth on the Website, in which case Digital Ally shall 


have the right to terminate your use of the Services. 


12.14   Authority.  You represent to us that you are lawfully able to enter into contracts, including that you 


are not a minor. If you are entering into this Agreement for an entity, including the law enforcement 


agency you represent, you represent to us that you have legal authority to bind that entity.  


12.15 Entire Agreement. This Agreement, along with the exhibits and policies referenced herein, 


constitutes the entire agreement between the Parties concerning the subject matter hereof, superseding all 


previous agreements, proposals, representations, or understandings, whether oral or written. 


IN WITNESS WHEREOF, the parties have duly executed this Agreement as of the Effective Date first 
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above written. 


DIGITAL ALLY, INC. 


BY:________________________________________ 


NAME:  


TITLE: 


CUSTOMER:  ______________________________ 


BY:________________________________________ 


NAME:  


TITLE: 
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CERTIFICATE OF EXISTENCE
WITH STATUS IN GOOD STANDING


I, BARBARA K. CEGAVSKE, the duly elected and qualified Nevada Secretary of State, do 
hereby certify that I am, by the laws of said State, the custodian of the records relating to filings 
by corporations, non-profit corporations, corporation soles, limited-liability companies, limited 
partnerships, limited-liability partnerships and business trusts pursuant to Title 7 of the Nevada 
Revised Statutes which are either presently in a status of good standing or were in good standing 
for a time period subsequent of 1976 and am the proper officer to execute this certificate.


I further certify that the records of the Nevada Secretary of State, at the date of this certificate, 
evidence, DIGITAL ALLY, INC., as a corporation duly organized under the laws of Nevada
and existing under and by virtue of the laws of the State of Nevada since December 13, 2000,
and is in good standing in this state.


IN WITNESS WHEREOF, I have hereunto set my 
hand and affixed the Great Seal of State, at my 
office on October 21, 2015. 


BARBARA K. CEGAVSKE
Secretary of State


Electronic Certificate
Certificate Number: C20151021-1141
You may verify this electronic certificate
online at http://www.nvsos.gov/
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EXCEPTION # 
RFP SECTION 


NUMBER 


RFP  


PAGE NUMBER 


EXCEPTION 


(Complete detail regarding exceptions must be 


identified) 


3 


 


3.12.4.16 35 The DVM-800 is a replacement rear-view mirror 


was a front facing and passenger facing camera, 


eliminating the need for 360 degree rotation. The 


DVM-800 kit includes an external 12x camera 


that does have a 360 degree rotation.  


4 3.12.3.3 36 The DVM-800 monitor has the capability to 


display date/time, user identification 


information, microphone activation indicator 


that is saved as metadata with the video file. It 


does not display emergency light indication, 


siren indication, latitude and longitude, speed, or 


braking indicator. 


5 3.12.6.9 36 The DVM-800 is a replacement rear-view 


mirror, not allowing for mounting in multiple 


locations in the vehicle.  


6 3.12.11.2 39 The FirstVu HD has the capability to be 


motorcycle mounted, however does not have a 


water resistant monitor. Viewing of video can be 


accomplished through the VuVault GO mobile 


application on an Android or iOS device. 
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ATTACHMENT L BODY WORN SPECIFICATIONS 
 


Vendors must respond check either yes or no to each section below:  Where section asks to 


provide details or response, vendors must respond to the corresponding RFP section not in this 


document. 


 Comply 


3.11.2 BWC Hardware Requirements Yes No 


Cameras worn by officers shall be lightweight, preferably six ounces or less in 


total combined weight. 


X  


Cameras shall have minimal wiring, not exceed two wires or cables and shall be 


designed to disengage to prevent the wearer from becoming entangled.  


X  


Cameras shall have recording capability of at least ten continuous (10) hours (the 


State would prefer twelve (12) hours of continuous recording capability).   


X  


Cameras must have a minimum stand-by battery life of ten (10) hours without 


recharging or additional batteries, with pre-record on. 


X  


BWC Shall be user friendly that can be activated easily during times of stressful 


events.  


X  


BWC should have automatic triggers, as a standalone system. X  


Rechargeable battery must be able to reach full charge, from no power, in no 


more than six (6) hours. 


X  


Cameras must have a minimum of thirty-two (32) GB internal/integrated memory 


and storage media not be removable. 


X  


Rechargeable battery must be able to withstand at least three hundred (300) 


charging cycles, maintaining the 10 hour record time. 


X  


BWC lens must have a field of view from 95 to 145 degrees. 
X  


The recording speed shall be no less than 30 frames per second (fps). X  


Camera shall record video images in full color with a minimum resolution of 640 


pixels x 480 pixels. Adjustable resolution is preferable.  


X  


Video compression shall be H.263 or higher. X  


Cameras shall have multiple mounting options to accommodate varying 


uniformed officers, plain-clothed officers, and tactical field situations.  Examples 


include, but are not limited to, lapel, shoulder, eyeglasses, cap, helmet, holster, 


button shirt, zipper shirt, utility belt, snow suit etc.  Mounts shall not require 


modification to current in-service uniforms.   


X  


Camera should allow for on scene (in the field) viewing?  If so, describe the 


ability to playback or view video. 


3.11.


3.15 


Page 


45 


 


Camera shall provide feedback to user when activated, either via a visual 


indicator or audible tone. 


X  


Camera shall have the ability to be set to stealth mode while in the field. X  


Camera must have an indicator that shows current operating mode. X  


If the camera offers night vision enhancement, the State shall have the ability to 


enable or disable it. 


 X 
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The System should provide automatic indexing functionality of video files and be 


capable of interfacing with existing computer-aided dispatch (CAD) vendor, 


Spillman technologies.  


  


Cameras shall automatically embed a time/date stamp in the recorded video. X  


Cameras shall prevent users from deleting recorded files without authorization. X  


Camera should have a method for adding desired metadata to video in the field 


prior to upload. 


X  


Officers should have the ability to playback or view video in the field on mobile 


cameras and/or MDC’s (Panasonic FZ-G1 Tablet) wirelessly (i.e. Bluetooth). 


X  


Camera shall have a pre-event record feature (BWC should capture at least thirty 


(30) seconds of video prior to officer initiating the recording). Adjustable times 


are preferable.  


X  


Camera will export in a standard, open format, such that it can be replayed in 


freely available software without processing or conversion.  Proprietary data 


formats shall not be accepted.  


X  


The Vendor must offer a multi-dock station capable of uploading digital evidence 


from multiple cameras simultaneously and have the capability to upload video via 


Wi-Fi and/or cellular LTE connectivity.  If via cellular, product should be 


compatible with Fenny Wireless Skyus X modem. 


X  


The multi-dock station must charge the camera batteries, securely transfer files 


without loss of quality or metadata, and delete the files from the camera once 


transferred to the evidence management system. 


X  


The multi-dock station should not require a department computer to operate, 


connect or interface with the Internet (e.g. the multi-dock station should be a 


standalone device that connects to the cloud storage solution or server via an 


Ethernet connection). 


X  


The camera should not cause electromagnetic interference with nearby airwave 


radios (and other electronic equipment and radio communication systems). 


X  


Loss of power to the camera must not cause data to be lost/corrupted. X  


Cameras will be ruggedized.  Cameras shall be able to survive a six-foot drop 


test.  Cameras shall be able to operate at minimum temperature of -12 degrees 


Fahrenheit and a maximum temperature of 130 degrees Fahrenheit. 


X  


Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP 


rating of IP67. 


X  


Describe what features devices have in place to prevent accidental activations of 


camera by the user (without the need for accessories or alteration of equipment by 


user).   


3.11.


3.34 


Page 


48 


 


Vendor shall define the required time for automated indexing (specific time frame 


after upload of video evidence) and any expected error rate percentage upon 


indexing, if applicable. 


3.11.


3.35 


Page 


48 


 


The Vendor must state the transfer rate of video from the multi-dock station to the 


cloud in sixty or thirty-minute increments.  Vendors shall break down transfer 


rates by video quality (i.e. Hi Def). 


3.11.


3.36 


Page 


49 
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 Comply 


3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 


VMS shall either be an externally hosted cloud-based data storage solution with 


the capability of organizing/managing video/digital evidence, server based or 


consist of a hybrid solution and be accessible via the internet to multiple users 


simultaneously.  The State prefers the Cloud or Hybrid solution. 


X  


VMS shall  allow for remote access with complete functionality (review, enter 


metadata and send video) with NHP mobile devices and/or computers. 


X  


VMS shall provide an automatic audit trail for when files and videos are 


accessed. 


X  


VMS shall allow officers to enter additional metadata to recorded files, such as 


notes or comments. 


X  


Solution must support all major digital file types (avi, jpeg, mpeg, etc.).  X  


VMS shall provide remote viewing of the stored video based on the permissions 


granted by the System Administrator. 


X  


VMS shall allow users to search video files by name, date of recording, date of 


upload, case number (CAD-generated), device number, as well as categorize and 


add notes to each file within the solution. 


X  


VMS must allow System Administrators the ability to grant access of specific 


files to specified persons for a specific period of time. 


X  


VMS shall have the ability to share files internally and externally via secure links 


over the Internet. 


X  


When videos are exported to a portable media device , all metadata shall transfer 


over without compromising its authenticity.  


X  


VMS shall grant System Administrators the ability to set variable retention rules 


per DPS/HPD preferences. 


X  


VMS shall have the ability to set time tables for automatic deletions of files. X  


VMS should have the ability to recover deleted evidence within a minimum of 


seven (7) days of deletion.  The State would prefer a recovery period of 30 days. 


X  


The VMS will maintain a log/audit trail illustrating users who have viewed and 


copied video to an external source (e.g. DVD/ long term storage). 


X  


VMS must have the ability to preserve the raw file without editing. X  


VMS must securely store all videos and recordings in a way that only State-


authorized users and users authorized by DPS/HPD can view. 


X  


VMS must provide redundant, security back-up of all data. X  


VMS should offer redaction capabilities. X  


VMS must be compatible with at least Windows 7 Professional Operating System 


or more recent versions) and Internet Explorer Version 11 web browser or more 


recent version(s). 


X  


Provide the minimum required memory (RAM), if applicable. N/A  


Describe device wireless activation features (e.g. device is automatically activated 


with the activation of patrol vehicle’s light bar), if applicable. 


3.11.


3.37 


Page 


49 
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 Comply 


3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 


Provide the minimum required processor speed, if applicable.  N/A  


Provide the minimum network speed to upload videos, if cloud based. N/A  


Upload times to the VMS will be defined in per hour or thirty-minute increments 


of video files. 


3.11.


5.25 


Page 


53 


 


Any required or expected ‘buffering’ times before video files are accessible in 


cloud storage (for view or adding metadata) will be clearly defined. 


3.11.


5.26 


Page 


53 


 


Describe System compatibility with mobile devices (iPhones and Android). 


3.11.


5.27 


Page 


53 


 


Vendor shall indicate the number of searchable fields in storage system and any 


‘wild card’ searches that can be done to locate stored data. 


 


3.11.


5.28 


Page 


53 


 


Preferences:   


Users should have the ability to send email messages from hosted solution 


interface to end users. 


X  


VMS should send System Administrators administrative notifications when 


evidence files are about to be deleted. 


X  


VMS should send System Administrators administrative notifications when users 


need their credentials reset due to failed log on attempts. 


X  


VMS should offer auto-redaction capabilities, to include high-movement and low 


light video; preferred to minimize the amount of time to redact 30 fps for the 


entire length of video. 


X  


VMS should have the ability to capture data, report on video statistics and 


provide custom reports. 


X  


 


 Comply 


3.11.5 VIDEO STORAGE  Yes No 


If cloud based, the storage facility must be located within the continental United 


States. 


X  


Does your storage solution have the ability to upload video from multiple camera 


units simultaneously?  


X  


Storage solution should have the ability to view multiple linked videos 


simultaneously.  


X  


Solution should have two tier storage capacity for active video and long term 


storage needs as defined by the State. 


X  


Does proposed solution offer storage options for ‘unlimited storage’ of body 


camera video evidence? 


 


X  
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 Comply 


3.11.5 VIDEO STORAGE  Yes No 


Does your system provide a method to upload videos, via an access point?  Please 


describe your process. 


3.11.


6.5 


Page 


54 


 


Is your system compatible with an EnGenius ENS500EXT access point? 


3.11.


6.6 


Page 


55 


 


Does solution have the ability to maintain and export audit trail along with video? X  


Define maximum storage capacity, if any. 


3.11.


6.8 


Page 


55 


 


Describe  the capability of proposed solution to provide the State with the ability 


to export/download and migrate original recordings with all metadata to other 


storage media or, local storage  inclusive of all metadata and chain of custody 


information. 


3.11.


6.9 


Page 


55 


 


Describe archival, hot and cold cloud storage solutions.   


3.11.


6.10 


Page 


55 


 


Describe archival solutions for server storage, if applicable. N/A  


Discuss different cost savings as defined by various storage solutions (active vs. 


long-term storage of files). 


Atta


chm


ent 


H. 


 


Describe capability to respond to requests to pull video from ‘cold cloud storage’, 


including time required to download video from storage. 


3.11.


6.13 


Page 


55 


 


Describe your solution to upload video in the rural areas that only have a 


maximum broadband speed of 1.5 Mbps 


3.11.


6.14 


Page 


56 


 


 


 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


The VMS shall meet the minimal security requirements for the Criminal Justice 


Information Services (CJIS) Policy.  In particular, the VMS shall comply with 


Policy Areas 2 through 13 in Section 5 of the CJIS Policy.  The CJIS Policy can 


be viewed by accessing the following link: https://www.fbi.gov/about-us/cjis/cjis-


security-policy-resource-center 


X  


Will access to Criminal Justice Information (CJI) within a cloud environment fall X  


27



https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center

https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center





 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


within the category of remote access? (5.5.6 Remote Access)  


Will advanced authentication (AA) be required for access to CJI within a cloud 


environment (5.6.2.2 Advanced Authentication, 5.5.2.2.1 Advanced 


Authentication Policy and Rationale) 


X  


Does your cloud service provider’s datacenter(s) used in the transmission or 


storage of CJI meet all the requirements of a physically secure location? (5.9.1 


Physical Secure Location)  


X  


Are the encryption requirements being met? (5.10.1.2 Encryption) 
X  


Who will be providing the encryption as required in the CJIS Security Policy? 


(Client or cloud service provider) 


3.11.7.
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Is the data encrypted while at rest and in transit? X  


What are the cloud service provider’s incident response procedures? (5.3 Policy 


Area 3: Incident Response) 


3.11.7.
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Will the cloud subscriber be notified of any incident? X  


If CJI is compromised, what are the notification and response procedures? 


3.11.7.
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Is the cloud service provider a private Vendor/vendor?  X  


If so, they are subject to the same screening and agreement requirements as any 


other private Vendors hired to handle CJI. (5.1.1.5 Private Vendor User 


Agreements and CJIS Security Addendum; 5.12.1.2 Personnel Screening for 


Vendors and Vendors) 


X  


Will the cloud service provider allow the CSA and FBI to conduct compliance 


and security audits? (5.11.1 Audits by the FBI CJIS Division; 5.11.2 Audits by 


the CSA)  


X  


The State may verify that Vendor is in compliance with CJIS by requesting a 


compliance audit of Vendor’s technology deployment through the CJIS Systems 


Agency to the Federal Bureau of Investigation (FBI).  The FBI CJIS Division 


shall perform the requested audit to verify compliance. 140-2.  


X  


System shall provide full conformance to Federal Information Processing 


Standards (FIPS) Publication 


X  


VMS shall provide user authentication with a unique username and password.  X  


VMS will allow for authorized users to be established based on various roles and 


permissions by the System Administrator. 


X  


VMS will offer optional IP access restriction and security challenge questions 


upon access from an unknown or previously used location. 


X  


Any access to stored video shall be maintained in an automatic log or audit trail 


showing users that have viewed, shared or copied video to an external source (e.g. 


CD/DVD, local storage, etc.), and the audit trail should be capable of being 


exported 


X  
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 Comply 


3.11.6  SYSTEM SECURITY  Yes No 


Log activities performed by specific user ID, IP address and time/date stamp all 


activities. 


X  


System Administrators shall have the ability to administratively manage accounts 


and assign rights and permissions to system users. 


X  


VMS shall provide ability to set an unsuccessful access attempt limit and suspend 


IDs after reaching the unsuccessful access threshold. 


X  


VMS shall provide ability to send alerts to System Administrators for 


unauthorized access attempts. 


X  


VMS shall enable automatic logoff of ID after a defined period of session 


inactivity, and perform subsequent re-log-on password authentication. 


X  


VMS shall provide ability to configure password parameters such as password 


lengths, user access to expiration settings and other behaviors, enabling 


alphanumeric characters, etc. 


X  


VMS shall provide ability to lock out user or group ID. X  


Vendor will provide a detailed explanation of data security standards, to include 


but not limited to: defining the physical environment, location of all host servers; 


protections against natural and man-made disasters; encryption; transfer; storage; 


redundancy and recovery of files. 


3.11.7.
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Describe security standards for hardware (cameras) in place to prevent data from 


being accessed in the event a camera is lost or stolen. 


3.11.7.
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Vendor will describe any previous loss of data occurring from criminal actions, as 


well as other issues that impact data integrity, such as unauthorized data access by 


contract personnel. 


3.11.7.


28 


Page 


59 


 


Provide a non-technical means for field personnel to remotely view stored video 


without altering original file (other than applying metadata to file). 


3.11.7.
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Describe ability of system to enforce password expiration. 


3.11.7.
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Describe ability of system to limit concurrent sessions. 


3.11.7.
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Describe ability of system to log changes to administrative functions. 


3.11.7.


32 


Page 


61 
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 Comply 


3.11.7 INFORMATION SECURITY Yes No 


Vendor shall encrypt transmission of confidential data when transferred through 


publicly accessible networks such as the Internet. 


X  


Vendor shall ensure all transmission of information data files are transferred 


through a Secure Socket Layer (SSL), which creates a 128 bit encrypted 


connection which is password protected.  All data files that are on Vendor’s 


servers are encrypted once they have completed the upload and pre-process 


procedures. 


X  


All input data transmitted across public networks (all networks other than the 


State’s) shall be encrypted during transit and decrypted electronically during 


processing to produce non-confidential output data.  The decrypted data shall not 


be accessible by Vendor’s employees unless otherwise limited on a “need to 


know” basis as determined by the Nevada Highway Patrol’s designee. 


X  


The System shall have a host-based firewall technology preventing inappropriate/ 


unauthorized access.  Vendor shall provide the following: 


X  


All intrusion detection system monitoring for unauthorized access attempts. X  


Must run anti-virus software. X  


Monitor daily logs for potential intrusions, file integrity. X  


Only allow access by uniquely assigned and auditable IDs. X  


All data transfers and administrative access must be in an encrypted format. X  


 


 Comply 


3.11.8 In-CAR VIDEO INTEGRATION Yes No 


BWC must have the ability to record audio for the In-car video system.  X  


BWC must have the ability to activate recording off the In-Car video systems 


automatic triggers. 


X  
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IN-CAR VIDEO COMPLY CHECK LIST 
 


The In-Car Video portion of this RFP is contingent upon funding anticipated to be 


approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 


compatible with proposed Body Worn Cameras.  


 


Vendors must respond check either yes or no to each section below:  Where section asks to 


provide details or response, vendors must respond to the corresponding RFP section not in this 


document. 


 


 Comply 


3.12 STANDARD SPECIFICATIONS Yes No 


All mobile video systems and related audio equipment must conform to the applicable 


minimum standards as set by the following: Electronic Industries Association (EIA);  


Federal Communications Commission (FCC)  rules/ regulations;  


Institute of Electrical and Electronic Engineers (IEEE); 


International Electro-technical Commission (IEC); 


International Organization for Standardization (ISO); 


National Fire Protection International (NFPA); 


National Highway Transportation Safety Administration (NHTSA); 


Society of Automotive Engineers (SAE); 


Underwriters Laboratories Inc. (UL); and 


 


 


 


 


 


 


 


 


X 


 


 


 


 


 


 


 


 


 


Vendors must provide documentation that validates that their systems adhere to the 


minimum specifications in the International Association of Chief of Police (IACP) 


Specifications for In-Car Video (dated 11/21/2008), and that the technology used is 


generally accepted in the relevant field.   


 


3.12.1.
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 Comply 


3.12.2 VIDEO SYSTEM SPECIFICATIONS Yes No 


The minimum acceptable components consist of the following parts:  


o Front camera 


o Back seat camera  


o Color LED monitor with audio 


o Body worn camera must act as a wireless transmitter for audio with 


in-car & home charger. 


o Covert secondary hard-wired microphone  


o Digital Video Recorder- DVR  


o Integrated GPS receiver and antenna; 


o Collision sensor 


o Controller center  


o Means to transfer media data from In-car to storage solution  


o Video viewer capability 


o Hardware/software necessary to submit videos as evidence  


o All mounts and cables for power, interfaces, cameras, and  antennas 


o Documentation, 


o Warranty and maintenance,  


o Training  


o Shipping and handling 


X  


   


3.12.3 DIGITAL VIDEO RECORDER (DVR)   


The digital video recorder (DVR) offered shall be in full commercial 


production.  Prototypes will not be considered. 


X  


Programming of the in-car recording system shall be restricted to authorized 


personnel only.   


X  


All controls and indicators shall have adjustable backlighting. X  


The officer shall have the option of recording primary, rear-facing, or both 


cameras simultaneously. 


X  


A collision sensor covering 360 degrees, to trigger recordings, without 


requiring connection to the vehicles airbag system, shall be included.  If a 


collision is detected, the video recorder (including pre-event memory) shall 


be automatically activated so the collision and video leading up to the 


collision is recorded.   


X  


The in-car digital video system shall be provided with all necessary cables 


and hardware (e.g. fuse holders, mounting brackets) required for 


installation. 


X  


Each digital video recording system shall be supplied with a comprehensive 


installation/ programming/ operations manual.  The manual shall specify all 


brackets, hardware and mounting locations for installing camera systems. 


X  
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 Comply 


3.12.4 DIGITAL VIDEO RECORDER (DVR) Yes No 


The DVR shall mount in standard equipment consoles between the seats, or 


overhead. 


X  


No permanent modifications shall be required to install the DVR system. 
X  


The DVR system shall be capable of being installed as to not hinder the operation of 


the police unit.  


X  


The DVR shall be capable of recording two video inputs from a powerful zoom, 


forward-facing camera, and a wide-angle rear-facing camera. 


X  


The DVR shall provide a choice of at least one of the following upload options. 


o Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is upwardly 


scalable.  The system should be capable of comfortably uploading 


from multiple vehicles in the regional command centers (depicted in 


the scope of work section of this RFP) simultaneously.  In addition, a 


backup upload system must be provided, should the wireless transfer 


system fail. 


o Removable Hard Disc Drive (HDD) with provided hard drive 


docking stations that support plug and play hard drive insertion. 


o Removable Compact Flash Device-Device with provided docking 


stations that support plug-and-play flash card insertion. 


o Cellular - Upload media via LTE connectivity that is compatible 


with the Feeney Wireless Skyus-X modem.  


X  


The DVR shall have the ability to record up to 8 hours of video before reaching the 


capacity of the storage media at maximum resolution.  For the recording media 


available, specify the recording and playback times, resolution, and MB per second. 


X  


Video resolution, frame rates, and quality on the DVR shall be preset but can be 


changed by an administrator.  These settings shall be independently configurable for 


recording modes of both video cameras.   Please specify levels for: 


video resolution  


video frame rate  


video quality 


X  


The DVR shall require a security feature (key, admin software rights) to prevent 


unauthorized users from accessing the on-screen menus to adjust video settings and 


perform file management functions. 


X  
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The DVR shall include a GPS receiver to provide vehicle position, course and speed 


information.  The GPS receiver shall also be used to set the internal DVR clock to 


the proper time and date so that all vehicles display and record proper time. 


X  


The DVR shall include indicators visible outside of the vehicle to confirm that the 


system is recording and that the wireless audio transmitter is activated.  This indicator 


does not need to be visible to occupants inside the vehicle.   


X  


The DVR shall be capable of initiating a recording by both automatic and manual 


means.  The DVR shall begin recording automatically when any of the following are 


activated:.  


 Vehicle's emergency/pursuit lights;  


 Siren, and  


 The systems integrated crash sensor.  (This activation shall include 


capturing the "look back" buffer memory to video-record the collision, 


should it be in view of the active camera 


X  


The audio input associated with the forward-facing camera shall record audio using 


the internal microphone inside the vehicle.  When the wireless audio transmitter/BWC 


is activated, the audio input shall be automatically switched to the wireless audio 


transmitter’s microphone.  The system shall automatically revert to the internal 


microphone when the wireless audio transmitter/BWC is deactivated. 


X  


The DVR shall include a programmable pre-event recording mode allowing it to 


capture images a minimum of 30 seconds prior to the activation of the RECORD 


mode.  Please specify pre-event recording capability of proposed DVR. 


X  


The DVR shall be capable of capturing date/time, user identification information, 


emergency light indication, siren indication, speed indication (w/ radar interface), 


braking indication, and whether the microphone is activated.  The information shall 


not be overlaid on the recorded video, and should be stored as secured metadata. 


X  


The DVR shall allow video to be played back in the vehicle.  When the DVR PLAY 


button is pressed a list of all prior recordings shall appear on the display screen 


provided. 


X  


The DVR shall record video in a format that allows playback on multiple devices. X  


The DVR shall provide a means to ensure the integrity of the recorded video has not 


been compromised.  The video must be able to be authenticated at any time, including 


when it is played back outside of the police vehicle 


X  


The DVR shall provide a means to ensure the integrity of the recorded video has not 


been compromised.  The video must be able to be authenticated at any time, including 


when it is played back outside of the police vehicle. 


 


X 


 


The Control Center/DVR firmware shall allow in-system programming for future 


updates.  Please describe how updates are made.   


X  


The DVR or related display (Mobile Data Computer, tablet etc.)  shall have backlit 


controls for record; stop; play/pause; forward/reverse, fast forward/ reverse; trace, and 


lighted indicators for power on; record; and play. 


X  
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 Comply 


3.12.4 COMPACT CCD COLOR CAMERA Yes No 


The low-light CCD color camera shall use a Sony EXview® HAD CCD or 


equivalent image sensor to provide high quality nighttime images while 


minimizing blooming and glaring from bright sources of light.  Proof of 


“equal” shall be the responsibility of the bidder and shall be submitted with the 


bid if not using the Sony EX VIEW chipset.  


3.12.4.1 


Page 


71-72 


 


The forward-facing camera shall be a solid state imaging system that is not 


subject to burn in, or interference by magnetic fields.   


X  


The forward-facing camera shall operate within the range of temperatures from 


0 to 120 degrees Fahrenheit or between -17.8 and 48.9 degrees Celsius 


X  


The camera shall be compact so as not to obstruct the driver’s forward or 


peripheral view thru the windshield, or provide any obstruction of factory 


installed airbags or mirrors. 


X  


 The camera shall be a single unit, including power lens, mounted on the 


windshield or roof of the vehicle and operate on 12 VDC power source. 


X  


The camera shall provide a minimum field of view of 24 feet width at distance 


of 35 feet (40 degrees).  


X  


The camera shall have manual and automatic focus capabilities, which are user 


selectable.   


X  


The front camera should have a minimum 120X zoom (10x optical zoom with 


12x digital zoom).  Please specify _automatic/manual_ mode.  


X  


The minimum LUX rating of the forward facing camera shall be rated at less 


than 1 LUX at full shutter speeds and 0.05 LUX in night view mode. 


X  


The camera shall automatically adjust for varying light levels from day to 


night.  The camera and lens will be equipped with auto focus, automatic 


exposure, and automatic white balance. 


X  


The camera shall have a minimum color resolution of 450 horizontal lines X  


All cameras shall default to auto focus.  An override system should be 


configurable to prevent operation while the vehicle is in motion. 


X  


The camera shall offer a signal-to-noise ratio of at least 46db. X  


The power control switch shall allow the DVR to automatically power on after the 


vehicle’s ignition is switched on 


X  


The DVR shall automatically power down after the vehicle’s ignition is turned off 


provided the DVR is not in “Record” and is not in the process of downloading files or 


other type of file save. 


X  


The DVR should provide a means to tag an incident at the time it is recorded with 


 a priority designation.  Once a recording is stopped, the DVR should 


automatically prompt the officer to select from the pre-defined drop-down list(s). 


X  


The DVR shall be capable of operating within the range of interior temperatures found 


within a law enforcement vehicle in Nevada without the need for supplemental 


heating or cooling.  Specify your DVR’s operating range and acceptability for the 


extreme temperature range in Nevada 


X  
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 Comply 


3.12.4 COMPACT CCD COLOR CAMERA Yes No 


The camera shall have backlight compensation setting. X  


The camera shall be compact.  List the size and weight of the proposed CCD 


camera. 


X  


The camera shall mount with a heavy-duty controlled pivot mount that does 


not obstruct the driver’s field of view.  Camera shall be able to be rotated 360 


degrees and can pan and tilt to +/- 90 degrees.  Adjustment shall require no 


tools. 


 X 


An optional rear view camera shall be available. X  


 


 Comply 


3.12.5 BACK SEAT CAMERA SPECIFICATIONS Yes No 


The back-seat camera shall utilize a micro compact with wide angle 1/3” Super 


HAD image device (or equivalent) with approximately 420 lines of resolution.  


Proof of “equal” shall be the responsibility of the bidder and shall be submitted 


with the bid.  This must be included in the system at no charge.  


X  


The rear-facing camera shall be capable of being mounted covertly in the cab.   X  


The rear facing camera shall be capable of recording the entire rear seat area of 


the police vehicle.  


X  


The rear-facing camera shall have a minimum lux rating of .03.  Please specify 


the rating  


X  


 The rear-facing camera shall utilize infrared illumination to capture video in no-


light conditions.  


X  


 


 Comply 


3.12.6 COMPACT COLOR  LCD MONITOR Yes No 


The monitor shall be a full color high quality LCD, active matrix (TFT) screen 


that measures at least 3.0” measured diagonally.   


X  


The monitor shall be capable of displaying a live picture from the camera when 


powered, even if recording is not in progress.  


X  


The monitor shall operate between 32 and 120 degrees Fahrenheit.  X  


The monitor shall include a system speaker, with volume control, to provide 


monitoring of live audio or playback from all system microphones.   


X  


 The monitor shall have controls/indicators that mimic the DVR and include 


record; stop; play/pause; forward/reverse; brightness; volume; and power.  The 


monitor should also include a button for disabling the monitor when the system in 


standby, and accessing a menu for programming.  


X  


The monitor should have the capability to display: date/time, user identification 


information, emergency light indication, siren indication, latitude and longitude, 


speed (w/ radar interface), braking indicator and microphone activation indicator.  


The information shall not be overlaid on the recorded video; rather, it should be 


stored as external secure meta-data (or equivalent) in the video file.   


 X 


The monitor should support a full-screen video mode (without the auxiliary data) 


using a single key press on the control center 


X  


The monitor shall operate independently from the recording device.  For covert X  
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 Comply 


3.12.6 COMPACT COLOR  LCD MONITOR Yes No 


operation it should possible to operate the DVR in RECORD mode with the 


monitor turned off. 


The monitor shall be provided with an adjustable mounting bracket that will 


allow it to be mounted in a variety of locations within the law enforcement 


vehicle. 


 X 


The monitor shall have the capability to display the approximate amount of 


storage remaining on the media in an HH:MM format.  An audible beep or other 


form of tone shall warn operator prior to or when there is 10%, or less, time 


remaining on the media. 


X  


 
 


 Comply 


3.12.7 MICROPHONES Yes No 


The system shall come equipped with a digital wireless microphone that is 


incorporated into the BWC and an in-car microphone.  The in-car microphone 


shall be mountable anywhere within the vehicle.  


X  


Audio from the interior microphone and the wireless microphone/BWC shall 


record on separate audio channels.  


X  


The wireless microphone/BWC shall be self-contained and include a re-


chargeable battery; mountable charger/docking station; internal microphone; 


internal antenna.  Transmitters that rely on the microphone cable for an antenna, 


or which utilize an external antenna shall not be permitted.  


X  


The wireless microphone/BWC system shall be FCC type accepted.  X  


The wireless microphone/BWC shall have a minimum effective operating range 


1,000 feet under line-of-sight conditions. 


X  


The wireless microphone/BWC must have a minimum stand-by battery life of ten 


(10) hours without recharging or additional batteries, with pre-record on. 


X  


The wireless microphone/BWC should be capable of automatically activating the 


DVR system; additionally, the wireless audio transmitter/BWC shall be capable 


of being activated by the DVR system when a recording is started. 


X  


 


 


 Comply 


3.12.8 CONTROL CENTER SPECIFICATIONS Yes No 


The control center shall be compact in design and mounted overhead, or in the 


equipment console between the seats.  .  


X  


The control center shall not obstruct the driver’s forward or peripheral view or 


provide any obstruction of factory installed airbags or mirrors. 


X  


The control center shall not require any permanent modifications to the police 


vehicle. 


X  


The control center shall accommodate the mounting of the front and rear-facing 


cameras, the monitor and keypad. 


 


 


X  
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 Comply 


3.12.9 VIDEO VIEWING SOFTWARE/HARDWARE Yes No 


A video viewer/software shall be provided to allow recorded video files to be 


played on any computer and display date/time, user identification, emergency 


light indication, siren indication, latitude and longitude, speed (w/ radar 


interface), braking indication and the microphone activation indicator.  This 


information shall not be overlaid on the recorded video; it shall be displayed 


outside the video frame.   


X  


Support for this software shall include version updates provided free of charge 


for the lifetime of the system. 


X  


Vendors shall provide all hardware (media readers/drives) and software necessary 


duplicate, share and present digital video in a court acceptable format.  Please 


describe transfer steps needed to convert captured video to court acceptable 


evidence without the need for a server based infrastructure.   


X  


The video management software should be capable of converting a video from 


the proprietary format to the standard DVD Video format, and authoring a DVD 


capable of being played in a standard DVD player. 


X  


 


 Comply 


3.12.10 SERVER BASED VIDEO MANAGEMENT SYSTEM (VMS) 


Backend (Optional) Vendors may propose systems with a server based 


digital evidence management, but are not obligated to do so.  If a server 


based Video Management Software  System (VMS) component is 


proposed the following specifications apply. 


Yes No 


The server based VMS should include server infrastructure in our Northern, 


Southern, and Central regional command offices and assume manual 


downloading of all rural substations into the regional command centers to 


which they report (see Table 1.2.A).  


X  


The server based VMS shall be a turn-key component and fully installed, 


serviced, warranted, and maintained by the vendor.   


X  


The server based VMS should include RAID-5 video storage servers or 


equivalent for all regional offices to capture video information, 


workstation(s) for managing and viewing stored video,  equipment racks to 


mount equipment, and uninterruptible power supplies (UPS).  


N/A  


The server based VMS should provide a configurable DVD archive unit that 


can automatically archive video copies based on set parameters, and copy 


video files to a DVD-Video or equivalent court acceptable format. 


X  


Pricing for the server based VMS shall be provided on the Pricing Schedule 


in the vendor’s response.  Pricing must be included for all proposed 


hardware (workstations, servers, archiving hardware, video back up 


systems, access points), wiring, software, installation, configuration, and 


training.   


X  


If a server based video management back office component is proposed, a 


schematic of the back end infrastructure shall be included with responses to 


the RFP. 


N/A  


The server based VMS file storage shall be equipped with sufficient storage N/A  
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 Comply 


3.12.10 SERVER BASED VIDEO MANAGEMENT SYSTEM (VMS) 


Backend (Optional) Vendors may propose systems with a server based 


digital evidence management, but are not obligated to do so.  If a server 


based Video Management Software  System (VMS) component is 


proposed the following specifications apply. 


Yes No 


to comfortably manage video that would be generated from cars depicted in 


the scope of work in this RFP.  Please list and itemize the size of proposed 


storage for each regional command center identified. 


If wireless downloading capability is proposed for vehicles assigned to each 


regional office, provide download times for video captured based on the 


video compression and resolution capabilities of proposed cameras, the 


proposed number of access points, and the proposed servers/wiring 


infrastructure. 


3.12.10.9 
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The server based VMS shall include a database that contains a record for 


each recorded video file.  The database shall store sufficient information to 


support the search capabilities and provide chain-of-evidence 


documentation. 


X  


The server based VMS shall be capable of searching stored video files by: 


department ID, time, date, officer ID, vehicle ID, camera, recording mode, 


and status (online or archived). 


X  


The server based VMS shall be capable of providing custom fields that may 


be used to store department-defined information (e.g. suspect’s name, 


license plate number, etc.) 


X  


The server based VMS should allow videos to be categorized using 


department-defined drop-down lists.  This classification shall be used for 


searching and to define how long each category of video is to be kept before 


it is automatically deleted. 


X  


The server based VMS shall provide a means to ensure the integrity of the 


recorded video.  Video integrity must be checked when the video is 


uploaded, anytime it is played back or archived, and shall be verifiable on 


demand. 


X  


The server based VMS shall provide the capability to duplicate, share and 


present digital video in a court acceptable format.  Describe the transfer 


steps, if any, needed provide video to the courts as acceptable evidence.  


Describe the way and format the proposed system archives recorded video 


files, and how these files will be stored and backed up for safeguarding.   


3.12.10.15 
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When a video file is copied or archived to digital media, the Video 


Management Software shall store a unique archive ID and maintain a virtual 


directory to recall the archived video file(s). 


X  


The Video Management Software shall be capable of converting a video 


from the proprietary format to the standard DVD Video format, and 


authoring a DVD capable of being played in a standard DVD player. 


X  


The support for this software shall include version updates and be provided 


free of charge to the agency for the lifetime of the system. 


X  
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 Comply 


3.12.11 CONTROL CENTER SPECIFICATIONS Yes No 


An optional radar interface shall integrate directly with the Agency Bee III radar 


equipment.  Collected information shall include speed of the target, the “locked” 


target speed, and the patrol vehicle.  


  


The State is interested in a system that can be configured for motorcycle use.  All 


of the specifications described for the DVR and wireless microphone shall be 


applicable.  Is a motorcycle option available for your solution?  If so, does the 


configuration utilize a weatherproofed monitor and camera?  Please explain. 


 X 


 


 Comply 


3.12.12 OFFICER SAFETY Yes No 


All equipment shall be capable of installation in the following vehicles while 


still meeting the other requirements stated herein:  Chevrolet Tahoe, Dodge 


Charger, Ford Interceptor Utility/Sedan and Ford F150 Pick-up. 


X  


Describe dimensions and vehicle mounting options for your camera, recorder, 


wireless microphone, transmitter/ receiver and any other required equipment. 


3.12.12.1 
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Equipment must not be installed in such as manner as to interfere with a 


passenger in the front passenger seat. 


X  


No part of the system shall interfere in any way with the driver’s field of view.  


The camera shall be a single unit, including power lens, mounted on the 


windshield or roof of the vehicle and operate on 12 VDC power source All 


connections to the camera, for power and video, shall be made by a single 


cable that attaches using a quick release connector.   


X  


The in-car system shall be protected from damage due to input of voltage, 


reverse polarity, and electrical transients that may be encountered. 


X  


No item installed in the interior of the passenger compartment shall increase 


the risk of injury to occupants during events related to a vehicle crash. 


X  


Any items installed in the interior of the vehicle shall meet the requirements 


stated in Federal Motor Vehicle Safety Standard 201 [October 1, 2002] 


Occupant Protection in Interior Impact as referenced in the In-Car Video 


Camera Systems Performance Specifications - Digital Video Systems 


provided by the International Association of Chiefs of Police.  (11/21/2008). 


X  


All controls and components should be located and designed to minimize 


driver distraction.  The control pad should be designed and organized to 


minimize officer workload.  The record button should be readily identifiable 


by size, color, location and/or other design features.  The record button should 


be easily accessible by officers wearing gloves. 


X  


System components shall be capable of being illuminated for ready 


identification during periods of darkness.  The illumination level shall be 


capable of being controlled over a range from bright to dark.   


X  


All wiring shall meet industry standards applicable to the wire application 


including Underwriters Laboratory (UL) as well as the Society of Automotive 


Engineers (SAE). 


X  


Manufacturers shall provide information in their installer’s guide or owner’s 


manual that specifies the proper wiring, fuses, connectors, connection points 


X  
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 Comply 


3.12.12 OFFICER SAFETY Yes No 


with the vehicle electrical system and grounding points. 


No parts that can come into contact with human skin shall be allowed to reach 


a temperature capable of causing a burn injury, Reference UL 60950 “Safety 


of Information Technology Equipment” as amended December 1, 2000 


X  


Any system component carried on the officer’s person shall meet all 


Underwriters Laboratory Standards for shock/electrocution and burn 


prevention.  All batteries used in such devices shall meet Underwriters 


Laboratory Standards for safety. 


X  


The In Car Video System shall operate on a power source that is filtered, 


regulated, and short-circuit protected.  The voltage supplied to the In Car 


Video System components shall meet the manufacturer’s specifications and 


shall not vary with fluctuations of the vehicle’s electrical system of between 9 


and 18 volts. 


X  


 


 Comply 


3.12.13 RELIABILITY Yes No 


The video systems shall maintain consistent audio/visual recording quality.  The 


in-car recording system shall not be affected by transmissions from the police 


communication or interference from the following sources: high-powered 


television stations; other radio frequency interference (e.g.  UHF, VHF & HF); 


automobile alternator, ignition, electrical systems; automobile heaters / air 


conditioner fan motors; or other patrol vehicle electrical systems.  


X  


All equipment shall have a lifecycle of at least 3 years under law enforcement 


agency usage, or have replacement coverage under warranty and maintenance.  


Please provide expected lifecycle for all video system components. 


X  


When in operation, the mobile video system must not generate electromagnetic or 


radiation that interferes with communications or other electronic equipment found 


within a police vehicle  


X  


Loss of power to the system shall not cause loss of any recorded data or result in 


the unit requiring reprogramming, reloading of software or operating system 


software. 


X  


The video system shall be able to return to a “ready to record” mode after sudden 


loss of power without requiring user intervention. 


X  


The system’s timekeeping device and the vehicle’s identifier shall be protected by 


a system battery backup to prevent loss of information in the event the vehicle 


battery is disconnected for up to a minimum of fourteen (14) days. 


X  


Date and time within video system shall be self-adjusting for daylight savings time 


and leap years.  


X  


The video system shall have self-charging backup battery that continues recording 


upon loss of power, and should gracefully shutdown prior to available power 


being exhausted. The battery backup that shall power the system for at least 


2 minutes following loss of the vehicle’s battery power. 


X  


 


 Comply 
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3.12.14 TRAINING/DOCUMENTATION Yes No 


The vendor shall offer and provide, at no additional cost, training to all end users 


on the use of the video system and video viewing software  


X  


The vendor shall offer and provide, at no additional cost, training to electronic 


technicians at their Reno, Elko, and Las Vegas shop locations.  This training will 


ensure proper operation, repair, and maintenance of the manufacturer's video 


system. 


X  


A system administrator class covering all aspects of the system shall be given at 


all the DPS/HPD Regional Command sites (Reno, Elko, and Las Vegas) upon 


award. 


X  


Trainers must be experienced instructors who are thoroughly familiar with all 


technical aspects of the system.   


X  


Provide a course syllabus for training classes to be provided with your RFP 


response. 


X  


Vendor shall include documentation for procedures on regular maintenance of 


video system components.  


X  


Vendor shall provide complete service manuals and service bulletins on all 


electronic components. 


X  


Vendor shall provide documentation of system that includes identification of all 


vehicle equipment and the physical configuration; all configurable system 


parameters; written installation instructions, user manuals; and system 


administrator manuals instructions covering the change of all configuration 


settings. 


X  
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3.11 Scope of Work Body Worn Camera (BWC)   


 3.11.1 The State of Nevada is seeking a qualified vendor that can provide at a minimum, 


the following 


  3.11.1.1 A Video Management System (VMS) that is either an externally 


hosted cloud-based data storage solution with the capability of 


organizing/managing video/digital evidence, server based or consist 


of a hybrid solution and be accessible via the internet to multiple 


users simultaneously.  The State prefers the Cloud or Hybrid 


solution.  The system must meet the State’s geographical needs as 


described in this RFP.   


   Digital Ally is proposing VuVault.com, an externally hosted cloud-


based Video Management System and data storage solution. 


  3.11.1.2 Up to 489 high quality Body Worn Cameras necessary to outfit 465 


sworn (Lieutenants and below) with 5% spares. 


   Digital Ally can provide at a minimum up to 489 high quality Body 


Worn Cameras necessary to outfit 465 sworn with 5% spares.  


  3.11.1.3 The VMS shall have the ability to convert video to a portable media 


device i.e.: (DVD, external hard drive) without compromising its 


authenticity to include all metadata and chain of custody 


requirements. 


   Video exported from VuVault.com to a rewritable portable media 


device there is not a way to ensure the chain of custody 


requirements past the video being exported. All Chain of Custody 


reports will include who exported the video and metadata to the 


media device.  


  3.11.1.4 Full service vendor support including installation, 


maintenance/support, warranty, training, documentation, and project 


management throughout the contract period.  


   Digital Ally provides full service vendor support including 


installation, maintenance/support, warranty, training, 


documentation, and project management throughout the contract 


period.  


  3.11.1.5 All-inclusive pricing for all hardware (body worn cameras, 


workstations, servers, archiving hardware, video back-up systems, 


access points, automatic triggering devices, connectivity (Ethernet 


wiring), and software (system, database, and video management) 


installation, configuration, and training). 


   Digital Ally has provided all these costs in Attachment H.  


  3.11.1.6 Proposed systems that consist of server based video evidence 


management must be turn-key and provide warranties and full 


service maintenance and support on all hardware, wiring 


infrastructure, and software for a period of five (5) years. 


   Digital Ally is not proposing a server based video evidence 


management. 
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 3.11.2 Body Worn Cameras       


  Specifications are provided by area including BWC Hardware Requirements, 


Evidence Managements System, Video Storage, System Security, Information 


Security, In-car Video Integration, Training and warranty. 


 3.11.3 BWC Hardware Requirements      


  3.11.3.1 Cameras worn by officers shall be lightweight, preferably six ounces 


or less in total combined weight. 


   The FirstVu HD has a total weight of 3.9oz.  


  3.11.3.2 Cameras shall have minimal wiring, not exceed two wires or cables 


and shall be designed to disengage to prevent the wearer from 


becoming entangled. 


   The FirstVu HD camera module and DVR/battery are connected 


via a USB cable designed to break away if forcibly removed from 


the operator's person to prevent the wearer from becoming 


entangled.  


  3.11.3.3 Cameras shall have recording capability of at least ten continuous 


(10) hours (the State would prefer twelve (12) hours of continuous 


recording capability).   


   Each FirstVu HD includes 32 GB of solid state storage space 


capacity. The maximum recording storage time is 25 hours if set in 


high definition and 54 hours if set in standard definition. 


  3.11.3.4 Cameras must have a minimum stand-by battery life of ten (10) 


hours without recharging or additional batteries, with pre-record on. 


   Each standard battery has up to 4.5 hours of continuous record 


time with pre-event enabled. The optional extended battery has up 


to 8 hours of continuous record time with pre-event enabled.  


  3.11.3.5 BWC Shall be user friendly that can be activated easily during times 


of stressful events. 


   The FirstVu HD can be activated by pressing the start/stop record 


button on the camera module. It can also automatically activate 


from external trigger events, such as car door opening, siren 


activation, etc. with the hands-free body camera activation system, 


VuLink. VuLink can automatically or manually start recordings 


on the FirstVu HD from customizable vehicle recording triggers 


allowing for easy activation during times of stressful events.  


  3.11.3.6 BWC should have automatic triggers, as a standalone system. 


   The FirstVu HD and VuLink work as a standalone system for 


automatic triggering of video recording. Recordings can be 


triggered by siren activation, light bar activation, speeding and 


more. 


  3.11.3.7 Rechargeable battery must be able to reach full charge, from no 


power, in no more than six (6) hours. 
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   The FirstVu HD takes approximately 4 hours to reach a full 


charge from no power to full power after the initial 8-10 hour 


charge. 


  3.11.3.8 Cameras must have a minimum of thirty-two (32) GB 


internal/integrated memory and storage media not be removable. 


   The FirstVu HD has 32 GB of secure, internal, non-removable, 


solid state memory. 


  3.11.3.9 Rechargeable battery must be able to withstand at least three 


hundred (300) charging cycles, maintaining the 10 hour record time. 


   The FirstVu HD battery will typically perform 3-5 years before 


needing replacement.  


  3.11.3.10 BWC lens must have a field of view from 95 to 145 degrees. 


   The FirstVu HD has a field of view of 130 degrees. 


  3.11.3.11 The recording speed shall be no less than 30 frames per second (fps). 


   The FirstVu HD records in a maximum of 30 frames per second.  


  3.11.3.12 Camera shall record video images in full color with a minimum 


resolution of 640 pixels x 480 pixels. Adjustable resolution is 


preferable. 


   The FirstVu HD records in 720p (1280x720) or VGA (640x480) 


with configurable quality settings. 


  3.11.3.13 Video compression shall be H.263 or higher 


   The FirstVu HD's compression is H. 264 with configurable quality 


settings. 


  3.11.3.14 Cameras shall have multiple mounting options to accommodate 


varying uniformed officers, plain-clothed officers, and tactical field 


situations.  Examples include, but are not limited to, lapel, shoulder, 


eyeglasses, cap, helmet, holster, button shirt, zipper shirt, utility belt, 


snow suit etc.  Mounts shall not require modification to current in-


service uniforms.   


   The FirstVu HD kit includes the following mounting options: 


Velcro mount, fabric clip, and button mount. There is an optional 


helmet mount.  


  3.11.3.15 Camera should allow for on scene (in the field) viewing?  If so, 


describe the ability to playback or view video. 


   On scene viewing with the FirstVu HD can be accomplished 


through Digital Ally's VuVault GO mobile application for Android 


and iOS. The app allows for full system control including the 


ability to live view the video feed as well as the ability to view the 


remaining storage space and battery life. Connection to the 


FirstVu HD is done via WiFi tethering.  


  3.11.3.16 Camera shall provide feedback to user when activated, either via a 


visual indicator or audible tone. 
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   The FirstVu HD has a Red Record LED light. This light will 


illuminate when recording has started.  


  3.11.3.17 Camera shall have the ability to be set to stealth mode while in the 


field. 


   The FirstVu HD has a red LED indicator that visually indicates 


recording. Stealth mode will disable the LED indicator and only 


send one vibration pulse every 15 seconds to indicate recording.  


  3.11.3.18 Camera must have an indicator that shows current operating mode.  


   The FirstVu HD has LED lights that indicate the operating mode. 


The red LED indicates the camera is in recording mode. The 


orange LED light indicates that the camera is in data upload 


mode. The blue LED indicates that the camera is in charging 


mode.  


  3.11.3.19  If the camera offers night vision enhancement, the State shall have 


the ability to enable or disable it. 


   The FirstVu HD does not have a night vision enhancement option; 


however it is have a 0.08 Lux Low light sensitivity for better night 


time operation.  


  3.11.3.20 The System should provide automatic indexing functionality of 


video files and be capable of interfacing with existing computer-


aided dispatch (CAD) vendor. 


   Digital Ally has an Application Program Interface (API) that can 


be utilized to connect to other vendor software. We would have to 


create a service contract and determine the development time 


needed to integrate our system with the State's existing CAD 


system. Digital Ally will work with the State to determine exactly 


which features and information need to integrate with our systems. 


This level of integration will determine what the final cost will be.  


  3.11.3.21 Cameras shall automatically embed a time/date stamp in the 


recorded video. 


   All videos taken with the FirstVu HD will automatically be 


embedded with a time/date stamp.  


  3.11.3.22 Cameras shall prevent users from deleting recorded files without 


authorization. 


   The System Administrator can set security permissions for all 


users in VuVault.com and can prevent users from editing or 


deleting recordings both before and after they have been uploaded 


in VuVault.com. 


 


  3.11.3.23 Camera should have a method for adding desired metadata to video 


in the field prior to upload. 


   Digital Ally's VuVault GO mobile application can be utilized to 


view and tag video with desired metadata in the field prior to 


upload.  
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  3.11.3.24 Officers should have the ability to playback or view video in the 


field on mobile cameras and/or MDC’s (Panasonic FZ-G1 Tablet) 


wirelessly (i.e. Bluetooth). 


   Officers have the ability to playback or view video from the 


FirstVu HD in the field wirelessly via WiFi tethering to Android or 


iOS devices. The VuVault Go mobile application is not compatible 


with Windows devices at this time.  


 


  3.11.3.25 Camera shall have a pre-event record feature (BWC should capture 


at least thirty (30) seconds of video prior to officer initiating the 


recording). Adjustable times are preferable. 


   The FirstVu HD has a pre-event record feature of up to 60 seconds 


of video prior to an officer initiating a recording. This is adjustable 


from 0-60 seconds.  


  3.11.3.26 Camera will export in a standard, open format, such that it can be 


replayed in freely available software without processing or 


conversion.  Proprietary data formats shall not be accepted. 


   FirstVu HD video is recorded in AVI format.  


  3.11.3.27 The vendor must offer a multi-dock station capable of uploading 


digital evidence from multiple cameras simultaneously and have the 


capability to upload video via Wi-Fi and/or cellular LTE 


connectivity.  If via cellular, product should be compatible with 


Fenny Wireless Skyus X modem. 


   Digital Ally's Docking Station comes standard with a wired 


connection, but can work with the Fenney Wireless Skyus-X 


modem, provided there is an open connection directly to it, or a 


switch port available.  


  3.11.3.28 The multi-dock station must charge the camera batteries, securely 


transfer files without loss of quality or metadata, and delete the files 


from the camera once transferred to the evidence management 


system. 


   The Docking Station provides automated, simultaneous uploading 


and charging for up to 12 FirstVu HD devices plus 12 external 


batteries. All video and metadata files are transferred from the 


FirstVu HD devices and deleted from the FirstVu HDs, and then 


an integrity check is done to authenticate the SHA hash of each 


file. Once it has been verified that all files are uploaded in their 


full quality, the videos will be deleted from the Docking Station.  


  3.11.3.29 The multi-dock station should not require a department computer to 


operate, connect or interface with the Internet (e.g. the multi-dock 


station should be a standalone device that connects to the cloud 


storage solution or server via an Ethernet connection). 


   The Digital Ally Docking Station is a standalone device that 


connects to the cloud storage solution via an Ethernet connection. 
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  3.11.3.30 The camera should not cause electromagnetic interference with 


nearby airwave radios (and other electronic equipment and radio 


communication systems). 


   The FirstVu HD does not cause electromagnetic interference with 


nearby airwave radios and other electronic equipment and radio 


communication systems.  


 


  3.11.3.31 Loss of power to the camera must not cause data to be 


lost/corrupted. 


   Loss of power on the FirstVu HD will not cause data to be 


lost/corrupted.  


 


  3.11.3.32 Cameras will be ruggedized.  Cameras shall be able to survive a six-


foot drop test.  Cameras shall be able to operate at minimum 


temperature of -12 degrees Fahrenheit and a maximum temperature 


of 130 degrees Fahrenheit. 


   The FirstVu HD has been drop tested onto a hard surface from 6 


feet and has an operating temperature of -4 degrees to +158 


degrees Fahrenheit and a storage temperature of -40 degrees to 


+176 degrees Fahrenheit.  


 


  3.11.3.33 Vendor will state camera’s Ingress Protection (IP) rating. The State 


prefers an IP rating of IP67. 


   The FirstVu HD has an IP rating of IPX5. 


 


  3.11.3.34 Describe what features devices have in place to prevent accidental 


activations of camera by the user (without the need for accessories 


or alteration of equipment by user).   


   The FirstVu HD's record button is on the side of the camera 


module and must be pushed in to begin recording, making for it 


difficult for accidental activation to occur.  


 


  3.11.3.35 Vendor shall define the required time for automated indexing 


(specific time frame after upload of video evidence) and any 


expected error rate percentage upon indexing, if applicable. 


   Once videos are uploaded to VuVault.com they are immediately 


ready to be viewed, searched, tagged, etc. there is no buffer time. 


The expected error rate percentage upon indexing is 0%. 


 


 


  3.11.3.36 The vendor must state the transfer rate of video from the multi-dock 


station to the cloud in sixty or thirty-minute increments.  Vendors 


shall break down transfer rates by video quality (i.e. Hi Def). 


   Transfer rate of video from the multi-dock station to the cloud is 


directly dependent on the speed of the State's network.  


 


  3.11.3.37 Describe device wireless activation features (e.g. device is 


automatically activated with the activation of patrol vehicle’s light 


bar), if applicable. 
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   Digital Ally's VuLink is the first patented product on the market 


that can link multiple body cameras, in-car video systems, or 


activate off of triggers with a body camera. With the VuLink an 


officer can simultaneously start their FirstVu HD and their In-Car 


Video system, or simultaneously activate their body worn camera 


with the light bar, siren, microphone, etc. 


 


          
 3.11.4 Maintenance & Repairs (Hardware)     


  3.11.4.1 Vendor shall propose and provide a detailed description of the 


maintenance services that are available once the one-year warranty 


has expired. 


   Digital Ally provides a 1-year warranty/maintenance agreement on 


the FirstVu HD body worn camera. The warranty includes any 


defects in materials or workmanship on all system components as 


well as all software upgrades not requiring hardware revisions. 


Extended 1 and 5 year warranties are available for additional 


purchase. The FirstVu HD is a completely solid state device that 


does not require any scheduled maintenance. The 


warranty/maintenance period will begin from the date of 


installation.  


 


  3.11.4.2 Vendor shall provide on-site repair services as required.  


   Digital Ally will provide on-site repair services as required. 


  


          
 3.11.5 Video Management System      


  3.11.5.1 Vendors must be able to provide documentation establishing that 


their technology has undergone rigorous field testing by an 


independent and relevant scientific body.  This documentation must 


be provided with the vendor’s proposal response. 


   The documentation of the field testing by an independent and 


relevant scientific body has been provided on page 123.  


 


  3.11.5.2 Vendors shall be willing to provide an expert witness to testify in a 


court of law, to support court cases utilizing video from their BWC 


System, at a reasonable fee.  Vendors must specify hourly rate for 


expert witness testimony within Attachment H ~ Cost. 


   Digital Ally can provide testimonial support in legal proceedings 


only regarding the technical specifications of our equipment. 


  3.11.5.3 VMS shall either be an externally hosted cloud-based data storage 


solution with the capability of organizing/managing video/digital 


evidence, server based or consist of a hybrid solution and be 


accessible via the internet to multiple users simultaneously.  The 


State prefers the Cloud or Hybrid solution. 


   The VMS that Digital Ally is proposing VuVault.com, a cloud 


solution hosted by Amazon Web Services (AWS). VuVault.com is 


capable of organizing/managing video and digital evidence.  
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  3.11.5.4 VMS shall allow for remote access with complete functionality 


(review, enter metadata and send video) with NHP mobile devices 


and/or computers. 


   VuVault.com is a cloud based solution that can be accessed with 


valid sign in credentials from any device with a supported browser. 


  


  3.11.5.5 VMS shall provide an automatic audit trail for when files and videos 


are accessed. 


   VuVault.com will generate a log of all recordings, deletions, edits, 


and every action associated with a recorded event. A chain of 


custody report can be generated showing a log for each recording.  


 


  3.11.5.6 VMS shall allow officers to enter additional metadata to recorded 


files, such as notes or comments.  


   VuVault.com allows users with appropriate permissions to enter 


additional metadata to recorded files, such as notes or comments.  


 


  3.11.5.7 Solution must support all major digital file types (avi, jpeg, mpeg, 


etc.). 


   Any file type on a PC or a Mac can be uploaded into a case file in 


VuVault.com. 


 


  3.11.5.8 VMS shall provide remote viewing of the stored video based on the 


permissions granted by the System Administrator. 


   At this time live viewing of video on the FirstVu HD is only 


available through the VuVault GO mobile application.  


 


  3.11.5.9 VMS shall allow users to search video files by name, date of 


recording, date of upload, case number (CAD-generated), device 


number, as well as categorize and add notes to each file within the 


solution. 


   VuVault.com allows users to search video files by name, date of 


recording, date of upload, case number, device number, as well as 


categorize and add notes to each file within VuVault.com. 


 


  3.11.5.10 VMS must allow System Administrators the ability to grant access 


of specific files to specified persons for a specific period of time. 


   VuVault.com allows System Administrators to grant access of 


specific files to specified persons which can be changed at any 


time.  


  3.11.5.11 VMS shall have the ability to share files internally and externally via 


secure links over the Internet. 
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   VuVault.com includes an extensive, secure and flexible share 


portal to facilitate convenient sharing of video evidence and case 


files with designated and credentialed third parties. This 


functionality can be used on a one off basis by the issuance of one 


time credentials or can be configured to allow regular and 


continued access by known and trusted third parties i.e. the 


prosecutor and staff. These third parties will have the option, if 


given privileges per share, to review and/or download files in 


native format to solid state memory. No proprietary player is 


needed to review video and audio post download. 


 


  3.11.5.12 When videos are exported to a portable media device, all metadata 


shall transfer over without compromising its authenticity. 


   Data can be exported from VuVault.com in a MP4 non-proprietary 


format. Exporting video also exports the metadata as well, without 


compromising its authenticity. 


 


  3.11.5.13 VMS shall grant System Administrators the ability to set variable 


retention rules per DPS/HPD preferences. 


   The retention period for a video can be set to begin with a date or 


event stored in the VuVault.com cloud system. The date or event 


can be utilized to calculate the date on which the video will become 


eligible for destruction. Triggers and other metadata cannot be 


utilized to set retention at this time.  


 


  3.11.5.14 VMS shall have the ability to set time tables for automatic deletions 


of files. 


   VuVault.com gives the system administrator the ability to set time 


tables for automatic deletions for files.  


 


  3.11.5.15 VMS should have the ability to recover deleted evidence within a 


minimum of seven (7) days of deletion.  The State would prefer a 


recovery period of 30 days. 


   When video is deleted from VuVault.com, every copy, including the 


original unedited version, will be completely expunged from the 


system. VuVault.com has the option to set a recovery time for 


deleted videos. The recovery time period is configurable and allows 


the option to recover any video that has been deleted. After the 


recovery time period has expired, deleted video cannot be 


recovered by Digital Ally or Amazon Web Services.  


 


  3.11.5.16 The VMS will maintain a log/audit trail illustrating users who have 


viewed and copied video to an external source (e.g. DVD/ long term 


storage). 


   VuVault.com will maintain a log/audit trail illustrating users who 


have viewed and copied video to an external source. 


  


  3.11.5.17 VMS must have the ability to preserve the raw file without editing. 
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   In VuVault.com users with appropriate permissions can edit 


videos. When edits have been made to a video, a new file is created 


under the event of the original video, never altering the original 


file.  


 


  3.11.5.18 VMS must securely store all videos and recordings in a way that 


only State-authorized users and users authorized by DPS/HPD can 


view. 


   VuVault.com can be accessed virtually anywhere with an internet 


connection only with the proper login credentials.  


 


  3.11.5.19 VMS must provide redundant, security back-up of all data. 


   Ensuring your data will always be protected and accessible is our 


number one priority; that is why we have built VuVault.com on the 


most trusted web service around. Amazon Web Services supplies 


three locations separated on the east and west coasts where all of 


your data will be copied and 100% secured. If one of the locations 


is wiped out by a natural disaster, your information will still be 


secured in two alternate locations states away. Any and all of the 


information that was flowing to that particular location will be 


directed to substitute locations.  


 


  3.11.5.20 VMS should offer redaction capabilities. 


   VuVault.com features a nearly automated redaction feature. This 


feature allows the user to redact faces and facial features so that 


the video can be released as needed by the user. VuVault.com also 


features an intuitive manual redaction tool as well, which allows 


for the redaction of other items such as license plates, addresses, t-


shirts, and other items as needed. 


 


  3.11.5.21 VMS must be compatible with at least Windows 7 Professional 


Operating System or more recent versions) and Internet Explorer 


Version 11 web browser or more recent version(s). 


   VuVault.com is compatible with these.  


 


  3.11.5.22 Provide the minimum required memory (RAM), if applicable. 


   VuVault.com is a hosted solution and does not have a minimum 


required memory. 


 


  3.11.5.23 Provide the minimum required processor speed, if applicable.  


   VuVault.com is a hosted solution and does not have a required 


processor speed. 


 


  3.11.5.24 Provide the minimum network speed to upload videos, if cloud 


based. 


   The FirstVu HD docking station and the DVM-800 in-car system 


does not have a minimum network speed to upload videos.  
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  3.11.5.25 Upload times to the VMS will be defined in per hour or thirty-


minute increments of video files. 


   Upload times to the VMS is directly dependent on the State's 


network speeds and video file sizes. 


 


  3.11.5.26  Any required or expected ‘buffering’ times before video files are 


accessible in cloud storage (for view or adding metadata) will be 


clearly defined. 


   There is no buffering time before video files are accessible in cloud 


storage; once the video is uploaded to the cloud it is available for 


tagging, editing, etc.   


 


  3.11.5.27 Describe System compatibility with mobile devices (iPhones and 


Android). 


   Digital Ally's mobile application is compatible with Android and 


iOS mobile devices. 


 


  3.11.5.28 Vendor shall indicate the number of searchable fields in storage 


system and any ‘wild card’ searches that can be done to locate stored 


data. 


   There are several standard search criteria already implemented 


into VuVault.com such as date/time, event id, user id, event type, 


along with an unlimited customizable metadata fields to make 


finding recordings fast and easy.  


 


  3.11.5.29 Users should have the ability to send email messages from hosted 


solution interface to end users. 


   VuVault.com has a built in messing system that allows interface to 


end users.  


 


  3.11.5.30 VMS should send System Administrators administrative 


notifications when evidence files are about to be deleted. 


   VuVault.com will send System Administrators administrative 


notifications when evidence files are about to be deleted.  


 


  3.11.5.31 VMS should send System Administrators administrative 


notifications when users need their credentials reset due to failed log 


on attempts. 


   VuVault.com will send System Administrators administrative 


notifications when users need their credentials reset due to failed 


log on attempts.  


 


 


 


 


 


 


53







  3.11.5.32 VMS should offer auto-redaction capabilities, to include high-


movement and low light video; preferred to minimize the amount of 


time to redact 30 fps for the entire length of video. 


   VuVault.com's redaction feature is highly automated with face 


suggestion and includes intuitive, manual redaction tools. With 


these manual redaction tools, signs, shirts, license plates, etc. can 


be redacted. VuVault.com also provides the ability to download or 


share your redacted video online. Redaction capabilities include 


high-movement and low light video, and will redact 30 fps for the 


entire length of video.  


 


  3.11.5.33  VMS should have the ability to capture data, report on video 


statistics and provide custom reports. 


   VuVault.com has the ability to capture data, report on video 


statistics and provide custom reports. 


 


          
 3.11.6 Video Storage       


  If cloud based, the storage facility must be located within the continental United 


States. 


  3.11.6.1 Does your storage solution have the ability to upload video from 


multiple camera units simultaneously? 


   Yes, VuVault.com has the ability to upload videos from multiple 


cameras units simultaneously. 


 


  3.11.6.2 Storage solution should have the ability to view multiple linked 


videos simultaneously. 


   Simultaneously recorded videos and their audio will be assembled 


and can be displayed in a dual-view layout in VuVault.com. 


 


  3.11.6.3 Solution should have two tier storage capacity for active video and 


long term storage needs as defined by the State. 


   VuVault.com does offer two tier storage capacity for active video 


and long term storage needs as defined by the State.  


 


  3.11.6.4 Does proposed solution offer storage options for ‘unlimited storage’ 


of body camera video evidence? 


   Digital Ally can provide the State a quote for unlimited storage at 


the State's request.  


 


  3.11.6.5 Does your system provide a method to upload videos, via an access 


point?  Please describe your process. 


   The DVM-800 in-car video system allows the State to upload 


videos via an access point. When officers pull into the access 


point's range the DVM-800 will automatically connect and 


wirelessly upload videos. The FirstVu HD body worn cameras do 


not have the ability to upload videos via an access point at this 


time. 
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  3.11.6.6 Is your system compatible with an EnGenius ENS500EXT access 


point? 


   Yes, the hardware and software of the proposed system is 


compatible with an EnGenius ENS500EXT access point.  


 


  3.11.6.7 Does solution have the ability to maintain and export audit trail 


along with video? 


   Yes, VuVault.com has the ability to maintain and export audit trail 


along with video.  


 


  3.11.6.8 Define maximum storage capacity, if any. 


   VuVault.com's storage capacity limit is directly dependent on the 


storage plan option the State chooses. 


 


  3.11.6.9 Describe the capability of proposed solution to provide the State 


with the ability to export/download and migrate original recordings 


with all metadata to other storage media or, local storage inclusive of 


all metadata and chain of custody information. 


   Videos in VuVault.com can be shared through the share portal. 


VuVault.com includes an extensive, secure and flexible share 


portal to facilitate convenient sharing of video evidence and case 


files with designated and credential third parties. All metadata and 


chain of custody information is available through this exportation 


option. 


 


  3.11.6.10 Describe archival, hot and cold cloud storage solutions. 


   Videos in hot storage are kept in AWS’s “active” storage and are 


available for immediate playback. Cold storage acts as archival 


storage. After the primary Active or “hot” retention period of 30 


days, the videos are automatically moved to the cold storage, unless 


specifically marked by the end user. Videos in cold storage are 


available within 2 hours upon request. 


 


  3.11.6.11 Describe archival solutions for server storage if applicable. 


   Digital Ally is not proposing a server solution. Not applicable.  


 


  3.11.6.12 Discuss different cost savings as defined by various storage 


solutions (active vs. long-term storage of files). 


   Various storage solutions are shown in Attachment H. 


 


  3.11.6.13 Describe capability to respond to requests to pull video from ‘cold 


cloud storage’, including time required to download video from 


storage. 


   Videos can be pulled from cold cloud storage in a period of 4-24 


hours.  
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  3.11.6.14 Describe your solution to upload video in the rural areas that only 


have a maximum broadband speed of 1.5 Mbps 


   Digital Ally's solution to upload video in the rural areas that only 


have a maximum broadband speed of 1.5 Mbps remains the same 


as in places with faster broadband speeds.  


          
 3.11.7 System Security       


  3.11.7.1 The VMS shall meet the minimal security requirements for the 


Criminal Justice Information Services (CJIS) Policy. In particular, 


the VMS shall comply with Policy Areas 2 through 13 in Section 5 


of the CJIS Policy. The CJIS Policy can be viewed by accessing the 


following link: https://www.fbi.gov/about-us/cjis/cjis-security-


policy-resource-center  


   VuVault.com is completely CJIS compliant through Amazon Web 


Services. 


 


   A. Will access to Criminal Justice Information (CJI) within a cloud 


environment fall within the category of remote access? (section 5.5.6 


Remote Access found in the above link) 


   VuVault.com is completely CJIS compliant through Amazon Web 


Services. 


 


  3.11.7.2 Will advanced authentication (AA) be required for access to CJI 


within a cloud environment (Section 5.6.2.2 Advanced 


Authentication, 5.5.2.2.1 Advanced Authentication Policy and 


Rationale found in the link under 3.11.7.1) 


   VuVault.com requires advanced authentication for access to CJI 


within the cloud environment.  


 


  3.11.7.3 Does your cloud service provider’s datacenter(s) used in the 


transmission or storage of CJI meet all the requirements of a 


physically secure location? (Section5.9.1 Physical Secure Location 


found in the link under 3.11.7.1) 


   VuVault.com’s cloud service provider’s, Amazon Web Services, 


datacenter(s) used in the transmission and storage of CJI meet all 


the requirements of a physically secure location as specified in 


section 5.9.1 Physical Secure Locations found in the link under 


3.11.7.1. 


 


  3.11.7.4 Are the encryption requirements being met? (Section 5.10.1.2 


Encryption found in the link under 3.11.7.1) 


   VuVault.com meets the encryption requirements in section 5.10.1.2 


Encryption find in the link under 3.11.7.1. 


 


  3.11.7.5 Who will be providing the encryption as required in the CJIS 


Security Policy? (Client or cloud service provider) 


   Amazon Web Services cloud service provider will be providing the 


encryption as required in the CJIS Security Policy.  
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  3.11.7.6 Is the data encrypted while at rest and in transit? 


   Yes, VuVault.com provides, at a minimum, encryption in transit of 


Secure Socket Layer (SSL) 1024 bit key or better and at rest 


Advanced Encryption Standard (AES) 265 bit or better. 


 


  3.11.7.7 What are the cloud service provider’s incident response procedures? 


(Section 5.3 Policy Area 3: Incident Response found in the link 


under 3.11.7.1) 


   Amazon's Web Services (AWS) data centers utilize innovative 


architectural and engineering approaches. Each data center is 


equipped with fire detection and suppression, power failure back-


ups climate and temperature controls, and electrical and 


mechanical management. When a storage device reaches its end of 


life security measures are taken by Amazon to ensure that data is 


not exposed to unauthorized individuals. Amazon security 


platforms also host around the clock surveillance to ensure data 


locations are secure. In case of failure, automated processes move 


data traffic away from the affected area to an alternate secure 


location. AWS is designed to tolerate system or hardware failures 


with minimal to no impact to users.  


  3.11.7.8 Will the cloud subscriber be notified of any incident? 


   Yes, the cloud subscriber will be notified of any incident. 


  


  3.11.7.9 If CJI is compromised, what are the notification and response 


procedures? 


   Once aware of the compromise Digital Ally will notify all clients 


via email.  


 


  3.11.7.10 Is the cloud service provider a private contractor/vendor? 


   Yes, Amazon Web Services is a private contractor/vendor. 


 


  3.11.7.11 If so, they are subject to the same screening and agreement 


requirements as any other private contractors hired to handle CJI. 


(Section 5.1.1.5 Private Contractor User Agreements and CJIS 


Security Addendum; 5.12.1.2 Personnel Screening for Contractors 


and Vendors found in the link under 3.11.7.1) 


   Yes, Amazon Web Services is subject to the same screening and 


agreement requirements as any other private contractors hired to 


handle CJI.  


 


  3.11.7.12 Will the cloud service provider allow the CSA and FBI to conduct 


compliance and security audits? (Section 5.11.1 Audits by the FBI 


CJIS Division; 5.11.2 Audits by the CSA found in the link under 


3.11.7.1) 


   Yes, Amazon Web Services will allow the CSA and FBI to conduct 


compliance and security audit. Any past audits can be found on 


their website.  
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  3.11.7.13 The State may verify that Contractor is in compliance with CJIS by 


requesting a compliance audit of Contractor’s technology 


deployment through the CJIS Systems Agency to the Federal Bureau 


of Investigation (FBI).  The FBI CJIS Division shall perform the 


requested audit to verify compliance. 140-2. 


   Amazon Web Services (AWS) is compliant and undergoes regular 


audits to verify compliance. 


 


  3.11.7.14 System shall provide full conformance to Federal Information 


Processing Standards (FIPS) Publication. 


   Amazon Web Services fully conforms to Federal Information 


Processing Standards (FIPS) Publication.  


 


  3.11.7.15 VMS shall provide user authentication with a unique username and 


password. 


   Yes, VuVault.com will assign each user a personal username and 


password to access the system. 


 


  3.11.7.16 VMS will allow for authorized users to be established based on 


various roles and permissions by the System Administrator. 


   Yes, VuVault.com allows the System Administrators to give or 


revoke permissions to users based on various roles and 


permissions. These settings can be changed at any time by the 


System Administrator.  


 


  3.11.7.17 VMS will offer optional IP access restriction and security challenge 


questions upon access from an unknown or previously used location. 


   VuVault.com allows for the System Administrator to restrict access 


based on the IP address and security challenge question upon 


access from an unknown or previously used location. 


 


  3.11.7.18 Any access to stored video shall be maintained in an automatic log 


or audit trail showing users that have viewed, shared or copied video 


to an external source (e.g. CD/DVD, local storage, etc.), and the 


audit trail should be capable of being exported. 


   Yes. VuVault.com will create a Chain of Custody report reflecting 


these things.  


 


  3.11.7.19 Log activities performed by specific user ID, IP address and 


time/date stamp all activities. 


   Yes, VuVault.com will keep logs of activities performed by specific 


user ID, IP address and time/date stamps all activities.  


 


  3.11.7.20 System Administrators shall have the ability to administratively 


manage accounts and assign rights and permissions to system users. 


   VuVault.com gives System Administrators the ability to manage 


accounts and assign rights and permissions to system users. 
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  3.11.7.21 VMS shall provide ability to set an unsuccessful access attempt limit 


and suspend IDs after reaching the unsuccessful access threshold. 


   Yes, VuVault.com has the ability to set an unsuccessful access 


attempt limit and suspend ID’s after reaching a set unsuccessful 


access threshold.  


 


  3.11.7.22 VMS shall provide ability to send alerts to System Administrators 


for unauthorized access attempts. 


   Yes, VuVault.com has the ability to send alerts to System 


Administrators for unauthorized access attempts.  


 


  3.11.7.23 VMS shall enable automatic logoff of ID after a defined period of 


session inactivity, and perform subsequent re-log-on password 


authentication. 


   Yes, VuVault.com enables automatic logoff of ID after a set period 


of session inactivity, and perform subsequent re-log-on password 


authentication.  


 


  3.11.7.24 VMS shall provide ability to configure password parameters such as 


password lengths, user access to expiration settings and other 


behaviors, enabling alphanumeric characters, etc. 


   Yes, VuVault.com has the ability to configure password parameters 


such as password lengths, user access to expiration settings and 


other behaviors, enabling alphanumeric characters, etc.  


  


  3.11.7.25 VMS shall provide ability to lock out user or group ID. 


   Yes, VuVault.com gives System Administrators the ability to lock 


out user or group IDs.  


 


  3.11.7.26 Vendor will provide a detailed explanation of data security 


standards, to include but not limited to: defining the physical 


environment, location of all host servers; protections against natural 


and man-made disasters; encryption; transfer; storage; redundancy 


and recovery of files. 
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   VuVault.com is hosted by Amazon Web Services' (AWS) data 


centers utilize secure innovative architectural and engineering 


approaches. Each data center is equipped with fire detection and 


suppression, power failure backup’s climate and temperature 


controls, and electrical and mechanical management. When a 


storage device reaches its end of life security measures are taken 


by Amazon to ensure that data is not exposed to unauthorized 


individuals. Amazon security platforms also host around the clock 


surveillance to ensure data locations are secure. In case of failure, 


automated processes move data traffic away from the affected area 


to an alternate secure location. AWS is designed to tolerate system 


or hardware failures with minimal to no impact to users. Amazon 


Web Services supplies three locations separated on the east and 


west coasts where all of your data will be copied and 100% 


secured. If one of the locations is wiped out by a natural disaster, 


your information will still be secured in two alternate locations 


states away. Any and all of the information that was flowing to that 


particular location will be directed to substitute locations. 


  3.11.7.27 Describe security standards for hardware (cameras) in place to 


prevent data from being accessed in the event a camera is lost or 


stolen. 


   The FirstVu HD can be set to secure USB mode to prevent files 


from being uploaded to any computer without a VuVault.com login 


and password. When Secure USB Port is enabled, it is impossible 


to view, edit, or delete files present on the FirstVu HD using a 


normal computer. A proprietary encryption key restricts access to 


the FirstVu HD files when in secure USB mode.  


 


  3.11.7.28 Vendor will describe any previous loss of data occurring from 


criminal actions, as well as other issues that impact data integrity, 


such as unauthorized data access by contract personnel. 


   Digital Ally does not have any history of previous loss of data 


occurring from criminal actions, or other issues that impact data 


integrity.  


 


  3.11.7.29 Provide a non-technical means for field personnel to remotely view 


stored video without altering original file (other than applying 


metadata to file). 


   Remote viewing of stored video for field personnel can be 


accomplished through the VuVault GO mobile application. 


 


  3.11.7.30 Describe ability of system to enforce password expiration. 


   VuVault.com allows the administrative user to set a set number of 


days before user passwords will expire.  
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  3.11.7.31 Describe ability of system to limit concurrent sessions. 


   VuVault.com does not have limitations on the number of 


concurrent sessions.  


  3.11.7.32 Describe ability of system to log changes to administrative 


functions. 


   VuVault.com will keep a log of changes made to administrative 


functions.  


          
 3.11.8 Information Security       


  3.11.8.1 Vendor shall encrypt transmission of confidential data when 


transferred through publicly accessible networks such as the 


Internet. 


   VuVault.com has AES 256 bit encryption in tandem with Amazon 


Web Services Multi-part upload tools, as well as SSL connections 


are utilized with every file transfer. Stored data at rest is encrypted 


with AWS Server Side Encryption (SSE) using 256-bit Advanced 


Encryption Standard (AES-256).  


 


  3.11.8.2 Vendor shall ensure all transmission of information data files are 


transferred through a Secure Socket Layer (SSL), which creates a 


128 bit encrypted connection which is password protected.  All data 


files that are on Vendor’s servers are encrypted once they have 


completed the upload and pre-process procedures. 


   VuVault.com has AES 256 bit encryption in tandem with Amazon 


Web Services Multi-part upload tools, as well as SSL connections 


are utilized with every file transfer. Stored data at rest is encrypted 


with AWS Server Side Encryption (SSE) using 256-bit Advanced 


Encryption Standard (AES-256).  


 


  3.11.8.3 All input data transmitted across public networks (all networks other 


than the State’s) shall be encrypted during transit and decrypted 


electronically during processing to produce non-confidential output 


data.  The decrypted data shall not be accessible by vendor’s 


employees unless otherwise limited on a “need to know” basis as 


determined by the Nevada Highway Patrol’s designee. 


   Digital Ally's proposed Video Management solution meets this 


specification. 


 


  3.11.8.4 The System shall have a host-based firewall technology preventing 


inappropriate/ unauthorized access.  Vendor shall provide the 


following: 


   A. All intrusion detection system monitoring for unauthorized access 


attempts.  


   Alert Logic Threat Manager for Amazon Web Services (AWS) is a 


network intrusion detection service specifically designed for AWS. 
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   B. Must run anti-virus software. 


   Amazon Web Services runs anti-virus software.  


 


   C. Monitor daily logs for potential intrusions, file integrity. 


   Amazon Web Services (AWS) monitors daily logs for potential 


intrusions, file integrity.   


 


   D. Only allow access by uniquely assigned and auditable IDs. 


   VuVault.com only allows access by uniquely assigned and 


auditable IDs. 


 


   E. All data transfers and administrative access must be in an 


encrypted format. 


   VuVault.com has AES 256 bit encryption in tandem with Amazon 


Web Services Multi-part upload tools, as well as SSL connections 


are utilized with every file transfer. Stored data at rest is encrypted 


with AWS Server Side Encryption (SSE) using 256-bit Advanced 


Encryption Standard (AES-256). 


 


          
 3.11.9 In-Car Video Integration      


  3.11.9.1 BWC must have the ability to record audio for the In-car video 


system. 


   When the FirstVu HD is connected to the DVM-800 through the 


VuLink, the FirstVu HD can act as a microphone for the DVM-


800. 


 


  3.11.9.2 BWC must have the ability to activate recording off the In-Car video 


systems automatic triggers. 


   When the FirstVu HD is connected to the DVM-800 through the 


VuLink, the FirstVu HD has the ability to activate recording off 


the In-Car video system’s automatic triggers such as siren, 


accelerometer, light bar, etc.  


          


3.12 In-Car Video 


 The In-Car Video portion of this RFP is contingent upon funding anticipated to be 


approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 


compatible with proposed Body Worn Cameras. 


 3.12.1 Standard Specifications       


  3.12.1.1 All mobile video systems and related audio equipment must conform 


to the applicable minimum standards as set by the following: 


Electronic Industries Association (EIA); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.2 Federal Communications Commission (FCC) rules/ regulations; 


   The DVM-800 and FirstVu HD meet these standards 


. 


  3.12.1.3 Institute of Electrical and Electronic Engineers (IEEE); 
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   The DVM-800 and FirstVu HD meet these standards. 


  3.12.1.4 International Electro-technical Commission (IEC); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.5 International Organization for Standardization (ISO); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.6 National Fire Protection International (NFPA); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.7 National Highway Transportation Safety Administration (NHTSA); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.8 Society of Automotive Engineers (SAE); 


   The DVM-800 and FirstVu HD meet these standards. 


 


  3.12.1.9 Underwriters Laboratories Inc. (UL); and 


   The DVM-800 and FirstVu HD meet these standards. 


  3.12.1.10 Vendors must provide documentation that validates that their 


systems adhere to the minimum specifications in the International 


Association of Chief of Police (IACP) Specifications for In-Car 


Video (dated 11/21/2008), and that the technology used is generally 


accepted in the relevant field.   


   Documentation validating the system's compliance with the 


minimum specifications in the International Association of Chief 


of Police (IACP) is on page 123.  


 


 3.12.2 Video System Specifications      


  3.12.2.1 The minimum acceptable components consist of the following 


parts: 


   A. Front Camera      


   The DVM-800 has an internal front facing camera, as well as an 


external 12x front facing camera. 


 


   B. Back Seat Camera     


   The DVM-800 has an internal passenger facing camera and has 


the option of an external rear seat camera or a license plate 


backup camera. 


 


   C. Color LED monitor with audio    


   The DVM-800 has a 3.5" Color Ultra Bright monitor with built 


in audio. 
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   D. Body worn camera must act as a wireless transmitter for audio 


with in-car & home charger; 


   When the FirstVu HD is connected to the DVM-800 through the 


VuLink the body worn camera will act as a wireless transmitter 


for auto with in-car and home charger.  


 


   E.   Covert secondary hard-wired microphone; 


   The DVM-800 has a microphone built into the DVM unit as well 


as a covert back seat microphone. 


  


   F. Digital Video Recorder - DVR    


   The DVM-800 unit is a complete digital in-car video recording 


system integrated into a replacement vehicle rear-view mirror. 


The DVR is built into the replacement rear view mirror.  


   G. Integrated GPS receiver and antenna   


   The DVM-800 has an integrated GPS receiver and antenna.  


 


   H. Collision sensor     


   The DVM-800 includes a built-in accelerometer that can be used 


to trigger an event record when the set G-force levels are 


exceeded on any of the 3 axis of the vehicle. G-force levels are 


configured by a system administrator and include acceleration, 


braking, cornering, collisions, and vertical movements. 


 


   I. Controller center     


   The DVM-800 has a built in controller center in the rear-view 


mirror DVM unit. 


 


   J. Means to transfer media data from In-car to storage 


solution 


 


   The DVM-800 has multiple solutions for transferring media data 


including Wi-Fi automatic upload, removable SD card for 


manual upload, and USB in-car access to the DVM-800’s 


internal memory to access ECA recordings.   


 


   K. Video view capability     


   The DVM-800 has the capability to view video with the LCD 


display. 


 


   L. Hardware/software necessary to submit videos as 


evidence 


 


   Yes, the DVM-800 will include hardware and software necessary 


to submit videos as evidence.  
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   M. All mounts and cables for power, interfaces, cameras, and 


antennas 


   The DVM-800 will include all mounts and cables for power, 


interfaces, cameras, and antennas.  


   N. Documentation     


   All system documentation will be included with the DVM-800.  


 


   O. Warranty and maintenance    


   The DVM-800 comes with either a 2 or 5 year warranty. 


  


   P. Training and       


   Training is included in the professional services pricing. This 


pricing includes the states specified train the trainer program.  


  


   Q. Shipping and handling     


   Digital Ally has included the shipping and handling costs in 


Attachment H. 


  3.12.2.2 The digital video recorder (DVR) offered shall be in full 


commercial production. Prototypes will not be considered. 


   The DVM-800 is in full commercial production and is not a 


prototype. 


 


  3.12.2.3 Programming of the in-car recording system shall be restricted to 


authorized personnel only.   


   Yes, programming of the DVM-800 shall be restricted to 


authorized personnel only.  


 


  3.12.2.4 All controls and indicators shall have adjustable backlighting. 


   The DVM-800 controls and indicators have adjustable 


backlighting.  


 


  3.12.2.5 The officer shall have the option of recording primary, rear-facing, 


or both cameras simultaneously. 


   The DVM allows the officer to have the option of recording 


primary, rear-facing, or 2 cameras simultaneously.  


 


  3.12.2.6 A collision sensor covering 360 degrees, to trigger recordings, 


without requiring connection to the vehicles airbag system, shall 


be included.  If a collision is detected, the video recorder 


(including pre-event memory) shall be automatically activated so 


the collision and video leading up to the collision is recorded.   
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   The DVM-800 includes a built-in accelerometer that can be used 


to trigger an event record when the set G-force levels are 


exceeded on any of the 3 axis of the vehicle. G-force levels are 


configured by a system administrator and include acceleration, 


braking, cornering, collisions, and vertical movements.  


  3.12.2.7 The in-car digital video system shall be provided with all 


necessary cables and hardware (e.g. fuse holders, mounting 


brackets) required for installation. 


   The DVM-800 will be provided with all necessary cables and 


hardware required for installation.  


  3.12.2.8 Each digital video recording system shall be supplied with a 


comprehensive installation/ programming/ operations manual.  


The manual shall specify all brackets, hardware and mounting 


locations for installing camera systems. 


   The DVM-800 will include a comprehensive installation/ 


programming/ operations manual. The manual shall specify all 


brackets, hardware and mounting locations for installing 


camera systems.  


 


          


 3.12.3 Digital Video Recorder (DVR)      


  3.12.3.1 The DVR shall mount in standard equipment consoles between the 


seats, or overhead. 


   The DVM-800 is a complete digital in-car video recording 


system integrated into a replacement vehicle rear-view mirror. 


The DVR is built into the DVM unit.  


 


  3.12.3.2 No permanent modifications shall be required to install the DVR 


system. 


   The DVM-800 is a complete digital in-car video recording 


system integrated into a replacement vehicle rear-view mirror. 


 


  3.12.3.3 The DVR system shall be capable of being installed as to not 


hinder the operation of the police unit. 


   The DVM-800 is capable of being installed as to not hinder the 


operation of the police unit.  


 


  3.12.3.4 The DVR shall be capable of recording two video inputs from a 


powerful zoom, forward-facing camera, and a wide-angle rear-


facing camera. 


   The DVM-800 is capable of recording two video inputs from a 


powerful zoom, forward-facing camera, and a wide-angle rear-


facing camera.  


 


  3.12.3.5 The DVR shall provide a choice of at least one of the following 


upload options. 
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   A. Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is 


upwardly scalable.  The system should be capable of comfortably 


uploading from multiple vehicles in the regional command centers 


(depicted in the scope of work section of this RFP) 


simultaneously.  In addition, a backup upload system must be 


provided, should the wireless transfer system fail. 


   The DVM-800 offers this as an upload system.  


 


   B. Removable Hard Disc Drive (HDD) with provided hard drive 


docking stations that support plug and play hard drive insertion. 


   The DVM-800 does not have removable HDD, however it does 


have a removable SD card.  


 


   C. Removable Compact Flash Device-Device with provided 


docking stations that support plug-and-play flash card insertion. 


   The DVM-800 offers this as an upload system. 


 


   D. Cellular - Upload media via LTE connectivity that is 


compatible with the Feeney Wireless Skyus-X modem. 


   The DVM-800 offers this as an upload system. 


 


   E. If necessary, itemize and include the cost of media needed to 


allow officers the ability to rotate media between their vehicles 


and evidence technicians. 


   The cost of extra SD cards is included in the cost proposal.  


 


  3.12.3.6 The DVR shall have the ability to record up to 8 hours of video 


before reaching the capacity of the storage media at maximum 


resolution. For the recording media available, specify the 


recording and playback times, resolution, and MB per second. 


   The DVM-800 can record 8-82 hours of video depending on the 


quality and length of video. The DVM-800 includes 32GB of 


Solid State internal memory that retains continuous loop and a 


32GB SD card for recording individual incidents. The record 


quality and frames per second can be configured by a System 


Administrator to control file size and available hours of recorded 


video.  


 


  3.12.3.7 Video resolution, frame rates, and quality on the DVR shall be 


preset but can be changed by an administrator.  These settings 


shall be independently configurable for recording modes of both 


video cameras.   Please specify levels for: 


   A. video 


resolution 


     


   The DVM-800 records the video data in three levels of resolution 


(High, Medium, and Standard) with a maximum resolution of 


720 x 480. 
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   B. video frame 


rate 


     


   The DVM-800 can record up to 30 frames per second.  


 


 


 


 


   C. video quality      


   The DVM-800 records High – 4Mbps, Medium – 2Mbps, and 


Standard – 1Mbps. 


  3.12.3.8 The DVR shall require a security feature (key, admin software 


rights) to prevent unauthorized users from accessing the on-screen 


menus to adjust video settings and perform file management 


functions. 


   The System Administrator has the ability to require a user login 


before being able to use the DVM-800 menu to prevent 


unauthorized users from accessing the on-screen menus. All 


settings are configurable via VuVault.com and pushed to the 


DVM-800 wirelessly or manually.  


 


  3.12.3.9 The DVR shall include a GPS receiver to provide vehicle position, 


course and speed information.  The GPS receiver shall also be 


used to set the internal DVR clock to the proper time and date so 


that all vehicles display and record proper time. 


   The DVM-800 includes a GPS receiver to provide vehicle 


position, course and speed information. The GPS receiver may 


also be used to set the internal DVR clock to the proper time and 


date so that all vehicles display and record proper time.  


 


  3.12.3.10 The DVR shall include indicators visible outside of the vehicle to 


confirm that the system is recording and that the wireless audio 


transmitter is activated.  This indicator does not need to be visible 


to occupants inside the vehicle.   


   The DVM-800 indicates that it is in record mode with a red LED 


light on the rear-view mirror there is also a LED light to indicate 


that the wireless audio transmitter is activated. 


 


  3.12.3.11 The DVR shall be capable of initiating a recording by both 


automatic and manual means.  The DVR shall begin recording 


automatically when any of the following are activated: 


   A. Vehicle's emergency/pursuit 


lights; 
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   The DVM-800 can trigger the activation of the recording 


function through the following programmable parameters: REC 


button on DVM unit, REC button on the wireless microphone, 


emergency light activation, siren activation, activation through 


auxiliary input, exceeding accelerometer (crash sensor), 


exceeding GPS speed limit, exceeding radar speed, exceeding 


speedometer speed limit, and vehicle breaks.  


 


 


 


 


 


   B. Siren, and       


   The DVM-800 can trigger the activation of the recording 


function through the following programmable parameters: REC 


button on DVM unit, REC button on the wireless microphone, 


emergency light activation, siren activation, activation through 


auxiliary input, exceeding accelerometer (crash sensor), 


exceeding GPS speed limit, exceeding radar speed, exceeding 


speedometer speed limit, and vehicle breaks.  


 


   C. The systems integrated crash sensor. (This activation shall 


include capturing the "look back" buffer memory to video-record 


the collision, should it be in view of the active camera. 


   The DVM-800 can trigger the activation of the recording 


function through the following programmable parameters: REC 


button on DVM unit, REC button on the wireless microphone, 


emergency light activation, siren activation, activation through 


auxiliary input, exceeding accelerometer (crash sensor), 


exceeding GPS speed limit, exceeding radar speed, exceeding 


speedometer speed limit, and vehicle breaks. 


  


  3.12.3.12 The audio input associated with the forward-facing camera shall 


record audio using the internal microphone inside the vehicle.  


When the wireless audio transmitter/BWC is activated, the audio 


input shall be automatically switched to the wireless audio 


transmitter’s microphone.  The system shall automatically revert 


to the internal microphone when the wireless audio 


transmitter/BWC is deactivated. 


   The DVM-800’s associated audio input with the forward-facing 


camera will record audio using the internal microphone inside 


the vehicle. When the FirstVu HD or the wireless audio 


transmitter’s microphone is activated, input will automatically 


switch and will revert to the internal microphone when 


deactivated. 


 


  3.12.3.13 The DVR shall include a programmable pre-event recording mode 


allowing it to capture images a minimum of 30 seconds prior to 


the activation of the RECORD mode.  Specify pre-event recording 
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capability of proposed DVR. 


   The DVM-800 has a pre-event recording mode of up to 30 


seconds for each of the two recording channels, adjustable in 6 


second increments. 


 


  3.12.3.14 The DVR shall be capable of capturing date/time, user 


identification information, emergency light indication, siren 


indication, speed indication (w/ radar interface), braking 


indication, and whether the microphone is activated.  The 


information shall not be overlaid on the recorded video, and 


should be stored as secured metadata. 


   The DVM-800 will track all these metadata fields and add them 


to the event file. 


 


  3.12.3.15 The DVR shall allow video to be played back in the vehicle.  


When the DVR PLAY button is pressed a list of all prior 


recordings shall appear on the display screen provided. 


   The DVM-800 monitor allows for video playback in the vehicle. 


When the DVR PLAY button is pressed a list of all prior 


recordings will appear on the display screen for the officer to 


choose which video they want to view.  


 


  3.12.3.16 The DVR shall record video in a format that allows playback on 


multiple devices. 


   The DVM-800 records in AVI format and can be converted to 


MP4 for playback on multiple devices.  


 


  3.12.3.17 The DVR shall provide a means to ensure the integrity of the 


recorded video has not been compromised.  The video must be 


able to be authenticated at any time, including when it is played 


back outside of the police vehicle. 


   The DVM-800 authenticates video by encrypting the connection 


with WAP2 encryption. This encryption method is more secure 


and up-to-date than 128-bit MD5 hash. An integrity check is 


done to verify video has not been tampered with. Additionally, all 


edited video is saved as a separate file, keeping the raw original 


untouched.   


 


  3.12.3.18 The DVR shall provide a means to ensure the integrity of the 


recorded video has not been compromised.  The video must be 


able to be authenticated at any time, including when it is played 


back outside of the police vehicle. 


   The DVM-800 includes a built-in accelerometer that can be used 


to trigger an event record when the set G-force levels are 


exceeded on any of the 3 axis of the vehicle. G-force levels are 


configured by a system administrator and include acceleration, 


braking, cornering, collisions, and vertical movements. 
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Additionally, all edited video is saved as a separate file, keeping 


the raw original untouched.   


 


  3.12.3.19 The Control Center/DVR firmware shall allow in-system 


programming for future updates.  Please describe how updates are 


made.   


   Digital Ally will send out periodic software updates through 


VuVault.com. These updates will be downloaded to the DVM-


800 via its WiFi connection.  


 


 


  3.12.3.20 The DVR or related display (Mobile Data Computer, tablet etc.)  


shall have backlit controls for record; stop; play/pause; 


forward/reverse, fast forward/ reverse; trace, and lighted indicators 


for power on; record; and play. 


   The controls on the DVM-800 have backlit controls for record, 


stop, play/pause, forward/reverse, fast forward/reverse, trace and 


lighted indicators for power on, record, and play.  


 


  3.12.3.21 The power control switch shall allow the DVR to automatically 


power on after the vehicle’s ignition is switched on. 


   The DVM-800 has a power control switch allowing it to 


automatically power on after the vehicle's ignition is switched 


on. 


 


  3.12.3.22 The DVR shall automatically power down after the vehicle’s 


ignition is turned off provided the DVR is not in “Record” and is 


not in the process of downloading files or other type of file save. 


   If the DVM-800 is not recording when the vehicle is powered off 


it will power down after 60 seconds using the internal backup 


battery or when the DVM-800 is finished uploading video. 


 


  3.12.3.23 The DVR should provide a means to tag an incident at the time it 


is recorded with a priority designation. Once a recording is 


stopped, the DVR should automatically prompt the officer to 


select from the pro-defined drop-down list(s). 


   Once a recording has completed, the DVM-800 monitor will give 


the officer the option to tag the incident by utilizing pro-defined 


drop-down list(s). 


 


  3.12.3.24 The DVR shall be capable of operating within the range of interior 


temperatures found within a law enforcement vehicle in Nevada 


without the need for supplemental heating or cooling.  Specify 


your DVR’s operating range and acceptability for the extreme 


temperature range in Nevada 


   The DVM-800 has an operating temperature of -20 degrees to 


+70 degrees C and a storage temperature of -40 degrees to +80 


degrees C. 
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 3.12.4 Compact CCD Color Camera       


  3.12.4.1 The low-light CCD color camera shall use a Sony EXview® HAD 


CCD or equivalent image sensor to provide high quality nighttime 


images while minimizing blooming and glaring from bright 


sources of light.  Proof of “equal” shall be the responsibility of the 


bidder and shall be submitted with the bid if not using the Sony 


EX VIEW chipset. 


     Sony EXview 


HAD CCD 


Sony Super 


HAD CCD 


    Image Size Type 1/3 Type 1/4 


    Pixels 480k 480k 


    Effective Pixels 976(H) x 494(V) 976(H) x 494(V) 


    Unit Cell Size 5.0(H) x 7.4(V) 5.0(H) x 7.4(V) 


    Sensitivity 


[mV] (F5.6) 


2800(mV) 2350(mV) 


    Smear [dB] 


(F5.6) 


-110(dB) -110(dB) 


    Supply Voltage 


[V] 


+15/-7.5 (typ.) 12V 


          


  3.12.4.2 The forward-facing camera shall be a solid state imaging system 


that is not subject to burn in, or interference by magnetic fields.   


   The DVM-800 forward-facing camera is a solid state imaging 


system that is not subject to burn in, or interference by magnetic 


fields.   


 


  3.12.4.3 The forward-facing camera shall operate within the range of 


temperatures from 0 to 120 degrees Fahrenheit or between -17.8 


and 48.9 degrees Celsius. 


   The DVM-800 forward-facing camera has an operating 


temperature of -20 to +80 degrees Celsius.  


 


  3.12.4.4 The camera shall be compact so as not to obstruct the driver’s 


forward or peripheral view thru the windshield, or provide any 


obstruction of factory installed airbags or mirrors. 


   The DVM-800 is a complete in-car camera system built into a 


replacement rear-view mirror as to not obstruct the driver's 


forward or peripheral view through the windshield, or provide 


any obstruction of factory installed airbags or mirrors.  
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  3.12.4.5 The camera shall be a single unit, including power lens, mounted 


on the windshield or roof of the vehicle and operate on 12 VDC 


power source. 


   The DVM-800 is a single unit with 2 cameras built in including 


power lens, mounted in place of the vehicle's stock rear-view 


mirror and operates on 12 VDC power source. 


 


 


 


 


  3.12.4.6 The camera shall provide a minimum field of view of 24 feet 


width at distance of 35 feet (40 degrees). 


   The DVM-800's internal road facing camera has a field of view 


of V: 57.9 degrees, H: 79.2 degrees, and D: 103.4 degrees.  


 


  3.12.4.7 The camera shall have manual and automatic focus capabilities, 


which are user selectable.   


   The DVM-800 cameras have manual and automatic focus 


capabilities that are user selectable.  


 


  3.12.4.8 The front camera should have a minimum 120X zoom (10x optical 


zoom with 12x digital zoom).  Specify mode. 


   The DVM-800 road facing camera's zoom magnification is 12X 


[f=3.8 ~ 38.0mm(F2.8)], Practical H. angle 51.2° (Wide) ~ 5.58° 


(Tele)  


 


  3.12.4.9 The minimum LUX rating of the forward facing camera shall be 


rated at less than 1 LUX at full shutter speeds and 0.05 LUX in 


night view mode. 


   The DVM-800 built in cameras have a LUX rating of .5 LUX. 


 


  3.12.4.10 The camera shall automatically adjust for varying light levels from 


day to night.  The camera and lens will be equipped with auto 


focus, automatic exposure, and automatic white balance. 


   The DVM-800 internal cameras have a low LUX rating of 0.5 


LUX when the IR LEDs are turned off and 0.0 LUX when the IR 


LEDs are turned on. 


 


  3.12.4.11 The camera shall have a minimum color resolution of 450 


horizontal lines. 


   The DVM-800 has a resolution of 720 x 480. 


 


  3.12.4.12  All cameras shall default to auto focus.  An override system 


should be configurable to prevent operation while the vehicle is in 


motion. 


   The DVM-800 cameras default to auto focus with a configurable 


override system to prevent operation while the vehicle is in 


motion.   
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  3.12.4.13 The camera shall offer a signal-to-noise ratio of at least 46db. 


   The DVM-800 has a signal to noise ratio of 52db. 


 


  3.12.4.14 The camera shall have backlight compensation setting. 


   The DVM-800 cameras have backlight compensation settings. 


 


  3.12.4.15 The camera shall be compact.  List the size and weight of the 


proposed CCD camera. 


   The DVM-800 unit is 1.9in (D) x 11in (W) x 4.7in (H) and 


weighs 1.62lbs. 


  3.12.4.16 The camera shall mount with a heavy-duty controlled pivot mount 


that does not obstruct the driver’s field of view.  Camera shall be 


able to be rotated 360 degrees and can pan and tilt to +/- 90 


degrees.  Adjustment shall require no tools. 


   The DVM-800 has two cameras built into the DVM unit, one 


forward facing and one in-car eliminating the need for the 


cameras to rotate 360 degrees. The DVM-800 also includes an 


external 12x camera that does have the capability to rotate 360 


degrees.  


  3.12.4.17  An optional rear view camera shall be available. 


   An optional rear view camera is available for the DVM-800. 


 


          
 3.12.5 Back Seat Cameras       


  3.12.5.1 The back-seat camera shall utilize a micro compact with wide 


angle 1/3” Super HAD image device (or equivalent) with 


approximately 420 lines of resolution.  Proof of “equal” shall be 


the responsibility of the bidder and shall be submitted with the bid.  


This must be included in the system at no charge. 


   The DVM-800 external back-seat cameras utilizes a micro 


compact with wide angle 1/4" Super HAD CCD image. 


 


  3.12.5.2 The rear-facing camera shall be capable of being mounted 


covertly in the cab.   


   The DVM-800 rear-facing camera is built into the DVM unit 


keeping it covert.  


 


  3.12.5.3 The rear facing camera shall be capable of recording the entire 


rear seat area of the police vehicle. 


   The DVM-800 rear-facing camera has the capability to record 


the entire rear-seat area of the police vehicle.  


 


  3.12.5.4 The rear-facing camera shall have a minimum lux rating of .03.  


Specify the rating. 


   The rear-facing camera has a lux rating of 0.5 LUX with IF 


LEDs off and 0.0 LUX with IF LEDs on. 
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  3.12.5.5 The rear-facing camera shall utilize infrared illumination to 


capture video in no-light conditions. 


   The rear-facing camera utilizes infrared illumination to capture 


video in no-light conditions.  


          
 3.12.6 Compact Color LCD Monitor      


  3.12.6.1 The monitor shall be a full color high quality LCD, active matrix 


(TFT) screen that measures at least 3.0” measured diagonally. 


   The DVM-800 has a 3.5" Color Ultra Bright LCD monitor with 


640 x 480 resolution.  


  3.12.6.2 The monitor shall be capable of displaying a live picture from the 


camera when powered, even if recording is not in progress. 


   The DVM-800 monitor is capable of displaying a live picture 


from the camera when powered, even if a recording is not in 


progress. 


  


  3.12.6.3 The monitor shall operate between 32 and 120 degrees Fahrenheit 


   The DVM-800 unit has an operating temperature of -20 to +80 


degrees Celsius.  


 


  3.12.6.4 The monitor shall include a system speaker, with volume control, 


to provide monitoring of live audio or playback from all system 


microphones. 


   The DVM-800 includes a system speaker, with volume control, 


that provides monitoring of live audio or playback from all 


system microphones.  


 


  3.12.6.5 The monitor shall have controls/indicators that mimic the DVR 


and include record; stop; play/pause; forward/reverse; brightness; 


volume; and power.  The monitor should also include a button for 


disabling the monitor when the system in standby, and accessing a 


menu for programming. 


   The DVM-800 monitor is built into the DVR and includes 


controls/indicators such as stop, play/pause, forward/reverse, 


brightness, volume, and power. The monitor also includes a 


button for disabling the monitor when the system is in standby, 


and accessing a menu for programming.  


 


  3.12.6.6 The monitor should have the capability to display: date/time, user 


identification information, emergency light indication, siren 


indication, latitude and longitude, speed (w/ radar interface), 


braking indicator and microphone activation indicator.  The 


information shall not be overlaid on the recorded video; rather, it 


should be stored as external secure meta-data (or equivalent) in the 


video file. 
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   The DVM-800 has the capability to display date/time, user 


identification information, siren indicator, and microphone 


activation indicator. 


 


  3.12.6.7 The monitor should support a full-screen video mode (without the 


auxiliary data) using a single key press on the control center. 


   The DVM-800 supports a full-screen video mode (without the 


auxiliary data) using a single key press on the control center.  


 


  3.12.6.8 The monitor shall operate independently from the recording 


device.  For covert operation it should possible to operate the 


DVR in RECORD mode with the monitor turned off. 


   The DVM-800 will allow the DVR to operate in Record mode 


with the monitor turned off.  


 


  3.12.6.9 The monitor shall be provided with an adjustable mounting 


bracket that will allow it to be mounted in a variety of locations 


within the law enforcement vehicle. 


   The DVM-800 monitor is built into the DVM rear-view mirror 


unit and therefore can only be mounted by replacing the factory 


mirror.  


 


  3.12.6.10 The monitor shall have the capability to display the approximate 


amount of storage remaining on the media in an HH:MM format.  


An audible beep or other form of tone shall warn operator prior to 


or when there is 10%, or less, time remaining on the media. 


   The DVM-800 monitor will display the approximate amount of 


storage remaining on the media in an HH:MM format in the 


lower right portion of the screen.  


 


          
 3.12.7 Microphones       


  3.12.7.1 The system shall come equipped with a digital wireless 


microphone that is incorporated into the BWC and an in-car 


microphone.  The in-car microphone shall be mountable anywhere 


within the vehicle. 


   The DVM-800 comes with a digital wireless microphone and 


also has a microphone built into the DVM unit. An additional 


wireless microphone can be paired to the DVM unit, and can be 


mounted anywhere in the vehicle.  


 


  3.12.7.2 Audio from the interior microphone and the wireless 


microphone/BWC shall record on separate audio channels. 


   Audio recorded from the interior microphone and the wireless 


microphone will record on separate audio channels.  
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  3.12.7.3 The wireless microphone/BWC shall be self-contained and 


include a re-chargeable battery; mountable charger/docking 


station; internal microphone; internal antenna.  Transmitters that 


rely on the microphone cable for an antenna, or which utilize an 


external antenna shall not be permitted. 


   The DVM-800 wireless microphone is self-contained with a 


rechargeable battery and comes with a charging/docking station 


that can be mounted in the vehicle. The wireless microphone has 


an internal microphone and antenna and does not rely on the 


microphone cable for an antenna. 


 


  3.12.7.4 The wireless microphone/BWC system shall be FCC type 


accepted. 


   The DVM-800 wireless microphone is FCC type accepted. 


  3.12.7.5 The wireless microphone/BWC shall have a minimum effective 


operating range 1,000 feet under line-of-sight conditions. 


   The DVM-800 wireless microphone has a minimum effective 


operating range of 1,000 feet under line-of-sight conditions.  


 


  3.12.7.6 The wireless microphone/BWC must have a minimum stand-by 


battery life of ten (10) hours without recharging or additional 


batteries, with pre-record on. 


   The DVM-800 wireless microphone has approximately 20 hours 


in use with a full charge and 14 days of standby time. 


 


  3.12.7.7 The wireless microphone/BWC should be capable of 


automatically activating the DVR system; additionally, the 


wireless audio transmitter/BWC shall be capable of being 


activated by the DVR system when a recording is started. 


   The DVM-800 is capable of automatically activating from the 


wireless microphone and from the FirstVu HD when paired 


through the VuLink. The wireless microphone will activate when 


the DVM-800 starts a recording.   


 


          
 3.12.8 Control Center       


  3.12.8.1 The control center shall be compact in design and mounted 


overhead, or in the equipment console between the seats. 


   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror 


included the control center. 


 


  3.12.8.2 The control center shall not obstruct the driver’s forward or 


peripheral view or provide any obstruction of factory installed 


airbags or mirrors. 


77







   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror. 


The control center is built into the DVM unit keeping from 


obstructing the driver’s forward or peripheral view or any 


obstruction of factory installed airbags or mirrors.  


 


  3.12.8.3 The control center shall not require any permanent modifications 


to the police vehicle. 


   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror. 


This is not a permanent modification to the police vehicle. 


  


  3.12.8.4 The control center shall accommodate the mounting of the front 


and rear-facing cameras, the monitor and keypad. 


   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror. 


The front and rear-facing internal cameras are built into the 


DVM unit.  


          
 3.12.9 Video Viewing Software/Hardware     


  3.12.9.1 A video viewer/software shall be provided to allow recorded video 


files to be played on any computer and display date/time, user 


identification, emergency light indication, siren indication, latitude 


and longitude, speed (w/ radar interface), braking indication and 


the microphone activation indicator.  This information shall not be 


overlaid on the recorded video; it shall be displayed outside the 


video frame. 


   VuVault.com is a hosted cloud solution allowing access to the 


system from any internet enabled device with the appropriate 


login information. VuVault.com allows for recorded video files 


to be played on any computer and display date/time, user 


identification, emergency light indication, siren indication, 


latitude and longitude, speed, braking indication and the 


microphone activation indicator. This information is included in 


the metadata portion of the video file and not as an overlay.  


 


  3.12.9.2 Support for this software shall include version updates provided 


free of charge for the lifetime of the system. 


   Digital Ally will provide support for this software including 


version updates free of charge for the lifetime of the system.  


 


  3.12.9.3 Vendors shall provide all hardware (media readers/drives) and 


software necessary duplicate, share and present digital video in a 


court acceptable format.  Please describe transfer steps needed to 


convert captured video to court acceptable evidence without the 


need for a server based infrastructure. 


   VuVault.com includes and extensive, secure and flexible share 


portal to facilitate convenient sharing of video evidence and case 


files with designated and credentialed third parties.  
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  3.12.9.4 The video management software should be capable of converting 


a video from the proprietary format to the standard DVD Video 


format, and authoring a DVD capable of being played in a 


standard DVD player. 


   VuVault.com allows for users with appropriate permissions to 


download video files to then burn to DVD’s. These can be played 


in a standard DVD player. 


 


          
 3.12.10 Server Based Video Management System (VMS)    


  3.12.10.1 VMS shall either be an externally hosted cloud-based data storage 


solution with the capability of organizing/managing video/digital 


evidence, server based or consist of a hybrid solution and be 


accessible via the internet to multiple users simultaneously.  The 


State prefers Cloud or a Hybrid solution. 


   VuVault.com is an externally hosted cloud-based data storage 


solution with the capability of organizing/managing video/digital 


evidence. 


 


  3.12.10.2 The VMS should include infrastructure in our Northern, Southern, 


and Central regional command offices to assure downloading of 


all rural substations into the regional command centers to which 


they report (see Table 3.8.A). 


   VuVault.com can be accessed by any internet capable computer 


with the proper logins.  


 


  3.12.10.3 The VMS shall be a turn-key component and fully installed, 


serviced, warranted, and maintained by the vendor. 


   VuVault.com is a hosted cloud solution. 


 


  3.12.10.4 The VMS should include video storage servers or equivalent for 


all regional offices to capture video information, workstation(s) 


for managing and viewing stored video, equipment racks to mount 


equipment, and uninterruptible power supplies (UPS). 


   VuVault.com is a hosted cloud solution. 


 


  3.12.10.5 The VMS should provide a configurable archive unit that can 


automatically archive video copies based on set parameters, and 


copy video files to a DVD-Video or equivalent court acceptable 


format. 


   VuVault.com allows users with appropriate login credentials can 


copy video files to a DVD-Video or equivalent court acceptable 


format. 
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  3.12.10.6 Pricing for the VMS shall be provided on the In-Car Video Cost in 


the vendor’s response.  Pricing must be included for all proposed 


hardware (workstations, servers, archiving hardware, video 


backup systems, and access points), wiring, software, installation, 


configuration, and training.  If proposing a cloud or Hybrid 


solution, provide this pricing in the ICV cost schedule. 


   Pricing for VuVault.com is provided in the In-Car Video Cost as 


well as all proposed hardware, wiring, software, installation, 


configuration, and training.  


 


  3.12.10.7  If a server based video management back office component is 


proposed, a schematic of the back end infrastructure shall be 


included with responses to the RFP. 


   VuVault.com is a hosted cloud solution. 


 


  3.12.10.8 The VMS file storage shall be equipped with sufficient storage to 


comfortably manage video that would be generated from cars 


depicted in the scope of work in this RFP.  List and itemize the 


size of proposed storage for each regional command center 


identified. 


   Digital Ally has provided a quote for unlimited cloud storage in 


the Cost Proposal.  


 


  3.12.10.9 If wireless downloading capability is proposed for vehicles 


assigned to each regional office, provide download times for video 


captured based on the video compression and resolution 


capabilities of proposed cameras, the proposed number of access 


points, and the proposed servers/wiring infrastructure or cloud 


solutions. 


   Download times for wireless downloading for vehicles assigned 


to each regional office is directly affected by the office's network 


speed.  


 


  3.12.10.10 The VMS shall include a database that contains a record for each 


recorded video file.  The database shall store sufficient 


information to support the search capabilities and provide chain-


of-evidence documentation. 


   VuVault.com includes a databased hosted on Amazon Web 


Services’ cloud that contains a record for each recorded video 


file, as well as all activities preformed on each video. The 


database stores all sufficient information to support the search 


capabilities (default and customized) and provide chain of 


custody activity report. 


 


  3.12.10.11 The VMS shall be capable of searching stored video files by: 


department ID, time, date, officer ID, vehicle ID, camera, 


recording mode, and status (online or archived). 
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   There are several standard search criteria already implemented 


into VuVault.com such as date/time, event id, user id, event type, 


along with an unlimited customizable metadata fields to make 


finding recordings fast and easy. 


 


  3.12.10.12 The VMS shall be capable of providing custom fields that may be 


used to store department-defined information (e.g. suspect’s name, 


license plate number, etc.). 


   VuVault.com has an unlimited amount of customizable metadata 


fields that can be used to store department-defined information.  


 


  3.12.10.13 The VMS should allow videos to be categorized using 


department-defined drop-down lists.  This classification shall be 


used for searching and to define how long each category of video 


is to be kept before it is automatically deleted. 


   VuVault.com allows videos to be categorized using customizable 


department-defined drop-down lists. These categorizes can be 


used to search for video, as well as to set the retention time of 


videos.  


 


  3.12.10.14 The VMS shall provide a means to ensure the integrity of the 


recorded video.  Video integrity must be checked when the video 


is uploaded, anytime it is played back or archived, and shall be 


verifiable on demand. 


   The DVM-800 utilizes Digital Ally’s wireless transfer module 


which allows for automatic encrypted transmission of video with 


the included metadata whenever in range of a configured access 


point. During a wireless upload, a SHA-256 checksum is 


initiated to validate and ensure the integrity of the video file 


during the file transfer. The video file itself is recorded in a 


standard AVI format. The Digital Ally VuVault.com system has 


a “file integrity check” function and can identify if a file has 


been altered or is corrupted using this feature. An “integrity 


check report” can be quickly generated which will illustrate 


detailed information on the file(s) in question. With the 


electronic door lock access feature, and automated file transfer, 


chain of evidence is assured. Additionally a “chain of custody” 


report can be generated as an unalterable, encrypted PDF file 


which will illustrate all activity associated with the recorded 


event file.  


 


  3.12.10.15 The VMS shall provide the capability to duplicate, share and 


present digital video in a court acceptable format.  Describe the 


transfer steps, if any, needed provide video to the courts as 


acceptable evidence.  Describe the way and format the proposed 


system archives recorded video files, and how these files will be 


stored and backed up for safeguarding. 
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   VuVault.com includes and extensive, secure and flexible share 


portal to facilitate convenient sharing of video evidence and case 


files with designated and credentialed third parties. This 


functionality can be used on a one off basis by the issuance of 


one time credentials or can be configured to allow regular and 


continued access by known and trusted third parties i.e. the 


prosecutor and staff. These third parties will have the option, if 


given privileges per share, to review and/or download files in 


native format to solid state memory. No proprietary player 


needed to review video and audio post download. 


 


  3.12.10.16 When a video file is copied or archived to digital media, the Video 


Management Software shall store a unique archive ID and 


maintain a virtual directory to recall the archived video file(s). 


   When a video file is copied or archived to digital media, 


VuVault.com will store an unique event number ID and 


maintains a virtual directory to recall the archived video file(s).  


 


  3.12.10.17 The Video Management Software shall be capable of converting a 


video from the proprietary format to the standard DVD Video 


format, and authoring a DVD capable of being played in a 


standard DVD player. 


   VuVault.com allows for users with appropriate permissions to 


download video files to then burn to DVD’s. These can be played 


in a standard DVD player. 


 


  3.12.10.18 The support for this software shall include version updates and be 


provided free of charge to the agency for the lifetime of the 


system. 


   Digital Ally will provide all support for VuVault.com including 


version updates for the lifetime of the system.  


 


           3.12.11 Control Center Specifications      


  3.12.11.1 An optional radar interface shall integrate directly with the 


Agency Bee III radar equipment.  Collected information shall 


include speed of the target, the “locked” target speed, and the 


patrol vehicle. 


   With the appropriate cable, the DVM-800 should be compatible 


with Agency Bee III radar equipment.  


 


  3.12.11.2 The State is interested in a system that can be configured for 


motorcycle use.  All of the specifications described for the DVR 


and wireless microphone shall be applicable.  Is a motorcycle 


option available for your solution?  If so, does the configuration 


utilize a weatherproofed monitor and camera?  Please explain. 


   The FirstVu HD has the capability to be motorcycle mounted, however 


does not have a water resistant monitor. Viewing of video can be 


accomplished through the VuVault GO mobile application on an 


Android or iOS device. 
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 3.12.12 Officer Safety       


  3.12.12.1 All equipment shall be capable of installation in the following 


vehicles while still meeting the other requirements stated herein:  


Chevrolet Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan 


and Ford F150 Pick-up. 


   The DVM-800 is capable of installing in all listed vehicles.  


 


  3.12.12.2 Describe dimensions and vehicle mounting options for your 


camera, recorder, wireless microphone, transmitter/ receiver and 


any other required equipment. 


   The DVM-800 has one mounting option; it is a replacement 


rear-view mirror. The dimensions are 1.9in (D) x 11in (W) x 


4.7in (V).  


 


  3.12.12.3 Equipment must not be installed in such as manner as to interfere 


with a passenger in the front passenger seat. 


   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror 


allowing for no interference with a passenger in the front 


passenger seat.  


 


  3.12.12.4 No part of the system shall interfere in any way with the driver’s 


field of view.  The camera shall be a single unit, including power 


lens, mounted on the windshield or roof of the vehicle and operate 


on 12 VDC power source All connections to the camera, for 


power and video, shall be made by a single cable that attaches 


using a quick release connector.   


   The DVM-800 is a complete digital in-vehicle video recording 


system integrated into a replacement vehicle rear-view mirror 


allowing for no interference in any way with the driver’s field of 


view. The external cameras are single units, including power 


lens, mountable on the roof of the vehicle while operating on 12 


VDC power source. All connections from the DVM-800 unit and 


external cameras is made by a single cable that attaches using a 


quick release connector. 


  


  3.12.12.5 The in-car system shall be protected from damage due to input of 


voltage, reverse polarity, and electrical transients that may be 


encountered. 


   The DVM-800 is protected from damage due to input of voltage, 


reverse polarity, and electrical transients that may be 


encountered.  


 


  3.12.12.6 No item installed in the interior of the passenger compartment 


shall increase the risk of injury to occupants during events related 


to a vehicle crash. 
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   No DVM-800  items installed in the interior of the passenger 


compartment will increase the risk of injury to occupants during 


events related to a vehicle crash.  


 


  3.12.12.7 Any items installed in the interior of the vehicle shall meet the 


requirements stated in Federal Motor Vehicle Safety Standard 201 


[October 1, 2002] Occupant Protection in Interior Impact as 


referenced in the In-Car Video Camera Systems Performance 


Specifications - Digital Video Systems provided by the 


International Association of Chiefs of Police.  (11/21/2008). 


   All DVM-800 items installed in the interior of the vehicle shall 


meet the requirements stated in the Federal Motor Vehicle 


Safety Standard 201 Occupant Protection in Interior Impact as 


referenced in the In-Car Video Camera Systems Performance 


Specifications – Digital Video Systems provided by the 


International Association of Chiefs of Police.  


 


  


  3.12.12.8 All controls and components should be located and designed to 


minimize driver distraction.  The control pad should be designed 


and organized to minimize officer workload.  The record button 


should be readily identifiable by size, color, location and/or other 


design features.  The record button should be easily accessible by 


officers wearing gloves. 


   The DVM-800 has an easy accessible record button on the face 


of the DVM unit. The record button can be utilized by officers 


wearing gloves. 


 


  3.12.12.9 System components shall be capable of being illuminated for 


ready identification during periods of darkness.  The illumination 


level shall be capable of being controlled over a range from bright 


to dark.   


   The DVM-800 system components are backlit allowing them to 


be illuminated for ready identification during periods of 


darkness. Backlight controls are included.  


 


  3.12.12.10 All wiring shall meet industry standards applicable to the wire 


application including Underwriters Laboratory (UL) as well as the 


Society of Automotive Engineers (SAE). 


   The DVM-800 wiring meets industry standards applicable to the 


wire application including Underwriters Laboratory as well as 


the Society of Automotive Engineers. 


 


  3.12.12.11 Manufacturers shall provide information in their installer’s guide 


or owner’s manual that specifies the proper wiring, fuses, 


connectors, connection points with the vehicle electrical system 


and grounding points. 
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   The and DVM-800 will include information in their installer’s 


guides and owner’s manuals that specifies the proper wiring, 


fuses, connectors, and connection points with the vehicle 


electrical system and ground points.  


 


  3.12.12.12 No parts that can come into contact with human skin shall be 


allowed to reach a temperature capable of causing a burn injury, 


Reference UL 60950 “Safety of Information Technology 


Equipment” as amended December 1, 2000. 


   No parts of the FirstVu HD or DVM-800 that can come into 


contact with human skin will be allowed to reach a temperature 


capable of causing a burn injury. 


 


  3.12.12.13 Any system component carried on the officer’s person shall meet 


all Underwriters Laboratory Standards for shock/electrocution and 


burn prevention.  All batteries used in such devices shall meet 


Underwriters Laboratory Standards for safety. 


   All system components of the FirstVu HD and DVM-800 units 


carried on the officer’s person meets all Underwriters 


Laboratory Standards for shock/electrocution and burn 


prevention. All batteries used in the FirstVu HD and DVM-800 


units meet Underwriters Laboratory Standards for safety.  


 


  3.12.12.14 The In-Car Video System shall operate on a power source that is 


filtered, regulated, and short-circuit protected.  The voltage 


supplied to the In-Car Video System components shall meet the 


manufacturer’s specifications and shall not vary with fluctuations 


of the vehicle’s electrical system of between 9 and 18 volts. 


   The DVM-800 operates on a power source that is filtered, 


regulated, and short-circuit protected and will not vary with 


fluctuations of the vehicle’s electrical system of between 9 and 


18 volts. During an event recording, if vehicle power is 


completely lost to the DVM system, the unit will switch to the 


internal battery to end the event record, close any open files to 


prevent data corruption, and then power off after 60 seconds. If 


the DVM is not recording when vehicle power is completely lost, 


the DVM-800 will power down after 60 seconds using the 


internal backup battery.  


          
 3.12.13 Reliability        


  3.12.13.1 The video systems shall maintain consistent audio/visual 


recording quality.  The in-car recording system shall not be 


affected by transmissions from the police communication or 


interference from the following sources: high-powered television 


stations; other radio frequency interference (e.g.  UHF, VHF & 


HF); automobile alternator, ignition, electrical systems; 


automobile heaters / air conditioner fan motors; or other patrol 


vehicle electrical systems. 
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   The FirstVu HD and DVM-800 maintain consistent audio/visual 


recording quality. The DVM-800 is not affected by transmissions 


from the police communication or interference from high-


powered television stations, other radio frequency interference, 


automobile alternator, ignition, electrical systems, automobile 


heaters/air conditioner fan motors, or other patrol vehicle 


electrical systems.  


  


  3.12.13.2 All equipment shall have a lifecycle of at least 3 years under law 


enforcement agency usage, or have replacement coverage under 


warranty and maintenance.  Please provide expected lifecycle for 


all video system components. 


   The FirstVu HD and DVM-800 have a lifecycle of three or four 


years under law enforcement agency usage, as well as battery 


replacement coverage under warranty and maintenance. 


  


  3.12.13.3 When in operation, the mobile video system must not generate 


electromagnetic or radiation that interferes with communications 


or other electronic equipment found within a police vehicle. 


   The FirstVu HD and DVM-800 do not generate electromagnetic 


or radiation while in use that interferes with communications or 


other electronic equipment found within a police vehicle.  


 


  3.12.13.4 Loss of power to the system shall not cause loss of any recorded 


data or result in the unit requiring reprogramming, reloading of 


software or operating system software 


   During an event recording, if vehicle power is completely lost to 


the DVM system, the unit will switch to the internal battery to 


end the event record, close any open files to prevent data 


corruption, and then power off after 60 seconds. If the DVM is 


not recording when vehicle power is completely lost, the DVM-


800 will power down after 60 seconds using the internal backup 


battery.   


 


  3.12.13.5 The video system shall be able to return to a “ready to record” 


mode after sudden loss of power without requiring user 


intervention. 


   Once the DVM-800 system boots back on, it will return to a 


“ready to record” mode after sudden loss of power without 


requiring user intervention.  


 


  3.12.13.6 The system’s timekeeping device and the vehicle’s identifier shall 


be protected by a system battery backup to prevent loss of 


information in the event the vehicle battery is disconnected for up 


to a minimum of fourteen (14) days. 


   The DVM-800’s timekeeping device and the vehicle’s identifier 


will be protected by a system battery backup to prevent loss of 


information in the event the vehicle battery is disconnected. The 


time frame for how long the unit remains on is customizable by 
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the System Administrator.  


 


  3.12.13.7 Date and time within video system shall be self-adjusting for 


daylight savings time and leap years. 


   The date and time within the FirstVu HD and DVM-800 are 


self-adjusting for daylight savings time and leap years.  


  


  3.12.13.8 The video system shall have self-charging backup battery that 


continues recording upon loss of power, and should gracefully 


shutdown prior to available power being exhausted.  The battery 


backup should power the system for at least 2 minutes following 


loss of the vehicle’s battery power. 


   The DVM-800 has a self-charging backup battery that will 


activate  if vehicle power is completely lost to the DVM system 


during a recording, the unit will switch to the internal battery to 


end the event record, close any open files to prevent data 


corruption, and then power off after 60 seconds. If the DVM is 


not recording when vehicle power is completely lost, the DVM-


800 will power down after a customizable interval of time 


(default 60 seconds) using the internal backup battery. 


 


 


          
 3.12.14  Training/Documentation      


  3.12.14.1 The vendor shall offer and provide, at no additional cost, training 


to all end users on the use of the video system and video viewing 


software. 


   Digital Ally will offer and provide training to all end users on the 


use of the video system and video viewing software.  


 


  3.12.14.2 The vendor shall offer and provide, at no additional cost, training 


to electronic technicians at their Reno, Elko, and Las Vegas shop 


locations.  This training will ensure proper operation, repair, and 


maintenance of the manufacturer's video system. 


   Digital Ally will provide at no additional cost training to 


electronic technicians at their Reno, Elko, and Las Vegas shop 


location.  


 


  3.12.14.3 A system administrator class covering all aspects of the system 


shall be given at all the DPS/HPD Regional Command sites 


(Reno, Elko, and Las Vegas) upon award. 


   Digital Ally will provide a system administrator class covering all 


aspects of the system at all the DPS/HPD Regional Command 


sites upon award.  


 


  3.12.14.4 Trainers must be experienced instructors who are thoroughly 


familiar with all technical aspects of the system. 
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   Digital Ally will provide trainers that are experienced instructors 


who are thoroughly familiar with all technical aspects of the 


system.  


 


  3.12.14.5 Provide a course syllabus for training classes to be provided with 


your RFP response. 


   Digital Ally has submitted a course syllabus for training classes 


with this response. 


 


  3.12.14.6 Vendor shall include documentation for procedures on regular 


maintenance of video system components. 


   Digital Ally has submitted documentation for procedures on 


regular maintenance of video system components. 


  


  3.12.14.7 Vendor shall provide complete service manuals and service 


bulletins on all electronic components. 


   Digital Ally will provide complete service manuals and service 


bulletins on all electronic components.  


 


  3.12.14.8 Vendor shall provide documentation of system that includes 


identification of all vehicle equipment and the physical 


configuration; all configurable system parameters; written 


installation instructions, user manuals; and system administrator 


manuals instructions covering the change of all configuration 


settings. 


   Digital Ally will provide documentation of system that includes 


identification of all vehicle equipment and the physical 


configuration; all configurable system parameters; written 


installation instructions, user manuals; and system 


administrator manuals instructions covering the change of all 


configuration settings.  


 


          
 3.12.15 Installation        


  3.12.15.1 Describe your approach for installing camera systems if this 


service is requested by the State.  The State reserves the right to do 


such installations either through its fleet shops, or through an 


accessory installation contract. 


   Digital Ally will not utilize subcontractors for service requested 


by the state. 


  3.12.15.2 Provide an installation price per camera unit for each regional 


office. 


   Price can be found on Attachment H. 


  3.12.15.3 Specify the companies that will provide installation of camera 


systems in our Reno, Elko and Las Vegas regional offices if 


requested by the State. 


   N/A   
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Certificate of Compliance 


Digital Ally 
9705 Loiret Blvd 


Lenexa, KS 66219 
Model:  FirstVu HD 


 


Test Performed Results 


Emissions Complies 


Immunity to Radio Frequency Electromagnetic Field  Complies 


Immunity to Electrostatic Discharge Complies 


This Engineering Report has been prepared by Rogers Labs, Inc., for the product described 


above.  This report has been construct in support of the requirements set forth in The 


International Standards, EN 301 489-1, EN 301 489-3, and EN 61000-6-1. 


I, individually, and for Rogers Labs, Inc., certify that the statements made in this Engineering 


report are true, complete, and correct to the best of my knowledge and are made in good faith. 


 
Scot D. Rogers 
Rogers Labs, Inc. 
Dated: February 20, 2014  


This report has been reviewed as presented and accepted by Digital Ally.  The undersigned is 


responsible for ensuring the Digital Ally; Model FirstVu HD remains compliant with the 


applicable rules. 


 


Digital Ally 
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Executive Summary 
The requested electromagnetic compatibility tests required for demonstration of compliance with 


the International Standards EN 301 489-1, EN 301 489-3 and EN 61000-6-1 have been 


conducted on the FirstVu HD.  The results have been reviewed and found the equipment to 


demonstrate compliance with all requirements investigated.  The EUT described in this report 


was tested for compliance of International Standards including the following: 


EN 301 489-1 Electromagnetic compatibility and Radio spectrum Matters (ERM); 
ElectroMagnetic Compatibility (EMC) standard for radio equipment and services; Part 1: 
Common technical requirements 


EN 301 489-3 Electromagnetic compatibility and Radio spectrum Matters (ERM); 
Electromagnetic Compatibility (EMC) standard for radio equipment and services; Part 3: 
Specific conditions for Short-Range Devices (SRD) operating on frequencies between 9 
kHz and 40 GHz 


EN 61000-6-1 Electromagnetic compatibility (EMC) – Generic standards – Immunity for 
residential, commercial, and light-industry environments 


EN 61000-4-3 Testing and measurement techniques – Electromagnetic Compatibility 
Part 4: Testing and Measurement Techniques; Section 3: Radiated, Radio Frequency, 
Electromagnetic Field Immunity Test 


Test Performed Results 


Emissions Complies 


Immunity to Electrostatic Discharge  Complies 


Immunity to Radio Frequency Electromagnetic Field Complies 
 
Name of Applicant: Digital Ally 


9705 Loiret Blvd 
Lenexa, KS 66219 


Model: FirstVu HD 


Environmental Conditions 
Ambient Temperature  20.6° C 
Relative Humidity  35% 
Atmospheric Pressure  1015.6 mb 
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Introduction 


Purpose 


The purpose of this report is to document the Electromagnetic Compatibility of FirstVu HD as 


outlined by EN 301 489-1, EN 301 489-3, and EN 55024, and EN 61000-6-1. 


Scope 


This report applies to the FirstVu HD manufactured by Digital Ally 


References 


ETSI EN 301 489-1 v1.9.1: Electromagnetic compatibility and Radio spectrum Matters (ERM); 


Electromagnetic Compatibility (EMC) standard for radio equipment and services; Part 1: 


Common technical requirements 


EN 301 489-3 Electromagnetic compatibility and Radio spectrum Matters (ERM); 


Electromagnetic Compatibility (EMC) standard for radio equipment and services; Part 3: 


Specific conditions for Short-Range Devices (SRD) operating on frequencies between 9 kHz and 


40 GHz 


EN 55024:1998 Information technology equipment – Immunity characteristics – Limits and 


methods of measurement 


EN 61000-6-1Electromagnetic Compatibility (EMC) Part 6-1: Generic standards – Immunity for 


residential, commercial and light-industrial environments 


EN 61000-4-2 Electromagnetic Compatibility Part 4: Testing and Measurement Techniques – 


Section 2: Electrostatic Discharge Immunity Test 


EN 61000-4-3 Electromagnetic Compatibility Part 4: Testing and Measurement Techniques – 


Section 3: Radiated, Radio Frequency, Electromagnetic Field Immunity Test 
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Definitions 


EUT - Equipment Under Test 


Immunity Criteria - The Immunity Criteria outlined in the EMI/EMC Test Plan as applied to all 


referenced tests. 


Equipment and Cable Configuration 


Equipment Tested 


Equipment   Model    FCC I.D. 


EUT    FirstVu HD   WPZ-FISTVU 


Test results in this report relate only to the items tested. 


Equipment Function 


The EUT is a portable video recording device incorporating transceiver circuitry in the 2412-


2462 MHz frequency band.  The transceiver system provides switching ability for remote 


activation of compliant equipment.  The design utilizes permanently attached PCB mounted chip 


antenna.  For testing purposes, the FirstVu HD transceiver was paired with manufacturer 


provided equipment for frequency selection and activation.  This configuration provided 


operational control of the EUT.  The FirstVu HD offers two ports for connection with proprietary 


compliant USB equipment only and offers no other interface ports.  For testing purposes, the 


FirstVu HD received powered from the rechargeable 3.7-volt battery and was configured to 


transmit in available modes.  As requested by the manufacturer and required by regulations, the 


equipment was tested for emissions compliance using the available configurations with the 


worst-case data presented.  Test results in this report relate only to the products described in this 


report.  
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Equipment Configuration 


 


Emissions Requirements 


Summary 


The EUT was tested for demonstration compliance of emissions and immunity as defined in EN 


301 489-1.  Testing was performed for demonstration of compliance to the limits and methods of 


measurements per EN 55022, RSS-GEN, EN 61000-6-3, ICES-003, CFR 47 parts 15B and 15C 


and other relevant standards as presented in supporting documentation.  The system tested 


demonstrated compliance with emissions requirements of EN 301 489-1 and EN 301 489-3. 


  
  


EUT DC power 
supply  


Utility Power 
  


    


  
Compliant 
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Camera 
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Radiated Emissions 


Radiated Emissions Summary 


The product described in this report was tested for compliance with the EN55022 Class B Radio 


Disturbance Standard.  The EUT was tested in accordance with the limits specified in the 


EN55022 Document.  The test site and procedures follow the requirements set forth in Paragraph 


10 of the EN55022 Document. 


Radiated Electromagnetic Interference per Par. 6, Table 4, Class B Information and Technology 
Equipment 


 Frequency Range (MHz)  Limit (dBµV/m @10m) Results 


30 to  230 30 (Quasi Peak) Complies 


230 to 1000 37 (Quasi Peak) Complies 


1000 to 3000 50 / 70 (Ave / Peak) Complies 


3000 to 6000 54 / 74 (Ave / Peak) Complies 


Radiated Emissions Test Setup 


Radiated emissions from the EUT were obtained on a validated test site using test procedures 


defined in the EN55022 Document.  The EUT was configured as the test sample was provided 


and powered on during testing.  The EUT was placed on a wooden table located in a screen room 


with the FSM (Field Strength Measuring) antenna located at a 1-meter distance.  The frequency 


spectrum from 30 MHz to 12,000 MHz was scanned for initial screening.  The worst-case 


configuration was then setup at the 3 meters open area test site (OATS) and the radiated 


emissions data then taken.  The EUT was placed on a 1 x 1.5 meter rotating wooden bench 1.5 


meters above the ground plane, positioned 3 meters from the FSM antenna, located at the open 


area test site.  The radiated emission amplitudes were maximized by changing cable locations, 


rotating the turntable and varying the antenna height and polarization before final data was 


recorded.  Data was taken at a 3 meters distance then conversion calculations were made for 3 


meters field strength using the following formula: 
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FS = Received field strength,  AF = Receive antenna factor, Amp Gain = Preamplifier gain stage 


  dBµV/m @ 3m = FS (dBµV) + AF (dB) - Amp Gain (dB) 


Radiated Emissions Test Execution 


Preliminary testing was performed in a screen room.  Radiated emissions measurements were 


performed with the EUT positioned 1 meter from the receive antenna.  The frequency spectrum 


from 30 MHz to 12,000 MHz was investigated to identify frequencies that produced the highest 


emissions. The EUT was arranged in with the test sample configuration and operated in a 


standard mode.  The EUT, supporting equipment, and cable locations were noted and 


reconfigured at the final test site.  The highest radiated emission was then maximized at the Open 


Area Test Site location before final radiated emissions measurements were performed.  Final 


data was taken with the EUT located at the Open Area Test Site at a distance of 3 meters 


between the EUT and receiving antenna.  The frequency spectrum from 30 MHz to 12,000 MHz 


was searched for radiated emissions.  Emissions were maximized by EUT placement on the 


turntable, changing cable location, rotating the turntable, and varying the antenna height and 


polarization.  Antennas used were Broadband Biconical from 30 to 200 MHz, Log Periodic from 


200 MHz to 5 GHz, double ridge horn from 1 to 12 GHz, and/or a Biconilog from 30 MHz to 


1200 MHz. 


Radiated Emissions Data 


Frequency


(MHz) 


FSM Hor. 


Peak (dBµV) 


FSM Hor. 


Ave (dBµV) 


FSM Vert. 


Peak (dBµV) 


FSM Vert. 


Ave (dBµV) 


CISPR 22 Limit 


(dBµV/m) @ 3m 


2390.0 39.3 26.7 39.4 26.5 54.0 


2400.0 51.7 27.4 44.6 26.6 54.0 


2483.5 41.6 27.4 40.0 27.2 54.0 


Other emissions present had amplitudes at least 20 dB below the limit. 


99







Rogers Labs, Inc.   Digital Ally  
4405 W. 259th Terrace  Model: FirstVu HD 
Louisburg, KS  66053  Test #: 140220A SN: 05D0-04FD 
Phone/Fax: (913) 837-3214 Test to:  EN 301 489-1/3, 61000-6-1  Date: April 9, 2014  
Revision1  File: FirstVu HD EN 301 489 3 140220A Page 12 of 32 


Immunity Compatibility Testing 


Immunity to Radio-Frequency Electromagnetic Field 


Radio-Frequency Electromagnetic Field Summary 


The EUT described in this report was tested for compliance with the International Standards 


ETSI EN 301 489-1, ETSI EN 301-489-3, EN55024, EN 61000-6-1, and EN 61000-4-3 


Standards for Immunity to Radio-Frequency Electromagnetic Field Interference as described. 


Immunity to Radio-Frequency Electromagnetic Field Interference 3 V/m (unmodulated) strength, 
Tested with 80% Amplitude Modulated 1 kHz Sine wave. 


Frequency Range (MHz) Amplitude Results 


80 - 1000 3 (v/m) Complies 


1000 – 2700 3 (v/m) Complies 


Radio-Frequency Electromagnetic Field Test Setup 


The test procedure used conforms to the Guidelines set out in the International Standard EN 


61000-4-3.  The EUT was placed on a 0.8-meter high wooden table located in a shielded 


enclosure.  The EUT was positioned a minimum of 0.8 meters from all surrounding walls.  The 


ground plane in the shielded enclosure is connected to the protective earth ("ground" in U.S. 


terminology).  The EUT was arranged as described by the manufacturer and connected such that 


all of its functional requirements were met.  The EUT was communicating with compliant 


accessory equipment and monitored with a test system allowing verification of operational 


status of the unit at a distance according to the manufacturer's instructions.  The EUT and 


supporting components of the system were positioned similar to the typical test setup as shown 


in EN 61000-4-3.  All wiring between enclosures of the EUT was the manufacturers specified 


wiring type and connectors. 
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Radio-Frequency Electromagnetic Field Test Execution 


The EUT and support equipment were subjected to a uniform electromagnetic field of strength 3 


volts/meters (unmodulated) in the frequency band of 80 MHz to 2700 MHz.  These tests were 


performed using Biconical and Log Periodic Antennas as described in the EN 61000-4-3 


International Standard.  Both horizontal and vertical polarizations were investigated for this test.  


The frequency range was swept using signal 80% amplitude modulated with a 1 kHz sine wave, 


pausing to adjust the signal level and antennas as necessary.  The sweep rate did not exceed 1.5 


X 10-3 decades/second, leaving enough dwell time at each frequency for the EUT to be exercised 


and able to respond.  Performance criterion A was specified by the manufacturer and stated in 


the EN 61000-6-1 European Standard.  This criterion specifies that the EUT shall continue to 


operate as intended.  No degradation of performance or loss of function is allowed below a 


performance level specified by the manufacturer.  The performance of the EUT was not 


degraded below the performance levels specified in the test plan.  The equipment did not become 


unsafe or dangerous as a result of these tests. 
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Immunity to Electrostatic Discharge 


Electrostatic Discharge Summary 


The EUT described in this report was tested for compliance with ETSI EN 301 489-1, ETSI EN 


301-489-3, EN55024, EN 61000-6-1, and EN 61000-4-2 Standard for Immunity to Electrostatic 


Discharge as described in Table 1 of that Document. 


Immunity to Electrostatic Discharge 8 kV (charge voltage) Air Discharge Method 


Test Voltage kV Results 


Air Discharge Level of 2 kV Complies 


Air Discharge Level of 4 kV Complies 


Air Discharge Level of 8 kV Complies 


Immunity to Electrostatic Discharge 4 kV (charge voltage) Contact Discharge Method 


Test Voltage kV Results 


Contact Discharge Level of 1 kV Complies 


Contact Discharge Level of 2 kV Complies 


Contact Discharge Level of 4 kV Complies 


Electrostatic Discharge Test Setup 


The test procedure used conforms to the Guidelines set out in the International Standard EN 


61000-4-2.  The EUT was placed above a metal plated wooden tabletop 0.8 meters above the 


ground plane located in a screen room.  The ground plane in the screen room is connected to the 


protective earth ("ground" in U.S. terminology).  The metal plated tabletop functions as the 


horizontal coupling plane (HCP) for indirect discharges.  This plane is coupled to the ground 


plane through two 470KΩ resistors in series.  A metal plate 0.5m X 0.5m was positioned above 


the copper plate (HCP) standing vertically as shown in the standard as the vertical coupling plane 


(VCP).  This plate is also coupled to the ground plane through two 470KΩ resistors in series.  
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The EUT was connected to the earthing system as described by the manufacturer's installation 


specifications.  The position of the signal and power lines were representative of those used in a 


typical installation. 


Electrostatic Discharge Test Execution 


The EUT was subjected to electrostatic discharges of voltages of 2.0, 4.0, 6.0 and 8.0 kV using 


the Air Discharge Test Method as described in EN 61000-4-2.  Polarity of the test voltage was 


set to both positive and negative as described in the EN 61000-4-2 International Standard.  


Testing was performed using both direct and indirect application of the discharges to the EUT.  


The direct application static electricity discharges were applied to all surfaces and points of the 


EUT, which were accessible to an operator during normal usage.  Evaluation of the immunity 


test was based on performance criterion B as specified by the manufacturer and the International 


Standard EN 61000-4-2.  This criterion specifies that the EUT shall continue to operate as 


intended after the test.  Temporary degradation or loss of function or performance, which is self-


recoverable, is allowed as long as it is not degraded below a performance level specified by the 


manufacturer, when the EUT is used as intended.  During the test, degradation of performance is 


however allowed.  No change of actual operating state or stored data is allowed.  The 


performance of the EUT was not affected or degraded below the manufacturers specified level 


during testing.  The equipment did not become unsafe, dangerous or exhibit any damage to 


components as a result of these tests. 
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A1 Test Plan 


A1.1 Scope 


This document describes the current Electromagnetic Emissions and Immunity requirements 


necessary to demonstrate compliance with EN 301 489-3.  In addition, this document describes how 


the compliance requirements are applied to Digital Ally, Model: FirstVu HD, and how conformance 


determined. 


A1.2 Reference Documents 


ETSI EN 301 489-1 v1.9.1: Electromagnetic compatibility and Radio spectrum Matters (ERM); 


Electromagnetic Compatibility (EMC) standard for radio equipment and services; Part 1: 


Common technical requirements 


ETSI EN 301 489-3 v1.5.1: Electromagnetic compatibility and Radio spectrum Matters (ERM); 


Electromagnetic Compatibility (EMC) standard for radio equipment and services; Part 3: 


Specific conditions for Short-Range Devices (SRD) operating on frequencies between 9 kHz and 


40 GHz 


EN 61000-6.1 Generic standards – Immunity for residential, commercial and light—industrial 


environments 


EN 55022 (CISPR 22) - Limits and Methods of Measurements of Radio Disturbance Characteristics 


of Information Technology Equipment. 


EN 55024 (CISPR 24) - Information technology equipment – Immunity characteristics – Limits 


and methods of measurement 


IEC 61000-4-2 - Electromagnetic Compatibility Part 4: Testing and Measurement Techniques; 


Section 2: Electrostatic Discharge Immunity Test. 


IEC 61000-4-3 - Electromagnetic Compatibility Part 4: Testing and Measurement Techniques, 


Section 3: Radiated, Radio Frequency, Electromagnetic Field Immunity Test 


105







Rogers Labs, Inc.   Digital Ally  
4405 W. 259th Terrace  Model: FirstVu HD 
Louisburg, KS  66053  Test #: 140220A SN: 05D0-04FD 
Phone/Fax: (913) 837-3214 Test to:  EN 301 489-1/3, 61000-6-1  Date: April 9, 2014  
Revision1  File: FirstVu HD EN 301 489 3 140220A Page 18 of 32 


A1.3 Operating/Functional Conditions 


Product's Function/Service/Use:   


The FirstVu HD incorporates a low power transmitter with operation capability in the band of 


2412-2462 MHz.  The equipment offers wireless communication capability with compliant 


2412-2462 MHz equipment.  The unit operates from power received from the installation vehicle 


power.  The EUT was arranged as a test system emulating typical user equipment configuration 


during testing. 


Performance criteria: 


The EUT when subjected to the requirements specified in each test shall continue to be operational.  


Operational is defined as no loss of function of the system.  Any loss of function during a test must 


be repeatable within ten attempts.  The system must not become hazardous to operate and must 


remain in a safe and stable state of operation.  The system must not require repair, adjustment, or 


part replacement to restore operation. 


A1.4 EMI/EMC Product Compliance 


A1.4.1 Radiated Emissions, EN 55022 


Specification/Conformance: 


The FirstVu HD operating according to Section A1.1.3, must demonstrate compliance with EN 


55022 Class B requirements for Radiated Electromagnetic Interference. 


A1.4.2 Immunity to Radiated Electromagnetic Fields 


Specification/Conformance: 


The FirstVu HD must demonstrate compliance with the performance criteria according to 


Section A1.1.3.  The FirstVu HD operated as per Section A1.1.3 must demonstrate compliance 


with the requirements of EN 61000-4-3.  As outlined in the standards at severity level of field 


strength of 3 V/m for 80-2000 MHz and 3 V/m for 2000-2700 MHz.  The unit shall function as 


described in Performance Criteria A as specified. 
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Definition of Performance Criteria A: 


The equipment shall continue to operate as intended without operator intervention.  No 


degradation of performance or loss of function is allowed below a performance level specified by 


the manufacturer when the equipment is used as intended.  The performance level may be 


replaced by a permissible loss of performance.  If the minimum performance level or the 


permissible performance loss is not specified by the manufacturer, then either of these may be 


derived from the product description and documentation, and by what the user may reasonably 


expect from the equipment if used as intended.  The EUT when subjected to the requirements of 


the Radiated Electromagnetic Fields Test shall continue to be operational.  Operational is defined 


as described in A1.1.3.  The EUT must not become unsafe or dangerous because of these tests. 


A1.4.3 Immunity to Electro Static Discharge 


Specification/Conformance: 


The FirstVu HD operated as per Section A1.1.3 shall demonstrate compliance with IEC 61000-


4-2 requirements at severity level of 4 and 8 kV, and satisfy Performance Criteria B as specified. 


Definition of Performance Criteria B: 


After the test, the equipment shall continue to operate as intended without operator intervention.  


No degradation of performance or loss of function is allowed, after the application of the 


phenomena below a performance level specified by the manufacturer, when the equipment is 


used as intended.  The performance level may be replaced by a permissible loss of performance.  


During the test, degradation of performance is however allowed.  However, no change of actual 


operating state or stored data is allowed to persist after the test.  If the minimum performance 


level (or the permissible performance loss) is not specified by the manufacturer, then either of 


these may be derived from the product description and documentation, and what the user may 


reasonably expect from the equipment if used as intended.  Operational is defined as described in 


A1.1.3.  The EUT must not become unsafe or dangerous because of these tests. 
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A2 Equipment and Configuration 


The FirstVu HD shall be tested in the manufacturer-defined mode emulating typical worst-case 


operational conditions.  Power will be supplied through the manufacturers supplied power cord.  


The test system provides for visual and support equipment monitoring of EUT activity and 


performance to identify EUT function. 


A3 EN 301 489-1 International Standard-Table 5 


 


A4 EN 55022 International Standard Tables 6 and 8 
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A5 IEC 61000-4-3 International Standard Figure 2 
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A6 IEC 61000-4-2 International Standard Figure 6 
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A7 IEC 61000-4-4 International Standard Figure 7 


 


A8 IEC 61000-4-4 International Standard Figure 5 
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A9 Photographs of Equipment and Test Setups 
A9.1 Photographs of Equipment Under Test 
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A9.2 Radiated Emissions Test set up Photograph 
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A9.3 Radiated Field Immunity Test set up Photograph 


 
 
A9.4 Electrostatic Discharge Immunity Test set up Photograph 
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A10 Test Equipment List for Rogers Labs, Inc. 


Equipment (Serial Number)       Calibration Due 
 
Spectrum Analyzer: Rohde & Schwarz ESU40 (100108)    5/14 
Spectrum Analyzer: HP 8562A, 11518, 11519, and 11520 (3051A05950)  5/14 
 Mixers: 11517A, 11970A, 11970K, 11970U, 11970V, 11970W   
Spectrum Analyzer: HP 8591EM (3628A00871)     5/14 
Antenna:  EMCO Biconilog Model: 3143 (9607-1277)    5/14 
Antenna:  Sunol Biconilog Model: JB6 (A100709)     10/14 
Antenna:  EMCO Log Periodic Model: 3147  (40582)    10/14 
Antenna:  Com Power Model: AH-118 (10110)     10/14 
Antenna:  Com Power Model: AH-840 (101046)     10/14 
Antenna:  Antenna Research Biconical Model: BCD 235 (169)   10/14 
Antenna:  EMCO 6509 (9502-1374)       10/14 
LISN: Compliance Design Model: FCC-LISN-2.Mod.cd (126)   10/14 
R.F. Preamp Com-Power Model: CPPA-102 (01254)    10/14 
Cable: Belden RG-58 (L1-CAT3-11590)      10/14 
Cable: Belden RG-58 (L2-CAT3-11590)      10/14 
Cable: Belden 8268 (L3)        10/14 
Cable: Time Microwave: 4M-750HF290-750 (L4M)    10/14 
Cable: Time Microwave: 10M-750HF290-750 (L10M)    10/14 
Frequency Counter: Leader LDC825       2/14 
Oscilloscope Scope:  Tektronix 2230       2/14 
Wattmeter:  Bird 43 with Load Bird 8085      2/14 
Power Supplies: Sorensen SRL 20-25, SRL 40-25, DCR 150, DCR 140  2/14 
R.F. Generators: HP 606A, HP 8614A, HP 8640B     2/14 
R.F. Power Amp 65W Model: 470-A-1010      2/14 
R.F. Power Amp 50W M185- 10-501      2/14 
R.F. Power Amp A.R. Model: 10W 1010M7      2/14 
R.F. Power Amp EIN Model: A301       2/14 
LISN: Compliance Eng. Model 240/20       2/14 
LISN: Fischer Custom Communications Model: FCC-LISN-50-16-2-08  2/14 
Antenna:  EMCO Dipole Set 3121C       2/14 
Antenna:  C.D. B-101         2/14 
Antenna:  Solar 9229-1 & 9230-1       2/14 
Audio Oscillator: H.P. 201CD       2/14 
AC Power Source: Ametek 3001IX-CTS-EOS1 (352A00713)   2/14 
EMC Test System Transient Tester: EMC Specialists (TR-3000 F-S-D-V-1529) 2/14 
ESD Test Set 2010i          2/14 
Fast Transient Burst Generator Model: EFT/B-101     2/14 
Field Intensity Meter: EFM-018       2/14 
KEYTEK Ecat Surge Generator        2/14 


117







Rogers Labs, Inc.   Digital Ally  
4405 W. 259th Terrace  Model: FirstVu HD 
Louisburg, KS  66053  Test #: 140220A SN: 05D0-04FD 
Phone/Fax: (913) 837-3214 Test to:  EN 301 489-1/3, 61000-6-1  Date: April 9, 2014  
Revision1  File: FirstVu HD EN 301 489 3 140220A Page 30 of 32 


A11 Qualifications 


Scot D. Rogers, Engineer 


Rogers Labs, Inc. 


Mr. Rogers has approximately 17 years’ experience in the field of electronics.  Working 


experience includes six years working in the automated controls industry and 6 years working 


with the design, development and testing of radio communications and electronic equipment. 


 


Positions Held: 


 Systems Engineer: A/C Controls Mfg. Co., Inc. 6 Years 


 Electrical Engineer: Rogers Consulting Labs, Inc. 5 Years 


 Electrical Engineer: Rogers Labs, Inc. Current 


Educational Background: 


 Bachelor of Science Degree in Electrical Engineering from Kansas State University 


 Bachelor of Science Degree in Business Administration Kansas State University 


 Several Specialized Training courses and seminars pertaining to Microprocessors and 


Software programming 
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A12 FCC Site Registration Letter 
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A13  Industry Canada Site Registration Letter 
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May 13, 2013 
 
Mr. Matt Andrews 
Hardware Engineering Manager 
Digital Ally Inc. 
9705 Loiret Blvd 
Lenexa, KS 66053 
 
 
RE:  FCC Class B Test Report and DoC for Model: First Vu HD 
 
 
Mr. Andrews: 
 
Enclosed please find the CISPR and FCC Class B Certification Data, Report, and Declaration of 
Conformity for your aforementioned equipment.  The equipment tested demonstrated compliance 
with CFR 47 15B, CISPR, and ICES-003 requirements for Class B equipment.   
 
Please complete the following to fulfill the requirements for Self-Authorization, additional 
compliance information is also attached below: 
 
1) Complete the labeling requirements per Sections 2.954, 15.19, 15.21, and 15.105(b). 
2) Add schematics and design drawings of the unit to the report. 
3) Include a record of the procedures used for production, inspection and testing. 
4) Add Owner’s/Operator’s Manual to report. 
5) No FCC submittal is required.  Keep a copy of the report and additions on file at Digital 


Ally Inc. for future reference. 
 
 
If you have any questions, please do not hesitate to call.  Thank you for the opportunity to be of 
service. 
 
Best Regards, 
 


 
Scot D. Rogers  
Rogers Labs, Inc.  
 
 
  


ROGERS LABS, INC. 


4405 West 259th Terrace 
Louisburg, KS 66053 
Phone / Fax (913) 837-3214 
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For the Self-Authorization DoC procedures, the following applies: 


Information to be included in the owners’ manual and/or product label 
Per 15.19(a)(5) the following statement shall be displayed in the manual or pamphlet supplied with the 
device: 
 


“This device complies with Part 15 of the FCC Rules.  Operation is subject to the following two 
conditions:  (1) This device may not cause harmful interference, and (2) this device must accept any 
interference received, including interference that may cause undesired operation.” 
 


In addition, per 15.19(b)(3) the device shall also be labeled with one of the following with the text placed on 
the pamphlet: 
 
      
 
 
 
 
 
§15.21 Information to User: 
 
The users’ manual or instruction manual for an intentional or unintentional radiator shall caution the user 
that changes or modifications not expressly approved by the party responsible for compliance could void 
the user’s authority to operate the equipment. 
 
§15.105(b) Information to User: 
 
For a Class B digital device or peripheral, the instructions furnished the user shall include the following or 
similar statement, placed in a prominent location in the text of the manual: 
 
 NOTE:  This equipment has been tested and found to comply with the limits for a Class B digital 
device, pursuant to part 15 of the FCC Rules.  These limits are designed to provide reasonable protection 
against harmful interference in a residential installation.  This equipment generates uses and can radiate 
radio frequency energy and, if not installed and used in accordance with the instructions, may cause 
harmful interference to radio communications.  However, there is no guarantee that interference will not 
occur in a particular installation.  If this equipment does cause harmful interference to radio or television 
reception, which can be determined by turning the equipment off and on, the user is encouraged to try to 
correct the interference by one or more of the following measures: 
 
 - Reorient or relocate the receiving antenna. 
 - Increase the separation between the equipment and receiver. 
 - Connect the equipment into an outlet on a circuit different from that to which the receiver is 


connected. 
- Consult the dealer or an experienced radio/TV technician for help. 


 
 
Industry Canada compliance procedures, the following applies: 


 
CAN ICES-3(B) / NMB-3(B) 
 
 


First Vu HD 


Tested to comply 
With FCC Standards 


FOR HOME OR OFFICE USE 
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ENGINEERING TEST REPORT FORM 
For 


TESTING to EN 300 440-2 v1.4.1 
 


For 
Digital Ally 


9705 Loiret Blvd 
Lenexa, KS 66219 


 
 


Model: FirstVu HD 
  
  


Mobile Short Range Data transmitter 
Frequency 2412-2462 MHz 


Short Range Device Transmitter class 8 
 
 
Test Date:  February 20, 2014 
  
Certification Date: February 20, 2014 
 


Certifying Engineer:  
Scot D. Rogers 
Rogers Labs, Inc. 
4405 West 259th Terrace 
Louisburg, KS 66053 
Telephone/Facsimile: (913) 837-3214 


 
 
This report shall not be reproduced except in full, without the written approval of the laboratory.  
This report must not be used by the client to claim product certification, approval or endorsement 
by NVLAP, NIST, or any agency of the Federal Government. 


ROGERS LABS, INC. 


4405 West 259th Terrace 
Louisburg, KS 66053 
Phone / Fax (913) 837-3214 
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 List of Measurements 
 


The following list of measurements represents the complete list of measurements tested for 


compliance with ETSI EN 300-440-1. 


7.1 Equivalent Isotropically radiated power 


7.2 Permitted range of operating frequencies 


7.3 Spurious emissions 


7.4 Duty cycle 


8.3 Receiver Spurious Emissions 
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Equivalent Isotropically Radiated Power (e.i.r.p.) Sub Clause 7.1 
Applicants declared operating frequency band 2402 - 2480 MHz 
 
Lowest frequency        2,412 MHz                     Highest frequency        2,462 MHz  
 
Rated output power (maximum) < 10 mW  
 
Antenna:  The device utilizes an integral antenna with 3-dBi gain. 
 
Bandwidth of measurement receiver 1.0 MHz 
 
 


 
Test Conditions 


Transmitter peak power (dBm) 
Lowest 


frequency 
Middle 


frequency 
Highest 


frequency 
Tnom 21.1°C Vnom 3.70 Vdc -0.48 -0.42 -0.51 


Tmin -30 °C Vmin 3.14 Vdc -0.70 -0.64 -0.73 


Vmax 4.25 Vdc -0.70 -0.64 -0.73 


Tmax 55 °C Vmin 3.14Vdc -1.78 -1.72 -1.81 


Vmax 4.25 Vdc -1.78 -1.72 -1.81 


Maximum deviation from rated 
output under normal conditions (dB) 


0.5 0.5 0.5 


Measurement uncertainty (dB) 1.5 dB 


Limit Sub Clause 7.1.3 


Class Radiated peak power (e.i.r.p.) W / dBm 


1.0 ≤ f ≤ 5.0 GHz 5.0 < f ≤ 20.0 GHz f < 20.0 GHz 


I 10 mW / 10 dBm 210 mW / 14 dBm 100 mW / 20 dBm 


II 500 mW / 27 dBm 


III 500 mW / 27 dBm 2 W / 33 dBm 
  
Reference Number(s) Of Test Equipment Used (for references see test equipment listing). 
5, 6, 7, 9, 10, 11, 12, 13 
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Operating Frequency Sub Clause 7.2 
 
Applicants declared operating frequency band 2402 - 2480 MHz 
 
Lowest frequency        2,412 MHz                     Highest frequency        2,462 MHz  
 
Rated output power (maximum) < 10 mW  
 
Antenna:  The device utilizes an integral antenna with 3-dBi gain. 
 
Bandwidth of measurement receiver 1.0 MHz 
 
 


Test conditions Frequency (MHz) 


Tnom 21.1°C Vnom 12.0V 2402.0 


2473.0 


Measurement uncertainty Hz 1000 


 


Band edge limits 


Fl = 2400.0 MHz Fh = 2483.5 MHz 


 
 
Reference Number(s) Of Test Equipment Used (for references see test equipment listing) 
5, 6, 7, 9, 10, 11, 12, 13 
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Transmitter Spurious Emissions Sub Clause 7.3 
Transmitter Spurious Emissions (Radiated) Sub Clause 7.3.4 & 7.3.5 
Applicants declared operating frequency band 2402 - 2480 MHz 
Lowest frequency        2,412 MHz                     Highest frequency        2,462 MHz  
Rated output power (maximum) < 10 mW  
Antenna:  The device utilizes an integral antenna with 3-dBi gain. 
Bandwidth of measurement receiver 1.0 MHz 
Transmitter operating Modulated, Frequency static 
 


Frequency (MHz) Measuring receiver bandwidth (MHz) Spurious emissions level (µW) 


4824.0 1 0.00058 


7236.0 1 0.00111 


9648.0 1 0.00104 


12060.0 1 0.00144 


14472.0 1 0.00125 


4874.0 1 0.00055 


7311.0 1 0.00106 


9748.0 1 0.00109 


12185.0 1 0.00194 


14622.0 1 0.00131 
4924.0 1 0.00040 
7386.0 1 0.00099 
9848.0 1 0.00111 
12310.0 1 0.00140 
14772.0 1 0.00165 


Measurement uncertainty (dB) 4 dB 


Limit Sub Clause 7.3.7 
State 47 to 74 MHz 


87.5 to 118 MHz 
174 to 230 MHz 
470 to 862 MHz 


Other frequencies 
 25 to ≤ 1000 MHz 


Frequencies  1000 
MHz 


Operating 4 nW 250 nW 1µW 
Standby 2 nW 2 nW 20 nW 


  
Reference Number(s) Of Test Equipment Used (for references see test equipment listing) 
5, 6, 7, 9, 10, 11, 12, 13 
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Transmitter Duty Cycle Sub Clause 7.4 
 
Worst-case duty cycle operation could reach Class 4. 
 
Receiver Spurious emissions, Sub clause 8.3.5 
Applicants declared operating frequency band 2402 - 2480 MHz 
 
 
Spurious emissions receiver operating – conducted 


Channel Frequency 
(MHz) 


Spurious Emission 
Frequency (MHz)  


Spurious Emission 
Level (dBm) 


Measurement 
Bandwidth (kHz) 


2437.00   1000 


   1000 


   1000 


   1000 


Measurement uncertainty 1.5 dB 


 
Note: No Emissions found less than 20 dB below limit 
 
Limits  


Frequency Range Limit Measurement Bandwidth 


30 MHz to 1 GHz -57 dBm 100 kHz 


1 GHz to 12,75 GHz -47 dBm 1 MHz 


 
Receiver spurious emissions measurement was performed as defined in EN 300 440 – 8.3 
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Test Equipment and Ancillaries Used For Tests 
 
To simplify the identification on each page of the test equipment used, on each page of the test 
report, each item of test equipment and ancillaries such as cables are identified (numbered) by 
the Test Laboratory, below. 
 
Reference Instrument/Ancillary Type Manufacturer Serial Number 


1 Spectrum Analyzer HP 8562A Hewlett Packard 3051A05950 


2 Spectrum Analyzer HP8591EM Hewlett Packard 3628A00871 


3 Receive Antenna Biconilog/3143 EMCO 9607-1277 


4 Receive Antenna Log Periodic /3147 EMCO 40582 


5 Receive Antenna Double Ridge Horn Com-Power 10110 


6 Receive Antenna Loop EMCO 6509 9502-1379 


7 Power supply DC Power supply BK Precision N961313540 


8 Temperature Chamber Tenney Jr Tenney 11504-72 


9 Spectrum Analyzer Rohde & Schwarz ESU40 100108 


10 Pre-Amplifier Com-Power PA-010 171003 


11 Pre-Amplifier Com-Power CPPA-102 01254 


12 Pre-Amplifier Com-Power PA-22 711923 


13     


14     
 
 


Additional Information Supplementary To Test Report 
Page No. Remarks 
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Photographs of the equipment 
External photograph front side 


 
External photograph Back side  
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Photograph of Test Setup 
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Welcome 
 
For a number of years, the IACP has recognized the value of mobile video recorders for 
the protection of officers, their agencies, and the public they serve.  As new digital 
technology rapidly began to replace existing analog systems, the IACP was concerned 
with the quality and reliability of the technology.  To ensure the continued success of in-
car camera programs, in 2005 the IACP Cutting Edge of Technology Project was tasked 
with establishing minimum performance specifications for digital in-car video systems. 
 
The objective of this initiative was two-fold: 1) As law enforcement leadership 
recognized that those managing in-car video systems had little in terms of impartial 
information with which to evaluate, purchase, and manage systems, it became imperative 
that a document was needed to provide objective guidance and outline optimum system 
parameters that would promote officer safety and quality video for evidentiary purposes; 
and 2) It was necessary for manufacturers and system providers to better understand the 
overall needs of their law enforcement customers in the design and marketing of these 
digital in-car systems. 
 
Through a grant from the U.S. Department of Justice, National Institute of Justice (NIJ) 
Office of Science and Technology, the IACP established a Digital Video Systems (DVS) 
Advisory Panel in March 2005 that included voluntary participation from law 
enforcement practitioners, video system manufacturers, and the scientific and technical 
community.  Six task groups were formed to address specific components of the technical 
specifications document: quality measurement, data security, operational measurements, 
officer safety, interoperability, and testing and certification.   
 
Over the next three years, the DVS Advisory Panel participants conducted field tests at 
various locales using multiple police agencies and vehicles in an effort to: 
 
• Identify a standard “theater of operations” defined by the field-of-view of an in-


car camera during a routine traffic stop.  In doing so, the Panel sought to 
determine the relative sizes of critical objects (e.g. license plates, weapons) within 
the field-of-view. 


• Examine the effects of operating conditions (e.g. inclement and extreme weather 
and light level) on the ability of standard systems to resolve critical objects. 


• Measure the quality of video recordings produced by in-car systems as compared 
to known test criteria to develop parameters for performance of the in-car 
systems. 


 
Following multiple field measurements, lengthy collaborative discussions, and a series of 
Advisory Panel meetings between 2005 and 2008, this document is the culmination of a 
great deal of effort and dedication from all parties involved in this initiative.  Yet as with 
seemingly any technological innovations, digital in-car camera systems technology is 
certain to evolve. Thus, the IACP intends for this to be a living document, monitoring 
industry advancements and technology as it matures and advances. 
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Foreword 


Over a period of three years, a panel of law enforcement representatives, scientists, and 
equipment manufacturers worked together in an unprecedented effort to develop a set of 
minimum performance benchmarks for digital in-car video systems.  This open letter to 
all the participants in this project is to thank you – and commend you – for the spirit of 
cooperation, collegiality, and dedication to common goals that made this a true 
collaboration. 
 
We all recognized the value of video technology for enhancing officer safety, fighting 
crime, and strengthening public support of the police. 
   
Now it is up to all of us – equipment manufacturers, scientists, and police officers – to 
carry the message of this document forward to our customers and colleagues.  It is our 
collective responsibility to make sure the technology in use by law enforcement is 
capable of providing high quality evidence to protect both the public and the police. 
 
Industry representatives should use this opportunity to forge new relationships with each 
other.  Use your renewed commitment to high quality video technology to identify to 
your customers the products that will best support police officers and the citizens they 
serve. 
 
Law enforcement officials must use the power of peer-to-peer communication to inform 
colleagues of the critical importance of the quality of the images.  In recent years, 
numerous court cases have depended on video from mobile recorders to help defend 
officers against charges of misconduct or, sadly, to speak for officers who are unable to 
speak for themselves. 
 
The scientific community must help us find objective methods of measuring image 
quality, push the boundaries of current technology, and identify emerging technologies.  
Sharing this knowledge will benefit all stakeholders. 
 
We want to sincerely thank all who have participated in this project, but remind you that 
the work is not yet complete.  Some formidable challenges still lie ahead, and we will 
continue to count on your dedicated support of the goals of this project as these minimum 
standards, specifications and accompanying documents adjust to technological and 
scientific advances as we move into the future of digital media and its adopted use in 
public safety.. 
 
Chief Mike Burridge (ret)  
L3-Communications Mobile-Vision 
“Digital Video Standards for Public Safety” Executive Committee Co-Chair 
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Section 1 – General Information 
 


1.1 Scope 
 
The scope of this document is limited to vehicular video and audio recording systems 
used by law enforcement agencies for recording events occurring in and around the 
vehicle. 
 
1.2 Purpose 
 
The purpose of this document is to establish minimum performance specifications for 
digital recording systems to enhance 1) officer safety, and 2) the effectiveness of 
audio/video evidence by identifying the scientifically measured, minimum performance 
levels appropriate for use by law enforcement.  To achieve this mission, the performance 
of digital systems must be objectively measured and the level of performance necessary 
and appropriate to meet the needs of law enforcement must be identified.   
 
The requirement to comply with these specifications applies to any mobile digital video 
equipment delivered to a law enforcement agency 18 months following the published 
date of the specifications.  Said equipment must meet the minimum performance 
specifications and show proof of certification and compliance, as determined by the 
International Association of Chiefs of Police (IACP). 
 
1.3 Application 
 
This document applies to vehicle-mounted digital video recording systems that record at 
least one camera.  This document also applies to vehicle-mounted digital video and audio 
recording systems that record at least one camera and at least one microphone. 
 
The minimum electrical hazard and performance requirements outlined within this 
specifications document are based on limited international harmonized requirements that 
may not be all inclusive for the local country, i.e. normative body.  Additional 
consideration should be given when evaluating products to such electrical hazard and 
performance requirements outlined within this specifications document as it relates to the 
local authorities having jurisdiction outside of the United States.   
 
1.4 Definitions 
 
“Will, Shall, Must;” denote mandatory key safety items that are crucial for officer safety 
and “shall” not be deviated from. 
 
“Recommended, Should, May;” state preferred practices that agencies “may” deviate 
from. 
 
 


140







1.4.1 Acceptance Test: This refers to any procedure used when a new product is 
received, or a product is returned from maintenance, to verify that a product or 
software is performing according to the manufacturer’s specifications for a 
specific use.  Common examples include but are not limited to: the use of 
diagnostic software to test a new computer before it is used to process evidence, 
and the processing of a set of known standards to verify that the known standards 
can be processed within an acceptable range of results. 


 
1.4.2 Accuracy: Refers to how close the actual value obtained is to the range of 


acceptable values.  For example, is the color balance close enough to the optimal 
color balance to be considered an accurate photographic reproduction?  Also 
refers to the margin of error in measuring a value. 


 
1.4.3 Active Storage: A storage location or device (i.e. server) which Digital 


Multimedia Evidence (DME) is transferred to from the in-vehicle recorder using 
any method.  Active Storage shall provide ready access to recently recorded DME 
which has not been moved to Archival Storage due to elapsed time from the 
original recording creation date.  Access to DME in Active Storage may or may 
not require administrator interaction based on departmental policy.   


 
1.4.4 Administrative Review: A procedure used to check for consistency with 


agency/laboratory policy and for editorial practice.   
 
1.4.5 Ambient Interference: The conducted and/or radiated electromagnetic 


interference and/or mechanical motion interference, at a specific test location and 
time, which might be detrimental to the proper recording system or device 
performance. 


 
1.4.6 Amperage: A measurement of electrical current 
 
1.4.7 Archival Image: Any image placed on media that is suitable for long-term 


storage. 
 
1.4.8 Archival Storage: A storage location or device to which DME is moved after a 


designated amount of time.  Access to DME contained within Archival Storage 
may be limited and may require administrator authorization to review or move 
back to Active Storage.   


 
1.4.9 Archive: Offline storage of DME intended for long-term storage and retrieval. 
 
1.4.10 Archive Copy: A copy of data placed on media suitable for long-term storage and 


retrieval.   
 
1.4.11 Archive Image: 1) any image placed on media that is suitable for long-term 


storage. 2) a bit stream duplicate of the DME placed on media that is suitable for 
long-term storage and retrieval. 
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1.4.12 Archiving: Long-term storage of data. 
 
1.4.13 Authentication: 1) a security measure designed to protect a communications 


system against acceptance of a fraudulent transmission or simulation by 
establishing the validity of a transmission, message, or originator. 2) a means of 
identifying individuals and verifying their eligibility to receive specific categories 
of information. 3) evidence by proper signature or seal that a document is genuine 
and official. 4) in evasion and recovery operations, the process whereby the 
identity of an evader is confirmed. 5) a means of proving the origin of the 
evidence and that it has not subsequently been altered (or, where alteration has 
occurred, that such alterations are properly identified). 6) the process of 
determining whether a recording or image is original, continuous, and free from 
unexplained alterations.   


 
1.4.14 Authenticity: The quality or condition of being authentic, trustworthy, or 


genuine. 
 
1.4.15 Bundled: Accessories or software that are included in the purchase of the main 


item such a computer or a major software application. 
 
1.4.16 Capture: The process of producing the DME from a natural event. 
 
1.4.17 Capture Device: A device used to record DME and associated metadata. 
 
1.4.18 CD/DVD (compact disc/digital versatile disc): Optical disc formats designed to 


function as digital storage media. 
 
1.4.19 Chamfer: To cut off the edge or corner of, bevel. 
 
1.4.20 Chain of Custody: The chronological documentation of the movement, control, 


locations and possession of evidence. 
 
1.4.21 Codec: A device/program capable of encoding and/or decoding digital data.  


Codecs encode a stream or signal for transmission, storage or encryption and 
decode it for viewing and listening.   


 
1.4.22 Compression: The process of condensing the size of a video file (measured in 


bits per second for a stream, or bytes for a file/clip). 
 
1.4.23 Consistency: The degree of uniformity, standardization, and freedom from 


contradiction among the video/data or parts of a system or component. 
 
1.4.24 Copy: An accurate reproduction of information. 
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1.4.25 Corruption: A process wherein data in memory or on disk is unintentionally 
changed, with its meaning thereby altered or obliterated. 


 
1.4.26 DAT: Digital Audio Tape 
 
1.4.27 Data Extraction: The identification and recovery of information contained within 


a recording, which may not be immediately apparent through visual/aural 
inspection. 


 
1.4.28 Data File: A set of binary information representing DME. 
 
1.4.29 Data Integrity: The accuracy of data and its conformity to its expected value, 


especially after being transmitted or processed. 
 
1.4.30 Date Stamping: A software feature that automatically inserts the current date into 


the data file. 
 
1.4.31 Digital Image: A photographic image that is represented by discrete numerical 


values organized in a two-dimensional array or video stream.  Each discrete block 
of the array is called a pixel. 


 
1.4.32 Digital Multimedia Evidence (DME): Data representing audio essence, video 


essence, metadata, and any other information attached to a digital file. 
 
1.4.33 Digital Recording: The storage of information in a binary-encoded (digital) 


format.  Digital recording converts information (text, graphics, sound, or pictures) 
to strings of 1s and 0s that can be physically represented on a storage medium.  


 
1.4.34 Display: A visual readout device. 
 
1.4.35 Download: The process of receiving data from another digital source. 
 
1.4.36 Duplicate: An acceptably accurate and complete reproduction of all data objects 


independent of the physical media. 
 
1.4.37 Encryption: The process of coding data so that a specific code or key is required 


to restore the original data. 
 
1.4.38 Export: To move information from one system or program to another.  Files that 


consist only of text can be exported in ASCII (plain text format).  For files with 
graphics however, the receiving system or program must offer some support for 
the exported file’s format in order for the data to be displayed. 


 
1.4.39 Format Conversion: To transfer DME material from one media type to another 


and/or from one recording method to another. 
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1.4.40 Hash: A mathematical formula that generates a unique number used to verify the 
data’s integrity. 


 
1.4.41 Image Authentication: The scientific examination process used to verify that the 


information content of the analyzed material is an accurate rendition of the 
original data by some defined criteria.  These criteria usually involve the 
interpretability of the data, and not simple format changes that do not alter the 
meaning or content of the data. 
Examples include: Determining the degradation of a transmitted image; 
Determining whether a video is an original recording or an edited version; 
Evaluating the degree of information loss in an image saved using lossy 
compression; determining whether an image contains feature-based modifications 
such as the addition or the removal of elements in the image (e.g. adding bruises 
to a face).  


 
1.4.42 Image Transmission: The act of moving images from one location to another. 
 
1.4.43 Import: To bring information from one system or program into another.  The 


system or program receiving the data must somehow support the internal format 
or structure of the data. 


 
1.4.44 Integrity: 1) the completeness of the digital multimedia evidence throughout its 


lifecycle. 2) The degree to which a system or component prevents unauthorized 
access to, or modification of, digital video and or data associated with such video. 


 
1.4.45 Intermediate Storage: Any media or device on which data is temporarily stored 


for transfer to permanent or archival storage. 
 
1.4.46 Internal Circuit Test: A test function (whether manually or automatically 


initiated) that verifies that all device internal signal processing circuitry is 
working correctly. 


 
1.4.47 Locked File: A file on which one or more of the usual types of manipulative 


operations cannot be performed – typically, one that cannot be altered by 
additions or deletions. 


 
1.4.48 Log File: A record of actions, events, and related data. 
 
1.4.49 Logical Copy: An accurate reproduction of information contained within a 


logical volume. 
 
1.4.50 Mass Storage: Any device for the storage of large amounts of data. 
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1.4.51 Metadata: Data frequently embedded within a file that describes information 
about or related to the file or directory in which it is embedded.  This may include 
but is not limited to the locations where the content is stored, dates and times, 
application specific information, and permissions. 


 
1.4.52 Multimedia Evidence: Analog or digital media, including, but not limited to, 


film, tape, magnetic and optical media, and/or the information contained therein.   
 
1.4.53 Native File Format: The original form of a file.  This usually refers to a file 


format that is associated with, and unique to, a specific software application 
program.   


 
1.4.54 Network Topology: Graphical representation of a network. 
 
1.4.55 Nominal Value: The numerical value of a device characteristic as specified by 


the manufacturer. 
 
1.4.56 Non-Removable Recording Media: Any data storage that is housed within 


another device and cannot be removed from that device without disassembly of 
the device. 


 
1.4.57 Physical Copy: An accurate reproduction of information contained on the 


physical device. 
 
1.4.58 Physical Image: A bit stream duplicate of data contained on the physical device. 
 
1.4.59 Pinch Points: Points at which it is possible to be caught between moving parts, or 


between moving and stationary parts of a piece of equipment. 
 
1.4.60 Pixel: A picture element. 
 
1.4.61 Power Density: Power density per unit area or energy density flux per unit area. 
 
1.4.62 Primary Image: Refers to the first instance in which an image is recorded onto 


any media that is a separate, identifiable object.  Examples include a digital image 
recorded on a flash card or a digital image downloaded from the Internet.   


 
1.4.63 Processed Image: Any image that has undergone enhancement, restoration or 


other operation. 
 
1.4.64 Proprietary: A quality of a technique, technology, or other in which it is owned 


and controlled by a company or other party, and is thereby only usable or 
adaptable as allowed by that party.   


 
1.4.65 Proxy: A compressed copy of the original DME.  A proxy can be transmitted 


faster than the original data. 
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1.4.66 Recorded Evidence Reference Lifecycle: The stages or states in which a 


recording will exist from the time it is created until it is destroyed. 
 
1.4.67 Reference Lifecycle: The stages or states that are applicable to the 


recommendations in this document. 
 
1.4.68 Reliability: The extent to which information can be depended upon. 
 
1.4.69 Removable Media: Any portable device that contains data.  Storage media that 


can be removed from the recording device. 
 
1.4.70 Sample Rate: The number of horizontal lines of video information and the 


number of samples on each line. 
 
1.4.71 Storage Media: Any object on which DME is preserved. 
 
1.4.72 Transcoding: The direct digital-to-digital conversion from one format to another.  


It involves decoding/decompressing the original data to an intermediate format 
and re-encoding. 


 
1.4.73 Validation: The process of performing a set of experiments and/or tests which 


establishes the efficacy and reliability of a tool, function, or procedure or 
modification. 


 
1.4.74 Validation Testing: An evaluation to determine if a tool, technique, or procedure 


functions correctly as intended for a specific application using a representative 
sample. 


 
1.4.75 Validity Check: The process of analyzing data to determine whether it conforms 


to predetermined completeness and consistency parameters. 
 
1.4.76 Vehicle Video Evidence Capture System Reference Lifecycle: The stages or 


states in which the recording equipment in the vehicle (e.g. recorder, camera, etc.) 
will exist from the time it is first received by the operating agency until it is 
properly disposed of. 


 
1.4.77 Verification: The process of confirming the accuracy of any copy of the DME to 


the original DME. 
 
1.4.78 Working Copy: An accurate copy or duplicate of the original DME that can be 


used for subsequent processing and/or analysis. 
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1.5 Acronyms 
 
ABA   American Bar Association 
AFSC   United States Air Force Charts 
ANSI   American National Standards Institute 
ASCLD-LAB American Society of Crime Lab Directors/Laboratory 


Accreditation Board 
CPSC   Consumer Product Safety Commission 
DSS   Digital Spread Spectrum 
DVS   Digital Video System 
DME   Digital Multimedia Evidence 
EDD   Electronic Disruption Device 
EIA   Electronics Industry Association 
ESSID   Extended Service Set Identification 
ETATS  Enforcement Technologies Advisory Technical Subcommittee 
FCC   Federal Communications Commission 
FMVSS  Federal Motor Vehicle Safety Standards 
HF   High Frequency 
IACP   International Association of Chiefs of Police 
IEC   International Electrotechnical Commission 
IEEE   Institute of Electrical and Electronic Engineers 
ISO   International Standards Organization 
MDT   Mobile Data Terminal 
MDVR  Mobile Digital Video Recorder 
MVS   Mobile Video System 
NFPA Intl  National Fire Protection Association International 
NHTSA  National Highway Transportation Safety Administration 
NTSC   National Television Standards Committee 
RC4   Rivest Cipher 4 
RFP   Request for Proposal 
SAE   Society of Automotive Engineers 
SIA   Security Industry Association 
SMPTE  Society of Motion Picture and Television Engineers 
SSID   Service Set Identification 
SSL   Secure Sockets Layer 
UHF   Ultra High Frequency 
UL   Underwriters Laboratories Inc. 
ULC   Underwriters Laboratories of Canada 
VHF   Very High Frequency 
VVCS   Vehicle Video Capture System 
WMV   Windows Media Format 
WORM  Write Once, Read Many 
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1.6 Units of Measure 
 
Reference the standards to which the measurements apply.  In all other cases, Society of 
Automotive Engineers (SAE) measurement standards will be used. 
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Section 2 – Applicable Standards 
 


2.1 All mobile video systems and related audio equipment must conform to the 
applicable minimum standards as set by the following: 
 


a) Electronic Industries Association (EIA) 
b) Federal Communications Commission rules and regulations (FCC) 
c) Institute of Electrical and Electronic Engineers (IEEE) 
d) International Electrotechnical Commission (IEC) 
e) International Organization for Standardization (ISO) 
f) National Fire Protection International (NFPA) 
g) National Highway Traffic Safety Administration (NHTSA) 
h) Society of Automotive Engineers (SAE) 
i) Underwriters Laboratories Inc. (UL) 
j) Underwriters Laboratories of Canada (ULC) 


 
2.2 Vendors must be able to provide a White Paper that establishes that it adheres to 


the minimum performance specifications of this document, and that the 
technology used is generally accepted in the relevant field. 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


149







Section 3 – Officer/Occupant Safety 
 


3.1 Requirements for any and all physical equipment installed in the motor 
vehicle for the purpose of collecting Digital Multimedia Evidence (DME). 


 
3.1.1 Items installed or located in the interior of the vehicle per the manufacturers’ 


installation instructions and supplied hardware shall remain in place during a 
reasonably foreseeable crash.  This will be determined by a static pull test.  The 
force applied to the item will correspond to 50 times its own weight (50g).  This 
force must be maintained for at least one (1) full second.  The test shall be 
conducted from a minimum of three (3) different angles to simulate frontal, side, 
and rear collision directions.  The item will be allowed to move or pivot on any 
adjustable mounts or joints as long as it does not move into a location that could 
increase the likelihood of impact with an occupant or into a hazardous area such 
as an airbag deployment zone. 


 
3.1.1.1 Any items installed in the interior of the vehicle shall meet the requirements 


stated in Federal Motor Vehicle Safety Standard 201 [October 1, 2002] Occupant 
Protection in Interior Impact (see Appendix B). 


 
3.1.1.2 Exposed exterior surfaces, corners, fasteners, and controls that could be contacted 


by an occupant during a collision shall be of a design that minimizes the potential 
for injury.  Edges and corners shall have a minimum 1/8-inch (3.2mm) radius or 
chamfer or be padded with an energy absorbing material to minimize the risk of 
injury.  Note: This correlates to Federal Motor Vehicle Safety Standard 201 (5.4) 
[October 1, 2002] See Appendix B. 


 
3.1.1.3 No equipment will be installed in any original vehicle manufacturer’s designated 


airbag deployment zone.  Alternatively, this requirement can be met if the airbag 
corresponding to the airbag deployment zone that is violated is turned off or 
disabled in accordance with National Highway Traffic Safety Administration 
(NHTSA) guidelines and vehicle occupants are clearly warned with a readily 
visible placard or illuminated indicator that the airbag has been disabled.   


 
3.1.1.4 Manufacturers shall provide the customer the necessary brackets, mounting 


hardware, and installation instructions that if followed properly will ensure the 
vendor’s equipment is installed in accordance with all appropriate Federal Motor 
Vehicle Safety Standards (FMVSS) that are in place at the time of the contract 
between the vendor and the consumer. 


 
3.1.2 All controls and components should be located and designed to minimize driver 


distraction.  The control pad should be designed and organized to minimize 
officer workload.  The record button should be readily identifiable by size, color, 
location, and/or other design features.  The record button should be easily 
accessible by officers wearing gloves.  This can be simulated by the use of UL’s 
articulated probe consisting of a radial tip of one inch as defined in UL 250. 
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3.1.2.1 All cameras should default to autofocus.  The manufacturer may provide an 


autofocus override system for all except the front-facing camera if desired.  An 
autofocus override system for the front-facing camera shall be provided.  The 
override system should be configurable to prevent operation while the vehicle is 
in motion.   


 
3.1.2.2 System components shall be capable of being illuminated for ready identification 


during periods of darkness.  Backlit controls are preferred.  The illumination level 
shall be capable of being controlled over a range from bright to dark.  The 
illumination level shall be set by either a discrete control within the unit itself or 
by linking to vehicle dash illumination control.  The viewing screen light level 
shall be controlled simultaneously with the controls or independently.  The 
viewing screen shall be capable of being completely dimmed.  An operator must 
have the ability to blackout the system on demand. 


 
3.1.3 Installed equipment shall be located to minimize interference with the view of the 


driver. 
 
3.1.3.1 Installed equipment shall be located to also minimize interference with the view 


of the front-seat passenger. 
 
3.1.3.2 No item in the system that is installed in the vehicle, other than the camera and (if 


included) a replacement to the factory-installed rear-view mirror that meets 
applicable federal standards, shall extend below the AS-1 line.  This line has been 
determined in Federal Motor Vehicle Safety Standard 205 [October 1, 2002] 
Glazing Materials (ANSI/SAE Z26.1) (see Appendix C) to be the minimum 
vertical sight line necessary for safe vehicle operation.  It can commonly be 
located on the vehicle at the bottom of the factory-installed tint band at the top of 
the windshield.  At one or both sides of the windshield near the “A-pillar” is a 
printed designation visible from the outside of the vehicle marked “AS-1.”  To 
ensure safe vehicle operation, equipment located in other locations shall not 
impair the driver’s view to the front, sides, or rear of the vehicle.  Alternatively, a 
manufacturer may elect to perform the SAE tests for vertical visibility that 
determine the AS-1 line if it wants to extend below this line at locations rearward 
of the windshield.  The minimum height for eye level above the seat cushion will 
be as determined for an SAE 90% male model. 


 
3.1.3.3 Before being placed into service, equipment installed in the passenger 


compartment should be checked by drivers and occupants of various sizes and 
builds in order to ensure that it does not interfere with any speedometer, warning 
lights, gauges, mirrors, or essential controls, placed in the vehicle by the OEM. 


 
3.1.3.4 Manufacturers shall specify equipment-mounting locations to comply with this 


specification in their installer’s guide or owner’s manual, or will provide a list of 
vehicles for which the vendors’ systems will meet this specification. 
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3.1.4 Installed equipment shall be properly fused to minimize shock and fire hazards. 
 
3.1.4.1 All wiring shall meet industry standards applicable to the wire application.  For 


example, wiring and electronic components contained within the system housing 
such as the camera body, control panel, and monitor shall comply with the 
appropriate certification requirements as referenced in NFPA70 and applicable 
UL Standards.  Wiring exterior to these components will meet all applicable 
Society of Automotive Engineers (SAE) standards for gauge, insulation type, 
fusing, connectors, etc. 


 
3.1.4.2 All systems shall be properly grounded using the same industry standards as 


above and if necessary, due to the presence of hazardous voltage or amperage 
levels, shall be equipped with ground fault interrupters to prevent shock and 
electrocution hazards.  Properly grounded equipment will also provide the most 
reliable service for the user and minimize many sources of electromagnetic 
interference. 


 
3.1.4.3 Manufacturers shall provide information in their installer’s guides or owner’s 


manuals that specifies the proper wiring, fuses, connectors, and connection points 
with the vehicle electrical system and grounding points. 


 
3.1.5 Elimination of hazardous pinch points. 
 
3.1.5.1 Care shall be taken in the design to minimize potential injury of officer due to 


pinching by moveable parts (e.g. doors, brackets, latches). 
 
3.2 Items Carried by the Officer 
 
3.2.1 No parts that can come into contact with human skin shall be allowed to reach a 


temperature capable of causing a burn injury.  Reference UL 60950,”Safety of 
Information Technology Equipment” as amended December 1, 2000.  Items 
carried on the officer’s person or uniform shall not pose an undue risk of injury. 


 
3.2.2 Any system component carried on the officer’s person shall meet all Underwriters 


Laboratories Standards for shock/electrocution and burn prevention.  All batteries 
used in such devices shall meet Underwriters Laboratories Standards for safety. 
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3.2.3 The manufacturer shall provide a warning that components and controls shall not 
be placed on the officer’s person so that it prohibits free access to and removal of 
a firearm, baton, pepper spray, handcuffs, etc.  The following proposed statement 
should be prominent in the owner’s manual: 


 
“Placement of items on the duty belt can restrict ready access to 
important equipment.”  The location of the wireless transmitter or any 
other device provided with this system that is carried on the officer’s 
person should be chosen with great care and consideration.  After a 
location is selected, the officer should test access to and practice drawing 
primary items such as service firearms and secondary defense devices 
such as aerosol subject restraint, batons, electronic control devices, etc.  
Proper operation of handheld radios and other signaling devices should 
also be tested as should access to handcuffs and other restraining devices.” 


 
3.2.4 Any body-worn cords or wires shall be of such construction that they minimize 


the risk of strangulation or injury from strangulation, cutting off of blood flow or 
laceration during assault, slipping, falling, or other types of incidents.  Body-worn 
cords shall also be of such construction that they minimize possible injury during 
a vehicle crash. 


 
3.2.5 Any component worn or carried by the officer shall be of smooth construction 


properly rounded or chamfered to minimize the possibility of injury.  The 
components shall be free of sharp points or edges that could cause injury during a 
fight, slip, fall, or other type of incident.  In addition, all clips and retention 
devices should be designed to minimize the possibility of pinch points that could 
cause injury. 


 
3.3 Record Indicators 
 
3.3.1 A system shall have an illuminated record indicator readily visible to persons 


outside the vehicle to the front and passenger side that indicates when the system 
is actively recording.  This indicator light shall be able to be disabled. 
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Section 4 – General Mobile Video System Specifications 
 


4.1 Mobile Video Systems Components 
 


This document applies to vehicle-mounted digital video recording systems that 
record at least one camera.  This document also applies to vehicle-mounted digital 
video and audio recording systems that at least one camera and at least one 
microphone.   


 
4.1.1 The DME shall accurately and reliably reproduce the viewable image, the audible 


sound, and associated metadata. 
 
4.1.2 The system shall maintain consistent audio/visual recording quality while subject 


to interference from the following sources: 
 


a) High-powered radio frequency transmissions 
b) Other radio frequency interference (including UHF, VHF, and HF 


transmitters) 
c) Automobile alternator, ignition, and electrical systems 
d) Fan motors from automobile heaters and air conditioners 
e) Other patrol vehicle electrical systems to include radios, emergency 


lights, sirens, mobile data computers, and speed-measuring devices. 
f) High-voltage power line, traffic signals, neon signs, etc. 


 
4.1.3 When in operation, the mobile video system must not generate electromagnetic 


interference or radiation that interferes with communications or other electronic 
equipment found within a police vehicle. 


 
4.1.4 The Vehicular Recording System shall operate within the range of temperatures 


from 0 to 120 degrees Fahrenheit or between -17.8 and 48.9 degree Celsius. 
 
4.2 Vehicular Recording Front-Facing Primary Camera System 
 
4.2.1 The Vehicular Recording System camera and lens will be equipped with 


autofocus, automatic exposure, and automatic white balance. 
 
4.2.2 The Vehicular Recording System camera shall have a backlight compensation 


setting. 
 
4.2.3 The Vehicular Recording System’s Front-Facing Camera shall be capable of 


being rotated 360 degrees on its mount in a horizontal plane or 180 degrees in 
either direction from its front-facing position without having to loosen any screws 
or knobs.   
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4.2.4 The Vehicular Recording System Front-Facing Camera shall provide a minimum 
field of view of 24 feet in width at a distance of 35 feet (40 degrees) with all 
optional zoom settings at the full wide angle view.   


 
4.2.5 The Vehicular Recording System shall provide both automatic and manual focus 


capabilities which are user selectable. 
 
4.2.6 The camera shall offer a signal-to-noise ratio of at least 46db. 
 
4.2.7 The Vehicular Recording System’s video monitor shall be a minimum of 3 inches 


(diagonally measured) and able to display color.   
 
4.2.8 The Vehicular Recording System monitor shall be capable of displaying a live 


picture from the system camera(s) when the system is on (even if recording is not 
in progress). 


 
4.2.9 The Vehicular Recording System shall include a system speaker to provide 


monitoring of live audio from the wireless microphone as well as recorded sounds 
during playback mode.  The system shall contain a readily accessible control(s) to 
adjust the volume and enable and disable monitoring of live audio. 


 
4.2.10 The Vehicular Recording Device shall operate independently of the monitor.  


“Operate independently” means that the system shall be able to record without the 
image or sound being displayed. 


 
4.2.11 The Vehicular Recording System Monitor shall have the capability to selectively 


display: date/time, user identification information, emergency light indication, 
siren indication, braking indicator and microphone activation indicator.  These 
items shall be captured for each video frame in the metadata and not 
superimposed onto, added to, or be embedded in the video stored on the 
recording. 


 
4.2.12 The Vehicular Recording System shall be capable of recording audio from a 


wireless microphone at a range of 1,000 feet, line of sight, under ideal conditions. 
 
4.2.13 The Vehicular Recording System wireless microphone shall contain an integrated 


antenna. 
 
4.2.14 The Vehicular Recording System’s operator shall have the ability to deactivate 


audio from the wireless microphone without stopping or disabling the recording 
of video. 


 
4.2.15 The Vehicle Recording wireless microphone shall be able to activate audio and 


video recording from the remote transmitter. 
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4.2.16 The Vehicle Recording wireless microphone shall contain a microphone built into 
the device worn by the user. 


 
4.2.17 The Vehicular Recording wireless microphone shall use FCC-approved frequency 


bands. 
 
4.2.18 The Vehicular Recording wireless microphone shall be able to be synchronized or 


paired to a specific receiver in the vehicle without any manual adjustment by the 
user. 


 
4.2.19 The Vehicular Recording wireless microphone shall contain a rechargeable 


battery with a minimum battery-life of 15 hours (passive mode) or a talk time of 
3.5 hours (active mode).   


 
4.2.20 The Camera or Vehicular Recording System shall provide the following controls: 
 


a) Power on/off 
b) Play 
c) Record start 
d) Fast Forward 
e) Rewind 
f) Stop 
g) Pause 
h) Zoom in/out 
i) Auto Focus on/off 
j) Backlight Compensation 
k) Manual Focus 


 
4.2.21 The Camera or Vehicular Recording System shall provide the following 


Indicators: 
 


a) System Power On 
b) Microphone On 
c) Media inserted and operational with remaining capacity/time available 
d) Recording 
e) Fast Forward 
f) Rewind 
g) Stop 
h) Time Counter 
i) Diagnostic Display showing the results as specified in 5.7.1 through 


5.7.1.3 
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4.2.22 The Vehicular Recorder System’s recording functions shall be activated by any of 
the following methods: 


 
a) User pushes the “record” button 
b) Activation of the emergency lights and/or sirens 
c) User activates the “record” button on the wireless microphone 


transmitter 
 
4.2.23 The Vehicular Recording System shall be capable of recording events 


uninterrupted for a minimum of three and a half (3.5) hours at a minimum image 
refresh rate of 30 frames per second (fps) per camera. 


 
4.2.24 When pre-event and/or post-event DME capture is provided by the Vehicular 


Recording System, it shall be possible to enable or disable the pre-event and post-
event audio capture capability while continuing to capture the remaining DME 
items. 


 
4.3 Vehicular System Electric Conditions 
 
4.3.1 The Vehicular Recording System shall be protected from damage due to input of 


voltage, reverse polarity, and electrical transients that may be encountered. 
 
4.3.2 The Vehicular Recording System shall operate on a filtered power source, 


regulated, and short-circuit protected.  The voltage supplied to the system shall 
meet the manufacturer’s specifications and shall not vary with fluctuations of the 
system’s electrical system voltage of between 9 and 18 volts. 


 
4.3.3 Loss of operating power or disconnection from the vehicle battery shall not result 


in the system requiring programming.  Sudden loss of power shall not cause loss 
of any DME previously written to DME storage. 
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Section 5 – Security Features 
 


5.1 Restricted Access to Programming Functions 
 


The Vehicular Recording System shall have the capability to restrict access to the 
programming functions, including but not limited to time/date features. 


 
5.2 Erasure Prevention 
 


The Vehicular Recording System shall have the capability of preventing the user 
from erasing, altering, and/or recording over previously recorded information 
from either inside the vehicle or at the recording device controls. 


 
5.3 Vehicular Recording System Integrity 


 
User interfaces shall prevent the input of invalid data that exceeds the system’s 
expected ranges. 


 
5.4 Consistency 
 
5.4.1 Time Consistency 
 
5.4.1.1 The Vehicular Recording Video Capture System shall provide a mechanism to 


capture the time and date of DME creation. 
 
5.4.1.2 Time stamping of DME elements (video, audio, metadata) shall be consistent 


within all system components.   
 
5.4.1.3 All elements of the Digital Multimedia Evidence (DME) shall remain accurate 


with respect to the recording as it was captured. 
 
5.4.1.4 The Vehicle Recorder, Active Storage, and Archival Storage Systems clocks shall 


be capable of being synchronized to an external time reference.   
 
5.4.1.5 The Vehicular Recording System’s recorder clocks shall be capable of remaining 


synchronized with each other within 33 milliseconds when connected to an 
external time reference.  The DME Audit Log and DME metadata shall indicate 
when time synchronization to the external time reference was not available.   


 
5.5 DME Verification 
 
5.5.1 The DME, or removable media containing the DME, shall indicate either the ID 


number(s) of the operator(s)/officer(s) assigned when the DME was captured or 
the vehicle ID in which the DME was recorded. 
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5.5.2 All electronic transfer of the DME shall have an automated verification 
mechanism.  Information consisting of a minimum 128 bit hash value shall be 
attached to the DME when first recorded.  The automated mechanism shall not 
introduce any visible or audible artifacts into the DME. 


 
5.6 Transfer of Digital Assets 
 
5.6.1 Physical Digital Asset Transfer Using Removable Media: 
 
5.6.1.1 An integrity check shall be used to validate that the DME on the Active Storage is 


an exact duplicate of any data on the removable storage media prior to the 
clearing of the data on the removable storage media. 


 
5.6.1.2 The DME Audit Log shall contain the following items when the DME on a 


removable media device (e.g. spinning optical, flash, digital tape, or removable 
magnetic) is transferred to Active Storage: 


 
a) Name or ID (badge number or employee number) of officer or person 


submitting digital asset for transfer; 
 
b) A verification check per section 5.5.2 shall be performed and logged to 


validate that the DME transferred to the Active Storage is an exact 
duplicate prior to any clearing of data on the removable storage media; 


 
c) Active Storage retention period for the DME 


 
5.6.2 Wireless Data Transfer: 
 


An integrity check shall be used to validate that the DME on the Active Storage is 
an exact duplicate to any data on the recorder prior to the information being 
deleted from the recorder 


 
5.6.2.1 Wireless Transfer Network Topology: 
 


A wireless network used to transfer the DME from the recorder to Active Storage 
shall, at a minimum, use 128-bit encryption to create a secure connection for the 
DME to be transferred.  Manufacturers, at their customers’ discretion, may 
provide other security technologies that surpass 128-bit encryption. 
 
IEEE standards-based wireless networking equipment shall support the following 
security standards: 
 


a) Customized network name; 
b) Disabled SSID/ESSID (Network Name) broadcast; and 
c) 128-bit RC4 link encryption 
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Additional security standards which exceed those set by the standards listed above 
may be applied to the wireless link as defined by the customer or the 
manufacturer.  
 
If non-IEEE standards-based wireless networking equipment is used, it should be 
configured to at least meet the equivalent minimums defined in 5.6.2.1. 
 


5.6.2.2 DME Audit Log on the Active Storage 
 


The DME Audit Log shall contain the following items when wireless DME 
transfer from the recorder to Active Storage is used: 
 


a) An indication that a successful wireless connection with the recorder 
was completed; 


b) Time/date of transfer; 
c) Active Storage retention period for the DME; 
d) A verification check per section 5.5.2 shall be performed and logged to 


validate that the DME transferred to the server is an exact duplicate 
prior to any clearing of data on the recorder storage medium. 


 
5.6.3 Wired Data Transfer: 
 


An integrity check shall be used to validate that the original DME transferred to 
the Active Storage is an exact duplicate to any DME on the recorder prior to the 
information being deleted from the recorder. 


 
5.6.3.1 Wired Transfer Network Topology 
 


A private network (i.e. separate from any other networks) used to transfer the 
DME from the recorder to Active Storage shall be considered secure since it is 
limited in its scope and is restricted from being accessed by any device except for 
the recorder and the Active Storage server. 
 
A public network (i.e. where the data must cross over another non-private 
network) used to transfer the DME from the recorder to Active Storage or 
between Active Storage and Archival Storage shall, at a minimum, use 128-bit 
encryption to create a secure connection for the DME to be transferred.  
Manufacturers, at their customers’ discretion, may provide other security 
technologies that surpass 128-bit encryption.   
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5.6.3.2 DME Audit Log Items on the Active Storage 
 


The DME Audit Log shall contain the following items when a wired DME 
transfer from the recorder to Active Storage is used: 
 


a) An indication that a successful wired connection with the recorder was 
completed; 


b) Time/date of transfer 
c) Active Storage retention period for the DME 
d) A verification check per section 5.5.2 shall be performed and logged to 


validate that the DME copied to the server is an exact duplicate prior 
to any clearing of data on the removable storage medium. 


 
5.6.4 Transfer from Active Storage to Archival Storage 
 


The DME Audit Log shall contain the following items when the DME is 
transferred from Active Storage to Archival Storage: 
 


a) The identity of the user initiating the transfer (if the process is not 
automated); 


b) Time/date of the transfer; 
c) Archival Storage retention for the DME – It is anticipated that the 


Archival Storage retention period will be recomputed and not 
necessarily related to the previous Active Storage retention period 
associated with the DME; 


d) A verification check per section 5.5.2 shall be performed and logged to 
validate that the DME transferred from Active Storage to Archival 
Storage is an exact duplicate prior to the clearing of Active Storage. 


 
5.6.5 Retrieval of DME from Archival Storage back to Archive Storage 
 


The DME Audit Log shall contain the following items when the DME is 
transferred from Archival Storage to Active Storage: 
 


a) The identity of the user initiating the transfer (if the process is not 
automated); 


b) Time/date of the transfer; 
c) A verification check per section 5.5.2 shall be performed to validate 


that the DME transferred back to Active Storage is an exact duplicate 
should the DME stored in Archival Storage be removed; 


d) An Active Storage retention period for the DME – It is anticipated that 
the Active Storage retention period will be recomputed and is not 
necessarily related to the previous Archival Storage retention period 
associated with the DME.  The DME shall be returned to the Archival 
Storage after expiration of the Active Storage retention period. 
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5.6.5.1 The Active and Archival Storage systems shall provide a mechanism for backing-


up the DME. 
 
5.6.5.2 The Active and Archival Storage systems should utilize fault tolerant storage or 


similar technology. 
 
5.6.6 Removal of DME from both Active Storage and Archival Storage 
 
5.6.6.1 The DME Audit Log shall contain the following items when any portion of the 


DME is permanently removed from both Active Storage and Archival Storage: 
 


a) The user identity initiating the removal (if the process is not 
automated); 


b) Time/date of the removal; 
c) An indication of what components of the DME were removed. 


 
5.6.6.2 In systems that may support the creation of a lower bit-rate instance of the DME, 


the DME Audit Log shall also contain an indication that a lower bit-rate instance 
of the removed DME components has been created.   


 
5.7 Vehicular Recorder System Security 
 


The following items shall be included to protect the Vehicular Recording System 
and its removable media: 


 
5.7.1 Equipment Diagnostics 
 
5.7.1.1 When powered, the recorder shall perform a self-test to ensure complete 


functionality.  If the recorder does not pass the self-test, it shall immediately 
notify the user. 


 
5.7.1.2 The recorder shall be able to monitor itself while in operation.  Should a 


component of the recorder fail while in operation, the recorder shall immediately 
notify the user. 


 
5.7.1.3 The recorder shall provide the following minimum media diagnostics: 
 


a) Indicate the amount of storage space remaining on the media; and 
b) Send a notification to the user (audible/visual) that storage is reaching 


its maximum capacity. 
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5.7.2 Equipment Enclosure 
 
5.7.2.1 The recording device shall be physically mounted in the vehicle, following the 


manufacturer’s recommendations, to prevent removal without tools and deter theft 
of the device. 


 
5.7.3 Removable Media Security 
 
5.7.3.1 The recording media shall be secured using a security mechanism that prevents 


unauthorized removal of the storage media from the recorder. 
 
5.7.3.2 The recording device shall indicate when media is inserted into the recorder. 
 
5.7.3.3 If non-removable recording media is being used, it shall be housed inside the 


recorder to prevent tampering with and/or destruction of the media. 
 
5.7.3.4 The manufacturer shall provide guidelines on the media life-cycle. 
 
5.7.3.5 Removable media shall contain the following items and markings: 
 


a) Tamper detection process; 
b) Damage protection; and 
c) The media must be marked on the exterior with an identifying number 


(or markings) that identifies each media and makes that media unique. 
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Section 6 – Digital Asset Recording 
 


6.1 Video Systems Measurements 
 


These tests apply to video obtained under section 7.1.1. from the primary camera. 
 
6.1.1 Dynamic Range Measurement 
 


The purpose of this test is to determine the degree to which the system under test 
will be able to record both light and dark contents in the scenes. 


 
6.1.1.1 Record several seconds of video of a step tablet, illuminated in a sensitometer, 


with a brightness range of 10,000 to 1. 
 
6.1.1.2 Light should be nominally 2,800 to 3,200 degrees Kelvin. 
 
6.1.1.3 Capture a number of frames as per the process provided by the system vendor and 


open them in a software program such as Adobe Photoshop. 
 
6.1.1.4 Using a sampling tool with at least 5x5 pixels, measure the red, green, and blue 


values of each of the steps. 
 
6.1.1.5 Using the data for the sensitometer, plot the brightness values for each step as a 


function of its log (base 10) exposure value (corrected for color temperature). 
 
6.1.1.6 Determine the point on the log exposure axis at which the response curve is flat 


due to saturation.  This is the saturation point. 
 
6.1.1.7 Determine the point on the response where the signal due to both light and noise 


is equal to twice the noise level alone.  This is the threshold point. 
 
6.1.1.8 Subtract the threshold point value from the saturation point value.  This is the 


dynamic range in terms of log exposure. 
 
6.1.1.9 The system should have a range of 2.0 log exposure or more. 
 
6.1.2 Static Resolution 
 


The purpose of this test is to determine if the system is able to capture images of 
small items of importance in the typical scenes it is likely to encounter in practice. 


 
6.1.2.1 Working at an incident light level in the range from 500 lux to 2,000 lux, record 


several frames of video of a high-contrast, bar-type resolution test target. 
 
6.1.2.2 Capture selected video frames and examine them to determine that the bars are 


clear enough to be counted correctly. 
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6.1.2.3 The target should have bars that are nominally horizontal, vertical, and at 45 


degrees. 
 
6.1.2.4 The system should be capable of resolving bars that represent one-half of a line 


pair per inch (both lines of equal width, one black and one white) at a frame width 
of 24 ft.  This requirement will increase to one line pair per inch one year after 
this initial specification goes into effect. 


 
6.1.2.5 Equivalent geometry can be used. 
 
6.1.3 Aspect Ratio 
 


The purpose of this test is to determine if the system presents images to the user 
that have the correct aspect ratio (width to height) so that measurements can be 
made. 


 
6.1.3.1 Record several frames of a test target with a circle and a square. 
 
6.1.3.2 Capture several frames and measure the height and the width of the test target 


elements to assure that they have their claimed aspect ratio to within 2% of 1 to 1. 
 
6.1.4 Color Fidelity 
 


The purpose of this test is to determine the degree to which the system under test 
can capture colors accurately so that color can be reliably used in analyses of the 
recorded video. 


 
6.1.4.1 Record several frames of video of a Macbeth Corporation Color CheckerTM.  The 


light should be at 5,000 to 6,000 Kelvin and between 300 and 400 lux incident 
light. 


 
6.1.4.2 The target has well rendered primaries (red, green, blue, cyan, magenta, and 


yellow) and six shades of gray. 
 
6.1.4.3 Determine the CIE/Lab dimensions for each patch in the test target. 
 
6.1.4.4 Open the frames in image editing software such as Adobe Photoshop and measure 


the CIE/Lab parameters for each patch using a sampling tool with a view of at 
least 5x5 pixels. 


 
6.1.4.5 Subtract the measured values from the respective patch values for all 12 patches. 
 
6.1.4.6 Square the individual differences and sum them. 
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6.1.4.7 Divide by 36 (the number of values).  This is the mean squared error.  The mean 
squared error for the system under test should be less than 204. 


 
6.1.5 Dynamic Modulation 
 


The purpose of this test is to determine the ability of the system under test to 
reproduce moving portions of the scene as a function of item size, velocity, and 
scene brightness.  It invokes the system’s shutter function, compression function, 
and image capture process. 


 
6.1.5.1 Record a test target moving at known velocities ranging from the equivalent of up 


to 45 miles per hour at a frame width of 24 feet and distance of 35 feet, or optical 
equivalent. 


 
6.1.5.2 The test target should move across the video frame and it should cover at least 


40% of the frame height. 
 
6.1.5.3 The test target should have two series of white and black bars that are the 


equivalent of two and four inches wide each. 
 
6.1.5.4 The test target will be illuminated at two levels: between 1,800 lux and 2,200 lux 


incident and between 9,000 and 10,000 lux incident. 
 
6.1.5.5 Capture frames and open them in an editing software package such as Adobe 


Photoshop. 
 
6.1.5.6 Render the images as grayscale images. 
 
6.1.5.7 Measure the brightness levels of the dark and light bars using a sampling tool with 


a window of at least 5x5 pixels. 
 
6.1.5.8 Subtract the dark bar values from the light bar values to determine the 


modulation. 
 
6.1.5.9 Normalize the modulation for each velocity by dividing it by the modulation of 


the stationary test target. 
 
6.1.5.10 Plot the relative modulation as a function of the velocity of the target. 
 
6.1.5.11 The relative modulation should be at least 50% at 15 miles per hour 


equivalent at both light levels. 
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6.1.5.12 There shall be no dropped frames.  The test shall capture the expected 
number of frames as specified by the manufacturer and as determined by target 
motion used in section 6.1.5.1.  Each captured frame shall show the target 
progressing through the frame the expected number of pixels as determined by the 
target motion used in section 6.1.5.1. 


 
6.1.6 Rolling Shutter Distortion 
 


The purpose of this test is to provide an indication of the angle between a moving 
vertical line and the representation of that line that is caused by the process the 
camera uses to sample the real image formed by the camera lens. 


 
6.1.6.1 The angle between the bars recorded in the dynamic modulation test and true 


vertical will be measured at each light level. 
 
6.1.6.2 This is a measure that a forensic video analyst can use to correct any 


measurements that might be made.  There will be no basic requirement in this 
specification. 


 
6.1.7 Microphone 
 


The purpose of this test is to determine whether the transmitter can communicate 
intelligibly with the in-car mounted system over the required distance. 


 
6.1.7.1 Procedure 
 
6.1.7.2 Set out 500, 750, and 1,000 foot markers along an open pathway. 
 
6.1.7.3 With the transmitter positioned to prevent any object from impeding the 


transmission path to the in-car receiver, play recorded audio (at normal roadside 
speaking volumes) to the microphone at each of the distances, starting at the 
1,000 ft. mark. 


 
6.1.7.4 Record the transmitted signal at the in-car system. 
 
6.1.7.5 Compare the system recording to the original for clarity. 
 
6.1.7.6 The recoded sound message must be intelligible. 
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Section 7 – Interoperability 
 
7.1 Active or Archival Storage Server (see Appendix D) 
 


The Active Storage Server or the Archival Storage Server shall provide two 
interoperability formats to export the DME. 


 
7.1.1 Decompressed DME Export 
 
7.1.1.1 The DME (images, sounds, metadata, and DME Audit Log) shall be capable of 


being exported in decompressed industry-standard file formats that are viewable 
and playable without the need for proprietary codecs, players, or viewers 
available from only the system manufacturer. 


 
7.1.1.2 The decompression mechanism shall provide an accurate representation of the 


images, sounds, and metadata as recorded. 
 
7.1.1.3 The decompressed images and sounds shall minimally comply with section 6.0 
 
7.1.1.4 A DME verification check shall be performed to confirm the automatic 


verification mechanism of Section 5.5.2 prior to exporting the decompressed 
DME. 


 
7.1.1.5 A verification report shall be included with the Decompressed DME Export 


stating the results of a DME verification check in section 7.1.1.4. 
 
7.1.1.6 The DME Audit Log on the Active Storage 
 


The DME Audit Log shall contain the following items when the Decompressed 
DME Export is performed: 
 


a) Identification of the person performing the export; 
b) Identification of the person receiving the export; 
c) Time and date of the export; 
d) A verification check per section 5.5.2 shall be performed and logged to 


validate the DME immediately prior to the decompressed DME 
export; 


e) A hash or other verification shall be computed for the exported 
decompressed DME using an industry-standard method, without the 
need for proprietary codecs, players, or viewers available from only 
the system manufacturer, and shall be provided with the exported 
decompressed DME. 
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7.1.2 Compressed DME Export 
 
7.1.2.1 The DME (images, sounds, metadata, and DME Audit Log) shall be capable of 


being exported in industry-standard file formats that are viewable and playable 
without the need for proprietary codecs, players, or viewers available from only 
the system manufacturer. 


 
7.1.2.2 A DME verification check shall be performed to confirm the automatic 


verification mechanism of Section 5.5. prior to exporting the compressed DME. 
 
7.1.2.3 A verification report shall be included with the Compressed DME Export stating 


the results of a DME verification check in Section 7.1.2.2. 
 
7.1.2.4 The DME Audit Log on the Active Storage 
 


The DME Audit Log shall contain the following items when the compressed 
DME export if performed: 
 


a) Identification of the person performing the export; 
b) Identification of the person receiving the export; 
c) Time and date of the export; 
d) A verification check per section 5.5.2 shall be performed and logged to 


validate the DME immediately prior to the compressed DME export; 
e) A hash or other verification shall be computed for the exported 


compressed DME using an industry-standard method, without the need 
for proprietary codecs, players, or viewers available from only the 
system manufacturer, and shall be provided with the exported 
compressed DME.   


 
7.2 Active Storage and Archival Storage Interoperable Exchange 
 


The Active Storage shall be interoperable with non-manufacturer specific 
Archival Storage systems. 
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Appendix A – Recommended Policies and Best Practices 
 


1.1 All mobile video systems should be of industrial/commercial grade and in full 
production.  No prototype models will be considered for testing.   


 
1.2 Requirements: 
 
1.2.1 The mobile video system (in-car camera) should have a proven, reliable record in 


actual vehicular use under a variety of conditions.  This record should be 
evidenced by either manufacturers’ testing results, or filed testing results by other 
law enforcement agencies. 


 
1.2.2 The vendor must have experience in manufacturing and supporting such systems 


to include provisions for parts and service as needed. 
 
1.2.3 The vendor should provide business and financial history upon request. 
 
1.2.3.1 Vendors that do not manufacture the components comprising the system should 


be authorized by the original component manufacturer to resell such components.  
A copy of a factory-authorized dealer certificate should be provided. 


 
1.2.3.2 All components of the system must comply with Federal Communications 


Commission (FCC) standards. 
 
1.2.3.3 To document vendors’ experience in the manufacturing, sales, and support of 


mobile video systems, the vendor should provide a list of several agencies to 
which mobile video systems were sold.  Letters of reference for verification 
should also be included. 


 
1.2.4 Sample and Demonstration: 
 


Prior to award, the agency reserves the right to require any bidder to provide 
complete video systems of the exact configuration offered for the purposes of 
evaluation to determine compliance with the specifications requirements. 


 
1.2.4.1 Any mobile video system may be field and laboratory-tested by state or 


independent laboratories to verify its acceptable level of performance and 
conformity to specifications. 


 
1.3 Warranty Section 
 
1.3.1 All camera, recorder, environmental control components, wireless microphones, 


and transmitters, receiver, monitor, and control circuit components should be 
warranted to ensure that they are fit for their intended purposes for a minimum of 
one year. 
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1.3.2 All defective equipment should be repaired or replaced within the contracted 
terms of the warranty.  Law enforcement agencies should take into consideration 
the down time of a vehicle placed out of service due to equipment failure. 


 
1.3.3 For warranty purposes, the warranty time begins with the initial installation of the 


said equipment in the vehicle. 
 
1.4 Vehicle Recording System Integrity 
 
1.4.1 If the unit does not have a discrete login capability, the officer assigned to the 


vehicle should log into the recorder prior to the use of the recorder.  This login 
may be through a user identification and authentication mechanism provided by 
the recorder or by standing in front of the camera and recording the officer’s 
image and voice. 


 
1.4.2 Before each shift, the officer should visually verify that the equipment has not 


been tampered with or been damaged. 
 
1.4.3 The IACP Model Policy requires that the officer conduct an operational readiness 


test of the system prior to the beginning of a tour of duty.  If the system is 
malfunctioning, the officer should notify a supervisor and communications.  The 
supervisor should make the determination as to when and how the system is 
repaired or in some cases whether to keep the unit in service. 


 
1.5 Active and Archival Storage Systems 
 
1.5.1 The Active and Archival Storage system should be located in a secured building 


(e.g. police station) in a room with restricted access (e.g. server room). 
 
1.5.2 The Active and Archival Storage system should be backed up at an off-site 


location. 
 
1.5.3 When the media is being transferred to another medium during the back-up, the 


file should also be stored separately from the main server. 
 
1.5.4 Access and authentication to the Active and Archival Storage system should be 


governed by the agency’s policies and procedures and should include additional 
levels of user authentication prior to granting access. 


 
1.5.5 Electronic notification should be provided for each DME intended to be removed 


from Active and Archival Storage at a time prior to removal based on operating 
agency policy according to the retention period for the DME. 


 
1.6 Removable Media Security 
 
1.6.1 Physical Tamper Detection 
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1.6.1.1 The operator of the recorder should perform a physical “check” of the removable 


media to ensure no tampering has occurred and that physical tamper-detection 
devices are in place. 


 
1.6.2 Key Management – Keys should be managed via agency policies and procedures 


such as: 
 


a) Identification of individual with key to media; 
b) Identification of individual with a “master” key; and 
c) Identification of individual that can replicate keys. 


 
1.7 Back Office Equipment Security 
 


Any space used by the agency to house or access the Active Storage, Archival 
Storage, and associated equipment housed in the agency’s back office should 
include: 
 


a) Equipment housed in secured facility with limited employee access; 
b) Secured system access; 
c) System captures standard “audit” information when user logs into the 


system; 
d) System captures number of times user attempts to log into the system; 
e) System user accounts become inoperable if more than three 


unsuccessful login attempts have been made. 
 
1.7.1 System “passwords” governed by agency policy requirements: 
 


a) Passwords to user accounts should be changed on a regular basis per 
departmental policy, though the IACP recommends that the user account 
passwords to the digital video system be changed every 30 days for 
enhanced security. 
 
b) Force “character” requirements for passwords (e.g. numeric, alpha, 
caps, etc.) 


 
1.7.2 Operational Policy Considerations: 
 


These are questions that should be considered when setting operational policy 
related to the use of the recorder, recorded material, or archive.  These 
considerations are items that support the recommendations in these specifications 
but are beyond the scope of the minimum recommendations. 


 
1.8 Operational Digital Asset Transfer Policy 
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1.8.1 The agency should have a documented transfer policy with procedures 
establishing: 


 
a) How the transfer of the DME from the vehicle takes place; 
b) Available storage capacity remaining limit at which point the DME 


should be transferred from the vehicle recorder. 
c) How equipment or removable media keys should be managed via 


policies and procedures, such as: 
 


i) Identification of individual with key to media; 
ii) Identification of individual with a “master” key. 
iii) Identification of individuals who can replicate keys. 


 
d) Who is allowed to initiate the transfer or handle any removable media; 
e) How to maintain a manual audit trail; 
f) Recommend audit trail metrics for instances when the physical 


(manual) transfer of the DME from the recorder to Active Storage uses 
a removable media device (e.g. spinning optical, flash, digital tape, 
removable magnetic); 


g) A system for establishing the identification (badge number or 
employee number) of the officer or person submitting the DME for 
transfer. (It is recommended that when a major incident occurs, 
authorized personnel respond to the scene and take custody of the 
DME); 


h) Media identification numbering system (if tracked by the department); 
i) The capture of the time/date of the transfer; 
j) The capture of the size of the DME transferred; 
k) The capture of the number of “copies” made to other media (e.g. tape, 


spinning, optical media, other server storage location); 
l) Acceptable retention periods for DME; 
m) How integrity checks are to be performed as a means to validate that 


the DME transferred to the active storage as an exact duplicate prior to 
any clearing of DME on the removable storage media; 


n) Indicate successful transfer of the DME capture; and 
o) Dictate how metadata are specifically coordinated and managed, to 


include where and how a user may or may not be permitted access. 
 
1.8.2 Archival Policies – How long the DME needs to be archived should be mandated 


by the agency in accordance with local and state laws.  It is an operational and 
departmental policy that needs to be established. 


 
1.8.3 Verification of location of capture of the DME – Proof of where the DME was 


captured through verification by the officer in the stated location. 
 
1.8.4 Electronic check of the DME Audit Log on the media. 
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1.9 Manufacturers’ Considerations 
 


Although not part of the minimum recommendations, these are additional areas 
that should be considered when specifying a Vehicle Video Recording System. 


 
1.9.1 Storage Solution 
 


• What are the methods of DME retention offered by the 
manufacturer? 
 


• Does the manufacturer provide a storage solution that facilitates 
the removal of the DME from the vehicle? 


 
• Types of storage solutions: 


i. Hard drive; 
ii. Digital cassette; 


iii. Optical media; 
iv. Flash media. 


 
• Transfer Methods: 


i. Automatic; 
ii. Manual; 


iii. Wireless; 
iv. Wired. 


 
• Ease of removal of the storage solution. 


 
• Does the manufacturer provide a method to electronically identify 


when the media is removed from the vehicle recorder and the 
individual logged into the system at the time the media was 
removed? 


 
• Does the manufacturer’s solution provide a method to configure an 


alert indicating when the maximum storage capacity in the vehicle 
equipment is being approached? 


 
• Does the manufacturer’s Active and Archival Storage system 


provide protection against failure of the storage solution? 
 


• Does the manufacturer’s vehicular equipment contain mechanisms 
to minimize the damage to the DME in case of vehicle crash, fire, 
and/or physical abuse? 


 
• Does the manufacturer’s equipment contain tamper detection 


mechanisms? 
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• Does the manufacturer’s equipment contain tamper resistance 
mechanisms? 


 
• What is the cost-effectiveness of the storage solution? 


 
• What is the shelf-life of the storage solution?  For a class 1 felony, 


can the digital asset be kept available for a minimum of 25 years 
and up to 75 years? 


 
• Does the manufacturer’s storage solution indicate when the 


recorder or removable media is operated outside of the 
manufacturer’s specified temperature range?  This indication may 
be used to determine when to recertify the equipment or replace 
the storage solution. 


 
• Does the recorder include functionality to track the estimated 


remaining lifetime of the removable media? 
 


• Does the manufacturer provide a method to electronically identify 
removable media? 


 
1.9.2 Chain of Custody 
 


• Does the manufacturer provide physical security for the vehicle 
equipment? 
 


• Are there mechanisms to prove that the DME is original? 
 
• Does the manufacturer include a CPU or Hardware ID of the 


vehicle recorder in the DME Audit Log? 
 


• Is there an ability to indicate where and when the DME was 
captured? 


 
• Does the equipment provide electronic validation of location and 


time synchronization between recorders through the use of GPS 
equipment? 


 
• Is the time and date on the recorders synchronized to the back 


office equipment? 
 


• Does the manufacturer provide evidence that the system 
components are synchronized in time? 


 
• Can the manufacturer provide a recording stream that is not 


alterable? 
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• Does the manufacturer provide the capability of assigning 


individuals authorization to access the media? 
 


• Does the manufacturer provide the capability of protecting the 
DME on removable media so that it cannot be accessed by 
unauthorized equipment? 


 
• Does the manufacturer provide synchronization between the record 


streams and the telemetry streams from one or more mobile 
systems for playback? 


 
• Does the manufacturer provide a method for the user of the vehicle 


recorder to log in and authenticate? 
 
1.9.3 Electronic Transfer 
 


 Does the manufacturer provide other security methods? 
 
 Cryptography methods other than 128-bit encryption may be used 


to create a private network connection for the DME transfer.  Does 
the manufacturer provide technical documentation to support 
admissibility hearings if an encryption method other than 128-bit 
encryption is used? 


 
 Other forms of high security tunnels (e.g. VPN, IKE, PKI, DES, 3 


DES, IPSec, AES, TKIP) are commercially available and provide 
security beyond what is provided by 128-bit encryption.  At their 
customers’ discretion, manufacturers may provide a higher level of 
data confidentiality for the transfer of DME.  Does the 
manufacturer provide technical documentation to support 
admissibility hearings that ensures that the link is secure and that 
the data transfer across the link meets the integrity requirements 
laid out in these specifications? 


 
 Manufacturers, at their customers’ discretion, may also provide 


encryption of the DME using commercially available or 
proprietary methods prior to transfer to active storage using one.  
Does the manufacturer provide technical documentation to support 
admissibility hearings to ensure that the DME, once decrypted on 
the other side of the transfer, is an exact duplicate of the original 
and meets the integrity requirements laid out in these 
specifications. 


 
 


176







Appendix B – Federal Motor Vehicle Safety Standards 201, 
“Occupant Protection in Interior Impact” 


 


§571.201 Standard No. 201; Occupant protection in interior impact. 


S1. Purpose and scope. This standard specifies requirements to afford impact protection 
for occupants. 


S2. Application. This standard applies to passenger cars and to multipurpose passenger 
vehicles, trucks, and buses with a GVWR of 4,536 kilograms or less, except that the 
requirements of S6 do not apply to buses with a GVWR of more than 3,860 kilograms. 


S3. Definitions. 


A-pillar means any pillar that is entirely forward of a transverse vertical plane passing 
through the seating reference point of the driver's seat. 


Ambulance means a motor vehicle designed exclusively for the purpose of emergency 
medical care, as evidenced by the presence of a passenger compartment to accommodate 
emergency medical personnel, one or more patients on litters or cots, and equipment and 
supplies for emergency care at a location or during transport. 


B-pillar means the forward most pillars on each side of the vehicle that is, in whole or in 
part, rearward of a transverse vertical plane passing through the seating reference point of 
the driver's seat, unless: 


(1) There is only one pillar rearward of that plane and it is also a rearmost pillar; or 


(2) There is a door frame rearward of the A-pillar and forward of any other pillar or 
rearmost pillar. 


Brace means a fixed diagonal structural member in an open body vehicle that is used to 
brace the roll-bar and that connects the roll-bar to the main body of the vehicle structure. 


Convertible means a vehicle whose A-pillars are not joined with the B-pillars (or 
rearmost pillars) by a fixed, rigid structural member. 


Convertible roof frame means the frame of a convertible roof. Convertible roof linkage 
mechanism means any anchorage, fastener, or device necessary to deploy a convertible 
roof frame. 


Convertible roof linkage mechanism means any anchorage, fastener, or device necessary 
to deploy a convertible roof frame. 
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Daylight opening means, for openings on the side of the vehicle, other than a door 
opening, the locus of all points where a horizontal line, perpendicular to the vehicle 
longitudinal centerline, is tangent to the periphery of the opening. For openings on the 
front and rear of the vehicle, other than a door opening, daylight opening means the locus 
of all points where a horizontal line, parallel to the vehicle longitudinal centerline, is 
tangent to the periphery of the opening. If the horizontal line is tangent to the periphery at 
more than one point at any location, the most inboard point is used to determine the 
daylight opening. 


Door frame means the rearmost perimeter structure, including trim but excluding glass, of 
the forward door and the forward most perimeter structure, including trim but excluding 
glass, of the rear door of a pair of adjacent side doors that: 


(1) Have opposing hinges; 


(2) Latch together without engaging or contacting an intervening pillar; 


(3) Are forward of any pillar other than the A-pillar on the same side of the vehicle; and 


(4) Are rearward of the A-pillar. 


Door opening means, for door openings on the side of the vehicle, the locus of all points 
where a horizontal line, perpendicular to the vehicle longitudinal centerline, is tangent to 
the periphery of the side door opening. For door openings on the back end of the vehicle, 
door opening means the locus of all points where a horizontal line, parallel to the vehicle 
longitudinal centerline, is tangent to the periphery of the back door opening. If the 
horizontal line is tangent to the periphery at more than one point at any location, the most 
inboard point is the door opening. 


Dynamically deployed upper interior head protection system means a protective device or 
devices which are integrated into a vehicle and which, when activated by an impact, 
provide, through means requiring no action from occupants, protection against head 
impacts with upper interior structures and components of the vehicle in crashes. 


Forehead impact zone means the part of the free motion headform surface area that is 
determined in accordance with the procedure set forth in S8.10. 


Free motion headform means a test device which conforms to the specifications of part 
572, subpart L of this chapter. 


Interior rear quarter panel means a vehicle interior component located between the rear 
edge of the side door frame, the front edge of the rearmost seat back, and the daylight 
opening. 


Mid-sagittal plane of a dummy means a longitudinal vertical plane passing through the 
seating reference point of a designated seating position. 
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Other door frame means the rearmost perimeter structure, including trim but excluding 
glass, of the forward door and the forward most perimeter structure, including trim but 
excluding glass, of the rear door of a pair of adjacent side doors that: 


(1) Have opposing hinges; 


(2) Latch together without engaging or contacting an intervening pillar; and 


(3) Are rearward of the B-pillar. 


Other pillar means any pillar which is not an A-pillar, a B-pillar, or a rearmost pillar. 


Pillar means any structure, excluding glazing and the vertical portion of door window 
frames, but including accompanying moldings, attached components such as safety belt 
anchorages and coat hooks, which: 


(1) Supports either a roof or any other structure (such as a roll-bar) that is above the 
driver's head, or 


(2) Is located along the side edge of a window. 


Roll-bar means a fixed overhead structural member, including its vertical support 
structure, that extends from the left to the right side of the passenger compartment of any 
open body vehicles and convertibles. It does not include a header. 


Seat belt anchorage means any component involved in transferring seat belt loads to the 
vehicle structure, including, but not limited to, the attachment hardware, but excluding 
webbing or straps, seat frames, seat pedestals, and the vehicle structure itself, whose 
failure causes separation of the belt from the vehicle structure. 


Seat belt mounting structure means: 


(a) A vehicle body or frame component, including trim, that incorporates an upper seat 
belt anchorage conforming to the requirements of S4.2.1 and S4.3.2 of 49 CFR 571.210, 
that is located rearward of the rearmost outboard designated seating position, and that 
extends above a horizontal plane 660 mm above the seating reference point (SgRP) of 
that seating position; and 


(b) A vehicle body or frame component, including trim, that incorporates an upper seat 
belt anchorage conforming to the requirements of S4.2.1 and S4.3.2 of 49 CFR 571.210, 
that is located forward of the rearmost outboard designated seating position, and that 
extends above a horizontal plane 460 mm above the SgRP of that seating position located 
rearward of the anchorage. 


(c) The seat belt mounting structure is not a pillar, roll bar, brace or stiffener, side rail, 
seat, interior rear quarter panel, or part of the roof. 


179







Sliding door track means a track structure along the upper edge of a side door opening 
that secures the door in the closed position and guides the door when moving to and from 
the open position. 


Stiffener means a fixed overhead structural member that connects one roll-bar to another 
roll-bar or to a header of any open body vehicle or convertible. 


Upper roof means the area of the vehicle interior that is determined in accordance with 
the procedure set forth in S8.15. 


Windshield trim means molding of any material between the windshield glazing and the 
exterior roof surface, including material that covers a part of either the windshield glazing 
or exterior roof surface. 


S4 Requirements 


S4.1 Except as provided in S4.2, each vehicle shall comply with either: 


(a) The requirements specified in S5, or, 


(b) The requirements specified in S5 and S6. 


S4.2 Vehicles manufactured on or after September 1, 1998 shall comply with the 
requirements of S5 and S6. 


S5 Requirements for instrument panels, seat backs, interior compartment doors, sun 
visors, and armrests. Each vehicle shall comply with the requirements specified in S5.1 
through S5.5.2. 


S5.1 Instrument panels. Except as provided in S5.1.1, when that area of the instrument 
panel that is within the head impact area is impacted in accordance with S5.1.2 by a 6.8 
kilogram, 165 mm diameter head form at— 


(a) A relative velocity of 24 kilometers per hour for all vehicles except those specified in 
paragraph (b) of this section, 


(b) A relative velocity of 19 kilometers per hour for vehicles that meet the occupant crash 
protection requirements of S5.1 of 49 CFR 571.208 by means of inflatable restraint 
systems and meet the requirements of S4.1.5.1(a)(3) by means of a Type 2 seat belt 
assembly at the right front designated seating position, the deceleration of the head form 
shall not exceed 80 g continuously for more than 3 milliseconds. 
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S5.1.1 The requirements of S5.1 do not apply to: 


(a) Console assemblies; 


(b) Areas less than 125 mm inboard from the juncture of the instrument panel attachment 
to the body side inner structure; 


(c) Areas closer to the windshield juncture than those statically contactable by the head 
form with the windshield in place; 


(d) Areas outboard of any point of tangency on the instrument panel of a 165 mm 
diameter head form tangent to and inboard of a vertical longitudinal plane tangent to the 
inboard edge of the steering wheel; or 


(e) Areas below any point at which a vertical line is tangent to the rearmost surface of the 
panel. 


S5.1.2 Demonstration procedures. Tests shall be performed as described in Society of 
Automotive Engineers Recommended Practice J921, "Instrument Panel Laboratory 
Impact Test Procedure," June 1965, using the specified instrumentation or 
instrumentation that meets the performance requirements specified in Society of 
Automotive Engineers Recommended Practice J977, "Instrumentation for Laboratory 
Impact Tests," November 1966, except that: 


(a) The origin of the line tangent to the instrument panel surface shall be a point on a 
transverse horizontal line through a point 125 mm horizontally forward of the seating 
reference point of the front outboard passenger designated seating position, displaced 
vertically an amount equal to the rise which results from a 125 mm forward adjustment of 
the seat or 19 mm; and 


(b) Direction of impact shall be either: 


(b)(1) In a vertical plane parallel to the vehicle longitudinal axis; or 


(b)(2) In a plane normal to the surface at the point of contact. 


S5.2 Seat Backs. Except as provided in S5.2.1, when that area of the seat back that is 
within the head impact area is impacted in accordance with S5.2.2 by a 6.8 kilogram, 165 
mm diameter head form at a relative velocity of 24 kilometers per hour, the deceleration 
of the head form shall not exceed 80g continuously for more than 3 milliseconds. 


S5.2.1 The requirements of S5.2 do not apply to seats installed in school buses which 
comply with the requirements of Standard No. 222, School Bus Passenger Seating and 
Occupant Protection (49 CFR 571.222) or to rearmost side-facing, back-to-back, folding 
auxiliary jump, and temporary seats. 
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S5.2.2 Demonstration procedures. Tests shall be performed as described in Society of 
Automotive Engineers Recommended Practice J921, "Instrument Panel Laboratory 
Impact Test Procedure," June 1965, using the specified instrumentation or 
instrumentation that meets the performance requirements specified in Society of 
Automotive Engineers Recommended Practice J977, "Instrumentation for Laboratory 
Impact Tests," November 1966, except that: 


(a) The origin of the line tangent to the uppermost seat back frame component shall be a 
point on a transverse horizontal line through the seating reference point of the right rear 
designated seating position, with adjustable forward seats in their rearmost design driving 
position and reclinable forward seat backs in their nominal design driving position; 


(b) Direction of impact shall be either: 


(b)(1) In a vertical plane parallel to the vehicle longitudinal axis; or 


(b)(2) In a plane normal to the surface at the point of contact. 


(c) For seats without head restraints installed, tests shall be performed for each individual 
split or bucket seat back at points within 100 mm left and right of its centerline, and for 
each bench seat back between points 100 mm outboard of the centerline of each outboard 
designated seating position; 


(d) For seats having head restraints installed, each test shall be conducted with the head 
restraints in place at its lowest adjusted position, at a point on the head restraint 
centerline; and 


(e) For a seat that is installed in more than one body style, tests conducted at the fore and 
aft extremes identified by application of subparagraph (a) shall be deemed to have 
demonstrated all intermediate conditions. 


S5.3 Interior compartment doors. Each interior compartment door assembly located in an 
instrument panel, console assembly, seat back, or side panel adjacent to a designated 
seating position shall remain closed when tested in accordance with either S5.3.1(a) and 
S5.3.1(b) or S5.3.1(a) and S5.3.1(c). Additionally, any interior compartment door located 
in an instrument panel or seat back shall remain closed when the instrument panel or seat 
back is tested in accordance with S5.1 and S5.2. All interior compartment door 
assemblies with a locking device must be tested with the locking device in an unlocked 
position. 


S5.3.1 Demonstration procedures. 


(a) Subject the interior compartment door latch system to an inertia load of 10g in a 
horizontal transverse direction and an inertia load of 10g in a vertical direction in 
accordance with the procedure described in section 5 of SAE Recommended Practice 
J839b, "Passenger Car Side Door Latch Systems," May 1965, or an approved equivalent. 
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(b) Impact the vehicle perpendicularly into a fixed collision barrier at a forward 
longitudinal velocity of 48 kilometers per hour. 


(c) Subject the interior compartment door latch system to a horizontal inertia load of 30g 
in a longitudinal direction in accordance with the procedure described in section 5 of 
SAE Recommended Practice J839b, "Passenger Car Side Door Latch Systems," May 
1965, or an approved equivalent. 


S5.4 Sun visors. 


S5.4.1 A sun visor that is constructed of or covered with energy-absorbing material shall 
be provided for each front outboard designated seating position. 


S5.4.2 Each sun visor mounting shall present no rigid material edge radius of less than 
3.2 mm that is statically contactable by a spherical 165 mm diameter head form. 


S5.5 Armrests. 


S5.5.1 General. Each installed armrest shall conform to at least one of the following: 


(a) It shall be constructed with energy-absorbing material and shall deflect or collapse 
laterally at least 50 mm without permitting contact with any underlying rigid material. 


(b) It shall be constructed with energy-absorbing material that deflects or collapses to 
within 32 mm of a rigid test panel surface without permitting contact with any rigid 
material. Any rigid material between 13 and 32 mm from the panel surface shall have a 
minimum vertical height of not less than 25 mm. 


(c) Along not less than 50 continuous mm of its length, the armrest shall, when measured 
vertically in side elevation, provide at least 50 mm of coverage within the pelvic impact 
area. 


S5.5.2 Folding armrests. Each armrest that folds into the seat back or between two seat 
backs shall either: 


(a) Meet the requirements of S5.5.1; or 


(b) Be constructed of or covered with energy-absorbing material. 


S6 Requirements for upper interior components. 
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S6.1 Vehicles manufactured on or after September 1, 1998, and before September 1, 
2002. Except as provided in S6.3 and S6.1.4, for vehicles manufactured on or after 
September 1, 1998 and before September 1, 2002, a percentage of the manufacturer's 
production, as specified in S6.1.1, S6.1.2, or S6.1.3 shall conform, at the manufacturer's 
option, to either S6.1(a) or S6.1(b). For vehicles manufactured by final stage 
manufacturers on or after September 1, 1998 and before September 1, 2006, a percentage 
of the manufacturer's production as specified in S6.1.4 shall, except as provided in S6.3, 
conform, to either S6.1(a) or S6.1(b). The manufacturer shall select the option by the time 
it certifies the vehicle and may not thereafter select a different option for the vehicle. 


(a) When tested under the conditions of S8, comply with the requirements specified in S7 
at the target locations specified in S10 when impacted by the free motion headform 
specified in S8.9 at any speed up to and including 24 km/h (15 mph). The requirements 
do not apply to any target that cannot be located using the procedures of S10. 


(b) When equipped with a dynamically deployed upper interior head protection system 
and tested under the conditions of S8, comply with the requirements specified in S7 at the 
target locations specified in S10 as follows: 


(b)(1) Targets that are not located over any point inside the area measured along the 
contour of the vehicle surface within 50 mm (2.0 inch) of the periphery of the stowed 
system projected perpendicularly onto the vehicle interior surface, including mounting 
and inflation components but exclusive of any cover or covers, shall be impacted by the 
free motion headform specified in S8.9 at any speed up to and including 24 km/h (15 
mph). The requirements do not apply to any targets that can not be located by using the 
procedures of S10. 


(b)(2) Targets that are over any point inside the area measured along the contour of the 
vehicle interior within 50 mm (2.0 inch) of the periphery of the stowed system projected 
perpendicularly onto the vehicle interior surface, including mounting and inflation 
components but exclusive of any cover or covers, when the dynamically deployed upper 
interior head protection system is not deployed, shall be impacted by the free motion 
headform specified in S8.9 at any speed up to and including 19 km/h (12 mph) with the 
system undeployed. The requirements do not apply to any target that can not be located 
using the procedures of S10. 


(b)(3) Each vehicle shall, when equipped with a dummy test device specified in part 572, 
subpart M, and tested as specified in S8.16 through S8.28, comply with the requirements 
specified in S7 when crashed into a fixed, rigid pole of 254 mm in diameter, at any 
velocity between 24 kilometers per hour (15 mph) and 29 kilometers per hour (18 mph). 


S6.1.1 Phase-in Schedule #1  
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S6.1.1.1 Vehicles manufactured on or after September 1, 1998 and before September 1, 
1999. Subject to S6.1.5(a), for vehicles manufactured by a manufacturer on or after 
September 1, 1998 and before September 1, 1999, the amount of vehicles complying with 
S7 shall be not less than 10 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1996 and before September 1, 1999, or 


(b) The manufacturer's production on or after September 1, 1998 and before September 1, 
1999. 


S6.1.1.2 Vehicles manufactured on or after September 1, 1999 and before September 1, 
2000. Subject to S6.1.5(b), for vehicles manufactured by a manufacturer on or after 
September 1, 1999 and before September 1, 2000, the amount of vehicles complying with 
S7 shall be not less than 25 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1997 and before September 1, 2000, or 


(b) The manufacturer's production on or after September 1, 1999 and before September 1, 
2000. 


S6.1.1.3 Vehicles manufactured on or after September 1, 2000 and before September 1, 
2001. Subject to S6.1.5(c), for vehicles manufactured by a manufacturer on or after 
September 1, 2000 and before September 1, 2001, the amount of vehicles complying with 
S7 shall be not less than 40 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1998 and before September 1, 2001, or 


(b) The manufacturer's production on or after September 1, 2000 and before September 1, 
2001. 


S6.1.1.4 Vehicles manufactured on or after September 1, 2001 and before September 1, 
2002. Subject to S6.1.5(d), for vehicles manufactured by a manufacturer on or after 
September 1, 2001 and before September 1, 2002, the amount of vehicles complying with 
S7 shall be not less than 70 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1999 and before September 1, 2002, or 


(b) The manufacturer's production on or after September 1, 2001 and before September 1, 
2002. 


S6.1.2 Phase-in Schedule #2  
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S6.1.2.1 Vehicles manufactured on or after September 1, 1998 and before September 1, 
1999. Subject to S6.1.5(a), for vehicles manufactured by a manufacturer on or after 
September 1, 1998 and before September 1, 1999, the amount of vehicles complying with 
S7 shall be not less than seven percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1996 and before September 1, 1999, or 


(b) The manufacturer's production on or after September 1, 1998 and before September 1, 
1999. 


S6.1.2.2 Vehicles manufactured on or after September 1, 1999 and before September 1, 
2000. Subject to S6.1.5(b), for vehicles manufactured by a manufacturer on or after 
September 1, 1999 and before September 1, 2000, the amount of vehicles complying with 
S7 shall be not less than 31 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1997 and before September 1, 2000, or 


(b) The manufacturer's production on or after September 1, 1999 and before September 1, 
2000. 


S6.1.2.3 Vehicles manufactured on or after September 1, 2000 and before September 1, 
2001. Subject to S6.1.5(c), for vehicles manufactured by a manufacturer on or after 
September 1, 2000 and before September 1, 2001, the amount of vehicles complying with 
S7 shall be not less than 40 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1998 and before September 1, 2001, or 


(b) The manufacturer's production on or after September 1, 2000 and before September 1, 
2001. 


S6.1.2.4 Vehicles manufactured on or after September 1, 2001 and before September 1, 
2002. Subject to S6.1.5(d), for vehicles manufactured by a manufacturer on or after 
September 1, 2001 and before September 1, 2002, the amount of vehicles complying with 
S7 shall be not less than 70 percent of: 


(a) The manufacturer's average annual production of vehicles manufactured on or after 
September 1, 1999 and before September 1, 2002, or 


(b) The manufacturer's production on or after September 1, 2001 and before September 1, 
2002. 


S6.1.3 Phase-in Schedule #3  
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S6.1.3.1 Vehicles manufactured on or after September 1, 1998 and before September 1, 
1999 are not required to comply with the requirements specified in S7. 


S6.1.3.2 Vehicles manufactured on or after September 1, 1999 shall comply with the 
requirements specified in S7. 


S6.1.4 Phase-in Schedule #4. A final stage manufacturer or alterer may, at its option, 
comply with the requirements set forth in S6.1.4.1 and S6.1.4.2. 


S6.1.4.1 Vehicles manufactured on or after September 1, 1998 and before September 1, 
2009 are not required to comply with the requirements specified in S7. 


S6.1.4.2 Vehicles manufactured on or after September 1, 2009 shall comply with the 
requirements specified in S7. 


S6.1.5 Calculation of complying vehicles.  


(a) For the purposes of complying with S6.1.1.1 or S6.1.2.1, a manufacturer may count a 
vehicle if it is manufactured on or after May 8, 1997, but before September 1, 1999. 


(b) For the purposes of complying with S6.1.1.2 or S6.1.2.2, a manufacturer may count a 
vehicle if it: 


(b)(1) Is manufactured on or after May 8, 1997, but before September 1, 2000, and 


(b)(2) Is not counted toward compliance with S6.1.1.1 or S6.1.2.1, as appropriate. 


(c) For the purposes of complying with S6.1.1.3 or S6.1.2.3, a manufacturer may count a 
vehicle if it: 


(c)(1) Is manufactured on or after May 8, 1997, but before September 1, 2001, and 


(c)(2) Is not counted toward compliance with S6.1.1.1, S6.1.1.2, S6.1.2.1, or S6.1.2.2, as 
appropriate. 


(d) For the purposes of complying with S6.1.1.4 or S6.1.2.4, a manufacturer may count a 
vehicle if it: 


(d)(1) Is manufactured on or after May 8, 1997, but before September 1, 2002, and 


(d)(2) Is not counted toward compliance with S6.1.1.1, S6.1.1.2, S6.1.1.3, S6.1.2.1, 
S6.1.2.2, or S6.1.2.3, as appropriate. 


S6.1.6 Vehicles produced by more than one manufacturer. 
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S6.1.6.1 For the purpose of calculating average annual production of vehicles for each 
manufacturer and the number of vehicles manufactured by each manufacturer under 
S6.1.1 through S6.1.4, a vehicle produced by more than one manufacturer shall be 
attributed to a single manufacturer as follows, subject to S6.1.6.2. 


(a) A vehicle which is imported shall be attributed to the importer. 


(b) A vehicle manufactured in the United States by more than one manufacturer, one of 
which also markets the vehicle, shall be attributed to the manufacturer which markets the 
vehicle. 


S6.1.6.2 A vehicle produced by more than one manufacturer must be attributed to any 
one of the vehicle's manufacturers specified by an express written contract, reported to 
the National Highway Traffic Safety Administration under 49 CFR Part 585, between the 
manufacturer so specified and the manufacturer to which the vehicle would otherwise be 
attributed under S6.1.6.1. 


S6.2 Vehicles manufactured on or after September 1, 2002 and vehicles built in two or 
more stages manufactured after September 1, 2006. Except as provided in S6.1.4 and 
S6.3, vehicles manufactured on or after September 1, 2002 shall, when tested under the 
conditions of S8, conform, at the manufacturer's option, to either S6.2(a) or S6.2(b). 
Vehicles manufactured by final stage manufacturers on or after September 1, 2006 shall, 
except as provided in S6.3, when tested under the conditions of S8, conform, at the 
manufacturer's option, to either S6.2(a) or S6.2(b). The manufacturer shall select the 
option by the time it certifies the vehicle and may not thereafter select a different option 
for the vehicle. 


(a) When tested under the conditions of S8, comply with the requirements specified in S7 
at the target locations specified in S10 when impacted by the free motion headform 
specified in S8.9 at any speed up to and including 24 km/h (15 mph). The requirements 
do not apply to any target that cannot be located using the procedures of S10. 


(b) When equipped with a dynamically deployed upper interior head protection system 
and tested under the conditions of S8, comply with the requirements specified in S7 at the 
target locations specified in S10 as follows: 


(b)(1) Targets that are not located over any point inside the area measured along the 
contour of the vehicle surface within 50 mm (2.0 inch) of the periphery of the stowed 
system projected perpendicularly onto the vehicle interior surface, including mounting 
and inflation components but exclusive of any cover or covers, shall be impacted by the 
free motion headform specified in S8.9 at any speed up to and including 24 km/h (15 
mph). The requirements do not apply to any targets that cannot be located by using the 
procedures of S10. 
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(b)(2) Targets that are over any point inside the area measured along the contour of the 
vehicle interior within 50 mm (2.0 inch) of the periphery of the stowed system projected 
perpendicularly onto the vehicle interior surface, including mounting and inflation 
components but exclusive of any cover or covers, when the dynamically deployed upper 
interior head protection system is not deployed, shall be impacted by the free motion 
headform specified in S8.9 at any speed up to and including 19 km/h (12 mph) with the 
system undeployed. The requirements do not apply to any target that cannot be located 
using the procedures of S10. 


(b)(3) Except as provided in S6.2(b)(4), each vehicle shall, when equipped with a dummy 
test device specified in 49 CFR part 572, subpart M, and tested as specified in S8.16 
through S8.28, comply with the requirements specified in S7 when crashed into a fixed, 
rigid pole of 254 mm in diameter, at any velocity between 24 kilometers per hour (15 
mph) and 29 kilometers per hour (18 mph). 


(b)(4) Vehicles certified as complying with the vehicle-to-pole requirements of S9 of 49 
CFR 571.214, Side Impact Protection, need not comply with the pole test requirements 
specified in S6.2(b)(3) of this section. 


S6.3 A vehicle need not meet the requirements of S6.1 through S6.2 for: 


(a) Any target located on a convertible roof frame or a convertible roof linkage 
mechanism. 


(b) Any target located rearward of a vertical plane 600 mm behind the seating reference 
point of the rearmost designated seating position.  For altered vehicles and vehicles built 
in two or more stages, including ambulances and motor homes, any target located 
rearward of a vertical plane 300 mm behind the seating reference point of the driver’s 
designated seating position (tests for altered vehicles and vehicles built in two or more 
stages do not include, within the time period for measuring HIC(d), any free motion 
headform contact with components rearward of this plane). If an altered vehicle partition 
positioned between the seating reference point of the driver’s designated seating position 
and a vertical plane 300 mm behind the seating reference point of the driver’s designated 
seating position, any target located rearward of the vertical partition is excluded. 


(c) Any target in a vehicle manufactured in two or more stages that is delivered to a final 
stage manufacturer without an occupant compartment.  Note: Motor homes, ambulances, 
and other vehicles manufactured using chassis cab, a cut-away van, or any other 
incomplete vehicle delivered to a final stage manufacturer with a furnished front 
compartment are not excluded under this S6.3(c). 


(d) Any target in a walk-in van-type vehicles. 


(e) Any target located on the seat belt mounting structures, door frames and other door 
frames before December 1, 2005. 
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S7 Performance Criterion. The HIC(d) shall not exceed 1000 when calculated in 
accordance with the following formula: 


 


Where the term a is the resultant head acceleration expressed as a multiple of g (the 
acceleration of gravity), and t1 and t2 are any two points in time during the impact which 
are separated by not more than a 36 millisecond time interval. 


(a) For the free motion headform; HIC(d)=0.75446 (free motion headform HIC)+166.4. 


(b) For the part 572, subpart M, anthropomorphic test dummy; HIC(d)=HIC. 


S8 Target location and test conditions. The vehicle shall be tested and the targets 
specified in S10 located under the following conditions. 


S8.1 Vehicle test attitude. 


(a) The vehicle is supported off its suspension at an attitude determined in accordance 
with S8.1(b). 


(b) Directly above each wheel opening, determine the vertical distance between a level 
surface and a standard reference point on the test vehicle's body under the conditions of 
S8.1(b)(1) through S8.1(b)(3). 


(b)(1) The vehicle is loaded to its unloaded vehicle weight, plus its rated cargo and 
luggage capacity or 136 kg, whichever is less, secured in the luggage area. The load 
placed in the cargo area is centered over the longitudinal centerline of the vehicle. 


(b)(2) The vehicle is filled to 100 percent of all fluid capacities. 


(b)(3) All tires are inflated to the manufacturer's specifications listed on the vehicle's tire 
placard. 


S8.2 Windows and Sunroofs. 


(a) Movable vehicle windows are placed in the fully open position. 


(b) For testing, any window on the opposite side of the longitudinal centerline of the 
vehicle from the target to be impacted may be removed. 


(c) For testing, movable sunroofs are placed in the fully open position. 
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S8.3 Convertible tops. The top, if any, of convertibles and open-body type vehicles is in 
the closed passenger compartment configuration. 


S8.4 Doors. 


(a) Except as provided in S8.4(b) or S8.4(c), doors, including any rear hatchback or 
tailgate, are fully closed and latched but not locked. 


(b) During testing, any side door on the opposite side of the longitudinal centerline of the 
vehicle from the target to be impacted may be open or removed. 


(c) During testing, any rear hatchback or tailgate may be open or removed for testing any 
target except targets on the rear header, rearmost pillars, or the rearmost other side rail on 
either side of the vehicle. 


S8.5 Sun visors. Each sun visor shall be placed in any position where one side of the 
visor is in contact with the vehicle interior surface (windshield, side rail, front header, 
roof, etc.). 


S8.6 Steering wheel and seats. 


(a) During targeting, the steering wheel and seats may be placed in any position intended 
for use while the vehicle is in motion. 


(b) During testing, the steering wheel and seats may be removed from the vehicle. 


S8.7 Seat belt anchorages. If a target is on a seat belt anchorage, and if the seat belt 
anchorage is adjustable, tests are conducted with the anchorage adjusted to a point 
midway between the two extreme adjustment positions. If the anchorage has distinct 
adjustment positions, none of which is midway between the two extreme positions, tests 
are conducted with the anchorage adjusted to the nearest position above the midpoint of 
the two extreme positions. 


S8.8 Temperature and humidity. 


(a) The ambient temperature is between 19 ºC and 26 ºC, at any relative humidity 
between 10 percent and 70 percent. 


(b) Tests are not conducted unless the headform specified in S8.9 is exposed to the 
conditions specified in S8.8(a) for a period not less than four hours. 


S8.9 Headform. The headform used for testing conforms to the specifications of part 572, 
subpart L of this chapter. 


S8.10 Forehead impact zone. The forehead impact zone of the headform is determined 
according to the procedure specified in (a) through (f). 
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(a) Position the headform so that the baseplate of the skull is horizontal. The midsagittal 
plane of the headform is designated as Plane S. 


(b) From the center of the threaded hole on top of the headform, draw a 69 mm line 
forward toward the forehead, coincident with Plane S, along the contour of the outer skin 
of the headform. The front end of the line is designated as Point P. From Point P, draw a 
100 mm line forward toward the forehead, coincident with Plane S, along the contour of 
the outer skin of the headform. The front end of the line is designated as Point O. 


(c) Draw a 125 mm line which is coincident with a horizontal plane along the contour of 
the outer skin of the forehead from left to right through Point O so that the line is bisected 
at Point O. The end of the line on the left side of the headform is designated as Point a 
and the end on the right as Point b. 


(d) Draw another 125 mm line which is coincident with a vertical plane along the contour 
of the outer skin of the forehead through Point P so that the line is bisected at Point P. 
The end of the line on the left side of the headform is designated as Point c and the end 
on the right as Point d. 


(e) Draw a line from Point a to Point c along the contour of the outer skin of the 
headform using a flexible steel tape. Using the same method, draw a line from Point b to 
Point d. 


(f) The forehead impact zone is the surface area on the FMH forehead bounded by lines 
a-O-b and c-P-d, and a-c and b-d. 


S8.11 Target circle. The area of the vehicle to be impacted by the headform is marked 
with a solid circle 12.7 mm in diameter, centered on the targets specified in S10, using 
any transferable opaque coloring medium. 


S8.12 Location of head center of gravity. 


(a) Location of head center of gravity for front outboard designated seating positions 
(CG-F). For determination of head center of gravity, all directions are in reference to the 
seat orientation. 


(a)(1) Location of rearmost CG-F (CG-F2). For front outboard designated seating 
positions, the head center of gravity with the seat in its rearmost normal design driving or 
riding position (CG-F2) is located 160 mm rearward and 660 mm upward from the 
seating reference point. 


(a)(2) Location of forward most CG-F (CG-F1). For front outboard designated seating 
positions, the head center of gravity with the seat in its forward most adjustment position 
(CG-F1) is located horizontally forward of CG-F2 by the distance equal to the fore-aft 
distance of the seat track. 
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(b) Location of head center of gravity for rear outboard designated seating positions (CG-
R). For rear outboard designated seating positions, the head center of gravity (CG-R) is 
located 160 mm rearward, relative to the seat orientation, and 660 mm upward from the 
seating reference point. 


S8.13 Impact configuration. 


S8.13.1 The headform is launched from any location inside the vehicle which meets the 
conditions of S8.13.4. At the time of launch, the midsagittal plane of the headform is 
vertical and the headform is upright. 


S8.13.2 The headform travels freely through the air, along a velocity vector that is 
perpendicular to the headform's skull cap plate, not less than 25 mm before making any 
contact with the vehicle. 


S8.13.3 At the time of initial contact between the headform and the vehicle interior 
surface, some portion of the forehead impact zone of the headform must contact some 
portion of the target circle. 


S8.13.4 Approach Angles. The headform launching angle is as specified in Table 1. For 
components for which Table 1 specifies a range of angles, the headform launching angle 
is within the limits determined using the procedures specified in S8.13.4.1 and S8.13.4.2, 
and within the range specified in Table I, using the orthogonal reference system specified 
in S9. 


S8.13.4.1 Horizontal Approach Angles for Headform Impacts. 


(a) Left A-Pillar Horizontal Approach Angles. 


(a)(1) Locate a line formed by the shortest horizontal distance between CG-F1 for the left 
seat and the right A-pillar. The maximum horizontal approach angle for the left A-pillar 
equals 360 degrees minus the angle formed by that line and the X-axis of the vehicle, 
measured counterclockwise. 


(a)(2) Locate a line formed by the shortest horizontal distance between CG-F2 for the left 
seat and the left A-pillar. The minimum horizontal approach angle for the left A-pillar 
impact equals the angle formed by that line and the X-axis of the vehicle, measured 
counterclockwise. 


(b) Right A-Pillar Horizontal Approach Angles. 


(b)(1) Locate a line formed by the shortest horizontal distance between CG-F1 for the 
right seat and the left A-pillar. The minimum horizontal approach angle for the right A-
pillar equals 360 degrees minus the angle formed by that line and the X-axis of the 
vehicle, measured counterclockwise. 
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(b)(2) Locate a line formed by the shortest horizontal distance between CG-F2 for the 
right seat and the right A-pillar. The maximum horizontal approach angle for the right A-
pillar impact equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise. 


(c) Left B-Pillar Horizontal Approach Angles. 


(c)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the left 
seat and the left B-pillar. The maximum horizontal approach angle for the left B-pillar 
equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise, or 270 degrees, whichever is greater. 


(c)(2) Locate a line formed by the shortest horizontal distance between CG-R for the left 
seat and the left B-pillar. The minimum horizontal approach angle for the left B-pillar 
equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise. 


(d) Right B-Pillar Horizontal Approach Angles. 


(d)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the 
right seat and the right B-pillar. The minimum horizontal approach angle for the right B-
pillar equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise, or 90 degrees, whichever is less. 


(d)(2) Locate a line formed by the shortest horizontal distance between CG-R for the 
right seat and the right B-pillar. The maximum horizontal approach angle for the right B-
pillar equals the angle between that line and the X-axis of the vehicle measured 
counterclockwise. 


(e) Left door frame horizontal approach angles. 


(e)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the left 
seat and the left door frame. The maximum horizontal approach angle for the left door 
frame equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise, or 270 degrees, whichever is greater. 


(e)(2) Locate a line formed by the shortest horizontal distance between CG-R for the left 
seat and the left door frame. The minimum horizontal approach angle for the left door 
frame equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise. 


(f) Right door frame horizontal approach angles. 
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(f)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the 
right seat and the right door frame. The minimum horizontal approach angle for the right 
door frame equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise, or 90 degrees, whichever is less. 


(f)(2) Locate a line formed by the shortest horizontal distance between CG-R for the right 
seat and the right door frame. The maximum horizontal approach angle for the right door 
frame equals the angle formed by that line and the X-axis of the vehicle measured 
counterclockwise 


(g) Left seat belt mounting structure horizontal approach angles. 


(g)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the left 
seat and the left seat belt mounting structure. If the seat belt mounting structure is below 
a horizontal plane passing through CG-F2 for the left seat, locate the point 200 mm 
directly below CG-F2 and locate a line formed by the shortest horizontal distance 
between that point and the left seat belt mounting structure. The maximum horizontal 
approach angle for the left seat belt mounting structure equals the angle formed by that 
line and the X-axis of the vehicle measured counterclockwise, or 270 degrees, whichever 
is greater. 


(g)(2) Locate a line formed by the shortest horizontal distance between CG-R for the left 
seat and the left seat belt mounting structure. If the seat belt mounting structure is below 
a horizontal plane passing through CG-R for the left seat, locate the point 200 mm 
directly below CG-R and locate a line formed by the shortest horizontal distance between 
that point and the left seat belt mounting structure. The minimum horizontal approach 
angle for the left seat belt mounting structure equals the angle formed by that line and the 
X-axis of the vehicle measured counterclockwise. If the CG-R does not exist, or is 
forward of the seat belt mounting structure, the maximum horizontal approach angle is 
270 degrees. 


(h) Right seat belt mounting structure horizontal approach angles. 


(h)(1) Locate a line formed by the shortest horizontal distance between CG-F2 for the 
right seat and the right seat belt mounting structure. If the seat belt mounting structure is 
below a horizontal plane passing through CG-F2 for the right seat, locate the point 200 
mm directly below that CG-F2 and locate a line formed by the shortest horizontal 
distance between that point and the right seat belt mounting structure. The minimum 
horizontal approach angle for the right seat belt mounting structure equals the angle 
formed by that line and the X-axis of the vehicle measured counterclockwise, or 90 
degrees, whichever is less. 
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(h)(2) Locate a line formed by the shortest horizontal distance between CG-R for the 
right seat and the right seat belt mounting structure. If the seat belt mounting structure is 
below a horizontal plane passing through CG-R, locate the point 200 mm directly below 
CG-R and locate a line formed by the shortest horizontal distance between that point and 
the right seat belt mounting structure. The maximum horizontal approach angle for the 
right seat belt mounting structure equals the angle formed by that line and the X-axis of 
the vehicle measured counterclockwise. If the CG-R does not exist, or is forward of the 
seat belt mounting structure, the maximum horizontal approach angle is 90 degrees. 


S8.13.4.2 Vertical Approach Angles. 


(a) Position the forehead impact zone in contact with the selected target at the prescribed 
horizontal approach angle. If a range of horizontal approach angles is prescribed, position 
the forehead impact zone in contact with the selected target at any horizontal approach 
angle within the range which may be used for testing. 


(b) Keeping the forehead impact zone in contact with the target, rotate the FMH upward 
until the lip, chin or other part of the FMH contacts the component or other portion of the 
vehicle interior. 


(b)(1) Except as provided in S8.13.4.2(b)(2), keeping the forehead impact zone in contact 
with the target, rotate the FMH downward by 5 degrees for each target to determine the 
maximum vertical angle. 


(b)(2) For all pillars, except A-pillars, and all door frames and seat belt mounting 
structures, keeping the forehead impact zone in contact with the target, rotate the FMH 
downward by 10 degrees for each target to determine the maximum vertical angle. 


S8.14 Multiple impacts. 


(a) A vehicle being tested may be impacted multiple times, subject to the limitations in 
S8.14(b), (c), (d) and (e). 


(b) As measured as provided in S8.14(d), impacts within 300 mm of each other may not 
occur less than 30 minutes apart. 


(c) As measured as provided in S8.14(d), no impact may occur within 150 mm of any 
other impact. 


(d) For S8.14(b) and S8.14(c), the distance between impacts is the distance between the 
center of the target circle specified in S8.11 for each impact, measured along the vehicle 
interior. 
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(e) No impact may occur within the “exclusion zone” of any pillar target specified in 
S10.1 through S10.4, door frame target specified in S10.14 and S10.15, upper roof target 
specified in S10.9, or seat belt mounting structure target specified in S10.16. The 
“exclusion zone” is determined according to the procedure in S8.14(f) through S8.14(k). 


(f) Locate the point, Point X, at the center of the target circle specified in S8.11 for the 
tested target. 


(g) Determine two spheres centered on Point X. Radii of these spheres are 150 mm and 
200 mm, respectively. 


(h) Locate a horizontal plane passing through Point X. Determine the intersection points, 
if they exist, of the small sphere surface, the horizontal plane, and the vehicle interior 
surface. Relative to Point X, the point on the left is Point L and the point on the right is 
Point R. 


(i) Locate a vertical plane, Plane Z, passing through Point X and coincident (within ± 5˚) 
with the horizontal approach angle used or intended for use in testing the target centered 
on Point X. 


(j) If either Point L or Point R does not exist, extend Line LX and/or Line RX, as 
appropriate, perpendicular to Plane Z beyond Point X by 150 mm. The end of the line is 
designated as Point L or Point R, as appropriate. 


(k) Locate a vertical plane, Plane ZL, passing through Point L and parallel to Plane Z. 
Locate another vertical plane, Plane ZR, passing through Point R and parallel to Plane Z. 
The “exclusion zone” is the vehicle interior surface area between Plane ZL and Plane ZR 
below the upper boundary of the smaller sphere and above the lower boundary of the 
larger sphere. Points on the intersection of the vehicle interior surface and the large 
sphere below the target, the small sphere above the target, Plane ZL and Plane ZR are not 
included in the “exclusion zone.” 


S8.15 Upper Roof. The upper roof of a vehicle is determined according to the procedure 
specified in S8.15 (a) through (h). 


(a) Locate the transverse vertical plane A at the forward most point where it contacts the 
interior roof (including trim) at the vehicle centerline. 


(b) Locate the transverse vertical plane B at the rearmost point where it contacts the 
interior roof (including trim) at the vehicle centerline. 


(c) Measure the horizontal distance (D1) between Plane A and Plane B. 


(d) Locate the vertical longitudinal plane C at the leftmost point at which a vertical 
transverse plane, located 300 mm rearward of the A-pillar reference point described in 
S10.1(a), contacts the interior roof (including trim). 
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(e) Locate the vertical longitudinal plane D at the rightmost point at which a vertical 
transverse plane, located 300 mm rearward of the A-pillar reference point described in 
S10.1(a), contacts the interior roof (including trim). 


(f) Measure the horizontal distance (D2) between Plane C and Plane D. 


(g) Locate a point (Point M) on the interior roof surface, midway between Plane A and 
Plane B along the vehicle longitudinal centerline. 


(h) The upper roof zone is the area of the vehicle upper interior surface bounded by the 
four planes described in S8.15(h)(1) and S8.15(h)(2): 


(h)(1) A transverse vertical plane E located at a distance of (.35 D1) forward of Point M 
and a transverse vertical plane F located at a distance of (.35 D1) rearward of Point M, 
measured horizontally. 


(h)(2) A longitudinal vertical plane G located at a distance of (.35 D2) to the left of Point 
M and a longitudinal vertical plane H located at a distance of (.35 D2) to the right of 
Point M, measured horizontally. 


S8.16 Test weight—vehicle to pole test. Each vehicle shall be loaded to its unloaded 
vehicle weight, plus 136 kilograms (300 pounds) or its rated cargo and luggage capacity 
(whichever is less), secured in the luggage or load-carrying area, plus the weight of the 
necessary anthropomorphic test dummy. Any added test equipment shall be located away 
from impact areas in secure places in the vehicle. 


S8.17 Vehicle test attitude—vehicle to pole test. Determine the distance between a level 
surface and a standard reference point on the test vehicle's body, directly above each 
wheel opening, when the vehicle is in its "as delivered" condition. The "as delivered" 
condition is the vehicle as received at the test site, filled to 100 percent of all fluid 
capacities and with all tires inflated to the manufacturer's specifications listed on the 
vehicle's tire placard. Determine the distance between the same level surface and the 
same standard reference points in the vehicle's "fully loaded condition." The "fully loaded 
condition" is the test vehicle loaded in accordance with S8.16. The load placed in the 
cargo area shall be centered over the longitudinal centerline of the vehicle. The pretest 
vehicle attitude shall be the same as either the "as delivered" or "fully loaded" attitude or 
is between the "as delivered" attitude and the "fully loaded" attitude. If the test 
configuration requires that the vehicle be elevated off the ground, the pretest vehicle 
attitude must be maintained. 


S8.18 Adjustable seats—vehicle to pole test. Initially, adjustable seats shall be adjusted 
as specified in S8.3.1 of Standard 214 (49 CFR 571.214). 


S8.19 Adjustable seat back placement—vehicle to pole test. Initially, position adjustable 
seat backs in the manner specified in S8.3.1 of Standard 214 (49 CFR 571.214). 
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S8.20 Adjustable steering wheels—vehicle to pole test. Adjustable steering controls shall 
be adjusted so that the steering wheel hub is at the geometric center of the locus it 
describes when it is moved through its full range of driving positions. 


S8.21 Windows and sunroof—vehicle to pole test. Movable windows and vents shall be 
placed in the fully open position. Any sunroof shall be placed in the fully closed position. 


S8.22 Convertible tops—vehicle to pole test. The top, if any, of convertibles and open-
body type vehicles shall be in the closed passenger compartment configuration. 


S8.23 Doors—vehicle to pole test. Doors, including any rear hatchback or tailgate, shall 
be fully closed and latched but not locked. 


S8.24 Impact reference line—vehicle to pole test. On the striking side of the vehicle, 
place an impact reference line at the intersection of the vehicle exterior and a transverse 
vertical plane passing through the center of gravity of the head of the dummy seated in 
accordance with S8.28, in the front outboard designated seating position. 


S8.25 Rigid Pole—vehicle to pole test. The rigid pole is a vertical metal structure 
beginning no more than 102 millimeters (4 inches) above the lowest point of the tires on 
the striking side of the test vehicle when the vehicle is loaded as specified in S8.16 and 
extending above the highest point of the roof of the test vehicle. The pole is 254 mm ±3 
mm (10 inches) in diameter and set off from any mounting surface, such as a barrier or 
other structure, so that the test vehicle will not contact such a mount or support at any 
time within 100 milliseconds of the initiation of vehicle to pole contact. 


S8.26 Impact configuration—vehicle to pole test. The rigid pole shall be stationary. The 
test vehicle shall be propelled sideways so that its line of forward motion forms an angle 
of 90 degrees (±3 degrees) with the vehicle's longitudinal center line. The impact 
reference line shall be aligned with the center line of the rigid pole so that, when the 
vehicle-to-pole contact occurs, the center line of the pole contacts the vehicle area 
bounded by two transverse vertical planes 38 mm (1.5 inches) forward and aft of the 
impact reference line. 


S8.27 Anthropomorphic test dummy—vehicle to pole test. 


S8.27.1 The anthropomorphic test dummy used for evaluation of a vehicle's head impact 
protection shall conform to the requirements of subpart M of part 572 of this chapter (49 
CFR part 572, subpart M). In a test in which the test vehicle is striking its left side, the 
dummy is to be configured and instrumented to strike on its left side, in accordance with 
subpart M of part 572. In a test in which the test vehicle is striking its right side, the 
dummy is to be configured and instrumented to strike its right side, in accordance with 
subpart M of part 572. 
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S8.27.2 The part 572, subpart M, test dummy specified is clothed in form fitting cotton 
stretch garments with short sleeves and midcalf length pants. Each foot of the test dummy 
is equipped with a size 11EEE shoe, which meets the configuration size, sole, and heel 
thickness specifications of MIL-S-13192 (1976) and weighs 0.57 ±0.09 kilograms (1.25 
±0.2 pounds). 


S8.27.3 Limb joints shall be set at between 1 and 2 g's. Leg joints are adjusted with the 
torso in the supine position. 


S8.27.4 The stabilized temperature of the test dummy at the time of the side impact test 
shall be at any temperature between 20.6 ºC and 22.2 ºC. 


S8.27.5 The acceleration data from the accelerometers installed inside the skull cavity of 
the test dummy are processed according to the practices set forth in SAE Recommended 
Practice J211, March 1995, "Instrumentation for Impact Tests," Class 1000. 


S8.28 Positioning procedure for the Part 572 Subpart M test dummy— vehicle to pole 
test. The part 572, subpart M, test dummy is initially positioned in the front outboard 
seating position on the struck side of the vehicle in accordance with the provisions of 
S12.1 of Standard 214 (49 CFR 571.214), and the vehicle seat is positioned as specified 
in S8.3.1 of that standard. The position of the dummy is then measured as follows. Locate 
the horizontal plane passing through the dummy head center of gravity. Identify the 
rearmost point on the dummy head in that plane. Construct a line in the plane that 
contains the rearward point of the front door daylight opening and is perpendicular to the 
longitudinal vehicle centerline. Measure the longitudinal distance between the rearmost 
point on the dummy head and this line. If this distance is less than 50 mm (2 inches) or 
the point is not forward of the line, then the seat and/or dummy positions is adjusted as 
follows. First, the seat back angle is adjusted, a maximum of 5 degrees, until a 50 mm (2 
inches) distance is achieved. If this is not sufficient to produce the 50 mm (2 inches) 
distance, the seat is moved forward until the 50 mm (2 inches) distance is achieved or 
until the knees of the dummy contact the dashboard or knee bolster, whichever comes 
first. If the required distance cannot be achieved through movement of the seat, the seat 
back angle is adjusted even further forward until the 50 mm (2 inches) distance is 
obtained or until the seat back is in its fully upright locking position. 


S9. Orthogonal Reference System. The approach angles specified in S8.13.4 are 
determined using the reference system specified in S9.1 through S9.4. 
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S9.1 An orthogonal reference system consisting of a longitudinal X axis and a transverse 
Y axis in the same horizontal plane and a vertical Z axis through the intersection of X and 
Y is used to define the horizontal direction of approach of the headform. The X-Z plane 
is the vertical longitudinal zero plane and is parallel to the longitudinal centerline of the 
vehicle. The X-Y plane is the horizontal zero plane parallel to the ground. The Y-Z plane 
is the vertical transverse zero plane that is perpendicular to the X-Y and X-Z planes. The 
X coordinate is negative forward of the Y-Z plane and positive to the rear. The Y 
coordinate is negative to the left of the X-Z plane and positive to the right. The Z 
coordinate is negative below the X-Y plane and positive above it. (See Figure 1.) 


S9.2 The origin of the reference system is the center of gravity of the headform at the 
time immediately prior to launch for each test. 


S9.3 The horizontal approach angle is the angle between the X axis and the headform 
impact velocity vector projected onto the horizontal zero plane, measured in the 
horizontal zero plane in the counter-clockwise direction. A 0 degree horizontal vector and 
a 360 degree horizontal vector point in the positive X direction; a 90 degree horizontal 
vector points in the positive Y direction; a 180 degree horizontal vector points in the 
negative X direction; and a 270 horizontal degree vector points in the negative Y 
direction. (See Figure 2.) 


S9.4 The vertical approach angle is the angle between the horizontal plane and the 
velocity vector, measured in the midsagittal plane of the headform. A 0 degree vertical 
vector in Table I coincides with the horizontal plane and a vertical vector of greater than 
0 degrees in Table I makes an upward angle of the same number of degrees with that 
plane. 


S10 Target Locations. 


(a) The target locations specified in S10.1 through S10.16 are located on both sides of the 
vehicle and, except as specified in S10(b), are determined using the procedures specified 
in those paragraphs. 


(b) Except as specified in S10(c), if there is no combination of horizontal and vertical 
angles specified in S8.13.4 at which the forehead impact zone of the free motion 
headform can contact one of the targets located using the procedures in S10.1 through 
S10.16, the center of that target is moved to any location within a sphere with a radius of 
25 mm, centered on the center of the original target, which the forehead impact zone can 
contact at one or more combination of angles. 


(c) If there is no point within the sphere specified in S10(b) which the forehead impact 
zone of the free motion headform can contact at one or more combination of horizontal 
and vertical angles specified in S8.13.4, the radius of the sphere is increased by 25 mm 
increments until the sphere contains at least one point that can be contacted at one or 
more combination of angles. 
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S10.1 A-pillar targets. 


(a) A-pillar reference point and target AP1. On the vehicle exterior, locate a transverse 
vertical plane (Plane 1) which contacts the rearmost point of the windshield trim. The 
intersection of Plane 1 and the vehicle exterior surface is Line 1. Measuring along the 
vehicle exterior surface, locate a point (Point 1) on Line 1 that is 125 mm inboard of the 
intersection of Line 1 and a vertical plane tangent to the vehicle at the outboard most 
point on Line 1 with the vehicle side door open. Measuring along the vehicle exterior 
surface in a longitudinal vertical plane (Plane 2) passing through Point 1, locate a point 
(Point 2) 50 mm rearward of Point 1. Locate the A-pillar reference point (Point APR) at 
the intersection of the interior roof surface and a line that is perpendicular to the vehicle 
exterior surface at Point 2. Target AP1 is located at point APR. 


(b) Target AP2. Locate the horizontal plane (Plane 3) which intersects point APR. Locate 
the horizontal plane (Plane 4) which is 88 mm below Plane 3. Target AP2 is the point in 
Plane 4 and on the A-pillar which is closest to CG-F2 for the nearest seating position. 


(c) Target AP3. Locate the horizontal plane (Plane 5) containing the highest point at the 
intersection of the dashboard and the A-pillar. Locate a horizontal plane (Plane 6) half-
way between Plane 3 and Plane 5. Target AP3 is the point on Plane 6 and the A-pillar 
which is closest to CG-F1 for the nearest seating position. 


S10.2 B-pillar targets. 


(a) B-pillar reference point and target BP1. Locate the point (Point 3) on the vehicle 
interior at the intersection of the horizontal plane passing through the highest point of the 
forward most door opening and the centerline of the width of the B-pillar, as viewed 
laterally. Locate a transverse vertical plane (Plane 7) which passes through Point 3. 
Locate the point (Point 4) at the intersection of the interior roof surface, Plane 7, and the 
plane, described in S8.15(h), defining the nearest edge of the upper roof. The B-pillar 
reference point (Point BPR) is the point located at the middle of the line from Point 3 to 
Point 4 in Plane 7, measured along the vehicle interior surface. Target BP1 is located at 
Point BPR. 


(b) Target BP2. If a seat belt anchorage is located on the B-pillar, Target BP2 is located 
at any point on the anchorage. 


(c) Target BP3. Target BP3 is located in accordance with this paragraph. Locate a 
horizontal plane (Plane 8) which intersects Point BPR. Locate a horizontal plane (Plane 
9) which passes through the lowest point of the daylight opening forward of the pillar. 
Locate a horizontal plane (Plane 10) half-way between Plane 8 and Plane 9. Target BP3 
is the point located in Plane 10 and on the interior surface of the B-pillar, which is closest 
to CG-F(2) for the nearest seating position. 
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(d) Target BP4. Locate a horizontal plane (Plane 11) half-way between Plane 9 and Plane 
10. Target BP4 is the point located in Plane 11 and on the interior surface of the B-pillar 
which is closest to CG-R for the nearest seating position. 


S10.3 Other pillar targets. 


(a) Target OP1. 


(a)(1) Except as provided in S10.3(a)(2), target OP1 is located in accordance with this 
paragraph. Locate the point (Point 5), on the vehicle interior, at the intersection of the 
horizontal plane through the highest point of the highest adjacent door opening or 
daylight opening (if no adjacent door opening) and the centerline of the width of the other 
pillar, as viewed laterally. Locate a transverse vertical plane (Plane 12) passing through 
Point 5. Locate the point (Point 6) at the intersection of the interior roof surface, Plane 12 
and the plane, described in S8.15(h), defining the nearest edge of the upper roof. The 
other pillar reference point (Point OPR) is the point located at the middle of the line 
between Point 5 and Point 6 in Plane 12, measured along the vehicle interior surface. 
Target OP1 is located at Point OPR. 


(a)(2) If a seat belt anchorage is located on the pillar, Target OP1 is any point on the 
anchorage. 


(b) Target OP2. Locate the horizontal plane (Plane 13) intersecting Point OPR. Locate a 
horizontal plane (Plane 14) passing through the lowest point of the daylight opening 
forward of the pillar. Locate a horizontal plane (Plane 15) half-way between Plane 13 and 
Plane 14. Target OP2 is the point located on the interior surface of the pillar at the 
intersection of Plane 15 and the centerline of the width of the pillar, as viewed laterally. 


S10.4 Rearmost pillar targets 


(a) Rearmost pillar reference point and target RP1. Locate the point (Point 7) at the 
corner of the upper roof nearest to the pillar. The distance between Point M, as described 
in S8.15(g), and Point 7, as measured along the vehicle interior surface, is D. Extend the 
line from Point M to Point 7 along the vehicle interior surface in the same vertical plane 
by (3*D/7) beyond Point 7 or until the edge of a daylight opening, whichever comes first, 
to locate Point 8. The rearmost pillar reference point (Point RPR) is at the midpoint of the 
line between Point 7 and Point 8, measured along the vehicle interior. Target RP1 is 
located at Point RPR. 


(b) Target RP2. 


(b)(1) Except as provided in S10.4(b)(2), target RP2 is located in accordance with this 
paragraph. Locate the horizontal plane (Plane 16) through Point RPR. Locate the 
horizontal plane (Plane 17) 150 mm below Plane 16. Target RP2 is located in Plane 17 
and on the pillar at the location closest to CG-R for the nearest designated seating 
position. 
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(b)(2) If a seat belt anchorage is located on the pillar, Target RP2 is any point on the 
anchorage. 


S10.5 Front header targets. 


(a) Target FH1. Locate the contour line (Line 2) on the vehicle interior trim which passes 
through the APR and is parallel to the contour line (Line 3) at the upper edge of the 
windshield on the vehicle interior. Locate the point (Point 9) on Line 2 that is 125 mm 
inboard of the APR, measured along that line. Locate a longitudinal vertical plane (Plane 
18) that passes through Point 9. Target FH1 is located at the intersection of Plane 18 and 
the upper vehicle interior, halfway between a transverse vertical plane (Plane 19) through 
Point 9 and a transverse vertical plane (Plane 20) through the intersection of Plane 18 and 
Line 3. 


(b) Target FH2.  


(b)(1) Except as provided in S10.5(b)(2), target FH2 is located in accordance with this 
paragraph. Locate a point (Point 10) 275 mm inboard of Point APR, along Line 2. Locate 
a longitudinal vertical plane (Plane 21) that passes through Point 10. Target FH2 is 
located at the intersection of Plane 21 and the upper vehicle interior, halfway between a 
transverse vertical plane (Plane 22) through Point 10 and a transverse vertical plane 
(Plane 23) through the intersection of Plane 21 and Line 3. 


(b)(2) If a sun roof opening is located forward of the front edge of the upper roof and 
intersects the mid-sagittal plane of a dummy seated in either front outboard seating 
position, target FH2 is the nearest point that is forward of a transverse vertical plane 
(Plane 24) through CG-F(2) and on the intersection of the mid-sagittal plane and the 
interior sunroof opening. 


S10.6 Targets on the side rail between the A-pillar and the B-pillar or rearmost pillar in 
vehicles with only two pillars on each side of the vehicle. 


(a) Target SR1. Locate a transverse vertical plane (Plane 25) 150 mm rearward of Point 
APR. Locate the point (Point 11) at the intersection of Plane 25 and the upper edge of the 
forward most door opening. Locate the point (Point 12) at the intersection of the interior 
roof surface, Plane 25 and the plane, described in S8.15(h), defining the nearest edge of 
the upper roof. Target SR1 is located at the middle of the line between Point 11 and Point 
12 in Plane 25, measured along the vehicle interior. 


(b) Target SR2. Locate a transverse vertical plane (Plane 26) 300 mm rearward of the 
APR or 300 mm forward of the BPR (or the RPR in vehicles with no B-pillar). Locate the 
point (Point 13) at the intersection of Plane 26 and the upper edge of the forward most 
door opening. Locate the point (Point 14) at the intersection of the interior roof surface, 
Plane 26 and the plane, described in S8.15(h), defining the nearest edge of the upper roof. 
Target SR2 is located at the middle of the line between Point 13 and Point 14 in Plane 26, 
measured along the vehicle interior. 
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S10.7 Other side rail target (target SR3). 


(a) Except as provided in S10.7(b), target SR3 is located in accordance with this 
paragraph. Locate a transverse vertical plane (Plane 27) 150 mm rearward of either Point 
BPR or Point OPR. Locate the point (Point 15) as provided in either S10.7(a)(1) or 
S10.7(a)(2), as appropriate. Locate the point (Point 16) at the intersection of the interior 
roof surface, Plane 27 and the plane, described in S8.15(h), defining the nearest edge of 
the upper roof. Target SR3 is located at the middle of the line between Point 15 and Point 
16 in Plane 27, measured along the vehicle interior surface. 


(a)(1) If Plane 27 intersects a door or daylight opening, the Point 15 is located at the 
intersection of Plane 27 and the upper edge of the door opening or daylight opening. 


(a)(2) If Plane 27 does not intersect a door or daylight opening, the Point 15 is located on 
the vehicle interior at the intersection of Plane 27 and the horizontal plane through the 
highest point of the door or daylight opening nearest Plane 27. If the adjacent door(s) or 
daylight opening(s) are equidistant to Plane 27, Point 15 is located on the vehicle interior 
at the intersection of Plane 27 and either horizontal plane through the highest point of 
each door or daylight opening. 


(b) Except as provided in S10.7(c), if a grab handle is located on the side rail, target SR3 
is located at any point on the anchorage of the grab-handle. Folding grab-handles are in 
their stowed position for testing. 


(c) If a seat belt anchorage is located on the side rail, target SR3 is located at any point on 
the anchorage. 


S10.8 Rear header target (target RH). Locate the point (Point 17) at the intersection of the 
surface of the upper vehicle interior, the mid-sagittal plane (Plane 28) of the outboard 
rearmost dummy and the plane, described in S8.15(h), defining the rear edge of the upper 
roof. Locate the point (Point 18) as provided in S10.8(a) or S10.8(b), as appropriate. 
Except as provided in S10.8(c), Target RH is located at the mid-point of the line that is 
between Point 17 and Point 18 and is in Plane 28, as measured along the surface of the 
vehicle interior. 


(a) If Plane 28 intersects a rear door opening or daylight opening, then Point 18 is located 
at the intersection of Plane 28 and the upper edge of the door opening or the daylight 
opening (if no door opening). 


(b) If Plane 28 does not intersect a rear door opening or daylight opening, then Point 18 is 
located on the vehicle interior at the intersection of Plane 28 and a horizontal plane 
through the highest point of the door or daylight opening nearest to Plane 28. If the 
adjacent door(s) or daylight opening(s) are equidistant to Plane 28, Point 18 is located on 
the vehicle interior at the intersection of Plane 28 and either horizontal plane through the 
highest point of each door or daylight opening. 
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(c) If Target RH is more than 112 mm from Point 18 on the line that is between Point 17 
and Point 18 and is in Plane 28, as measured along the surface of the vehicle interior, 
then Target RH is the point on that line which is 112 mm from Point 18. 


S10.9 Upper roof target (target UR). Target UR is any point on the upper roof. 


S10.10 Sliding door track target (target SD). Locate the transverse vertical plane (Plane 
29) passing through the middle of the widest opening of the sliding door, measured 
horizontally and parallel to the vehicle longitudinal centerline. Locate the point (Point 19) 
at the intersection of the surface of the upper vehicle interior, Plane 29 and the plane, 
described in S8.15(h), defining the nearest edge of the upper roof. Locate the point (Point 
20) at the intersection of Plane 29 and the upper edge of the sliding door opening. Target 
SD is located at the middle of the line between Point 19 and Point 20 in Plane 29, 
measured along the vehicle interior. 


S10.11 Roll-bar targets. 


(a) Target RB1. Locate a longitudinal vertical plane (Plane 30) at the mid-sagittal plane 
of a dummy seated in any outboard designated seating position. Target RB1 is located on 
the roll-bar and in Plane 30 at the location closest to either CG-F2 or CG-R, as 
appropriate, for the same dummy. 


(b) Target RB2. If a seat belt anchorage is located on the roll-bar, Target RB2 is any 
point on the anchorage. 


S10.12 Stiffener targets. 


(a) Target ST1. Locate a transverse vertical plane (Plane 31) containing either CG-F2 or 
CG-R, as appropriate, for any outboard designated seating position. Target ST1 is located 
on the stiffener and in Plane 31 at the location closest to either CG-F2 or CG-R, as 
appropriate. 


(b) Target ST2. If a seat belt anchorage is located on the stiffener, Target ST2 is any 
point on the anchorage. 


S10.13 Brace target (target BT) Target BT is any point on the width of the brace as 
viewed laterally from inside the passenger compartment. 
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S10.14 Door frame targets. 


(a) Target DF 1. Locate the point (Point 21) on the vehicle interior at the intersection of 
the horizontal plane passing through the highest point of the forward door opening and a 
transverse vertical plane (Plane 32) tangent to the rearmost edge of the forward door, as 
viewed laterally with the adjacent door open. Locate the point (Point 22) at the 
intersection of the interior roof surface, Plane 32, and the plane, described in S8.15(h), 
defining the nearest edge of the upper roof. The door frame reference point (Point DFR) 
is the point located at the middle of the line from Point 21 to Point 22 in Plane 32, 
measured along the vehicle interior surface. Target DF1 is located at Point DFR. 


(b) Target DF2. If a seat belt anchorage is located on the door frame, Target DF2 is 
located at any point on the anchorage. 


(c) Target DF3. Locate a horizontal plane (Plane 33) which intersects Point DFR. Locate 
a horizontal plane (Plane 34) that passes through the lowest point of the adjacent daylight 
opening forward of the door frame. Locate a horizontal plane (Plane 35) half-way 
between Plane 33 and Plane 34. Target DF3 is the point located in Plane 35 and on the 
interior surface of the door frame, which is closest to CG-F2 for the nearest seating 
position. 


(d) Target DF4. Locate a horizontal plane (Plane 36) half-way between Plane 34 and 
Plane 35. Target DF4 is the point located in Plane 36 and on the interior surface of the 
door frame that is closest to CG-R for the nearest seating position. 


S10.15 Other door frame targets. 


(a) Target OD1. 


(a)(1) Except as provided in S10.15(a)(2), target OD1 is located in accordance with this 
paragraph. Locate the point (Point 23) on the vehicle interior, at the intersection of the 
horizontal plane through the highest point of the highest adjacent door opening or 
daylight opening (if there is no adjacent door opening) and the center line of the width of 
the other door frame, as viewed laterally with the doors in the closed position. Locate a 
transverse vertical plane (Plane 37) passing through Point 23. Locate the point (Point 24) 
at the intersection of the interior roof surface, Plane 37 and the plane, described in 
S8.15(h), defining the nearest edge of the upper roof. The other door frame reference 
point (Point ODR) is the point located at the middle of the line between Point 23 and 
Point 24 in Plane 37, measured along the vehicle interior surface. Target OD1 is located 
at Point ODR. 


(a)(2) If a seat belt anchorage is located on the door frame, Target OD1 is any point on 
the anchorage. 
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(b) Target OD2. Locate the horizontal plane (Plane 38) intersecting Point ODR. Locate a 
horizontal plane (Plane 39) passing through the lowest point of the daylight opening 
forward of the door frame. Locate a horizontal plane (Plane 40) half-way between Plane 
38 and Plane 39. Target OD2 is the point located on the interior surface of the door frame 
at the intersection of Plane 40 and the center line of the width of the door frames, as 
viewed laterally, with the doors in the closed position. 


S10.16 Seat belt mounting structure targets. 


(a) Target SB1. Target SB1 is located at any point on the seat belt anchorage mounted on 
the seat belt mounting structure. 


(b) Target SB2. Locate a horizontal plane (Plane 41), containing either CG-F2 or CG-R, 
as appropriate, for any outboard designated seating position whose seating reference 
point, SgRP, is forward of and closest to, the vertical center line of the width of the seat 
belt mounting structure as viewed laterally. Target SB2 is located on the seat belt 
mounting structure and in Plane 41 at the location closest to either CG-F2 or CG-R, as 
appropriate. 


(c) Target SB3. Locate a horizontal plane (Plane 42), containing CG-R for any outboard 
designated seating position rearward of the forward most designated seating position or 
positions whose seating reference point, SgRP, is rearward of and closest to, the vertical 
center line of the width of the seat belt mounting structure, as viewed laterally. Locate a 
horizontal plane (Plane 43) 200 mm below Plane 42. Target SB3 is located on the seat 
belt mounting structure and in Plane 43 at the location closest to CG-R, as appropriate. 


Figures and Table to §571.201 


FIGURE 1 - ORTHOGONAL REFERENCE SYSTEM 


FIGURE 2 - VERTICAL AND HORIZONTAL APPROACH ANGLE PLANE 


TABLE 1.—APPROACH ANGLE LIMITS  
[In degrees] 


Target component 
angle 


Horizontal angle Vertical 


Front Header 180 0-50 


Rear Header 0 or 360 0-50 


Left Side Rail 270 0-50 


Right Side Rail 90 0-50 


Left Sliding Door 
Track 


270 0-50 
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Right Sliding Door 
Track 


90 0-50 


Left A-Pillar 195-255 -5-50 


Right A-Pillar 105-165 -5-50 


Left B-Pillar 195-345 -10-50 


Right B-Pillar 15-165 -10-50 


Left Door Frame 195-345 -10-50 


Right Door Frame 15-165 -10-50 


Other Left Pillars 270 -10-50 


Other Right Pillars 90 -10-50 


Other Left Door 
Frame 


270 -10-50 


Other Right Door 
Frame 


90 -10-50 


Left Rearmost Pillar 270-345 -10-50 


Right Rearmost Pillar 15-90 -10-50 


Upper Roof Any 0-50 


Overhead Rollbar 0 or 180 0-50 


Brace or Stiffener 90 or 270 0-50 


Left Seat Belt 
Mounting Structure 


195-345 -10-50 


Right Seat Belt 
Mounting Structure. 


15-165 -10-50 


Seat Belt Anchorages Any 0-50 


[36 FR 22902, Dec. 2, 1971, as amended at 44 FR 68475, Nov. 29, 1979; 47 FR 52451, 
Nov. 22, 1982; 56 FR 26039, June 6, 1991; 60 FR 43050 and 43055, Aug. 18, 1995; 62 
FR 16725, Apr. 8, 1997; 62 FR 16725, Apr. 8, 1997; 63 FR 28, Jan. 2, 1998; 63 FR 
41464, Aug. 4, 1998; 63 FR 45965, Aug. 28, 1998; 64 FR 7140, Feb. 12, 1999; 64 FR 
69671, Dec. 14, 1999; 67 FR 79439, Dec. 27, 2002; 68 FR 51711, Aug. 28, 2003; 69 FR 
9226, Feb. 27, 2004; 69 FR 70914, Dec. 8, 2004; 70 FR 51669, Aug. 31, 2005; 71 FR 
51133, Aug. 29, 2006; 72 FR 50906, Sept. 5, 2007; 72 FR 51956, Sept. 11, 2007] 
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Appendix C – Federal Motor Vehicle Safety Standards 205, 
“Glazing Materials” 


 


S1. Scope. This standard specifies requirements for glazing materials for use in motor 
vehicles and motor vehicle equipment. 


S2. Purpose. The purpose of this standard is to reduce injuries resulting from impact to 
glazing surfaces, to ensure a necessary degree of transparency in motor vehicle windows 
for driver visibility, and to minimize the possibility of occupants being thrown through 
the vehicle windows in collisions. 


S3. Application and Incorporation by Reference. 


S3.1 Application. 


(a) This standard applies to passenger cars, multipurpose passenger vehicles, trucks, 
buses, motorcycles, slide-in campers, pickup covers designed to carry persons while in 
motion and low speed vehicles, and to glazing materials for use in those vehicles. 


(b) For glazing materials manufactured before September 1, 2006, and for motor 
vehicles, slide-in campers and pickup covers designed to carry persons while in motion, 
manufactured before November 1, 2006, the manufacturer may, at its option, comply 
with 49 CFR 571.205(a) of this section.  


S3.2 Incorporation by Reference. 


(a) “American National Standard for Safety Glazing Materials for Glazing Motor 
Vehicles and Motor Vehicle Equipment Operating on Land Highways-Safety Standard” 
ANSI/SAE Z26.1-1996, Approved by American National Standards Institute August 11, 
1997 (ANSI/SAE Z26.1-1996) is incorporated by reference in Section 5.1 and is hereby 
made part of this Standard. The Director of the Federal Register approved the material 
incorporated by reference in accordance with 5 U.S.C. 552(a) and 1 CFR part 51 (see 
§571.5 of this part). A copy of ANSI/SAE Z26.1-1996 may be obtained from the Society 
of Automotive Engineers, Inc., 400 Commonwealth Drive, Warrendale, PA 15096-0007. 
A copy of ANSI/SAE Z26.1-1996 may be inspected at NHTSA's technical reference 
library, 400 Seventh Street, SW., Room 5109, Washington, DC or at the Office of the 
Federal Register, 900 North Capitol Street, NW., Suite 700, Washington, DC. 
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(b) The Society of Automotive Engineers (SAE) Recommended Practice J673, revised 
April 1993, “Automotive Safety Glasses” (SAE J673, rev. April 93) is incorporated by 
reference in Section S5.1, and is hereby made part of this Standard. The Director of the 
Federal Register approved the material incorporated by reference in accordance with 5 
U.S.C. 552(a) and 1 CFR part 51 (see Sec.  571.5 of this part). A copy of SAE J673, rev. 
April 93 may be obtained from SAE at the Society of Automotive Engineers, Inc., 400 
Commonwealth Drive, Warrendale, PA 15096. A copy of SAE J673, rev. April 93 may 
be inspected at NHTSA's technical reference library, 400 Seventh Street, SW., Room 
5109, Washington, DC, or at the Office of the Federal Register, 900 North Capitol Street, 
NW., Suite 700, Washington, DC. 


(c) The Society of Automotive Engineers (SAE) Recommended Practice J100, revised 
June 1995, “Class ‘A’ Vehicle Glazing Shade Bands” (SAE J100, rev. June 95) is 
incorporated by reference in Section S5.3, and is hereby made part of this Standard. The 
Director of the Federal Register approved the material incorporated by reference in 
accordance with 5 U.S.C. 552(a) and 1 CFR part 51 (see Sec.  571.5 of this part). A copy 
of SAE J100, rev. June 95 may be obtained from SAE at the Society of Automotive 
Engineers, Inc., 400 Commonwealth Drive, Warrendale, PA 15096. A copy of SAE J100, 
rev. 95 may be inspected at NHTSA's technical reference library, 400 Seventh Street, 
SW., Room 5109, Washington, DC, or at the Office of the Federal Register, 900 North 
Capitol Street, NW., Suite 700, Washington, DC. 


S4. Definitions. 


Bullet resistant shield means a shield or barrier that is installed completely inside a motor 
vehicle behind and separate from glazing materials that independently comply with the 
requirements of this standard. 


Camper means a structure designed to be mounted in the cargo area of a truck, or 
attached to an incomplete vehicle with motive power, for the purpose of providing shelter 
for persons. 


Glass–plastic glazing material means a laminate of one or more layers of glass and one or 
more layers of plastic in which a plastic surface of the glazing faces inward when the 
glazing is installed in a vehicle. 


Pickup cover means a camper having a roof and sides but without a floor, designed to be 
mounted on and removable from the cargo area of a truck by the user. 


Prime glazing manufacturer means a manufacturer that fabricates, laminates, or tempers 
glazing materials. 


Slide–in camper means a camper having a roof, floor, and sides, designed to be mounted 
on and removable from the cargo area of a truck by the user. 


S5. Requirements. 
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S5.1 Glazing materials for use in motor vehicles must conform to ANSI/SAE Z26.1-1996 
unless this standard provides otherwise. 


S5.1.1 Multipurpose passenger vehicles. Except as otherwise specifically provided by 
this standard, glazing for use in multipurpose passenger vehicles shall conform to the 
requirements for glazing for use in trucks as specified in ANSI/SAE Z26.1-1996. 


S5.1.2 Aftermarket replacement glazing. Glazing intended for aftermarket replacement is 
required to meet the requirements of this standard or the requirements of 49 CFR 
571.205(a) applicable to the glazing being replaced. 


S5.1.3 Location of arrow within "AS" markings. In ANSI/SAE Z26.1- 1996 (August 11, 
1997) Section 7. "Marking of Safety Glazing Materials," on page 33, in the right column, 
in the first complete sentence, the example markings “AS↓1”, “AS↓14” and “AS↑2” are 
corrected to read “A↓S1”, “A↓S14” and “A↑S2”. Note that the arrow indicating the 
portion of the material that complies with Test 2 is placed with its base adjacent to a 
horizontal line. 


S5.2 Each of the test specimens described in ANSI/SAE Z26.1-1996 Section 5.7 (fracture 
test) must meet the fracture test requirements of that section when tested in accordance 
with the test procedures set forth in that section. 


S5.3 Shade bands. Shade band areas for windshields shall comply with the requirements 
of either S5.3.1 or S5.3.2. 


S5.3.1 Shade bands for windshields shall comply with SAE J100 JUNE 1995. 


S5.3.2 Except as provided in S5.3.2.1, the lower boundary of shade bands for windshields 
shall be a plane inclined upwards from the X axis of the vehicle at 7 degrees, passing 
through point V1, and parallel to the Y axis. The coordinate system and point V1 shall be 
as specified in Annexes 18 and 19 of European Commission for Europe (ECE) 
Regulation No. 43 Revision 2 – Amendment 1. 


S5.3.2.1 In the area 300 mm wide centered on the intersection of the windshield surface 
and longitudinal vertical median plane of the vehicle, the lower boundary of shade bands 
for windshields shall be a plane inclined upwards from the X axis of the vehicle at 3 
degrees, passing through point V1, and parallel to the Y axis. 


S5.4 Low speed vehicles. Windshields of low speed vehicles must meet the ANSI/SAE 
Z26.1-1996 specifications for either AS-1 or AS-4 glazing. 


S5.5 Item 4A Glazing. Item 4A glazing may be used in all areas in which Item 4 safety 
glazing may be used, and also for side windows rearward of the "C" pillar. I.e., Item 4A 
glazing may be used under Item 4A paragraph (b) of ANSI/SAE Z26.1-1996 only in side 
windows rearward of the "C" pillar. 
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S6. Certification and marking. 


S6.1 A prime glazing material manufacturer must certify, in accordance with 49 U.S.C. 
30115, each piece of glazing material to which this standard applies that is designed-- 


(a) As a component of any specific motor vehicle or camper; or 


(b) To be cut into components for use in motor vehicles or items of motor vehicle 
equipment. 


S6.2 A prime glazing manufacturer certifies its glazing by adding to the marks required 
by section 7 of ANSI/SAE Z26.1-1996, in letters and numerals of the same size, the 
symbol “DOT” and a manufacturer's code mark that NHTSA assigns to the manufacturer. 
NHTSA will assign a code mark to a manufacturer after the manufacturer submits a 
written request to the Office of Vehicle Safety Compliance, National Highway Traffic 
Safety Administration, 400 Seventh Street, SW., Washington, DC 20590. The request 
must include the company name, address, and a statement from the manufacturer 
certifying its status as a prime glazing manufacturer as defined in S4. 


S6.3 A manufacturer or distributor who cuts a section of glazing material to which this 
standard applies, for use in a motor vehicle or camper, must– 


(a) Mark that material in accordance with section 7 of ANSI/SAE Z26.1-1996; and 


(b) Certify that its product complies with this standard in accordance with 49 U.S.C. 
30115. 


[37 FR 12239, June 21, 1972, as amended at 37 FR 13097, July 1, 1972; 37 FR 24036, 
Nov. 11, 1972; 37 FR 24826, Nov. 22, 1972; 42 FR 61466, Dec. 5, 1977; 45 FR 47151, 
July 14, 1980; 46 FR 43690, Aug. 31, 1981; 48 FR 52065, Nov. 16, 1983; 49 FR 6734, 
Feb. 23, 1984; 56 FR 12674, Mar. 27, 1991; 56 FR 18531, Apr. 23, 1991; 56 FR 49149, 
Sept. 27, 1991; 57 FR 1654, Jan. 15, 1992; 57 FR 13656, Apr. 17, 1992; 57 FR 30164, 
July 8, 1992; 57 FR 58150, Dec. 9, 1992; 60 FR 13646, Mar. 14, 1995; 61 FR 41743, 
Aug. 12, 1996; 67 FR 79439, Dec. 27, 2002; 68 FR 43971, July 25, 2003; 68 FR 55545, 
Sept. 26, 2003; 69 FR 51191, Aug. 18, 2004; 70 FR 39965, July 12, 2005; 71 FR 64474, 
Nov. 2, 2006] 
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Appendix D – DVS Interoperability Chart 
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4. COMPANY BACKGROUND AND REFERENCES


4.1 VENDOR INFORMATION


4.1.1 Vendor must provide a company profile in the table format below. 


4.1.2


4.1.3


Is "Legal Entity Name" the same name as vendor is doing business as?


Yes X No


If "No", provide explanation.


Ownership (sole proprietor, partnership, etc.): Corporation
Digital Ally, Inc.


Response


Company name:


Question


List of top officers: CEO: Stanton Ross, CFO: Tom Heckman
# of years in business: 12
Date of incorporation: 2004


Please be advised, pursuant to NRS 80.010, a corporation organized pursuant to the 


laws of another state must register with the State of Nevada, Secretary of State’s Office 


as a foreign corporation before a contract can be executed between the State of Nevada 


and the awarded vendor, unless specifically exempted by NRS 80.015. Upon award of 
the contract, Digital Ally will register with the State of Nevada, Secretary of State’s 
Office as a foreign corporation before a contract is executed between the State of 
Nevada and Digital Ally.


The selected vendor, prior to doing business in the State of Nevada, must be appropriately 


licensed by the State of Nevada, Secretary of State's Office pursuant to NRS76. Information 


regarding the Nevada Business License can be located at http://nvsos.gov. 


Digital Ally, Inc. Legal Entity Name:


Nevada Business License Number: BL12-00500
ResponseQuestion


State of incorporation: Nevada


Location(s) of the office that will provide the 


services described in this RFP:


9705 Loiret Blvd, Lenexa, KS, 66219
Location(s) of the company offices: 9705 Loiret Blvd, Lenexa, KS, 66219
Location of company headquarters: 9705 Loiret Blvd, Lenexa, KS, 66219


Location(s) from which employees will be 


assigned for this project:


9705 Loiret Blvd, Lenexa, KS, 66219


Number of employees nationally with the 


expertise to support the requirements in this 


RFP:


Approximately 180


Number of employees locally with the 


expertise to support the requirements 


identified in this RFP:


Approximately 140
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4.1.4


4.1.5 Has the vendor ever been engaged under contract by any State of Nevada agency?


Yes No X


4.1.6


Yes No X


4.1.7


Does any of the above apply to your company?


Yes No X


If you employ (a) any person who is a current employee of an agency of the State of Nevada, 


or (b) any person who has been an employee of an agency of the State of Nevada within the 


past two (2) years, and if such person will be performing or producing the services which you 


will be contracted to provide under this contract, you must disclose the identity of each such 


person in your response to this RFP, and specify the services that each person will be expected 


to perform.


Disclosure of any significant prior or ongoing contract failures, contract breaches, civil or 


criminal litigation in which the vendor has been alleged to be liable or held liable in a matter 


involving a contract with the State of Nevada or any other governmental entity. Any pending 


claim or litigation occurring within the past six (6) years which may adversely affect the 


vendor's ability to perform or fulfill its obligations if a contract is awarded as a result of this 


RFP must also be disclosed.


If "Yes", please provide the following information. Table can be duplicated for each issue 


being identified. 


Name of State agency:


ResponseQuestion


Are you now or have you been within the last two (2) years an employee of the State of 


Nevada, or any of its agencies, departments, or divisions?


If "Yes", please explain when the employee is planning to render services, while on annual 


leave, compensatory time, or on their own time?


Vendors are cautioned that some services may contain licensing requirement(s). Vendors shall 


be proactive in verification of these requirements prior to proposal submittal. Proposals that 


do not contain the requisite licensure may be deemed non-responsive. 


If "Yes", complete the following table for each State agency for whom the work was 


performed. Table can be duplicated for each contract being identified.


Total dollar value of the contract:


Type of duties performed:


Dates when services were performed:


State agency contact name:
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4.1.8


Yes X No


4.1.9 Company background/history and why vendor is qualified to provide the services described in 


this RFP. Limit response to no more than five (5) pages. 


The State of Nevada requires a comprehensive Body Worn Camera product and services 
with future In-Car video integration. Digital Ally, Inc. is pleased to provide this bid 
response for the Body Worn Cameras project for the State of Nevada. Digital Ally proposes 
to supply the State of Nevada with 477 FirstVu HD Body Cameras, cloud storage, and 
digital management system then 477 DVM-800 In-Car Video systems on the State's 
requested timeline. We can meet and exceed the State of Nevada's expectations by not only 
providing the required hardware and evidence management system, but also by providing 
excellent customer service, support, and the scalability required to make such a solution 
work efficiently.


Status of the litigation:


If the matter has resulted in a court case:


Vendors must review the insurance requirements specified in Attachment E, Insurance 
Schedule for RFP 3273. Does your organization currently have or will your organization be 


able to provide the insurance requirements as specified in Attachment E.


Any exceptions and/or assumptions to the insurance requirements must be identified on 


Attachment B, Technical Proposal Certification of Compliance with Terms and Conditions 
of RFP. Exceptions and/or assumptions will be taken into consideration as part of the 


evaluation process; however, vendors must be specific. If vendors do not specify any 


exceptions and/or assumptions at time of proposal submission, the State will not consider any 


additional exceptions and/or assumptions during negotiations. 


Upon contract award, the successful vendor must provide the Certificate of Insurance 


identifying the coverages as specified in Attachment E, Insurance Schedule for RFP 3273.


Date of alleged contract failure or breach:


ResponseQuestion


Court Case Number


Resolution or current status of the dispute:


Amount in controversy:


Description of the contract failure, contract 


breach, or litigation, including the products or 


services involved:


Parties involved:


221







4.1.10


4.2 SUBCONTRACTOR INFORMATION


4.2.1 Does this proposal include the use of subcontractors?


Yes No X


If "Yes", vendor must:


Length of time vendor has been providing services described in this RFP to the public and/or 


private sector. Please provide a brief description.


Established in 2004, Digital Ally, Inc. adopted a "think tank" approach, utilizing multi-
disciplined engineers, sales and support staff, as well as collaborating with cutting-edge 
firms to design innovative products. Digital Ally, Inc.'s products have been developed for 
applications in industries such as law enforcement, fire, EMS, and commercial fleet 
management.


Digital Ally, Inc. revolutionized mobile video by introducing a complete video system 
integrated into a rear-view mirror that provides a more efficient use of space in vehicles, as 
well as providing a user-friendly system that can be positioned so it is not distracting to 
users. All of the video systems designed by Digital Ally, Inc. offer many important benefits 
such as being fully-automatic, capturing irrefutable evidence, and total solution for easy 
management, review, and archiving of recorded evidence. 


We presently have approximately 140 employees, plus approximately 20 Sales 
Representatives in the USA, and an additional 40 Sub-Agents. We have 40 international 
distributors representing us throughout the world. Digital Ally has approximately 50,000 
units deployed in all 50 states across the US, as well as 90 foreign countries. In addition, we 
have been awarded several contracts with purchasing cooperatives to include GSA, 
Purchasing Cooperative of America (PCA), MIDEAL, PA COSTARS, TX-DIR, NPP Gov, 
and more. 


Since the introduction of the DVM series of In-Car Video Systems, we have expanded our 
product offerings to include the FirstVu HD line of body-worn cameras, the VuLink body-
camera auto activation unit, VuVault.com evidence management and cloud storage 
solution, and the MicroVu in-car camera solution. New products are always in the pipeline 
to enable our customers to stay up to date with the latest in technology. 


Digital Ally is determined to provide said state digital video systems and Law Enforcement 
products that are simple to operate, will enhance officer safety, reduce liability, be trouble 
free, long lasting and cost-effective. With new, forward-looking products being designed 
constantly, Digital Ally, Inc. strives to offer customers the solutions they need to capture 
the truth in situations where it matters the most. 


Digital Ally has been in business since 2004. Our company was started and is devoted to 
developing the latest technology for the law enforcement, security and Homeland Security 
markets. In 2006, we began shipping product.
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4.2.1.1


4.2.1.2 If any tasks are to be completed by subcontractor(s), vendors must:


A. Describe the relevant contractual arrangements;


C. Describe your previous experience with subcontractor(s).


4.2.1.3 Vendors must describe the methodology, processes and tools utilized for:


A. Selecting and qualifying appropriate subcontractors for the project/contract;


4.2.1.4


4.2.1.5


4.2.1.6


4.2.1.7


4.3 BUSINESS REFERENCES


4.3.1


4.3.2


Vendor must provide at least three (3) law enforcement agencies within the last two (2) years 


as references, for which it is verifiable that the vendor has deployed at least 100 active BWS's 


that have been in service for at least six (6) months for each of those references. 


Vendors must provide the following information for every  business reference provided by the 


vendor and/or subcontractor:


The "Company Name" must be the name of the proposing vendor or the vendor's proposed 


subcontractor.


C. Ensuring that subcontractor deliverables meet the quality objectives of the 


project/contract; and 


D. Providing proof of payment to any subcontractor(s) used for this 


project/contract, if requested by the State. Proposal should include a plan by 


which, and the State's request, the State will be notified of such payments. 


Provide the same information for any proposed subcontractors as requested in 


Section 4.1, Vendor Information. 


Business references as specified in Section 4.3, Business References must be 


provided for any proposed subcontractors. 


Vendor shall not allow any subcontractor to commence work until all insurance 


required of the subcontractor is provided to the vendor. 


Vendor must notify the using agency of the intended use of any subcontractors not 


identified within their original proposal and provide the information originally 


requested in the RFP in Section 4.2, Subcontractor Information. The vendor 


must receive agency approval prior to subcontractor commencing work. 


Identify specific subcontractors and the specific requirements of this RFP for 


which each proposed subcontractor will perform services. 


B. Describe how the work of any subcontractor(s) will be supervised, channels of 


communication will be maintained and compliance with contract terms assured; 


and 


B. Ensuring subcontractor compliance with the overall performance objectives for 


the project;
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City, State, Zip: Philadelphia, PA, 19107
Phone, including area code: (215)580-7860


Project Name:


Primary Contact Information


Name: Tim Catto
Street Address: 1234 Market St, 4th Floor


Reference #: Reference 2
Company Name: SEPTA Transit Police


Identify role company will have for this RFP project (Check appropriate role below):
X VENDOR SUBCONTRACTOR


Final Project/Contract Date: Current Contract 
Was project/contract completed in time 


originally allotted, and if not, why not?


Yes


Project Information


YesWas project/contract completed within or 


under the original budget/cost proposal, and if 


not, why?


Original Project/Contract Start Date: 2011
Original Project/Contract End Date: Current Contract 
Original Project/Contract Value: Disclosure left to reference's discursion.


Facsimile, including area code: (812)435-6175
Email address: vlutz@evansvillepolice.com 


Brief description of the project/contract and 


description of services performed, including 


technical environment (i.e., software 


applications, data communications, etc.) if 


applicable:


Digital Ally provided Evansville Police 
Department with 235 FirstVu HD, with a 
local sever solution, and VuVault local video 
management solution. 


Street Address: 15 NW M. L. King Blvd.
City, State, Zip: Evansville, IN, 47708
Phone, including area code: (812)436-7971


City, State, Zip:


Street Address:


Name:


Alternate Contact Information


Name: Vernon Lutz


Primary Contact Information


mknight@evansvillepolice.com


(812)435-6175
(812)436-7974
Evansville, IN, 47708
15 NW M. L. King Blvd.
Matt Knight


Email address:


Facsimile, including area code:


Phone, including area code:


Identify role company will have for this RFP project (Check appropriate role below):
X VENDOR SUBCONTRACTOR


Project Name:


Reference #:


Evansville Police Department Evansville, IndianaCompany Name:


Reference 1


224



mailto:mknight@evansvillepolice.com

mailto:vlutz@evansvillepolice.com





City, State, Zip: Richmond, CA, 94804
Phone, including area code: (510)621-1819
Facsimile, including area code: (510)620-6880


Email address: etam@richmondpd.net


Alternate Contact Information


Email address: etam@richmondpd.net


Project Information


Name: Eric Tam
Street Address: 1701 Regatta Blvd


City, State, Zip: Richmond, CA, 94804
Phone, including area code: (510)621-1819
Facsimile, including area code: (510)620-6880


Project Name:


Primary Contact Information


Name: Eric Tam
Street Address: 1701 Regatta Blvd


Company Name: Richmond California Police Department
Identify role company will have for this RFP project (Check appropriate role below):


X VENDOR SUBCONTRACTOR


Was project/contract completed in time 


originally allotted, and if not, why not?


Yes


Was project/contract completed within or 


under the original budget/cost proposal, and if 


not, why?


Yes


Reference #: Reference 3


Original Project/Contract End Date: Current contract
Original Project/Contract Value: Disclosure left to reference's discursion.
Final Project/Contract Date: Current contract


Email address: tcatto@septa.org


Project Information


Brief description of the project/contract and 


description of services performed, including 


technical environment (i.e., software 


applications, data communications, etc.) if 


applicable:


Digital Ally has provided SEPTA Transit 
police with 300 FirstVu HD, cloud storage, 
and VuVault.com video management system. 


Original Project/Contract Start Date: 2014


City, State, Zip: Philadelphia, PA, 19107
Phone, including area code: (215)580-7860
Facsimile, including area code:  - 


Email address: tcatto@septa.org


Alternate Contact Information


Name: Tim Catto
Street Address: 1234 Market St, 4th Floor


Facsimile, including area code:  - 
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4.3.3


4.3.4


4.3.5


4.3.6


The company identified as the business references must submit the Reference Questionnaire 


directly to the Purchasing Division. 


It is the vendor's responsibility to ensure that completed forms are received by the Purchasing 


Division on or before the deadline as specified in Section 8, RFP Timeline for inclusion in 


the evaluation process. Reference Questionnaires not received, or not completed may 


adversely affect the vendor's score in the evaluation process.


The State reserves the right to contact and verify any and all references listed regarding the 


quality and degree of satisfaction for such performance. 


Was project/contract completed in time 


originally allotted, and if not, why not?


Yes


Was project/contract completed within or 


under the original budget/cost proposal, and if 


not, why?


Yes


Digital Ally has submitted Reference Questionnaires to the 3 above business references. 


Vendors must also submit Attachment F, Reference Questionnaire to the business references 


that are identified in Section 4.3.2.


Original Project/Contract End Date: Current Contract
Original Project/Contract Value: Disclosure left to reference's discursion. 
Final Project/Contract Date: Current Contract


Brief description of the project/contract and 


description of services performed, including 


technical environment (i.e., software 


applications, data communications, etc.) if 


applicable:


Digital Ally provided Richmond Police 
Department with 122 FirstVu HD, cloud 
storage, and VuVault.com video management 
solution. 


Original Project/Contract Start Date: 2014
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Revised:  09-25-13 Resume Form Page 1 of 2 


PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Digital Ally, Inc.  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Jacob McKenzie 
Key Personnel: 


(Yes/No) Yes 


Individual’s Title: Regional Sales Manager 


# of Years in Classification: 1 # of Years with Firm: 1 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
I have worked for Digital Ally as a Regional Sales Manager for 15 months, and have covered the 
territories of Northern California and Nevada, as well as Oklahoma and North Texas. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


June 2015 – Present 
 Digital Ally, Inc. 
 9705 Loiret Blvd, Lenexa, Ks, 66219 
 Regional Sales Manager 
 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
Hutchinson Community College 
 Hutchinson, Ks 
 Associate in Science 
 December 15, 2008 
 
Friends University 
 Wichita, Ks 
 Bachelor of Science in Business Administration with a Minor in Marketing 
 May 8, 2015 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
N/A 
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Revised:  09-25-13 Resume Form Page 2 of 2 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
Greg Dyer, VP of National Sales | Law Enforcement 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
 
Mark Gordon, Director of Technical Services 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
 
Larry Dado, Customer Service Manager 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
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Revised:  09-25-13 Resume Form Page 1 of 2 


PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Digital Ally, Inc.  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Brian Hill 
Key Personnel: 


(Yes/No) Yes 


Individual’s Title: Regional Sales Manager 


# of Years in Classification: 4 # of Years with Firm: 6 


 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


I have worked for Digital Ally, Inc. for six years. For the last 4 years I have been the General Sales 
Manager responsible for the success of the sales team. I work closely with the Regional Sales Managers 
to increase their sales from setting sales goals, to training.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 


2010 – Present 
 Digital Ally, Inc. 
 9705 Loiret Blvd, Lenexa, Ks, 66219 
 General Sales Manager 
2006-2010 
 Ka-Comm, Inc. 
 1201 W Old 56 Hwy, Olathe, KS, 66061 
 Sales Representative 
2003-2006 
 Conrad Fire Equipment 
 887 N Jan Mar Ct., Olathe, KS, 66061 
 Inside Sales/Customer Service 
 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 


 
University of Arizona and Pima Community College 
 Tucson, AZ 


Business and Accounting 
 
Learning International 
 Schaumburg, IL 


Professional Selling Skills 
 
University of North Florida, Institute of Police Technology and Management 
 Jacksonville, FL 
 Police Radar and Traffic Laser Instructor/Operator  
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Revised:  09-25-13 Resume Form Page 2 of 2 


  
CERTIFICATIONS 


Information required should include: type of certification and date completed/received. 


 
N/A 
 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   


 
Greg Dyer, VP of National Sales | Law Enforcement 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
 
Mark Gordon, Director of Technical Services 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
 
Larry Dado, Customer Service Manager 
 Digital Ally, Inc. 
 1-800-440-4947 
 Greg.dyer@digitalallyinc.com  
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Other Informational Material 


 


FirstVu HD™ Docking and Charging Station 


 


The FirstVu HD docking station provides automated, simultaneous uploading and charging for 


up to 12 FirstVu HD ™ devices and 12 external batteries. It is desk or wall mountable with 


included hardware. Simply slide your FirstVu HD ™ into the dock and walk away. Status LED’s 


will inform you of the upload process and battery charging process for each attached device. 


 


The docking station provides fast, secure transfers over gigabit wired connection to your 


VuVault server. Within minutes, videos can be viewed on any VuVault enabled computer within 


your network. 
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22 3.11.3.37 Describe device wireless activation features (e.g. device is 


automatically activated with the activation of patrol vehicle’s light 


bar), if applicable.  


VuLink™ 


 


The VuLink™ is the first patented product on the market that can link multiple body cameras, in-


car video systems, or activate off of triggers with a body camera. With the FirstVu HD Body-


Worn Camera and our patented VuLink™ an officer can simultaneously start his or her FirstVu 


HD & their In-Car Video system, or simultaneously activate his body camera with the blue light, 


siren, microphone, etc. The pairing of these two devices, a first for the Law Enforcement 


industry, has the potential to greatly assist an officer in a time of stress by eliminating the need to 


manually start their body-worn camera. In VuVault, our back office software, both recordings 


can be linked together into the same incident to streamline the review and reporting process. 


 


 


 


RFP Page # Section Specification 


21 3.11.3.27 The vendor must offer a multi-dock station capable of uploading 


digital evidence from multiple cameras simultaneously and have the 


capability to upload video via Wi-Fi and/or cellular LTE 


connectivity. If via cellular, product should be compatible with Fenny 


Wireless Skyus X modem. 
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM


Vendor Name      Digital Ally, Inc.                    


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost


5.2.2.1 Cameras  477 795.00$      379,215.00$        18% 309,439.44$      
5.2.2.2 Mounts included 0 -$           -$                     0% -$                   
5.2.2.3 Belt Clips included 0 -$           -$                     0% -$                   
5.2.2.4 Docking Stations  54 2,995.00$   161,730.00$        13% 140,219.91$      
5.2.2.5 Configuration included in PS 0 -$           -$                     0% -$                   
5.2.2.6 Installation included in PS 0 -$           -$                     0% -$                   
5.2.2.7 Training included in PS 0 -$           -$                     0% -$                   
5.2.2.8 Access Points  0 -$           -$                     0% -$                   
5.2.2.9 VuLink  477 349.00$      166,473.00$        0% 166,473.00$      
5.2.2.10 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.2.11 Other ________ Specify   0 -$           -$                     0% -$                   
5.2.2.12 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.2.13 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.2.14 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.2.15 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 707,418.00$        13% 616,132.35$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) 477 199.00$      94,923.00$          0% 94,923.00$        


5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)  477 199.00$      94,923.00$          0% 94,923.00$        


5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)  477 199.00$      94,923.00$          0% 94,923.00$        


5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)  477 199.00$      94,923.00$          0% 94,923.00$        
5.2.3.1-.4 BWC Extended Maintenance and Support 379,692.00$        0% 379,692.00$      


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1  477 708.00$      337,716.00$        0% 337,716.00$      
5.2.4.2 BWC Cloud Data Storage Year 2  477 708.00$      337,716.00$        0% 337,716.00$      
5.2.4.3 BWC Cloud Data Storage Year 3  477 708.00$      337,716.00$        0% 337,716.00$      
5.2.4.4 BWC Cloud Data Storage Year 4  477 708.00$      337,716.00$        0% 337,716.00$      
5.2.4.5 BWC Cloud Data Storage Year 5  477 708.00$      337,716.00$        0% 337,716.00$      
5.2.1.1-4 BWC Cloud Storage 1,688,580.00$     0% 1,688,580.00$   


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 27 99.00$        2,673.00$            0% 2,673.00$          
5.2.5.2 BWC Annual Licensing Year 2 27 99.00$        2,673.00$            0% 2,673.00$          
5.2.5.3 BWC Annual Licensing Year 3 27 99.00$        2,673.00$            0% 2,673.00$          
5.2.5.4 BWC Annual Licensing Year 4 27 99.00$        2,673.00$            0% 2,673.00$          
5.2.5.5 BWC Annual Licensing Year 5 27 99.00$        2,673.00$            0% 2,673.00$          
5.2.5.1-5 BWC Licensing  13,365.00$          0% 13,365.00$        


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost


5.2.6.1 Server Based  - Servers and workstations 0 -$           -$                     0% -$                   
5.2.6.2 Server Based - Archive/backup systems 0 -$           -$                     0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$           -$                     0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$           -$                     0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$           -$                     0% -$                   
5.2.6.6 Server Based - Software Licensing 0 -$           -$                     0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$           -$                     0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$           -$                     0% -$                   
5.2.6.9 Server Based - Training 0 -$           -$                     0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$           -$                     0% -$                   
5.2.6.11 Specify 0 -$           -$                     0% -$                   
5.2.6.12 Specify 0 -$           -$                     0% -$                   
5.2.6.13 Specify 0 -$           -$                     0% -$                   
5.2.6.14 Specify 0 -$           -$                     0% -$                   
5.2.6.15 Specify 0 -$           -$                     0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                     #DIV/0! -$                   


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up 
so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the 
vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost 
proposal.


*Administrative Licenses are an annual cost for VuVault.com. Quoted 1 Administrative license per State location.


*User Licenses are a monthly cost for Body Worn Cameras of $59.99
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost


5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$           -$                     0% -$                   


5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$           -$                     0% -$                   


5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$           -$                     0% -$                   


5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$           -$                     0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                     0% -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost


5.2.8.1 Professional Services - 5 days onsite  1 9,800.00$   9,800.00$            0% 9,800.00$          
5.2.8.2 Professional Services - each aditional day onsite  1 1,000.00$   1,000.00$            0% 1,000.00$          
5.2.8.3 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.4 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.5 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.6 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.7 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.8 Other ________ Specify   0 -$           -$                     0% -$                   
5.2.8.9 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.10 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.11 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.12 Other ________ Specify  0 -$           -$                     0% -$                   
5.2.8.1-.12 Other Associated Costs/Services 10,800.00$          0% 10,800.00$        
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Summary Body Worn Camera Costs Extension Discount Cost


5.2.2.1-.15 Body Worn Camera Costs $795.00 17% $695.00 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $94,923.00 0% $94,923.00 
5.2.4.1 BWC Cloud Data Storage Year 1 $337,716.00 0% $337,716.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $337,716.00 0% $337,716.00 
5.2.5.1 BWC Annual Licensing Year 1 $2,673.00 0% $2,673.00 
5.2.5.2 BWC Annual Licensing Year 2 $2,673.00 0% $2,673.00 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $10,800.00 0% $10,800.00 
5.2.9 Total Proposed Costs BWC Project $787,296.00 0% $787,196.00 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $94,923.00 0% $94,923.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) $94,923.00 0% $94,923.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) $94,923.00 0% $94,923.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) $94,923.00 0% $94,923.00 
5.2.3.1-.4 BWC Extended Maintenance and Support $379,692.00 0% $379,692.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost


5.2.4.1 BWC Cloud Data Storage Year 1 $337,716.00 0% $2,673.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $337,716.00 0% $2,673.00 
5.2.4.3 BWC Cloud Data Storage Year 3 $337,716.00 0% $2,673.00 
5.2.4.4 BWC Cloud Data Storage Year 4 $337,716.00 0% $2,673.00 
5.2.4.5 BWC Cloud Data Storage Year 5 $337,716.00 0% $2,673.00 
5.2.1.1-4 BWC Cloud Storage $1,688,580.00 0% $13,365.00 


BWC Licensing 


Schedule
BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $2,673.00 0% $2,673.00 
5.2.5.2 BWC Annual Licensing Year 2 $2,673.00 0% $2,673.00 
5.2.5.3 BWC Annual Licensing Year 3 $2,673.00 0% $2,673.00 
5.2.5.4 BWC Annual Licensing Year 4 $2,673.00 0% $2,673.00 
5.2.5.5 BWC Annual Licensing Year 5 $2,673.00 0% $2,673.00 
5.2.5.1-5 BWC Licensing $13,365.00 0% $13,365.00 


Request for Proposal 3273 - Body Worn Cameras


5.2.9 BWC Summary Costs
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Request for Proposal 3273 - Body Worn Cameras


5.3  COST ~ IN-CAR VIDEO SYSTEM


Vendor Name        Digital Ally, Inc.                                    


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 
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Request for Proposal 3273 - Body Worn Cameras


In-Car Video Detail Costs


5.3.2  In-Car  Video (ICV) Costs Item #  Quantity  Unit price  Extension Discount  Amount 


5.3.2.1 Front Camera 477                3,495.00$      1,667,115.0$   11.4% 1,476,397.04$  
5.3.2.2 Back Seat Camera included -                 -$               -$                  0.0% -$                  
5.3.2.3 Color LCD Monitor with Audio included -                 -$               -$                  0.0% -$                  


5.3.2.4
Bi-Directional Digital Wireless Microphone with
in-car & home charger


included
                    -    $                 -    $                   -   0.0%  $                    -   


5.3.2.5 Covert Secondary Hard-Wired Microphone; included -                 -$               -$                  0.0% -$                  
5.3.2.6 Digital Video Recorder- DVR included -                 -$               -$                  0.0% -$                  
5.3.2.7 Integrated GPS Receiver and Antenna included -                 -$               -$                  0.0% -$                  
5.3.2.8 Controller Center included -                 -$               -$                  0.0% -$                  
5.3.2.9 Collision Sensor included -                 -$               -$                  0.0% -$                  
5.3.2.10 Transfer media included -                 -$               -$                  0.0% -$                  
5.3.2.11 Stand-alone video viewers included -                 -$               -$                  0.0% -$                  
5.3.2.12 Hardware/software necessary to submit videos


as evidence
included -                 -$               -$                  0.0% -$                  


5.3.2.13 All mounts and cables as specified in RFP included -                 -$               -$                  0.0% -$                  
5.3.2.14 Documentation included -                 -$               -$                  0.0% -$                  


5.3.2.15
Warranty and maintenance included in 


Warranty term -                 -$               -$                  0.0% -$                  
5.3.2.16 Training included in PS -                 -$               -$                  0.0% -$                  
5.3.2.17 Shipping and handling -                 -$               -$                  0.0% -$                  
5.3.2.18 Other Specify -                 -$               -$                  0.0% -$                  
5.3.2.19 Other Specify -                 -$               -$                  0.0% -$                  
5.3.2.20 Other Specify -                 -$               -$                  0.0% -$                  
5.3.2.1-20 Total Cost of In-Car Video Unit 1,667,115.0$   11.4% 1,476,397.04$  


5.3.3 Extended Maitenance Camera Systems Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.3.1
ICV Annual Extended Maintenance Year 1 
(year 2) included                     -   -$               -$                  0.0% -$                  


5.3.3.2
ICV Annual Extended Maintenance Year 2 
(year 3)                   477 169.00$         80,613.0$         0.0% 80,613.00$       


5.3.3.3
ICV Annual Extended Maintenance Year 3 
(year 4)                   477 169.00$         80,613.0$         0.0% 80,613.00$       


5.3.3.4
ICV Annual Extended Maintenance Year 4 
(year 5)                   477 169.00$         80,613.0$         0.0% 80,613.00$       


5.3.4 ICV Cloud Data Storage Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 


5.3.4.1 ICV Cloud Data Storage Year 1                   477 240.00$         114,480.0$       0.0% 114,480.00$     
5.3.4.2 ICV Cloud Data Storage Year 2                   477 240.00$         114,480.0$       0.0% 114,480.00$     
5.3.4.3 ICV Cloud Data Storage Year 3                   477 240.00$         114,480.0$       0.0% 114,480.00$     
5.3.4.4 ICV Cloud Data Storage Year 4                   477 240.00$         114,480.0$       0.0% 114,480.00$     
5.3.4.5 ICV Cloud Data Storage Year 5                   477 240.00$         114,480.0$       0.0% 114,480.00$     
5.3.4.1-5 Total ICV Cloud Storage 572,400.0$       0.0% 572,400.00$     


5.3.5 ICV Licensing Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 


5.3.5.1 ICV Annual Licensing Year 1                     -   -$               -$                  0.0% -$                  
5.3.5.2 ICV Annual Licensing Year 2                     -   -$               -$                  0.0% -$                  
5.3.5.3 ICV Annual Licensing Year 3                     -   -$               -$                  0.0% -$                  
5.3.5.4 ICV Annual Licensing Year 4                     -   -$               -$                  0.0% -$                  
5.3.5.5 ICV Annual Licensing Year 5                     -   -$               -$                  0.0% -$                  
5.3.5.1-5 ICV Licensing    -$                  #DIV/0! -$                  


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be 


accepted.  Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has 
been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the 
vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to 
submitting their cost proposal.


*Quoted pricing for DVM-800 with 2 year warranty. Pricing for DVM-800 with 5 year warranty is available. 


*Pricing based on DVM-800 with 2 year warranty. 


*User Licenses are $20 per month. Pricing based on adding DVM-800 storage to existing FirstVu HD storage.
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Request for Proposal 3273 - Body Worn Cameras


In-Car Video Detail Costs


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be 


accepted.  Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has 
been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the 
vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to 
submitting their cost proposal.


5.3.6 ICV Server Based Video Management System (VMS)Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.6.1
Hardware (itemize - including servers,
workstations, archiving stations, upload
infrastructure, UPS,  etc)


-                 -$               -$                  0.0% -$                  
5.3.6.2 Software -                 -$               -$                  0.0% -$                  
5.3.6.3 Software Configuration / Training -                 -$               -$                  0.0% -$                  
5.3.6.4 Security/Firewall -                 -$               -$                  0.0% -$                  
5.3.6.5 Backup Systems -                 -$               -$                  0.0% -$                  
5.3.6.6 Extended Maintenance Agreement  Including 


Years 2
-                 -$               -$                  0.0% -$                  


5.3.6.7 (specify by component if necessary) -                 -$               -$                  0.0% -$                  
5.3.6.8 Installation of  Hardware and Software -                 -$               -$                  0.0% -$                  
5.3.6.9 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.10 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.11 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.12 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.13 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.14 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.15 Other Specify -                 -$               -$                  0.0% -$                  
5.3.6.1-15 ICV Server Based Video Management Component   -$                  #DIV/0! -$                  


5.3.7 Extended Maitenance VMS Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.7.1
ICV Server System Extended Maintenance 
Year 1 (yr 2) -                 -$               -$                  0.0% -$                  


5.3.7.2
ICV Server System Extended Maintenance 
Year 2 (yr 3) -                 -$               -$                  0.0% -$                  


5.3.7.3
ICV Server System Extended Maintenance 
Year 3 (yr 4) -                 -$               -$                  0.0% -$                  


5.3.7.4
ICV Server System Extended Maintenance 
Year 4 (yr 5) -                 -$               -$                  0.0% -$                  


5.3.8 ICV Other Associated Costs/Services Item #  Quanity   Unit price  Extension Discount  Amount 


5.3.8.1 Professional Services - 5 days onsite 1                    9,800.00$      9,800.0$           0.0% 9,800.00$         
5.3.8.2 Professional Services -  each aditional day 


onsite
1                    1,000.00$      1,000.0$           0.0% 1,000.00$         


5.3.8.3 Wireless Access Points (not required as State 
specified harware is compatable) 74                  225.00$         16,650.0$         0.0% 16,650.00$       


5.3.8.4 Other  Specify -                 -$               -$                  0.0% -$                  
5.3.8.5 Other  Specify -                 -$               -$                  0.0% -$                  
5.3.8.1-.5 ICV Other Associated Costs/Services   27,450.0$         0.0% 27,450.00$       


5.3.9 ICV Vehicle Camera Installation Item #  Quantity  Unit price  Extension Discount  Amount 


5.3.9.1 Reno (Northern Command) 141                325.00$         45,825.0$         0.0% 45,825.00$       
5.3.9.2 Las Vegas (Southern Command) 245                325.00$         79,625.0$         0.0% 79,625.00$       
5.3.9.3 Elko (Central Command) 83                  325.00$         26,975.0$         0.0% 26,975.00$       


5.3.10 ICV Optional Items  (include shipping and handling) Item #  Quantity  Unit price  Extension Discount  Amount 


5.3.10.1 Radar Interface and Cable –  must Interface 


from MPH Bee III Radars to Cameras
-                 -$               -$                  0.0% -$                  


5.3.10.2 Motorcycle Option (including waterproof 
camera, monitor)


-                 -$               -$                  0.0% -$                  
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5.3.11 Descriptiion Extension Discount Cost


5.3.2.1-20 Total Cost of In-Car Video Unit  $  1,667,115.00 11.4%  $  1,476,397.04 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)  $                   -   0.0%  $                   -   
5.3.4.1 ICV Cloud Data Storage Year 1  $     114,480.00 0.0%  $     114,480.00 
5.3.3.2 ICV Cloud Data Storage Year 2  $     114,480.00 0.0%  $     114,480.00 
5.3.5.1 ICV Annual Licensing Year 1  $                   -   0.0%  $                   -   
5.3.5.2 ICV Annual Licensing Year 2  $                   -   0.0%  $                   -   
5.3.6.1-15 ICV Server Based Video Management Component  $                   -   #DIV/0!  $                   -   
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2)  $                   -   0.0%  $                   -   
5.3.8.1-.5 ICV Other Associated Costs/Services  $       27,450.00 0.0%  $       27,450.00 
Summary Total Proposed Costs ICV $1,923,525.00 9.9% $1,732,807.04 
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5.3.11 In-Car Video Summary Costs
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PROPOSED STAFF RESUME FOR RFP 3273 


A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 
 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Gayle Lewallen Key Personnel: 
(Yes/No) Yes  


Individual’s Title: Project Coordinator  
# of Years in Classification: 1 # of Years with Firm: 1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
• Currently manages and facilitates the delivery, logistics, project plans, and communications of 


various Taser International projects including Signal and Fleet; trains incoming members of the 
team on software and networking systems; enhances department organization and efficiency; 
department representative for interviewing and evaluating prospects for Professional Service 
positions. 


• Previously, deployed TASER consultants and managers located across the country to support 
agencies with integrations of Conducted Electrical Weapons and Body Worn Cameras; obtained 
project ownership of the Axon Instructor Program; coordinated the 2016 bi-annual department 
conference; improved program service quality by updating procedure templates and evaluating 
system results. 


• Former police officer and dispatcher with Indiana University Police Department 
 


 
RELEVANT EXPERIENCE 


Information required should include:  timeframe, company name, company location, position title held during 
the term of the contract/project and details of contract/project. 


 
• TASER International 


o Project Coordinator • May 2016 – Present 
• ASU Center for Emergency Management and Homeland Security 


o Researcher/Intern  •  September 2015 – Present 
• TASER International 


o Contractor, Professional Services Administrative Manager • October 2015 – May 2016 
• Cutter Aviation 


o Customer Service Representative • June 2014 – May 2015 
• Indiana University Police Department 


o Police Officer • August 2012 – May 2014 
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EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 


• Arizona State University: Phoenix, Arizona (Completion December 2016) 
o MA Emergency Management and Homeland Security  


• Indiana University: Bloomington, Indiana (Class of 2014) 
o BA Criminal Justice 
o BA East Asian Studies (Mandarin) 


 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
• Network Security Training Certificate – TASER International 


o 9/15/2016 
• FBI Vetted and InfraGard Certified 


o 5/2016 
• ILEA Certified Law Enforcement Officer  


o 08/2013 
• Incident Command Systems for Law Enforcement 


o 07/2013 
• National Incident Management Systems (NIMS) 


o 07/2013 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
 
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Ryan D. York Key Personnel: 
(Yes/No) Yes 


Individual’s Title: Fleet Program Manager 
# of Years in Classification: 11 # of Years with Firm: 1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Ryan D. York has been focused on design, support, sales and implementation of public safety and law enforcement 
solution for over a decade.  His experience provides a wealth of knowledge to the teams that he managed and 
assists his customers with the full success of the solution from project infancy to delivery, implementation and post 
installation support.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
2016 – Memphis TN Fire/EMS – Mobile computing solution - Panasonic 
2014 – Florida Highway Patrol – Mobile trooper solution – Utility Associates, Inc. 
2014 – SC Dept. of Corrections – License plate recognition – NDI Recognition Systems 
2014 – Charlotte/Mecklenburg Police – Fusion Center – NDI Recognition Systems 
2013 – Kane County IL Sheriff – In Car video – COBAN Technologies 
2012 – Savannah GA Police – Mobile data terminals and in car video systems – COBAN Technologies 
2012 – Miami Gardens FL Police – In Car video – COBAN Technologies 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Associates of Arts, General Education – Seminole State College, Sanford, FL (2002) 
Associates of Science – Microsoft Networking Technologies – Seminole State College, Sanford, FL (2003) 
Associates of Science – Microsoft Networking Technologies – Seminole State College, Sanford, FL (2003)  
Bachelors of Science – Information Technology – University of Phoenix (2006) 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
HG2 Emergency Lighting – Certified Installer (2010) 
ICOP In-Car Video Installer (2009) 
Watchgaurd Video Certified Installer (2008) 
L-3 Communication Mobile Vision Certified Installer (2007) 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


The following information requested pertains to the individual being proposed for this project. 


Name: Michael Oakes Key Personnel: 
(Yes/No) Yes 


Individual’s Title: Technical Services & Support Rep 
# of Years in Classification: < 1 # of Years with Firm: < 1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
14 plus years in law enforcement with a background in technical experience with both mobile electronics 
installation and large datacenter sales solutions.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
My mobile electronics experience began with Circuit City Roadshops (1993 -1998) from Fayetteville, NC 
to multiple locations in Texas, where I was promoted and managed stores/ employees. I also continued 
to assist with installations. Experience later continued with the Copperas Cove Police Department in 
Texas where I assisted with the installation and troubleshooting of the Kustom Signals mobile video 
equipment/ radar equipment. I went on to work at Dell in Round Rock, TX, where I provided networking/ 
data center solutions to medium to large businesses.  
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Pine Forest Senior High School/ Fayetteville, NC – High school diploma 1993 
Central Texas College/ Killeen, TX – Police Academy graduate 1999 
Central Texas College/ Killeen, TX – Criminal Justice Studies Program 2000-2001 (not completed) 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


Mobile Electronics Certification Program – 1994 to 1998 
Texas Peace Officer’s Advanced license – 1999 to 2013  
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Daniel Corum Key Personnel: 
(Yes/No) Yes 


Individual’s Title: Technical Services and Support Representative 
# of Years in Classification: 1 # of Years with Firm: 1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Previous experience in network information technology and architecture, construction and 
troubleshooting, both wired and wireless. Multiple years deploying solutions business to business.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
Previous time with video solutions and internet providers, especially deployment of commercial video 
solutions/law enforcement solutions. 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Missouri Southern State University and Crowder College.  
 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
CNA 2012 Missouri state licensed 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION 
 
 
 







Revised:  09-25-13 Resume Form Page 6 of 9 


PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Daniel L. Allen Key Personnel: 
(Yes/No) Yes 


Individual’s Title: Technical Services Manager 
# of Years in Classification: <1 # of Years with Firm: <1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
I came to TASER in August of 2016 after serving as the Chief of Police in Cordell, Oklahoma. In the 
nearly ten years I served with the Cordell Police Department, eight of them were in positions of 
supervision. My tenure with the Cordell Police Department has given me specific experience with 
supervision of police employees and operations, including the deployment of TASER products. My law 
enforcement experience has afforded me the understanding of police culture and how TASER can 
become an integral part of the law enforcement mission. 
 
My interest has always been with computers and technology. Before my entry into law enforcement, I 
studied mobile electronics at great lengths. I owned and operated my own mobile electronics shop. I 
became a mobile electronics certified professional and gained significant experience in aftermarket 
technology applications. I also worked as a quality assurance technician at Freightliner Specialty 
Vehicles, currently known as Sportchassis, where I exercised my mobile electronic and upfitting skills to 
produce a number of specialty products for the upfitted Freightliner M2 chassis. I used this experience 
within my law enforcement career to upfit several police cruisers. I began a side business for the specific 
purpose of upfitting police vehicles with complete integration of the most advanced technologies 
available. I had customers across a tri-county area. I was also appointed as the police department's IT 
administrator and was solely responsible for the deployment of the department's computer network, 
servers, and peripherals. 
 
I have experience as the IT administrator over the SaaS Evidence.com products our department used 
through TASER. I was also responsible for the deployment of the Axon camera systems to our officers. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
Cordell Police Department  2006 – 2016 
Patrol/Sergeant/Major/Chief 
Several projects managed and deployed within the department. Solely responsible for the deployment of 
technology projects, including database maintenance for in-car and on-officer video. Specific experience 
with TASER products as an end user. 
 
Freightliner Specialty Vehicles 2005 – 2006 
Quality Assurance Technician 
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Responsible for inspection and and correction of production errors from upfitting. This includes several 
wiring components for video, data, DC power, GPS & Navigation, and so on. 
 
Evolution Audio   2002 – 2005 
Owner/Operator 
Specialized aftermarket mobile electronics sales, service, and customization 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Kaplan University     In progress 
BS of Science in Information Technology 
 
Southwestern Oklahoma State University  2003 – 2004 
>30 Semester hours toward BS of Arts in Communication 
 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Council on Law Enforcement Training and Education 2006 
Oklahoma Basic Peace Officer Certification – Academy A0603 Academic Honors 
 
Mobile Electronics Certified Professional   2003 
 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: TASER International  


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: X Subcontractor:  


 
The following information requested pertains to the individual being proposed for this project. 


Name: Donald R Regis Key Personnel: 
(Yes/No) Yes 


Individual’s Title: Professional Services Manager 
# of Years in Classification: 2 # of Years with Firm: 1 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
15+ years in the emergency vehicle up-fitting field. 
2+ years exclusively in the in-car video and interview installation field with Taser and Mediasolv. 
8 years in law enforcement  
 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
10 years with Woodcrest vehicle center, Riverside CA, senior installer- General Manager, numerous 
departments. 
5 years with 10-8 retro fit, Ontario CA, project manager, numerous departments 
2 years with Taser-Mediasolv, Herndon VA and Scottsdale AZ, Professional Services Manager, 
Numerous deployments  
 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
San Bernardino Valley College/ San Bernardino County Sheriff, San Bernardino CA, P.O.S.T basic 
Certificate, 1991 
Orange Coast College Orange County Sheriff, Anaheim CA, P.O.S.T- F.T.O Certificate, 1993 
San Bernardino Valley College/ San Bernardino County Sheriff, San Bernardino CA, P.O.S.T 
Supervisors Certificate, 1995 
 
 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
EVT- Emergency Vehicle Certification, Riverside CA, 2014  Exp. 2018 
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REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
PLEASE SEE PART IB – CONFIDENTIAL TECHNICAL INFORMATION 
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3.11 SCOPE OF WORK BODY WORN CAMERA (BWC) 


 
3.11.1 The State of Nevada is seeking a qualified vendor that can provide at a minimum, 


the following: 
 


3.11.1.1 A Video Management System (VMS) that is either an externally 
hosted cloud-based data storage solution with the capability of 
organizing/managing video/digital evidence, server based or consist 
of a hybrid solution and be accessible via the internet to multiple users 
simultaneously.  The State prefers the Cloud or Hybrid solution.  The 
system must meet the State’s geographical needs as described in this 
RFP.   


 
Complies. Evidence.com is a cloud-based data storage solution with the capability of 
organizing/managing video/digital evidence, and is accessible via the internet to multiple users 
simultaneously. 


3.11.1.2 Up to 489 high quality Body Worn Cameras necessary to outfit 465 
sworn (Lieutenants and below) with 5% spares. 


 
Complies. The attached quote includes 5% spares.  
 


3.11.1.3 The VMS shall have the ability to convert video to a portable media 
device i.e.: (DVD, external hard drive) without compromising its 
authenticity to include all metadata and chain of custody 
requirements. 


 
Complies. Users can access a file on Evidence.com, download the file, and then copy it to a CD/DVD or 
flash/thumb drive. DVDs and CDs can be created using any DVD or CD writing software. Axon 
cameras record using MP4 format, which is playable without the need for proprietary software. 
 
Users can download individual files and can bulk download files in ISO or ZIP file format, either of 
which is suitable for removable media. This offers flexibility in packaging depending on HHP 
requirements.  
 
Evidence.com ensures a reliable chain of custody for all video files by providing a high level of 
security, reliability, and expandability. Proper documentation of chain of custody is preserved and can 
be used to ensure video evidence can be tendered in court as an exhibit. There are also several levels of 
evidence protection implemented such as, encryption, access control, hashing and other security 
protocols. 
 
To ensure a robust chain of custody, evidence can be verified for authenticity by matching the SHA 
hash of original file ingested in Evidence.com with the copy. 
Audit trails associated with each and every piece of evidence stored in your agency’s account will be 
able to demonstrate:  
 how the video was taken 
 when the video was taken  
 where the video was taken  
 how the video was stored 
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 who had access to the video from the time it was taken through the time it is introduced in 
court, and 


 Details on whether or not it has been altered and how (the original file is never altered, a new 
copy is created with any changes)  


 
By the end of 2016 the solution will fully migrate to SHA-2. 
 
Sharing Audit Report  
The Sharing Audit report exports a list of all user actions related to sharing evidence and cases to a 
CSV file. You can specify the date range for the report. Included in the report are the following details: 
 
 Date and time of the sharing event 
 Who initiated the sharing event 
 What was shared — evidence or a case 
 How was it shared — internal or external to your Evidence.com agency 
 The ID of the evidence or case shared 
 The recipient of the shared evidence or case 
 The permissions shared to the recipient 


 
A full list of the metadata included in the report is listed below.  
 
 Date Time 
 Action  
 Share Type 
 User 
 Owner 
 Evidence ID 
 Evidence Title 
 Case ID 
 Files Shared 
 Recipient email(s) 
 Agency 
 Duration 
 Expiration 
 View Permission 
 Download Permission 
 View Audit Trail Permission 
 Post Notes Permission 
 Reshare Download Permission 


 
 


3.11.1.4 Full service vendor support including installation, maintenance/ 
support, warranty, training, documentation, and project management 
throughout the contract period. 


 
Complies. TASER will provide support including installation, maintenance/ support, warranty, 
training, documentation, and project management throughout the contract period. 
 
 







Body Worn Cameras RFP 3273 Page 21 of 142 


3.11.1.5 All-inclusive pricing for all hardware (body worn cameras, 
workstations, servers, archiving hardware, video back-up systems, 
access points, automatic triggering devices,  connectivity (Ethernet 
wiring), and software (system, database, and video management) 
installation, configuration, and training). 


 
Complies. Please see the attached quote and Master Services and Purchasing Agreement.  
 


3.11.1.6 Proposed systems that consist of server based video evidence 
management must be turn-key and provide warranties and full service 
maintenance and support on all hardware, wiring infrastructure, and 
software for a period of five (5) years. 


 
Not applicable. Evidence.com is a cloud-based solution.  
 


3.11.2 Body Worn Cameras 
 


Specifications are provided by area including BWC Hardware Requirements, 
Evidence Managements System, Video Storage, System Security, Information 
Security, In-car Video Integration, Training and warranty.   
 


3.11.3 BWC Hardware Requirements 
 


3.11.3.1 Cameras worn by officers shall be lightweight, preferably six ounces 
or less in total combined weight. 


 
Yes. The total weight of the Axon Body 2 is 5.0 oz. (142 grams) (inclusive of all fastenings for the 
standard Klick Fast mount). The device is extremely compact and does not have any moving parts. The 
camera, which is slightly larger than a pack of cards measures 3.42 in x 2.76 in x 1.01 in (8.7 cm x 7.0 
cm x 2.6 cm). 
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3.11.3.2 Cameras shall have minimal wiring, not exceed two wires or cables 
and shall be designed to disengage to prevent the wearer from 
becoming entangled.  


 
Yes. The Axon Body 2 is a self-contained audio-visual unit with no external wires.  
 


3.11.3.3 Cameras shall have recording capability of at least ten continuous (10) 
hours (the State would prefer twelve (12) hours of continuous 
recording capability).   


 
Yes. The Axon Body 2 video camera has a minimum video resolution of 480P and a maximum video 
resolution of 1080P. It utilizes an aspect ratio of 16:9 at 1080P and 720P and a 4:3 aspect ratio at 
480P. The video resolution, the encoding bitrate, the frame rate and the video encoding format impact 
the size of the files captured at each setting. The Axon Body 2 has 64GB of non-removable storage. 
 
The Axon Body 2 video camera has four video quality settings, Low SD, High SD, Low HD, High HD 
spanning 480P, 720P and 1080P video resolutions. 
 
 The Low SD setting captures video at a 480P video resolution at a rate of .81 GB per 60 minutes 


of video. This allows for over 70 hours of recording 
 The High SD setting captures video at a 480P video resolution at a rate of 1.8 GB per 60 


minutes of video. This allows for over 35 hours of recording 
 The Low HD setting captures video at 720P video resolution at a rate of 2.7 GB per 60 minutes 


of video. This allows for over 23 hours of recording  
 The High HD setting captures video at 1080P video resolution at a rate of 5.4 GB per 60 


minutes of video. This allows for 11.3 hours of recording 
 
At 480p and 720p, the Axon Body 2 will provide enough power for 12+ hours of recording time. At 
1080P, the Axon Body 2 will provide enough power for 10+ hours of recording time. 
 


3.11.3.4 Cameras must have a minimum stand-by battery life of ten (10) hours 
without recharging or additional batteries, with pre-record on. 


 
Yes. The Axon Body 2 battery will last 12+ hours when turned on and in buffering mode.  
 


3.11.3.5 BWC Shall be user friendly that can be activated easily during times 
of stressful events.  


 
Yes. A complicated activation mechanism is cumbersome in the field and can impede more important 
duties, especially considering officers often have to start a recording at a moment’s notice.  
 
The Axon Body 2 was designed specifically for use by law enforcement in tactical policing situations. 
Activation of event recording is simple and accessible, so officers can operate the device in a high-
stress situation. Recordings are initiated with a single “Event Button” located on the front of the 
device, so an officer can easily reach it with one hand.  
 
The Axon Body 2 camera has two operating modes: 
 
1. BUFFERING (turning on the camera and starting pre-event buffering) 
2. EVENT (event recording) 
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To initiate Buffering Mode (turn the camera on) Move the ON/OFF switch on the camera to the ON 
position. The raised on/off switch is strong enough to prevent accidentally powering the device down, 
yet can still be switched on if an officer is wearing gloves. 


 
 
To initiate Event Recording Mode, simply tap the large concave button on the front of the camera two 
times. While the device is easily activated when worn in a shirt pocket or housed in a case, it is still 
protected against unintentional event triggering. To end the recording, simply hold down the button for 
three seconds.  
 


3.11.3.6 BWC should have automatic triggers, as a standalone system. 
 
Yes. Axon Signal is a system for secure activation of Axon camera devices. It is protocol, which 
operates over Bluetooth Low Energy. The effective range of Axon Signal is 30ft (~10 meters). The 
Axon Signal protocol is implemented by all Axon cameras, by the Axon Signal box and by an 
upcoming battery module for TASER conductive electric weapons. 
 
Signal can convey specific telemetry messages that describe the state of the environment. Axon 
cameras capture these messages and store them as metadata within the video. Depending on the 
specific telemetry contained within the message, Axon cameras can decide to start or stop recording. 
 
Specific activation criteria are listed below: 
 Binary triggers: on-off triggers for 1 - 24V inputs. These inputs include door switches, light-bar, 


shotgun/patrol rifle release, brake switches or dedicated on-off switches. 
 ECU speed trigger: this input measures the time between speed pulses from the vehicle ECU. 


The period between pulses is changes in proportion to the vehicle speed. The Signal Box can be 
configured to match the time between pulses at 60 MPH to provide a highly accurate 
representation of vehicle speed. On the receiving side, Axon cameras can be configured to 
activate at a specific speed, such as 90mph. 


 Accelerometer: All Axon cameras include an accelerometer and can be configured to activate 
based on a high-G event, such as that of a crash. 


 MDT GPS: Should the MDT laptop or tablet contain a GPS receiver, the solution can utilize 
that source of GPS data. This data is used to store location and vehicle speed data within the 
video files. 


 Mobile Application: mobile apps can send activation events. These events will allow future 
functionality such as real-time CAD activation where an officers cameras are activated as soon 
as they are assigned to a call. 


 Another Wearer’s Axon Camera: Axon cameras can be configured to broadcast Signal 
messages when activated. Thus Fleet cameras will activate when a nearby Axon Body 2 begins 
recording.  


 TASER CEW: TASER is producing a retrofit battery for existing TASER weapons. This battery 
will activate Axon cameras when the CEW safety is disabled. 
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 External GPS: Axon Signal will accept a NMEA-format serial input from external GPS devices, 
such as those used for AVL systems. This GPS data can be added to the video as the definitive 
source of GPS data. This functionality will be enabled by the end of the 2016. 


 


3.11.3.7 Rechargeable battery must be able to reach full charge, from no 
power, in no more than six (6) hours. 


 
Yes.  The recharge time for 12+ hours of buffering mode is approximately six (6) hours when a camera 
with a fully depleted battery is charged in the Axon Dock.  
 


3.11.3.8 Cameras must have a minimum of thirty-two (32) GB 
internal/integrated memory and storage media not be removable. 


 
Yes. The Axon Body 2 has 64GB of non-removable storage. 
 


3.11.3.9 Rechargeable battery must be able to withstand at least three hundred 
(300) charging cycles, maintaining the 10 hour record time. 


 
Yes. The Axon battery is capable of hundreds of charges. 
 


3.11.3.10 BWC lens must have a field of view from 95 to 145 degrees. 
 
Yes. The Axon Body 2’s 143° wide-angle lens was designed to record a wide field of view (FOV) to 
capture accurate evidence, even when the device is mounted on an officer’s beltline. Axon Body 2’s 
diagonal field of view is 107° horizontal and 78° vertical.  
 
A wide FOV provides a better representation of what the officer is seeing and provides a record of the 
officer's environment. 
 
Distortion Correction 
In order to achieve an ultra-wide FOV, most cameras use an ultra-wide angle lens or 'fisheye' lens. 
Fisheye lenses result in distortion of the image. The Axon Body 2 automatically corrects for this 
distortion. Correcting for this distortion results in an overall better quality video. This difference is 
especially noticeable when dealing with still images generated from wide FOV video.  
 
Distortion Correction via Software 
Unlike many competitors' cameras, TASER's Axon Body 2 camera automatically corrects for fisheye 
on the camera. TASER's backend software (Evidence.com) currently provides the NHP the ability to 
correct for wide-angle distortion through Evidence.com.  
 


3.11.3.11 The recording speed shall be no less than 30 frames per second (fps). 
 
Yes. The Axon records 30 FPS. 
 


3.11.3.12 Camera shall record video images in full color with a minimum 
resolution of 640 pixels x 480 pixels. Adjustable resolution is 
preferable.  


Yes. The Axon Body 2 represents excellent value, with the ability to record synchronized audio and 
video with image quality in excess of Color 640x480. The device also has an HD option. The device can 
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record at 480P, 720P, or 1080P.    
 
The device's HD settings (720, 1080P) provide the necessary resolution to facilitate the creation of still 
images or future advanced analytics (e.g. facial recognition, ANPR, etc.). This protects the NHP’s 
investment by providing functionality that will be required in the future, without the need for further 
outlay. 
 
The Axon Body 2 records at 30 FPS; in policing situations, officers often deal with objects in motion. 
The higher frame rate results in smoother video, resulting in a clearer, more functional piece of 
evidence. 
 


3.11.3.13 Video compression shall be H.263 or higher. 
 
Yes. The Axon Body 2 conforms to the MPEG-4 Layer 2 video compression format, which utilizes a 
MP4 container and the H.264 compression standard. This format is non-proprietary and allows for 
playback from any general video player. 
 


3.11.3.14 Cameras shall have multiple mounting options to accommodate 
varying uniformed officers, plain-clothed officers, and tactical field 
situations.  Examples include, but are not limited to, lapel, shoulder, 
eyeglasses, cap, helmet, holster, button shirt, zipper shirt, utility belt, 
snow suit etc.  Mounts shall not require modification to current in-
service uniforms.   


 
Yes. The Axon Body 2 is a self-contained audio-visual unit with no external wires. The camera mounts 
utilize RapidLock technology, an attachment mechanism that allows the camera to be connected and 
disconnected from the mount in less than one second, while remaining securely and stably attached 
during an officer’s shift. Officers can easily remove and remount the camera as desired, decreasing the 
time interacting with mounts and camera holsters on a daily basis. 
 
The proprietary RapidLock design facilitates articulation at the mount (rather than the camera itself) 
giving the user greater control over the direction the unit is pointed. This improves the quality of video 
captured by allowing the camera to tilt, rotate, etc. And, by moving articulation to the mount, the 
camera design is more rugged as compared to cameras with integral moving parts. 
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RapidLock Mount 


 
TASER provides a variety of mounting options to suit your agency needs. Some are optimized for 
security (Z-Bracket, Molle, and Clip Mounts), while others are built for versatility (Magnet and Velcro 
mounts).   
 
Tactical Axon Body 2 Mounts 
The Z-Bracket Mount can be worn inserted in between the buttons of a shirt and is available oriented 
for both male and female uniforms. 


 
 
We also offer two Magnetic Mounts - one that is flexible for lighter weight uniform shirts and a thicker 
version for outerwear. Powerful magnets keep the device fully secure, and offer a wider range of space 
to mount the on the body as they do not rely on close proximity to buttons or pockets.  
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We offer two Molle Mounts, which attach to the Molle straps on tactical vests. The mounts can 
withstand >100 lbs of retention force. The Double Molle Mount provides more lateral stability, while 
the Single Molle Mount is lighter and more versatile.  


 
 
Versatile Axon Body 2 Mounts 
For uniforms, we offer a 4” and 6” Shirt Pocket Mount. The Axon Body 2 Clip Mount is simple and 
easy to install and offers versatile mounting locations for non-tactical use. A Velcro Mount will 
available for uniforms or vests with Velcro patches applied in Q4 of 2016. 
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The Axon Flex system offers several mounting options for wearing the Flex camera and carrying the 
Flex controller.  
 


Axon Flex Controller Mounts 
 
Hybrid Holster  
The controller can be carried in a 
holster that clips to your clothing or 
gear. Two clips are available for you to 
place the controller in a way that best 
meets your needs. Both options are 
compatible with many standard duty 
belt clips. 
 
 Large Utility Belt Clip 
 Regular Utility Belt Clip 


 
Axon Flex Camera 
Mounts  
 
Oakley Eyewear Mount  
The Axon Flex camera can be attached to 
Oakley Flak Jacket® glasses. With this 
system, the camera is designed to directly 
capture your point of view because it is 
mounted at eye level. 
 
Low Rider Headband  


Designed for use with the Flex system, the Low Rider 
headband provides a comfortable frame to wear the 
camera on your head. As with the Oakley eyewear 
mount, the Low Rider headband places the camera at 
your eye level, and is designed to capture your 
perspective of the incident. 
 
Hat Mount  
The camera can be worn with headgear, including 
baseball caps. One magnetic clip is placed on the inside 


of the baseball cap, while the rest of the assembly goes on the outside, held in place by magnetic 
attraction. 
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Collar Mount  
The universal magnetic clip is compatible with most uniform shirt collars. 
 
A collar support bar also is available. It consists of an inside magnetic clip combined with a metal band 
designed to wrap underneath the collar, towards the back of the neck. 
 


 
Epaulette Mount  
If your uniform shirt has epaulettes, you can attach the Axon Flex camera to them. The drawing shows 
the camera worn above the epaulette, but the mount can be positioned to place the camera below the 
epaulette, if desired. 
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Adhesive Mount  
The adhesive mount allows the camera to attach to most smooth, hard surfaces, like helmets. 
 
We also have two additional helmet mounts, built specifically for use with the Shoei and HJC helmet 
brands.  
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SWAT Mounts 
SWAT officers know better than anyone that body-worn cameras are at risk of getting knocked off in 
highly physical situations. That's why we've developed a Picatinny rail mount that secures Axon Flex 
to the SWAT officer's helmet and holds true through the most critical incidents. With this new 
mounting option, the Axon Flex controller and camera both attach to the SWAT helmet, keeping the 
system consolidated on the helmet and avoiding any interference with other gear. 
 
 


3.11.3.15 Camera should allow for on scene (in the field) viewing?  If so, 
describe the ability to playback or view video. 


 
Yes. Axon View is a free mobile application that wirelessly connects with your Axon camera to provide 
instant playback of unfolding events from the field, in the field. You can use the app's live display to 
ensure your camera is well-placed, and the playback function helps eliminate the “he said, she said” 
on the spot. 
 
Turns Routine Video into Valuable Evidence 
Available for both Android and iOS devices, Axon View automatically maps video with GPS data and 
allows real-time tagging of metadata from your phone. Before you set foot in the office, your video is 
filed into the correct retention schedule automatically. When you need it, evidence can be accessed 
quickly with a simple keyword search. 
 Pairs Axon cameras with Android or iOS devices 
 Instant replay prevents frivolous dispute of recorded events 
 Live video streaming assists with optimal camera placement 
 GPS tagging maps video evidence automatically 
 Real-time metadata input enables easy searching and accurate retention 
 
Alternatively, using Evidence Sync, TASER’s Microsoft Windows application, the Axon camera can be 
connected to an in-car MDT or MDC via USB cable. Features are similar to Axon View, except that 
when video are played back over Axon View, they are played at 5 frames per second, Evidence Sync 
will playback video at the source frame rate of 30 frames per second. 
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3.11.3.16 Camera shall provide feedback to user when activated, either via a 


visual indicator or audible tone. 
 
Yes. The Axon Body 2 provides audible (beeps), visual (LEDs), and/or haptic (vibration) feedback to 
clearly indicate the current mode of operation. 
 
Visual Notifications 
The Operation LED is located on the top of the Axon Body 2 
so the officer can easily see the status. A blinking red LED 
indicates recording. Pressing the Battery button will 
momentarily light both the Operation LED and the Battery 
LED, displaying the current operating mode. 
 
The system has two operating modes, Buffering and Event 
mode. Buffering mode is the default mode of operation (when 
the unit is turned on) and is activated seconds after turning on 
the device. The Axon Body 2 is in Event mode as soon as an 
officer double-taps the Event button to initiate the recording of 
an event. By default, the previous 30 seconds captured in 
Buffering mode will also be saved (without audio) as the 
beginning of the event. Your agency can extend the Buffering 
mode’s duration to two minutes total. The Axon Body 2 can 
also be configured to record sound as well as video in 
Buffering mode. 
 
To initiate event recording, simply tap the large concave button on the front of the camera two times. 
While the device is easily activated when worn in a shirt pocket or housed in a case, it is still protected 
against unintentional triggering. To end the recording, simply hold down the button for three seconds. 
The activation method was designed based on extensive customer feedback.  
 
Audible Notifications 
To clearly indicate activation of the device to the user, the camera can also be configured to emit 
audible (beeps) and/or haptic (vibration) feedback. This ensures that the user knows the status of the 
device without having to look at it, which improves user experience and officer safety. 
 
Operating Mode Audio Notification     Haptic Feedback 


(Vibration) 
Powering on or off     One beep Once 
Recording an event    Two beeps (every two 


minutes) 
Twice (every 2 
minutes) 


Press the battery button while the camera 
is recording    


Two beeps Twice 


The device is ending an event and 
returning to Buffering mode 


One long beep    Once, long duration 


The battery is at 20 percent capacity or 
lower 


Four quick beeps (every 
20 seconds) 
     


Four times, 
quickly, every five 
minutes 
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Operating Mode Audio Notification     Haptic Feedback 
(Vibration) 


The camera memory is full    Three beeps. The 
camera will not start 
recording. 


Three times 


 
Automatic Hands Free Activation 
Axon cameras are compatible with Axon Signal technology, a feature unique to TASER. Auto-
activation of camera recording is initiated by a variety of pre-determined "triggers" (blue-lights, 
TASER CEW activation, etc.). This eliminates the risk of an officer forgetting to turn on his camera 
due to the stress of the incident. 
 


3.11.3.17 Camera shall have the ability to be set to stealth mode while in the 
field. 


 
Yes. For some situations, an officer may wish to turn off the lights on the Axon Body 2. You can turn 
off the lights through the Evidence Sync software application or by using the Battery button.  
 
To turn the lights off using the Battery button:  
 Press and hold the Battery button for 10 seconds.  


 
To turn the lights back on:  
 Press and hold the Battery button for 10 seconds.  


 
To use Evidence Sync:  
1. Connect the Axon Body 2 camera to the Evidence Sync application.  
2. Select the device settings.  
3. Select the option to turn off the device LEDs.  


o The Operation LED flashes red, yellow, and then green before shutting down the lights.  
o Pressing the Battery button will momentarily light both the Operation LED and the Battery 


LED, displaying the current operating mode and battery level.  
To turn the lights back on:  
1. Connect the Axon Body 2 camera to the Evidence Sync application.  
2. Select the device settings.  
3. Select the option to turn on the device LEDs. 
 


3.11.3.18 Camera must have an indicator that shows current operating mode. 
 
Yes. The Axon Body 2 provides a clear visual 
indication the device is recording in the form of an 
LED light, located on the top of the unit.  
 
While recording, the LED will blink red to clearly 
indicate that the device is recording; the device’s LED 
blinks green, the camera is in buffering mode.  
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Axon Body 2 Operating Mode Operation LED 
Recording 
Recovering interrupted video* 


Blinking Red 
 
 


Buffering Blinking Green 
Booting Up 
Error state** 


Solid Red 


 
* When the Function LED also is blinking red.  
** When the Function LED also is solid red. 
 
Charging Mode 
When you place an Axon Body 2 camera in the Axon Dock, the device will begin to charge. 
The Battery LED around the EVENT button will light up and indicate the battery’s charging status. 


 
  
Battery Status Battery LED (Around Event Button) 
Battery capacity is 41-100% Green 
Battery capacity is 20-40% Yellow 
Battery capacity is less than 20% Red during operation; flashing red 


and yellow during charging 
Battery critically low Blinking red and yellow 


  
Upload Mode 
Once the Axon Body 2 camera is inserted into the Axon Dock, the LED on the bottom of the camera 
will display red to start and then change colors to indicate the camera’s status in the queue and upload 
process. 
  
The upload LED is located on the bottom of the Axon Body 2 camera, which will be upright when it is 
inserted in the bay. The camera displays a green upload status LED before removing it from the dock. 
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Upload Status LED 
System Status LED Indication (on bottom of camera) 
Initial connection (momentary) Solid red (for 20 seconds or fewer) 
In queue awaiting upload Solid yellow 
Uploading data Blinking yellow 


Do NOT remove the camera from the 
Axon Dock 


Device ready (all videos uploaded 
successfully) and fully charged 


Solid green 


Device not assigned, agency 
mismatch, camera set in the offline 
mode, or device 
error 


Blinking red 


Uploading data Blinking yellow – DO NOT remove the 
camera from the Axon Dock 


Firmware update, internal battery 
charging, extremely low battery, or 
memory full 


Blinking red and yellow – DO NOT 
remove the camera from the Axon Dock 


Transfer error, device re-trying to 
transfer 


Blinking green and yellow 


Network error Blinking red, yellow, and then green 
(cycling all colors) 


  
When the video is successfully uploaded to Evidence.com and the battery is fully charged, both the 
Battery LED and Upload Status LED will be green. 
 


3.11.3.19 If the camera offers night vision enhancement, the State shall have the 
ability to enable or disable it. 


 
The Axon Body 2 has “Retina Low-Light” Imaging Technology of ≤ 0.1 lux. The human eye has a lux 
rating of approximately 0.1 lux. By matching that sensitivity, the camera is able to more accurately 
capture and portray the experience of the user.  
 
High Quality Optics 
In order to achieve outstanding reproduction in low light, cameras can either utilize electronics 
(amplification) or optics (lenses). Axon cameras utilize high quality lenses.  This is superior to 
amplification, which results in graininess and inaccurate reproduction. The videos offer a more 
accurate depiction of the officer's experience and provide better evidentiary value. 
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3.11.3.20 The System should provide automatic indexing functionality of video 
files and be capable of interfacing with existing computer-aided 
dispatch (CAD) vendor.  


 
Yes. Axon body-worn cameras can interface with your Agency CAD/RMS system. The solution is 
provider agnostic, and the printout required for tagging and categorization is queried directly from the 
database, effectively bypassing the CAD/RMS front-end interface. TASER integrations are an option 
for any system that has an accessible back-end database (SQL DB, etc.). Often, these reports are 
already pulled for crime statistics reporting. TASER's solution enables automatic tagging of Axon 
videos with the correct Incident ID, Category, and Location. Automatic retention is accomplished 
through categorization mapping. TASER's solution uses a proprietary algorithm written to compare 
CAD/RMS call start and end times with Axon video recording start and end times by officer identifier. 
TASER supplies a small integrator application that automatically encrypts the automated database 
printout, sends to Evidence.com via SSL port 443 and then deletes the file from the local server. 
Automatic tagging occurs once daily with the ability to tag videos from the previous 72-hours. 
 


3.11.3.21 Cameras shall automatically embed a time/date stamp in the recorded 
video. 


Yes. Video files generated by the Axon are embedded with metadata, or data about data. Every time an 
Axon video is created, the date and time of the recording is logged as metadata and embedded in 
the MP4 file. Any time a camera is docked into the Axon Dock or connected to a computer 
running Evidence Sync, the time is automatically checked and reset. 
  
The dates and timestamps sync with the atomic clocks at the National Institute of Standards and 
Technology (NIST) and cannot be altered, which protects the chain of custody. 
 


3.11.3.22 Cameras shall prevent users from deleting recorded files without 
authorization. 


Yes. Officers cannot delete, alter or edit the videos stored on their camera. Using Axon View in the 
field, an officer can update the evidence title, ID and assign a category, however; the integrity of the 
original data can never be changed. 
 
The device uses a non-standard connection to access data on the camera and a granular device-level 
audit trail will be available in a future release. 
 
Content on the device is only deleted once it has been successfully transferred to the system, and once 
in the system can only be deleted in accordance with the NHP’s retention or Role Based Access Control 
(RBAC) policies as defined and applied in the categorization of the video content. 
 
A cryptographic SHA hash is automatically created by the camera every time a video is finished 
recording. This SHA is sent to the application to verify the integrity of the file and is used for auditing 
purposes. The hash can be used to demonstrate that the recording has not been modified, down to the 
last bit. 
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3.11.3.23 Camera should have a method for adding desired metadata to video 
in the field prior to upload. 


 
Yes. Metadata can be added to Axon video files from the field in the following ways prior to upload to 
Evidence.com. 


1. Pairing an Axon camera to a smart device via a Bluetooth 
connection and adding tags using the Axon View application. 


GPS markers are automatically added to videos captured with the 
Axon when paired to a smart device with GPS capabilities. 
 
Evidence.com allows for the following indexing fields using Axon 
View: 
 
 ID – Case ID of incident 
 Title – Titles are defaulted to the date and time of the video 


capture “Flex Video 2012-10-13 1447.”  This field can be 
updated by the user at the time of capture to display a more 
specific title i.e. “Boat Crash at Lake of the Ozarks.”  


 Category – Allows searching for any category type or to specify 
any category added by the Agency.  


2. Connecting an Axon camera via 
USB to an in-car computer (i.e., 
MDT, MDC) using the Evidence 
Sync desktop application. 


 Adding Categories to Records 
with Evidence Sync 
1. Using Evidence Sync, you 


can add information to each 
video, one by one, or you 
can add information to 
multiple records at once. 


2. If you want to update the 
files in bulk, you have 
several options: 
 Replace the system-


generated title with a new one.  
 Apply an appropriate ID for a video by typing it in the Edit ID box. If appropriate, you can 


add the same ID to all videos. 
 Add your agency’s case categories by selecting the appropriate categories from the drop-


down menu.  
 If you need to change the person assigned to the videos, type the appropriate ID in the 


boxes.  
 
 







Body Worn Cameras RFP 3273 Page 38 of 142 


3. Integrating Evidence.com with an existing CAD/RMS system, automatically tagging video based on 
this data, eliminating need to manually to add metadata. 


Evidence.com provides dependable, logical integration from an agency’s CAD system (or CAD plus 
RMS systems) to Evidence.com. With integration, Evidence.com programmatically applies metadata 
exported from your CAD system to video-evidence files in Evidence.com.  Evidence.com can accurate 
apply ID, retention category, and event location information from event records to evidence files. 


 
With TASER’s integration solution, officers no longer have to spend valuable time entering this data 
after each incident, and supervisors no longer have to search extensively for untagged or incorrectly 
tagged videos. 
 
Greater Accuracy 
 Improves data accuracy of information  
 Correlates your RMS or CAD events with Axon videos adds Incident ID, Category and Location 


to videos automatically 
 Avoids the misspellings and incomplete info of manual entry 
 Makes searching and retrieving evidence easier later 


 
Increased Efficiency 
 Automates metadata entry for every recording 
 Requires minimal involvement from the NHP’s IT staff 
 Works with any system without involving RMS vendors 
 Enables supervisors to manage evidence more effectively 
 Ensures evidence receives the appropriate automatic retention period 


 
TASER's solution uses a proprietary algorithm written to compare CAD/RMS call start and end times 
with Axon video recording start and end times by an officer identifier.  


 
TASER supplies a small integrator application that automatically encrypts the automated database 
printout, sends to Evidence.com via SSL port 443 and then deletes the file from the local server. 
Automatic tagging occurs once daily with the ability to tag videos from the previous 72 hours. 
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3.11.3.24 Officers should have the ability to playback or view video in the field 
on mobile cameras and/or MDC’s (Panasonic FZ-G1 Tablet) 
wirelessly (i.e. Bluetooth). 


 
Yes. Officers can playback or view video on the field on mobile 
devices and/or MDC’s.  
 
Axon View is a free mobile application that wirelessly connects with 
your Axon camera to provide instant playback of unfolding events 
from the field, in the field. You can use the app's live display to 
ensure your camera is well-placed, and the playback function helps 
eliminate the “he said, she said” on the spot. 
  
Available for both Android and iOS devices (including tablets, 
smartphones, etc.), Axon View automatically maps video with GPS 
data and allows real-time tagging of metadata from your phone. 
Before you set foot in the office, your video is filed into the correct 
retention schedule automatically. When you need it, evidence can be 
accessed quickly with a simple keyword search. 


 Pairs Axon cameras with Android or iOS devices 
 Instant replay prevents frivolous dispute of recorded events 
 Live video streaming assists with optimal camera placement 
 GPS tagging maps video evidence automatically 
 Real-time metadata input enables easy searching and accurate 


retention. 


Evidence Sync 
From a computer or your MDT or MDC, you can upload video to Evidence.com via Evidence Sync 
(with an internet connection). 
 
 Previewing TASER Axon Videos with Evidence Sync  


1. Connect the camera to your computer with the 2.5 mm to USB cable.  
2. Type your login information and click Sign in.  
3. Double-click the video you want to watch, and then click play. 
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3.11.3.25 Camera shall have a pre-event record feature (BWC should capture at 
least thirty (30) seconds of video prior to officer initiating the 
recording). Adjustable times are preferable.  


 
Yes. The Axon Body 2’s pre-event buffer is configurable from 0-120 seconds (in 30 second 
increments) and features configurable on/off audio capture to record the evidence your 
agency’s needs. Camera will export in a standard, open format, such that it can be replayed in freely 
available software without processing or conversion.  Proprietary data formats shall not be accepted. 


 
3.11.3.26 The vendor must offer a multi-dock station capable of uploading 


digital evidence from multiple cameras simultaneously and have the 
capability to upload video via Wi-Fi and/or cellular LTE connectivity.  
If via cellular, product should be compatible with Fenny Wireless 
Skyus X modem. 


 
Yes. Perhaps the most exciting feature of the Axon workflow is the ease with which files are uploaded 
to Evidence.com, TASER’s cloud-based storage solution. At the end of his or her shift, the officer 
simply places his Axon camera in his agency’s Axon Dock, and goes home. That’s it. Not only does 
the dock allow for easy upload, but it also charges the device and upgrades the device firmware version 
without the need for a computer. The Axon Dock utilizes a RJ45 Ethernet connection. 
  


3.11.3.27 The multi-dock station must charge the camera batteries, securely 
transfer files without loss of quality or metadata, and delete the files 
from the camera once transferred to the evidence management 
system. 


 
Yes. Each Axon Dock can charge up to six (6) Axon units simultaneously. Restrictions on uploading 
data from cameras is only limited by the bandwidth available to the Agency. Axon videos are 
downloaded automatically once the camera is docked in the Axon Dock. Once in the dock, an 
encrypted 256-bit AES SSL session is established with the local storage device; videos are then sorted 
and uploaded. 
  
As a video is being downloaded, it is broken into small blocks of approximately 2-3 megabytes in 
size. Prior to upload the block is hashed using the SHA algorithm to generate a unique fingerprint or 
checksum. The block is then downloaded and upon receipt the block is hashed again using the 
SHA algorithm, if an identical checksum is generated then the file’s fingerprints match and the block 
is unaltered from its original state on the Axon. 
  
The dock uploads one file from one camera at a time, then moves on to the next file on that camera. 
Once the first camera’s files have all been transported to Evidence.com, the dock begins uploading the 
next camera’s files. 
  
The block upload process is repeated until the entire MP4 is transferred. Using the same method that 
was used to validate the blocks, a contiguous checksum of the entire file will be evaluated to ensure 
that the MP4 file has been uploaded successfully and identical to when it was recorded. Once 
Evidence.com confirms receipt, the video is deleted from the camera and the upload process moves to 
the next file. 
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3.11.3.28 The multi-dock station should not require a department computer to 
operate, connect or interface with the Internet (e.g. the multi-dock 
station should be a standalone device that connects to the cloud 
storage solution or server via an Ethernet connection). 


 
Yes. Axon Docks upload via Ethernet connectivity to the local network.  
 


3.11.3.29 The camera should not cause electromagnetic interference with 
nearby airwave radios (and other electronic equipment and radio 
communication systems). 


 
Yes. Axon cameras will not cause nor be affected by electromagnetic interference. Axon cameras are 
designed to ensure that the device neither affects nor is affected by external sources of electromagnetic 
interference (radio, CEWs, etc.). This is accomplished through careful consideration throughout the 
design of the product (PCBA construction, electrical layer stack-up, trace length / impedance) as well 
as through shielding of critical components (sealed connecters, microphone, speaker holes, etc.). 
 
Axon cameras are CE & Federal Communications Commission (FCC) certified and conform to the 
electromagnetic compatibility (EMC), electrostatic discharge (ESD), and product safety requirements 
of the European Community.  
 
Use with TASER Smart Weapons  
 
Axon cameras have the unique distinction of being developed to operate alongside TASER conducted 
electrical weapons (CEWs), not interfere with them.  
CEWs function by using transformers to step up voltage, resulting in a large amount of 
electromagnetic interference. Axon cameras are specifically designed to be unaffected by this level of 
electromagnetic interference to ensure any incident where the device is used is captured. Considering 
that some of the cameras may be used by officers carrying CEWs - it is critical that the video not be 
corrupted by the deployment of a CEW. Firing logs from TASER smart weapons can also be ingested 
into Evidence.com alongside body worn camera video. 
 


3.11.3.30 Loss of power to the camera must not cause data to be lost/corrupted. 
 
Yes. Loss of power will not cause data to be lost or corrupted. The Axon Body 2 maintains a suitable 
amount of "backup" power to ensure proper shutdown. For example, if the device were to lose power, 
the device would properly close out all incident files to ensure that no data was lost or corrupted. In the 
event of sudden and complete power loss, the device will perform a video recovery operation during the 
next boot process and close out the incident file. 
 
The interrupted recording file, as well as any previously recorded files, will be available once power 
has been restored.    
 


3.11.3.31 Cameras will be ruggedized.  Cameras shall be able to survive a six-
foot drop test.  Cameras shall be able to operate at minimum 
temperature of -12 degrees Fahrenheit and a maximum temperature 
of 130 degrees Fahrenheit. 


 
Yes. The Axon Body 2 is extremely ruggedized, shock-resistant, and water-resistant with a rating 
of IEC 60529 IP67.  
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These levels of ingress protection (IP) provide users with longer-lasting cameras with fewer failures 
and overall lower total cost of ownership. The device features complete protection against dust/debris 
and protection against water immersion at 1 meter for 30 minutes. The Axon Body 2 is also tested to 
and passes MIL-STD-810G Test Methods (vibration, salt fog, and blowing dust resistance, etc.). 
 
The device is impact certified from a height of 6 feet. The most common damage to BWC devices comes 
as a result of a drop. The Axon Body 2 protects against damage resulting from this common 
occurrence, providing lower costs associated with damage and downtime. The camera’s magnetic 
mount is strong enough to hold the camera in place while running or fighting. 
 
The Axon Body 2 is unique in that it was designed with robustness and shock resistance in mind. The 
device is designed as a sealed compartment with no moving parts or fragile electronics (LCD screen). 
By moving articulation to the mount, the camera design is more rugged as compared to cameras with 
integral moving parts.  
 
The Axon’s ability to withstand high temperatures may prove valuable during particularly warm days 
when storing the video device in a vehicle or when responding to a scene that has high temperatures 
such as a residential fire, helping keep crucial evidence safe and available after extreme events and 
conditions. 
 
Operating Temperature Range 
Axon body-worn cameras have an operating temperature of −4 °F to 122 °F [−20 °C to 50 °C]. 
 
Storage Temperatures  
Axon body-worn cameras have a storage temperature of −4 °F to 95 °F [−20 °C to 35 °C]. Long-term 
storage should be in a climate-controlled environment, less than 1 month at the highest temperature. 
 
Charging Temperature Range 
Axon body-worn cameras have a charging temperature range of 41 °F to 95 °F [5 °C to 35 °C]. 
 


3.11.3.32 Vendor will state camera’s Ingress Protection (IP) rating. The State 
prefers an IP rating of IP67. 


 
Yes. The Axon Body 2 is extremely ruggedized, shock-resistant, and water-resistant with a rating 
of IEC 60529 IP67.  
 
These levels of ingress protection (IP) provide users with longer-lasting cameras with fewer failures 
and overall lower total cost of ownership. The device features complete protection against dust/debris 
and protection against water immersion at 1 meter for 30 minutes. The Axon Body 2 is also tested to 
and passes MIL-STD-810G Test Methods (vibration, salt fog, and blowing dust resistance, etc.). 
 


3.11.3.33 Describe what features devices have in place to prevent accidental 
activations of camera by the user (without the need for accessories or 
alteration of equipment by user).   


 
Yes. A complicated activation mechanism is cumbersome in the field and can impede more 
important duties, especially considering officers often have to start a recording at a moment’s 
notice.  
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The Axon Body 2 was designed specifically for use by law enforcement in tactical policing 
situations. Activation of event recording is simple and accessible, so officers can operate the device 
in a high-stress situation. Recordings are initiated with a single “Event Button” located on the front 
of the device, so an officer can easily reach it with one hand.  
 
The Axon Body 2 camera has two operating modes: 
 
3. BUFFERING (turning on the camera and starting pre-event buffering) 
4. EVENT (event recording) 
 
To initiate Buffering Mode (turn the camera on) Move the ON/OFF switch on the camera to the ON 
position. The raised on/off switch is strong enough to prevent accidentally powering the device 
down, yet can still be switched on if an officer is wearing gloves. 


 
 
To initiate Event Recording Mode, simply tap the large concave button on the front of the camera 
two times. While the device is easily activated when worn in a shirt pocket or housed in a case, it is 
still protected against unintentional event triggering. To end the recording, simply hold down the 
button for three seconds.  
 


3.11.3.34 Vendor shall define the required time for automated indexing 
(specific time frame after upload of video evidence) and any expected 
error rate percentage upon indexing, if applicable. 


 
 As soon as it is available the Evidence.com the information is available for indexing. 
 


3.11.3.35 The vendor must state the transfer rate of video from the multi-dock 
station to the cloud in sixty or thirty-minute increments.  Vendors 
shall break down transfer rates by video quality (i.e. Hi Def). 


 
480p 1.6GB/hr | 720p 2.7GB/Hr | 1080p 5.4GB/Hr. The transfer from the multi-dock transfers at 
10Mbps however the rate of transfers between itself and the cloud is dependent upon the NHP’s 
infrastructure and internet upload speed. 
 


3.11.3.36 Describe device wireless activation features (e.g. device is 
automatically activated with the activation of patrol vehicle’s light 
bar), if applicable. 
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Yes. Axon Signal is a system for secure activation of Axon camera devices. It is protocol, which 
operates over Bluetooth Low Energy. The effective range of Axon Signal is 30ft (~10 meters). The 
Axon Signal protocol is implemented by all Axon cameras, by the Axon Signal box and by an 
upcoming battery module for TASER conductive electric weapons. 
 
Signal can convey specific telemetry messages that describe the state of the environment. Axon 
cameras capture these messages and store them as metadata within the video. Depending on the 
specific telemetry contained within the message, Axon cameras can decide to start or stop recording. 
 
Specific activation criteria are listed below: 
 Binary triggers: on-off triggers for 1 - 24V inputs. These inputs include door switches, light-bar, 


shotgun/patrol rifle release, brake switches or dedicated on-off switches. 
 ECU speed trigger: this input measures the time between speed pulses from the vehicle ECU. 


The period between pulses is changes in proportion to the vehicle speed. The Signal Box can be 
configured to match the time between pulses at 60 MPH to provide a highly accurate 
representation of vehicle speed. On the receiving side, Axon cameras can be configured to 
activate at a specific speed, such as 90mph. 


 Accelerometer: All Axon cameras include an accelerometer and can be configured to activate 
based on a high-G event, such as that of a crash. 


 MDT GPS: Should the MDT laptop or tablet contain a GPS receiver, the solution can utilize 
that source of GPS data. This data is used to store location and vehicle speed data within the 
video files. 


 Mobile Application: mobile apps can send activation events. These events will allow future 
functionality such as real-time CAD activation where an officers cameras are activated as soon 
as they are assigned to a call. 


 Another Wearer’s Axon Camera: Axon cameras can be configured to broadcast Signal 
messages when activated. Thus Fleet cameras will activate when a nearby Axon Body 2 begins 
recording.  


 TASER CEW: TASER is producing a retrofit battery for existing TASER weapons. This battery 
will activate Axon cameras when the CEW safety is disabled. 


 External GPS: Axon Signal will accept a NMEA-format serial input from external GPS devices, 
such as those used for AVL systems. This GPS data can be added to the video as the definitive 
source of GPS data. This functionality will be enabled by the end of the 2016. 


 
3.11.4 Maintenance & Repairs (Hardware) 


 
3.11.4.1 Vendor shall propose and provide a detailed description of the 


maintenance services that are available once the one-year warranty 
has expired. 


 
TASER warrants that its law enforcement hardware products are free from defects in workmanship 
and materials for a period of one (1) year from the date of receipt. TASER-Manufactured Accessories 
are covered under a limited 90-day warranty from the date of receipt. Non-TASER manufactured 
accessories are covered under the manufacturer’s warranty. 
 
Extended Warranty 
There are extended warranties available, which will cover the hardware for 3 years total (1 year 
manufacturer’s warranty plus 2 years extended). 
 
The TASER Assurance Plan (TAP)  
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The TASER Assurance Plan (TAP) includes the extended warranty coverage described above, as well 
as spare products and upgraded models at the end of the TAP Term. The TASER Assurance Plan 
(TAP) is bundled into the purchase price of the Ultimate and Unlimited Plan Evidence.com licenses. 
The TAP includes Axon camera upgrades every 2.5 years, TASER’s extended warranty and spare 
cameras.  
 
The TASER Assurance Plan (TAP) includes the extended warranty coverage described in the current 
hardware warranty, as well as spare products and upgraded models at the end of the TAP Term. TAP 
does not apply to software or services offered for, by, on, or through the TASER.com or Evidence.com 
websites. You may not have both an optional extended warranty and TAP on Axon products.  
 
Software Upgrades and Updates 
The latest product features and enhancements are included as part of your investment in 
Evidence.com. Software is updated regularly throughout the year, and these updates are included in 
the price of your software licenses. 
 
Please see the attached Master Services and Purchasing Agreement, which outlines the full terms and 
conditions of the standard manufacturer warranty, extended warranty and TASER Assurance Plan. 
 
Repairs 
The Return Material Authorization (RMA) department is located at the TASER International 
Headquarters in Scottsdale, Arizona, USA. The RMA department prioritizes returned products for 
analysis and/or repair on a First-In-First-Out (FIFO) basis, based on the severity of the complaint (or 
unless otherwise requested by the agency). The general turn-around-time for a full resolution is less 
than 14 calendar days from receipt of the returned product. 
 
Agencies are required to submit a request for repair/replacement via the TASER RMA website and are 
responsible for all shipping costs (unless already agreed upon in advance). Upon receipt of them 
item(s), the RMA department will conduct a failure analysis investigation to determine the root cause 
of the issue and repair the item if possible. It is at TASER’s sole discretion to repair or replace a device 
as identified in the original manufacturer warranty and/or the extended warranty policy.  
 


3.11.4.2 Vendor shall provide on-site repair services as required. 
 
Yes. If for any reason a BWC unit cannot be repaired using the standard process outline above.  
 


3.11.5 Video Management System  
 


3.11.5.1 Vendors must be able to provide documentation establishing that their 
technology has undergone rigorous field testing by an independent 
and relevant scientific body.  This documentation must be provided 
with the vendor’s proposal response. 


 
Please see the requested documentation in Tab IX.  


 
3.11.5.2 Vendors shall be willing to provide an expert witness to testify in a 


court of law, to support court cases utilizing video from their BWC 
System, at a reasonable fee.  Vendors must specify hourly rate for 
expert witness testimony within Attachment H ~ Cost. 
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TASER employs experts in technology, who can testify in court for the NHP. TASER will send an 
expert to testify in court matters free of charge (capped at 100 hours per year of employee time) in 
relation to the Axon and Evidence.com product lines regarding security and chain of custody matters. 
NHP must provide TASER with reasonable notice, in no event less than five business days. If NHP 
requires more than 100 hours per year during the term of the Contract, an hourly rate will be 
negotiated by the parties and travel expenses will be reimbursed by NHP at GSA per diem rates. 
Please see Attachment H for costs.  
 


3.11.5.3 VMS shall either be an externally hosted cloud-based data storage 
solution with the capability of organizing/managing video/digital 
evidence, server based or consist of a hybrid solution and be 
accessible via the internet to multiple users simultaneously.  The State 
prefers the Cloud or Hybrid solution. 


 
Yes. Evidence.com is a cloud-hosted digital evidence 
management solution provided as a service (SaaS) 
application. It is horizontally scalable and can elastically 
adapt to accommodate any traffic volumes. Internally, 
the solution uses a service oriented architecture where 
functionality is provided by discrete compassable services 
that can run on one or many servers. This allows 
individual components to scale to handle changes in 
traffic volumes. 
  
The application is designed to support uploads from 
multiple users, devices, and locations, simultaneously 
from thousands of agencies across the United States. It is 
also possible for concurrent users to access the same 
video at the same time. 
 
A SCALABLE SOLUTION 
As the sources of digital evidence expand, storage alone is not enough to keep track of the body-worn 
camera videos, photos, audio recordings, and other data that is overwhelming agency servers and 
systems.  
 
Evidence.com is a robust end-to-end solution that allows agencies not only to store all that data, but it 
also enables new workflows for managing and sharing that data securely, from anywhere.  


 
Officers and command staff can upload content from Axon and TASER devices or other systems easily, 
manage it simply with search and retrieval features, and then collaborate effortlessly with prosecutors 
and other partners by using powerful sharing features. When storage needs increase, the cloud-based 
system allows agencies to scale instantly and cost-effectively. 
 


3.11.5.4 VMS shall allow for remote access with complete functionality 
(review, enter metadata and send video) with NHP mobile devices 
and/or computers. 


 
Yes. Users can access Evidence.com, TASER’s web-based evidence management interface, from any 
supported internet browser. This is a standard feature of Evidence.comand requires no configuration. 
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3.11.5.5 VMS shall provide an automatic audit trail for when files and videos 
are accessed. 


 
Yes. TASER’s complete on-officer video and evidence management systems safeguards against a break 
in the chain of custody. Evidence.com automatically logs a detailed Evidence Audit Trail for every 
piece of digital evidence and of anything that happens to that video or its metadata. The log can be 
used to determine a chain of custody that surpasses chain of custody regulations. 
 
Evidence Audit Trail 
The detailed Evidence Audit Trail can be used to determine compliance with chain of custody 
regulations. All content uploaded to Evidence.com is paired with an audit trail indicating every action 
applied to that evidence and its metadata. Information such as viewed by, downloaded by, and deleted 
by, is all included in the audit trail, in addition to the source IP Address of the person who made the 
change. All audit trails can be exported to a PDF document. 
  
To ensure a robust chain of custody, evidence can be verified for authenticity by matching 
the SHA hash of original file ingested in Evidence.com with the copy. The original data associated with 
a video is never changed. All modifications are handled by creating new, derivative files. Detailed audit 
logs track all evidence access. 
 
User Audit Trail  
The User Audit Trail shows many of the actions taken by a user in addition to changes to the user’s 
account. It does not show activities related to devices, evidence, or cases.  
 
User Audit Trails are available in the following formats. 
 
1. PDF format — Well suited for use in court. 
2. Comma-separated values (CSV) format — Supported by spreadsheet applications such as Microsoft 


Excel and helpful for simplifying reporting and integration with other systems. 
 
The Evidence.com auditing functionality provides the source IP Address of all actions. Location can be 
associated with uploaded content, and can be viewed on Evidence.com. In addition to evidence-related 
user actions, the User Audit Trail provides the following information: 
 
 Failed login attempts will be entered into the user's individual audit trail and show the IP 


address.  
 When a user is locked out of their account due to multiple failed login attempts the user's audit 


trail will show the IP address of the computer that attempted logging in.  
 When a user’s password has been reset or their account has been unlocked the audit trail will 


show the username, first and last name, and badge ID of user who has taken that respective 
action. 


 
Evidence-related user actions that appear in user audit trails include the following:  
 View evidence  
 Watch video evidence  
 Initiate evidence deletion  
 Restore deleted evidence 
 Upload evidence  
 Add or edit evidence title  
 Add or edit evidence ID  
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 Add or edit categories assigned to evidence  
 Add or edit evidence location  
 Edit evidence recorded date and time  
 Extend evidence retention period  
 Flag or un-flag evidence  
 Share evidence internally (with users in your Evidence.com agency)  
 Share evidence externally (with users outside your Evidence.com agency)  
 Add or edit evidence tags  
 Add or edit evidence description  
 Add, edit, or remove evidence notes  
 Reassign evidence  
 Add evidence to a case  
 Add a marker 
 Download a marker  
 Add a video clip  
 Add video redaction  


 
Case-related user actions that appear in user audit trails include the following: 
 
 Create case  
 Viewed case 
 Add evidence to a case  
 Remove evidence from a case  
 Share case by download link  
 Share case with partner agency 
 Share case with user in your agency (add member to case)  
 Download case  
 Add or remove folder  
 Add or edit categories assigned to case  
 Edit case title  
 Add or edit case description  
 Add, edit, or delete case notes  
 Add or remove case tags 


 
 Sharing Audit Report  
The Sharing Audit report exports a list of all user actions related to sharing evidence and cases to a 
CSV file. You can specify the date range for the report. Included in the report are the following details: 
 
 Date and time of the sharing event 
 Who initiated the sharing event 
 What was shared — evidence or a case 
 How was it shared — internal or external to your Evidence.com agency 
 The ID of the evidence or case shared 
 The recipient of the shared evidence or case 
 The permissions shared to the recipient 


 
A full list of the metadata included in the report is listed below.  
 
 Date Time 
 Action  
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 Share Type 
 User 
 Owner 
 Evidence ID 
 Evidence Title 
 Case ID 
 Files Shared 
 Recipient email(s) 
 Agency 
 Duration 
 Expiration 
 View Permission 
 Download Permission 
 View Audit Trail Permission 
 Post Notes Permission 
 Reshare Download Permission 


 
3.11.5.6 VMS shall allow officers to enter additional metadata to recorded 


files, such as notes or comments. 
 
Yes. By enabling officers to annotate Axon video with meta-data, Evidence.com turns what was once 
an overwhelming amount of files and information into a database of highly searchable evidence.  
 
From the View Evidence page on the Evidence.com dashboard users can view and work with evidence 
listed in search results if any of the following are true:  
 
 You own the evidence  
 The owner of the evidence has shared it with you  
 Your user role allows you to view all evidence 
 You are a monitor of a group that the evidence owner is a member of 
 You are an administrator  


 


 
 
Once a user has located the file they wish to manage, they can perform the following actions when 
working with any file type. All actions will be recorded in the evidentiary audit log.  
 
 Edit Title and ID 
 Add or Remove Tags – Tags are labels that can be applied to evidence. Tags can be added to 


evidence for easy locating in the future. Evidence searches allow users to filter the search 
results by tags.   


 Edit Location – The specified location for evidence determines where the pin representing the 
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evidence appears on evidence maps. 
 Add, Edit and Delete Notes – Notes can be posted about evidence. In addition to the text of the 


note, Evidence.com shows the author of the note and the date and time that the note was created 
and updated.  


 
On the View Evidence page, the Notes area appears below the evidence and description. If the Also 
with ID area appears, the Notes area appears below this area.  
 Edit Description – Descriptions of the evidence can be added or edited. 
 Edit Recorded Date and Time 
 Download Evidence File – Data can be exported to external media such as CD-ROMS, flash 


drives, and external hard drives.   
 Flag or Un-Flag Evidence – Evidence can be flagged to make it easy to find in the future. 


Evidence searches allow users to filter the search results by the flag status of evidence.  
 Add to or Remove Evidence from a Case – Users can add or remove evidence to one or more 


cases. 
 Reassign Evidence – Users can assign evidence to a user. The user to whom the evidence is 


assigned becomes the owner of the evidence.   
 View Evidence Audit Trail  
 Delete Evidence – Users can manually initiate the deletion of an evidence file. Deleted evidence 


is added to a deletion queue for 7 days. This helps prevent deleting evidence unintentionally. 
 Restore Deleted Evidence – If evidence has a status of Queued for Deletion, users can restore 


the evidence, which removes it from the deletion queue. 
 Assign and Un-Assign Categories – For evidence that is not assigned to a case, changing the 


categories that the evidence is assigned to may change the scheduled deletion date. If the 
scheduled deletion date has already passed, the evidence will be added to the deletion queue. 


 Extend Retention Period – If evidence is scheduled for deletion, users can extend how long the 
system retains the evidence before adding it to the deletion queue. The period of time that the 
retention is extended is equal to the length of the retention policy currently in effect for the 
evidence. The category assigned to the evidence determines the retention policy. If more than 
one category is assigned to evidence, the longest retention policy is applied.  


 
For example, if an evidence file is assigned a category with a 30-day retention policy and deletion is 
scheduled 20 days from today, extending the retention period would reschedule deletion to 50 days 
from today. 


 
 View Evidence with Same ID – If other evidence in an agency has the same ID as the evidence 


being viewed, the Also with ID area appears below the evidence description. A paginated table 
of evidence with the same ID shows the title, owner, and upload date of each evidence file. 


 
3.11.5.7 Solution must support all major digital file types (avi, jpeg, mpeg, 


etc.).  
 
Yes. Evidence.com provides law enforcement with a robust solution for organizing, classifying, 
managing, viewing, and archiving all of their digital evidence – not just Axon videos.  
 
Online streaming and preview features supported in Evidence.com for the following file types: 
 
 Video: DIVX, TS, 3GP, ASF, AVI, FLV, MOV, MP4, RM, VOB, WMV, F4V, MPEG, MPG 
 Image: JPEG, JPG, GIF, PNG, BMP 
 Audio: MP3, WAV 
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Documents and non-supported digital media types can be uploaded and managed in Evidence.com; 
however, online preview features are not available for unsupported file types. These file types are 
typically proprietary formats that require custom players.  
 
These file types can be downloaded from Evidence.com and saved to a local drive, burned to a disc, 
copied to a USB drive, or saved to a PC with the required player. After selecting files for download, the 
user receives an email with a download link to a single file containing all of their requested evidence. 
The system supports the following file types for the download file:  
 
 ZIP — The system includes the selected evidence files in a ZIP file.  
 ISO — The system includes the selected evidence files in an ISO image, which can be used to 


create a CD-ROM or DVD.  
 
NHP can also ingest and store video, photos, files and data from other mediums and group them 
around larger case files — the most common sense way to manage evidence.  
 


3.11.5.8 VMS shall provide remote viewing of the stored video based on the 
permissions granted by the System Administrator. 


 
Yes. Each Evidence.com user is assigned a role. Roles determine a user permissions, which control 
levels of access to features and functions in Evidence.com.  
 
Information access via Evidence.com is controlled through a robust "Access Control System" 
managed by the Administrator and features comprehensive audit trails.  
 
Access to information is governed by the agency-defined access control system built into Evidence.com. 
Access is controlled according to: 
 Pre-defined roles, 
 Pre-defined individuals (i.e., who has access to what camera feed), 
 User account-specific passwords. 
 
Administrators assign the roles and actions of all users and create individual user accounts with 
varying degrees of access, i.e. administrative accounts, basic user accounts, etc. Account 
administrators can customize the roles and authorization levels of each account user, or what they are 
permitted to do. This functionality was created to preserve chain of custody and to clarify what each 
user is permitted to do. 
 
Each Evidence.com user is assigned a role; roles determine user permissions, which control access to 
features and functions. The following table provides information about each permission supported by 
Evidence.com. 
 
Permissions Supported by 
Evidence.com 


Description 


Login Access 
Evidence.com Allows a user to log in to their agency's Evidence.com agency. 
Evidence Sync Allows a user to log in to Evidence Sync in Online mode. 
Evidence Mobile Allows a user to log in to the Axon Capture or Evidence Mobile 


application. 
User Account 
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Permissions Supported by 
Evidence.com 


Description 


Edit Account Information Allows a user to change their own account information, 
including their Name, Badge ID, Phone, Email Address, 
Password, Security Questions, or Email Settings. If you change 
the User Administration permission to Allowed, this permission 
is automatically set to Allowed. 


View & Compose User 
Messages 


Allows a user to read and send messages to other users. 


Download Sync Software Allows a user to download Sync software from their 
Evidence.com agency. 


Create/Edit Group Allows a user to create a group, and edit its monitors and 
members. 


Group Audit Trail PDF Allows a user to view an audit trail of the activities related to a 
group. 


Admin Access 
Configure Agency Security 
Settings 


Allows a user to edit the agency's IP Restrictions, 
authentication method, password configurations, and partner 
agencies. 


Edit Agency Settings Allows a user to configure agency wide settings including 
Categories and Retention, Video and Camera Settings, Roles 
and Permissions, and Password Configuration requirements. 


Edit Device Offline & 
Microphone Settings 


Allows a user to configure the agency-wide settings for the 
Axon cameras default Microphone Setting and whether or not 
they can be turned to Offline Mode. 


Device Administration Allows a user to reassign all agency devices, change their 
settings, and upload any CEW logs. 


User Administration Allows a user to add, remove and edit the accounts of other 
users, including their role, personal information, contact 
information, and reset their credentials (password and security 
questions). 


Category Administration Allows a user to add a Category to the agency's list or edit an 
existing Category 


Generate Reports Allows a user to generate reports. 
Search Access 
User Search Allows a user to see what users are in the agency. If disabled 


the user will be unable to see any evidence or devices assigned 
to others, assign devices or evidence to others, share evidence or 
cases, or send messages to others. 


Partner Contact Search Allows a user to view members of partner agencies that have 
been added to your agency's contact list 
Unlocks: Share Externally to Authenticated Users, Share With 
Partner Agencies 


Evidence Search Allows a user to search for all of the Evidence in the agency. 
Note: the user can only access the Evidence specified under the 
Evidence Management permissions. 


Device Search Allows a user to search for all of the Devices in the agency. 
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Permissions Supported by 
Evidence.com 


Description 


Case Search Allows a user to search for all of the Cases in an agency. Note: 
Their ability to access a Case is determined by the Case 
Management Permissions. 


Evidence Creation 
Upload External Files Allows a user to upload files through Evidence Sync, Axon 


Capture, Evidence Mobile, and the Import Evidence feature. 
This does not affect the ability to upload through an ETM or 
Evidence.com Dock. 


Configure Automatic 
Upload through Evidence 
Sync 


Allows a user to configure Automatic Upload through Evidence 
Sync. 


Evidence Management 
View Allows a user to access evidence. Does not include weapon 


firing logs. 
View CEW Firing Logs Allows a user to view weapon firing logs. 
Edit Allows a user to change the Title, ID, Flag, Assignment, 


Category, Tags and Location. 
Add/Remove Pending 
Review Category 


Allows a user to add or remove the Pending Review Category 
from a piece of Evidence. 


Redact Allows a user to create redactions of video evidence files. This 
does not alter the original video in any way. 


Reassign Allows a user to change the owner of an evidence file. 
Delete Evidence & Edit 
Date Recorded 


Allows a user to manually initiate the deletion of Evidence 
before its Category determined date. 


Download Allows a user to download Evidence. 
Share Allows a user to allow other users to have access to Evidence. 
Share Externally to 
Authenticated Users 


Allows users to provide individuals outside of your agency with 
access to evidence. These external users are required to sign in 
to their Evidence.com account to view the shared evidence, and 
their actions are shown in your agency's audit logs. If they do 
not have an Evidence.com account, they can create a free guest 
account on my.evidence.com. 


Share External Download 
Links 


Allows users to send an email containing a download link to 
individuals outside of your agency. This link does not require 
the recipient to sign in to an Evidence.com account or even to 
have an Evidence.com  account. Only the apparent IP address 
of the computer downloading the file appears in your agency's 
audit logs. 


Post Notes Allows a user to write messages associated with Evidence. 
Audit Trail PDF Allows a user to view and download the record of who has 


Viewed or Edited Evidence. 
Restricted Category Access Allows a user to access Evidence that has been categorized as 


Restricted Access. 
Case Management 
View Allows a user to access a Case 
Edit Allows a user to Edit Case ID, Description, Categories, Tags, 


and Folder Structure. 
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Permissions Supported by 
Evidence.com 


Description 


Reassign Allows a user to change the Owner of a piece of a Case. 
Share Allows a user to add members to a Case, giving them access to 


the associated Evidence. 
Share with Partner 
Agencies 


Allows users to send cases to a partner agency. After the partner 
agency accepts the case, the evidence in the case is copied to the 
partner agency and no further actions by the partner agency are 
shown in your agency's audit logs. 


Share External Download 
Links 


Allows users to send an email containing a download link to 
individuals outside of your agency. This link allows recipients to 
download all of the evidence in the case. Using the link does not 
require recipients to log in to an Evidence.com account or even 
to have an Evidence.com account. Only the apparent IP address 
of the computer downloading the file appears in your agency's 
audit logs. 


Audit Trail PDF Allows a user to view and download the record of who has 
Viewed or Edited a Case. 


View & Add Case Notes Allows a user to write messages associated with a Case. 
Create Case Allows a user to create a Case. 
Restricted Category Access Allows a user to access Cases that have been categorized as 


Restricted Access. 
Shared Case 
View Allows users to access a Case that has been Shared with them. 
Edit Allows users to Edit Case ID, Description, Categories, Tags, 


and Folder Structure of a Case that has been shared with them. 
Reassign Allows a user to reassign a Case that has been Shared with 


them. 
Share Allows users to add members to a Case that has been shared 


with them, giving access to the associated Evidence. 
View & Add Case Notes Allows users to write messages associated with a Case that has 


been Shared with them. 
Audit Trail PDF Allows users to view and download the record of who has 


Viewed or Edited a Case that has been shared with them. 
Email Notification Preferences 
Account Lockout 
Notification 


Determines whether or not a user will receive Account Lockout 
Notifications when any user in the agency is locked out. 


Upcoming Evidence 
Deletion Notification 


Determines whether or not a user will receive weekly 
notifications of any upcoming evidence deletions in the agency. 


Evidence Timestamp 
Notification 


Determines whether or not a user will receive weekly 
notifications of evidence whose timestamp indicates it is older 
than 14 days. 


 
 


3.11.5.9 VMS shall allow users to search video files by name, date of 
recording, date of upload, case number (CAD-generated), device 
number, as well as categorize and add notes to each file within the 
solution. 
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Yes. By enabling officers to annotate Axon video with meta-data, Evidence.com turns what was once 
an overwhelming amount of files and information into a database of highly searchable evidence.  
 


 
 
For evidence searches, the ID, Title, and Tag filters provide advanced text matching features.  
 The text you enter can match any part of the data you are filtering. For example, if you enter 21 


in the ID box, any evidence whose ID includes “21” in any portion of the ID is included in 
search results.  


 You can search for more than one text string in a single filter. For example, if you enter 21 78 
in the ID box, search results include evidence with the ID 213789 as well as 421278.  


 The order of text strings is irrelevant. For example, if you enter 78 21 in the ID box, search 
results include evidence with the ID 213789.  


 
Evidence Search Filters 
Evidence.com provides a search feature to help you find the evidence you need. In the Evidence area, 
you can use any of three evidence search pages to narrow your results.  
 
 All Evidence — Finds all evidence, including evidence that you do not have permission to view. 
 My Evidence — Finds evidence that you own. Under Filter Evidence, the Owner filter is 


automatically set to your name. 
 Shared Evidence — Finds evidence that has been shared with you by the evidence owner. 


 
Evidence Search Fields  
 
 ID — Limits search results to evidence whose ID includes the characters you enter in the ID 


box.   
 Title — Limits search results to evidence whose title includes the characters you enter in the 


Title box.   
 Category — Limits search results to evidence that is assigned to the category that you select. By 


default, search results include evidence assigned to any category, including uncategorized 
evidence.  
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 Date — Limits search results by either the recorded, uploaded, or deletion date of evidence, as 
selected. You must also specify a date range by using the From and To boxes, else the search is 
not limited by date range. Search results are inclusive of the dates specified.  


o From — The start of the date range. If the From box is empty, the date range begins with the 
earliest possible date.  


o To — The end of the date range. If the To box is empty, the date range ends with today.  
 File Type — Limits search results to the file type selected. By default, search results include all 


file types.  
 Owner — Limits search results to evidence owned by the user specified. To specify the user, 


click in the Owner box, start typing the name of the user, wait for the system to show the 
matching users, and then click the user you want. On the My Evidence page, the Owner filter is 
set to your name by default. 


 Uploaded By — Limits search results to evidence uploaded by the user specified. To specify the 
user, click in the Uploaded By box, start typing the name of the user, wait for the system to show 
the matching users, and then click the user you want.  


 Status — Limits search results to evidence whose status matches the status selected. By default, 
evidence searches are limited to evidence with a status of Active.  


 Tag — Limits search results to evidence whose tags includes the characters you enter in the 
Tag box.   


 Group — Limits search results to evidence owned by members of the group specified. To specify 
the group, click in the Group box, start typing the name of the group, wait for the system to 
show the matching groups, and then click the group you want.  


 Flagged — Limits search results to evidence whose flag status matches the flag status selected.  
 
Evidence Map Search Feature 
 
GPS tagging is available when one of TASER’s free 
mobile applications, Axon View and Axon Capture, 
is installed on an officer’s smart device and paired 
to his camera via Bluetooth.  
 
The Axon will source GPS location information 
from the mobile device and video files are 
automatically tagged with GPS locations. When a 
new coordinate is received, the coordinates are sent 
to the camera system. The metadata is pulled 
directly from the smart device’s GPS coordinates 
and the location is then geotagged in Evidence.com.  
 
If the NHP’s Records Management System or Computer-Aided Dispatch System is integrated with 
Evidence.com, GEO-tagging will be available using the address sourced from the RMS or CAD system. 
This integration effectively automates the process of tagging videos with complete, correct metadata. 
 
The Evidence Map feature shows pin icons for any evidence with associated location information and 
basic features for finding and viewing a location on the map. The map pin style used for an evidence 
file is determined by the category assigned to the evidence. 
 


3.11.5.10 VMS must allow System Administrators the ability to grant access of 
specific files to specified persons for a specific period of time. 
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Yes. When an officer wishes to share the video, he or she simply selects the share option adjacent to 
the video, and then enters the first or last name, or the badge number of their superior. The user can 
also assign a time limit, limiting the parties’ ability to watch the video to a specified amount of days. 
 


3.11.5.11 VMS shall have the ability to share files internally and externally via 
secure links over the Internet. 


 
There are several options for sharing evidence with interested parties.  
 
Internal Sharing allows for intra-agency sharing of evidence, ideally from an officer to a superior. 
When an officer wishes to share the video, they simply select the share option adjacent to their video, 
and then enter the First or last name, or the badge number of their superior. By default, users or patrol 
officers are limited to this feature.  
 
External sharing allows for inter-agency sharing, or sharing with organizations like City and District 
Attorneys. In the same way an officer can share a video with a superior, an employee with 
Administrative rights on Evidence.com can share a video outside of the Agency. This is particularly 
useful for FOIA requests and public records requests.  
 
The collaboration function is focused on the inter-agency aspect of sharing. If two agencies choose to 
collaborate, they no longer have to enter an entire e-mail address, as they would normally when 
externally sharing. If your Administrator wanted to share a video with another Agency, rather than 
specifying the recipient’s email address, they would simply be able to type in their name. The feature is 
at the discretion of the Agency administrator. And agencies that you collaborate with do not have 
visibility to your Agency’s content. It’s simply designed to make sharing a bit easier. 
 
When all of the evidence pertaining to an incident has been grouped together in a Case, you can 
transfer that package to your trusted Partner Agencies. When they accept the case, they will have their 
own copy of the files to manage independently. They can then control their own retention policies and 
access rights without affecting yours. 
 
Another option is to create an account for the external party that is highly restricted only to videos that 
are shared with them by the Agency. The Agency can also assign a time limit, limiting the external 
parties’ ability to watch the video to a specified amount of days. 
 
An administrator can also access a file on Evidence.com, download the file, and then burn or copy the 
file to CD, DVD or a flash/USB drive.  
 
Bulk Share by Unauthenticated Download Link 
Bulk sharing enables the agency to share more than one evidence file at a time. Sharing by download 
link makes the shared evidence available through a web link, or URL, for downloading a ZIP file of 
the evidence from Evidence.com—without requiring the person downloading the evidence to sign in to 
Evidence.com.  
 
Bulk Share Evidence by Authenticated Sharing 
Bulk sharing enables the agency to share more than one evidence file at a time. Authenticated sharing 
enables you to share evidence with other users of Evidence.com. The agency should use authenticated 
sharing when it is required that evidence is available only to users who sign in to Evidence.com. The 
agency can control whether users with whom evidence is shared can view the evidence, download the 
evidence, view the audit trail of evidence, and share the evidence with others. Bulk sharing evidence 
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grants each user the same permissions to the shared evidence. If the agency needs to grant different 
permissions to different users, this procedure is performed once for each set of users granted the same 
permissions. These permissions can be revoked at any time based on a certain time limit the agency sets 
or through a manual revoking of the permissions granted. 
 
Receiving Shared Cases from Partner Agencies 
The NHP can enable a group to receive cases shared by partner agencies. When a partner agency 
shares a case, they can send it to groups permitted to receive shared cases. All members of the group 
receive a message notifying them of the invitation to receive the shared evidence.  
 
The user who accepts the case shared with the group becomes the owner of the evidence. While 
accepting the case, the user can add or remove evidence access for other group members. A group that 
is monitoring a group that receives a shared case from a partner agency can view the evidence of the 
shared case. 
 
External and Interagency Sharing  
Evidence.com makes it easy to send evidence to organizations like City and District Attorneys. Users 
can share a single file, multiple files, or, when all of the evidence pertaining to an incident has been 
grouped together in a case, a copy of the case and its evidence can be sent to trusted Partner Agencies. 
When they accept the case, the system creates a copy of the files, which they can manage independent 
of the original case and evidence. Likewise, they can then control their own retention policies and 
access rights without affecting any agency’s evidence. 
 
Collaborating with another Evidence.com agency makes sharing evidence with that agency as simple 
as if they were part of your own agency, while still maintaining the agency’s data security. 
Collaborating agencies have access only to that data specifically share with them. All unshared data 
belonging to an agency will remain unavailable to partner agencies.  
 
Evidence.com for Prosecutors 
Managing Evidence from Capture to Courtroom 
The same end-to-end evidence management solutions of Evidence.com now allow prosecutors to 
manage evidence of any type, from any agency, all in one place. Files can be shared during discovery, 
complete chain of custody is maintained, and all evidence is encrypted. Prosecuting attorneys working 
with agencies already using Evidence.com, standard licenses are provided at no cost. 
 


3.11.5.12 When videos are exported to a portable media device, all metadata 
shall transfer over without compromising its authenticity.  


 
Yes. The Axon Body 2 will export all recorded footage to the Application in the original file format, 
without loss of quality of associated metadata. 
  
Metadata will be maintained if the footage is exported into another media form (DVD, streaming, etc.) 
 


3.11.5.13 VMS shall grant System Administrators the ability to set variable 
retention rules per DPS/HPD preferences. 


 
Yes. Retention periods are determined by the evidentiary category assigned to a file. Categories are 
customizable and can be unique to your agency; the category or categories assigned to a file 
populate as a metadata field.  
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Categorizing Evidence Simplified 
Categorizing evidence simplifies searching for videos in Evidence.com and facilitates seamless 
database management by ensuring only relevant evidence is retained in the system. The 
administrator creates evidence categories with corresponding retention times and can configure 
and delete categories. While any evidence can be kept indefinitely, departments often store critical 
incidents such as homicides, felonies, etc. for many years (if not indefinitely) and less significant 
events (i.e. routine traffic stops or training videos) for a few months.  
 
While there is no limit to the number of retention categories that can be created, we recommend no 
more than 10 for your department’s most utilized categories. Many agencies using Evidence.com 
have found that using no more than 10 categories is ideal because it simplifies the categorization 
process and facilitates use of the mobile device (if applicable) by not requiring officers to scroll 
through a long list of different options. 
 
Evidence Retention Policy  
For proper management, NHP should create a set of agency-specific categories large enough to 
properly segregate evidence by type for retention setting and search functionality. This list should 
not be so large that it becomes an impediment to efficient field use by Users. Agencies are 
encouraged to consult their State Retention Schedules, City/County or State Attorneys or other 
legal counsel for guidance on proper retention setting.  
 
The evidence retention policy determines: 
1. Whether the system will initiate automatic deletion of evidence assigned to the category. 
2. How long the system waits before initiating the deletion of evidence that is not included in a 


case. Axon video deletions are based on the recording date. Deletion of all other evidence is 
based on the upload date. 


 


 
 
 
Cases 
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Retention policies apply to evidence only. Cases are never deleted automatically. Evidence included 
in a case is exempt from deletion until it is removed from the case. If evidence is assigned multiple 
retention categories, the longest retention time will be used. 
 
Special Categories 
The system includes two special categories:  
 
 Uncategorized — Any evidence that is not assigned to another category is automatically 


assigned to the Uncategorized category. When you assign a category to evidence, it is 
automatically removed from the Uncategorized category.  


 
You cannot change the evidence retention policy for this category. Evidence assigned to this 
category must be manually deleted.  
 
 Pending Review — Files are automatically added to this category when they encounter errors 


during creation or upload that may prevent them from functioning properly. These files should 
be periodically reviewed and the following actions taken: 
o If the file appears to be functioning properly within Evidence.com, it can be removed from 


this category and added to its correct one per agency policy. 
o If the file is not functioning properly, please contact Help@evidence.com or visit the Contact 


Us page to request service to help recover the files. 
o You cannot make the Pending Review category a restricted category.  
o You cannot delete the Uncategorized or Pending Review category. 


 
New Evidence.com agencies are provided with four additional categories that you can edit and 
delete as needed:  
 Officer Injury  
 Traffic Stop  
 Training Demo  
 Use of Force  
 


3.11.5.14 VMS shall have the ability to set time tables for automatic deletions 
of files. 


 
Yes. Every event that is captured and uploaded to Evidence.com can be assigned a category to 
determine how long it is retained in the system. Proper categorization is important to ensure that 
incidents remain in the system for the appropriate amount of time. 
 
Automated deletion is reliant on the NHP establishing retention categories that will be associated with 
a retention period. Evidence.com will automatically trigger the deletion of a file according to the 
retention period associated with the category. If no retention period is specified, then video will remain 
on the system until manually deleted. 
  
Retention periods can always be adjusted for individual files after they are uploaded to Evidence.com, 
which will be useful if a particularly critical incident is captured and must be stored on file indefinitely. 
If recently deleted files are still needed, a “remorse period” ensures that those files can still be retrieved 
within a seven-day timeframe. 
  
Manual Deletion 
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The System Administrator can also delete evidence as necessary manually. The evidentiary Audit Trail 
will be retained after the evidence is purged for the purpose of accountability. The Audit Trail will 
indicate if the file was removed manually or through retention via categories. Administrators can run 
reports on Evidence Created and Evidence Deleted within a specified time range. 
 


3.11.5.15 VMS should have the ability to recover deleted evidence within a 
minimum of seven (7) days of deletion.  The State would prefer a 
recovery period of 30 days. 


 
To protect against accidental deletions, administrators can recover files up to 7 days after they are 
queued for deletion. This policy applies to evidence only. Cases are never deleted automatically. 
Evidence included in a case is exempt from deletion until it is removed from the case. If evidence is in 
multiple categories, the longest retention time will be used. This 7-day remorse/recovery period and 
approval workflow is designed to protect evidence and chain of custody. After the remorse period, the 
event is expunged. 
 


3.11.5.16 The VMS will maintain a log/audit trail illustrating users who have 
viewed and copied video to an external source (e.g. DVD/ long term 
storage). 


 
Yes. The detailed Evidence Audit Trail can be used to determine compliance with chain of custody 
regulations. All content uploaded to Evidence.com is paired with an audit trail indicating every action 
applied to that evidence and its metadata. Information such as viewed by, downloaded by, and deleted 
by, is all included in the audit trail, in addition to the source IP Address of the person who made the 
change. All audit trails can be exported to a PDF document. 
  
To ensure a robust chain of custody, evidence can be verified for authenticity by matching 
the SHA hash of original file ingested in Evidence.com with the copy. The original data associated with 
a video is never changed. All modifications are handled by creating new, derivative files. Detailed audit 
logs track all evidence access. 
 


3.11.5.17 VMS must have the ability to preserve the raw file without editing. 
 
Yes. The best way to describe how Evidence.com manages video is through layers. The two bottom 
layers are the original video and audio. Those two layers are never tampered with or manipulated. 
When we apply markers, clips, or redaction they exist in layers above the original content. The best way 
to imagine this would be to picture a translucent sheet over a picture or painting. Editing is simply 
drawing on the sheet, and then removing the sheet. This leaves you with an un-altered original image. 
When a user applies redaction to a video, all of their actions are saved to an XML file, much like the 
translucent sheet. When the video is played back the sheet is layered back over the video. Even when a 
redacted video is exported from Evidence.com, the video is created (encoded) on the fly and saved to the 
local hard drive. 
 


3.11.5.18 VMS must securely store all videos and recordings in a way that only 
State-authorized users and users authorized by DPS/HPD can view. 


 
Yes. In order to access recordings housed on the Agency’s Evidence.com account, a person would 
require a user login, including an email address and password. Access to information stored 
on Evidence.com governed by the City/Agency-defined access control system built into Evidence.com. 
Access is controlled according to: 
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• Pre-defined roles 
• Pre-defined individuals (i.e., who has access to what camera feed) 
• User account-specific passwords. 
 


3.11.5.19 VMS must provide redundant, security back-up of all data. 
 
Yes. The Axon solution will provide maximum security against data loss using industry best practices 
and minimize, if not eliminate any possible interruption to service:  
 
 Multiple Locations - Each Evidence.com region is comprised of multiple, isolated locations and all 


Evidence.com application components are duplicated across all these locations for a fully 
redundant, Hot/Hot failover, infrastructure 


 
 Highly Available - Evidence.com is spread across isolated locations, and all components (e.g. 


databases, web servers) are further backed up daily to a highly available and durable storage 
location to support a Hot/Cold failover and recovery objective. 


 
 Automatic Failover - No human intervention is required in the event of a primary data center 


failure.  
 
 Active-Active Topology - Because the solution was designed from the start to run as a highly-


available application, it is equipped to handle a wide range of failures in the underlying 
infrastructure. The active-active design means that computing resources are efficiently utilized, no 
resources are wasted on “standby” servers. 


 
 Commodity Hardware - No special systems required for high-availability. 
 
 Local Replication – the application also makes its easy, should the NHP wish, to keep local copies 


of certain content. The application provides “Bulk Download” functionality. 
 


3.11.5.20 VMS should offer redaction capabilities. 
 
Yes. Evidence.com features a full redaction suite natively within the application. This functionality is 
available to all licensed users, subject to your agency’s role-based access controls.  
 
Evidence.com offers both automated and manual options for redacting an evidence file (or multiple 
evidence files). A full description of the comprehensive redaction capabilities within Evidence.com 
follows. 
 
EVIDENCE.COM REDACTION SUITE OVERVIEW 
 
Evidence.com offers users three options to redact videos, each to be used in a different scenario: Bulk 
Redaction, Smart Tracker Redaction and Manual Redaction. Both Bulk and Smart Tracker Redaction 
options are automated. Each of these options are simple and easy to use, allowing the NHP personnel 
to manage public information requests quickly.  
 
Bulk Redaction 
 
To aid with large public disclosure requests, the Bulk Redaction feature allows a user to queue video 
evidence for bulk redaction. Bulk redaction creates a copy of the original video and a blur filter over 
the entire video automatically. It can also remove audio for the duration of that copy. The blur over the 



http://evidence.com/
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entire video allows requestors to see what happened in the video without potentially revealing 
personally identifiable details such as faces, addresses, or license plates. This presents an opportunity 
for agencies to fulfill the public disclosure request in the least amount of time.  
 


 
 
It is recommended that a user verifies bulk-redacted videos to ensure the proper level of blur is applied 
to each file prior to releasing the redacted version. If a user needs to redact a video more precisely, 
such as redacting only a portion of each video frame, they can redact a single video. 
 


 
 
Smart Tracker Redaction 
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Smart Tracker Technology within Evidence.com brings intelligent, automated support to agency video 
redaction workload. Using the Smart Tracker technology, users can easily create a redaction that 
tracks up to 10 objects in a video. For each object, specify a start and end frame. On each start frame, 
place and size a redaction mask.  
 
Once a user is done preparing assisted redaction, Evidence.com’s technology tracks the redacted 
objects automatically and sends a notification email when it has finished creating the redaction. 
 
It is recommended that users closely verify redacted clips created using assisted redaction. If 
corrections are necessary, Evidence.com allows for manual edits to redacted clips.   
 
Smart Tracker Technology Concepts 
Using Smart Tracker technology to create a redaction shares many concepts with manual redaction. 
Because Smart Tracker technology automatically tracks objects in the video file, the Smart Tracker 
feature represents an object and its timeline with one control, eliminating the need to create multiple 
mask timelines per object. 
 
 Object—Enables users to redact one actual object in the video. An assisted redaction object 


contains only one object timeline. Smart Tracker supports up to 10 objects. 
 
 Object Timeline—Represents all frames in the video and enables users to place the mask 


segment precisely where it is needed. Each Smart Tracker object timeline has one mask 
segment. 


 
Smart Tracker Technology Controls  
On each start frame, position the redaction mask and when preparation of assisted redaction is 
complete, Evidence.com tracks the redacted objects automatically and notifies the user when tracking 
is complete. A user can then verify the redaction as closely as needed. If corrections are needed, 
Evidence.com allows manual adjustments.  
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Manual Redaction 
 
Manual redaction allows the user to control size, shape, and placement of redaction masks precisely, 
frame by frame.  
 
Manual Redaction Concepts 
Creating a redaction manually involves working with several important concepts. 
 Object—Organizes the mask segments that redact one actual object in the video. A redaction 


contains one or more objects. An object contains one or more mask timelines. 
 Mask—Defines a rectangular area in a continuous segment of video frames that are redacted. 


A mask has three dimensions: 
o Height, defined by the mask frame 
o Width, defined by the mask frame 
o Duration, defined by the start and end handles of the mask segment. 
 Mask Timeline—Represents all frames in the video and enables you to place the mask segment 


precisely where you need it. Each mask timeline has one mask segment. 
 Mask Segment—Defines the continuous series of frames that the mask redacts. A mask 


segment has a start and an end handle. 
 Mask Segment Handle—Defines the start or end frames of a mask segment. 
 Mask Frame—Defines the rectangular area redacted by a mask. 
 Mask Frame Handle—Enables you to change the size and shape of the mask frame.  
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Additional Functionality 
 
Blur Levels 
Users can toggle the blur level of the redaction masks from low, medium, high, and blackout blur. 
 


 
Keyboard Shortcuts 
For users who redact a large volume of video, keyboard shortcuts are a simplified way to navigate 
throughout the video. 
 
When selected on a redaction segment, the “A and S” keys move the start handle back and forth, 
respectively, and the left and right arrow keys move the end hand back and forth, respectively. These 
shortcuts allow users to complete frame-by-frame redaction in an intuitive way. 
 
Audio Redaction 
Users can redact audio just as they redact video, resulting in a complete removal of the audio track for 
the duration specified. Users can also redact the audio or different portions of the same video by 
pressing the “Add Mask” button. 
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Filters 
 
Evidence.com offers complete application of various image-processing filters for the duration specified. 
Optionally audio redaction can be enabled during video segments that have been blackout redacted. 
Examples of filters are as follows: 
 
 Light Blur 
 Normal Blur 
 Heavy Blur 
 Blackout 
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3.11.5.21 VMS must be compatible with at least Windows 7 Professional 
Operating System or more recent versions) and Internet Explorer 
Version 11 web browser or more recent version(s). 


  
Yes. Evidence.com can be accessed from any computer. Users can access Evidence.com with the 
following web browsers:  
• Internet Explorer version 10 and above  


Note: If you use Internet Explorer, ensure that Compatibility View is disabled. Evidence.com does not 
support the use of the Compatibility View feature. To verify your Internet Explorer settings, go to Tools 
> Compatibility View settings and ensure that Evidence.com is not included in the list of websites added 
to Compatibility View and that the “Display all websites in Compatibility View” check box is cleared.  


• Chrome version 40 and above  
• Firefox version 30 and above  
• Safari version 8 and above  


 
Additionally, TASER supports the media player and related tools, introduced in Evidence.com release 
1.27, with the following web browsers:  
• Internet Explorer version 10 and above  
• Chrome version 43 and above  
• Firefox version 38 and above  
• Safari version 8 and above  
 
If you use an unsupported browser to access media-evidence files, Evidence.com provides the 
traditional media player.  
 
It is strongly recommended that you always use the latest release of Adobe Flash. 
 
Evidence Sync Minimum System Requirements 


 Windows XP or 7 
 Microsoft Direct X (Version 7.0 or greater for exported incident video processing) 
 Adobe Reader 
 Apple QuickTime or VLC Media Player 
 Pentium 4 or AMD Athlon Processor 
 128 MB of RAM 
 Audio Card 
 Video Card (1024 x 768 Resolution or Better, with 24-bit Color) 
 PATA Hard Drive with At Least 2 GB of Available Disk Space 
 Internet Access (Recommended) 
 2.0 Self-Powered USE BUS or HUB 


 
3.11.5.22 Provide the minimum required memory (RAM), if applicable. 


 
Not applicable. Because Evidence.com is a cloud-based solution launched through a Web browser, the 
only memory requirement would be that of the device from which a user is accessing Evidence.com, as 
computers require RAM when accessing any website.  
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3.11.5.23 Provide the minimum required processor speed, if applicable.  


 
Not applicable. Because Evidence.com is a cloud-based solution launched through a Web browser, the 
only requirement would be that of the device from which a user is accessing Evidence.com, as 
computers require processor speed when accessing any website.  
 


3.11.5.24 Provide the minimum network speed to upload videos, if cloud based. 
 
Yes. Restrictions on uploading data from cameras is only limited by the bandwidth available to the 
Agency. 


3.11.5.25 Upload times to the VMS will be defined in per hour or thirty-minute 
increments of video files. 


 
Yes. Single events spanning longer than 30 minutes are recorded as multiple segments in 30 minute 
increments. Breaking up a single event into smaller sections allows for ease of uploading video 
evidence to Evidence.com. Segmented videos of a single event will be exported as multiple files in the 
same 30 minute increments captured at the time of the event recording. Timestamps and metadata 
associated with the videos make it easy to identify multiple files associated with a singular event. 
 


3.11.5.26 Any required or expected ‘buffering’ times before video files are 
accessible in cloud storage (for view or adding metadata) will be 
clearly defined. 


 
Yes. Videos cannot be viewed until the file is uploaded successfully to Evidence.com. Upload time is 
dependent on agency bandwidth. 
 


3.11.5.27 Describe System compatibility with mobile devices (iPhones and 
Android). 


 
Yes. Using a compatible browser installed on the tablet etc. Evidence.com is written in HTML5 to allow 
mobile devices to display the site and can be accessed with the following web browsers:  
• Internet Explorer version 10 and above  


Note: If you use Internet Explorer, ensure that Compatibility View is disabled. Evidence.com does not 
support the use of the Compatibility View feature. To verify your Internet Explorer settings, go to Tools 
> Compatibility View settings and ensure that Evidence.com is not included in the list of websites added 
to Compatibility View and that the “Display all websites in Compatibility View” check box is cleared.  


• Chrome version 40 and above  
• Firefox version 30 and above  
• Safari version 8 and above  


Additionally, TASER supports the media player and related tools, introduced in Evidence.com release 
1.27, with the following web browsers:  
• Internet Explorer version 10 and above  
• Chrome version 43 and above  
• Firefox version 38 and above  
• Safari version 8 and above  
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The Axon Capture Mobile Application requires iOS 8.0 or later for Apple products and Android 4.1 
and up.  
 
The Axon View Mobile Application requires iOS 8.0 or later for Apple products and Android versions 
vary by device. 
 


3.11.5.28 Vendor shall indicate the number of searchable fields in storage 
system and any ‘wild card’ searches that can be done to locate stored 
data. 


 
Yes. By enabling officers to annotate Axon video with metadata, Evidence.com turns what was once an 
overwhelming amount of files and information into a database of highly searchable evidence using 13 
fields and text searches. Users can also search by location..  
 


 
 
For evidence searches, the ID, Title, and Tag filters provide advanced text matching features.  
 The text you enter can match any part of the data you are filtering. For example, if you enter 21 


in the ID box, any evidence whose ID includes “21” in any portion of the ID is included in 
search results.  


 You can search for more than one text string in a single filter. For example, if you enter 21 78 
in the ID box, search results include evidence with the ID 213789 as well as 421278.  


 The order of text strings is irrelevant. For example, if you enter 78 21 in the ID box, search 
results include evidence with the ID 213789.  


 
Evidence Search Filters 
Evidence.com provides a search feature to help you find the evidence you need. In the Evidence area, 
you can use any of three evidence search pages to narrow your results.  
 
 All Evidence — Finds all evidence, including evidence that you do not have permission to view. 
 My Evidence — Finds evidence that you own. Under Filter Evidence, the Owner filter is 


automatically set to your name. 
 Shared Evidence — Finds evidence that has been shared with you by the evidence owner. 
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Evidence Search Fields  
 
 ID — Limits search results to evidence whose ID includes the characters you enter in the ID 


box.   
 Title — Limits search results to evidence whose title includes the characters you enter in the 


Title box.   
 Category — Limits search results to evidence that is assigned to the category that you select. By 


default, search results include evidence assigned to any category, including uncategorized 
evidence.  


 Date — Limits search results by either the recorded, uploaded, or deletion date of evidence, as 
selected. You must also specify a date range by using the From and To boxes, else the search is 
not limited by date range. Search results are inclusive of the dates specified.  


o From — The start of the date range. If the From box is empty, the date range begins with the 
earliest possible date.  


o To — The end of the date range. If the To box is empty, the date range ends with today.  
 File Type — Limits search results to the file type selected. By default, search results include all 


file types.  
 Owner — Limits search results to evidence owned by the user specified. To specify the user, 


click in the Owner box, start typing the name of the user, wait for the system to show the 
matching users, and then click the user you want. On the My Evidence page, the Owner filter is 
set to your name by default. 


 Uploaded By — Limits search results to evidence uploaded by the user specified. To specify the 
user, click in the Uploaded By box, start typing the name of the user, wait for the system to show 
the matching users, and then click the user you want.  


 Status — Limits search results to evidence whose status matches the status selected. By default, 
evidence searches are limited to evidence with a status of Active.  


 Tag — Limits search results to evidence whose tags includes the characters you enter in the 
Tag box.   


 Group — Limits search results to evidence owned by members of the group specified. To specify 
the group, click in the Group box, start typing the name of the group, wait for the system to 
show the matching groups, and then click the group you want.  


 Flagged — Limits search results to evidence whose flag status matches the flag status selected.  
 
Evidence Map Search Feature 
 
GPS tagging is available when one of TASER’s free 
mobile applications, Axon View and Axon Capture, 
is installed on an officer’s smart device and paired 
to his camera via Bluetooth.  
 
The Axon will source GPS location information 
from the mobile device and video files are 
automatically tagged with GPS locations. When a 
new coordinate is received, the coordinates are sent 
to the camera system. The metadata is pulled 
directly from the smart device’s GPS coordinates 
and the location is then geo-tagged in Evidence.com.  
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If the NHP’s Records Management System or Computer-Aided Dispatch System is integrated with 
Evidence.com, GEO-tagging will be available using the address sourced from the RMS or CAD system. 
This integration effectively automates the process of tagging videos with complete, correct metadata. 
 
The Evidence Map feature shows pin icons for any evidence with associated location information and 
basic features for finding and viewing a location on the map. The map pin style used for an evidence 
file is determined by the category assigned to the evidence. 
 


3.11.5.29 Users should have the ability to send email messages from hosted 
solution interface to end users. 


 
Yes. You can set personal preferences for email notifications. The email notifications that are available 
to you are determined by the role assigned to your user account. The agency logo appears on audit trail 
PDFs and system-generated emails. 
 
Evidence.com supports the following email notification settings:  
• Account Lockout Notification — Turn on to receive an email if Evidence.com locks your account 


because you exceeded the maximum number of incorrect login attempts.  
• External Agency Collaboration Notifications — Turn on to receive notifications regarding other 


agencies that would like to collaborate with you and share evidence.  
• Upcoming Evidence Deletion Notification — Turn on to receive an email about the upcoming 


evidence deletions summary for the next week in your Evidence.com Inbox.  
• Evidence Timestamp Notification — Turn on to receive an email informing you about any evidence 


uploaded by your agency that appears to be recorded more than 14 days ago, which could be 
indicative of a device with a system clock in need of synchronization with Evidence.com.  


• Category Assignment Notification — Turn on to receive an email when evidence uploaded is also 
assigned to at least one category that is in the process of being deleted. This notification helps 
ensure that no evidence is unintentionally deleted during system-initiated evidence deletions.  


 
Editing a Role 
If you edit a role to change any of the Login Access permissions, all users assigned to the role receive a 
notification email about the change. 
 
Invite an Agency to Share with Your Agency 
Administrators of agencies that you add to your Agencies with My Contacts list receive a notification 
email. Before you can share a case with the partner agency, an administrator from the partner agency 
must accept the invitation to collaborate with your agency.  
 
Request Access to Evidence 
If you wish to view a file to which you do not have access, Evidence.com sends the owner a notification 
email about your request.  
 
After the owner grants you access, Evidence.com sends you a notification email. You can access the 
evidence from the All Evidence page and the Shared Evidence page. 
 
Sharing Evidence (Internally and Externally) 
 
Evidence.com emails each user who you shared the evidence with, notifying them that the evidence is 
available to them. 
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3.11.5.30 VMS should send System Administrators administrative notifications 
when evidence files are about to be deleted. 


 
Yes. You can set personal preferences for email notifications. The email notifications that are available 
to you are determined by the role assigned to your user account. Turn on Upcoming Evidence Deletion 
Notification to receive an email about the upcoming evidence deletions summary for the next week in 
your Evidence.com Inbox.  
 


3.11.5.31 VMS should send System Administrators administrative notifications 
when users need their credentials reset due to failed log on attempts. 


 
Yes. Administrators will receive the following email notification any time a user is locked out as a 
result of too many failed login attempts.  
 


 
 
When a user attempts and fails to sign in to Evidence.com more times than are allowed by the agency’s 
security settings, the user is locked out of Evidence.com and receives the message, “Too many failed 
login attempts. Account temporarily suspended.” 
 


3.11.5.32 VMS should offer auto-redaction capabilities, to include high-
movement and low light video; preferred to minimize the amount of 
time to redact 30 fps for the entire length of video. 


 
Yes. Evidence.com provides the ability to redact video evidence files as needed, such as to protect the 
identity of persons in a video. The redaction tools enable you to create redacted versions of video 
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evidence files without affecting the original file. In Evidence.com, a redaction is a set of information 
that tells Evidence.com; what to redact in a video. When you have completed creating or editing a 
redaction, you can extract a redacted video. You can create and maintain many redactions for each 
video evidence file. This enables you to create different redacted videos for different audiences or 
different purposes.  
 
Assisted redaction brings intelligent, automated support to your agency’s video redaction workload. 
Using assisted redaction, you can easily create a redaction that tracks up to 10 objects in a video. For 
each object, you specify a start and end frame. On each start frame, you place and size a redaction 
mask. When you are done preparing an assisted redaction, Evidence.com tracks the redacted objects 
automatically and sends you a notification email when it has finished creating the redaction. It is 
recommended that you closely verify redactions created by assisted redaction. If you need to make 
corrections, Evidence.com enables you to edit the redaction manually. 
 
Bulk redaction creates a copy of the original video and applies a blur filter over the entire copied video. 
It can also remove audio for the duration of that copy as well. The blur over the entire video allows 
requestors to see what happened in the video without potentially revealing personally identifiable 
details such as faces, addresses, or license plates.  
 


3.11.5.33 VMS should have the ability to capture data, report on video statistics 
and provide custom reports. 


 
Yes. Evidence.com allows administrators and those with the reporting permission to generate reports 
showing Evidence.com utilization. These options can help your agency turn that data into valuable 
answers to ensure your Evidence.com account is providing you with the flexibility and utility your 
agency deserves. Evidence.com has pre-set categories; however, agencies can add customized 
categories based on Agency guidelines and protocols. 
 


 
 
Report Types 
 
 Evidence Created — Lists all evidence on your agency’s account in order of when the data was 


created. It also lists all associated metadata attached to those pieces of evidence. 
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 Evidence Deleted — Lists all evidence deleted and associated metadata on your agency’s 
account in order of when the data was deleted. This report will give better monitoring of 
automated deletions and help ensure a proper retention policy is in place. 


 Category Summary — Lists the current count of total files and file size in megabytes (MB) for 
each category as well as the percent of files assigned to that category. 


 Uncategorized Evidence — Lists users with uncategorized evidence assigned to them. A second 
tab on the export lists every piece of uncategorized evidence and includes the owner 
information, evidence title, date recorded, and link to the evidence. 


 User Summary — Lists total files and file size in MB, broken out by owner of the evidence. The 
counts are further broken out by evidence type, active, and deleted evidence. 


 Axon Video Summary — Lists usage metrics on Axon videos uploaded to your agency. The first 
tab is a summary of Number of videos, hours, and MB uploaded. The second tab breaks out 
uploads by the specified grouping: Day, Month, or Year. 


 Sharing Audit Report — The Sharing Audit report exports a list of all user actions related to 
sharing evidence and cases to a CSV file. You can specify the date range for the report.  


 
A report can take minutes to several hours to generate, depending on the size of the report. To run a 
report, you must be allowed the Generate Reports permission. You can download reports either by 
visiting the Reports page or by the download link in a notification email. Completed reports are 
available from the Download Queue section of the Reports page. If you have permission to run reports, 
you can download reports that any user has run.  
 
Evidence.com reports are spreadsheets in an XLSX file format, which can be opened by many 
spreadsheet applications. Reports include all relevant metadata for the items included in the report. 
Using the Microsoft Excel pivot table function, you can group evidence by any of the fields, such as 
owner or badge ID, to get a better understanding of individual officer usage or certain category 
retentions over a given period of time. 
 
Exporting Evidence Search Results for Reports 
You can export the results of an evidence search as a list in PDF, Excel, text, or CSV format using data 
from the following search filters. 
 
Evidence Search Filters  
 ID — Limits search results to evidence whose ID includes the characters you enter in the ID box. 


For more information, see Text Search Details.  
 Title — Limits search results to evidence whose title includes the characters you enter in the Title 


box. For more information, see Text Search Details.  
 Category — Limits search results to evidence that is assigned to the category that you select. By 


default, search results include evidence assigned to any category, including uncategorized evidence.  
 Date — Limits search results by either the recorded, uploaded, or deletion date of evidence, as 


selected. You must also specify a date range by using the From and To boxes, else the search is not 
limited by date range. Search results are inclusive of the dates specified.  
o From — The start of the date range. If the From box is empty, the date range begins with the 


earliest possible date.  
o To — The end of the date range. If the To box is empty, the date range ends with today.  
 File Type — Limits search results to the file type selected. By default, search results include all 


file types.  
 Owner — Limits search results to evidence owned by the user specified. To specify the user, 


click in the Owner box, start typing the name of the user, wait for the system to show the 
matching users, and then click the user you want.  
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 Uploaded By — Limits search results to evidence uploaded by the user specified. To specify the 
user, click in the Uploaded By box, start typing the name of the user, wait for the system to show 
the matching users, and then click the user you want.  


Status — Limits search results to evidence whose status matches the status selected. By default, 
evidence searches are limited to evidence with a status of Active.  
 
 Tag — Limits search results to evidence whose tags includes the characters you enter in the 


Tag box. For more information, see Text Search Details.  
 Group — Limits search results to evidence owned by members of the group specified. To specify 


the group, click in the Group box, start typing the name of the group, wait for the system to 
show the matching groups, and then click the group you want.  


 Flagged — Limits search results to evidence whose flag status matches the flag status selected. 
 
Export Device Search Results 
An agency administrator can easily search and manage the TASER devices assigned to their agencies.  
You can sort the search results based on column headings. For example, click the Error Status 
heading to sort the list based on the device’s error status.  
 
Users can generate reports using the current version of the following browsers: 
 
 Microsoft Internet Explorer 
 Google Chrome 
 Mozilla Firefox 
 Apple Safari 
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Evidence.com Application Program Interface 
 
The Evidence.com Partner API provides a programmatic means to access the data in your 
Evidence.com agency. By developing API-compliant client software or using third-party client 
software, you can use the Partner API to integrate your Evidence.com agency with other systems. An 
API client can request create, read, update, and delete operations on a variety of data resources: 
 
 Users 
 Groups 
 Cases 
 Evidence 
 Devices 
 Reports 
 
By using the Partner API, you can address your agency’s specific operational needs.  
 


 
 
The API provides the means to achieve customized ends, such as the following scenarios: 
 
 Integrate with New Technology — As law-enforcement and prosecutorial technology evolves and 


new digital evidence sources arise, agencies need assurance that their digital evidence management 
system (DEMS) can receive evidence and cases, regardless of the source. Facial and license-plate 
recognition, transcription services, and closed-circuit television integration are impending market 
demands. With the Partner API, you can add evidence from all these sources and others, manage 
evidence ownership, assign evidence to cases, and link to evidence from a records management 
system (RMS). 


 
 Integrate with Old Technology -- Even the best body-worn cameras and in-car systems require 


upgrades, maintenance, and eventually, replacements. Video evidence recorded on aging hardware 
must still be managed even as you roll out new hardware. The Partner API enables you to 
transition to an Axon solution with Evidence.com as your DEMS while continuing to use older 
hardware to the end of its lifespan. 


 
 Customize Reporting — When your agency needs to audit user behavior for policy compliance, 


such as timely application of critical metadata, the Evidence.com dashboard and reports may not 
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support the precise need. Through the Partner API, you can retrieve the necessary user and 
evidence data and provide it to the application or system that will perform custom analysis in 
support of your policies. 


 
Evidence.com allows users to fully customize reports through an API or through existing reports 
using services found in Microsoft Excel or other spreadsheet applications. Administrators can use 
the Reports API to retrieve report data, which they then can provide to other applications or systems 
as needed for reporting, analysis, or other needs. For example, you could provide the reporting data 
that you retrieve from the Reports API to a Tableau instance, Microsoft Excel, or a local database. 


 
 Manage Users and Groups — When Evidence.com user accounts and their group memberships 


need to match those in another system, agencies need an automated synchronization method. Using 
the Partner API, you can create, update, and inactivate user accounts and groups, ensuring that 
your Evidence.com agency user and group configuration is in lockstep with your preferred central 
user repository. 


 
3.11.6 Video Storage 


 
If cloud based, the storage facility must be located within the continental United 
States. 


 
Yes. All primary servers and failover sites will be located in the United States. 
 


3.11.6.1 Does your storage solution have the ability to upload video from 
multiple camera units simultaneously?  


 
Yes. Evidence.com is a cloud-hosted digital evidence management solution provided as a service (SaaS) 
application. It is horizontally scalable and can elastically adapt to accommodate any traffic volumes. 
Internally, the solution uses a service oriented architecture where functionality is provided by discrete 
compassable services that can run on one or many servers. This allows individual components to scale 
to handle changes in traffic volumes. 
  
The application is designed to support uploads from multiple users, devices, and locations, 
simultaneously from thousands of agencies across the United States. It is also possible for concurrent 
users to access the same video at the same time. 
 


3.11.6.2 Storage solution should have the ability to view multiple linked 
videos simultaneously.  


 
Yes. You can view multiple pages using separate browser sessions from within Evidence.com. Multi-
video playback is available in the next firmware update and Evidence.com already supports it. 
 


3.11.6.3 Solution should have two tier storage capacity for active video and 
long term storage needs as defined by the State. 


 
Yes. As part of the Axon commitment to provide our customers a true SaaS offering, TASER is 
leveraging the cloud platform to offer your agency unlimited, highly available storage for Axon 
captured assets. This allows your agency instantaneous access to all of your body- worn camera 
evidence for a low, predictable cost without having to manage archived data. 
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Evidence Retention Policy 
For proper management, NHP should create a set of agency-specific categories large enough to 
properly segregate evidence by type for retention setting and search functionality. This list should not 
be so large that it becomes an impediment to efficient field use by Users. Agencies are encouraged to 
consult their State Retention Schedules, City/County or State Attorneys or other legal counsel for 
guidance on proper retention setting. 
  
The evidence retention policy determines: 


1. Whether the system will initiate automatic deletion of evidence assigned to the category. 
2. How long the system waits before initiating the deletion of evidence that is not included in a case. 


Axon video deletions are based on the recording date. Deletion of all other evidence is based on the 
upload date. 


3.11.6.4 Does proposed solution offer storage options for ‘unlimited storage’ 
of body camera video evidence? 


 
Yes. Unlimited storage is included in the proposed pricing.  
 


3.11.6.5 Does your system provide a method to upload videos, via an access 
point?  Please describe your process. 


 
The Axon Body 2 is equipped with Wi-Fi 802.11n at 5 GHz and 2.4 GHz. In 2017, this connectivity will 
be enhanced to enable the Axon Body 2 to automatically offload videos when pre-configured Wi-Fi 
network are available. 
  


3.11.6.6 Is your system compatible with an EnGenius ENS500EXT access 
point? 


 
Yes, our Axon Fleet solution meets this requirement since our preferred band is 5GHz. The Axon Body 
2 is equipped with Wi-Fi 802.11n at 5 GHz and 2.4 GHz. In 2017, this connectivity will be enhanced to 
enable the Axon Body 2 to automatically offload videos when pre-configured Wi-Fi network are 
available. 
 


3.11.6.7 Does solution have the ability to maintain and export audit trail along 
with video? 


 
Yes. The detailed Evidence Audit Trail can be used to determine compliance with chain of custody 
regulations. All content uploaded to Evidence.com is paired with an audit trail indicating every action 
applied to that evidence and its metadata. Information such as viewed by, downloaded by, and deleted 
by, is all included in the audit trail, in addition to the source IP Address of the person who made the 
change. All audit trails can be exported to a PDF document. 
  
To ensure a robust chain of custody, evidence can be verified for authenticity by matching 
the SHA hash of original file ingested in Evidence.com with the copy. The original data associated with 
a video is never changed. All modifications are handled by creating new, derivative files. Detailed audit 
logs track all evidence access. 
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A detailed audit trail for every action in Evidence.com is retained in perpetuity even after the asset has 
been purged from the system. Even if evidence is deleted, or a user is deactivated, all audit trails/user 
information are retained intact and indefinitely. 
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3.11.6.8 Define maximum storage capacity, if any. 
 
Not applicable. Unlimited storage is available through Evidence.com. 
 


3.11.6.9 Describe the capability of proposed solution to provide the State with 
the ability to export/download and migrate original recordings with 
all metadata to other storage media or, local storage inclusive of all 
metadata and chain of custody information. 


 
Users can download multiple evidence files at a time. After selecting files for download, the user 
receives an email with a download link to a single file containing all of their requested evidence. 
Metadata will be maintained if the footage is exported into another media form (DVD, streaming, etc.) 
The system supports the following file types for the download file: 
• ZIP — The system includes the selected evidence files in a ZIP file. 
• ISO — The system includes the selected evidence files in an ISO image, which can be used to 


create a CD-ROM or DVD. 
 
Once downloaded, users can store the files in the location of their choosing (DVD, CD, flash drive, 
storage media, local storage, etc.). 
 


3.11.6.10 Describe archival, hot and cold cloud storage solutions.   
 
Not applicable. Evidence.com is a cloud-based repository offering unlimited storage.  
 


3.11.6.11 Describe archival solutions for server storage, if applicable. 
 
Not applicable. Evidence.com is a cloud-based repository.  
 


3.11.6.12 Discuss different cost savings as defined by various storage solutions 
(active vs. long-term storage of files). 


 
As part of the Axon commitment to provide our customers a true SaaS offering, TASER is leveraging 
the cloud platform to offer your agency unlimited, highly available storage for Axon captured 
assets. This allows your agency instantaneous access to all of your body- worn camera evidence for a 
low, predictable cost without having to manage archived data. 
 


3.11.6.13 Describe capability to respond to requests to pull video from ‘cold 
cloud storage’, including time required to download video from 
storage. 


 
Not applicable. As part of the Axon commitment to provide our customers a true SaaS offering, 
TASER is leveraging the cloud platform to offer your agency unlimited, highly available storage for 
Axon captured assets. This allows your agency instantaneous access to all of your body- worn camera 
evidence for a low, predictable cost without having to manage archived data. 
 


3.11.6.14 Describe your solution to upload video in the rural areas that only 
have a maximum broadband speed of 1.5 Mbps 


 
We provide multiple ways to upload videos: direct via LTE, Wi-Fi at the station, or removing the 
camera and placing it in a dock. These methods of offloading can be mixed and matched to resolve 
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bandwidth challenges. The videos can be offloaded via LTE as the vehicle is in the field as long as 
there is an LTE connection. For Wi-Fi offload at the station, we will allow the videos to be offloaded 
rapidly from the vehicle to a local server. That server will then upload video to Evidence.com via the 
allotted broadband speed over time. 
 


3.11.7 System Security 
 


3.11.7.1 The VMS shall meet the minimal security requirements for the 
Criminal Justice Information Services (CJIS) Policy.  In particular, 
the VMS shall comply with Policy Areas 2 through 13 in Section 5 of 
the CJIS Policy.  The CJIS Policy can be viewed by accessing the 
following link: https://www.fbi.gov/about-us/cjis/cjis-security-
policy-resource-center 


 
Complies. Please see Tab IX, B. Axon CJIS Compliance. 
 


A.  Will access to Criminal Justice Information (CJI) within a cloud 
environment fall within the category of remote access? (Section 
5.5.6 Remote Access found in the above link)  


 
Complies. Please see Tab IX, B. Axon CJIS Compliance. 
5.5 - Policy Area 5: Access Control  
5.5.1 – Account Management  TASER International maintains account 


management policies and practices for 
Evidence.com, including quarterly account 
validation.  


5.5.2 – Access Enforcement  TASER International maintains account 
management practices and access control policies 
for Evidence.com to ensure access is limited to 
authorized accounts.  


5.5.2.1 – Least Privilege  TASER International access controls for 
Evidence.com are designed according to the 
principle of least privilege.  


5.5.2.2 – 5.5.5: System Access Control; Access 
Control Criteria; Access Control Mechanisms; 
Unsuccessful Login Attempts; System User 
Notification; Session Lock  


Evidence.com access control mechanisms are 
maintained in compliance with the specific CJIS 
security requirements.  


5.5.6 – Remote Access  TASER International maintains policies and 
practices for Evidence.com that limit remote access 
to only required individuals, via managed VPN 
connections requiring 2-factor authentication.  


5.5.6.1 – Personally Owned Information Systems  TASER International maintains requirements for 
the use of personally owned devices.  


5.5.6.2 – Publically Accessible Computers  Evidence.com back-end system administration is 
prohibited from public access computers.  


 
3.11.7.2 Will advanced authentication (AA) be required for access to CJI 


within a cloud environment (Section 5.6.2.2 Advanced 



https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center

https://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center
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Authentication, 5.5.2.2.1 Advanced Authentication Policy and 
Rationale found in the link under 3.11.7.1) 


 
Complies. Please see Tab IX, B. Axon CJIS Compliance. 
5.6 - Policy Area 6: Identification and Authentication  
5.6.1 – Identification Policy and Procedures  TASER International maintains policies and 


practices for Evidence.com for identifying and 
authenticating users before allowing access.  


5.6.1.1 – 5.6.2: Use of Originating Identifiers in 
Transactions and Information Exchanges; 
Authentication Policy and Procedures  


Not applicable to Evidence.com security practices.  


5.6.2.1 – 5.6.2.1.2: Standard Authenticators; 
Password; Personal Identification Number (PIN)  


Evidence.com authentication mechanisms are 
maintained in compliance with the specific CJIS 
security requirements.  


5.6.2.2 – 5.6.2.2.2: Advanced Authentication; 
Advanced Authentication Policy and Rational; 
Advanced Authentication Decision Tree  


Evidence.com requires at least 2-factor 
authentication for all system administration 
access. Additionally, advanced authentication is 
available for customer accounts.  


5.6.3 – 5.6.3.2: Identifier and Authenticator 
Management; Identifier Management; 
Authenticator Management; Assertions  


TASER International maintains policies and 
practices for Evidence.com for Identifier and 
Authenticator management.  


5.6.4 - Assertions  TASER International utilizes a combination of 
internal and trusted external certification 
authorities for validating individual identities. 
Certificates are issued internally through an 
internal trusted authority. For external access, 
commercial CA’s are used. Private keys and 
certificates are stored and distributed securely.  


 
 


3.11.7.3 Does your cloud service provider’s datacenter(s) used in the 
transmission or storage of CJI meet all the requirements of a 
physically secure location? (Section5.9.1 Physical Secure Location 
found in the link under 3.11.7.1)  
 


Complies. Please see Tab IX, B. Axon CJIS Compliance. 
5.9 - Policy Area 9: Physical Protection 


5.9.1.1 – Security Perimeter  Evidence.com defines and controls the physically 
secure perimeter.  


5.9.1.2 – Physical Access Authorizations  TASER International ensures physical access is 
limited to authorized personnel.  


5.9.1.3 – Physical Access Control  TASER International ensures physical access is 
limited to authorized personnel, including the use 
of Iris and RFID access control systems at TASER 
facilities.  


5.9.1.4 – Access Control for Transmission Medium  TASER International protects access to 
transmission lines.  


5.9.1.5 – Access Control for Display Medium  TASER International controls display medium to 
prevent unauthorized viewing of CJI.  
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5.9.1.6 – Monitor Physical Access  TASER International maintains policies and 
practices for monitoring physical access, and 
responding to suspicious events.  


5.9.1.7 – Visitor Control  TASER International maintains policies and 
practices for controlling visitor access.  


5.9.1.8 – Delivery and Removal  TASER International maintains policies and 
practices for controlling information system-
related items.  


5.9.2 – Controlled Area  TASER International maintains policies and 
practices for Evidence.com related to physical 
protection.  


 
3.11.7.4 Are the encryption requirements being met? (Section 5.10.1.2 


Encryption found in the link under 3.11.7.1) 
 
Please. Please see Tab IX, B. Axon CJIS Compliance. 
 
5.10.1.2 – Encryption  Evidence data transmitted and stored in 


Evidence.com is encrypted with 128 bits or 
stronger. FIPS 140-2 approved encryption ciphers 
(or stronger) are used, including AES 256, and 
RSA 2048.  
TASER International maintains policies and 
practices for Evidence.com for encryption key and 
certificate management.  


 
3.11.7.5 Who will be providing the encryption as required in the CJIS Security 


Policy? (Client or cloud service provider) 
 
TASER International maintains policies and practices for Evidence.com for encryption key and 
certificate management Please see Tab IX, B. Axon CJIS Compliance. 
  
 


3.11.7.6 Is the data encrypted while at rest and in transit? 
 
Yes. Evidence.com uses strong encryption to protect evidence data in transit and at rest.  
  
 Data in Transit - Evidence data is encrypted during transfer: SSL with RSA 2048 bit key, 256 bit 


ciphers, TLS 1.0-1.2, Perfect Forward Secrecy 
 Data at Rest - Evidence data is encrypted in storage: 256-bit Advanced Encryption Standard (AES-


256) 
 


3.11.7.7 What are the cloud service provider’s incident response procedures? 
(Section 5.3 Policy Area 3: Incident Response found in the link under 
3.11.7.1) 


 
5.3.1 – Reporting Information Security Events  TASER International maintains comprehensive 


security incident response plans for Evidence.com 
include reporting to appropriate parties.  
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5.3.2 – Management of Information Security 
Incidents  


TASER International maintains security incident 
response policies and practices for Evidence.com.  


5.3.2.1 – Incident Handling  TASER International maintains security incident 
response procedures and capabilities for 
Evidence.com.  


5.3.2.2 – Collection of Evidence  The TASER International security incident 
response practices for Evidence.com include 
requirements to collect and maintain appropriate 
evidence, when necessary.  


5.3.3 – Incident Response Training  The TASER International security awareness 
training for Evidence.com includes security 
incident response roles and responsibilities, 
including reporting expectations.  


5.3.4 – Incident Monitoring  TASER International documents and tracks 
security incidents for Evidence.com and maintains 
such documentation to meet this requirement.  


 
3.11.7.8 Will the cloud subscriber be notified of any incident? 


 
Yes, TASER International maintains comprehensive security incident response plans for Evidence.com 
including reporting to appropriate parties.  
 


3.11.7.9 If CJI is compromised, what are the notification and response 
procedures? 


 
TASER International maintains comprehensive security incident response plans for Evidence.com 
including reporting to appropriate parties.  
 


3.11.7.10 Is the cloud service provider a private contractor/vendor?  
 
TASER acknowledges and abides by all aspects of the CJIS Security Addendum. The CJIS Security 
Addendum is included by reference in the TASER MSPA which contractually commits TASER to the 
CJIS Security Policy requirements. CJIS Security Addendum Certification pages are maintained for 
each authorized TASER employee and are available to customers.  
 
TASER International maintains policies and practices for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data and systems. Authorized TASER personnel are 
available for state of residence and national fingerprint-based record checks at either the state or local 
level.  
 


3.11.7.11 If so, they are subject to the same screening and agreement 
requirements as any other private contractors hired to handle CJI. 
(Section 5.1.1.5 Private Contractor User Agreements and CJIS 
Security Addendum; 5.12.1.2 Personnel Screening for Contractors 
and Vendors found in the link under 3.11.7.1) 


 
TASER acknowledges and abides by all aspects of the CJIS Security Addendum. The CJIS Security 
Addendum is included by reference in the TASER MSPA which contractually commits TASER to the 
CJIS Security Policy requirements. CJIS Security Addendum Certification pages are maintained for 
each authorized TASER employee and are available to customers.  
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TASER International maintains policies and practices for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data and systems. Authorized TASER personnel are 
available for state of residence and national fingerprint-based record checks at either the state or local 
level.  
 


3.11.7.12 Will the cloud service provider allow the CSA and FBI to conduct 
compliance and security audits? (Section 5.11.1 Audits by the FBI 
CJIS Division; 5.11.2 Audits by the CSA found in the link under 
3.11.7.1)  


 
Yes. TASER International adheres to the audit requirements of the FBI CJIS Security Policy.  
 


3.11.7.13 The State may verify that Contractor is in compliance with CJIS by 
requesting a compliance audit of Contractor’s technology deployment 
through the CJIS Systems Agency to the Federal Bureau of 
Investigation (FBI).  The FBI CJIS Division shall perform the 
requested audit to verify compliance. 140-2.  


 
TASER International adheres to the audit requirements of the FBI CJIS Security Policy.  
 


3.11.7.14 System shall provide full conformance to Federal Information 
Processing Standards (FIPS) Publication. 


 
Evidence data transmitted and stored in Evidence.com is encrypted with 128 bits or stronger. FIPS 
140-2 approved encryption ciphers (or stronger) are used, including AES 256, and RSA 2048.  
TASER International maintains policies and practices for Evidence.com for encryption key and 
certificate management.  
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3.11.7.15 VMS shall provide user authentication with a unique username and 
password.  


 
Yes. Each agency has a unique URL. All users in your Evidence.com agency must have unique email 
accounts and each user should have a unique Evidence.com account.  
 
Password settings for all users in the agency are defined and configured within Evidence.com. 
 
 Password Length — Determines how short passwords can be. [default 8, min 6] 
 Passwords Complexity — System and application administration requires 9 character passwords 


and contain at least three of the four character categories (Upper letter, Lower letter, Number, 
Symbol).  
Step-up authentication is performed using a one-time, six-character code delivered out-of-band to a 
previously authenticated device. 


 Password History — Unique new passwords a user must use before an old password can be reused. 
[default 10, min 1, max 25]  


 Password Aging — Determines how many days a password can be used before the user is required 
to change it. [default 90, min 7, max 365]  


 Customizable Failed Login Limit — Number of failed login attempts before the account is locked 
out. [default 5, min 1, max 25] 


 Failed Login Limit Lockout duration — Number of minutes a user is locked out of their account 
due to failed login attempts. [default 60, min 1, max 720]  


 Lockouts occur for increasingly longer periods of time starting with five minutes after five 
unsuccessful log in attempts. 


 
Evidence.com also includes the following features to provide robust access control. 
 Enforced session timeout settings during idle periods 
 Mandatory challenge questions when authenticating from new locations  
 Multi-factor authentication options for user login and prior to administrative actions (one time 


code via SMS or phone call-back)  
 Role-based permission management 
 Device-level permission management (for example, allow specific users to use the web-based 


interface, but not the mobile application)  
 Restrict access to defined IP ranges (limit access to approved office locations)  
 Detailed, tamper-proof administrator and user activity logging  
 
 


3.11.7.16 VMS will allow for authorized users to be established based on 
various roles and permissions by the System Administrator. 


 
Yes. Each Evidence.com user is assigned a role. Roles determine a user’s permissions, which control 
levels of access to features and functions in Evidence.com. Information access via Evidence.com is 
controlled through a robust "Access Control System" managed by the Administrator and that features 
comprehensive audit trails.  Access to information is governed by the agency-defined access control 
system built into Evidence.com. Access is controlled according to: 
 Pre-defined roles 
 Pre-defined individuals (i.e., who has access to what data feed) 
 User account-specific passwords 
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Each Evidence.com user is assigned a role; roles determine user permissions, which control access to 
features and functions. The following table provides information about each permission supported by 
Evidence.com. 
 
Permissions Supported by 
Evidence.com 


Description 


Login Access 
Evidence.com Allows a user to log in to their agency's Evidence.com agency. 
Evidence Sync Allows a user to log in to Evidence Sync in Online mode. 
Evidence Mobile Allows a user to log in to the Axon Capture or Evidence Mobile 


application. 
User Account 
Edit Account Information Allows a user to change their own account information, 


including their Name, Badge ID, Phone, Email Address, 
Password, Security Questions, or Email Settings. If you change 
the User Administration permission to Allowed, this permission 
is automatically set to Allowed. 


View & Compose User 
Messages 


Allows a user to read and send messages to other users. 


Download Sync Software Allows a user to download Sync software from their 
Evidence.com agency. 


Create/Edit Group Allows a user to create a group, and edit its monitors and 
members. 


Group Audit Trail PDF Allows a user to view an audit trail of the activities related to a 
group. 


Admin Access 
Configure Agency Security 
Settings 


Allows a user to edit the agency's IP Restrictions, 
authentication method, password configurations, and partner 
agencies. 


Edit Agency Settings Allows a user to configure agency wide settings including 
Categories and Retention, Video and Camera Settings, Roles 
and Permissions, and Password Configuration requirements. 


Edit Device Offline & 
Microphone Settings 


Allows a user to configure the agency-wide settings for the 
Axon cameras default Microphone Setting and whether or not 
they can be turned to Offline Mode. 


Device Administration Allows a user to reassign all agency devices, change their 
settings, and upload any CEW logs. 


User Administration Allows a user to add, remove and edit the accounts of other 
users, including their role, personal information, contact 
information, and reset their credentials (password and security 
questions). 


Category Administration Allows a user to add a Category to the agency's list or edit an 
existing Category 


Generate Reports Allows a user to generate reports. 
Search Access 
User Search Allows a user to see what users are in the agency. If disabled 


the user will be unable to see any evidence or devices assigned 
to others, assign devices or evidence to others, share evidence or 
cases, or send messages to others. 
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Permissions Supported by 
Evidence.com 


Description 


Partner Contact Search Allows a user to view members of partner agencies that have 
been added to your agency's contact list 
Unlocks: Share Externally to Authenticated Users, Share With 
Partner Agencies 


Evidence Search Allows a user to search for all of the Evidence in the agency. 
Note: the user can only access the Evidence specified under the 
Evidence Management permissions. 


Device Search Allows a user to search for all of the Devices in the agency. 
Case Search Allows a user to search for all of the Cases in an agency. Note: 


Their ability to access a Case is determined by the Case 
Management Permissions. 
 


Evidence Creation 
Upload External Files Allows a user to upload files through Evidence Sync, Axon 


Capture, Evidence Mobile, and the Import Evidence feature. 
This does not affect the ability to upload through an ETM or 
Evidence.com Dock. 


Configure Automatic 
Upload through Evidence 
Sync 


Allows a user to configure Automatic Upload through Evidence 
Sync. 


Evidence Management 
View Allows a user to access evidence. Does not include weapon 


firing logs. 
View CEW Firing Logs Allows a user to view weapon firing logs. 
Edit Allows a user to change the Title, ID, Flag, Assignment, 


Category, Tags and Location. 
Add/Remove Pending 
Review Category 


Allows a user to add or remove the Pending Review Category 
from a piece of Evidence. 


Redact Allows a user to create redactions of video evidence files. This 
does not alter the original video in any way. 


Reassign Allows a user to change the owner of an evidence file. 
Delete Evidence & Edit 
Date Recorded 


Allows a user to manually initiate the deletion of Evidence 
before its Category determined date. 


Download Allows a user to download Evidence. 
Share Allows a user to allow other users to have access to Evidence. 
Share Externally to 
Authenticated Users 


Allows users to provide individuals outside of your agency with 
access to evidence. These external users are required to sign in 
to their Evidence.com account to view the shared evidence, and 
their actions are shown in your agency's audit logs. If they do 
not have an Evidence.com account, they can create a free guest 
account on my.evidence.com. 


Share External Download 
Links 


Allows users to send an email containing a download link to 
individuals outside of your agency. This link does not require 
the recipient to sign in to an Evidence.com account or even to 
have an Evidence.com  account. Only the apparent IP address 
of the computer downloading the file appears in your agency's 
audit logs. 
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Permissions Supported by 
Evidence.com 


Description 


Post Notes Allows a user to write messages associated with Evidence. 
Audit Trail PDF Allows a user to view and download the record of who has 


Viewed or Edited Evidence. 
Restricted Category Access Allows a user to access Evidence that has been categorized as 


Restricted Access. 
Case Management 
View Allows a user to access a Case 
Edit Allows a user to Edit Case ID, Description, Categories, Tags, 


and Folder Structure. 
Reassign Allows a user to change the Owner of a piece of a Case. 
Share Allows a user to add members to a Case, giving them access to 


the associated Evidence. 
Share with Partner 
Agencies 


Allows users to send cases to a partner agency. After the partner 
agency accepts the case, the evidence in the case is copied to the 
partner agency and no further actions by the partner agency are 
shown in your agency's audit logs. 


Share External Download 
Links 


Allows users to send an email containing a download link to 
individuals outside of your agency. This link allows recipients to 
download all of the evidence in the case. Using the link does not 
require recipients to log in to an Evidence.com account or even 
to have an Evidence.com account. Only the apparent IP address 
of the computer downloading the file appears in your agency's 
audit logs. 


Audit Trail PDF Allows a user to view and download the record of who has 
Viewed or Edited a Case. 


View & Add Case Notes Allows a user to write messages associated with a Case. 
Create Case Allows a user to create a Case. 
Restricted Category Access Allows a user to access Cases that have been categorized as 


Restricted Access. 
Shared Case 
View Allows users to access a Case that has been Shared with them. 
Edit Allows users to Edit Case ID, Description, Categories, Tags, 


and Folder Structure of a Case that has been shared with them. 
Reassign Allows a user to reassign a Case that has been Shared with 


them. 
Share Allows users to add members to a Case that has been shared 


with them, giving access to the associated Evidence. 
View & Add Case Notes Allows users to write messages associated with a Case that has 


been Shared with them. 
Audit Trail PDF Allows users to view and download the record of who has 


Viewed or Edited a Case that has been shared with them. 
Email Notification Preferences 
Account Lockout 
Notification 


Determines whether or not a user will receive Account Lockout 
Notifications when any user in the agency is locked out. 


Upcoming Evidence 
Deletion Notification 


Determines whether or not a user will receive weekly 
notifications of any upcoming evidence deletions in the agency. 
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Permissions Supported by 
Evidence.com 


Description 


Evidence Timestamp 
Notification 


Determines whether or not a user will receive weekly 
notifications of evidence whose timestamp indicates it is older 
than 14 days. 


 
 


3.11.7.17 VMS will offer optional IP access restriction and security challenge 
questions upon access from an unknown or previously used location. 


 
Yes. Multi-factor authentication options can be enabled for user login and prior to administrative 
actions (via a SMS to the user’s cell phone, or a call back to authenticating from new locations).   
 
Access can also be restricted to defined IP ranges. Security challenge questions are required when 
authenticating from new locations.  Access can be restricted to defined IP ranges (i.e. limiting access to 
approved office locations). These options are agency configurable, so a NHP administrator can enable 
and configure per agency policy. 
 
Reset Passwords and Security Questions  
When you reset a user’s password and security questions, Evidence.com sends the user an email with 
information about the change and a temporary password that allows the user to sign in, change the 
password, and specify new security questions. 
 
Mobile Phone Advanced Authentication  
By enabling Mobile Phone Advanced Authentication, agency administrators can add a layer of security 
to their Evidence.com agencies.  
 
This requires users to have access to their mobile phone as well as their username and password when 
they sign in. This means that if someone steals or guesses their password, the potential hijacker still 
cannot sign in to their account because they do not have their phone.  
This authentication is also required for critical actions. For example, you are prompted to answer your 
security questions when you attempt any of the following actions:  
 
• Deleting evidence  
• Assigning evidence to a category with a lower retention policy  
• Deleting a case 
• Assigning a case to a category with a lower retention policy  
• Changing a category retention policy  
• Deactivating a user  
• Changing a user's role  
• Changing a role's permission  
• Adding or deleting IP addresses or IP address ranges  
• Disabling IP restrictions  
• Disabling Dual Factor Authentication  
• Enabling or disabling any of the Security Settings  
• Creating categories  
  
When you answer the questions, the authentication is not required for the number of minutes specified 
in the Code Request Frequency field on trying any of the above actions. 
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3.11.7.18 Any access to stored video shall be maintained in an automatic log or 


audit trail showing users that have viewed, shared or copied video to 
an external source (e.g. CD/DVD, local storage, etc.), and the audit 
trail should be capable of being exported. 


 
Yes. The detailed Evidence Audit Trail can be used to determine compliance with chain of custody 
regulations. All content uploaded to Evidence.com is paired with an audit trail indicating every action 
applied to that evidence and its metadata. Information such as viewed by, downloaded by, and deleted 
by, is all included in the audit trail, in addition to the source IP Address of the person who made the 
change. All audit trails can be exported to a PDF document. 
 
To ensure a robust chain of custody, evidence can be verified for authenticity by matching the SHA 
hash of original file ingested in Evidence.com with the copy. The original data associated with a video 
is never changed. All modifications are handled by creating new, derivative files. Detailed audit logs 
track all evidence access.  
 


3.11.7.19 Log activities performed by specific user ID, IP address and time/date 
stamp all activities. 


 
Yes. The User Audit Trail shows many of the actions taken by a user in addition to changes to the 
user’s account. It does not show activities related to devices, evidence, or cases.  
 
User Audit Trails are available in the following formats. 
 
1. PDF format — Well suited for use in court. 
2. Comma-separated values (CSV) format — Supported by spreadsheet applications such as Microsoft 


Excel and helpful for simplifying reporting and integration with other systems. 
 
The Evidence.com auditing functionality provides the source IP Address of all actions. Location can be 
associated with uploaded content, and can be viewed on Evidence.com. In addition to evidence-related 
user actions, the User Audit Trail provides the following information: 
 
 Failed login attempts will be entered into the user's individual audit trail and show the IP address.  
 When a user is locked out of their account due to multiple failed login attempts the user's audit trail 


will show the IP address of the computer that attempted logging in.  
 When a user’s password has been reset or their account has been unlocked the audit trail will show 


the username, first and last name, and badge ID of user who has taken that respective action. 
 
Evidence-related user actions that appear in user audit trails include the following:  
 View evidence  
 Watch video evidence  
 Initiate evidence deletion  
 Restore deleted evidence 
 Upload evidence  
 Add or edit evidence title  
 Add or edit evidence ID  
 Add or edit categories assigned to evidence  
 Add or edit evidence location  
 Edit evidence recorded date and time  
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 Extend evidence retention period  
 Flag or un-flag evidence  
 Share evidence internally (with users in your Evidence.com agency)  
 Share evidence externally (with users outside your Evidence.com agency)  
 Add or edit evidence tags  
 Add or edit evidence description  
 Add, edit, or remove evidence notes  
 Reassign evidence  
 Add evidence to a case  
 Add a marker 
 Download a marker  
 Add a video clip  
 Add video redaction  
 
Case-related user actions that appear in user audit trails include the following: 
 
 Create case  
 Viewed case 
 Add evidence to a case  
 Remove evidence from a case  
 Share case by download link  
 Share case with partner agency 
 Share case with user in your agency (add member to case)  
 Download case  
 Add or remove folder  
 Add or edit categories assigned to case  
 Edit case title  
 Add or edit case description  
 Add, edit, or delete case notes  
 Add or remove case tags 
 


3.11.7.20 System Administrators shall have the ability to administratively 
manage accounts and assign rights and permissions to system users. 


 
Yes. Each Evidence.com user is assigned a role. Roles determine a user permissions, which control 
levels of access to features and functions in Evidence.com.  
 
Information access via Evidence.com is controlled through a robust "Access Control System" 
managed by the Administrator and features comprehensive audit trails.  
 
Access to information is governed by the agency-defined access control system built into Evidence.com. 
Access is controlled according to: 
 Pre-defined roles, 
 Pre-defined individuals (i.e., who has access to what camera feed), 
 User account-specific passwords. 
 
Administrators assign the roles and actions of all users and create individual user accounts with 
varying degrees of access, i.e. administrative accounts, basic user accounts, etc. Account 
administrators can customize the roles and authorization levels of each account user, or what they are 
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permitted to do. This functionality was created to preserve chain of custody and to clarify what each 
user is permitted to do. 
 
Administrators can allow or prohibit a user access to specific features and functions depending on the 
level of access granted to the user(s). You can restrict access to the following functions, but this is not a 
complete list: 
 
 Edit Account Information 
 View & Compose User Messages 
 Download Evidence Sync Software 
 Configure IP Restrictions 
 Edit Agency Settings 
 Edit Device Offline & Microphone Settings 
 Device Administration 
 User Administration 
 Category Administration 
 Generate Reports 
 User Search 
 Evidence Search 
 Device Search 
 Case Search 
 Upload External Files 
 
Agencies can create a unique role for those who will have sole access to highly sensitive event 
recordings. Typically this role will be reserved for the Agency head, executive or command staff or 
professional standards/internal affairs staff. If you choose to create a restricted category, consider the 
workflow instruction for who will be responsible and when your field supervisory staff will be required 
to categorize evidence as “Restricted”. 
 


3.11.7.21 VMS shall provide ability to set an unsuccessful access attempt limit 
and suspend IDs after reaching the unsuccessful access threshold. 


 
Yes. When a user attempts and fails to sign in to Evidence.com more times than are allowed by the 
agency’s security settings, the user is locked out of Evidence.com. Configuring password settings 
allows Administrators to select a failed login limit. 
 
 


3.11.7.22 VMS shall provide ability to send alerts to System Administrators for 
unauthorized access attempts. 


 
Yes. When a user attempts and fails to sign in to Evidence.com more times than are allowed by the 
agency’s security settings, the user and the administrator is locked out of Evidence.com and receives 
the message, “Too many failed login attempts. Account temporarily suspended.” 
 


3.11.7.23 VMS shall enable automatic logoff of ID after a defined period of 
session inactivity, and perform subsequent re-log-on password 
authentication. 


 
Yes. An administrator can set up a timeout or suspend users after an idle period. The user will then be 
required to re-enter their password before continuing. 
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3.11.7.24 VMS shall provide ability to configure password parameters such as 


password lengths, user access to expiration settings and other 
behaviors, enabling alphanumeric characters, etc. 


 
Yes. Using the configure password settings feature in Evidence.com. This feature enables 
administrators to define password settings for all users in the agency.  
• Password History — Unique new passwords a user must use before an old password can be reused. 


[default 10, min 1, max 25]  
• Password Aging — Determines how many days a password can be used before the user is required 


to change it. [default 90, min 7, max 365]  
• Password Length — Determines how short passwords can be. [default 8, min 6]  
• Failed Login Limit — Number of failed login attempts before the account is locked out. [default 5, 


min 1, max 25]  
• Lockout Duration — Number of minutes a user is locked out of their account due to failed login 


attempts. [default 60, min 1, max 720]  
 
 


3.11.7.25 VMS shall provide ability to lock out user or group ID. 
 
Yes. An administrator can lock out a user or group.  
 


3.11.7.26 Vendor will provide a detailed explanation of data security standards, 
to include but not limited to: defining the physical environment, 
location of all host servers; protections against natural and man-made 
disasters; encryption; transfer; storage; redundancy and recovery of 
files. 


 
Yes. For customers residing in the, United States TASER will ensure that all content stored in 
Evidence.com remains within the United States including any backup data, replication sites, and 
disaster recovery sites. 
  
Evidence.com customer data is stored within Microsoft Azure Government data centers located 
in Boydton, VA and Des Moines, IA. Each data center offers world-class security and system 
protection. Data centers employ backup power, climate control, alarms, and seismic bracing. 
  
In the event of a disaster, the system will failover automatically to the secondary site and provide 
uninterrupted service to customers, providing uninterrupted access during disaster events. 
 
The Axon solution will provide maximum security against data loss using industry best practices and 
minimize, if not eliminate any possible interruption to service: 
  
 Multiple Locations - Each Evidence.com region is comprised of multiple, isolated locations and all 


Evidence.com application components are duplicated across all these locations for a fully redundant, 
Hot/Hot failover, infrastructure 


  
 Highly Available - Evidence.com is spread across isolated locations, and all components (e.g. 


databases, web servers) are further backed up daily to a highly available and durable storage location 
to support a Hot/Cold failover and recovery objective. 
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 Automatic Failover - No human intervention is required in the event of a primary data center failure. 
  
 Active-Active Topology - Because the solution was designed from the start to run as a highly-


available application, it is equipped to handle a wide range of failures in the underlying 
infrastructure. The active-active design means that computing resources are efficiently utilized, no 
resources are wasted on “standby” servers. 


  
 Commodity Hardware - No special systems required for high-availability. 


  
 Local Replication – the application also makes its easy, should the NHP wish, to keep local copies of 


certain content. The application provides “Bulk Download” functionality. 
 
 


3.11.7.27 Describe security standards for hardware (cameras) in place to 
prevent data from being accessed in the event a camera is lost or 
stolen. 


 
Video content encoded onto the camera is not encrypted since the storage card is non-removable. An 
officer cannot delete, alter or edit, the videos; he or she can only change the metadata. The integrity of 
the original data can never be altered.  
 
For example, the user can edit an hour-long video into the 10-minute portion needed, but the hour 
long video retains its original integrity. Encryption only takes place when video content is uploaded to 
Evidence.com.  
 
Evidence.com uses strong encryption to protect Evidence data in transit and at rest.  
 
 FIPS 140-‐2 approved encryption ciphers (or stronger)  
 Robust SSL/TLS implementation for data in transit.  


o RSA 2048 bit key  
o TLS 1.2 with 256 bit connection  
o Perfect Forward Secrecy  


  256 bit AES encryption for evidence data in storage 
 
All Axon video data is securely stored on a solid-state, non-removable, embedded Multimedia Card 
(eMMC) inside the Axon device. Rather than using an SD card, the media is populated directly on the 
circuit board, providing several levels of physical and virtual security. 
 
Level 1: Non-standard connection & sealed compartment 
The Axon Body 2 uses a non-standard connection, thus preventing access to the storage without 
destruction of the device. 
 
Level 2: eMMC Storage 
eMMC storage is populated on the circuit board rather than using an SD card. Accessing and reading 
eMMC is difficult and would require destruction and/or modification of the circuit board. 
 
Level 3: No Partition Table 
The storage media does not have a partition table and will show as an unreadable drive/card (under 
any operating system).  
 
Level 4: Encryption 
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The data stored on the camera is secure and can be encrypted by means of 256-bit AES encryption. The 
camera does not allow any footage to be deleted, overwritten, or otherwise modified.  
 
While the camera does not have an internal tracking device, the status of all devices can be seen while 
logged into an administrator account. 
 
Device Searches index the following eight fields: 
 Model - All Axon Cameras, Docks and CEWs 
 Serial Number 
 Device Status - Any, Active, Inactive, Stolen, RMA, Lost 
 Error Status - Any, Good, Minor, Major, Critical 
 Last Upload Data From 
 Last Upload Data To 
 Device Name 
 Device Assigned to 
 
 


3.11.7.28 Vendor will describe any previous loss of data occurring from 
criminal actions, as well as other issues that impact data integrity, 
such as unauthorized data access by contract personnel. 


 
Not applicable. Please see Tab IX, B. Axon CJIS Compliance. 
 


3.11.7.29 Provide a non-technical means for field personnel to remotely view 
stored video without altering original file (other than applying 
metadata to file). 


 
For body worn video, officers can use Axon Mobile or Evidence Sync to view video that is still stored 
on the camera. Remote viewing is not currently available.  
 
We allow field personnel and field officers to use the Axon View XL MDC application to play back 
videos before it is uploaded.  
 
Evidence.com can also be accessed from the MDC as long as there is internet connectivity to view 
videos that have already been uploaded. 
 


3.11.7.30 Describe ability of system to enforce password expiration. 
 
Yes. Using the configure password settings feature in Evidence.com. This feature enables 
administrators to define password settings for all users in the agency.  
• Password Aging — Determines how many days a password can be used before the user is required 


to change it. [default 90, min 7, max 365]  
 


3.11.7.31 Describe ability of system to limit concurrent sessions. 
 
If a user successfully signs in from a different location while he or she is already signed in from one 
location, Evidence.com will display a message that the original session will be terminated. 
 


3.11.7.32 Describe ability of system to log changes to administrative functions. 
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The Agency Audit Trail shows agency-wide changes to your Evidence.com account. This report helps 
provide transparency on administrative actions across Evidence.com. By displaying each action in 
detail, your agency is able to review who changed a setting, in order to understand the purpose and 
provide better accountability to each user. Only users with the “Edit Agency Settings permission” 
enabled can view the Agency Audit Trail. The audit trail logs the following Evidence.com changes: 
 
 Device Default Ownership Policy Updated  
 Address Added  
 Address Updated 
 Admin Added 
 Admin Changed 
 Authentication Policy Updated 
 Partner Created 
 Default Retention Level Updated 
 Axon Body 2 Settings Updated 
 Axon Flex Settings Updated 
 Axon ATC Settings Updated 
 Device Settings Updated 
 X2 CEW Settings Updated 
 Dual Factor Authentication Policy Updated 
 Expire All Subscriber Passwords of Partner Agency 
 Partner Federation Entity Removed 
 Partner Federation Entity Updated 
 Federation Group Updated 
 Partner Federation Updated 
 Partner Federation Disabled 
 IP Address Policy Updated 
 IP Range Restriction Updated 
 IP Address Session Security Policy Updated 
 Password Policy Updated 
 Agency Deactivated 
 Agency Reactivated  
 


3.11.8 Information Security 
 


3.11.8.1 Vendor shall encrypt transmission of confidential data when 
transferred through publicly accessible networks such as the Internet. 


 
 
Complies. 
 


3.11.8.2 Vendor shall ensure all transmission of information data files are 
transferred through a Secure Socket Layer (SSL), which creates a 128 
bit encrypted connection which is password protected.  All data files 
that are on Vendor’s servers are encrypted once they have completed 
the upload and pre-process procedures. 


 
Complies. 
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3.11.8.3 All input data transmitted across public networks (all networks other 
than the State’s) shall be encrypted during transit and decrypted 
electronically during processing to produce non-confidential output 
data.  The decrypted data shall not be accessible by vendor’s 
employees unless otherwise limited on a “need to know” basis as 
determined by the Nevada Highway Patrol’s designee. 


 
Complies. 
 
 


3.11.8.4 The System shall have a host-based firewall technology preventing 
inappropriate/ unauthorized access.  Vendor shall provide the 
following: 


 
A.  All intrusion detection system monitoring for unauthorized access 


attempts. 
 
Complies. 


B.  Must run anti-virus software. 
 
Complies. 
 


C.  Monitor daily logs for potential intrusions, file integrity. 
 
Complies. 
 


D.  Only allow access by uniquely assigned and auditable IDs. 
 
Complies. 
 


E.  All data transfers and administrative access must be in an 
encrypted format. 


 
Complies. 
 


3.11.9 In-Car Video Integration 
 


3.11.9.1 BWC must have the ability to record audio for the In-car video 
system.  


Complies. 
 


3.11.9.2 BWC must have the ability to activate recording off the In-Car video 
systems automatic triggers. 


 
Complies. 
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3.12 IN-CAR VIDEO  
 


The In-Car Video portion of this RFP is contingent upon funding anticipated to be 
approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 
compatible with proposed Body Worn Cameras.  


 
3.12.1 Standard Specifications 


 
3.12.1.1 All mobile video systems and related audio equipment must conform 


to the applicable minimum standards as set by the following: 
Electronic Industries Association (EIA);  


 
Yes. Per the component based standards as set by EIA, Axon Fleet utilizes industry standard 
components, which meet all necessary standards for sale and use in the United States. 
 


3.12.1.2 Federal Communications Commission (FCC) rules/ regulations;  
 
Yes. The Axon Fleet solution is wholly FCC certified, the Axon Fleet camera FCC ID is X4GS00947. 
 


3.12.1.3 Institute of Electrical and Electronic Engineers (IEEE); 
 
Yes. Axon Fleet’s communication interfaces are designed to IEEE 802.15.1 and IEEE 802.11 
guidelines. 
 


3.12.1.4 International Electro-technical Commission (IEC); 
 
Yes. Axon Fleet is IEC 60529 and IEC55022 compliant. 
 


3.12.1.5 International Organization for Standardization (ISO); 
 
Yes. TASER products and services are ISO 9001:2008, ISO 27001:2013 ensuring the quality control 
and information security of the solution as a whole. Axon Fleet has been tested to and meets ISO 
16750-2:2012, ISO 17215-1:2014, and ISO 13766:2006. 
 


3.12.1.6 National Fire Protection International (NFPA); 
 
Yes. The Axon Fleet solution meets the standards of safety for sale in the United States.  
 


3.12.1.7 National Highway Transportation Safety Administration (NHTSA); 
 
Yes. The Axon Fleet solution is engineered for safety and meets all the necessary standards for 
implementation in police vehicles. Please see the attached installation guide detailing the equipment 
that will be provided and installation instructions that are all in accordance with the current Federal 
Motor Vehicle Safety Standards (FMVSS). 
 


3.12.1.8 Society of Automotive Engineers (SAE); 
 
Yes. These standards will apply to vehicles themselves. Axon Fleet fully supports utilization in vehicles 
meeting these standards.  
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3.12.1.9 Underwriters Laboratories Inc. (UL); and 
 
Yes. Axon Fleet batteries are UL 1642 compliant. 
 


3.12.1.10 Vendors must provide documentation that validates that their systems 
adhere to the minimum specifications in the International Association 
of Chief of Police (IACP) Specifications for In-Car Video (dated 
11/21/2008), and that the technology used is generally accepted in the 
relevant field.   


 
The solution is still in beta and as such is undergoing the proper validation testing.  The fleet solution 
will meet all necessary standards to ensure evidentiary integrity and admissibility in court. 
 


3.12.2 Video System Specifications 
 


3.12.2.1 The minimum acceptable components consist of the following parts:  
 


A.  Front camera; 
Yes.  
 


B.  Back seat camera; 
Yes.  
 


C.  Color LED monitor with audio; 
 
Yes. If the vehicle doesn’t have an MDT/MDC, Axon Fleet is still operational, but cannot be controlled 
with a visual interface.  
 


D.  Body worn camera must act as a wireless transmitter for audio 
with in-car & home charger; 


 
Yes, however, the Axon Fleet system works in a different way. BWCs capture audio for in-car camera 
system and audio and video are synched automatically on evidence.com. 
 


E.  Covert secondary hard-wired microphone; 
 
Yes. The microphones are contained within the cameras themselves. 
 


F.  Digital Video Recorder- DVR; 
 
Yes. The camera contains the DVR. 
 


G.  Integrated GPS receiver and antenna; 
 
No. We provide GPS and we will integrate with NHP’s Feeney Wireless SkyusX in-car routers as long 
as the router has GPS data. 
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H.  Collision sensor; 
I.  Controller center; 
J.  Means to transfer media data from In-car to storage solution; 
K.  Video viewer capability; 
L.  Hardware/software necessary to submit videos as evidence; 
M.  All mounts and cables for power, interfaces, cameras, and 


antennas; 
N.  Documentation; 


 
O.  Warranty and maintenance; 
P.  Training; and 
Q.  Shipping and handling. 


Yes.  
 


3.12.2.2 The digital video recorder (DVR) offered shall be in full commercial 
production.  Prototypes will not be considered. 


 
Yes.  


3.12.2.3 Programming of the in-car recording system shall be restricted to 
authorized personnel only.   


 
Yes.  
 


3.12.2.4 All controls and indicators shall have adjustable backlighting. 
 
Yes.  
 


3.12.2.5 The officer shall have the option of recording primary, rear-facing, or 
both cameras simultaneously. 


 
Yes.  
 


3.12.2.6 A collision sensor covering 360 degrees, to trigger recordings, 
without requiring connection to the vehicles airbag system, shall be 
included.  If a collision is detected, the video recorder (including pre-
event memory) shall be automatically activated so the collision and 
video leading up to the collision is recorded.   


 
Yes. We use the accelerometer in the cameras themselves to trigger recordings in the case of a crash. 
 


3.12.2.7 The in-car digital video system shall be provided with all necessary 
cables and hardware (e.g. fuse holders, mounting brackets) required 
for installation. 


 
Yes.  
 


3.12.2.8 Each digital video recording system shall be supplied with a 
comprehensive installation/ programming/ operations manual.  The 
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manual shall specify all brackets, hardware and mounting locations 
for installing camera systems. 


 
Yes.  
 


3.12.3 Digital Video Recorder (DVR) 
 


3.12.3.1 The DVR shall mount in standard equipment consoles between the 
seats, or overhead. 


Yes.  
 


3.12.3.2 No permanent modifications shall be required to install the DVR 
system. 


 
Yes.  
 


3.12.3.3 The DVR system shall be capable of being installed as to not hinder 
the operation of the police unit.  


 
Yes.  
 


3.12.3.4 The DVR shall be capable of recording two video inputs from a 
powerful zoom, forward-facing camera, and a wide-angle rear-facing 
camera. 


 
Yes. Axon Fleet offers two cameras per vehicle, one forward-facing and one rear-facing. Both cameras 
offer a 143 degree FOV. 
 
The larger form factor of a zoom camera can obstruct visibility for the officer.  
 
HD video allows for license plate legibility at approximately 20’ - 30’ from the vehicle.  
 
When surveyed, many officers do not use the zoom function and would prefer a smaller camera that 
does not obstruct their line of sight out of the vehicle over a zoom camera. 
 


3.12.3.5 The DVR shall provide a choice of at least one of the following upload 
options. 


 
A.  Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is 
upwardly scalable.  The system should be capable of comfortably 
uploading from multiple vehicles in the regional command 
centers (depicted in the scope of work section of this RFP) 
simultaneously.  In addition, a backup upload system must be 
provided, should the wireless transfer system fail. 


 
Yes.  


B.  Removable Hard Disc Drive (HDD) with provided hard drive 
docking stations that support plug and play hard drive insertion. 
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Yes, by removing cameras from the car since the cameras are the DVR. 
 


C.  Removable Compact Flash Device-Device with provided docking 
stations that support plug-and-play flash card insertion. 


 
Yes, using TASER’s Dock and Walk workflow. Storage is on the camera therefore it replaces the need 
for any additional hardware. Axon Fleet does not support plug-and-play, a user must upload to 
Evidence.com or he or she can playback video stored on the camera using the Axon Fleet XL MDT 
Application in the vehicle. 
 


D.  Cellular - Upload media via LTE connectivity that is compatible 
with the Feeney Wireless Skyus-X modem.  


 
Yes.  


E.  If necessary, itemize and include the cost of media needed to 
allow officers the ability to rotate media between their vehicles 
and evidence technicians. 


 
Not applicable. Each camera houses 64GB of non-removable storage. 
 


3.12.3.6 The DVR shall have the ability to record up to 8 hours of video before 
reaching the capacity of the storage media at maximum resolution.  
For the recording media available, specify the recording and playback 
times, resolution, and MB per second. 


 
Yes. The Axon Fleet video camera has a minimum video resolution of 480P and a maximum video 
resolution of 1080P. It utilizes an aspect ratio of 16:9 at 1080P and 720P and a 4:3 aspect ratio at 
480P. The video resolution, the encoding bitrate, the frame rate and the video encoding format impact 
the size of the files captured at each setting. The Axon Fleet has 64GB of non-removable storage. 
 
The Axon Fleet video camera has four video quality settings, Low SD, High SD, Low HD, High HD 
spanning 480P, 720P and 1080P video resolutions. 
 
 The Low SD setting captures video at a 480P video resolution at a rate of .81 GB per 60 minutes of 


video. This allows for over 70 hours of recording 
 The High SD setting captures video at a 480P video resolution at a rate of 1.8 GB per 60 minutes of 


video. This allows for over 35 hours of recording 
 The Low HD setting captures video at 720P video resolution at a rate of 2.7 GB per 60 minutes of 


video. This allows for over 23 hours of recording  
 The High HD setting captures video at 1080P video resolution at a rate of 5.4 GB per 60 minutes of 


video. This allows for 11.3 hours of recording 
 


3.12.3.7 Video resolution, frame rates, and quality on the DVR shall be preset 
but can be changed by an administrator.  These settings shall be 
independently configurable for recording modes of both video 
cameras.   Please specify levels for: 


 
A.  video resolution  


 
Yes. See response to question 3.12.3.6. 
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B.  video frame rate  


 
Yes. Axon Fleet records at 30 FPS; in policing situations, officers often deal with objects in motion. 
The higher frame rate results in smoother video, resulting in a clearer, more functional piece of 
evidence. 


C.  video quality 
 
Yes. See response to question 3.12.3.6. 
 


3.12.3.8 The DVR shall require a security feature (key, admin software rights) 
to prevent unauthorized users from accessing the on-screen menus to 
adjust video settings and perform file management functions. 


 
Yes. Officers must log in to the Axon View XL MDT Application to prevent unauthorized users from 
accessing the on-screen menus to adjust video settings and perform file management functions. 
 


3.12.3.9 The DVR shall include a GPS receiver to provide vehicle position, 
course and speed information.  The GPS receiver shall also be used 
to set the internal DVR clock to the proper time and date so that all 
vehicles display and record proper time. 


 
Yes. The camera can pull GPS from the in-car wireless router, as well as course. Speed can be 
calculated as long as GPS is included in the file metadata. 
 


3.12.3.10 The DVR shall include indicators visible outside of the vehicle to 
confirm that the system is recording and that the wireless audio 
transmitter is activated.  This indicator does not need to be visible to 
occupants inside the vehicle.   


 
Yes. The LED lights and the audible beeps emitted from the device serve as recording awareness 
features. The Axon Fleet provides a clear visual recording indicator in the form of a large LED ring 
(around the perimeter of the Event Button). While recording, the forward facing LED ring will flash 
red to clearly indicate that the device is recording. This LED is configurable.  


 
 
 Operational LED - The device also features a visible indicator light at the top of the device (clearly 


visible to the officer). This LED will flash green during buffering mode and flash red when 
recording. 
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 Audible Alert - The device will also emit an audible beep every two minutes when recording is 
taking place. 


 
3.12.3.11 The DVR shall be capable of initiating a recording by both automatic 


and manual means.  The DVR shall begin recording automatically 
when any of the following are activated: 
  
A.  Vehicle's emergency/pursuit lights;  
B.  Siren, and  
C.  The systems integrated crash sensor.  (This activation shall 


include capturing the "look back" buffer memory to video-record 
the collision, should it be in view of the active camera. 


 
Yes. Axon Signal is a system for secure activation of Axon camera devices. It is protocol, which 
operates over Bluetooth Low Energy. The effective range of Axon Signal is 30ft (~10 meters). The 
Axon Signal protocol is implemented by all Axon cameras, by the Axon Signal box and by an 
upcoming battery module for TASER conductive electric weapons. 
  
Signal can convey specific telemetry messages that describe the state of the environment. Axon 
cameras capture these messages and store them as metadata within the video. Depending on the 
specific telemetry contained within the message, Axon cameras can decide to start or stop recording. 
  
Specific activation criteria are listed below: 


 Binary triggers: on-off triggers for 1 - 24V inputs. These inputs include door switches, light-bar, 
shotgun/patrol rifle release, brake switches or dedicated on-off switches. 


 ECU speed trigger: this input measures the time between speed pulses from the vehicle ECU. The 
period between pulses is changes in proportion to the vehicle speed. The Signal Box can be 
configured to match the time between pulses at 60 MPH to provide a highly accurate representation 
of vehicle speed. On the receiving side, Axon cameras can be configured to activate at a specific 
speed, such as 90mph. 


 Accelerometer: All Axon cameras include an accelerometer and can be configured to activate based 
on a high-G event, such as that of a crash. 


 MDT GPS: Should the MDT laptop or tablet contain a GPS receiver, the solution can utilize that 
source of GPS data. This data is used to store location and vehicle speed data within the video files. 


 Mobile Application: mobile apps can send activation events. These events will allow future 
functionality such as real-time CAD activation where an officers cameras are activated as soon as 
they are assigned to a call. 


 Another Wearer’s Axon Camera: Axon cameras can be configured to broadcast Signal messages 
when activated. Thus Fleet cameras will activate when a nearby Axon Body 2 begins recording.  


 TASER CEW: TASER is producing a retrofit battery for existing TASER weapons. This battery will 
activate Axon cameras when the CEW safety is disabled. 


 External GPS: Axon Signal will accept a NMEA-format serial input from external GPS devices, 
such as those used for AVL systems. This GPS data can be added to the video as the definitive source 
of GPS data.  


3.12.3.12 The audio input associated with the forward-facing camera shall 
record audio using the internal microphone inside the vehicle.  When 
the wireless audio transmitter/BWC is activated, the audio input shall 
be automatically switched to the wireless audio transmitter’s 
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microphone.  The system shall automatically revert to the internal 
microphone when the wireless audio transmitter/BWC is deactivated. 


 
Yes. Users can choose which audio stream they wish to playback. Audio is captured by both the BWC 
microphone and the in-car camera microphone.  
 


3.12.3.13 The DVR shall include a programmable pre-event recording mode 
allowing it to capture images a minimum of 30 seconds prior to the 
activation of the RECORD mode.  Specify pre-event recording 
capability of proposed DVR. 


 
Yes. The pre-event buffer is configurable from 0-120 seconds. 
 


3.12.3.14 The DVR shall be capable of capturing date/time, user identification 
information, emergency light indication, siren indication, speed 
indication (w/ radar interface), braking indication, and whether the 
microphone is activated.  The information shall not be overlaid on the 
recorded video, and should be stored as secured metadata. 


 
• capturing date/time - Yes 
• user identification information- Yes 
• emergency light indication - No. These activation triggers are available, however, there will be no 


indication if it was on/off at any given time. 
• siren indication - No – These activation triggers are available, however, there will be no indication 


if it was on/off at any given time. 
• speed indication (w/ radar interface)- Yes - As long the file has associated GPS data speed can be 


calculated (with radar interface). 
• braking indication, and - No – These activation triggers are available, however, there will be no 


indication if it was on/off at any given time. 
• whether the microphone is activated - Yes 
• The information shall not be overlaid on the recorded video, and should be stored as secured 


metadata. - Confirmed 
 


3.12.3.15 The DVR shall allow video to be played back in the vehicle.  When 
the DVR PLAY button is pressed a list of all prior recordings shall 
appear on the display screen provided. 


 
Yes. This is accomplished using Axon View XL. 
 


3.12.3.16 The DVR shall record video in a format that allows playback on 
multiple devices. 


 
Yes. Video and audio are recorded and exported to the application in a standard, open, and non-
proprietary format, including both codec and container. 
  
Audio and video are recorded as the same MP4 encoded file ensuring perfect synchronization. The 
video format is MPEG4 using the H.264 compression standard. Sound is recorded via the Advanced 
Audio Coding (AAC) coding standard for lossy digital audio compression. The MP4 files can be played 
using all freely available standard software (i.e. Windows Media player, Real player, QuickTime, VLC, 
etc.). 
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3.12.3.17 The DVR shall provide a means to ensure the integrity of the recorded 


video has not been compromised.  The video must be able to be 
authenticated at any time, including when it is played back outside of 
the police vehicle. 


 
Yes. Officers cannot delete, alter or edit the videos stored on their camera. Using Axon View in the 
field, an officer can update the evidence title, ID and assign a category, however; the integrity of the 
original data can never be changed. 
 
The device uses a non-standard connection to access data on the camera and a granular device-level 
audit trail will be available in a future release. 
 
Content on the device is only deleted once it has been successfully transferred to the system, and once 
in the system can only be deleted in accordance with the NHP’s retention or Role Based Access Control 
(RBAC) policies as defined and applied in the categorization of the video content. 
 
A cryptographic SHA hash is automatically created by the camera every time a video is finished 
recording. This SHA is sent to the application to verify the integrity of the file and is used for auditing 
purposes. The hash can be used to demonstrate that the recording has not been modified, down to the 
last bit. 
 
By the end of 2016 the solution will fully migrate to SHA-2. 
 


3.12.3.18 The DVR shall provide a means to ensure the integrity of the recorded 
video has not been compromised.  The video must be able to be 
authenticated at any time, including when it is played back outside of 
the police vehicle. 


 
Yes. Officers cannot delete, alter or edit the videos stored on their camera. Using Axon View in the 
field, an officer can update the evidence title, ID and assign a category, however; the integrity of the 
original data can never be changed. 
 
The device uses a non-standard connection to access data on the camera and a granular device-level 
audit trail will be available in a future release. 
 
Content on the device is only deleted once it has been successfully transferred to the system, and once 
in the system can only be deleted in accordance with the NHP’s retention or Role Based Access Control 
(RBAC) policies as defined and applied in the categorization of the video content. 
 
A cryptographic SHA hash is automatically created by the camera every time a video is finished 
recording. This SHA is sent to the application to verify the integrity of the file and is used for auditing 
purposes. The hash can be used to demonstrate that the recording has not been modified, down to the 
last bit. 
 
By the end of 2016 the solution will fully migrate to SHA-2. 
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3.12.3.19 The Control Center/DVR firmware shall allow in-system 
programming for future updates.  Please describe how updates are 
made.   


 
Yes. Updates to Axon View XL are pushed over the air. This happens automatically as long as the NHP 
approves updates. MDTs must have an internet connection. This process also pushes firmware updates 
to cameras. 
 


3.12.3.20 The DVR or related display (Mobile Data Computer, tablet etc.)  shall 
have backlit controls for record; stop; play/pause; forward/reverse, 
fast forward/ reverse; trace, and lighted indicators for power on; 
record; and play. 


 
Yes. The Axon Fleet solution includes Axon View XL, a Microsoft Windows-based MDT software 
application to manage the in-car camera system. The MDT software supports Windows 7/8/10 and can 
run on a Windows 10 tablet. It can be remotely installed and upgraded using traditional Windows 
automation tooling. The MDT software presents a user interface that is equally optimized for mouse or 
touch-panel usage. 
 
Officers will be able to view a live stream of their Axon Fleet camera through their MDT, review videos 
captured, and add additional labels and categories to videos from the MDT. Categories and 
configurations are pulled from the agency’s Evidence.com. When officers share cars, the MDT app is 
also used to assign the recordings to a specific officer by having the officer log into the MDT app at the 
beginning of the shift. 
 
The MDT application provides the following capabilities: 
 Before recording, the officer is able to provide their identity. This allows Axon Evidence.com to 


index the video by both car number and by officer. This reduces time spent looking for video 
evidence. 


 Before recording, the officer is able to run a system check and preview the video and audio being 
captured by both the front and rear camera. They can also check that the different triggers are 
operating as expected. 


 The officer can control the recording of the cameras. One or both cameras can be commanded to 
start/stop recording. 


 The officer can view the video from both cameras as it is being captured. 
 The officer can enter metadata for a video during or at the conclusion of a recording. 
 The officer can monitor storage capacity of both cameras. 
 The officer can monitor Wi-Fi off-load status of the camera. 
 


3.12.3.21 The power control switch shall allow the DVR to automatically power 
on after the vehicle’s ignition is switched on. 


 
Yes. Power management is built in to the device’s firmware and inline battery. The system can remain 
powered without pulling power from the car, using the Fleet power unit for up to 4 hours. 
 


3.12.3.22 The DVR shall automatically power down after the vehicle’s ignition 
is turned off provided the DVR is not in “Record” and is not in the 
process of downloading files or other type of file save. 
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Yes. Power management is built in to the device’s firmware and inline battery. The system can remain 
powered without pulling power from the car, using the Fleet power unit for up to 4 hours. 
 


3.12.3.23 The DVR should provide a means to tag an incident at the time it is 
recorded with  a priority designation.  Once a recording is stopped, 
the DVR should automatically prompt the officer to select from the 
pre-defined drop-down list(s). 


 
Yes. Officers can review recorded video and associated metadata, as well as add annotations like 
incident numbers, case categories, etc. through Axon Fleet’s MDT application, Axon View XL. The 
application has an intuitive interface designed for officers to quickly access the functions they need, so 
they can focus on their jobs in the field.  
 
Officers will only be able to review and annotate video currently stored on their Fleet camera through 
the Axon View XL application. Video that has already been offloaded can be accessed by logging into 
Evidence.com. Evidence.com is accessible on any device with an internet connection via a standard 
web browser, subject to IP restrictions and security settings configurable at the agency level.  
 
Pre-configured Axon Signal triggers like light-bar activation will initiate recording even if the officer is 
using the MDT application at the time. 
 


3.12.3.24 The DVR shall be capable of operating within the range of interior 
temperatures found within a law enforcement vehicle in Nevada 
without the need for supplemental heating or cooling.  Specify your 
DVR’s operating range and acceptability for the extreme temperature 
range in Nevada 


 
Yes. The Axon Fleet camera is a rugged piece of equipment designed to withstand extreme temperature 
found in the interior of a law enforcement vehicle. The Fleet system can withstand exposure to extreme 
temperatures ranging from −35 °F to 122 °F [−37 °C to 50 °C] and up to 80% relative humidity. 
 


3.12.4 Compact CCD Color Camera 
 


3.12.4.1 The low-light CCD color camera shall use a Sony EXview® HAD 
CCD or equivalent image sensor to provide high quality nighttime 
images while minimizing blooming and glaring from bright sources 
of light.  Proof of “equal” shall be the responsibility of the bidder and 
shall be submitted with the bid if not using the Sony EX VIEW 
chipset.  


 
We have a wide angle lens + 1/3.2" image sensor, we can do 480p -1080p resolution. 
 


3.12.4.2 The forward-facing camera shall be a solid state imaging system that 
is not subject to burn in, or interference by magnetic fields.   


 
Complies - Axon Fleet have passed EMC immunity testing for EM radiation and ETSI EN 301 489 RF 
Electromagnetic field testing, with no degradation of performance. 
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3.12.4.3 The forward-facing camera shall operate within the range of 
temperatures from 0 to 120 degrees Fahrenheit or between -17.8 and 
48.9 degrees Celsius. 


 
Yes. The Axon Fleet camera is a rugged piece of equipment designed to withstand extreme temperature 
found in the interior of a law enforcement vehicle. The Fleet system can withstand exposure to extreme 
temperatures ranging from −35 °F to 122 °F [−37 °C to 50 °C] and up to 80% relative humidity. 
 


3.12.4.4 The camera shall be compact so as not to obstruct the driver’s forward 
or peripheral view thru the windshield, or provide any obstruction of 
factory installed airbags or mirrors. 


 
Yes. The Axon Fleet camera will not obstruct the vision of the driver. The entire system is smaller by volume 
than the camera component of most competitors alone. The small design offers flexibility in mounting locations 
allowing agencies to choose a camera position that will optimize officer visibility and safety. The Axon team is 
happy to assist NHP with determining the best mounting option for each model vehicle.   
 


3.12.4.5  The camera shall be a single unit, including power lens, mounted on 
the windshield or roof of the vehicle and operate on 12 VDC power 
source. 


 
Yes. The unit runs off of the car battery.  
 


3.12.4.6 The camera shall provide a minimum field of view of 24 feet width at 
distance of 35 feet (40 degrees).  


 
Yes. The Axon Fleet’s 143° wide-angle lens was designed to record a wide field of view (FOV) to 
capture accurate evidence, even when the device is mounted on an officer’s beltline. Axon Fleet’s 
diagonal field of view is 107° horizontal and 78° vertical.  
 
A wide FOV provides a better representation of what the officer is seeing and provides a record of the 
officer's environment. 
 
Distortion Correction 
In order to achieve an ultra-wide FOV, most cameras use an ultra-wide angle lens or 'fisheye' lens. 
Fisheye lenses result in distortion of the image. The Axon Fleet automatically corrects for this 
distortion. Correcting for this distortion results in an overall better quality video. This difference is 
especially noticeable when dealing with still images generated from wide FOV video.  
 
Distortion Correction via Software 
Unlike many competitors' cameras, TASER's Axon Fleet camera automatically corrects for fisheye on 
the camera. TASER's backend software (Evidence.com) currently provides the NHP the ability to 
correct for wide-angle distortion through Evidence.com.  
 


3.12.4.7 The camera shall have manual and automatic focus capabilities, 
which are user selectable.   


 
Yes (automatic focus). Axon Fleet does not have manual focus.  
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3.12.4.8 The front camera should have a minimum 120X zoom (10x optical 
zoom with 12x digital zoom).  Specify mode.  


 
No. The camera doesn’t have zoom functionality; however, zoom can be accomplished in post-
production from within Evidence.com.  
 


3.12.4.9 The minimum LUX rating of the forward facing camera shall be rated 
at less than 1 LUX at full shutter speeds and 0.05 LUX in night view 
mode. 


 
Yes. Axon Fleet cameras utilize high quality lenses with “Retina Low-Light” Imaging Technology of ≤ 
0.1 lux. The human eye has a lux rating of approximately 0.1 lux. By matching that sensitivity, the 
camera is able to more accurately capture and portray the experience of the user. In order to achieve 
outstanding reproduction in low light, cameras can either utilize electronics (amplification) or optics 
(lenses). With amplification, video footage may be grainy and inaccurately reproduce the event. 
 


3.12.4.10 The camera shall automatically adjust for varying light levels from 
day to night.  The camera and lens will be equipped with auto focus, 
automatic exposure, and automatic white balance. 


 
Yes.  


3.12.4.11 The camera shall have a minimum color resolution of 450 horizontal 
lines. 


 
 
We encode in a progressive format 480P, 720P and 1080P. So our system supports 1080 lines of 
resolution. 
 


3.12.4.12 All cameras shall default to auto focus.  An override system should 
be configurable to prevent operation while the vehicle is in motion. 


 
Yes. All focus is auto-focus. The cameras do not utilize manual focus.  
 


3.12.4.13 The camera shall offer a signal-to-noise ratio of at least 46db. 
 
We do not offer signal-to-noise ratio for Axon Fleet. The camera is the recording device for both audio 
and video; the dual-channel microphone is built into the device. The camera can pick up multiple 
conversations within its audio range and can detect audio up to 15-20 feet when spoken at a normal 
conversational volume. 
  
A single channel is specifically designed to focus on the audible frequency band associated with voice. 
The second channel has been developed to filter out low and high frequency noise that is beyond the 
audible range of the human ear. The camera system also employs a codec with digital filters and 
automatic gain control to manage excessively high and low audible sounds. This is immensely valuable 
when dealing with environments with significant ambient noise. 
 


3.12.4.14 The camera shall have backlight compensation setting. 
 
Axon Fleet cameras are equipped with automatic focus, exposure, and white balance. 
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The Axon Fleet offers 3-axis image stabilization. The electronic image stabilization algorithm takes 
inputs from the lens driver (focal length) and the accelerometer (movement of the device). The 
algorithm uses this information to calculate an accurate motion vector. With the motion vector, the 
processor inside the device is able to shift the electronic image from frame to frame, counteracting 
motion and stabilizing the video. 
 
In the future, it is possible that TASER could add further stabilization capabilities using post 
processing in the Application, similar to what TASER has done with regard to Redaction and Assisted 
Redaction. The TASER solution facilitates efficient handling of complex post processing via the system 
design structure. 
 


3.12.4.15 The camera shall be compact.  List the size and weight of the proposed 
CCD camera. 


 
Yes. Width: 2.76 in [7 cm] 
Height (fully extended): 7.37 in [18.7 cm] 
Depth: 1.58 in [4 cm] 
Weight: 5.0 oz [142 g] 
 
Please see the attached Axon Fleet Specification Sheet, included in Tab IX. 
 


3.12.4.16 The camera shall mount with a heavy-duty controlled pivot mount 
that does not obstruct the driver’s field of view.  Camera shall be able 
to be rotated 360 degrees and can pan and tilt to +/- 90 degrees.  
Adjustment shall require no tools. 


 
No. The Axon Fleet mount rotates 210 horizontally in 30 degree increments and has a 110 degree 
vertical rotation. 
  


3.12.4.17 An optional rear view camera shall be available. 
 
Yes. NHP can purchase either a one camera or two camera bundle. Officers can also turn off the rear-
facing camera and record only front-facing camera footage.  
 


3.12.5 Back Seat Cameras 
 


3.12.5.1 The back-seat camera shall utilize a micro compact with wide angle 
1/3” Super HAD image device (or equivalent) with approximately 
420 lines of resolution.  Proof of “equal” shall be the responsibility of 
the bidder and shall be submitted with the bid.  This must be included 
in the system at no charge.  


 
TASER offers a wide angle lens + 1/3.2" image sensor, we can do 480p resolution. 
 


3.12.5.2 The rear-facing camera shall be capable of being mounted covertly in 
the cab.   


 
No. The rear-facing camera is mounted on the officer side of the partition, but is not intended to be 
covert. 
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3.12.5.3 The rear facing camera shall be capable of recording the entire rear 
seat area of the police vehicle.  


 
Yes.  
 


3.12.5.4 The rear-facing camera shall have a minimum lux rating of .03.  
Specify the rating. 


Yes. Axon Fleet cameras utilize high quality lenses with “Retina Low-Light” Imaging Technology of ≤ 
0.1 lux. The human eye has a lux rating of approximately 0.1 lux. By matching that sensitivity, the 
camera is able to more accurately capture and portray the experience of the user. 
  


3.12.5.5 The rear-facing camera shall utilize infrared illumination to capture 
video in no-light conditions.  


 
No. In order to achieve outstanding reproduction in low light, cameras can either utilize electronics 
(amplification) or optics (lenses). With amplification, video footage may be grainy and inaccurately 
reproduce the event. 
 


3.12.6 Compact Color LCD Monitor 
 


3.12.6.1 The monitor shall be a full color high quality LCD, active matrix 
(TFT) screen that measures at least 3.0” measured diagonally.  


  
Yes. Compliance with this requirement is dependent upon the specifications of the MDT/MDC used by 
NHP. Axon View XL is installed on existing devices. If the vehicle doesn’t have an MDT/MDC, Axon 
Fleet is still operational, but cannot be controlled with a visual interface.  
 
 


3.12.6.2 The monitor shall be capable of displaying a live picture from the 
camera when powered, even if recording is not in progress.  


 
Yes. The Axon View XL MDT Application allows officers to live view both cameras.  
 


3.12.6.3 The monitor shall operate between 32 and 120 degrees Fahrenheit.  
 
Yes. Compliance with this requirement is dependent upon the specifications of the MDT/MDC used by 
NHP. Axon View XL is installed on existing devices. 
 


3.12.6.4 The monitor shall include a system speaker, with volume control, to 
provide monitoring of live audio or playback from all system 
microphones. 


 
Yes. Officers will be able to playback body-worn camera video in Q1 2017. Live streaming of audio is 
not available but we will be able to support live stream of BWC video on MDT application by Q1 2017. 
 


3.12.6.5  The monitor shall have controls/indicators that mimic the DVR and 
include record; stop; play/pause; forward/reverse; brightness; 
volume; and power.  The monitor should also include a button for 
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disabling the monitor when the system in standby, and accessing a 
menu for programming. 


 
Yes. These actions can be accomplished using Axon View XL.  
 


3.12.6.6 The monitor should have the capability to display: date/time, user 
identification information, emergency light indication, siren 
indication, latitude and longitude, speed (w/ radar interface), braking 
indicator and microphone activation indicator.  The information shall 
not be overlaid on the recorded video; rather, it should be stored as 
external secure meta-data (or equivalent) in the video file. 


  
No. Axon Fleet metadata will display the time the cameras are activated. 
 


3.12.6.7 The monitor should support a full-screen video mode (without the 
auxiliary data) using a single key press on the control center. 


 
Yes. Video can be played back in full-screen mode.  
 


3.12.6.8 The monitor shall operate independently from the recording device.  
For covert operation it should possible to operate the DVR in 
RECORD mode with the monitor turned off. 


 
Yes.  


3.12.6.9 The monitor shall be provided with an adjustable mounting bracket 
that will allow it to be mounted in a variety of locations within the 
law enforcement vehicle. 


 
No. Axon Fleet’s Axon View XL Application will use NHP’s existing MDTs, so no additional mounts 
needed. 
 


3.12.6.10 The monitor shall have the capability to display the approximate 
amount of storage remaining on the media in an HH:MM format.  An 
audible beep or other form of tone shall warn operator prior to or when 
there is 10%, or less, time remaining on the media. 


 
Yes. The device’s internal firmware is constantly checking the remaining storage capacity.  Should 
recording capacity drop below 6 GB of available storage - the device will emit three quick successive 
beeps, these beeps will repeat every 15 minutes. In addition, the "Function LED" will blink yellow. 
When recording capacity has been reached, the device will beep three times and every time the user 
attempts to start a new event, will beep three times and not enter recording mode. 
  
The device will never overwrite over any previously recorded footage. It is not possible to delete, modify 
or overwrite any video content on the device; it can only deleted once it has been successfully 
transferred to Evidence.com. This ensures that no data is accidentally deleted or modified on the 
device. 
  
The device features 64GB of storage capacity. The device features sufficient storage for 11-70 hours of 
recording. It is only under extreme circumstances that the device would have low remaining capacity. 
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3.12.7 Microphones 


 
3.12.7.1 The system shall come equipped with a digital wireless microphone 


that is incorporated into the BWC and an in-car microphone.  The in-
car microphone shall be mountable anywhere within the vehicle. 


 
Yes. The in-car microphone is in the Axon Fleet camera. Axon body-worn camera microphones also 
serve as additional audio recorders.  
 


3.12.7.2 Audio from the interior microphone and the wireless 
microphone/BWC shall record on separate audio channels.  


Yes.  
3.12.7.3 The wireless microphone/BWC shall be self-contained and include a 


re-chargeable battery; mountable charger/docking station; internal 
microphone; internal antenna.  Transmitters that rely on the 
microphone cable for an antenna, or which utilize an external antenna 
shall not be permitted.  


 
Yes. 
 


3.12.7.4 The wireless microphone/BWC system shall be FCC type accepted.  
 
Yes. 
 


3.12.7.5 The wireless microphone/BWC shall have a minimum effective 
operating range 1,000 feet under line-of-sight conditions. 


 
Yes. Axon Fleet cameras aren’t transmitted so they’re not tethered to the vehicle; however, audio is 
recorded on the officer's BWC. 
 


3.12.7.6 The wireless microphone/BWC must have a minimum stand-by 
battery life of ten (10) hours without recharging or additional 
batteries, with pre-record on. 


 
Yes.  
 


3.12.7.7 The wireless microphone/BWC should be capable of automatically 
activating the DVR system; additionally, the wireless audio 
transmitter/BWC shall be capable of being activated by the DVR 
system when a recording is started. 


 
Partial yes. Body-worn cameras do not activate Fleet in-car cameras, however; pre-configured Axon 
Signal triggers will activate both Axon Fleet and Axon Body 2 cameras.  
 
 


3.12.8 Control Center 
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3.12.8.1 The control center shall be compact in design and mounted overhead, 
or in the equipment console between the seats. 


 
Yes. Axon View XL is installed on existing MDT/MDCs. 
 


3.12.8.2 The control center shall not obstruct the driver’s forward or peripheral 
view or provide any obstruction of factory installed airbags or 
mirrors. 


 
Yes. Axon View XL is installed on existing MDT/MDCs. 
 


3.12.8.3 The control center shall not require any permanent modifications to 
the police vehicle. 


 
Yes. Axon View XL is installed on existing MDT/MDCs. 
 


3.12.8.4 The control center shall accommodate the mounting of the front and 
rear-facing cameras, the monitor and keypad. 


 
Yes. Axon View XL is installed on existing MDT/MDCs. 
 


3.12.9 Video Viewing Software/Hardware 
 


3.12.9.1 A video viewer/software shall be provided to allow recorded video 
files to be played on any computer and display date/time, user 
identification, emergency light indication, siren indication, latitude 
and longitude, speed (w/ radar interface), braking indication and the 
microphone activation indicator.  This information shall not be 
overlaid on the recorded video; it shall be displayed outside the video 
frame. 


 
Partial yes. Axon Fleet metadata capture date/time, user, emergency lights, activation and speed (as 
long as GPS data is recorded). Microphone activation will be available.  
 


3.12.9.2 Support for this software shall include version updates provided free 
of charge for the lifetime of the system. 


 
Yes. TASER releases software patches on both scheduled and nonscheduled basis as required. Updates 
to firmware supporting Axon cameras and Axon Docks are “pushed” from the internet the local 
devices though the Axon Docks without the need for Agency interaction. 
 
Evidence.com software upgrades are handled in a similar way. TASER will release a software update 
to Evidence.com during a period of low traffic usage. Software upgrades are “pushed” to 
Evidence.com and are immediately available to you as soon as you log on, eliminating the need to 
perform manual software updates. The Evidence.com operations team at TASER applies these 
upgrades remotely, eliminating any worries about properly integrating or updating your systems. The 
latest product features and enhancements are included as part of your investment in Evidence.com. 
Evidence.com software is updated regularly throughout the year, and these updates are included in the 
price of your software licenses.  
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TASER releases software patches on both scheduled and nonscheduled basis as required. Patches 
contain fixes to known issues reported by internal resources or by users at police agencies. There are 
no additional costs for any software patch or fix deployed. Patch deployment involves minimal or no 
downtime for the customer’s solution. 
 
Scheduled maintenance will take place according to our monthly routine maintenance schedule. 
Routine maintenance is currently scheduled on the fourth Tuesday of each month from 7:00 PM to 
8:00 PM Pacific Time. When possible, you will be informed one week prior to any changes to the 
maintenance schedule.  
 
Software updates, patches and fixes are included in the purchase of Evidence.com licenses. 
 
Release Notes and Documentation 
A detailed email is sent to system administrators when new releases, updates or upgrades are made to 
Evidence.com, Evidence Sync or Axon hardware. 
 
The Release Notes page in Evidence.com displays links to the release notes containing a summary of 
features and enhancements for the current and previous releases.  
 
The User Guides page displays links to guides that provide detailed information on Evidence.com 
features. Release notes and user guides are in PDF format. 
 
As updates and features are released, your Regional Support Manager will troubleshoot all changes to 
ensure a successful experience for customers. 
 


3.12.9.3 Vendors shall provide all hardware (media readers/drives) and 
software necessary duplicate, share and present digital video in a 
court acceptable format.  Please describe transfer steps needed to 
convert captured video to court acceptable evidence without the need 
for a server based infrastructure. 


 
Yes. Evidence.com ensures a reliable chain of custody for all video files by providing a high level of 
security, reliability, and expandability. Proper documentation of chain of custody is preserved and can 
be used to ensure video evidence can be tendered in court as an exhibit. There are also several levels of 
evidence protection implemented such as, encryption, access control, hashing and other security 
protocols. 
 
To ensure a robust chain of custody, evidence can be verified for authenticity by matching the SHA 
hash of original file ingested in Evidence.com with the copy. 
Audit trails associated with each and every piece of evidence stored in your agency’s account will be 
able to demonstrate:  
 how the video was taken 
 when the video was taken  
 where the video was taken  
 how the video was stored 
 who had access to the video from the time it was taken through the time it is introduced in court, 


and 
 Details on whether or not it has been altered and how (the original file is never altered, a new copy 


is created with any changes)  
 







Body Worn Cameras RFP 3273 Page 122 of 142 


By the end of 2016 the solution will fully migrate to SHA-2. 
 
An administrator can access a file on Evidence.com, download the file, and then copy it to a CD/DVD 
or flash/thumb drive. DVDs and CDs can be created using any DVD or CD writing software. Axon 
cameras record using MP4 format, which is playable without the need for proprietary software. 
 
Users can download individual files and can bulk download files in ISO or ZIP file format, either of 
which is suitable for removable media. This offers flexibility in packaging depending on NHP 
requirements.  
 


3.12.9.4 The video management software should be capable of converting a 
video from the proprietary format to the standard DVD Video format, 
and authoring a DVD capable of being played in a standard DVD 
player. 


 
Yes. An administrator can access a file on Evidence.com, download the file, and then copy it to a 
CD/DVD or flash/thumb drive. DVDs and CDs can be created using any DVD or CD writing software. 
Axon cameras record using MP4 format, which is playable without the need for proprietary software. 
 
Users can download individual files and can bulk download files in ISO or ZIP file format, either of 
which is suitable for removable media. This offers flexibility in packaging depending on NHP 
requirements.  
 


3.12.10 Server Based Video Management System (VMS)  
 


3.12.10.1 VMS shall either be an externally hosted cloud-based data storage 
solution with the capability of organizing/managing video/digital 
evidence, server based or consist of a hybrid solution and be 
accessible via the internet to multiple users simultaneously.  The State 
prefers Cloud or a Hybrid solution. 


3.12.10.2 The VMS should include infrastructure in our Northern, Southern, 
and Central regional command offices to assure downloading of all 
rural substations into the regional command centers to which they 
report (see Table 3.8.A).  


3.12.10.3 The VMS shall be a turn-key component and fully installed, serviced, 
warranted, and maintained by the vendor.  


3.12.10.4 The VMS should include video storage servers or equivalent for all 
regional offices to capture video information, workstation(s) for 
managing and viewing stored video, equipment racks to mount 
equipment, and uninterruptible power supplies (UPS).  


3.12.10.5 The VMS should provide a configurable archive unit that can 
automatically archive video copies based on set parameters, and copy 
video files to a DVD-Video or equivalent court acceptable format. 


3.12.10.6 Pricing for the VMS shall be provided on the In-Car Video Cost in 
the vendor’s response.  Pricing must be included for all proposed 
hardware (workstations, servers, archiving hardware, video backup 
systems, access points), wiring, software, installation, configuration, 
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and training.  If proposing a cloud or Hybrid solution, provide this 
pricing in the ICV cost schedule. 


3.12.10.7 If a server based video management back office component is 
proposed, a schematic of the back end infrastructure shall be included 
with responses to the RFP. 


3.12.10.8 The VMS file storage shall be equipped with sufficient storage to 
comfortably manage video that would be generated from cars 
depicted in the scope of work in this RFP.  List and itemize the size 
of proposed storage for each regional command center identified. 


3.12.10.9 If wireless downloading capability is proposed for vehicles assigned 
to each regional office, provide download times for video captured 
based on the video compression and resolution capabilities of 
proposed cameras, the proposed number of access points, and the 
proposed servers/wiring infrastructure or cloud solutions. 


3.12.10.10 The VMS shall include a database that contains a record for each 
recorded video file.  The database shall store sufficient information to 
support the search capabilities and provide chain-of-evidence 
documentation. 


3.12.10.11 The VMS shall be capable of searching stored video files by: 
department ID, time, date, officer ID, vehicle ID, camera, recording 
mode, and status (online or archived). 


3.12.10.12 The VMS shall be capable of providing custom fields that may be 
used to store department-defined information (e.g. suspect’s name, 
license plate number, etc.). 


3.12.10.13 The VMS should allow videos to be categorized using department-
defined drop-down lists.  This classification shall be used for 
searching and to define how long each category of video is to be kept 
before it is automatically deleted. 


3.12.10.14 The VMS shall provide a means to ensure the integrity of the recorded 
video.  Video integrity must be checked when the video is uploaded, 
anytime it is played back or archived, and shall be verifiable on 
demand. 


3.12.10.15 The VMS shall provide the capability to duplicate, share and present 
digital video in a court acceptable format.  Describe the transfer steps, 
if any, needed provide video to the courts as acceptable evidence.  
Describe the way and format the proposed system archives recorded 
video files, and how these files will be stored and backed up for 
safeguarding.  


3.12.10.16 When a video file is copied or archived to digital media, the Video 
Management Software shall store a unique archive ID and maintain a 
virtual directory to recall the archived video file(s). 


3.12.10.17 The Video Management Software shall be capable of converting a 
video from the proprietary format to the standard DVD Video format, 
and authoring a DVD capable of being played in a standard DVD 
player. 


3.12.10.18 The support for this software shall include version updates and be 
provided free of charge to the agency for the lifetime of the system. 


 
Not applicable. Evidence.com is a cloud-based digital evidence management system.  
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3.12.11 Control Center Specifications 
 


3.12.11.1 An optional radar interface shall integrate directly with the Agency 
Bee III radar equipment.  Collected information shall include speed 
of the target, the “locked” target speed, and the patrol vehicle.  


 
No. Axon Fleet does not provide radar support.  
 


3.12.11.2 The State is interested in a system that can be configured for 
motorcycle use.  All of the specifications described for the DVR and 
wireless microphone shall be applicable.  Is a motorcycle option 
available for your solution?  If so, does the configuration utilize a 
weatherproofed monitor and camera?  Please explain. 


 
No. TASER does not currently have motorcycle mounting, but Axon Signal and Axon Flex cameras 
can be configured for motorcycle officers. 
 


3.12.12 Officer Safety 
 


3.12.12.1 All equipment shall be capable of installation in the following 
vehicles while still meeting the other requirements stated herein:  
Chevrolet Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan and 
Ford F150 Pick-up. 


 
Yes.  


3.12.12.2 Describe dimensions and vehicle mounting options for your camera, 
recorder, wireless microphone, transmitter/ receiver and any other 
required equipment. 


 
Yes. Width: 2.76 in [7 cm] 
Height (fully extended): 7.37 in [18.7 cm] 
Depth: 1.58 in [4 cm] 
Weight: 5.0 oz [142 g] 
 
Please see the attached Axon Fleet Specification Sheet, included in Tab IX. 
 


3.12.12.3 Equipment must not be installed in such as manner as to interfere with 
a passenger in the front passenger seat. 


 
Yes.  


3.12.12.4 No part of the system shall interfere in any way with the driver’s field 
of view.  The camera shall be a single unit, including power lens, 
mounted on the windshield or roof of the vehicle and operate on 12 
VDC power source All connections to the camera, for power and 
video, shall be made by a single cable that attaches using a quick 
release connector.   


 
Yes. The unit runs off of the car battery.  
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3.12.12.5 The in-car system shall be protected from damage due to input of 
voltage, reverse polarity, and electrical transients that may be 
encountered. 


 
Yes. Protective features are built into the camera. 
 


3.12.12.6 No item installed in the interior of the passenger compartment shall 
increase the risk of injury to occupants during events related to a 
vehicle crash. 


 
Yes. The Axon Fleet camera will not obstruct the vision of the driver. The entire system is smaller by 
volume than the camera component of most competitors alone. The small design offers flexibility in 
mounting locations allowing agencies to choose a camera position that will optimize officer visibility 
and safety. The Axon team is happy to assist NHP with determining the best mounting option for each 
model vehicle.   
 


3.12.12.7 Any items installed in the interior of the vehicle shall meet the 
requirements stated in Federal Motor Vehicle Safety Standard 201 
[October 1, 2002] Occupant Protection in Interior Impact as 
referenced in the In-Car Video Camera Systems Performance 
Specifications - Digital Video Systems provided by the International 
Association of Chiefs of Police.  (11/21/2008). 


 
The solution is still in beta and as such is undergoing the proper validation testing.  The fleet solution 
will meet all necessary standards to ensure evidentiary integrity and admissibility in court. 
 


3.12.12.8 All controls and components should be located and designed to 
minimize driver distraction.  The control pad should be designed and 
organized to minimize officer workload.  The record button should be 
readily identifiable by size, color, location and/or other design 
features.  The record button should be easily accessible by officers 
wearing gloves. 


 
Yes. A complicated activation mechanism is cumbersome in the field and can impede more important 
duties, especially considering officers often have to start a recording at a moment’s notice.  
 
The Axon Fleet was designed specifically for use by law enforcement in tactical policing situations. 
Activation of event recording is simple and accessible, so officers can operate the device in a high-
stress situation. Recordings are initiated with a single “Event Button” located on the front of the 
device, so an officer can easily reach it with one hand.  
 
The Axon Fleet camera has two operating modes: 
 
5. BUFFERING (turning on the camera and starting pre-event buffering) 
6. EVENT (event recording) 
 
To initiate Buffering Mode (turn the camera on) Move the ON/OFF switch on the camera to the ON 
position. The raised on/off switch is strong enough to prevent accidentally powering the device down, 
yet can still be switched on if an officer is wearing gloves. 
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To initiate Event Recording Mode, simply tap the large concave button on the front of the camera two 
times. While the device is easily activated when worn in a shirt pocket or housed in a case, it is still 
protected against unintentional event triggering. To end the recording, simply hold down the button for 
three seconds. 
 
The system can be activated Handsfree using the Axon View XL application, or Axon Signal 
technology.  
 


3.12.12.9 System components shall be capable of being illuminated for ready 
identification during periods of darkness.  The illumination level shall 
be capable of being controlled over a range from bright to dark.   


 
Yes.  


3.12.12.10 All wiring shall meet industry standards applicable to the wire 
application including Underwriters Laboratory (UL) as well as the 
Society of Automotive Engineers (SAE). 


 
Yes.  
 


3.12.12.11 Manufacturers shall provide information in their installer’s guide or 
owner’s manual that specifies the proper wiring, fuses, connectors, 
connection points with the vehicle electrical system and grounding 
points. 


 
Yes.  
 


3.12.12.12 No parts that can come into contact with human skin shall be allowed 
to reach a temperature capable of causing a burn injury, Reference UL 
60950 “Safety of Information Technology Equipment” as amended 
December 1, 2000. 


 
Yes.  
 


3.12.12.13 Any system component carried on the officer’s person shall meet all 
Underwriters Laboratory Standards for shock/electrocution and burn 
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prevention.  All batteries used in such devices shall meet 
Underwriters Laboratory Standards for safety. 


 
The Axon camera and dock are NOT UL listed at the moment, but we are in progress of getting a TUV 
certification. We should have it in approximately one month. 
 


3.12.12.14 The In-Car Video System shall operate on a power source that is 
filtered, regulated, and short-circuit protected.  The voltage supplied 
to the In-Car Video System components shall meet the 
manufacturer’s specifications and shall not vary with fluctuations of 
the vehicle’s electrical system of between 9 and 18 volts. 


Yes.  
 


3.12.13 Reliability 
 


3.12.13.1 The video systems shall maintain consistent audio/visual recording 
quality.  The in-car recording system shall not be affected by 
transmissions from the police communication or interference from the 
following sources: high-powered television stations; other radio 
frequency interference (e.g.  UHF, VHF & HF); automobile 
alternator, ignition, electrical systems; automobile heaters / air 
conditioner fan motors; or other patrol vehicle electrical systems.  


 
Yes.  


3.12.13.2 All equipment shall have a lifecycle of at least 3 years under law 
enforcement agency usage, or have replacement coverage under 
warranty and maintenance.  Please provide expected lifecycle for all 
video system components. 


 
Yes.  
 


3.12.13.3 When in operation, the mobile video system must not generate 
electromagnetic or radiation that interferes with communications or 
other electronic equipment found within a police vehicle.  


 
Yes.  
 


3.12.13.4 Loss of power to the system shall not cause loss of any recorded data 
or result in the unit requiring reprogramming, reloading of software 
or operating system software. 


 
Yes.  
 


3.12.13.5 The video system shall be able to return to a “ready to record” mode 
after sudden loss of power without requiring user intervention. 


 
Yes.  
 


3.12.13.6 The system’s timekeeping device and the vehicle’s identifier shall be 
protected by a system battery backup to prevent loss of information 
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in the event the vehicle battery is disconnected for up to a minimum 
of fourteen (14) days. 


 
Yes. The MDT is protected by system battery backup. This scenario would only cause an issue if an 
officer doesn't sign in to the Axon View XL application and instead uses Axon Signal. 
 


3.12.13.7 Date and time within video system shall be self-adjusting for daylight 
savings time and leap years.  


 
Yes. The Axon Body 2 offers the option for a permanent watermark of the time/date. This is 
configurable, but if it is enabled, the watermark will display time in UTC. 
 
The metadata (EXIF data) associated with the capture footage will be in UTC. This metadata is part of 
the SHA fingerprint of the file and cannot be altered. 
 
Accurate Local Time – Reflecting the DST Switchover 
 
Evidence.com will never alter the original file (as verified by the SHA fingerprint) – thus, the metadata 
will always remain in UTC.  
 
However, when displayed in Evidence.com, the Create Date (“Start time”) will be displayed in local 
time (adjusted for DST), based on your agency’s time zone preferences.  
 


3.12.13.8 The video system shall have self-charging backup battery that 
continues recording upon loss of power, and should gracefully 
shutdown prior to available power being exhausted.  The battery 
backup should power the system for at least 2 minutes following loss 
of the vehicle’s battery power. 


 
Yes.  
 


3.12.14 Training/Documentation 
 


3.12.14.1 The vendor shall offer and provide, at no additional cost, training to 
all end users on the use of the video system and video viewing 
software.  


 
Yes.  


3.12.14.2 The vendor shall offer and provide, at no additional cost, training to 
electronic technicians at their Reno, Elko, and Las Vegas shop 
locations.  This training will ensure proper operation, repair, and 
maintenance of the manufacturer's video system. 


 
Yes.  
 


3.12.14.3 A system administrator class covering all aspects of the system shall 
be given at all the DPS/HPD Regional Command sites (Reno, Elko, 
and Las Vegas) upon award. 


 
Yes.  
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3.12.14.4 Trainers must be experienced instructors who are thoroughly familiar 


with all technical aspects of the system. 
 
Yes.  
 


3.12.14.5 Provide a course syllabus for training classes to be provided with your 
RFP response. 


 
Yes. Please see Tab IX. 
 


3.12.14.6 Vendor shall include documentation for procedures on regular 
maintenance of video system components.  


Yes. Not applicable.  
 
 


3.12.14.7 Vendor shall provide complete service manuals and service bulletins 
on all electronic components. 


 
Yes. A detailed email is sent to system administrators when new releases, updates or upgrades are made 
to Evidence.com, Evidence Sync or Axon hardware. 
 
The Release Notes page in Evidence.com displays links to the release notes containing a summary of 
features and enhancements for the current and previous releases.  
 
The User Guides page displays links to guides that provide detailed information on Evidence.com 
features. Release notes and user guides are in PDF format. 
 
As updates and features are released, your Regional Support Manager will troubleshoot all changes to 
ensure a successful experience for customers. 
 


3.12.14.8 Vendor shall provide documentation of system that includes 
identification of all vehicle equipment and the physical configuration; 
all configurable system parameters; written installation instructions, 
user manuals; and system administrator manuals instructions 
covering the change of all configuration settings. 


 
Yes. Please see Tab IX.  
 


3.12.15 Installation 
 


3.12.15.1 Describe your approach for installing camera systems if this service 
is requested by the State.  The State reserves the right to do such 
installations either through its fleet shops, or through an accessory 
installation contract. 


 
TASER directly employs its own certified and qualified Technical Services Managers who are capable 
of physically installing the in car video solution, training fleet technical staffs and managing 
installation projects. If the state chooses to perform its installations through its fleet shops then the 
designated Technical Services Manager(s) will perform installation training for an entire working day, 
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per site.  Each installation training session will include an assisted installation for the first 2 units per 
location, common troubleshooting practices, customer specific installation diagram and most current 
installation and support documentation.   
 


3.12.15.2 Provide an installation price per camera unit for each regional office. 
 
If the selects the option for TASER employees to install the in car video system then the cost is $325/per 
unit.  This does not include removal or de-installation of existing hardware.  This will also require an 
on-site, pre-deployment meeting with the fleet management decision makers to review pre-deployment 
installation requirements, camera placement and installation diagramming.   
 


3.12.15.3 Specify the companies that will provide installation of camera 
systems in our Reno, Elko and Las Vegas regional offices if requested 
by the State. 


 
As the prime contractor, TASER will provide installation services and/or installation training services 
for its customers at Reno, Elko and Las Vegas regional offices if requested by the State.  
 
  





		1. PROJECT OVERVIEW

		1.1 GENERAL INFORMATION

		1.1.1 This procurement may be used by multiple agencies within the State of Nevada; however, the Department of Public Safety/Highway Patrol Division (DPS/HPD) shall be the initial user.

		1.1.2 The intention of this procurement is to ensure that the State of Nevada is provided with a solid-state video system which allows for effective recording, viewing and sharing that will withstand the most rigorous of challenges in a court system. ...

		1.1.3 All prices must include inside delivery and be quoted FOB Destination. Delivery locations will include Carson City, Reno, Elko, and Las Vegas, Nevada.

		1.1.4 This contract shall be awarded to one (1) vendor only that can provide both BWC and In-Car Video Integration.

		1.1.5 Systems and components must be available to ship immediately upon award of the contract.

		1.1.6 This contract is anticipated to begin December 13, 2016 for a term of two (2) years, with the option of extension for an additional two (2) years.

		1.1.7 A performance bond equal to the total amount of the contract may be required. Requirement of this bond shall be based on the responses of the vendors.



		1.2 GOALS AND OBJECTIVES

		1.2.1 To meet the legislative mandate requiring the DPS/HPD to adopt the BWC program.

		1.2.2 To equip Lieutenants and below with BWC’s who routinely interact with the public.

		1.2.3 To provide integration of the BWC’s with a proprietary In-car camera system that provides the functionality of both systems at a cost of ownership that is considerably lower than that of the separate systems.





		2. ACRONYMS/DEFINITIONS

		2.1 STATE OBSERVED HOLIDAYS



		3. GENERAL REQUIREMENTS AND PROVISIONS

		3.1 PROCESS

		3.1.1 First Stage

		3.1.1.1 Vendor must have the following:



		3.1.2 Second Stage



		3.2 GENERAL REQUIREMENTS

		3.2.1 System

		3.2.1.1 System shall be of the manufacturer’s current design and in full commercial production. Prototype, discontinued models, or used equipment will not be considered.

		3.2.1.2 Vendor must be the original manufacturer, or distributor, and/or dealer authorized by manufacturer.

		3.2.1.3 If the vendor and or the system have not performed as contracted, the vendor will be provided an opportunity to address non-performing issues.  If the vendor is unable or unwilling to address the issues in accordance with the State’s satisfact...

		3.2.1.4 Vendors shall submit a schematic rendering of the proposed BWC System.





		3.3 PROJECT MANAGEMENT AND CUSTOMER SERVICE

		3.3.1 Project management services shall be provided by the awarded vendor and/or designated sub-contractor throughout the duration of the contract.  As part of the RFP response, vendors shall clearly describe their project management methodology and a...

		3.3.1.1 On-site, face-to-face meetings will be required no less frequently than monthly with DPS/HPD for the project. In the event project delays or problems are caused by the vendor, the State reserves the right to modify the frequency of these meeti...

		3.3.1.2 Provision of written status reports and updated/project schedules at each project management meeting to be held on-site at Department of Public Safety Highway Patrol Division, 555 Wright Way, Carson City, NV.  All status reports shall be provi...

		3.3.1.3 Vendors shall clearly identify the project team assigned to the account including their background and experience, roles and responsibilities, and relevant experience with projects similar in scope to those requested.  This information shall b...

		3.3.1.4 Vendors shall provide an overview of their anticipated approach for training installers, administrators, and end users of the BWC systems. This shall include training methodology, scheduling, delivery, and support materials provided.



		3.3.2 Customer Service

		3.3.2.1 Vendor will provide 24/7/365 technical support (phone, email etc.), and additional on-site or after-hours service cost should be noted separately.

		3.3.2.2 Cost for basic support services should be proposed as an annual cost.

		3.3.2.3 Vendor should provide a complete list of services and response times for help calls of varying priority.





		3.4 BACKGROUND CHECKS

		3.4.1 All contractor personnel assigned to the contract must have a background check from the Federal Bureau of Investigation pursuant to NRS 239B.010.  All fingerprints must be forwarded to the Central Repository for Nevada Records of Criminal Histor...

		3.4.2 Any employee of the selected vendor, who will require any type of system access, must have a State Background Check (as identified in Section 3.4.4.1 below) before system access will be granted.  The vendor or its employees may be denied access ...

		3.4.3 All costs associated with this will be at the contractor’s expense.

		3.4.4 The contractor shall provide to the contracting agency’s Human Resource Department or designee the following documents:

		3.4.4.1 A State Background Check for the state the individual claims as their permanent residency.  The contractor can use the following site which has immediate results:  http://www.integrascan.com.  Once the contractor has a copy of their personal b...

		3.4.4.2 A Civil Applicant Waiver Form, signed by the contractor(s); and

		3.4.4.3 A Prior Arrests and Criminal Conviction Disclosure Form, signed by the contractor(s).



		3.4.5 If out-of-state, contractor must provide one (1) completed fingerprint card from a local sheriff’s office (or other law enforcement agency).

		3.4.6 In lieu of the out-of-state fingerprint card, contractors can perform LiveScan fingerprinting at the Nevada Department of Public Safety, General Services Division.

		3.4.7 Vendor must provide a money order or cashier’s check made payable to the General Services Division in the amount of $40.00 or current rate at time of submission.

		3.4.8 In lieu of the above background check and subject to acceptance by the contracting agency’s Human Resource Department or designee, contractor may submit a current active federal authority security clearance (FBI, DoD, NSA) indicating a fingerpri...

		3.4.9 Vendor may not begin work until such time as they have been cleared by the contracting agency’s Human Resource Department or designee.

		3.4.10 Positive findings from a background check are reviewed by the contracting agency’s Human Resource Department or designee, in consultation with the State Chief Information Security Officer, and may result in the removal of vendor staff from the ...



		3.5 WARRANTY

		3.5.1.1 Shall include a minimum twelve (12) month warranty and support on all items with each device purchased.

		3.5.1.2 The Twelve (12) month warranty shall begin at the date acceptance provided by the State.  All shipping/transportation costs, parts, and labor costs shall be included in the initial warranty coverage and priced for ongoing maintenance plans.

		3.5.1.3 Repair and/or replacement shall be provided within 72 hours of receiving returned defective or damaged equipment at no charge during the warranty period.

		3.5.1.4 The warranty, unless otherwise stated in the contract, shall include all evidence management system upgrades.

		3.5.1.5 Vendor shall offer, as an option, an extended warranty for four (4) years.

		3.5.2 Camera Systems Front End Warranty

		3.5.2.1 Each digital video recording system purchased by the State under this RFP shall be warranted by the factory to be free of defects in material and workmanship for a period of one year from the date of installation.

		3.5.2.2 The warranty period shall begin from the date of acceptance of each unit.

		3.5.2.3 Parts provided under warranty shall be new and not refurbished.

		3.5.2.4 An Extended Maintenance Agreement (EMA) shall be offered to extend coverage after the first year warranty expires.  The vendor will provide pricing the EMA for years 2, 3, 4, and 5.

		3.5.2.5 Vendor must repair or make arrangements to replace defective equipment within (3) business days of reported/ diagnosed defect, with a standard schedule of Monday – Friday with hours of 8am – 5pm.  Vendor must keep sufficient replacement or loa...

		3.5.2.6 The cost of software and firmware updates shall be included in warranty and maintenance coverage.

		3.5.2.7 Please identify any excluded parts, labor or other cost items from maintenance coverage.

		3.5.2.8 System batteries shall be replaced and included under warranty or EMA if they do not meet specified performance.

		3.5.2.9 The State will not pre-pay for multi-year maintenance terms.

		3.5.2.10 The State may negotiate for additional maintenance services.

		3.5.2.11 Vendors must specify if subcontractors must perform warranty/ maintenance/ service, location(s) where warranty/ maintenance/ service will be performed, along with contact name and phone number for each location.

		3.5.2.12 Warranty shall not be voided if the Division performs installation and maintenance.

		3.5.2.13 All back office infrastructure shall be warranted to be free of defects in material and workmanship for a period of five (5) years.  During the warranty or extended maintenance period, vendor is responsible for all costs including shipping an...

		3.5.2.14 Maintenance includes parts and labor required to cover repair or replacement of back end infrastructure components that fail under law enforcement agency usage.

		3.5.2.15 Due to the critical nature of a server based VMS, the vendor must repair or make arrangements to replace defective equipment within (1) business day of a reported/ diagnosed defect.   The warranty or maintenance agreement shall be complete wi...

		3.5.2.16 Pricing for extended maintenance and support shall be included for a period of 5 years.  Extended maintenance and support shall be included for all components of the proposed infrastructure including all required hardware (workstations, serve...





		3.6 TRAINING

		3.6.1.1 Vendor shall provide the State a ‘Train-the-Trainer’ level course for twenty (20) students.  This training shall provide the student the ability to adequately provide an end user with sufficient knowledge to properly operate and utilize the bo...

		3.6.1.2 Vendor shall provide an Advanced Training course for up to ten (10) administrative users in areas related to technical support and video management.  The training should at a minimum focus on the areas related to the VMS operating system, use ...

		3.6.1.3 Trainings shall include but not be limited to the following:

		A.  Onsite in-person and/or seminar training, online/intranet interactive and pre-recorded training.

		B.  Provide training materials to the State that are customized to reflect State’s business processes.

		C.  All material and manuals necessary, including electronic versions, to perform the required training shall be furnished by the vendor.

		D.  The vendor shall authorize the State to utilize the material in future training sessions.

		E.  Long term training shall be provided in the form of archived digital training materials, long term refresher training for management/training staff, as well as a “train-the-trainer” program for State Staff.



		3.6.1.4 Describe your training program and schedule.  Provide a list of available on-line training courses. Describe the amount of on-site training that is included in your proposed implementation.  Describe any additional training packages not mentio...



		3.7 IN-CAR VIDEO INTEGRATION

		3.8 DPS/HPD VOLUME STATISTICS

		3.8.1 All vendor proposals must take into account that many locations are in rural communities and many locations have only 1.5 mbps of maximum available bandwidth. This minimal bandwidth must be considered and addressed in the vendor proposal.  Liste...

		3.8.1.1 Ely – DPS Shared T1 to a DPS Shared MPLS T1

		3.8.1.2 Tonopah – T1

		3.8.1.3 Hawthorne - GBIS DSL

		3.8.1.4 Lovelock - GBIS DSL

		3.8.1.5 Beatty - AT&T DSL

		3.8.1.6 Battle Mountain - AT&T DSL

		3.8.1.7 Austin - Shared county connection, T1

		3.8.1.8 Jackpot – DSL

		3.8.1.9 Moapa – DSL

		3.8.1.10 Winnemucca – shared T1s with DMV and other DPS agencies

		3.8.1.11 Yerington – Shared connection with DMV, T1

		3.8.1.12 Stateline – DSL

		3.8.1.13 Wells – Wireless Internet



		3.8.2 Attachment J ~ Large Scale WAN Overview Without Detail provides a large scale WAN overview.

		3.8.3 Videos generated from troopers assigned to regional command offices located in Elko, Reno, and Las Vegas will generate approximately 70% of the captured video on an annual basis, while generated from troopers assigned to rural substations will g...

		3.8.4 The average amount of video recorded on one shift by one BWC is estimated to be 2.5 hours. The average amount of video recorded daily per vehicle is estimated to be 2.5 hours.

		3.8.5 The retention period for Non-Events is thirty (30) days.

		3.8.6 All other events are retained for a period of five (5) years.

		3.8.7 Cameras will run on an incident only basis.

		3.8.8 Estimated BWC and vehicle counts by location are provided on Table 3.8.A.

		3.8.9 Estimated BWC and vehicles counts by shift may be found on Table 3.8.B.

		3.8.10 Vendors may propose server, cloud based digital evidence management capability, or a combination of both.  The State prefers Cloud or Hybrid solutions.

		3.8.11 Server based digital evidence management systems must have the ability to comply with the State of Nevada’s intranet, network and security protocols.

		3.8.12 Cloud based digital evidence management systems must comply with the State of Nevada’s security protocols.



		3.9 CURRENT TECHNICAL COMPONENTS

		3.9.1 The DPS/HPD currently utilizes the following applications and devices that provide useful information to the DPS/HPD as a whole.

		3.9.1.1 Computer Aided Dispatch - provided by Spillman Technologies as a Database Management System.

		3.9.1.2 Records Management System– provided by Spillman Technologies as the Database Management System.

		3.9.1.3 Panasonic FZ-G1 Tough Pad Tablet that incorporates the Feeny Wireless Skyus X modem.





		3.10 DPS/HPD RESOURCES

		3.10.1 The DPS/HPD will appoint a project manager, whom the Contractor’s project manager will report to.

		3.10.2 The DPS/HPD will provide system administration of the new system(s) once implemented and accepted.



		3.11 SCOPE OF WORK BODY WORN CAMERA (BWC)

		3.11.1 The State of Nevada is seeking a qualified vendor that can provide at a minimum, the following:

		3.11.1.1 A Video Management System (VMS) that is either an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the in...

		3.11.1.2 Up to 489 high quality Body Worn Cameras necessary to outfit 465 sworn (Lieutenants and below) with 5% spares.

		3.11.1.3 The VMS shall have the ability to convert video to a portable media device i.e.: (DVD, external hard drive) without compromising its authenticity to include all metadata and chain of custody requirements.

		3.11.1.4 Full service vendor support including installation, maintenance/ support, warranty, training, documentation, and project management throughout the contract period.

		3.11.1.5 All-inclusive pricing for all hardware (body worn cameras, workstations, servers, archiving hardware, video back-up systems, access points, automatic triggering devices,  connectivity (Ethernet wiring), and software (system, database, and vid...

		3.11.1.6 Proposed systems that consist of server based video evidence management must be turn-key and provide warranties and full service maintenance and support on all hardware, wiring infrastructure, and software for a period of five (5) years.



		3.11.2 Body Worn Cameras

		3.11.3 BWC Hardware Requirements

		3.11.3.1 Cameras worn by officers shall be lightweight, preferably six ounces or less in total combined weight.

		3.11.3.2 Cameras shall have minimal wiring, not exceed two wires or cables and shall be designed to disengage to prevent the wearer from becoming entangled.

		3.11.3.3 Cameras shall have recording capability of at least ten continuous (10) hours (the State would prefer twelve (12) hours of continuous recording capability).

		3.11.3.4 Cameras must have a minimum stand-by battery life of ten (10) hours without recharging or additional batteries, with pre-record on.

		3.11.3.5 BWC Shall be user friendly that can be activated easily during times of stressful events.

		3.11.3.6 BWC should have automatic triggers, as a standalone system.

		3.11.3.7 Rechargeable battery must be able to reach full charge, from no power, in no more than six (6) hours.

		3.11.3.8 Cameras must have a minimum of thirty-two (32) GB internal/integrated memory and storage media not be removable.

		3.11.3.9 Rechargeable battery must be able to withstand at least three hundred (300) charging cycles, maintaining the 10 hour record time.

		3.11.3.10 BWC lens must have a field of view from 95 to 145 degrees.

		3.11.3.11 The recording speed shall be no less than 30 frames per second (fps).

		3.11.3.12 Camera shall record video images in full color with a minimum resolution of 640 pixels x 480 pixels. Adjustable resolution is preferable.

		3.11.3.13 Video compression shall be H.263 or higher.

		3.11.3.14 Cameras shall have multiple mounting options to accommodate varying uniformed officers, plain-clothed officers, and tactical field situations.  Examples include, but are not limited to, lapel, shoulder, eyeglasses, cap, helmet, holster, butt...

		3.11.3.15 Camera should allow for on scene (in the field) viewing?  If so, describe the ability to playback or view video.

		3.11.3.16 Camera shall provide feedback to user when activated, either via a visual indicator or audible tone.

		3.11.3.17 Camera shall have the ability to be set to stealth mode while in the field.

		3.11.3.18 Camera must have an indicator that shows current operating mode.

		3.11.3.19 If the camera offers night vision enhancement, the State shall have the ability to enable or disable it.

		3.11.3.20 The System should provide automatic indexing functionality of video files and be capable of interfacing with existing computer-aided dispatch (CAD) vendor.

		3.11.3.21 Cameras shall automatically embed a time/date stamp in the recorded video.

		3.11.3.22 Cameras shall prevent users from deleting recorded files without authorization.

		3.11.3.23 Camera should have a method for adding desired metadata to video in the field prior to upload.

		3.11.3.24 Officers should have the ability to playback or view video in the field on mobile cameras and/or MDC’s (Panasonic FZ-G1 Tablet) wirelessly (i.e. Bluetooth).

		3.11.3.25 Camera shall have a pre-event record feature (BWC should capture at least thirty (30) seconds of video prior to officer initiating the recording). Adjustable times are preferable.

		3.11.3.26 The vendor must offer a multi-dock station capable of uploading digital evidence from multiple cameras simultaneously and have the capability to upload video via Wi-Fi and/or cellular LTE connectivity.  If via cellular, product should be com...

		3.11.3.27 The multi-dock station must charge the camera batteries, securely transfer files without loss of quality or metadata, and delete the files from the camera once transferred to the evidence management system.

		3.11.3.28 The multi-dock station should not require a department computer to operate, connect or interface with the Internet (e.g. the multi-dock station should be a standalone device that connects to the cloud storage solution or server via an Ethern...

		3.11.3.29 The camera should not cause electromagnetic interference with nearby airwave radios (and other electronic equipment and radio communication systems).

		3.11.3.30 Loss of power to the camera must not cause data to be lost/corrupted.

		3.11.3.31 Cameras will be ruggedized.  Cameras shall be able to survive a six-foot drop test.  Cameras shall be able to operate at minimum temperature of -12 degrees Fahrenheit and a maximum temperature of 130 degrees Fahrenheit.

		3.11.3.32 Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP rating of IP67.

		3.11.3.33 Describe what features devices have in place to prevent accidental activations of camera by the user (without the need for accessories or alteration of equipment by user).

		3.11.3.34 Vendor shall define the required time for automated indexing (specific time frame after upload of video evidence) and any expected error rate percentage upon indexing, if applicable.

		3.11.3.35 The vendor must state the transfer rate of video from the multi-dock station to the cloud in sixty or thirty-minute increments.  Vendors shall break down transfer rates by video quality (i.e. Hi Def).

		3.11.3.36 Describe device wireless activation features (e.g. device is automatically activated with the activation of patrol vehicle’s light bar), if applicable.



		3.11.4 Maintenance & Repairs (Hardware)

		3.11.4.1 Vendor shall propose and provide a detailed description of the maintenance services that are available once the one-year warranty has expired.

		3.11.4.2 Vendor shall provide on-site repair services as required.



		3.11.5 Video Management System

		3.11.5.1 Vendors must be able to provide documentation establishing that their technology has undergone rigorous field testing by an independent and relevant scientific body.  This documentation must be provided with the vendor’s proposal response.

		3.11.5.2 Vendors shall be willing to provide an expert witness to testify in a court of law, to support court cases utilizing video from their BWC System, at a reasonable fee.  Vendors must specify hourly rate for expert witness testimony within Attac...

		3.11.5.3 VMS shall either be an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the internet to multiple users si...

		3.11.5.4 VMS shall allow for remote access with complete functionality (review, enter metadata and send video) with NHP mobile devices and/or computers.

		3.11.5.5 VMS shall provide an automatic audit trail for when files and videos are accessed.

		3.11.5.6 VMS shall allow officers to enter additional metadata to recorded files, such as notes or comments.

		3.11.5.7 Solution must support all major digital file types (avi, jpeg, mpeg, etc.).

		3.11.5.8 VMS shall provide remote viewing of the stored video based on the permissions granted by the System Administrator.

		3.11.5.9 VMS shall allow users to search video files by name, date of recording, date of upload, case number (CAD-generated), device number, as well as categorize and add notes to each file within the solution.

		3.11.5.10 VMS must allow System Administrators the ability to grant access of specific files to specified persons for a specific period of time.

		3.11.5.11 VMS shall have the ability to share files internally and externally via secure links over the Internet.

		3.11.5.12 When videos are exported to a portable media device, all metadata shall transfer over without compromising its authenticity.

		3.11.5.13 VMS shall grant System Administrators the ability to set variable retention rules per DPS/HPD preferences.

		3.11.5.14 VMS shall have the ability to set time tables for automatic deletions of files.

		3.11.5.15 VMS should have the ability to recover deleted evidence within a minimum of seven (7) days of deletion.  The State would prefer a recovery period of 30 days.

		3.11.5.16 The VMS will maintain a log/audit trail illustrating users who have viewed and copied video to an external source (e.g. DVD/ long term storage).

		3.11.5.17 VMS must have the ability to preserve the raw file without editing.

		3.11.5.18 VMS must securely store all videos and recordings in a way that only State-authorized users and users authorized by DPS/HPD can view.

		3.11.5.19 VMS must provide redundant, security back-up of all data.

		3.11.5.20 VMS should offer redaction capabilities.

		3.11.5.21 VMS must be compatible with at least Windows 7 Professional Operating System or more recent versions) and Internet Explorer Version 11 web browser or more recent version(s).

		3.11.5.22 Provide the minimum required memory (RAM), if applicable.

		3.11.5.23 Provide the minimum required processor speed, if applicable.

		3.11.5.24 Provide the minimum network speed to upload videos, if cloud based.

		3.11.5.25 Upload times to the VMS will be defined in per hour or thirty-minute increments of video files.

		3.11.5.26 Any required or expected ‘buffering’ times before video files are accessible in cloud storage (for view or adding metadata) will be clearly defined.

		3.11.5.27 Describe System compatibility with mobile devices (iPhones and Android).

		3.11.5.28 Vendor shall indicate the number of searchable fields in storage system and any ‘wild card’ searches that can be done to locate stored data.

		3.11.5.29 Users should have the ability to send email messages from hosted solution interface to end users.

		3.11.5.30 VMS should send System Administrators administrative notifications when evidence files are about to be deleted.

		3.11.5.31 VMS should send System Administrators administrative notifications when users need their credentials reset due to failed log on attempts.

		3.11.5.32 VMS should offer auto-redaction capabilities, to include high-movement and low light video; preferred to minimize the amount of time to redact 30 fps for the entire length of video.

		3.11.5.33 VMS should have the ability to capture data, report on video statistics and provide custom reports.



		3.11.6 Video Storage

		3.11.6.1 Does your storage solution have the ability to upload video from multiple camera units simultaneously?

		3.11.6.2 Storage solution should have the ability to view multiple linked videos simultaneously.

		3.11.6.3 Solution should have two tier storage capacity for active video and long term storage needs as defined by the State.

		3.11.6.4 Does proposed solution offer storage options for ‘unlimited storage’ of body camera video evidence?

		3.11.6.5 Does your system provide a method to upload videos, via an access point?  Please describe your process.

		3.11.6.6 Is your system compatible with an EnGenius ENS500EXT access point?

		3.11.6.7 Does solution have the ability to maintain and export audit trail along with video?

		3.11.6.8 Define maximum storage capacity, if any.

		3.11.6.9 Describe the capability of proposed solution to provide the State with the ability to export/download and migrate original recordings with all metadata to other storage media or, local storage inclusive of all metadata and chain of custody in...

		3.11.6.10 Describe archival, hot and cold cloud storage solutions.

		3.11.6.11 Describe archival solutions for server storage, if applicable.

		3.11.6.12 Discuss different cost savings as defined by various storage solutions (active vs. long-term storage of files).

		3.11.6.13 Describe capability to respond to requests to pull video from ‘cold cloud storage’, including time required to download video from storage.

		3.11.6.14 Describe your solution to upload video in the rural areas that only have a maximum broadband speed of 1.5 Mbps



		3.11.7 System Security

		3.11.7.1 The VMS shall meet the minimal security requirements for the Criminal Justice Information Services (CJIS) Policy.  In particular, the VMS shall comply with Policy Areas 2 through 13 in Section 5 of the CJIS Policy.  The CJIS Policy can be vie...

		A.  Will access to Criminal Justice Information (CJI) within a cloud environment fall within the category of remote access? (Section 5.5.6 Remote Access found in the above link)



		3.11.7.2 Will advanced authentication (AA) be required for access to CJI within a cloud environment (Section 5.6.2.2 Advanced Authentication, 5.5.2.2.1 Advanced Authentication Policy and Rationale found in the link under 3.11.7.1)

		3.11.7.3 Does your cloud service provider’s datacenter(s) used in the transmission or storage of CJI meet all the requirements of a physically secure location? (Section5.9.1 Physical Secure Location found in the link under 3.11.7.1)

		3.11.7.4 Are the encryption requirements being met? (Section 5.10.1.2 Encryption found in the link under 3.11.7.1)

		3.11.7.5 Who will be providing the encryption as required in the CJIS Security Policy? (Client or cloud service provider)

		3.11.7.6 Is the data encrypted while at rest and in transit?

		3.11.7.7 What are the cloud service provider’s incident response procedures? (Section 5.3 Policy Area 3: Incident Response found in the link under 3.11.7.1)

		3.11.7.8 Will the cloud subscriber be notified of any incident?

		3.11.7.9 If CJI is compromised, what are the notification and response procedures?

		3.11.7.10 Is the cloud service provider a private contractor/vendor?

		3.11.7.11 If so, they are subject to the same screening and agreement requirements as any other private contractors hired to handle CJI. (Section 5.1.1.5 Private Contractor User Agreements and CJIS Security Addendum; 5.12.1.2 Personnel Screening for C...

		3.11.7.12 Will the cloud service provider allow the CSA and FBI to conduct compliance and security audits? (Section 5.11.1 Audits by the FBI CJIS Division; 5.11.2 Audits by the CSA found in the link under 3.11.7.1)

		3.11.7.13 The State may verify that Contractor is in compliance with CJIS by requesting a compliance audit of Contractor’s technology deployment through the CJIS Systems Agency to the Federal Bureau of Investigation (FBI).  The FBI CJIS Division shall...

		3.11.7.14 System shall provide full conformance to Federal Information Processing Standards (FIPS) Publication.

		3.11.7.15 VMS shall provide user authentication with a unique username and password.

		3.11.7.16 VMS will allow for authorized users to be established based on various roles and permissions by the System Administrator.

		3.11.7.17 VMS will offer optional IP access restriction and security challenge questions upon access from an unknown or previously used location.

		3.11.7.18 Any access to stored video shall be maintained in an automatic log or audit trail showing users that have viewed, shared or copied video to an external source (e.g. CD/DVD, local storage, etc.), and the audit trail should be capable of being...

		3.11.7.19 Log activities performed by specific user ID, IP address and time/date stamp all activities.

		3.11.7.20 System Administrators shall have the ability to administratively manage accounts and assign rights and permissions to system users.

		3.11.7.21 VMS shall provide ability to set an unsuccessful access attempt limit and suspend IDs after reaching the unsuccessful access threshold.

		3.11.7.22 VMS shall provide ability to send alerts to System Administrators for unauthorized access attempts.

		3.11.7.23 VMS shall enable automatic logoff of ID after a defined period of session inactivity, and perform subsequent re-log-on password authentication.

		3.11.7.24 VMS shall provide ability to configure password parameters such as password lengths, user access to expiration settings and other behaviors, enabling alphanumeric characters, etc.

		3.11.7.25 VMS shall provide ability to lock out user or group ID.

		3.11.7.26 Vendor will provide a detailed explanation of data security standards, to include but not limited to: defining the physical environment, location of all host servers; protections against natural and man-made disasters; encryption; transfer; ...

		3.11.7.27 Describe security standards for hardware (cameras) in place to prevent data from being accessed in the event a camera is lost or stolen.

		3.11.7.28 Vendor will describe any previous loss of data occurring from criminal actions, as well as other issues that impact data integrity, such as unauthorized data access by contract personnel.

		3.11.7.29 Provide a non-technical means for field personnel to remotely view stored video without altering original file (other than applying metadata to file).

		3.11.7.30 Describe ability of system to enforce password expiration.

		3.11.7.31 Describe ability of system to limit concurrent sessions.

		3.11.7.32 Describe ability of system to log changes to administrative functions.



		3.11.8 Information Security

		3.11.8.1 Vendor shall encrypt transmission of confidential data when transferred through publicly accessible networks such as the Internet.

		3.11.8.2 Vendor shall ensure all transmission of information data files are transferred through a Secure Socket Layer (SSL), which creates a 128 bit encrypted connection which is password protected.  All data files that are on Vendor’s servers are enc...

		3.11.8.3 All input data transmitted across public networks (all networks other than the State’s) shall be encrypted during transit and decrypted electronically during processing to produce non-confidential output data.  The decrypted data shall not be...

		3.11.8.4 The System shall have a host-based firewall technology preventing inappropriate/ unauthorized access.  Vendor shall provide the following:

		A.  All intrusion detection system monitoring for unauthorized access attempts.

		B.  Must run anti-virus software.

		C.  Monitor daily logs for potential intrusions, file integrity.

		D.  Only allow access by uniquely assigned and auditable IDs.

		E.  All data transfers and administrative access must be in an encrypted format.





		3.11.9 In-Car Video Integration

		3.11.9.1 BWC must have the ability to record audio for the In-car video system.

		3.11.9.2 BWC must have the ability to activate recording off the In-Car video systems automatic triggers.





		3.12 IN-CAR VIDEO

		3.12.1 Standard Specifications

		3.12.1.1 All mobile video systems and related audio equipment must conform to the applicable minimum standards as set by the following: Electronic Industries Association (EIA);

		3.12.1.2 Federal Communications Commission (FCC) rules/ regulations;

		3.12.1.3 Institute of Electrical and Electronic Engineers (IEEE);

		3.12.1.4 International Electro-technical Commission (IEC);

		3.12.1.5 International Organization for Standardization (ISO);

		3.12.1.6 National Fire Protection International (NFPA);

		3.12.1.7 National Highway Transportation Safety Administration (NHTSA);

		3.12.1.8 Society of Automotive Engineers (SAE);

		3.12.1.9 Underwriters Laboratories Inc. (UL); and

		3.12.1.10 Vendors must provide documentation that validates that their systems adhere to the minimum specifications in the International Association of Chief of Police (IACP) Specifications for In-Car Video (dated 11/21/2008), and that the technology ...



		3.12.2 Video System Specifications

		3.12.2.1 The minimum acceptable components consist of the following parts:

		A.  Front camera;

		B.  Back seat camera;

		C.  Color LED monitor with audio;

		D.  Body worn camera must act as a wireless transmitter for audio with in-car & home charger;

		E.  Covert secondary hard-wired microphone;

		F.  Digital Video Recorder- DVR;

		G.  Integrated GPS receiver and antenna;

		H.  Collision sensor;

		I.  Controller center;

		J.  Means to transfer media data from In-car to storage solution;

		K.  Video viewer capability;

		L.  Hardware/software necessary to submit videos as evidence;

		M.  All mounts and cables for power, interfaces, cameras, and antennas;

		N.  Documentation;

		O.  Warranty and maintenance;

		P.  Training; and

		Q.  Shipping and handling.



		3.12.2.2 The digital video recorder (DVR) offered shall be in full commercial production.  Prototypes will not be considered.

		3.12.2.3 Programming of the in-car recording system shall be restricted to authorized personnel only.

		3.12.2.4 All controls and indicators shall have adjustable backlighting.

		3.12.2.5 The officer shall have the option of recording primary, rear-facing, or both cameras simultaneously.

		3.12.2.6 A collision sensor covering 360 degrees, to trigger recordings, without requiring connection to the vehicles airbag system, shall be included.  If a collision is detected, the video recorder (including pre-event memory) shall be automatically...

		3.12.2.7 The in-car digital video system shall be provided with all necessary cables and hardware (e.g. fuse holders, mounting brackets) required for installation.

		3.12.2.8 Each digital video recording system shall be supplied with a comprehensive installation/ programming/ operations manual.  The manual shall specify all brackets, hardware and mounting locations for installing camera systems.



		3.12.3 Digital Video Recorder (DVR)

		3.12.3.1 The DVR shall mount in standard equipment consoles between the seats, or overhead.

		3.12.3.2 No permanent modifications shall be required to install the DVR system.

		3.12.3.3 The DVR system shall be capable of being installed as to not hinder the operation of the police unit.

		3.12.3.4 The DVR shall be capable of recording two video inputs from a powerful zoom, forward-facing camera, and a wide-angle rear-facing camera.

		3.12.3.5 The DVR shall provide a choice of at least one of the following upload options.

		A.  Wireless Ethernet- provided 802.11n base station includes encryption, supports multiple simultaneous uploads and is upwardly scalable.  The system should be capable of comfortably uploading from multiple vehicles in the regional command centers (d...

		B.  Removable Hard Disc Drive (HDD) with provided hard drive docking stations that support plug and play hard drive insertion.

		C.  Removable Compact Flash Device-Device with provided docking stations that support plug-and-play flash card insertion.

		D.  Cellular - Upload media via LTE connectivity that is compatible with the Feeney Wireless Skyus-X modem.

		E.  If necessary, itemize and include the cost of media needed to allow officers the ability to rotate media between their vehicles and evidence technicians.



		3.12.3.6 The DVR shall have the ability to record up to 8 hours of video before reaching the capacity of the storage media at maximum resolution.  For the recording media available, specify the recording and playback times, resolution, and MB per second.

		3.12.3.7 Video resolution, frame rates, and quality on the DVR shall be preset but can be changed by an administrator.  These settings shall be independently configurable for recording modes of both video cameras.   Please specify levels for:

		A.  video resolution

		B.  video frame rate

		C.  video quality



		3.12.3.8 The DVR shall require a security feature (key, admin software rights) to prevent unauthorized users from accessing the on-screen menus to adjust video settings and perform file management functions.

		3.12.3.9 The DVR shall include a GPS receiver to provide vehicle position, course and speed information.  The GPS receiver shall also be used to set the internal DVR clock to the proper time and date so that all vehicles display and record proper time.

		3.12.3.10 The DVR shall include indicators visible outside of the vehicle to confirm that the system is recording and that the wireless audio transmitter is activated.  This indicator does not need to be visible to occupants inside the vehicle.

		3.12.3.11 The DVR shall be capable of initiating a recording by both automatic and manual means.  The DVR shall begin recording automatically when any of the following are activated:

		A.  Vehicle's emergency/pursuit lights;

		B.  Siren, and

		C.  The systems integrated crash sensor.  (This activation shall include capturing the "look back" buffer memory to video-record the collision, should it be in view of the active camera.



		3.12.3.12 The audio input associated with the forward-facing camera shall record audio using the internal microphone inside the vehicle.  When the wireless audio transmitter/BWC is activated, the audio input shall be automatically switched to the wire...

		3.12.3.13 The DVR shall include a programmable pre-event recording mode allowing it to capture images a minimum of 30 seconds prior to the activation of the RECORD mode.  Specify pre-event recording capability of proposed DVR.

		3.12.3.14 The DVR shall be capable of capturing date/time, user identification information, emergency light indication, siren indication, speed indication (w/ radar interface), braking indication, and whether the microphone is activated.  The informat...

		3.12.3.15 The DVR shall allow video to be played back in the vehicle.  When the DVR PLAY button is pressed a list of all prior recordings shall appear on the display screen provided.

		3.12.3.16 The DVR shall record video in a format that allows playback on multiple devices.

		3.12.3.17 The DVR shall provide a means to ensure the integrity of the recorded video has not been compromised.  The video must be able to be authenticated at any time, including when it is played back outside of the police vehicle.

		3.12.3.18 The DVR shall provide a means to ensure the integrity of the recorded video has not been compromised.  The video must be able to be authenticated at any time, including when it is played back outside of the police vehicle.

		3.12.3.19 The Control Center/DVR firmware shall allow in-system programming for future updates.  Please describe how updates are made.

		3.12.3.20 The DVR or related display (Mobile Data Computer, tablet etc.)  shall have backlit controls for record; stop; play/pause; forward/reverse, fast forward/ reverse; trace, and lighted indicators for power on; record; and play.

		3.12.3.21 The power control switch shall allow the DVR to automatically power on after the vehicle’s ignition is switched on.

		3.12.3.22 The DVR shall automatically power down after the vehicle’s ignition is turned off provided the DVR is not in “Record” and is not in the process of downloading files or other type of file save.

		3.12.3.23 The DVR should provide a means to tag an incident at the time it is recorded with  a priority designation.  Once a recording is stopped, the DVR should automatically prompt the officer to select from the pre-defined drop-down list(s).

		3.12.3.24 The DVR shall be capable of operating within the range of interior temperatures found within a law enforcement vehicle in Nevada without the need for supplemental heating or cooling.  Specify your DVR’s operating range and acceptability for ...



		3.12.4 Compact CCD Color Camera

		3.12.4.1 The low-light CCD color camera shall use a Sony EXview® HAD CCD or equivalent image sensor to provide high quality nighttime images while minimizing blooming and glaring from bright sources of light.  Proof of “equal” shall be the responsibil...

		3.12.4.2 The forward-facing camera shall be a solid state imaging system that is not subject to burn in, or interference by magnetic fields.

		3.12.4.3 The forward-facing camera shall operate within the range of temperatures from 0 to 120 degrees Fahrenheit or between -17.8 and 48.9 degrees Celsius.

		3.12.4.4 The camera shall be compact so as not to obstruct the driver’s forward or peripheral view thru the windshield, or provide any obstruction of factory installed airbags or mirrors.

		3.12.4.5  The camera shall be a single unit, including power lens, mounted on the windshield or roof of the vehicle and operate on 12 VDC power source.

		3.12.4.6 The camera shall provide a minimum field of view of 24 feet width at distance of 35 feet (40 degrees).

		3.12.4.7 The camera shall have manual and automatic focus capabilities, which are user selectable.

		3.12.4.8 The front camera should have a minimum 120X zoom (10x optical zoom with 12x digital zoom).  Specify mode.

		3.12.4.9 The minimum LUX rating of the forward facing camera shall be rated at less than 1 LUX at full shutter speeds and 0.05 LUX in night view mode.

		3.12.4.10 The camera shall automatically adjust for varying light levels from day to night.  The camera and lens will be equipped with auto focus, automatic exposure, and automatic white balance.

		3.12.4.11 The camera shall have a minimum color resolution of 450 horizontal lines.

		3.12.4.12 All cameras shall default to auto focus.  An override system should be configurable to prevent operation while the vehicle is in motion.

		3.12.4.13 The camera shall offer a signal-to-noise ratio of at least 46db.

		3.12.4.14 The camera shall have backlight compensation setting.

		3.12.4.15 The camera shall be compact.  List the size and weight of the proposed CCD camera.

		3.12.4.16 The camera shall mount with a heavy-duty controlled pivot mount that does not obstruct the driver’s field of view.  Camera shall be able to be rotated 360 degrees and can pan and tilt to +/- 90 degrees.  Adjustment shall require no tools.

		3.12.4.17 An optional rear view camera shall be available.



		3.12.5 Back Seat Cameras

		3.12.5.1 The back-seat camera shall utilize a micro compact with wide angle 1/3” Super HAD image device (or equivalent) with approximately 420 lines of resolution.  Proof of “equal” shall be the responsibility of the bidder and shall be submitted with...

		3.12.5.2 The rear-facing camera shall be capable of being mounted covertly in the cab.

		3.12.5.3 The rear facing camera shall be capable of recording the entire rear seat area of the police vehicle.

		3.12.5.4 The rear-facing camera shall have a minimum lux rating of .03.  Specify the rating.

		3.12.5.5 The rear-facing camera shall utilize infrared illumination to capture video in no-light conditions.



		3.12.6 Compact Color LCD Monitor

		3.12.6.1 The monitor shall be a full color high quality LCD, active matrix (TFT) screen that measures at least 3.0” measured diagonally.

		3.12.6.2 The monitor shall be capable of displaying a live picture from the camera when powered, even if recording is not in progress.

		3.12.6.3 The monitor shall operate between 32 and 120 degrees Fahrenheit.

		3.12.6.4 The monitor shall include a system speaker, with volume control, to provide monitoring of live audio or playback from all system microphones.

		3.12.6.5  The monitor shall have controls/indicators that mimic the DVR and include record; stop; play/pause; forward/reverse; brightness; volume; and power.  The monitor should also include a button for disabling the monitor when the system in standb...

		3.12.6.6 The monitor should have the capability to display: date/time, user identification information, emergency light indication, siren indication, latitude and longitude, speed (w/ radar interface), braking indicator and microphone activation indic...

		3.12.6.7 The monitor should support a full-screen video mode (without the auxiliary data) using a single key press on the control center.

		3.12.6.8 The monitor shall operate independently from the recording device.  For covert operation it should possible to operate the DVR in RECORD mode with the monitor turned off.

		3.12.6.9 The monitor shall be provided with an adjustable mounting bracket that will allow it to be mounted in a variety of locations within the law enforcement vehicle.

		3.12.6.10 The monitor shall have the capability to display the approximate amount of storage remaining on the media in an HH:MM format.  An audible beep or other form of tone shall warn operator prior to or when there is 10%, or less, time remaining o...



		3.12.7 Microphones

		3.12.7.1 The system shall come equipped with a digital wireless microphone that is incorporated into the BWC and an in-car microphone.  The in-car microphone shall be mountable anywhere within the vehicle.

		3.12.7.2 Audio from the interior microphone and the wireless microphone/BWC shall record on separate audio channels.

		3.12.7.3 The wireless microphone/BWC shall be self-contained and include a re-chargeable battery; mountable charger/docking station; internal microphone; internal antenna.  Transmitters that rely on the microphone cable for an antenna, or which utiliz...

		3.12.7.4 The wireless microphone/BWC system shall be FCC type accepted.

		3.12.7.5 The wireless microphone/BWC shall have a minimum effective operating range 1,000 feet under line-of-sight conditions.

		3.12.7.6 The wireless microphone/BWC must have a minimum stand-by battery life of ten (10) hours without recharging or additional batteries, with pre-record on.

		3.12.7.7 The wireless microphone/BWC should be capable of automatically activating the DVR system; additionally, the wireless audio transmitter/BWC shall be capable of being activated by the DVR system when a recording is started.



		3.12.8 Control Center

		3.12.8.1 The control center shall be compact in design and mounted overhead, or in the equipment console between the seats.

		3.12.8.2 The control center shall not obstruct the driver’s forward or peripheral view or provide any obstruction of factory installed airbags or mirrors.

		3.12.8.3 The control center shall not require any permanent modifications to the police vehicle.

		3.12.8.4 The control center shall accommodate the mounting of the front and rear-facing cameras, the monitor and keypad.



		3.12.9 Video Viewing Software/Hardware

		3.12.9.1 A video viewer/software shall be provided to allow recorded video files to be played on any computer and display date/time, user identification, emergency light indication, siren indication, latitude and longitude, speed (w/ radar interface),...

		3.12.9.2 Support for this software shall include version updates provided free of charge for the lifetime of the system.

		3.12.9.3 Vendors shall provide all hardware (media readers/drives) and software necessary duplicate, share and present digital video in a court acceptable format.  Please describe transfer steps needed to convert captured video to court acceptable evi...

		3.12.9.4 The video management software should be capable of converting a video from the proprietary format to the standard DVD Video format, and authoring a DVD capable of being played in a standard DVD player.



		3.12.10 Server Based Video Management System (VMS)

		3.12.10.1 VMS shall either be an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the internet to multiple users s...

		3.12.10.2 The VMS should include infrastructure in our Northern, Southern, and Central regional command offices to assure downloading of all rural substations into the regional command centers to which they report (see Table 3.8.A).

		3.12.10.3 The VMS shall be a turn-key component and fully installed, serviced, warranted, and maintained by the vendor.

		3.12.10.4 The VMS should include video storage servers or equivalent for all regional offices to capture video information, workstation(s) for managing and viewing stored video, equipment racks to mount equipment, and uninterruptible power supplies (U...

		3.12.10.5 The VMS should provide a configurable archive unit that can automatically archive video copies based on set parameters, and copy video files to a DVD-Video or equivalent court acceptable format.

		3.12.10.6 Pricing for the VMS shall be provided on the In-Car Video Cost in the vendor’s response.  Pricing must be included for all proposed hardware (workstations, servers, archiving hardware, video backup systems, access points), wiring, software, ...

		3.12.10.7 If a server based video management back office component is proposed, a schematic of the back end infrastructure shall be included with responses to the RFP.

		3.12.10.8 The VMS file storage shall be equipped with sufficient storage to comfortably manage video that would be generated from cars depicted in the scope of work in this RFP.  List and itemize the size of proposed storage for each regional command ...

		3.12.10.9 If wireless downloading capability is proposed for vehicles assigned to each regional office, provide download times for video captured based on the video compression and resolution capabilities of proposed cameras, the proposed number of ac...

		3.12.10.10 The VMS shall include a database that contains a record for each recorded video file.  The database shall store sufficient information to support the search capabilities and provide chain-of-evidence documentation.

		3.12.10.11 The VMS shall be capable of searching stored video files by: department ID, time, date, officer ID, vehicle ID, camera, recording mode, and status (online or archived).

		3.12.10.12 The VMS shall be capable of providing custom fields that may be used to store department-defined information (e.g. suspect’s name, license plate number, etc.).

		3.12.10.13 The VMS should allow videos to be categorized using department-defined drop-down lists.  This classification shall be used for searching and to define how long each category of video is to be kept before it is automatically deleted.

		3.12.10.14 The VMS shall provide a means to ensure the integrity of the recorded video.  Video integrity must be checked when the video is uploaded, anytime it is played back or archived, and shall be verifiable on demand.

		3.12.10.15 The VMS shall provide the capability to duplicate, share and present digital video in a court acceptable format.  Describe the transfer steps, if any, needed provide video to the courts as acceptable evidence.  Describe the way and format t...

		3.12.10.16 When a video file is copied or archived to digital media, the Video Management Software shall store a unique archive ID and maintain a virtual directory to recall the archived video file(s).

		3.12.10.17 The Video Management Software shall be capable of converting a video from the proprietary format to the standard DVD Video format, and authoring a DVD capable of being played in a standard DVD player.

		3.12.10.18 The support for this software shall include version updates and be provided free of charge to the agency for the lifetime of the system.



		3.12.11 Control Center Specifications

		3.12.11.1 An optional radar interface shall integrate directly with the Agency Bee III radar equipment.  Collected information shall include speed of the target, the “locked” target speed, and the patrol vehicle.

		3.12.11.2 The State is interested in a system that can be configured for motorcycle use.  All of the specifications described for the DVR and wireless microphone shall be applicable.  Is a motorcycle option available for your solution?  If so, does th...



		3.12.12 Officer Safety

		3.12.12.1 All equipment shall be capable of installation in the following vehicles while still meeting the other requirements stated herein:  Chevrolet Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan and Ford F150 Pick-up.

		3.12.12.2 Describe dimensions and vehicle mounting options for your camera, recorder, wireless microphone, transmitter/ receiver and any other required equipment.

		3.12.12.3 Equipment must not be installed in such as manner as to interfere with a passenger in the front passenger seat.

		3.12.12.4 No part of the system shall interfere in any way with the driver’s field of view.  The camera shall be a single unit, including power lens, mounted on the windshield or roof of the vehicle and operate on 12 VDC power source All connections t...

		3.12.12.5 The in-car system shall be protected from damage due to input of voltage, reverse polarity, and electrical transients that may be encountered.

		3.12.12.6 No item installed in the interior of the passenger compartment shall increase the risk of injury to occupants during events related to a vehicle crash.

		3.12.12.7 Any items installed in the interior of the vehicle shall meet the requirements stated in Federal Motor Vehicle Safety Standard 201 [October 1, 2002] Occupant Protection in Interior Impact as referenced in the In-Car Video Camera Systems Perf...

		3.12.12.8 All controls and components should be located and designed to minimize driver distraction.  The control pad should be designed and organized to minimize officer workload.  The record button should be readily identifiable by size, color, loca...

		3.12.12.9 System components shall be capable of being illuminated for ready identification during periods of darkness.  The illumination level shall be capable of being controlled over a range from bright to dark.

		3.12.12.10 All wiring shall meet industry standards applicable to the wire application including Underwriters Laboratory (UL) as well as the Society of Automotive Engineers (SAE).

		3.12.12.11 Manufacturers shall provide information in their installer’s guide or owner’s manual that specifies the proper wiring, fuses, connectors, connection points with the vehicle electrical system and grounding points.

		3.12.12.12 No parts that can come into contact with human skin shall be allowed to reach a temperature capable of causing a burn injury, Reference UL 60950 “Safety of Information Technology Equipment” as amended December 1, 2000.

		3.12.12.13 Any system component carried on the officer’s person shall meet all Underwriters Laboratory Standards for shock/electrocution and burn prevention.  All batteries used in such devices shall meet Underwriters Laboratory Standards for safety.

		3.12.12.14 The In-Car Video System shall operate on a power source that is filtered, regulated, and short-circuit protected.  The voltage supplied to the In-Car Video System components shall meet the manufacturer’s specifications and shall not vary wi...



		3.12.13 Reliability

		3.12.13.1 The video systems shall maintain consistent audio/visual recording quality.  The in-car recording system shall not be affected by transmissions from the police communication or interference from the following sources: high-powered television...

		3.12.13.2 All equipment shall have a lifecycle of at least 3 years under law enforcement agency usage, or have replacement coverage under warranty and maintenance.  Please provide expected lifecycle for all video system components.

		3.12.13.3 When in operation, the mobile video system must not generate electromagnetic or radiation that interferes with communications or other electronic equipment found within a police vehicle.

		3.12.13.4 Loss of power to the system shall not cause loss of any recorded data or result in the unit requiring reprogramming, reloading of software or operating system software.

		3.12.13.5 The video system shall be able to return to a “ready to record” mode after sudden loss of power without requiring user intervention.

		3.12.13.6 The system’s timekeeping device and the vehicle’s identifier shall be protected by a system battery backup to prevent loss of information in the event the vehicle battery is disconnected for up to a minimum of fourteen (14) days.

		3.12.13.7 Date and time within video system shall be self-adjusting for daylight savings time and leap years.

		3.12.13.8 The video system shall have self-charging backup battery that continues recording upon loss of power, and should gracefully shutdown prior to available power being exhausted.  The battery backup should power the system for at least 2 minutes...



		3.12.14 Training/Documentation

		3.12.14.1 The vendor shall offer and provide, at no additional cost, training to all end users on the use of the video system and video viewing software.

		3.12.14.2 The vendor shall offer and provide, at no additional cost, training to electronic technicians at their Reno, Elko, and Las Vegas shop locations.  This training will ensure proper operation, repair, and maintenance of the manufacturer's video...

		3.12.14.3 A system administrator class covering all aspects of the system shall be given at all the DPS/HPD Regional Command sites (Reno, Elko, and Las Vegas) upon award.

		3.12.14.4 Trainers must be experienced instructors who are thoroughly familiar with all technical aspects of the system.

		3.12.14.5 Provide a course syllabus for training classes to be provided with your RFP response.

		3.12.14.6 Vendor shall include documentation for procedures on regular maintenance of video system components.

		3.12.14.7 Vendor shall provide complete service manuals and service bulletins on all electronic components.

		3.12.14.8 Vendor shall provide documentation of system that includes identification of all vehicle equipment and the physical configuration; all configurable system parameters; written installation instructions, user manuals; and system administrator ...



		3.12.15 Installation

		3.12.15.1 Describe your approach for installing camera systems if this service is requested by the State.  The State reserves the right to do such installations either through its fleet shops, or through an accessory installation contract.

		3.12.15.2 Provide an installation price per camera unit for each regional office.

		3.12.15.3 Specify the companies that will provide installation of camera systems in our Reno, Elko and Las Vegas regional offices if requested by the State.







		4. COMPANY BACKGROUND AND REFERENCES

		4.1 VENDOR INFORMATION

		4.1.1 Vendors must provide a company profile in the table format below.

		4.1.2 Please be advised, pursuant to NRS 80.010, a corporation organized pursuant to the laws of another state must register with the State of Nevada, Secretary of State’s Office as a foreign corporation before a contract can be executed between the S...

		4.1.3 The selected vendor, prior to doing business in the State of Nevada, must be appropriately licensed by the State of Nevada, Secretary of State’s Office pursuant to NRS76.  Information regarding the Nevada Business License can be located at http:...

		4.1.4 Vendors are cautioned that some services may contain licensing requirement(s).  Vendors shall be proactive in verification of these requirements prior to proposal submittal.  Proposals that do not contain the requisite licensure may be deemed no...

		4.1.5 Has the vendor ever been engaged under contract by any State of Nevada agency?

		4.1.6 Are you now or have you been within the last two (2) years an employee of the State of Nevada, or any of its agencies, departments, or divisions?

		4.1.7 Disclosure of any significant prior or ongoing contract failures, contract breaches, civil or criminal litigation in which the vendor has been alleged to be liable or held liable in a matter involving a contract with the State of Nevada or any o...

		4.1.8 Vendors must review the insurance requirements specified in Attachment E, Insurance Schedule for RFP 3273.  Does your organization currently have or will your organization be able to provide the insurance requirements as specified in Attachment E.

		4.1.9 Company background/history and why vendor is qualified to provide the services described in this RFP.  Limit response to no more than five (5) pages.

		4.1.10 Length of time vendor has been providing services described in this RFP to the public and/or private sector.  Please provide a brief description.

		4.1.11 Financial information and documentation to be included in Part III, Confidential Financial Information of vendor’s response in accordance with Section 9.5, Part III – Confidential Financial Information.

		4.1.11.1 Dun and Bradstreet Number

		4.1.11.2 Federal Tax Identification Number

		4.1.11.3 The last two (2) years and current year interim:

		A.  Profit and Loss Statement

		B.  Balance Statement







		4.2 SUBCONTRACTOR INFORMATION

		4.2.1 Does this proposal include the use of subcontractors?

		4.2.1.1 Identify specific subcontractors and the specific requirements of this RFP for which each proposed subcontractor will perform services.

		4.2.1.2 If any tasks are to be completed by subcontractor(s), vendors must:

		A.  Describe the relevant contractual arrangements;

		B.  Describe how the work of any subcontractor(s) will be supervised, channels of communication will be maintained and compliance with contract terms assured; and

		C.  Describe your previous experience with subcontractor(s).



		4.2.1.3 Vendors must describe the methodology, processes and tools utilized for:

		A.  Selecting and qualifying appropriate subcontractors for the project/contract;

		B.  Ensuring subcontractor compliance with the overall performance objectives for the project;

		C.  Ensuring that subcontractor deliverables meet the quality objectives of the project/contract; and

		D.  Providing proof of payment to any subcontractor(s) used for this project/contract, if requested by the State.  Proposal should include a plan by which, at the State’s request, the State will be notified of such payments.



		4.2.1.4 Provide the same information for any proposed subcontractors as requested in Section 4.1, Vendor Information.

		4.2.1.5 Business references as specified in Section 4.3, Business References must be provided for any proposed subcontractors.

		4.2.1.6 Vendor shall not allow any subcontractor to commence work until all insurance required of the subcontractor is provided to the vendor.

		4.2.1.7 Vendor must notify the using agency of the intended use of any subcontractors not identified within their original proposal and provide the information originally requested in the RFP in Section 4.2, Subcontractor Information.  The vendor must...





		4.3 BUSINESS REFERENCES

		4.3.1 Vendor must provide at least three (3) law enforcement agencies within the last two (2) years as references, for which it is verifiable that the vendor has deployed at least 100 active BWS’s that have been in service for at least six (6) months ...

		4.3.2 Vendors must provide the following information for every business reference provided by the vendor and/or subcontractor:

		4.3.3 Vendors must also submit Attachment F, Reference Questionnaire to the business references that are identified in Section 4.3.2.

		4.3.4 The company identified as the business references must submit the Reference Questionnaire directly to the Purchasing Division.

		4.3.5 It is the vendor’s responsibility to ensure that completed forms are received by the Purchasing Division on or before the deadline as specified in Section 8, RFP Timeline for inclusion in the evaluation process.  Reference Questionnaires not rec...

		4.3.6 The State reserves the right to contact and verify any and all references listed regarding the quality and degree of satisfaction for such performance.
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4. COMPANY BACKGROUND AND REFERENCES 
 


4.1 VENDOR INFORMATION 
 


4.1.1 Vendors must provide a company profile in the table format below. 
 


Question Response 
Company name: TASER International, Inc.  
Ownership (sole proprietor, partnership, etc.): Corporation 
State of incorporation: Delaware 
Date of incorporation: January 5, 2001 
# of years in business: 23 
List of top officers: Rick Smith, CEO 


Luke Larson, President 
Doug Klint, General Counsel and 
Secretary  
Dan Behrendt, CFO 
Josh Isner, EVP Global Sales 


Location of company headquarters: 17800 N. 85th Street,  
Scottsdale, AZ 85255 


Location(s) of the company offices: 1100 Olive Way, Suite 1300 
Seattle WA 98101 


Location(s) of the office that will provide the 
services described in this RFP: 


Both locations.  


Number of employees locally with the 
expertise to support the requirements 
identified in this RFP: 


20 


Number of employees nationally with the 
expertise to support the requirements in this 
RFP: 


20 


Location(s) from which employees will be 
assigned for this project: 


Both locations.  


 
4.1.2 Please be advised, pursuant to NRS 80.010, a corporation organized pursuant to 


the laws of another state must register with the State of Nevada, Secretary of State’s 
Office as a foreign corporation before a contract can be executed between the State 
of Nevada and the awarded vendor, unless specifically exempted by NRS 80.015. 


 
TASER confirms its understanding.  
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4.1.3 The selected vendor, prior to doing business in the State of Nevada, must be 
appropriately licensed by the State of Nevada, Secretary of State’s Office pursuant 
to NRS76.  Information regarding the Nevada Business License can be located at 
http://nvsos.gov. 


 
Question Response 


Nevada Business License Number: Entity Number: E0528162013-4 
NV Business ID:   NV20131641254 


 


Legal Entity Name: TASER International, Inc.  
 


Is “Legal Entity Name” the same name as vendor is doing business as? 
 


Yes X No  
 


If “No”, provide explanation. 
 


4.1.4 Vendors are cautioned that some services may contain licensing requirement(s).  
Vendors shall be proactive in verification of these requirements prior to proposal 
submittal.  Proposals that do not contain the requisite licensure may be deemed 
non-responsive. 


 
TASER confirms its understanding and is not aware of any required licensure necessary to perform the 
services being requested in this RFP.  
 


4.1.5 Has the vendor ever been engaged under contract by any State of Nevada agency?   
 


Yes X No  
 


If “Yes”, complete the following table for each State agency for whom the work 
was performed.  Table can be duplicated for each contract being identified. 


 
Question Response 


Name of State agency: Las Vegas Metro Police Department 
State agency contact name: Lt. Zehnder 
Dates when services were 
performed: 


1/31/2014 – 1/30/2019 


Type of duties performed: Implementation, training and full rollout 
of the LVMPD’s BWC program. 


Total dollar value of the contract: $1.2 M 
 


4.1.6 Are you now or have you been within the last two (2) years an employee of the 
State of Nevada, or any of its agencies, departments, or divisions? 


 
Yes  No X 


If “Yes”, please explain when the employee is planning to render services, while 
on annual leave, compensatory time, or on their own time? 
 



http://nvsos.gov/

https://nvsos.gov/SOSEntitySearch/CorpDetails.aspx?lx8nvq=RDFVg%252fNY6zgQpkpmlQomnA%253d%253d&nt7=0

https://nvsos.gov/SOSEntitySearch/CorpDetails.aspx?lx8nvq=RDFVg%252fNY6zgQpkpmlQomnA%253d%253d&nt7=0
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If you employ (a) any person who is a current employee of an agency of the State 
of Nevada, or (b) any person who has been an employee of an agency of the State 
of Nevada within the past two (2) years, and if such person will be performing or 
producing the services which you will be contracted to provide under this contract, 
you must disclose the identity of each such person in your response to this RFP, 
and specify the services that each person will be expected to perform. 


 
4.1.7 Disclosure of any significant prior or ongoing contract failures, contract breaches, 


civil or criminal litigation in which the vendor has been alleged to be liable or held 
liable in a matter involving a contract with the State of Nevada or any other 
governmental entity.  Any pending claim or litigation occurring within the past six 
(6) years which may adversely affect the vendor’s ability to perform or fulfill its 
obligations if a contract is awarded as a result of this RFP must also be disclosed. 


 
Does any of the above apply to your company? 


 
Yes  No X 


 
If “Yes”, please provide the following information.  Table can be duplicated for 
each issue being identified. 


 
Question Response 


Date of alleged contract failure or 
breach: 


 


Parties involved:  
Description of the contract 
failure, contract breach, or 
litigation, including the products 
or services involved: 


 


Amount in controversy:  
Resolution or current status of 
the dispute: 


 


If the matter has resulted in a 
court case: 


Court Case Number 
  


Status of the litigation:  
 


4.1.8 Vendors must review the insurance requirements specified in Attachment E, 
Insurance Schedule for RFP 3273.  Does your organization currently have or will 
your organization be able to provide the insurance requirements as specified in 
Attachment E. 


 
Yes X No  


 
Any exceptions and/or assumptions to the insurance requirements must be 
identified on Attachment B, Technical Proposal Certification of Compliance with 
Terms and Conditions of RFP.  Exceptions and/or assumptions will be taken into 
consideration as part of the evaluation process; however, vendors must be specific.  
If vendors do not specify any exceptions and/or assumptions at time of proposal 
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submission, the State will not consider any additional exceptions and/or 
assumptions during negotiations.  
 
Upon contract award, the successful vendor must provide the Certificate of 
Insurance identifying the coverages as specified in Attachment E, Insurance 
Schedule for RFP 3273. 


 
4.1.9 Company background/history and why vendor is qualified to provide the services 


described in this RFP.  Limit response to no more than five (5) pages. 
 
Founded in 1993, we first transformed law enforcement with our conducted electrical devices. Today, 
we continue to define smarter policing with our growing suite of technology solutions, including Axon 
body-worn video cameras and Evidence.com, a secure cloud-based digital evidence management 
platform. TASER is the leader in on-officer video, with over 154,000+ of its Axon body-worn cameras 
and TASER Cams in the field. 
 
TASER incorporated on January 5, 2001 in Delaware as TASER International, Inc. In May 2001, the 
company became publicly traded on the NASDAQ stock exchange (TASR). TASER is an active 
Delaware corporation with its principal place of business in Scottsdale, Arizona. On September 7, 
1993, TASER International, Inc. was first incorporated in Arizona as ICER Corporation. Then, in 
December 1993, ICER Corporation changed its name to AIR TASER Inc. Thereafter, in April 1998, 
AIR TASER, Inc. changed its name to TASER International, Incorporated. 
 
Company Vision 
 
TASER’s Mission: Protect Life. Protect Truth. 
TASER’s Conducted Electronic Weapons (CEWs) are used worldwide by law enforcement, military, 
correctional, professional security, and personal protection markets. TASER CEWs use proprietary 
technology to incapacitate dangerous, combative, or high-risk subjects who pose a risk to law 
enforcement/correctional officers, innocent citizens, or themselves; and CEWs are generally 
recognized as a safer alternative to other uses of force. TASER CEW technology protects life, and the 
use of TASER devices dramatically reduces injury rates for law enforcement officers and suspects. 
Today, over 17,000 law enforcement agencies use TASER CEWs, and they are used in more than 40 
countries worldwide.  
 
Years of working with law enforcement deploying our CEW solutions gave us insight into the needs of 
law enforcement in a technological world. This led us to investing in the development of a digital 
evidence management solution. Evidence.com is a new division of TASER International, the same 
company that transformed law enforcement with conducted electrical weapons. Now we’re doing it 
again with wearable technology and digital evidence management, all toward the end goal of saving 
lives and protecting truth.  
 
Our Values 
At TASER, what we do matters: We Protect Life. We Protect Truth. 
 Why we do it matters: We are committed to making this world a safer place. 
 How we do it matters: We’re out to win, but we’re out to win in the right way. We don’t take 


shortcuts to simply win the race. 
 Whether we do it matters: Nothing happens unless you take the first step. We take the initiative to 


change the game. 
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 When we do it matters: There is a time and a place for everything, and sometimes you have to make 
key tradeoffs to move the right things forward. 


 Who you do it with matters: We’re all on this rocket ship together, and when you go on a mission 
you want to have awesome, intelligent, hardworking, and caring people with you. 


 
Our Collaborative Technology Platform 
 
Axon - A Simple, Powerful Platform 
We use technology to simplify the work you do every day throughout the criminal justice system. Our 
connected solutions help you be safer and more efficient, and enable greater transparency with the 
communities you serve. Evidence.com is an end-to-end solution for not only storing data, but also for 
efficiently managing and sharing that data. Our security meets or exceeds industry standards at every 
step so your information is always safe. 
 
TASER’s Axon division creates connected technologies for truth in public safety. As a business unit of 
TASER, Axon builds on a history of innovation in policing, and our hardware and software solutions 
are built specifically for law enforcement. Axon is not just a collection of individual technologies; it is 
a cohesive ecosystem. Every product works together, built by the same team of engineers and supported 
by the same technicians.  
 
Every product – from our Smart Weapons, to our body-worn cameras, in-car cameras, to our digital 
evidence management system – integrates seamlessly with one another and often complements the 
systems and processes you already use. 
 
Axon Interview allows agencies to capture video of witness and suspect interviews, tag it with 
descriptive metadata and automatically transfer it to Evidence.com. Featuring world-class security and 
large-agency support, it is a full interview room video solution that provides critical, defensible 
evidence for the prosecution.  
 
Evidence.com is a scalable, cloud-based system that consolidates all of your digital files, making them 
easy to manage, access and share while maintaining security and chain of custody. Eliminate data silos 
and manage all types of digital media from capture to courtroom, all with one secure system. 
 
The indisputable testimony created by interview footage created an influx of video evidence data that is 
more than most agencies and attorneys can handle. To meet this need, TASER International has 
developed Evidence.com for Prosecutors - a centralized, comprehensive, secure, and scalable digital 
data management system designed for 21st-century law enforcement. 
 
Law Enforcement Specific Technology 
TASER creates connected technologies to protect truth. As a leader in law enforcement technology, 
we're committed to innovation in policing. Our products don't stand alone—they're all part of our 
complete platform. From our Smart Weapons to our body-worn cameras to our digital cloud-based 
evidence management system, every product integrates seamlessly with one another, and often 
complements the systems and processes you already use. 
 
That connectedness doesn't stop at our products. With the features we've built into our solutions, we 
also make it easy for you to connect with partners, from county officials to neighboring agencies to the 
prosecutor working a case. We believe that better and more accessible information can help agencies 
save valuable time and resources, and most importantly reduce crime - only if that information is kept 
safe. That's why we have the best team in the business protecting your data with a fierce commitment to 
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security. 
 
We’ve long made the priorities of law enforcement our own, and their challenges ours to solve. When 
you partner with TASER and Axon, you're gaining a team of product experts, security pros, 
engineering wizards, and technology buffs and former cops. What we have in common is a dedication 
to pushing the boundaries of what's possible with technology, and a commitment to bringing it to law 
enforcement to make the world a safer place. 
 
Axon creates connected technologies for truth in public safety. As a business unit of TASER, Axon 
builds on a history of innovation in policing, and our hardware and software solutions are built 
specifically for law enforcement. Axon is not just a collection of individual technologies; it is a 
cohesive ecosystem. Every product works together, built by the same team of engineers and supported 
by the same technicians. Every product – from our Smart Weapons, to our body-worn and in-car 
cameras, to our digital evidence management system – integrates seamlessly with the other products 
and often complements the systems and processes you already use. 
 
The TASER team has worked diligently for years developing and deploying sustainable body-worn 
camera programs that make a difference to all stakeholders involved – the officer, supervisor, 
administrator, prosecutor, and citizen. It is the company’s intention to evolve this work for years to 
come in collaboration with law enforcement agencies throughout the world. 
 


4.1.10 Length of time vendor has been providing services described in this RFP to the 
public and/or private sector.  Please provide a brief description. 


 
TASER’s mission is simple: protect life and protect truth. TASER provides body-worn cameras to Law 
Enforcement, and has been providing these services for 9 years. Founded in 1993, we first transformed 
law enforcement with our conducted electrical weapons. Today, we continue to define smarter policing 
with our growing suite of technology solutions. Our unique capabilities are best described in three 
categories – wearable devices, mobile applications, and cloud-based evidence management 
solutions. Body-worn devices are providing better intelligence from our streets. Mobile applications are 
leveraging existing technologies to accomplish more of our work with fewer devices. Cloud-based 
computing is enabling all of these tools to work seamlessly and securely together. 
  
Our Solution Is End-To-End with Efficient Workflows 
Cameras and the resulting video evidence can greatly benefit the NHP, but only if they can be easily 
integrated with your officers’ day-to-day activities. Our platform integrates with, but does not impede, 
normal processes. Footage is uploaded automatically while the cameracharges and data can be quickly 
shared by sending a link. The NHP will save hours on manual processes, and because TASER’s digital 
evidence management system is cloud-based, the NHP can adopt video technology 
immediately without building a new infrastructure. 
  
EXPERIENCED AND EVOLVING 
TASER is uniquely suited to meet the end-to-end requirements of the NHP. The TASER team has 
worked diligently for years in developing and deploying sustainable body-worn camera programs that 
make a difference to all stakeholders involved – the officer, supervisor, administrator, prosecutor, and 
citizen. 
  
It is TASER’s intention to evolve this work for years to come in collaboration with law enforcement 
agencies throughout the world. 
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TASER is the market leader in part because our products are backed by a team that is as dedicated to 
your successful deployment as you are. This team of experts is dedicated to assist in your endeavors – 
in production, development, deployment, and long term strategic success. 
  
The TASER Professional Services team consists of a group of highly skilled individuals with in-depth 
knowledge of all TASER products and experience in deploying body camera programs to thousands of 
agencies across the country. 
  
In the past 12 months, TASER’s experienced Professional Services Team has completed over 211 
deployments and has conducted 830 trials and evaluations. This includes a range of TASER’s product 
suite, from Axon cameras, to mobile applications, to Evidence.com, to conducted electrical weapons 
(CEWs). Whatever NHP’s needs, no matter how unique or urgent, this team stands ready to deliver a 
program that establishes a solid foundation for your agency’s success. 
  
Through Axon and Evidence.com, TASER has deployed over 50,000 body worn camera (BWC) units 
and 76,000 TASER cam recorders to the Law Enforcement community, including: 
  


 More than 3,500 police agencies have purchased Axon cameras in the U.S. 
 More than 154,000 cameras have been purchased globally including Axon Body, Axon Flex, and 


TASER Cam recorders. 
 31 members of the Major City Chiefs Association have adopted TASER’s Axon body cameras and 


evidence management suite. 
 More than 5,500 police agencies use Evidence.com and have collectively stored over two Petabytes of 


data on Evidence.com. 


In closing, TASER would like to thank the NHP for its consideration of this Proposal. TASER stands 
ready to deliver any combination of its products and services, as well as to develop additional products 
and services as the agency’s needs evolve. These efforts will be pursued through the continued 
development of wearable devices, mobile applications, and cloud-based computing. We hope to work 
with theNHP through the deployment of these products and solutions in the near future. 
 


4.1.11 Financial information and documentation to be included in Part III, Confidential 
Financial Information of vendor’s response in accordance with Section 9.5, Part III 
– Confidential Financial Information.  


 
Not applicable; TASER is a publically traded company and financial information contained herein is 
publically available at http://investor.taser.com/. Please find TASER’s 2014 – 2015 Annual Reports in 
Part III – Confidential Financial Information.  
 


4.1.11.1 Dun and Bradstreet Number  
 
832176382 
 


4.1.11.2 Federal Tax Identification Number 
 
86-0741227 
 



http://investor.taser.com/
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4.1.11.3 The last two (2) years and current year interim: 
A.  Profit and Loss Statement  
B.  Balance Statement 


 
TASER is a publically traded company and financial information contained herein is publically 
available at http://investor.taser.com/. Please find TASER’s 2014 – 2015 Annual Reports in Part III – 
Confidential Financial Information.  
 


4.2 SUBCONTRACTOR INFORMATION 
 


4.2.1 Does this proposal include the use of subcontractors? 
 


Yes  No X 
 


If “Yes”, vendor must: 
 


4.2.1.1 Identify specific subcontractors and the specific requirements of this 
RFP for which each proposed subcontractor will perform services. 


4.2.1.2 If any tasks are to be completed by subcontractor(s), vendors must: 
 


A.  Describe the relevant contractual arrangements; 
B.  Describe how the work of any subcontractor(s) will be supervised, 


channels of communication will be maintained and compliance 
with contract terms assured; and 


C.  Describe your previous experience with subcontractor(s). 
 


4.2.1.3 Vendors must describe the methodology, processes and tools utilized 
for: 
A.  Selecting and qualifying appropriate subcontractors for the 


project/contract; 
B.  Ensuring subcontractor compliance with the overall performance 


objectives for the project;  
C.  Ensuring that subcontractor deliverables meet the quality 


objectives of the project/contract; and 
D.  Providing proof of payment to any subcontractor(s) used for this 


project/contract, if requested by the State.  Proposal should 
include a plan by which, at the State’s request, the State will be 
notified of such payments. 


4.2.1.4 Provide the same information for any proposed subcontractors as 
requested in Section 4.1, Vendor Information. 


4.2.1.5 Business references as specified in Section 4.3, Business References 
must be provided for any proposed subcontractors. 


4.2.1.6 Vendor shall not allow any subcontractor to commence work until all 
insurance required of the subcontractor is provided to the vendor. 


4.2.1.7 Vendor must notify the using agency of the intended use of any 
subcontractors not identified within their original proposal and 
provide the information originally requested in the RFP in Section 
4.2, Subcontractor Information.  The vendor must receive agency 
approval prior to subcontractor commencing work. 


 



http://investor.taser.com/
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4.3 BUSINESS REFERENCES 


4.3.1 Vendor must provide at least three (3) law enforcement agencies within the last 
two (2) years as references, for which it is verifiable that the vendor has deployed 
at least 100 active BWS’s that have been in service for at least six (6) months for 
each of those references.  


4.3.2 Vendors must provide the following information for every business reference 
provided by the vendor and/or subcontractor: 


The “Company Name” must be the name of the proposing vendor or the vendor’s 
proposed subcontractor.   


BEGIN CONFIDENTIAL INFORMATION – PLEASE SEE PART IB – CONFIDENTIAL 
TECHNICAL INFORMATION 


Reference #: 1. Fort Worth Police Department
Company Name: TASER International, Inc. 


Identify role company will have for this RFP project 
(Check appropriate role below): 


X VENDOR SUBCONTRACTOR 
Project Name: Fort Worth Police Department Axon Cameras 


Primary Contact Information 
Name: CONFIDENTIAL INFORMATION


Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION
Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: 


Alternate Contact Information 
Name: CONFIDENTIAL INFORMATION 
Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION
Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: CONFIDENTIAL INFORMATION


Project Information 
Brief description of the 
project/contract and description of 
services performed, including 
technical environment (i.e., software 
applications, data communications, 
etc.) if applicable: 


FWPD purchased 600 Flex cameras 
circa October 2012.  Since then, they 
have purchased 200 additional Flex 
with another 200 pending for their 
FY17 budget.   


Original Project/Contract Start Date: October 2012 
Original Project/Contract End Date: Ongoing 
Original Project/Contract Value: CONFIDENTIAL INFORMATION 
Final Project/Contract Date: Ongoing 


CONFIDENTIAL INFORMATION



mailto:Jeffrey.Garwacki@fortworthtexas.gov
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Was project/contract completed in 
time originally allotted, and if not, 
why not? 


Yes, all orders were submitted and 
executed in a timely manner. 


Was project/contract completed 
within or under the original budget/ 
cost proposal, and if not, why not? 


Yes, all dollar amounts were firm, fixed 
costs.  No change orders were needed. 


Reference #: 2. Montgomery County Police Department
Company 
Name: TASER International, Inc. 


Identify role company will have for this RFP project 
(Check appropriate role below): 


X VENDOR SUBCONTRACTOR 
Project 
Name: 


Montgomery County Police Department, IMTD-Body Worn 
Camera Systems 


Primary Contact Information 
Name: CONFIDENTIAL INFORMATION
Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION


Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: CONFIDENTIAL INFORMATION


Alternate Contact Information 
Name: CONFIDENTIAL INFORMATION
Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION
Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: CONFIDENTIAL INFORMATION


Project Information 
Brief description of the 
project/contract and description 
of services performed, 
including technical 
environment (i.e., software 
applications, data 
communications, etc.) if 
applicable: 


Body Worn Camera Systems for patrol 
(currently 830 users).  Two camera model 
along with docking stations at district stations 
for charging and uploading.  Evidence storage 
on Evidence.com with (5) year subscription.   


Original Project/Contract Start 
Date: 


Deployment started in April 2016 


Original Project/Contract End 
Date: 


Full deployment ended in June 2016 


Original Project/Contract 
Value: 


CONFIDENTIAL INFORMATION


Final Project/Contract Date: 4/1/16 - 3/31/21 



mailto:scott.roth@montgomerycountymd.gov
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Was project/contract completed 
in time originally allotted, and 
if not, why not? 


Yes 


Was project/contract completed 
within or under the original 
budget/ cost proposal, and if 
not, why not? 


Yes 


Reference #: 3. Sane Diego PD
Company 
Name: TASER International, Inc. 


Identify role company will have for this RFP project 
(Check appropriate role below): 


X VENDOR SUBCONTRACTOR 
Project 
Name: 


San Diego PD Axon Body Cameras 


Primary Contact Information 
Name: CONFIDENTIAL INFORMATION
Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION
Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: CONFIDENTIAL INFORMATION


Alternate Contact Information 
Name: CONFIDENTIAL INFORMATIONA 
Street Address: CONFIDENTIAL INFORMATION
City, State, Zip: CONFIDENTIAL INFORMATION
Phone, including area code: CONFIDENTIAL INFORMATION
Facsimile, including area code: CONFIDENTIAL INFORMATION
Email address: CONFIDENTIAL INFORMATION


Project Information 
Brief description of the 
project/contract and description 
of services performed, 
including technical 
environment (i.e., software 
applications, data 
communications, etc.) if 
applicable: 


San Diego PD deployed over 1000 Axon 
body cameras with Evidence.com licensing 
starting back in July of 2014. They have made 
subsequent add-on purchases since that time 
for more cameras, docks, and user licensing. 
They are also evaluating new product 
releases. 


Original Project/Contract Start 
Date: 


7/1/2014 


Original Project/Contract End 
Date: 


12/31/2014 


Original Project/Contract 
Value: 


CONFIDENTIAL INFORMATION


Final Project/Contract Date: 7/1/2014 
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Was project/contract completed 
in time originally allotted, and 
if not, why not? 


Yes was completed ahead of schedule. 


Was project/contract completed 
within or under the original 
budget/ cost proposal, and if 
not, why not? 


Yes was completed within budget. 


END CONFIDENTIAL INFORMATION – PLEASE SEE PART IB – CONFIDENTIAL 
TECHNICAL INFORMATION 


4.3.3 Vendors must also submit Attachment F, Reference Questionnaire to the business 
references that are identified in Section 4.3.2.  


Attachment F was sent to NHP from each of our three references (Fort Worth PD, Montgomery 
County SO and San Diego PD). 


4.3.4 The company identified as the business references must submit the Reference 
Questionnaire directly to the Purchasing Division. 


Attachment F was sent to NHP from each of our three references (Fort Worth PD, Montgomery 
County SO and San Diego PD). 


4.3.5 It is the vendor’s responsibility to ensure that completed forms are received by the 
Purchasing Division on or before the deadline as specified in Section 8, RFP 
Timeline for inclusion in the evaluation process.  Reference Questionnaires not 
received, or not complete, may adversely affect the vendor’s score in the evaluation 
process.   


Attachment F was sent to NHP from each of our three references (Fort Worth PD, Montgomery 
County SO and San Diego PD). 


4.3.6 The State reserves the right to contact and verify any and all references listed 
regarding the quality and degree of satisfaction for such performance. 


TASER agrees that the State may contact and verify any and all reference information listed regarding 
the quality and degree of satisfaction for such performance. 





		1. PROJECT OVERVIEW

		1.1 GENERAL INFORMATION

		1.1.1 This procurement may be used by multiple agencies within the State of Nevada; however, the Department of Public Safety/Highway Patrol Division (DPS/HPD) shall be the initial user.

		1.1.2 The intention of this procurement is to ensure that the State of Nevada is provided with a solid-state video system which allows for effective recording, viewing and sharing that will withstand the most rigorous of challenges in a court system. ...

		1.1.3 All prices must include inside delivery and be quoted FOB Destination. Delivery locations will include Carson City, Reno, Elko, and Las Vegas, Nevada.

		1.1.4 This contract shall be awarded to one (1) vendor only that can provide both BWC and In-Car Video Integration.

		1.1.5 Systems and components must be available to ship immediately upon award of the contract.

		1.1.6 This contract is anticipated to begin December 13, 2016 for a term of two (2) years, with the option of extension for an additional two (2) years.

		1.1.7 A performance bond equal to the total amount of the contract may be required. Requirement of this bond shall be based on the responses of the vendors.



		1.2 GOALS AND OBJECTIVES

		1.2.1 To meet the legislative mandate requiring the DPS/HPD to adopt the BWC program.

		1.2.2 To equip Lieutenants and below with BWC’s who routinely interact with the public.

		1.2.3 To provide integration of the BWC’s with a proprietary In-car camera system that provides the functionality of both systems at a cost of ownership that is considerably lower than that of the separate systems.





		2. ACRONYMS/DEFINITIONS

		2.1 STATE OBSERVED HOLIDAYS



		3. GENERAL REQUIREMENTS AND PROVISIONS

		3.1 PROCESS

		3.1.1 First Stage

		3.1.1.1 Vendor must have the following:



		3.1.2 Second Stage



		3.2 GENERAL REQUIREMENTS

		3.2.1 System

		3.2.1.1 System shall be of the manufacturer’s current design and in full commercial production. Prototype, discontinued models, or used equipment will not be considered.

		3.2.1.2 Vendor must be the original manufacturer, or distributor, and/or dealer authorized by manufacturer.

		3.2.1.3 If the vendor and or the system have not performed as contracted, the vendor will be provided an opportunity to address non-performing issues.  If the vendor is unable or unwilling to address the issues in accordance with the State’s satisfact...

		3.2.1.4 Vendors shall submit a schematic rendering of the proposed BWC System.





		3.3 PROJECT MANAGEMENT AND CUSTOMER SERVICE

		3.3.1 Project management services shall be provided by the awarded vendor and/or designated sub-contractor throughout the duration of the contract.  As part of the RFP response, vendors shall clearly describe their project management methodology and a...

		3.3.1.1 On-site, face-to-face meetings will be required no less frequently than monthly with DPS/HPD for the project. In the event project delays or problems are caused by the vendor, the State reserves the right to modify the frequency of these meeti...

		3.3.1.2 Provision of written status reports and updated/project schedules at each project management meeting to be held on-site at Department of Public Safety Highway Patrol Division, 555 Wright Way, Carson City, NV.  All status reports shall be provi...

		3.3.1.3 Vendors shall clearly identify the project team assigned to the account including their background and experience, roles and responsibilities, and relevant experience with projects similar in scope to those requested.  This information shall b...

		3.3.1.4 Vendors shall provide an overview of their anticipated approach for training installers, administrators, and end users of the BWC systems. This shall include training methodology, scheduling, delivery, and support materials provided.



		3.3.2 Customer Service

		3.3.2.1 Vendor will provide 24/7/365 technical support (phone, email etc.), and additional on-site or after-hours service cost should be noted separately.

		3.3.2.2 Cost for basic support services should be proposed as an annual cost.

		3.3.2.3 Vendor should provide a complete list of services and response times for help calls of varying priority.





		3.4 BACKGROUND CHECKS

		3.4.1 All contractor personnel assigned to the contract must have a background check from the Federal Bureau of Investigation pursuant to NRS 239B.010.  All fingerprints must be forwarded to the Central Repository for Nevada Records of Criminal Histor...

		3.4.2 Any employee of the selected vendor, who will require any type of system access, must have a State Background Check (as identified in Section 3.4.4.1 below) before system access will be granted.  The vendor or its employees may be denied access ...

		3.4.3 All costs associated with this will be at the contractor’s expense.

		3.4.4 The contractor shall provide to the contracting agency’s Human Resource Department or designee the following documents:

		3.4.4.1 A State Background Check for the state the individual claims as their permanent residency.  The contractor can use the following site which has immediate results:  http://www.integrascan.com.  Once the contractor has a copy of their personal b...

		3.4.4.2 A Civil Applicant Waiver Form, signed by the contractor(s); and

		3.4.4.3 A Prior Arrests and Criminal Conviction Disclosure Form, signed by the contractor(s).



		3.4.5 If out-of-state, contractor must provide one (1) completed fingerprint card from a local sheriff’s office (or other law enforcement agency).

		3.4.6 In lieu of the out-of-state fingerprint card, contractors can perform LiveScan fingerprinting at the Nevada Department of Public Safety, General Services Division.

		3.4.7 Vendor must provide a money order or cashier’s check made payable to the General Services Division in the amount of $40.00 or current rate at time of submission.

		3.4.8 In lieu of the above background check and subject to acceptance by the contracting agency’s Human Resource Department or designee, contractor may submit a current active federal authority security clearance (FBI, DoD, NSA) indicating a fingerpri...

		3.4.9 Vendor may not begin work until such time as they have been cleared by the contracting agency’s Human Resource Department or designee.

		3.4.10 Positive findings from a background check are reviewed by the contracting agency’s Human Resource Department or designee, in consultation with the State Chief Information Security Officer, and may result in the removal of vendor staff from the ...



		3.5 WARRANTY

		3.5.1.1 Shall include a minimum twelve (12) month warranty and support on all items with each device purchased.

		3.5.1.2 The Twelve (12) month warranty shall begin at the date acceptance provided by the State.  All shipping/transportation costs, parts, and labor costs shall be included in the initial warranty coverage and priced for ongoing maintenance plans.

		3.5.1.3 Repair and/or replacement shall be provided within 72 hours of receiving returned defective or damaged equipment at no charge during the warranty period.

		3.5.1.4 The warranty, unless otherwise stated in the contract, shall include all evidence management system upgrades.

		3.5.1.5 Vendor shall offer, as an option, an extended warranty for four (4) years.

		3.5.2 Camera Systems Front End Warranty

		3.5.2.1 Each digital video recording system purchased by the State under this RFP shall be warranted by the factory to be free of defects in material and workmanship for a period of one year from the date of installation.

		3.5.2.2 The warranty period shall begin from the date of acceptance of each unit.

		3.5.2.3 Parts provided under warranty shall be new and not refurbished.

		3.5.2.4 An Extended Maintenance Agreement (EMA) shall be offered to extend coverage after the first year warranty expires.  The vendor will provide pricing the EMA for years 2, 3, 4, and 5.

		3.5.2.5 Vendor must repair or make arrangements to replace defective equipment within (3) business days of reported/ diagnosed defect, with a standard schedule of Monday – Friday with hours of 8am – 5pm.  Vendor must keep sufficient replacement or loa...

		3.5.2.6 The cost of software and firmware updates shall be included in warranty and maintenance coverage.

		3.5.2.7 Please identify any excluded parts, labor or other cost items from maintenance coverage.

		3.5.2.8 System batteries shall be replaced and included under warranty or EMA if they do not meet specified performance.

		3.5.2.9 The State will not pre-pay for multi-year maintenance terms.

		3.5.2.10 The State may negotiate for additional maintenance services.

		3.5.2.11 Vendors must specify if subcontractors must perform warranty/ maintenance/ service, location(s) where warranty/ maintenance/ service will be performed, along with contact name and phone number for each location.

		3.5.2.12 Warranty shall not be voided if the Division performs installation and maintenance.

		3.5.2.13 All back office infrastructure shall be warranted to be free of defects in material and workmanship for a period of five (5) years.  During the warranty or extended maintenance period, vendor is responsible for all costs including shipping an...

		3.5.2.14 Maintenance includes parts and labor required to cover repair or replacement of back end infrastructure components that fail under law enforcement agency usage.

		3.5.2.15 Due to the critical nature of a server based VMS, the vendor must repair or make arrangements to replace defective equipment within (1) business day of a reported/ diagnosed defect.   The warranty or maintenance agreement shall be complete wi...

		3.5.2.16 Pricing for extended maintenance and support shall be included for a period of 5 years.  Extended maintenance and support shall be included for all components of the proposed infrastructure including all required hardware (workstations, serve...





		3.6 TRAINING

		3.6.1.1 Vendor shall provide the State a ‘Train-the-Trainer’ level course for twenty (20) students.  This training shall provide the student the ability to adequately provide an end user with sufficient knowledge to properly operate and utilize the bo...

		3.6.1.2 Vendor shall provide an Advanced Training course for up to ten (10) administrative users in areas related to technical support and video management.  The training should at a minimum focus on the areas related to the VMS operating system, use ...

		3.6.1.3 Trainings shall include but not be limited to the following:

		A.  Onsite in-person and/or seminar training, online/intranet interactive and pre-recorded training.

		B.  Provide training materials to the State that are customized to reflect State’s business processes.

		C.  All material and manuals necessary, including electronic versions, to perform the required training shall be furnished by the vendor.

		D.  The vendor shall authorize the State to utilize the material in future training sessions.

		E.  Long term training shall be provided in the form of archived digital training materials, long term refresher training for management/training staff, as well as a “train-the-trainer” program for State Staff.



		3.6.1.4 Describe your training program and schedule.  Provide a list of available on-line training courses. Describe the amount of on-site training that is included in your proposed implementation.  Describe any additional training packages not mentio...



		3.7 IN-CAR VIDEO INTEGRATION

		3.8 DPS/HPD VOLUME STATISTICS

		3.8.1 All vendor proposals must take into account that many locations are in rural communities and many locations have only 1.5 mbps of maximum available bandwidth. This minimal bandwidth must be considered and addressed in the vendor proposal.  Liste...

		3.8.1.1 Ely – DPS Shared T1 to a DPS Shared MPLS T1

		3.8.1.2 Tonopah – T1

		3.8.1.3 Hawthorne - GBIS DSL

		3.8.1.4 Lovelock - GBIS DSL

		3.8.1.5 Beatty - AT&T DSL

		3.8.1.6 Battle Mountain - AT&T DSL

		3.8.1.7 Austin - Shared county connection, T1

		3.8.1.8 Jackpot – DSL

		3.8.1.9 Moapa – DSL

		3.8.1.10 Winnemucca – shared T1s with DMV and other DPS agencies

		3.8.1.11 Yerington – Shared connection with DMV, T1

		3.8.1.12 Stateline – DSL

		3.8.1.13 Wells – Wireless Internet



		3.8.2 Attachment J ~ Large Scale WAN Overview Without Detail provides a large scale WAN overview.

		3.8.3 Videos generated from troopers assigned to regional command offices located in Elko, Reno, and Las Vegas will generate approximately 70% of the captured video on an annual basis, while generated from troopers assigned to rural substations will g...

		3.8.4 The average amount of video recorded on one shift by one BWC is estimated to be 2.5 hours. The average amount of video recorded daily per vehicle is estimated to be 2.5 hours.

		3.8.5 The retention period for Non-Events is thirty (30) days.

		3.8.6 All other events are retained for a period of five (5) years.

		3.8.7 Cameras will run on an incident only basis.

		3.8.8 Estimated BWC and vehicle counts by location are provided on Table 3.8.A.

		3.8.9 Estimated BWC and vehicles counts by shift may be found on Table 3.8.B.

		3.8.10 Vendors may propose server, cloud based digital evidence management capability, or a combination of both.  The State prefers Cloud or Hybrid solutions.

		3.8.11 Server based digital evidence management systems must have the ability to comply with the State of Nevada’s intranet, network and security protocols.

		3.8.12 Cloud based digital evidence management systems must comply with the State of Nevada’s security protocols.



		3.9 CURRENT TECHNICAL COMPONENTS

		3.9.1 The DPS/HPD currently utilizes the following applications and devices that provide useful information to the DPS/HPD as a whole.

		3.9.1.1 Computer Aided Dispatch - provided by Spillman Technologies as a Database Management System.

		3.9.1.2 Records Management System– provided by Spillman Technologies as the Database Management System.

		3.9.1.3 Panasonic FZ-G1 Tough Pad Tablet that incorporates the Feeny Wireless Skyus X modem.





		3.10 DPS/HPD RESOURCES

		3.10.1 The DPS/HPD will appoint a project manager, whom the Contractor’s project manager will report to.

		3.10.2 The DPS/HPD will provide system administration of the new system(s) once implemented and accepted.



		3.11 SCOPE OF WORK BODY WORN CAMERA (BWC)

		3.11.1 The State of Nevada is seeking a qualified vendor that can provide at a minimum, the following:

		3.11.1.1 A Video Management System (VMS) that is either an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the in...

		3.11.1.2 Up to 489 high quality Body Worn Cameras necessary to outfit 465 sworn (Lieutenants and below) with 5% spares.

		3.11.1.3 The VMS shall have the ability to convert video to a portable media device i.e.: (DVD, external hard drive) without compromising its authenticity to include all metadata and chain of custody requirements.

		3.11.1.4 Full service vendor support including installation, maintenance/ support, warranty, training, documentation, and project management throughout the contract period.

		3.11.1.5 All-inclusive pricing for all hardware (body worn cameras, workstations, servers, archiving hardware, video back-up systems, access points, automatic triggering devices,  connectivity (Ethernet wiring), and software (system, database, and vid...

		3.11.1.6 Proposed systems that consist of server based video evidence management must be turn-key and provide warranties and full service maintenance and support on all hardware, wiring infrastructure, and software for a period of five (5) years.



		3.11.2 Body Worn Cameras

		3.11.3 BWC Hardware Requirements

		3.11.3.1 Cameras worn by officers shall be lightweight, preferably six ounces or less in total combined weight.

		3.11.3.2 Cameras shall have minimal wiring, not exceed two wires or cables and shall be designed to disengage to prevent the wearer from becoming entangled.

		3.11.3.3 Cameras shall have recording capability of at least ten continuous (10) hours (the State would prefer twelve (12) hours of continuous recording capability).

		3.11.3.4 Cameras must have a minimum stand-by battery life of ten (10) hours without recharging or additional batteries, with pre-record on.

		3.11.3.5 BWC Shall be user friendly that can be activated easily during times of stressful events.

		3.11.3.6 BWC should have automatic triggers, as a standalone system.

		3.11.3.7 Rechargeable battery must be able to reach full charge, from no power, in no more than six (6) hours.

		3.11.3.8 Cameras must have a minimum of thirty-two (32) GB internal/integrated memory and storage media not be removable.

		3.11.3.9 Rechargeable battery must be able to withstand at least three hundred (300) charging cycles, maintaining the 10 hour record time.

		3.11.3.10 BWC lens must have a field of view from 95 to 145 degrees.

		3.11.3.11 The recording speed shall be no less than 30 frames per second (fps).

		3.11.3.12 Camera shall record video images in full color with a minimum resolution of 640 pixels x 480 pixels. Adjustable resolution is preferable.

		3.11.3.13 Video compression shall be H.263 or higher.

		3.11.3.14 Cameras shall have multiple mounting options to accommodate varying uniformed officers, plain-clothed officers, and tactical field situations.  Examples include, but are not limited to, lapel, shoulder, eyeglasses, cap, helmet, holster, butt...

		3.11.3.15 Camera should allow for on scene (in the field) viewing?  If so, describe the ability to playback or view video.

		3.11.3.16 Camera shall provide feedback to user when activated, either via a visual indicator or audible tone.

		3.11.3.17 Camera shall have the ability to be set to stealth mode while in the field.

		3.11.3.18 Camera must have an indicator that shows current operating mode.

		3.11.3.19 If the camera offers night vision enhancement, the State shall have the ability to enable or disable it.

		3.11.3.20 The System should provide automatic indexing functionality of video files and be capable of interfacing with existing computer-aided dispatch (CAD) vendor.

		3.11.3.21 Cameras shall automatically embed a time/date stamp in the recorded video.

		3.11.3.22 Cameras shall prevent users from deleting recorded files without authorization.

		3.11.3.23 Camera should have a method for adding desired metadata to video in the field prior to upload.

		3.11.3.24 Officers should have the ability to playback or view video in the field on mobile cameras and/or MDC’s (Panasonic FZ-G1 Tablet) wirelessly (i.e. Bluetooth).

		3.11.3.25 Camera shall have a pre-event record feature (BWC should capture at least thirty (30) seconds of video prior to officer initiating the recording). Adjustable times are preferable.

		3.11.3.26 The vendor must offer a multi-dock station capable of uploading digital evidence from multiple cameras simultaneously and have the capability to upload video via Wi-Fi and/or cellular LTE connectivity.  If via cellular, product should be com...

		3.11.3.27 The multi-dock station must charge the camera batteries, securely transfer files without loss of quality or metadata, and delete the files from the camera once transferred to the evidence management system.

		3.11.3.28 The multi-dock station should not require a department computer to operate, connect or interface with the Internet (e.g. the multi-dock station should be a standalone device that connects to the cloud storage solution or server via an Ethern...

		3.11.3.29 The camera should not cause electromagnetic interference with nearby airwave radios (and other electronic equipment and radio communication systems).

		3.11.3.30 Loss of power to the camera must not cause data to be lost/corrupted.

		3.11.3.31 Cameras will be ruggedized.  Cameras shall be able to survive a six-foot drop test.  Cameras shall be able to operate at minimum temperature of -12 degrees Fahrenheit and a maximum temperature of 130 degrees Fahrenheit.

		3.11.3.32 Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP rating of IP67.

		3.11.3.33 Describe what features devices have in place to prevent accidental activations of camera by the user (without the need for accessories or alteration of equipment by user).

		3.11.3.34 Vendor shall define the required time for automated indexing (specific time frame after upload of video evidence) and any expected error rate percentage upon indexing, if applicable.

		3.11.3.35 The vendor must state the transfer rate of video from the multi-dock station to the cloud in sixty or thirty-minute increments.  Vendors shall break down transfer rates by video quality (i.e. Hi Def).

		3.11.3.36 Describe device wireless activation features (e.g. device is automatically activated with the activation of patrol vehicle’s light bar), if applicable.



		3.11.4 Maintenance & Repairs (Hardware)

		3.11.4.1 Vendor shall propose and provide a detailed description of the maintenance services that are available once the one-year warranty has expired.

		3.11.4.2 Vendor shall provide on-site repair services as required.



		3.11.5 Video Management System

		3.11.5.1 Vendors must be able to provide documentation establishing that their technology has undergone rigorous field testing by an independent and relevant scientific body.  This documentation must be provided with the vendor’s proposal response.

		3.11.5.2 Vendors shall be willing to provide an expert witness to testify in a court of law, to support court cases utilizing video from their BWC System, at a reasonable fee.  Vendors must specify hourly rate for expert witness testimony within Attac...

		3.11.5.3 VMS shall either be an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the internet to multiple users si...

		3.11.5.4 VMS shall allow for remote access with complete functionality (review, enter metadata and send video) with NHP mobile devices and/or computers.

		3.11.5.5 VMS shall provide an automatic audit trail for when files and videos are accessed.

		3.11.5.6 VMS shall allow officers to enter additional metadata to recorded files, such as notes or comments.

		3.11.5.7 Solution must support all major digital file types (avi, jpeg, mpeg, etc.).

		3.11.5.8 VMS shall provide remote viewing of the stored video based on the permissions granted by the System Administrator.

		3.11.5.9 VMS shall allow users to search video files by name, date of recording, date of upload, case number (CAD-generated), device number, as well as categorize and add notes to each file within the solution.

		3.11.5.10 VMS must allow System Administrators the ability to grant access of specific files to specified persons for a specific period of time.

		3.11.5.11 VMS shall have the ability to share files internally and externally via secure links over the Internet.

		3.11.5.12 When videos are exported to a portable media device, all metadata shall transfer over without compromising its authenticity.

		3.11.5.13 VMS shall grant System Administrators the ability to set variable retention rules per DPS/HPD preferences.

		3.11.5.14 VMS shall have the ability to set time tables for automatic deletions of files.

		3.11.5.15 VMS should have the ability to recover deleted evidence within a minimum of seven (7) days of deletion.  The State would prefer a recovery period of 30 days.

		3.11.5.16 The VMS will maintain a log/audit trail illustrating users who have viewed and copied video to an external source (e.g. DVD/ long term storage).

		3.11.5.17 VMS must have the ability to preserve the raw file without editing.

		3.11.5.18 VMS must securely store all videos and recordings in a way that only State-authorized users and users authorized by DPS/HPD can view.

		3.11.5.19 VMS must provide redundant, security back-up of all data.

		3.11.5.20 VMS should offer redaction capabilities.

		3.11.5.21 VMS must be compatible with at least Windows 7 Professional Operating System or more recent versions) and Internet Explorer Version 11 web browser or more recent version(s).

		3.11.5.22 Provide the minimum required memory (RAM), if applicable.

		3.11.5.23 Provide the minimum required processor speed, if applicable.

		3.11.5.24 Provide the minimum network speed to upload videos, if cloud based.

		3.11.5.25 Upload times to the VMS will be defined in per hour or thirty-minute increments of video files.

		3.11.5.26 Any required or expected ‘buffering’ times before video files are accessible in cloud storage (for view or adding metadata) will be clearly defined.

		3.11.5.27 Describe System compatibility with mobile devices (iPhones and Android).

		3.11.5.28 Vendor shall indicate the number of searchable fields in storage system and any ‘wild card’ searches that can be done to locate stored data.

		3.11.5.29 Users should have the ability to send email messages from hosted solution interface to end users.

		3.11.5.30 VMS should send System Administrators administrative notifications when evidence files are about to be deleted.

		3.11.5.31 VMS should send System Administrators administrative notifications when users need their credentials reset due to failed log on attempts.

		3.11.5.32 VMS should offer auto-redaction capabilities, to include high-movement and low light video; preferred to minimize the amount of time to redact 30 fps for the entire length of video.

		3.11.5.33 VMS should have the ability to capture data, report on video statistics and provide custom reports.



		3.11.6 Video Storage

		3.11.6.1 Does your storage solution have the ability to upload video from multiple camera units simultaneously?

		3.11.6.2 Storage solution should have the ability to view multiple linked videos simultaneously.

		3.11.6.3 Solution should have two tier storage capacity for active video and long term storage needs as defined by the State.

		3.11.6.4 Does proposed solution offer storage options for ‘unlimited storage’ of body camera video evidence?

		3.11.6.5 Does your system provide a method to upload videos, via an access point?  Please describe your process.

		3.11.6.6 Is your system compatible with an EnGenius ENS500EXT access point?

		3.11.6.7 Does solution have the ability to maintain and export audit trail along with video?

		3.11.6.8 Define maximum storage capacity, if any.

		3.11.6.9 Describe the capability of proposed solution to provide the State with the ability to export/download and migrate original recordings with all metadata to other storage media or, local storage inclusive of all metadata and chain of custody in...

		3.11.6.10 Describe archival, hot and cold cloud storage solutions.

		3.11.6.11 Describe archival solutions for server storage, if applicable.

		3.11.6.12 Discuss different cost savings as defined by various storage solutions (active vs. long-term storage of files).

		3.11.6.13 Describe capability to respond to requests to pull video from ‘cold cloud storage’, including time required to download video from storage.

		3.11.6.14 Describe your solution to upload video in the rural areas that only have a maximum broadband speed of 1.5 Mbps



		3.11.7 System Security

		3.11.7.1 The VMS shall meet the minimal security requirements for the Criminal Justice Information Services (CJIS) Policy.  In particular, the VMS shall comply with Policy Areas 2 through 13 in Section 5 of the CJIS Policy.  The CJIS Policy can be vie...

		A.  Will access to Criminal Justice Information (CJI) within a cloud environment fall within the category of remote access? (Section 5.5.6 Remote Access found in the above link)



		3.11.7.2 Will advanced authentication (AA) be required for access to CJI within a cloud environment (Section 5.6.2.2 Advanced Authentication, 5.5.2.2.1 Advanced Authentication Policy and Rationale found in the link under 3.11.7.1)

		3.11.7.3 Does your cloud service provider’s datacenter(s) used in the transmission or storage of CJI meet all the requirements of a physically secure location? (Section5.9.1 Physical Secure Location found in the link under 3.11.7.1)

		3.11.7.4 Are the encryption requirements being met? (Section 5.10.1.2 Encryption found in the link under 3.11.7.1)

		3.11.7.5 Who will be providing the encryption as required in the CJIS Security Policy? (Client or cloud service provider)

		3.11.7.6 Is the data encrypted while at rest and in transit?

		3.11.7.7 What are the cloud service provider’s incident response procedures? (Section 5.3 Policy Area 3: Incident Response found in the link under 3.11.7.1)

		3.11.7.8 Will the cloud subscriber be notified of any incident?

		3.11.7.9 If CJI is compromised, what are the notification and response procedures?

		3.11.7.10 Is the cloud service provider a private contractor/vendor?

		3.11.7.11 If so, they are subject to the same screening and agreement requirements as any other private contractors hired to handle CJI. (Section 5.1.1.5 Private Contractor User Agreements and CJIS Security Addendum; 5.12.1.2 Personnel Screening for C...

		3.11.7.12 Will the cloud service provider allow the CSA and FBI to conduct compliance and security audits? (Section 5.11.1 Audits by the FBI CJIS Division; 5.11.2 Audits by the CSA found in the link under 3.11.7.1)

		3.11.7.13 The State may verify that Contractor is in compliance with CJIS by requesting a compliance audit of Contractor’s technology deployment through the CJIS Systems Agency to the Federal Bureau of Investigation (FBI).  The FBI CJIS Division shall...

		3.11.7.14 System shall provide full conformance to Federal Information Processing Standards (FIPS) Publication.

		3.11.7.15 VMS shall provide user authentication with a unique username and password.

		3.11.7.16 VMS will allow for authorized users to be established based on various roles and permissions by the System Administrator.

		3.11.7.17 VMS will offer optional IP access restriction and security challenge questions upon access from an unknown or previously used location.

		3.11.7.18 Any access to stored video shall be maintained in an automatic log or audit trail showing users that have viewed, shared or copied video to an external source (e.g. CD/DVD, local storage, etc.), and the audit trail should be capable of being...

		3.11.7.19 Log activities performed by specific user ID, IP address and time/date stamp all activities.

		3.11.7.20 System Administrators shall have the ability to administratively manage accounts and assign rights and permissions to system users.

		3.11.7.21 VMS shall provide ability to set an unsuccessful access attempt limit and suspend IDs after reaching the unsuccessful access threshold.

		3.11.7.22 VMS shall provide ability to send alerts to System Administrators for unauthorized access attempts.

		3.11.7.23 VMS shall enable automatic logoff of ID after a defined period of session inactivity, and perform subsequent re-log-on password authentication.

		3.11.7.24 VMS shall provide ability to configure password parameters such as password lengths, user access to expiration settings and other behaviors, enabling alphanumeric characters, etc.

		3.11.7.25 VMS shall provide ability to lock out user or group ID.

		3.11.7.26 Vendor will provide a detailed explanation of data security standards, to include but not limited to: defining the physical environment, location of all host servers; protections against natural and man-made disasters; encryption; transfer; ...

		3.11.7.27 Describe security standards for hardware (cameras) in place to prevent data from being accessed in the event a camera is lost or stolen.

		3.11.7.28 Vendor will describe any previous loss of data occurring from criminal actions, as well as other issues that impact data integrity, such as unauthorized data access by contract personnel.

		3.11.7.29 Provide a non-technical means for field personnel to remotely view stored video without altering original file (other than applying metadata to file).

		3.11.7.30 Describe ability of system to enforce password expiration.

		3.11.7.31 Describe ability of system to limit concurrent sessions.

		3.11.7.32 Describe ability of system to log changes to administrative functions.



		3.11.8 Information Security

		3.11.8.1 Vendor shall encrypt transmission of confidential data when transferred through publicly accessible networks such as the Internet.

		3.11.8.2 Vendor shall ensure all transmission of information data files are transferred through a Secure Socket Layer (SSL), which creates a 128 bit encrypted connection which is password protected.  All data files that are on Vendor’s servers are enc...

		3.11.8.3 All input data transmitted across public networks (all networks other than the State’s) shall be encrypted during transit and decrypted electronically during processing to produce non-confidential output data.  The decrypted data shall not be...

		3.11.8.4 The System shall have a host-based firewall technology preventing inappropriate/ unauthorized access.  Vendor shall provide the following:

		A.  All intrusion detection system monitoring for unauthorized access attempts.

		B.  Must run anti-virus software.

		C.  Monitor daily logs for potential intrusions, file integrity.

		D.  Only allow access by uniquely assigned and auditable IDs.

		E.  All data transfers and administrative access must be in an encrypted format.





		3.11.9 In-Car Video Integration

		3.11.9.1 BWC must have the ability to record audio for the In-car video system.

		3.11.9.2 BWC must have the ability to activate recording off the In-Car video systems automatic triggers.





		3.12 IN-CAR VIDEO

		3.12.1 Standard Specifications

		3.12.1.1 All mobile video systems and related audio equipment must conform to the applicable minimum standards as set by the following: Electronic Industries Association (EIA);

		3.12.1.2 Federal Communications Commission (FCC) rules/ regulations;

		3.12.1.3 Institute of Electrical and Electronic Engineers (IEEE);

		3.12.1.4 International Electro-technical Commission (IEC);

		3.12.1.5 International Organization for Standardization (ISO);

		3.12.1.6 National Fire Protection International (NFPA);

		3.12.1.7 National Highway Transportation Safety Administration (NHTSA);

		3.12.1.8 Society of Automotive Engineers (SAE);

		3.12.1.9 Underwriters Laboratories Inc. (UL); and

		3.12.1.10 Vendors must provide documentation that validates that their systems adhere to the minimum specifications in the International Association of Chief of Police (IACP) Specifications for In-Car Video (dated 11/21/2008), and that the technology ...



		3.12.2 Video System Specifications

		3.12.2.1 The minimum acceptable components consist of the following parts:

		A.  Front camera;

		B.  Back seat camera;

		C.  Color LED monitor with audio;

		D.  Body worn camera must act as a wireless transmitter for audio with in-car & home charger;

		E.  Covert secondary hard-wired microphone;

		F.  Digital Video Recorder- DVR;

		G.  Integrated GPS receiver and antenna;

		H.  Collision sensor;

		I.  Controller center;

		J.  Means to transfer media data from In-car to storage solution;

		K.  Video viewer capability;

		L.  Hardware/software necessary to submit videos as evidence;

		M.  All mounts and cables for power, interfaces, cameras, and antennas;

		N.  Documentation;

		O.  Warranty and maintenance;

		P.  Training; and

		Q.  Shipping and handling.



		3.12.2.2 The digital video recorder (DVR) offered shall be in full commercial production.  Prototypes will not be considered.

		3.12.2.3 Programming of the in-car recording system shall be restricted to authorized personnel only.

		3.12.2.4 All controls and indicators shall have adjustable backlighting.

		3.12.2.5 The officer shall have the option of recording primary, rear-facing, or both cameras simultaneously.

		3.12.2.6 A collision sensor covering 360 degrees, to trigger recordings, without requiring connection to the vehicles airbag system, shall be included.  If a collision is detected, the video recorder (including pre-event memory) shall be automatically...

		3.12.2.7 The in-car digital video system shall be provided with all necessary cables and hardware (e.g. fuse holders, mounting brackets) required for installation.

		3.12.2.8 Each digital video recording system shall be supplied with a comprehensive installation/ programming/ operations manual.  The manual shall specify all brackets, hardware and mounting locations for installing camera systems.



		3.12.3 Digital Video Recorder (DVR)

		3.12.3.1 The DVR shall mount in standard equipment consoles between the seats, or overhead.

		3.12.3.2 No permanent modifications shall be required to install the DVR system.

		3.12.3.3 The DVR system shall be capable of being installed as to not hinder the operation of the police unit.

		3.12.3.4 The DVR shall be capable of recording two video inputs from a powerful zoom, forward-facing camera, and a wide-angle rear-facing camera.

		3.12.3.5 The DVR shall provide a choice of at least one of the following upload options.

		A.  Wireless Ethernet- provided 802.11n base station includes encryption, supports multiple simultaneous uploads and is upwardly scalable.  The system should be capable of comfortably uploading from multiple vehicles in the regional command centers (d...

		B.  Removable Hard Disc Drive (HDD) with provided hard drive docking stations that support plug and play hard drive insertion.

		C.  Removable Compact Flash Device-Device with provided docking stations that support plug-and-play flash card insertion.

		D.  Cellular - Upload media via LTE connectivity that is compatible with the Feeney Wireless Skyus-X modem.

		E.  If necessary, itemize and include the cost of media needed to allow officers the ability to rotate media between their vehicles and evidence technicians.



		3.12.3.6 The DVR shall have the ability to record up to 8 hours of video before reaching the capacity of the storage media at maximum resolution.  For the recording media available, specify the recording and playback times, resolution, and MB per second.

		3.12.3.7 Video resolution, frame rates, and quality on the DVR shall be preset but can be changed by an administrator.  These settings shall be independently configurable for recording modes of both video cameras.   Please specify levels for:

		A.  video resolution

		B.  video frame rate

		C.  video quality



		3.12.3.8 The DVR shall require a security feature (key, admin software rights) to prevent unauthorized users from accessing the on-screen menus to adjust video settings and perform file management functions.

		3.12.3.9 The DVR shall include a GPS receiver to provide vehicle position, course and speed information.  The GPS receiver shall also be used to set the internal DVR clock to the proper time and date so that all vehicles display and record proper time.

		3.12.3.10 The DVR shall include indicators visible outside of the vehicle to confirm that the system is recording and that the wireless audio transmitter is activated.  This indicator does not need to be visible to occupants inside the vehicle.

		3.12.3.11 The DVR shall be capable of initiating a recording by both automatic and manual means.  The DVR shall begin recording automatically when any of the following are activated:

		A.  Vehicle's emergency/pursuit lights;

		B.  Siren, and

		C.  The systems integrated crash sensor.  (This activation shall include capturing the "look back" buffer memory to video-record the collision, should it be in view of the active camera.



		3.12.3.12 The audio input associated with the forward-facing camera shall record audio using the internal microphone inside the vehicle.  When the wireless audio transmitter/BWC is activated, the audio input shall be automatically switched to the wire...

		3.12.3.13 The DVR shall include a programmable pre-event recording mode allowing it to capture images a minimum of 30 seconds prior to the activation of the RECORD mode.  Specify pre-event recording capability of proposed DVR.

		3.12.3.14 The DVR shall be capable of capturing date/time, user identification information, emergency light indication, siren indication, speed indication (w/ radar interface), braking indication, and whether the microphone is activated.  The informat...

		3.12.3.15 The DVR shall allow video to be played back in the vehicle.  When the DVR PLAY button is pressed a list of all prior recordings shall appear on the display screen provided.

		3.12.3.16 The DVR shall record video in a format that allows playback on multiple devices.

		3.12.3.17 The DVR shall provide a means to ensure the integrity of the recorded video has not been compromised.  The video must be able to be authenticated at any time, including when it is played back outside of the police vehicle.

		3.12.3.18 The DVR shall provide a means to ensure the integrity of the recorded video has not been compromised.  The video must be able to be authenticated at any time, including when it is played back outside of the police vehicle.

		3.12.3.19 The Control Center/DVR firmware shall allow in-system programming for future updates.  Please describe how updates are made.

		3.12.3.20 The DVR or related display (Mobile Data Computer, tablet etc.)  shall have backlit controls for record; stop; play/pause; forward/reverse, fast forward/ reverse; trace, and lighted indicators for power on; record; and play.

		3.12.3.21 The power control switch shall allow the DVR to automatically power on after the vehicle’s ignition is switched on.

		3.12.3.22 The DVR shall automatically power down after the vehicle’s ignition is turned off provided the DVR is not in “Record” and is not in the process of downloading files or other type of file save.

		3.12.3.23 The DVR should provide a means to tag an incident at the time it is recorded with  a priority designation.  Once a recording is stopped, the DVR should automatically prompt the officer to select from the pre-defined drop-down list(s).

		3.12.3.24 The DVR shall be capable of operating within the range of interior temperatures found within a law enforcement vehicle in Nevada without the need for supplemental heating or cooling.  Specify your DVR’s operating range and acceptability for ...



		3.12.4 Compact CCD Color Camera

		3.12.4.1 The low-light CCD color camera shall use a Sony EXview® HAD CCD or equivalent image sensor to provide high quality nighttime images while minimizing blooming and glaring from bright sources of light.  Proof of “equal” shall be the responsibil...

		3.12.4.2 The forward-facing camera shall be a solid state imaging system that is not subject to burn in, or interference by magnetic fields.

		3.12.4.3 The forward-facing camera shall operate within the range of temperatures from 0 to 120 degrees Fahrenheit or between -17.8 and 48.9 degrees Celsius.

		3.12.4.4 The camera shall be compact so as not to obstruct the driver’s forward or peripheral view thru the windshield, or provide any obstruction of factory installed airbags or mirrors.

		3.12.4.5  The camera shall be a single unit, including power lens, mounted on the windshield or roof of the vehicle and operate on 12 VDC power source.

		3.12.4.6 The camera shall provide a minimum field of view of 24 feet width at distance of 35 feet (40 degrees).

		3.12.4.7 The camera shall have manual and automatic focus capabilities, which are user selectable.

		3.12.4.8 The front camera should have a minimum 120X zoom (10x optical zoom with 12x digital zoom).  Specify mode.

		3.12.4.9 The minimum LUX rating of the forward facing camera shall be rated at less than 1 LUX at full shutter speeds and 0.05 LUX in night view mode.

		3.12.4.10 The camera shall automatically adjust for varying light levels from day to night.  The camera and lens will be equipped with auto focus, automatic exposure, and automatic white balance.

		3.12.4.11 The camera shall have a minimum color resolution of 450 horizontal lines.

		3.12.4.12 All cameras shall default to auto focus.  An override system should be configurable to prevent operation while the vehicle is in motion.

		3.12.4.13 The camera shall offer a signal-to-noise ratio of at least 46db.

		3.12.4.14 The camera shall have backlight compensation setting.

		3.12.4.15 The camera shall be compact.  List the size and weight of the proposed CCD camera.

		3.12.4.16 The camera shall mount with a heavy-duty controlled pivot mount that does not obstruct the driver’s field of view.  Camera shall be able to be rotated 360 degrees and can pan and tilt to +/- 90 degrees.  Adjustment shall require no tools.

		3.12.4.17 An optional rear view camera shall be available.



		3.12.5 Back Seat Cameras

		3.12.5.1 The back-seat camera shall utilize a micro compact with wide angle 1/3” Super HAD image device (or equivalent) with approximately 420 lines of resolution.  Proof of “equal” shall be the responsibility of the bidder and shall be submitted with...

		3.12.5.2 The rear-facing camera shall be capable of being mounted covertly in the cab.

		3.12.5.3 The rear facing camera shall be capable of recording the entire rear seat area of the police vehicle.

		3.12.5.4 The rear-facing camera shall have a minimum lux rating of .03.  Specify the rating.

		3.12.5.5 The rear-facing camera shall utilize infrared illumination to capture video in no-light conditions.



		3.12.6 Compact Color LCD Monitor

		3.12.6.1 The monitor shall be a full color high quality LCD, active matrix (TFT) screen that measures at least 3.0” measured diagonally.

		3.12.6.2 The monitor shall be capable of displaying a live picture from the camera when powered, even if recording is not in progress.

		3.12.6.3 The monitor shall operate between 32 and 120 degrees Fahrenheit.

		3.12.6.4 The monitor shall include a system speaker, with volume control, to provide monitoring of live audio or playback from all system microphones.

		3.12.6.5  The monitor shall have controls/indicators that mimic the DVR and include record; stop; play/pause; forward/reverse; brightness; volume; and power.  The monitor should also include a button for disabling the monitor when the system in standb...

		3.12.6.6 The monitor should have the capability to display: date/time, user identification information, emergency light indication, siren indication, latitude and longitude, speed (w/ radar interface), braking indicator and microphone activation indic...

		3.12.6.7 The monitor should support a full-screen video mode (without the auxiliary data) using a single key press on the control center.

		3.12.6.8 The monitor shall operate independently from the recording device.  For covert operation it should possible to operate the DVR in RECORD mode with the monitor turned off.

		3.12.6.9 The monitor shall be provided with an adjustable mounting bracket that will allow it to be mounted in a variety of locations within the law enforcement vehicle.

		3.12.6.10 The monitor shall have the capability to display the approximate amount of storage remaining on the media in an HH:MM format.  An audible beep or other form of tone shall warn operator prior to or when there is 10%, or less, time remaining o...



		3.12.7 Microphones

		3.12.7.1 The system shall come equipped with a digital wireless microphone that is incorporated into the BWC and an in-car microphone.  The in-car microphone shall be mountable anywhere within the vehicle.

		3.12.7.2 Audio from the interior microphone and the wireless microphone/BWC shall record on separate audio channels.

		3.12.7.3 The wireless microphone/BWC shall be self-contained and include a re-chargeable battery; mountable charger/docking station; internal microphone; internal antenna.  Transmitters that rely on the microphone cable for an antenna, or which utiliz...

		3.12.7.4 The wireless microphone/BWC system shall be FCC type accepted.

		3.12.7.5 The wireless microphone/BWC shall have a minimum effective operating range 1,000 feet under line-of-sight conditions.

		3.12.7.6 The wireless microphone/BWC must have a minimum stand-by battery life of ten (10) hours without recharging or additional batteries, with pre-record on.

		3.12.7.7 The wireless microphone/BWC should be capable of automatically activating the DVR system; additionally, the wireless audio transmitter/BWC shall be capable of being activated by the DVR system when a recording is started.



		3.12.8 Control Center

		3.12.8.1 The control center shall be compact in design and mounted overhead, or in the equipment console between the seats.

		3.12.8.2 The control center shall not obstruct the driver’s forward or peripheral view or provide any obstruction of factory installed airbags or mirrors.

		3.12.8.3 The control center shall not require any permanent modifications to the police vehicle.

		3.12.8.4 The control center shall accommodate the mounting of the front and rear-facing cameras, the monitor and keypad.



		3.12.9 Video Viewing Software/Hardware

		3.12.9.1 A video viewer/software shall be provided to allow recorded video files to be played on any computer and display date/time, user identification, emergency light indication, siren indication, latitude and longitude, speed (w/ radar interface),...

		3.12.9.2 Support for this software shall include version updates provided free of charge for the lifetime of the system.

		3.12.9.3 Vendors shall provide all hardware (media readers/drives) and software necessary duplicate, share and present digital video in a court acceptable format.  Please describe transfer steps needed to convert captured video to court acceptable evi...

		3.12.9.4 The video management software should be capable of converting a video from the proprietary format to the standard DVD Video format, and authoring a DVD capable of being played in a standard DVD player.



		3.12.10 Server Based Video Management System (VMS)

		3.12.10.1 VMS shall either be an externally hosted cloud-based data storage solution with the capability of organizing/managing video/digital evidence, server based or consist of a hybrid solution and be accessible via the internet to multiple users s...

		3.12.10.2 The VMS should include infrastructure in our Northern, Southern, and Central regional command offices to assure downloading of all rural substations into the regional command centers to which they report (see Table 3.8.A).

		3.12.10.3 The VMS shall be a turn-key component and fully installed, serviced, warranted, and maintained by the vendor.

		3.12.10.4 The VMS should include video storage servers or equivalent for all regional offices to capture video information, workstation(s) for managing and viewing stored video, equipment racks to mount equipment, and uninterruptible power supplies (U...

		3.12.10.5 The VMS should provide a configurable archive unit that can automatically archive video copies based on set parameters, and copy video files to a DVD-Video or equivalent court acceptable format.

		3.12.10.6 Pricing for the VMS shall be provided on the In-Car Video Cost in the vendor’s response.  Pricing must be included for all proposed hardware (workstations, servers, archiving hardware, video backup systems, access points), wiring, software, ...

		3.12.10.7 If a server based video management back office component is proposed, a schematic of the back end infrastructure shall be included with responses to the RFP.

		3.12.10.8 The VMS file storage shall be equipped with sufficient storage to comfortably manage video that would be generated from cars depicted in the scope of work in this RFP.  List and itemize the size of proposed storage for each regional command ...

		3.12.10.9 If wireless downloading capability is proposed for vehicles assigned to each regional office, provide download times for video captured based on the video compression and resolution capabilities of proposed cameras, the proposed number of ac...

		3.12.10.10 The VMS shall include a database that contains a record for each recorded video file.  The database shall store sufficient information to support the search capabilities and provide chain-of-evidence documentation.

		3.12.10.11 The VMS shall be capable of searching stored video files by: department ID, time, date, officer ID, vehicle ID, camera, recording mode, and status (online or archived).

		3.12.10.12 The VMS shall be capable of providing custom fields that may be used to store department-defined information (e.g. suspect’s name, license plate number, etc.).

		3.12.10.13 The VMS should allow videos to be categorized using department-defined drop-down lists.  This classification shall be used for searching and to define how long each category of video is to be kept before it is automatically deleted.

		3.12.10.14 The VMS shall provide a means to ensure the integrity of the recorded video.  Video integrity must be checked when the video is uploaded, anytime it is played back or archived, and shall be verifiable on demand.

		3.12.10.15 The VMS shall provide the capability to duplicate, share and present digital video in a court acceptable format.  Describe the transfer steps, if any, needed provide video to the courts as acceptable evidence.  Describe the way and format t...

		3.12.10.16 When a video file is copied or archived to digital media, the Video Management Software shall store a unique archive ID and maintain a virtual directory to recall the archived video file(s).

		3.12.10.17 The Video Management Software shall be capable of converting a video from the proprietary format to the standard DVD Video format, and authoring a DVD capable of being played in a standard DVD player.

		3.12.10.18 The support for this software shall include version updates and be provided free of charge to the agency for the lifetime of the system.



		3.12.11 Control Center Specifications

		3.12.11.1 An optional radar interface shall integrate directly with the Agency Bee III radar equipment.  Collected information shall include speed of the target, the “locked” target speed, and the patrol vehicle.

		3.12.11.2 The State is interested in a system that can be configured for motorcycle use.  All of the specifications described for the DVR and wireless microphone shall be applicable.  Is a motorcycle option available for your solution?  If so, does th...



		3.12.12 Officer Safety

		3.12.12.1 All equipment shall be capable of installation in the following vehicles while still meeting the other requirements stated herein:  Chevrolet Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan and Ford F150 Pick-up.

		3.12.12.2 Describe dimensions and vehicle mounting options for your camera, recorder, wireless microphone, transmitter/ receiver and any other required equipment.

		3.12.12.3 Equipment must not be installed in such as manner as to interfere with a passenger in the front passenger seat.

		3.12.12.4 No part of the system shall interfere in any way with the driver’s field of view.  The camera shall be a single unit, including power lens, mounted on the windshield or roof of the vehicle and operate on 12 VDC power source All connections t...

		3.12.12.5 The in-car system shall be protected from damage due to input of voltage, reverse polarity, and electrical transients that may be encountered.

		3.12.12.6 No item installed in the interior of the passenger compartment shall increase the risk of injury to occupants during events related to a vehicle crash.

		3.12.12.7 Any items installed in the interior of the vehicle shall meet the requirements stated in Federal Motor Vehicle Safety Standard 201 [October 1, 2002] Occupant Protection in Interior Impact as referenced in the In-Car Video Camera Systems Perf...

		3.12.12.8 All controls and components should be located and designed to minimize driver distraction.  The control pad should be designed and organized to minimize officer workload.  The record button should be readily identifiable by size, color, loca...

		3.12.12.9 System components shall be capable of being illuminated for ready identification during periods of darkness.  The illumination level shall be capable of being controlled over a range from bright to dark.

		3.12.12.10 All wiring shall meet industry standards applicable to the wire application including Underwriters Laboratory (UL) as well as the Society of Automotive Engineers (SAE).

		3.12.12.11 Manufacturers shall provide information in their installer’s guide or owner’s manual that specifies the proper wiring, fuses, connectors, connection points with the vehicle electrical system and grounding points.

		3.12.12.12 No parts that can come into contact with human skin shall be allowed to reach a temperature capable of causing a burn injury, Reference UL 60950 “Safety of Information Technology Equipment” as amended December 1, 2000.

		3.12.12.13 Any system component carried on the officer’s person shall meet all Underwriters Laboratory Standards for shock/electrocution and burn prevention.  All batteries used in such devices shall meet Underwriters Laboratory Standards for safety.

		3.12.12.14 The In-Car Video System shall operate on a power source that is filtered, regulated, and short-circuit protected.  The voltage supplied to the In-Car Video System components shall meet the manufacturer’s specifications and shall not vary wi...



		3.12.13 Reliability

		3.12.13.1 The video systems shall maintain consistent audio/visual recording quality.  The in-car recording system shall not be affected by transmissions from the police communication or interference from the following sources: high-powered television...

		3.12.13.2 All equipment shall have a lifecycle of at least 3 years under law enforcement agency usage, or have replacement coverage under warranty and maintenance.  Please provide expected lifecycle for all video system components.

		3.12.13.3 When in operation, the mobile video system must not generate electromagnetic or radiation that interferes with communications or other electronic equipment found within a police vehicle.

		3.12.13.4 Loss of power to the system shall not cause loss of any recorded data or result in the unit requiring reprogramming, reloading of software or operating system software.

		3.12.13.5 The video system shall be able to return to a “ready to record” mode after sudden loss of power without requiring user intervention.

		3.12.13.6 The system’s timekeeping device and the vehicle’s identifier shall be protected by a system battery backup to prevent loss of information in the event the vehicle battery is disconnected for up to a minimum of fourteen (14) days.

		3.12.13.7 Date and time within video system shall be self-adjusting for daylight savings time and leap years.

		3.12.13.8 The video system shall have self-charging backup battery that continues recording upon loss of power, and should gracefully shutdown prior to available power being exhausted.  The battery backup should power the system for at least 2 minutes...



		3.12.14 Training/Documentation

		3.12.14.1 The vendor shall offer and provide, at no additional cost, training to all end users on the use of the video system and video viewing software.

		3.12.14.2 The vendor shall offer and provide, at no additional cost, training to electronic technicians at their Reno, Elko, and Las Vegas shop locations.  This training will ensure proper operation, repair, and maintenance of the manufacturer's video...

		3.12.14.3 A system administrator class covering all aspects of the system shall be given at all the DPS/HPD Regional Command sites (Reno, Elko, and Las Vegas) upon award.

		3.12.14.4 Trainers must be experienced instructors who are thoroughly familiar with all technical aspects of the system.

		3.12.14.5 Provide a course syllabus for training classes to be provided with your RFP response.

		3.12.14.6 Vendor shall include documentation for procedures on regular maintenance of video system components.

		3.12.14.7 Vendor shall provide complete service manuals and service bulletins on all electronic components.

		3.12.14.8 Vendor shall provide documentation of system that includes identification of all vehicle equipment and the physical configuration; all configurable system parameters; written installation instructions, user manuals; and system administrator ...



		3.12.15 Installation

		3.12.15.1 Describe your approach for installing camera systems if this service is requested by the State.  The State reserves the right to do such installations either through its fleet shops, or through an accessory installation contract.

		3.12.15.2 Provide an installation price per camera unit for each regional office.

		3.12.15.3 Specify the companies that will provide installation of camera systems in our Reno, Elko and Las Vegas regional offices if requested by the State.







		4. COMPANY BACKGROUND AND REFERENCES

		4.1 VENDOR INFORMATION

		4.1.1 Vendors must provide a company profile in the table format below.

		4.1.2 Please be advised, pursuant to NRS 80.010, a corporation organized pursuant to the laws of another state must register with the State of Nevada, Secretary of State’s Office as a foreign corporation before a contract can be executed between the S...

		4.1.3 The selected vendor, prior to doing business in the State of Nevada, must be appropriately licensed by the State of Nevada, Secretary of State’s Office pursuant to NRS76.  Information regarding the Nevada Business License can be located at http:...

		4.1.4 Vendors are cautioned that some services may contain licensing requirement(s).  Vendors shall be proactive in verification of these requirements prior to proposal submittal.  Proposals that do not contain the requisite licensure may be deemed no...

		4.1.5 Has the vendor ever been engaged under contract by any State of Nevada agency?

		4.1.6 Are you now or have you been within the last two (2) years an employee of the State of Nevada, or any of its agencies, departments, or divisions?

		4.1.7 Disclosure of any significant prior or ongoing contract failures, contract breaches, civil or criminal litigation in which the vendor has been alleged to be liable or held liable in a matter involving a contract with the State of Nevada or any o...

		4.1.8 Vendors must review the insurance requirements specified in Attachment E, Insurance Schedule for RFP 3273.  Does your organization currently have or will your organization be able to provide the insurance requirements as specified in Attachment E.

		4.1.9 Company background/history and why vendor is qualified to provide the services described in this RFP.  Limit response to no more than five (5) pages.

		4.1.10 Length of time vendor has been providing services described in this RFP to the public and/or private sector.  Please provide a brief description.

		4.1.11 Financial information and documentation to be included in Part III, Confidential Financial Information of vendor’s response in accordance with Section 9.5, Part III – Confidential Financial Information.

		4.1.11.1 Dun and Bradstreet Number

		4.1.11.2 Federal Tax Identification Number

		4.1.11.3 The last two (2) years and current year interim:

		A.  Profit and Loss Statement

		B.  Balance Statement







		4.2 SUBCONTRACTOR INFORMATION

		4.2.1 Does this proposal include the use of subcontractors?

		4.2.1.1 Identify specific subcontractors and the specific requirements of this RFP for which each proposed subcontractor will perform services.

		4.2.1.2 If any tasks are to be completed by subcontractor(s), vendors must:

		A.  Describe the relevant contractual arrangements;

		B.  Describe how the work of any subcontractor(s) will be supervised, channels of communication will be maintained and compliance with contract terms assured; and

		C.  Describe your previous experience with subcontractor(s).



		4.2.1.3 Vendors must describe the methodology, processes and tools utilized for:

		A.  Selecting and qualifying appropriate subcontractors for the project/contract;

		B.  Ensuring subcontractor compliance with the overall performance objectives for the project;

		C.  Ensuring that subcontractor deliverables meet the quality objectives of the project/contract; and

		D.  Providing proof of payment to any subcontractor(s) used for this project/contract, if requested by the State.  Proposal should include a plan by which, at the State’s request, the State will be notified of such payments.



		4.2.1.4 Provide the same information for any proposed subcontractors as requested in Section 4.1, Vendor Information.

		4.2.1.5 Business references as specified in Section 4.3, Business References must be provided for any proposed subcontractors.

		4.2.1.6 Vendor shall not allow any subcontractor to commence work until all insurance required of the subcontractor is provided to the vendor.

		4.2.1.7 Vendor must notify the using agency of the intended use of any subcontractors not identified within their original proposal and provide the information originally requested in the RFP in Section 4.2, Subcontractor Information.  The vendor must...





		4.3 BUSINESS REFERENCES

		4.3.1 Vendor must provide at least three (3) law enforcement agencies within the last two (2) years as references, for which it is verifiable that the vendor has deployed at least 100 active BWS’s that have been in service for at least six (6) months ...

		4.3.2 Vendors must provide the following information for every business reference provided by the vendor and/or subcontractor:

		4.3.3 Vendors must also submit Attachment F, Reference Questionnaire to the business references that are identified in Section 4.3.2.

		4.3.4 The company identified as the business references must submit the Reference Questionnaire directly to the Purchasing Division.

		4.3.5 It is the vendor’s responsibility to ensure that completed forms are received by the Purchasing Division on or before the deadline as specified in Section 8, RFP Timeline for inclusion in the evaluation process.  Reference Questionnaires not rec...

		4.3.6 The State reserves the right to contact and verify any and all references listed regarding the quality and degree of satisfaction for such performance.



		4.4 VENDOR STAFF RESUMES












State of Nevada Brian Sandoval 
Department of Administration Governor 
Purchasing Division 
515 E. Musser Street, Suite 300 Jeffrey Haag 
Carson City, NV 89701 Administrator 


SUBJECT: Amendment 1 to Request for Proposal 3273 


RFP TITLE: Body Worn Cameras 


DATE OF AMENDMENT: September 14, 2016 


DATE OF RFP RELEASE: August 24, 2016 


OPENING DATE: September 28, 2016 


OPENING TIME: 2:00 PM 


CONTACT: Ronda Miller, Procurement Staff Member 


The following shall be a part of RFP 3273. If a vendor has already returned a proposal and any of the 
information provided below changes that proposal, please submit the changes along with this 
amendment. You need not re-submit an entire proposal prior to the opening date and time. 


1. What is the initial contract term for the project? Are there renewal options available?


Per section 1.1.6 the initial term of contract will be 2 years, with an option of a 2 year


extension.


2. How much budget was allotted for the project?


$1,260,106 per Senate Bill 111.


3. Has the Department determined a funding source for this effort? If so, please indicate which
source will be used.


Yes, State Highway Fund.


4. Please provide the names of the vendors who provided information for RPI #NHP15-01.


• Digital Ally • Point Blank • Utility
• L3 Mobile- • Presidio • VieVu


Vision • Pro-Vision • WatchGuard
• Millenium • Taser
• Panasonic
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MASTER SERVICES AND PURCHASING AGREEMENT 


between 


TASER INTERNATIONAL, INC. 


and 


NEVADA HIGHWAY PATROL - HQ 


CITY Agreement Number: 
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MASTER SERVICES AND PURCHASING AGREEMENT 
 


This Master Agreement (the Agreement) by and between TASER International, Inc., (TASER or Party) a 
Delaware corporation having its principal place of business at 17800 N 85th Street, Scottsdale, Arizona, 
85255, and NEVADA HIGHWAY PATROL - HQ , (Agency, Party or collectively Parties) having its principal 
place of business at 4615 W. SUNSET RD., LAS VEGAS, NV, 89118, is entered into as of January, 01, 2017 (the 
Effective Date). 
 
This Agreement sets forth the terms and conditions for the purchase, delivery, use, and support of TASER 
products and services as detailed in Quote # Q-82593 (the Quote), which is hereby incorporated by reference.  
It is the intent of the Parties that this Agreement shall act as a master agreement governing all subsequent 
purchases by Agency of TASER Products and all subsequent quotes accepted by Agency shall be also 
incorporated by reference as a Quote.  In consideration of this Agreement the Parties agree as follows:  
 
1 Term. This Agreement will commence on the Effective Date and will remain in full force and effect 


until terminated by either Party. TASER services will not be authorized until a signed Quote or 
Purchase Order is received, whichever is first.   
1.1 Evidence.com Subscription Term: The Initial Term of the Subscription services will begin 


after shipment of the Product. If shipped in 1st half of the month, the start date is on the 1st 
of the following month. If shipped in the last half of the month, the start date is on the 15th of 
the following month. Subscription Services will automatically renew for additional successive 
Terms of one (1) year after completion of the initial Term at the list price then in effect, unless 
the Agency gives TASER written notice of termination within sixty (60) days prior to the end of 
a one (1) year period.   


1.2 Professional Services Term: Amounts pre-paid for professional services as outlined in the 
Quote and the Professional Service Appendix must be used within 6 months of the Effective 
Date.  


 
2 Definitions. 


“Business Day” means Monday through Friday, excluding holidays.  
 
“Confidential Information” means all nonpublic information disclosed by TASER, TASER affiliates, 
business partners of TASER or their respective employees, contractors or agents that is designated as 
confidential or that, given the nature of the information or circumstances surrounding its disclosure, 
reasonably should be understood to be confidential.  
 
“Documentation” means the (i) specifications, explanatory or informational materials, whether in 
paper or electronic form, that relate to the Services provided under this Agreement, or (ii) user 
manuals, technical manuals, training manuals, warnings, specification or other explanatory or 
informational materials, whether in paper or electronic form, that relate to the Products provided 
under this Agreement. 
 
 “Evidence.com Service” means TASER web services for Evidence.com, the Evidence.com site, 
EVIDENCE Sync software, EVIDENCE Mobile App, Axon® Mobile App, other software, maintenance, 
storage, and product or service provided by us under this Agreement for use with Evidence.com. This 
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does not include any Third Party Applications, hardware warranties, or the my.evidence.com services. 
 
“Installation Site” means the location(s) where the Products are to be installed. 
 
“Policies” means the Trademark Use Guidelines, all restrictions described on the TASER website, and 
any other policy or terms referenced in or incorporated into this Agreement. Policies do not include 
whitepapers or other marketing materials. 
 
“Products” means all TASER equipment, software, cloud based services, Documentation and software 
maintenance releases and updates provided by TASER under this Agreement. 
 
“Quote” is an offer to sell, is valid only for products and services listed on the quote at prices on the 
quote. All Quotes referenced in this Agreement or issued and accepted after the Effective Date of 
this Agreement will be subject to the terms of this Agreement.  Any terms and conditions contained 
within the Agency’s purchase order in response to the Quote will be null and void and shall have no 
force or effect.  TASER is not responsible for pricing, typographical, or other errors in any offer by 
TASER and TASER reserves the right to cancel any orders resulting from such errors. TASER reserves 
the right to adjust prices or Products unless otherwise specified in the Quote.  
 
“Resolution Time” means the elapsed time between TASER’s acknowledgment of an issue until the 
problem in the Services has been resolved, which does not include time delays caused by the 
Agency or by third parties outside of TASER’s reasonable control. 
 
“Services” means all services provided by TASER pursuant to this Agreement. 
 
“Agency Content” means software, data, text, audio, video, images or other Agency content or any 
of the Agency’s end users (a) run on the Evidence.com Services, (b) cause to interface with the 
Evidence.com Services, or (c) upload to the Evidence.com Services under the Agency account or 
otherwise transfer, process, use or store in connection with the Agency account. 


 
3 Payment Terms. Invoices are due to be paid within 30 days of the date of invoice.  All orders are 


subject to prior credit approval. Payment obligations are non-cancelable and fees paid are non-
refundable and all amounts payable will be made without setoff, deduction, or withholding. If a 
delinquent account is sent to collections, the Agency is responsible for all collection and attorneys’ 
fees. 


 
4 Taxes.  Unless TASER is provided with a valid and correct tax exemption certificate applicable to the 


purchase and ship-to location, the Agency is responsible for sales and other taxes associated with the 
order.    


 
5 Shipping; Title; Risk of Loss; Rejection.  TASER reserves the right to make partial shipments and 


products may ship from multiple locations. All shipments are E.X.W. via common carrier and title and 
risk of loss pass to the Agency upon delivery to the common carrier by TASER. The Agency is 
responsible for all freight charges. Any loss or damage that occurs during shipment is the Agency’s 
responsibility. Shipping dates are estimates only. The Agency may reject nonconforming Product by 
providing TASER written notice of rejection within 10 days of shipment.  Failure to notify TASER within 
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the 10 day rejection period will be deemed as acceptance of Product.  
 
6 Returns.  All sales are final and no refunds or exchanges are allowed, except for warranty returns or 


as provided by state or federal law.  
 
7 Warranties. 


7.1 Hardware Limited Warranty. TASER warrants that its law enforcement hardware products 
are free from defects in workmanship and materials for a period of ONE (1) YEAR from the 
date of receipt. Extended warranties run from the date of purchase of the extended warranty 
through the balance of the 1-year limited warranty term plus the term of the extended 
warranty measured after the expiration of the 1-year limited warranty. CEW cartridges and 
Smart cartridges that are expended are deemed to have operated properly. TASER-
Manufactured Accessories are covered under a limited 90-DAY warranty from the date of 
receipt. Non-TASER manufactured accessories are covered under the manufacturer’s 
warranty. If TASER determines that a valid warranty claim is received within the warranty 
period, TASER agrees to repair or replace the Product. TASER’s sole responsibility under this 
warranty is to either repair or replace with the same or like Product, at TASER’s option.  
 


7.2 Warranty Limitations.  
7.2.1 The warranties do not apply and TASER will not be responsible for any loss, data loss, 


damage, or other liabilities arising from: (a) damage from failure to follow instructions 
relating to the Product’s use; (b) damage caused by use with non-TASER products or 
from the use of cartridges, batteries or other parts, components or accessories that 
are not manufactured or recommended by TASER; (c) damage caused by abuse, 
misuse, intentional or deliberate damage to the product, or force majeure; (d) damage 
to a Product or part that has been repaired or modified by persons other than TASER 
authorized personnel or without the written permission of TASER; or (e) if any TASER 
serial number has been removed or defaced. 


7.2.2 To the extent permitted by law, the warranties and the remedies set forth above 
are exclusive and TASER disclaims all other warranties, remedies, and 
conditions, whether oral or written, statutory, or implied, as permitted by 
applicable law. If statutory or implied warranties cannot be lawfully disclaimed, 
then all such warranties are limited to the duration of the express warranty 
described above and limited by the other provisions contained in this 
Agreement.  


7.2.3 TASER’s cumulative liability to any Party for any loss or damage resulting from 
any claims, demands, or actions arising out of or relating to any TASER product 
will not exceed the purchase price paid to TASER for the product or if for services, 
the amount paid for such services over the prior 12 months preceding the claim. 
In no event will either Party be liable for any direct, special, indirect, incidental, 
exemplary, punitive or consequential damages, however caused, whether for 
breach of warranty, breach of contract, negligence, strict liability, tort or under 
any other legal theory. 
 


7.3 Warranty Returns. If a valid warranty claim is received by TASER within the warranty period, 
TASER agrees to repair or replace the Product which TASER determines in its sole discretion 
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to be defective under normal use, as defined in the Product instructions. TASER’s sole 
responsibility under this warranty is to either repair or replace with the same or like Product, 
at TASER’s option.  
7.3.1 For warranty return and repair procedures, including troubleshooting guides, please 


go to TASER’s websites www.taser.com/support or www.evidence.com, as indicated in 
the appropriate product user manual or quick start guide. 


7.3.2 Before delivering product for warranty service, it is the Agency’s responsibility to 
upload the data contained in the product to the EVIDENCE.com services or download 
the product data and keep a separate backup copy of the contents. TASER is not 
responsible for any loss of software programs, data, or other information contained 
on the storage media or any other part of the product services.  


7.3.3 A replacement product will be new or like new and have the remaining warranty 
period of the original product or 90 days from the date of replacement or repair, 
whichever period is longer. When a product or part is exchanged, any replacement 
item becomes Purchaser’s property and the replaced item becomes TASER’s property. 
 


8 Product Warnings.  See our website at www.TASER.com for the most current product warnings. 
 


9 Design Changes.  TASER reserves the right to make changes in the design of any of TASER’s products 
and services without incurring any obligation to notify the Agency or to make the same change to 
products and services previously purchased. 


 
10 Insurance.  TASER will maintain at TASER’s own expense and in effect during the Term, Commercial 


General Liability Insurance, Workers’ Compensation Insurance and Commercial Automobile 
Insurance and will furnish certificates of insurance or self-insurance upon request. 


 
11 Indemnification. TASER will indemnify and defend the Agency Indemnitees (the Agency’s officers, 


directors, and  employees) from and against all claims, demands, losses, liabilities, reasonable costs 
and expenses arising out of a claim by a third party against an Agency Indemnitee resulting from any 
negligent act, error or omission, or willful misconduct of TASER under or related to this Agreement, 
except in the case of negligent acts, omissions or willful misconduct of the Agency or claims that fall 
under Workers Compensation coverage. 


 
12 IP Rights. TASER owns and reserves all right, title, and interest in the TASER Products and related 


software, as well as any suggestions made to TASER. 
 
13 IP Indemnification. TASER will defend, indemnify, and hold the Agency Indemnitees harmless from 


and against any claims, damages, losses, liabilities, costs, and expenses (including reasonable 
attorneys’ fees) arising out of or relating to any third-party claim alleging that use of TASER Products 
or Services as permitted under this Agreement infringes or misappropriates the intellectual property 
rights of a third party. The Agency must provide TASER with prompt written notice of such a claim, 
tender to us the defense or settlement of such a claim at our expense, and cooperate fully with us in 
the defense or settlement of such a claim.  


 
TASER has no liability to the Agency or any third party if any alleged infringement or claim of 
infringement is to any extent based upon: (a) any modification of the Evidence.com Services by the 
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Agency or any third party not approved by TASER; (b) use of the Evidence.com Services in connection 
or in combination with equipment, devices, or services not approved or recommended by TASER; (c) 
the use of Evidence.com Services other than as permitted under this Agreement or in a manner for 
which it was not intended; or (d) the use of other than the most current release or version of any 
software provided by TASER as part of or in connection with the Evidence.com Services. Nothing in 
this Section will affect any warranties in favor of the Agency that are otherwise provided in or arise 
out of this Agreement.  


 
14 Agency Responsibilities. The Agency is responsible for (i) use of TASER Products (including any 


activities under the Agency Evidence.com account and use by Agency employees and agents), (ii) 
breach of this Agreement or violation of applicable law by the Agency or any of the Agency’s end users, 
(iii) Agency Content or the combination of Agency Content with other applications, content or 
processes, including any claim involving alleged infringement or misappropriation of third party rights 
by Agency Content or by the use of Agency Content, (iv) a dispute between the Agency and any third 
party over Agency use of TASER products or the collection or use of Agency Content,  (v) any hardware 
or networks that the Agency connects to the Evidence.com Services, and (vi) any security settings the 
Agency establishes to interact with or on the Evidence.com Services.  


 
15 Termination. 


15.1 By Either Party. Either Party may terminate for cause upon 30 days advance notice to the 
other Party if there is any material default or breach of this Agreement by the other Party, 
unless the defaulting Party has cured the material default or breach within the 30-day notice 
period. In the event that the Agency terminates this Agreement under this Section and TASER 
fails to cure the material breach or default, TASER will issue a refund of any prepaid amounts 
on a prorated basis. 


 
15.2 By Agency.  The Agency is obligated to pay the fees under this Agreement as may lawfully be 


made from funds budgeted and appropriated for that purpose during the then current fiscal 
year. In the event that sufficient funds will not be appropriated or are not otherwise legally 
available to pay the fees required under this Agreement, this Agreement may be terminated 
by the Agency. The Agency agrees to deliver notice of termination under this Section at least 
90 days prior to the end of the then current fiscal year. 


 
15.3 Effect of Termination. Upon any termination of this Agreement: (a) all Agency rights under 


this Agreement immediately terminate; (b) the Agency remains responsible for all fees and 
charges incurred through the date of termination; and (c) Payment Terms, Warranty, Product 
Warnings, Indemnification, and Agency Responsibilities Sections, as well as the Evidence.com 
Terms of Use Appendix Sections on Agency Owns Agency Content, Data Storage, Fees 
and Payment, Software Services Warranty, IP Rights and License Restrictions will 
continue to apply in accordance with their terms. 


 
15.4 After Termination. TASER will not delete any Agency Content as a result of a termination 


during a period of 90 days following termination. During this 90-day period the Agency may 
retrieve Agency Content only if all amounts due have been paid (there will be no application 
functionality of the Evidence.com Services during this 90-day period other than the ability to 
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retrieve Agency Content). The Agency will not incur any additional fees if Agency Content is 
downloaded from Evidence.com during this 90-day period. TASER has no obligation to 
maintain or provide any Agency Content after this 90-day period and will thereafter, unless 
legally prohibited, delete all of Agency Content stored in the Evidence.com Services. Upon 
request, TASER will provide written proof that all Agency Content has been successfully 
deleted and fully removed from the Evidence.com Services.  


 
15.5 Post-Termination Assistance. TASER will provide Agency with the same post-termination 


data retrieval assistance that TASER generally makes available to all customers. Requests for 
TASER to provide additional assistance in downloading or transferring Agency Content will 
result in additional fees and TASER will not warrant or guarantee data integrity or readability 
in the external system. 


 
16 General.  


16.1 Confidentiality. Both Parties will take all reasonable measures to avoid disclosure, 
dissemination or unauthorized use of either Party’s Confidential Information. Except as 
required by applicable law, neither Party will disclose either Party’s Confidential Information 
during the Term or at any time during the 5-year period following the end of the Term. All 
TASER Pricing is considered confidential and competition sensitive.  
 


16.2 Excusable delays.  TASER will use commercially reasonable efforts to deliver all products and 
services ordered as soon as reasonably practicable. In the event of interruption of any delivery 
due to causes beyond TASER’s reasonable control TASER has the right to delay or terminate 
the delivery with reasonable notice.   
 


16.3 Force Majeure. Neither Party will be liable for any delay or failure to perform any obligation 
under this Agreement where the delay or failure results from any cause beyond the Parties’ 
reasonable control, including acts of God, labor disputes or other industrial disturbances, 
systemic electrical, telecommunications, or other utility failures, earthquake, storms or other 
elements of nature, blockages, embargoes, riots, acts or orders of government, acts of 
terrorism, or war. 
 


16.4 Proprietary Information.  The Agency agrees that TASER has and claims various proprietary 
rights in the hardware, firmware, software, and the integration of ancillary materials, 
knowledge, and designs that constitute TASER products and services, and that the Agency will 
not directly or indirectly cause any proprietary rights to be violated. 


 
16.5 Independent Contractors. The Parties are independent contractors. Neither Party, nor any 


of their respective affiliates, has the authority to bind the other. This Agreement does not 
create a partnership, franchise, joint venture, agency, fiduciary, or employment relationship 
between the Parties. 
 


16.6 No Third Party Beneficiaries. This Agreement does not create any third party beneficiary 
rights in any individual or entity that is not a party to this Agreement. 
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16.7 Non-discrimination and Equal Opportunity. During the performance of this Agreement, 
neither the Parties nor the Party’s employees will discriminate against any person, whether 
employed by a Party or otherwise, on the basis of basis of race, color, religion, gender, age, 
national origin, handicap, marital status, or political affiliation or belief. In all solicitations or 
advertisements for employees, agents, subcontractors or others to be engaged by a Party or 
placed by or on behalf of a Party, the solicitation or advertisement shall state all qualified 
applicants shall receive consideration for employment without regard to race, color, religion, 
gender, age, national origin, handicap, marital status, or political affiliation or belief. 
 


16.8 U.S. Government Rights. Any Evidence.com Services provided to the U.S. Government as 
“commercial items,” “commercial computer software,” “commercial computer software 
documentation,” and “technical data” will have the same rights and restrictions generally 
applicable to the Evidence.com Services. If the Agency is using the Evidence.com Services on 
behalf of the U.S. Government and these terms fail to meet the U.S. Government’s needs or 
are inconsistent in any respect with federal law, the Agency will immediately discontinue use 
of the Evidence.com Services. The terms “commercial item,” “commercial computer software,” 
“commercial computer software documentation,” and “technical data” are defined in the 
Federal Acquisition Regulation and the Defense Federal Acquisition Regulation Supplement. 
 


16.9 Import and Export Compliance. In connection with this Agreement, each Party will comply 
with all applicable import, re- import, export, and re-export control laws and regulations.  


 
16.10 Assignment. Neither Party may assign or otherwise transfer this Agreement without the prior 


written approval of the other Party.  TASER may assign or otherwise transfer this Agreement 
or any of our rights or obligations under this Agreement without consent (a) for financing 
purposes, (b) in connection with a merger, acquisition or sale of all or substantially all of our 
assets, (c) as part of a corporate reorganization, or (d) to a subsidiary corporation. Subject to 
the foregoing, this Agreement will be binding upon the Parties and their respective successors 
and assigns. 
 


16.11 No Waivers. The failure by either Party to enforce any provision of this Agreement will not 
constitute a present or future waiver of the provision nor limit the Party’s right to enforce the 
provision at a later time.  
 


16.12 Severability. This Agreement is contractual and not a mere recital. If any portion of this 
Agreement is held to be invalid or unenforceable, the remaining portions of this Agreement 
will remain in full force and effect. 
 


16.13 Governing Law; Venue. The laws of the state where the Agency is physically located, without 
reference to conflict of law rules, govern this Agreement and any dispute of any sort that might 
arise between the Parties. The United Nations Convention for the International Sale of Goods 
does not apply to this Agreement. 
 


16.14 Notices. All communications and notices to be made or given pursuant to this Agreement 
must be in the English language. Notices provided by posting on the Agency’s Evidence.com 
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site will be effective upon posting and notices provided by email will be effective when the 
email was sent. Notices provided by personal delivery will be effective immediately. Contact 
information for notices:  


 
TASER: TASER International, Inc.   AGENCY:  
 ATTN: Contracts  
 17800 N. 85th Street 
 Scottsdale, Arizona 85255 
 contracts@taser.com 


 
16.15 Entire Agreement. This Agreement, including the APPENDICES attached hereto, and the 


Policies and the quote provided by TASER, represents the entire agreement between the 
Parties. This Agreement supersedes all prior or contemporaneous representations, 
understandings, agreements, or communications between the Parties, whether written or 
verbal, regarding the subject matter of this Agreement. No modification or amendment of any 
portion of this Agreement will be effective unless in writing and signed by the Parties to this 
Agreement. If TASER provides a translation of the English language version of this Agreement, 
the English language version of the Agreement will control if there is any conflict. 
 


16.16 Counterparts. If this Agreement form requires the signatures of the Parties, then this 
Agreement may be executed by electronic signature in multiple counterparts, each of which 
is considered an original. 


 
 
IN WITNESS WHEREOF, the Parties hereto have caused this Agreement to be duly executed. Each Party 
warrants and represents that its respective signatories whose signatures appear below have been and are, 
on the date of signature, duly authorized to execute this Agreement. 
 
 


TASER International, Inc. NEVADA HIGHWAY PATROL - HQ 
Signature:       Signature:       
Name:        Name:        
Title:       ___________ Title:       ___________ 
Date:       ___________ Date:       ___________ 
Address: 17800 N. 85th Street Scottsdale, AZ 85255 Address: 4615 W. SUNSET RD., LAS VEGAS, NV, 89118 


Attn: Contracts 


Email: contracts@taser.com 
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   Evidence.com Terms of Use 
Appendix 


 
1 Access Rights. Upon the purchase or granting of a subscription from TASER and the opening of an 


Evidence.com account the Agency will have access and use of the Evidence.com Services for the 
storage and management of Agency Content during the subscription term (Term). The Evidence.com 
Service and data storage are subject to usage limits. The Evidence.com Service may not be accessed 
by more than the number of end users specified in the Quote. If Agency becomes aware of any 
violation of this Agreement by an end user, the Agency will immediately terminate that end user’s 
access to Agency Content and the Evidence.com Services. 
 


2 Agency Owns Agency Content. The Agency controls and owns all right, title, and interest in and to 
Agency Content and TASER obtains no rights to the Agency Content and the Agency Content are not 
business records of TASER.  The Agency is solely responsible for the uploading, sharing, withdrawal, 
management and deletion of Agency Content. TASER will have limited access to Agency Content solely 
for the purpose of providing and supporting the Evidence.com Services to the Agency and Agency end 
users. The Agency represents that the Agency owns Agency Content; and that none of Agency Content 
or Agency end users’ use of Agency Content or the Evidence.com Services will violate this Agreement 
or applicable laws. 


 
3 Evidence.com Data Security. 


3.1. Generally. TASER will implement commercially reasonable and appropriate measures 
designed to secure Agency Content against accidental or unlawful loss, access or disclosure. 
TASER will maintain a comprehensive Information Security Program (ISP) that includes logical 
and physical access management, vulnerability management, configuration management, 
incident monitoring and response, encryption of digital evidence uploaded, security 
education, risk management, and data protection. The Agency is responsible for maintaining 
the security of end user names and passwords and taking steps to maintain appropriate 
security and access by end users to Agency Content. Log-in credentials are for Agency internal 
use only and Agency may not sell, transfer, or sublicense them to any other entity or person. 
The Agency agrees to be responsible for all activities undertaken by the Agency, Agency 
employees, Agency contractors or agents, and Agency end users which result in unauthorized 
access to the Agency account or Agency Content. Audit log tracking for the video data is an 
automatic feature of the Services which provides details as to who accesses the video data 
and may be downloaded by the Agency at any time. The Agency shall contact TASER 
immediately if an unauthorized third party may be using the Agency account or Agency 
Content or if account information is lost or stolen. 


 
3.2. FBI CJIS Security Addendum. For customers based in the United States, TASER agrees to the 


terms and requirements set forth in the Federal Bureau of Investigation (FBI) Criminal Justice 
Information Services (CJIS) Security Addendum for the Term of this Agreement.  


 
4 Our Support. TASER will make available updates as released by TASER to the Evidence.com Services. 


Updates may be provided electronically via the Internet. TASER will use reasonable efforts to continue 
supporting the previous version of any API or software for 6 months after the change (except if doing 
so (a) would pose a security or intellectual property issue, (b) is economically or technically 
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burdensome, or (c) is needed to comply with the law or requests of governmental entities. The Agency 
is responsible for maintaining the computer equipment and Internet connections necessary for use 
of the Evidence.com Services. 


 
5 Data Privacy. TASER will not disclose Agency Content or any information about the Agency except as 


compelled by a court or administrative body or required by any law or regulation. TASER will give 
notice if any disclosure request is received for Agency Content so the Agency may file an objection 
with the court or administrative body. The Agency agrees to allow TASER access to certain information 
from the Agency in order to: (a) perform troubleshooting services for the account upon request or as 
part of our regular diagnostic screenings; (b) enforce this agreement or policies governing use of 
Evidence.com Services; or (c) perform analytic and diagnostic evaluations of the systems. 


 
6 Data Storage. TASER will determine the locations of the data centers in which Agency Content will be 


stored and accessible by Agency end users. For United States customers, TASER will ensure that all 
Agency Content stored in the Evidence.com Services remains within the United States including any 
backup data, replication sites, and disaster recovery sites. TASER may transfer Agency Content to third 
parties for the purpose of storage of Agency Content. Third party subcontractors responsible for 
storage of Agency Content are contracted by TASER for data storage services. Ownership of Agency 
Content remains with the Agency. For use of an Unlimited Evidence.com License unlimited data may 
be stored in the Agency's Evidence.com account if the data originates from a TASER device.  For use 
of Totally Unlimited Evidence.com Licenses TASER reserves the right to limit the types of content the 
Agency can store and share using the Services. 


 
7 Fees and Payment. Additional end users may be added during the Term at the pricing in effect at the 


time of purchase of additional end users, prorated for the duration of the Term. Additional end user 
accounts will terminate on the same date as the pre-existing subscriptions. TASER reserves the right 
to charge additional fees for exceeding purchased storage amounts or for TASER’s assistance in the 
downloading or exporting of Agency Content.  


 
8 Suspension of Evidence.com Services. TASER may suspend Agency access or any end user’s right to 


access or use any portion or all of the Evidence.com Services immediately upon notice in accordance 
with the following: 
 
8.1. The Termination provisions of the Master Service Agreement apply;  
8.2. The Agency or an end user’s use of or registration for the Evidence.com Services (i) poses a 


security risk to the Evidence.com Services or any third party, (ii) may adversely impact the 
Evidence.com Services or the systems or content of any other customer, (iii) may subject 
TASER, TASER’s affiliates, or any third party to liability, or (iv) may be fraudulent; 


8.3. If TASER suspends the right to access or use any portion or all of the Evidence.com Services, 
the Agency remains responsible for all fees and charges incurred through the date of 
suspension without any credits for any period of suspension. TASER will not delete any of 
Agency Content on Evidence.com as a result of a suspension, except as specified elsewhere in 
this Agreement. 


 
9 Software Services Warranty. TASER warrants that the Evidence.com Services will not infringe or 


misappropriate any patent, copyright, trademark, or trade secret rights of any third party. TASER 
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disclaims any warranties or responsibility for data corruption or errors before the data is uploaded to 
the Evidence.com Services. 
 


 
10 License Restrictions. Neither the Agency nor any Agency end users may, or attempt to: (a) permit 


any third party to access the Evidence.com Services except as permitted in this Agreement; (b) modify, 
alter, tamper with, repair, or otherwise create derivative works of any of the Evidence.com Services; 
(c) reverse engineer, disassemble, or decompile the Evidence.com Services or apply any other process 
or procedure to derive the source code of any software included in the Evidence.com Services, or 
allow any others to do the same; (d) access or use the Evidence.com Services in a way intended to gain 
unauthorized access, avoid incurring fees or exceeding usage limits or quotas; (e) copy the 
Evidence.com Services in whole or part, except as expressly permitted in this Agreement; (f) use trade 
secret information contained in the Evidence.com Services, except as expressly permitted in this 
Agreement; (g) resell, rent, loan, or sublicense the  Evidence.com Services; (h) access the Evidence.com 
Services in order to build a competitive product or service or copy any features, functions, or graphics 
of the Evidence.com Services; (i) remove, alter, or obscure any confidentiality or proprietary rights 
notices (including copyright and trademark notices) of ours or our licensors on or within the 
Evidence.com Services or any copies of the Evidence.com Services; or (j) use the Evidence.com Services 
to store or transmit infringing, libelous, or otherwise unlawful or tortious material, to store or transmit 
material in violation of third party privacy rights, or to store or transmit malicious code. All licenses 
granted in this Agreement are conditional on continued compliance this Agreement, and will 
immediately and automatically terminate if the Agency does not comply with any term or condition of 
this Agreement. The Agency may only use our trademarks in accordance with the TASER Trademark 
Use Guidelines (located at www.TASER.com). 
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Professional Services 
Appendix 


 


 
1 Scope of Services.  The project scope will consist of the Services identified on the Quote.   
 


1.1. The Package for the Axon and Evidence.com related Services are detailed below: 
 


 
System set up and configuration 
Setup Axon® Mobile on smart phones (if applicable). 
Configure categories & custom roles based on Agency need. 
Troubleshoot IT issues with Evidence.com and Evidence.com Dock (Dock) access. 
Work with IT to install EVIDENCE Sync software on locked-down computers (if applicable). 
One on-site session Included 
Dock installation  
Work with Agency to decide ideal location of Dock setup and set configurations on Dock if necessary. 
Authenticate Dock with Evidence.com using “admin” credentials from Agency. 
Work with Agency’s IT to configure its network to allow for maximum bandwidth and proper operation within 


Agency’s network environment. 
On site Assistance Included 
Dedicated Project Manager 
Assignment of a specific TASER representative for all aspects of planning the Product rollout (Project Manager).  
Ideally, the Project Manager will be assigned to the Agency 4–6 weeks prior to rollout. 
Weekly project planning meetings 
Project Manager will develop a Microsoft Project plan for the rollout of Axon camera units, Docks and Evidence.com 
account training based on size, timing of rollout and Agency’s desired level of training.  Up to 4 weekly meetings 
leading up to the Evidence.com Dock installation of not more than 30 minutes in length. 


Best practice implementation planning session—1 on-site session to: 
Provide considerations for establishment of video policy and system operations best practices based on TASER’s 
observations with other agencies. 
Discuss importance of entering metadata in the field for organization purposes and other best practice for digital 
data management. 
Provide referrals of other agencies using the Axon camera products and Evidence.com services 
Create project plan for larger deployments.  
Recommend rollout plan based on review of shift schedules. 
System Admin and troubleshooting training sessions 
2 on-site sessions—each providing a step-by-step explanation and assistance for Agency’s configuration of security, 
roles & permissions, categories & retention, and other specific settings for Evidence.com. 
Axon instructor training 
Prior to general user training on Axon camera systems and Evidence.com services, TASER’s on-site professional 
services team will provide training for instructors who can support the Agency’s subsequent Axon camera and 
Evidence.com training needs. 
End user go live training and support sessions 
Provide individual device set up and configuration assistance; pairing with viewers when applicable; and training on 
device use, Evidence.com and EVIDENCE Sync. 
Implementation document packet 
Evidence.com administrator guides, camera implementation guides, network setup guide, sample policies, and 
categories & roles guide 
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Post go live review session 


 
 


1.2. Additional training days may be added on to any service package for additional fees set forth 
in the Quote.    


 
2 Out of Scope Services.  TASER is responsible to perform only the Services described on the Quote.  


Any additional services discussed or implied that are not defined explicitly by the Quote will be 
considered out of the scope. 


 
3 Delivery of Services. 
 


3.1. Hours and Travel.  TASER personnel will work within normal business hours, Monday through 
Friday, 8:30 a.m. to 5:30 p.m., except holidays unless otherwise agreed in advance.  All tasks 
on-site will be performed over a consecutive timeframe unless otherwise agreed to by the 
Parties in advance.  Travel time by TASER personnel to Agency premises will not be charged 
as work hours performed. 
 


3.2. Changes to Services.  Changes to the scope of Services must be documented and agreed 
upon by the Parties in a change order.  Changes may require an equitable adjustment in the 
charges or schedule.   


 
4 Authorization to Access Computer Systems to Perform Services.  The Agency authorizes TASER 


to access relevant Agency computers and network systems solely for the purpose of performing the 
Services.  TASER will work diligently to identify as soon as reasonably practicable the resources and 
information TASER expects to use, and will provide an initial itemized list to the Agency.  The Agency 
is responsible for, and assumes the risk of any problems, delays, losses, claims, or expenses resulting 
from the content, accuracy, completeness, and consistency of all data, materials, and information 
supplied by the Agency. 


 
5 Site Preparation and Installation.  Prior to delivering any Services, TASER will provide 1 copy of the 


then-current user documentation for the Services and related Products in paper or electronic form 
(Product User Documentation).  The Product User Documentation will include all environmental 
specifications that must be met in order for the Services and related Products to operate in 
accordance with the Product User Documentation.  Prior to the installation of Product (whether 
performed by the Agency or TASER), the Agency must prepare the Installation Site in accordance with 
the environmental specifications set forth in the Product User Documentation.  Following the 
installation of the Products, the Agency must maintain the Installation Site where the Products have 
been installed in accordance with the environmental specifications set forth in the Product User 
Documentation.  In the event that there are any updates or modifications to the Product User 
Documentation for any Products provided by TASER under this Agreement, including the 
environmental specifications for the Products, TASER will provide the updates or modifications to 
Agency when they are generally released by TASER to TASER customers. 


 
6 Acceptance Checklist.  TASER will present an Acceptance Checklist (Checklist) upon completion of 
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the Services that will exactly mirror the description of services within this Section.  The Agency will 
sign the Checklist acknowledging completion of the Services once the on-site service session has been 
completed.  If the Agency reasonably believes that TASER did not complete the Services in substantial 
conformance with this Agreement, the Agency must notify TASER in writing of the specific reasons for 
rejection of the Services within 7 calendar days from delivery of the Checklist.  TASER will address the 
issues and then will re-present the Checklist for approval and signature.  If TASER does not receive 
the signed Checklist or a written notification of the reasons for the rejection of the performance of 
the Services within 7 calendar days of delivery of the Checklist, the absence of the Agency response 
will constitute affirmative acceptance of the Services, and a waiver of any right of rejection. 


 
7 Liability for Loss or Corruption of Data. The Agency is responsible for: (i) instituting proper and 


timely backup procedures for Agency software and data; (ii) creating timely backup copies of Agency 
software or data that may be damaged, lost, or corrupted due to our provision of Services; and (iii) 
using backup copies to restore any Agency software or data in the event of any loss of, damage to, or 
corruption of the operational version of Agency software or data, even if such damage, loss, or 
corruption is due to TASER negligence.  However, regardless of any assistance provided by TASER: (i) 
TASER will in no way be liable for the accuracy, completeness, success, or results of efforts to restore 
Agency software or data; (ii) any assistance provided by TASER under this Section is without warranty, 
express or implied; and (iii) in no event will TASER be liable for loss of, damage to, or corruption of 
Agency data from any cause. 
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TASER Assurance Plan 


Appendix 
 
The TASER Assurance Plan or “TAP” has been purchased as part of the Quote attached to this Agreement. TAP 
provides hardware extended warranty coverage, Spare Products, and Upgrade Models at the end of the TAP 
Term. TAP only applies to the TASER Product listed in the Quote with the exception of any initial hardware or 
any software services offered for, by, or through the Evidence.com website. The Agency may not buy more 
than one TAP for any one covered Product.  


 
1 TAP Warranty Coverage. TAP includes the extended warranty coverage described in the current 


hardware warranty.  TAP warranty coverage starts at the beginning of the TAP Term and continues as 
long as the Agency continues to pay the required annual fees for TAP.  The Agency may not have both 
an optional extended warranty and TAP on the Axon camera/Dock product.  TAP for the Axon camera 
products also includes free replacement of the Axon flex controller battery and Axon body battery 
during the TAP Term for any failure that is not specifically excluded from the Hardware Warranty.   
 


2 TAP Term. TAP Term start date is based upon the shipment date of the hardware covered under 
TAP.  If the shipment of the hardware occurred in the first half of the month, then the Term starts on 
the 1st of the following month.  If the shipment of the hardware occurred in the second half of the 
month, then the Term starts on the 15th of the following month. 
 


3 SPARE Product.  TASER will provide a predetermined number of spare Products for those hardware 
items and accessories listed in the Quote (collectively the “Spare Products”) to keep at the Agency 
location to replace broken or non-functioning units in order to improve the availability of the units to 
officers in the field.  The Agency must return to TASER, through TASER’s RMA process, any broken or 
non-functioning units for which a Spare Product is utilized, and TASER will repair or replace the non-
functioning unit with a replacement product.  TASER warrants it will repair or replace the unit which 
fails to function for any reason not excluded by the TAP warranty coverage, during the TAP Term with 
the same product or a like product, at TASER’s sole option.  The Agency may not buy a new TAP for 
the replacement product or the Spare Product. 


 
3.1. Within 30 days of the end of the TAP Term the Agency must return to TASER all Spare Products.  


The Agency will be invoiced for and are obligated to pay to TASER the MSRP then in effect for 
all Spare Products not returned to TASER.  If all the Spare Products are returned to TASER, 
then TASER will refresh the allotted number of Spare Products with Upgrade Models if the 
Agency purchases a new TAP for the Upgrade Models. 


 
 


4 TAP Upgrade Models.  Upgrade Models are to be provided as follows during and/or after the TAP 
Term: (i) an upgrade will provided in year 3 if the Agency purchased 3 years of Evidence.com services 
with Ultimate Licenses or Unlimited Licenses and all TAP payments are made; or (ii) 2.5 years after the 
Effective Date and once again 5 years after the Effective Date if the Agency purchased 5 years of 
Evidence.com services with an Ultimate License or Unlimited Licenses or OSP and made all TAP 
payments.   
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Any products replaced within the six months prior to the scheduled upgrade will be deemed the 
Upgrade Model.  Thirty days after the Upgrade Models are received, the Agency must return the 
products to TASER or TASER will deactivate the serial numbers for the products received unless the 
Agency purchases additional Evidence.com licenses for the Axon camera products the Agency is 
keeping.  The Agency may buy a new TAP for any Upgraded Model.  


 
4.1. TAP Axon Camera Upgrade Models.   


4.1.1. If the Agency purchased TAP for Axon Cameras as a stand-alone service, then TASER 
will upgrade the Axon camera (and controller if applicable), free of charge, with a new 
on-officer video camera that is the same product or a like product, at TASER’s sole 
option.  TASER makes no guarantee that the Upgrade Model will utilize the same 
accessories or Dock.  If the Agency would like to change product models for the 
Upgrade Model, then the Agency must pay the price difference in effect at the time of 
the upgrade between the MSRP for the offered Upgrade Model and the MSRP for the 
model that will be acquired.  No refund will be provided if the MSRP of the new model 
is less than the MSRP of the offered Upgrade Model. 


4.1.2. If the Agency purchased Unlimited License or OSP, then TASER will upgrade the Axon 
camera (and controller if applicable), free of charge, with a new on-officer video 
camera of the Agency’s choice.  


 
4.2. TAP Dock Upgrade Models.  TASER will upgrade the Dock free of charge, with a new Dock 


with the same number of bays that is the same product or a like product, at TASER’s sole 
option.  If the Agency would like to change product models for the Upgrade Model or add 
additional bays, then the Agency must pay the price difference in effect at the time of the 
upgrade between the MSRP for the offered Upgrade Model and the MSRP for the model 
desired.  No refund will be provided if the MSRP of the new model is less than the MSRP of the 
offered Upgrade Model.   
 


5 TAP Termination.  If an invoice for TAP is more than 30 days past due or the Agency defaults on its 
payments for the Evidence.com services then TASER may terminate TAP and all outstanding Product 
related TAPs.  TASER will provide notification that TAP coverage is terminated.  Once TAP coverage is 
terminated for any reason, then: 


 
5.1. TAP coverage will terminate as of the date of termination and no refunds will be given. 


 
5.2. TASER will not and has no obligation to provide the free Upgrade Models. 


 
5.3. The Agency will be invoiced for and are obligated to pay to TASER the MSRP then in effect for 


all Spare Products provided under TAP.  If the Spare Products are returned within 30 days of 
the Spare Product invoice date, credit will be issued and applied against the Spare Product 
invoice. 
 


5.4. The Agency will be responsible for payment of any missed payments due to the termination 
before being allowed to purchase any future TAP. 
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5.5. If the Agency received Axon Products free of charge and TAP is terminated before the end of 
the term then (a) the Agency will be invoiced for the remainder of the MSRP for the Products 
received and not already paid as part of the TAP before the termination date; or (b) only in the 
case of termination for non-appropriations, return the Products to TASER within 30 days of 
the date of termination.  
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Axon Integration Services 


Appendix 
 
1. Term. The term of this SOW commences on the Effective Date. The actual work to be performed by 


TASER is not authorized to begin until TASER receives the signed Quote or a purchase order for the 
Integration Services, whichever is first. 


 
2. Scope of Integration Services. The project scope will consist of the development of an integration 


module that allows the EVIDENCE.com services to interact with the Agency’s RMS so that Agency’s 
licensees may use the integration module to automatically tag the AXON® recorded videos with a case 
ID, category, and location. The integration module will allow the Integration Module License holders to 
auto populate the AXON video meta-data saved to the EVIDENCE.com services based on data already 
maintained in the Agency’s RMS. TASER is responsible to perform only the Integration Services described 
in this SOW and any additional services discussed or implied that are not defined explicitly by this SOW 
will be considered out of the scope and may result in additional fees. 


 
3. Pricing. All Integration Services performed by TASER will be rendered in accordance with the fees and 


payment terms set forth in the Quote. 
 
4. Delivery of Integration Services. 


4.1 Support After Completion of the Integration Services. After completion of the Integration 
Services and acceptance by the Agency, TASER will provide up to 5 hours of remote (phone or 
Web-based) support services at no additional charge to the Agency. TASER will also provide 
support services that result because of a change or modification in the EVIDENCE.com services 
at no additional charge as long as the Agency maintains EVIDENCE.com subscription licenses 
and Integration Module Licenses, and as long as the change is not required because the 
Agency changes its RMS. Thereafter, any additional support services provided to the Agency 
will be charged at TASER’s then current standard professional services rate. 


4.2 Changes to Services. Changes to the scope of the Integration Services must be documented 
and greed upon by the Parties in a change order. If the changes cause an increase or decrease 
in any charges or cause a scheduling change from that originally agreed upon, an equitable 
adjustment in the charges or schedule will be agreed upon by the Parties and included in the 
change order, signed by both Parties. 


4.3 Warranty. TASER warrants that it will perform the Integration Services in a good and 
workmanlike manner. 


 
5 Acceptance. TASER will present Agency with a completed Checklist (Checklist) certifying TASER’s 


completion of the Integration Services. If Agency reasonably believes that TASER did not complete the 
Integration Services in substantial conformance with this SOW, Agency must notify TASER in writing 
of its specific reasons for rejection within 7 calendar days from delivery of the Checklist to the Agency. 
TASER will address the Agency’s issues and will re-present the Checklist for the Agency’s review. If 
TASER does not receive a written notification of the reasons for rejection of the Checklist, the absence 
of a response will constitute Agency’s affirmative acceptance of the Integration Services, and a waiver 
of any right of rejection. 
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6 Agency’s Responsibilities. TASER’s successful performance of the Integration Services depends upon 
the Agency’s: 
6.1 Making available its relevant systems, including its current RMS, for assessment by TASER 


(including making these systems available to TASER via remote access if possible); 
6.2 Making any required modifications, upgrades or alterations to Agency’s hardware, facilities, 


systems and networks related to TASER’s performance of the Integration Services; 
6.3 Providing access to the building facilities and where TASER is to perform the Integration 


Services, subject to safety and security restrictions imposed by the Agency (including providing 
security passes or other necessary documentation to TASER representatives performing the 
Integration Services permitting them to enter and exit Agency premises with laptop personal 
computers and any other materials needed to perform the Integration Services); 


6.4 Providing all necessary infrastructure and software information (TCP/IP addresses, node 
names, and network configuration) necessary for TASER to provide the Integration Services; 


6.5 Promptly installing and implementing any and all software updates provided by TASER; 
6.6 Ensuring that all appropriate data backups are performed; 
6.7 Providing to TASER the assistance, participation, review and approvals and participating in 


testing of the Integration Services as requested by TASER; 
6.8 Providing TASER with remote access to the Agency’s Evidence.com account when  required for 


TASER to perform the Integration Services; 
6.9 Notifying TASER of any network or machine maintenance that may impact the performance 


of the integration module at the Agency; and 
6.10 Ensuring the reasonable availability by phone or email of knowledgeable staff and personnel, 


system administrators, and operators to provide timely, accurate, complete, and up-to-date 
documentation and information to TASER (these contacts are to provide background 
information and clarification of information required to perform the Integration Services). 
 


7 Authorization to Access Computer Systems to Perform Services. Agency authorizes TASER to 
access Agency’s relevant computers, network systems, and RMS solely for the purpose of performing 
the Integration Services. TASER will work diligently to identify as soon as reasonably practicable the 
resources and information TASER expects to use, and will provide an initial itemized list to Agency. 
Agency is responsible for, and assumes the risk of any problems, delays, losses, claims, or expenses 
resulting from the content, accuracy, completeness, and consistency of all data, materials, and 
information supplied by Agency. 
 


8 Definitions. 
“Integration Services” means the professional services provided by us pursuant to this SOW. 
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E. Copies Certifications and/or Licenses. 
 
Not applicable. TASER confirms its understanding and is not aware of any required 
licensure necessary to perform the services being requested in this RFP.  
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The Federal Bureau of Investigation’s Criminal Justice Information Services (CJIS) Security Policy 
sets the minimum security requirements to provide an acceptable level of assurance to protect 
the full lifecycle of Criminal Justice Information. Agencies using cloud based services are 
required to make informed decisions on whether or not the cloud provider can offer service 
that maintains compliance with the requirements of the CJIS Security Policy. 
 
This document outlines the specific security policies and practices for Evidence.com and how 
they are compliant with the CJIS Security Policy, version 5.5. Also, responses are provided to 
questions posed in the CJIS Security Policy Appendix G.3 Cloud Computing.  
 
In addition to the details explained in this document, TASER International contractually 
commits to the CJIS Security Policy with customers by incorporating the CJIS Security 
Addendum within the TASER Master Services Purchasing Agreement. 
 
 


CJIS Security Policy, Version 5.5 
TASER 


Policies, Practices, and Standards 
5.1 - Policy Area 1: Information Exchange Agreements 


5.1.1 - Information Exchange 
The TASER Master Services Purchasing Agreement 
(MSPA) outlines the data protection roles, 
responsibilities, and data ownership. 


5.1.1.1 - Information Handling 
TASER International maintains policies and practices 
for Evidence.com for securely handling information 


5.1.1.2 to 5.1.4: State and Federal Agency User 
Agreements; Criminal Justice Agency User 
Agreements; Interagency and Management Control 
Agreements; Private Contractor User Agreements 
and CJIS Security Addendum; Agency User 
Agreements, Outsourcing Standards for Non-
Channelers; Monitoring, Review, and Delivery of 
Services; Managing Changes to Service Providers; 
Secondary Dissemination; Secondary Dissemination 
of Non-CHRI CJI;  
 


 
 
TASER acknowledges and abides by all aspects of the 
CJIS Security Addendum. The CJIS Security Addendum 
is included by reference in the TASER MSPA which 
contractually commits TASER to the CJIS Security 
Policy requirements. CJIS Security Addendum 
Certification pages are maintained for each authorized 
TASER employee and are available to customers.  
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5.2 - Policy Area 2: Security Awareness Training 


5.2.1 to 5.2.1.3: Awareness Topics; All Personnel; 
Personnel with Physical and Logical Access; 
Personnel with Information Technology Roles;  


TASER International maintains a comprehensive 
security awareness program. TASER leverages the 
product CJIS Online to deliver CJIS-specific training for 
personnel working on the Evidence.com services. 


5.2.2 – Security Training Records 


TASER International maintains records to ensure all 
required personnel complete security awareness 
training. Records of training can be provided to 
customers. 


5.3 - Policy Area 3: Incident Response 


5.3.1 – Reporting Information Security Events 
TASER International maintains comprehensive security 
incident response plans for Evidence.com include 
reporting to appropriate parties. 


5.3.2 – Management of Information Security 
Incidents 


TASER International maintains security incident 
response policies and practices for Evidence.com. 


5.3.2.1 – Incident Handling 
TASER International maintains security incident 
response procedures and capabilities for 
Evidence.com. 


5.3.2.2 – Collection of Evidence 


The TASER International security incident response 
practices for Evidence.com include requirements to 
collect and maintain appropriate evidence, when 
necessary. 


5.3.3 – Incident Response Training 


The TASER International security awareness training 
for Evidence.com includes security incident response 
roles and responsibilities, including reporting 
expectations. 


5.3.4 – Incident Monitoring 


TASER International documents and tracks security 
incidents for Evidence.com and maintains such 
documentation to meet this requirement. 
 


5.4 - Policy Area 4: Auditing and Accountability 


5.4.1 to 5.4.1.1.1: Auditable Events and Content 
(Information Systems); Events; Content 


Evidence.com systems are configured to log all 
required events, and more, to a central logging 
system.  Additionally, within the Evidence.com 
application, logs are generated and secured that detail 
all access to evidence data. Robust evidence audit 
reports are available to customers. 


5.4.2 – Response to Audit Processing Failures 
The Evidence.com central logging system is configured 
to alert administrators of any log collection or 
processing failures. 
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5.4.3 – Audit Monitoring, Analysis, and Reporting 


TASER International employs advanced detection and 
analysis capabilities of system events for 
Evidence.com. This includes automated detection and 
alerts for unusual activity or attacks. 


5.4.4 – Time Stamps 
The Evidence.com central logging system collects 
event generation time, and event received time. 


5.4.5 – Protection of Audit Information 


The Evidence.com central logging system is protected, 
and access to the logged information is limited to 
authorized administrators. Logs cannot be edited or 
changed. 


5.4.6 – Audit Record Retention 
Evidence.com central log data is maintained for at 
least 1 year. 


5.4.7 – Logging NCIC and III Transactions Not applicable to Evidence.com security practices. 


5.5 - Policy Area 5: Access Control 


5.5.1 – Account Management 
TASER International maintains account management 
policies and practices for Evidence.com, including 
quarterly account validation. 


5.5.2 – Access Enforcement  
TASER International maintains account management 
practices and access control policies for Evidence.com 
to ensure access is limited to authorized accounts. 


5.5.2.1 – Least Privilege 
TASER International access controls for Evidence.com 
are designed according to the principle of least 
privilege. 


5.5.2.2 – 5.5.5: System Access Control; Access 
Control Criteria; Access Control Mechanisms; 
Unsuccessful Login Attempts; System User 
Notification; Session Lock 


Evidence.com access control mechanisms are 
maintained in compliance with the specific CJIS 
security requirements.  


5.5.6 – Remote Access 


TASER International maintains policies and practices 
for Evidence.com that limit remote access to only 
required individuals, via managed VPN connections 
requiring 2-factor authentication. 


5.5.6.1 – Personally Owned Information Systems 
TASER International maintains requirements for the 
use of personally owned devices. 


5.5.6.2 – Publically Accessible Computers 
Evidence.com back-end system administration is 
prohibited from public access computers. 


5.6 - Policy Area 6: Identification and Authentication 


5.6.1 – Identification Policy and Procedures 
TASER International maintains policies and practices 
for Evidence.com for identifying and authenticating 
users before allowing access. 
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5.6.1.1 – 5.6.2: Use of Originating Identifiers in 
Transactions and Information Exchanges; 
Authentication Policy and Procedures 


Not applicable to Evidence.com security practices. 


5.6.2.1 – 5.6.2.1.2: Standard Authenticators; 
Password; Personal Identification Number (PIN) 


Evidence.com authentication mechanisms are 
maintained in compliance with the specific CJIS 
security requirements. 


5.6.2.2 – 5.6.2.2.2: Advanced Authentication; 
Advanced Authentication Policy and Rational; 
Advanced Authentication Decision Tree 


Evidence.com requires at least 2-factor authentication 
for all system administration access. Additionally, 
advanced authentication is available for customer 
accounts. 


5.6.3 – 5.6.3.2: Identifier and Authenticator 
Management; Identifier Management; Authenticator 
Management; Assertions 


TASER International maintains policies and practices 
for Evidence.com for Identifier and Authenticator 
management. 


5.6.4 - Assertions 


TASER International utilizes a combination of internal 
and trusted external certification authorities for 
validating individual identities. Certificates are issued 
internally through an internal trusted authority. For 
external access, commercial CA’s are used. Private 
keys and certificates are stored and distributed 
securely. 


5.7 - Policy Area 7: Configuration Management 


5.7.1 – Access Restrictions for Changes 
TASER International limits Evidence.com system 
changes to only authorized administrators. 


5.7.1.1 – Least Functionality 
Evidence.com system configurations are designed 
according to the principle of least functionality. 


5.7.1.2 – Network Diagram 
TASER International maintains a current system 
diagram for Evidence.com. 


5.7.2 – Security of Configuration Documentation 
Evidence.com system configuration documentation is 
classified as confidential, and protected accordingly. 


5.8 - Policy Area 8: Media Protection 


5.8.1 – Media Storage and Access 
TASER International ensures digital evidence in 
Evidence.com is stored in physically secure and 
controlled locations. 


5.8.2 – 5.8.2.1: Media Transport; Electronic Media in 
Transit 


TASER International maintains practices for securely 
handling Evidence.com data, when in transit. 


5.8.2.2 – Physical Media in Transit 
Information from Evidence.com is not put into 
physical form. 


5.8.3 – Electronic Media Sanitization and Disposal 
TASER International maintains practices for sanitizing 
and disposing of electronic media. 
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5.8.4 – Disposal of Physical Media 
Evidence.com does not store or manage physical 
evidence or physical documents containing CJI. 


5.9 - Policy Area 9: Physical Protection 


5.9.1.1 – Security Perimeter 
Evidence.com defines and controls the physically 
secure perimeter. 


5.9.1.2 – Physical Access Authorizations 
TASER International ensures physical access is limited 
to authorized personnel. 


5.9.1.3 – Physical Access Control  
TASER International ensures physical access is limited 
to authorized personnel, including the use of Iris and 
RFID access control systems at TASER facilities. 


5.9.1.4 – Access Control for Transmission Medium 
TASER International protects access to transmission 
lines. 


5.9.1.5 – Access Control for Display Medium 
TASER International controls display medium to 
prevent unauthorized viewing of CJI. 


5.9.1.6 – Monitor Physical Access 
TASER International maintains policies and practices 
for monitoring physical access, and responding to 
suspicious events. 


5.9.1.7 – Visitor Control 
TASER International maintains policies and practices 
for controlling visitor access. 


5.9.1.8 – Delivery and Removal 
TASER International maintains policies and practices 
for controlling information system-related items. 


5.9.2 – Controlled Area 
TASER International maintains policies and practices 
for Evidence.com related to physical protection. 


5.10 - Policy Area 10: System and Communication Protection and Information Integrity 


5.10.1 – Information Flow Enforcement 
TASER International maintains a range of capabilities 
for controlling data flows in Evidence.com, including 
firewalls, proxies, and load balancers. 


5.10.1.1 – Boundary Protection 


TASER International maintains controls to protect and 
monitor boundaries of Evidence.com. These include 
firewalls, network segmentation, proxies, and 
intrusion detection systems. 


5.10.1.2 – Encryption 


Evidence data transmitted and stored in Evidence.com 
is encrypted with 128 bits or stronger. FIPS 140-2 
approved encryption ciphers (or stronger) are used, 
including AES 256, and RSA 2048.  
 
TASER International maintains policies and practices 
for Evidence.com for encryption key and certificate 
management. 
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5.10.1.3 – Intrusion Detection Tools and Techniques 


Evidence.com employs advanced detection and 
analysis capabilities of system events. This includes 
automated detection and alerts for unusual activity or 
attacks. 


5.10.1.4 – Voice over Internet Protocol Not applicable to Evidence.com security practices. 


5.10.1.5 – Cloud Computing 


The TASER International Information Security Program 
is designed to provide a high level of protection 
against current and emerging threats. This includes 
meeting or exceeding the CJIS security standards. 
 
The TASER MSPA outlines the data protection roles, 
responsibilities, data ownership, and allowable uses 
for data. 


5.10.2 – Facsimile Transmission of CJI Not applicable to Evidence.com security practices. 


5.10.3 – Partitioning and Virtualization 
Evidence.com is operated on industry-leading 
Infrastructure as a Service (IaaS) partners that provide 
secure partitioning and virtualization capabilities. 


5.10.3.1 – Partitioning 


Evidence.com uses many partitioning and 
segmentation methods for security purposes. These 
include network segmentation, OS separation, 
firewalls, and logical access separation. 


5.10.3.2 – Virtualization 
Evidence.com operates on secure virtualized 
environments that meet the additional virtualization 
controls defined within the CJIS Security Policy. 


5.10.4.1 – Patch Management 
TASER International maintains policies and practices 
for Evidence.com for patch management. 


5.10.4.2 – Malicious Code Protection 
TASER International maintains policies, practices and 
technologies for Evidence.com to protect against 
malicious software. 


5.10.4.3 – Spam and Spyware Protection 
TASER International maintains policies, practices and 
technologies for Evidence.com to protect against 
spam and phishing attacks. 


5.10.4.4 – Security Alerts and Advisories 
TASER International maintains policies and practices 
for disseminating appropriate security information to 
personnel, customers, and other stakeholders. 


5.10.4.5 – Information Input Restrictions Not applicable to Evidence.com security practices. 


5.11 - Policy Area 11: Formal Audits 


5.11.1.1 to 5.11.3 – Triennial Compliance Audits by 
the FBI CJIS Division; Triennial Security Audits by the 


TASER International adheres to the audit 
requirements of the FBI CJIS Security Policy. 
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FBI CJIS Division; Audits by the CSA; Special Security 
Inquiries and Audits 


5.12 - Policy Area 12: Personnel Security 


5.12.1 – Personnel Security Policy and Procedures 


TASER International maintains policies and practices 
for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data 
and systems. 


5.12.1.1 – Minimum Screening Requirements for 
Individuals Requiring Access to CJI 


TASER International maintains policies and practices 
for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data 
and systems. Authorized TASER personnel are 
available for state of residence and national 
fingerprint-based record checks at either the state or 
local level. 


5.12.1.2 – Personnel Screening for Contractors and 
Vendors 


TASER International maintains policies and practices 
for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data 
and systems. Authorized TASER personnel are 
available for state of residence and national 
fingerprint-based record checks at either the state or 
local level. 


5.12.2-3 – Personnel Termination; Personnel 
Transfer 


TASER International maintains policies and practices 
for access management related to termination or 
transfer of personnel. 


5.12.4 – Personnel Sanctions 
TASER International maintains a formal sanction 
process for personnel failing to comply with 
established security policies and practices. 


5.13 - Policy Area 13: Mobile Devices 


5.13.1 – 5.13.10:  All 802.11x Wireless Protocols; 
Cellular; Cellular Service Abroad; Voice 
Transmissions Over Cellular Devices; Bluetooth; 
Mobile Device Management (MDM); Wireless Device 
Risk Mitigation; Legacy 802.11 Protocols; System 
Integrity; Patching/Updates; Malicious Code 
Protection; Physical Protection; Personal Firewall; 
Incident Response; Auditing and Accountability; 
Access Control; Wireless Hotspot Capability; 
Identification and Authentication; Local Device 
Authentication; Device Certificates 


The Evidence.com back-end system environment is 
not directly accessible via a wireless network or via 
cellular devices. 
 
Evidence.com data is not transferred via Bluetooth. 
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CJIS Security Policy Appendix G.3 Cloud Computing 


As stated in the CJIS Security Policy, the following questions can help frame the process of determining 
compliance (of a cloud provider) with the existing requirements of the CSP. The following outlines TASER 
International’s response to the questions. 
 


Appendix 6.3 Questions 
Evidence.com 


Policies, Practices, and Standards 
 


Will access to Criminal Justice Information (CJI) 
within a cloud environment fall within the category 
of remote access? (5.5.6 Remote Access) 


TASER International maintains policies and practices 
for Evidence.com that limit remote access to only 
required individuals, via managed VPN connections 
requiring at least 2-factor authentication. 


Will advanced authentication (AA) be required for 
access to CJI within a cloud environment? (5.6.2.2 
Advanced Authentication, 5.6.2.2.1 Advanced 
Authentication Policy and Rationale) 


Evidence.com requires at least 2-factor authentication 
for all system administration access. 2-factor 
authentication is available for individual customer 
accounts. 


Does/do any cloud service provider’s datacenter(s) 
used in the transmission or storage of CJI meet all 
the requirements of a physically secure location? 
(5.9 Physical Protection) 


TASER International regularly reviews the specific 
security practices and audit results documented by 
AWS to ensure they meet the relevant portions of the 
CJIS Security Policy. 


Are the encryption requirements being met? 
(5.10.1.2 Encryption) 


 Who will be providing the encryption as 
required in the CJIS Security Policy? (client 
or cloud service provider) 


 Is the data encrypted while at rest and in 
transit? 


 


Evidence data transmitted and stored in Evidence.com 
is encrypted with 128 bits or stronger. FIPS 140-2 
approved encryption ciphers (or stronger) are used, 
including AES 256, and RSA 2048.  
 
TASER International maintains policies and practices 
for Evidence.com for encryption key and certificate 
management. 


What are the cloud service provider’s incident 
response procedures? (5.3 Policy Area 3: Incident 
Response) 


 Will the cloud subscriber be notified of any 
incident? 


 If CJI is compromised, what are the 
notification and response procedures? 


TASER International maintains comprehensive security 
incident response plans for Evidence.com including 
reporting to appropriate parties. 


Is the cloud service provider a private 
contractor/vendor? 


 If so, they are subject to the same screening 
and agreement requirements as any other 


TASER acknowledges and abides by all aspects of the 
CJIS Security Addendum. The CJIS Security Addendum 
is included by reference in the TASER MSPA which 
contractually commits TASER to the CJIS Security 
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private contractors hired to handle CJI? 
(5.1.1.5 Private Contractor User Agreements 
and CJIS Security Addendum; 5.12.1.2 
Personnel Screening for Contractors and 
Vendors) 


Policy requirements. CJIS Security Addendum 
Certification pages are maintained for each authorized 
TASER employee and are available to customers.  
 
TASER International maintains policies and practices 
for ensuring all Evidence.com personnel are 
trustworthy and competent to handle sensitive data 
and systems. Authorized TASER personnel are 
available for state of residence and national 
fingerprint-based record checks at either the state or 
local level. 


Will the cloud service provider allow the CSA and FBI 
to conduct compliance and security audits? (5.11.1 
Audits by the FBI CJIS Division; 5.11.2 Audits by the 
CSA) 


TASER International adheres to the audit 
requirements of the FBI CJIS Security Policy. 
 


How will event and content logging be handled? 
(5.5 Policy Area 4, Auditing and Accountability) 


 Will the cloud service provider handle logging 
and provide that upon request? 


Evidence.com systems are configured to log all 
required events from Policy Area 4, and more, to a 
central logging system. 


 
[v20160818] 
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Schematic Rendering of the Proposed BWC System 


 







Evidence.com Solution Diagram


 
 
 







 800-978-2737   axon.io/body2


BEYOND A CAMERA AND BEYOND COMPARE
The #1 Video Platform | Unlimited HD | Constant Upgrades 


Axon Body 2 takes the powerful simplicity of its predecessor to the next level. The single-unit design is now 
equipped with even greater capabilities like unlimited HD video, Wi-Fi video offload and industry-leading 
security enhancements. It’s still part of the same growing platform that connects cloud, mobile and wearable 
technologies to give you a true end-to-end solution. 


AXON BODY 2
A powerful platform  
behind a simple camera


UNLIMITED HD. 
NO DISTRACTIONS.







A P P AVA I L A B L E F O R  
APPLE AND ANDROID


AXON BODY 2  
FEATURES AND BENEFITS
RETINA HD VIDEO: The industry ’s best low-light 
video now records in HD.


FULL-SHIFT BATTERY: 12+ hours 


PRE-EVENT BUFFER: Capture up to 2 minutes 
before an event.


WIRELESS ACTIVATION: Axon Signal turns 
the camera on with lightbar and other sensor 
activation.


WI-FI VIDEO OFFLOAD: Axon Body 2 is capable 
of wireless off load to the cloud.


OPTIONAL MUTE: Ability to disable audio in the 
f ield to support dual party consent.


IN-FIELD TAGGING: Add a marker to important 
points in your video. 


UNMATCHED DURABILITY: Built to withstand 
extreme weather and brutal conditions.


ADVANCED SECURITY: Evidence is encrypted at 
rest on the camera to protect data at all times. 


RAPIDLOCK MOUNTS: Versatile mounts keep 
the camera steady during tough situations.


MOBILE APP: Stream, tag, and replay videos 
right on your phone with Axon View.


VIDEO RESOLUTION    Configurable up to 1080p


WEATHER RESISTANCE    IP67 (IEC 60529)


AXON BODY 2 
SPECIFICATIONS


CORROSION RESISTANCE    MIL-STD-810G METHOD 509.5 (SALT FOG)


FIELD OF VIEW    143 degrees


OPERATING TEMPERATURE    -4 °F to 122 °F / -20 °C to 50 °C


DROP TEST    6 Feet


HUMIDITY    95% non-condensing


WARRANTY    1 year from date of receipt


RECORDING CAPACITY    Up to 70 hours depending on resolution 


Android is a trademark of Google, Inc., IOS is a trademark of Cisco Technology, Inc., and Apple, the Apple logo, iPhone, iPad 
and iPod touch are trademarks of Apple, Inc. The Android robot is reproduced or modif ied from work created and shared 
by Google and used according to terms described in the Creative Commons 3.0 Attribution License. Wi-Fi is a trademark of 
the Wi-Fi Alliance.


,  AXON, Axon, Axon View, TASER, and ø are trademarks of TASER International, Inc., some of which are registered 
in the US and other countries. For more information, visit www.taser.com/legal. All rights reserved. © 2016 TASER 
International, Inc.
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Wi-Fi Alliance. 


,  AXON, Axon, Axon Body, Axon Signal, Axon View, TASER, and © are trademarks of TASER International, Inc., some of which are 
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Axon Body 2 Camera Models   


Model Model No. Color 
Axon Body 2 camera 74001 Black 


Specifications Features 
1. Operating temperature range: 


−4 °F to 122 °F (−20 °C to 50 °C). 
2. Storage temperature range:1 


−4 °F to 95 °F (−20 °C to 35 °C). 
3. Charging temperature range: 


41 °F to 95 °F (5 °C to 35 °C). 
4. Humidity: 95 percent non-condensing. 
5. Drop test: 6-foot (1.8-meter). 
6. IEC 60529 IP67 (6 dust, 7 water). 
7. Salt fog MIL-STD-810G. 
8. Up to 30 frames per second. 
9. Settings: 2  


Resolution  File size for 1 h Storage capacity 
Low SD 480p (640 x 480 VGA resolution)  0.8 GB >70 h 
High SD 480p (640 x 480)  1.8 GB ~35 h 
Low HD 720p (1280 x 720) (recommended)  2.7 GB ~23 h 
High HD 1080p (1920 x 1080)  5.4 GB ~12 h 


10. Specific absorption rate (SAR): 0.94 W/kg. 
11. Rechargeable, replaceable lithium-ion polymer battery. 


3000 mAh capacity.3,4 
12. Bluetooth 4.0. 
13. USB 2.0. 
14. Wi-Fi 802.11n at 5 GHz and 2.4 GHz. 
15. More than 12 hours of battery life under normal operation.5 
16. Video format: MPEG-4 (.MP4) 
17. Video compression: H.264 
18. Storage: 64 gigabyte solid-state non-removable embedded Multimedia Card (eMMC) 
19. Encryption: 256-bit AES2 


20. Light sensor: CMOS 


1. EVENT button to start and stop recording. 
2. Pre-event buffer of 0–120 seconds, configurable by 


agency in 30-second increments. 
3. On/Off slide switch to power the device. 
4. Battery button and battery LED to indicate remaining 


battery capacity. 
5. Operation LED on the top of the housing indicates 


camera status. 
6. Dual-channel microphone: Stereo microphone (two-


channel) always recording two tracks). 
7. Haptic notification: Vibration feedback to accompany 


beep tones. 
8. Near field communication (NFC) chip. 
9. Several mounts are available. 
10. Full color audiovisual camera. 
11. 143° diagonal field of view camera lens. 107° 


horizontal field of view, and 78° vertical field of view. 
12. Three-axis image stabilization. 
13. Retina Low-Light capability less than 0.1 lux. 
14. Playback and download via TASER software 


applications. 
15. GPS tagging capability available through Android 


and iOS Axon View applications via Bluetooth 
technology. Streaming capability is available through 
Android and iOS Axon View applications via Wi-Fi 
technology. 


16. Watermark: Date and time automatically embedded 
into the video. 


17. Compatible with the Axon Signal Unit (ASU). 


Physical Characteristics6,7 
Dimensions  


Depth 1 (D1) Depth 2 (D2) Width (W) Height (H) Weight 


0.94 in [2.4 cm] 1.01 in (2.6 cm) 2.76 in [7 cm] 3.42 in [8.7 cm] 5.0 oz [142 g] 


  


 
 


 
1  Less than 1 month at the high temperature. Long-term storage should be in a climate-controlled environment. 
2  Resolution and encryption settings are agency-configurable. 
3  Rechargeable lithium-ion polymer batteries have a limited life of approximately 1 year. With age, batteries will gradually lose their capacity to hold a charge. This 


loss of capacity (aging) is irreversible. As the battery loses capacity, the length of time it will power your device (run time) decreases. Additionally, lithium-ion 
polymer batteries continue to slowly discharge (self-discharge) when not in use or while in storage. It is advised that you routinely check the battery’s charge status. 
The device should be recharged regularly to maintain the internal chemistry of the battery. TASER product user manuals summarize how to check battery status as 
well as battery charging instructions. The latest product manuals are available at www.taser.com.   


4  The Axon Body 2 camera battery pack can be replaced. Please contact www.taser.com to purchase a replacement battery. 
5  Temperature, other ambient conditions, and usage can affect battery life.  
6  Product specification may change without notice; actual product may vary from picture. 
7  Dimensions and weights are for reference only. 
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Axon Dock Models 
Model Model No. Color 


Axon Dock Individual Bay and Core1 70023 Black 
Specifications2 Features 


1. Input power requirements3 
Voltage: 15 V DC 
Current: 4 A DC 
Power: 60 W 
Connector: Barrel power connector, inner diameter 
0.08″ [2.1 mm], outer diameter 0.22″ [5.5 mm], 
length 0.37″ [9.5 mm], inside positive 


2. Output specifications per port 
Voltage: 4.5 V DC to 5.5 V DC  
Current: 500 mA (maximum) 
Power: 2.75 W (maximum) 


3. Operating Temperature: −4 °F [−20 °C] to 167 °F 
[75 °C] 


4. Humidity: 85 percent non-condensing 
5. One USB B input port, two 2.5 mm dock output 


ports, two USB A 2.0 output ports 


1. Modular design capable of managing one Axon Flex 
controller and one Axon Flex camera, or one Axon 
Body camera and one Axon Flex camera. 


2. Status LED on the device docked in the bay 
indicates device status. Status can also be 
observed through web-based status screens. 


3. Provides power to device docked in the bay to enable 
battery charging. 


Characteristics  
1. Attaches to Axon Dock core to connect to the 


Internet. 
Physical Characteristics2,4 


Width (W) Height (H) Depth (D) Weight 
6.4″ [16.2 cm] 2.18″ [5.5 cm] 1.9″ [4.9 cm] 4.76 oz. [135 g] 


   


   


 


                                                             
1 This document only describes the bay. For information about the core, see the TASER Axon Dock Core Specifications. 
2 Product specification may change without notice; actual product may vary from picture. 
3 Required AC service specifications for provided external AC-DC power supply are 100–240 V AC, 1.5 A (min), 50–60 Hz. 
4 Dimensions and weights are for reference only. 
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,  AXON, Axon, Evidence.com, TASER, and © are trademarks of TASER International, Inc., 
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Axon Dock Core Models 


Model Model No. Color 


Axon Dock Core Module 70027 Black 


Specifications1 Features 


1. Input power requirements2 
Voltage: 15 V DC 
Current: 4 A DC 
Connector: Barrel power connector, inner diameter 0.08″ 
[2.1 mm], outer diameter 0.22″ [5.5 mm], length 0.37″ [9.5 
mm], inside positive 


2. Output specifications per USB Port 
Voltage: 4.5 V DC to 5.5 V DC 
Current: 500 mA (maximum) 
Power: 2.75 W (maximum) 


3. Operating Temperature: −4 °F [−20 °C] to 167 °F [75 °C] 
4. Humidity: 85 percent non-condensing 
5. Two CAT5E3 Ethernet ports (one 100BASE-TX local area 


network (LAN4), one 1000BASE-T wide area network 
(WAN)) 


6. Two USB A 2.0 ports  


1. Can be combined with all Axon Dock 
individual bay and 6-bay modules. 


2. Provides secure connection to the 
Evidence.com5 website from the device 
during transfer. 


3. Device status can be observed through 
web-based status screens. 


4. Provides power to device connected to the 
core to enable battery charging. 


5. Diagnostic LEDs indicate power, LAN, 
WAN, and USB activity. 


6. Dynamic and static IP capable network 
connection. 


7. TASER web-based configuration interface. 


8. Automatic firmware updates for TASER 
devices. 


Characteristics  


1. Internet connection requirement: 
Ethernet 10BASE-T (LAN or WAN), 100BASE-TX (LAN or 
WAN), or 1000BASE-T (WAN) 


Physical Characteristics1,6 


Width (W) Height (H) Depth (D) Weight 


6.4″ [16.2 cm] 1.8″ [4.6 cm] 3.31″ [8.4 cm] 8.24 oz. [233.6 g] 


   


   


 


                                                           
1 Product specification may change without notice; actual product may vary from picture. 
2 Required AC service specifications for provided external AC-DC power supply are 100–240 V AC, 1.5 A (min), 50–60 Hz. 
3 CAT5E cables must be used with the core. 
4 LAN is used for configuring the core. The LAN cannot be used to route network traffic. 
5 Subscription required. 
6 Dimensions and weights are for reference only. 
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 800-978-2737   axon.io/flex 


FLEXIBILITY AND DURABILITY UNITE
The #1 On-Officer Video Platform | Flexible Mounting Options | 75° Field of View


Axon Flex is a compact, point-of-view video system with flexible mounting options. Officers 
can mount the durable camera on their eyewear, epaulette, collar, helmet, ball cap, and more. 
A 30-second buffer ensures that events are recorded in their entirety, and retina lowlight 
technology automatically adjusts for changes in lighting similar to the human eye.


AXON FLEX
Adaptive, point-of-
view camera


EVIDENCE FROM YOUR 
POINT OF VIEW







A P P AVA I L A B L E F O R  
APPLE AND ANDROID


AXON FLEX FEATURES  
AND BENEFITS
MULTIPLE MOUNTING OPTIONS: Affix to 
eyewear, shirt collars, helmets, ball caps, and 
more.


OFFICER PERSPECTIVE: Retains indisputable 
testimony of your point of view.


30-SECOND PRE-EVENT BUFFER: Capture the 
build-up, not just the action.


DURABLE DESIGN: Built to withstand extreme 
weather and brutal conditions.


RETINA LOW-LIGHT: Adjusts to changes in 
lighting similar to the human eye.


DOCK AND WALK: Digital data uploads 
automatically while recharging.


MOBILE APP: Stream, tag, and replay videos 
right on your phone with Axon View.


AXON SIGNAL: Automatic activation from Smart 
Weapon, light bar, and other in-car triggers.


WEATHER RESISTANCE   IEC 60529 IPx2 (dripping rain); MIL-STD-810G Method 510.5 Procedure 1 (blowing dust)


HOUSING   High-impact polymer


FIELD OF VIEW   75 degrees


OPERATING TEMPERATURE   -4 °F to 122 °F [-20 °C to 50 °C]


DROP TEST   6 feet


HUMIDITY   80% non-condensing


WARRANTY   1 year from date of receipt


RECORD TIME   4 to 13 hours depending on resolution


AXON FLEX 
SPECIFICATIONS


Apple and  are trademarks of Apple Inc.,  and Android are trademarks of Google Inc.


,  AXON, Axon View and Axon Signal are trademarks of TASER International, Inc., and Axon, Axon Flex, TASER,  
and ø are trademarks of TASER International, Inc., registered in the US and other countries. For more information,  
visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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AXON flex Camera Models   
Model Model No. Color 


AXON flex Camera1 73000 series Black 
Specifications Features 
1. Operating temperature range: 


−4 °F to 122 °F [−20 °C to 50 °C] 
2. Storage temperature range:2 


−4 °F to 95 °F [−20 °C to 35 °C] 
3. 75° field of view camera lens 
4. Humidity: 80 percent non-condensing, when cable is 


attached 
5. 30-second pre-event video buffer. Buffer does not 


include audio. 
Note: Buffer time can change depending on device 
state. 


6. Up to 30 frames per second.  
7. 640 x 480 VGA video resolution. 
8. Up to 8 GB non-removable, solid state storage.3 
9. Approximately 4 hours video storage under highest 


quality recording settings; up to 9 hours storage under 
medium quality recording settings; and up to 13 hours 
storage available at lowest quality recording setting. 


10. Specific absorption rate (SAR): 0 W/kg. 
11. Rechargeable lithium-ion polymer battery.4 


1. Ambidextrous design for left- or right-side mounting. 
2. Multiple attachment options available, including: 


Oakley Flak Jacket eyewear mount; Low Rider 
headband; Collar mount; Epaulette/shoulder mount; 
and Helmet mount. 


3. Playback via the AXON® Mobile smart phone 
application or EVIDENCE Sync software. 


4. Several cable styles and cable lengths are available.5 
5. Configurable bit rate (multiple settings to optimize file 


size and upload speed). 
6. Full color audiovisual camera. 
7. Retina Low-Light capability less than 1 lux. 
8. Constructed from impact resistant polymer. 
9. Data can be viewed and downloaded with 


EVIDENCE.com services through the AXON flex 
Evidence Transfer Manager (ETM) or EVIDENCE.com 
Dock6 and EVIDENCE Sync software.  


10. Data download to personal computer through 
EVIDENCE Sync software is also available. 


11. GPS tagging and streaming capability available 
through Android and iPhone AXON Mobile 
applications. 


Physical Characteristics7,8 
Dimensions  


Length (L) Height (H) Width (W) Weight 
3.2 in [8.1 cm] 0.8 in [2.0 cm] 0.7 in [1.8 cm] 0.53 oz (15 g) 


   
 


 
1  Requires a cable connection to the AXON flex Controller (model number 73001) to function.  
2  Less than 1 month at the high temperature. Long-term storage should be in a climate-controlled environment. 
3  Multi-Level Cell flash memory is rated for approximately 10,000 write cycles. The current technology along with normal usage, which includes recording and 


buffering and ETM sync processes, typically gives memory components a useful life of 4 to 5 years. A portion of the memory is reserved for the operating system. 
4  The AXON flex camera contains a non-replaceable lithium-ion polymer battery. Rechargeable lithium-ion polymer batteries have a limited life of approximately 2 


years, and will gradually lose their capacity to hold a charge. This loss of capacity (aging) is irreversible. As the battery loses capacity, the length of time it will power 
your device (run time) decreases. Additionally, lithium-ion polymer batteries continue to slowly discharge (self-discharge) when not in use or while in storage. It is 
advised that you routinely check the battery’s charge status. The device should be recharged regularly to maintain the internal chemistry of the battery. TASER 
product user manuals summarize how to check battery status as well as battery charging instructions. The latest product manuals are available at www.TASER.com 


5  While all TASER products are thoroughly tested to ensure product reliability, all usage conditions cannot be anticipated. User checks are recommended to ensure 
connections remain snug and performance is unaffected. AXON flex cables should be replaced at the first sign of wear or breakdown to ensure reliable function and 
use. 


6  User account and subscription required. 
7  Product specification may change without notice; actual product may vary from picture. 
8  Dimensions and weights are for reference only. 
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Axon Signal is a trademark of TASER International, Inc. Axon Flex is a trademark of TASER International, Inc., registered in the US. 
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Axon Flex Controller Signal Equipped Model   
Model Model No. Color 


Axon Flex Controller Signal Equipped1 70115 Black 
Specifications Features 
1. Operating temperature range: 


−4 °F to 122 °F [−20 °C to 50 °C] 
2. Storage temperature range:2 


−4 °F to 95 °F [−20 °C to 35 °C] 
3. Charging temperature range: 


41 °F to 95 °F [5 °C to 35 °C] 
4. Humidity: 80 percent non-condensing, with cable attached. 
5. Rechargeable lithium-ion polymer battery. 


2500 mAH capacity.3,4 
6. More than 12 hours of battery life under normal operation.5 
7. Bluetooth Signal Range: Minimum 30 feet (9.14 m) 


1. EVENT button to start recording and return to buffering. 
2. On/Off slide switch to power the device.6 
3. Battery button and battery LED to indicate remaining battery 


capacity. 
4. Operation LED on the top of the housing indicates camera 


status. 
5. Several cable styles and cable lengths are available.7 
6. Holster and several clip mounts are available. 
7. Compatible with the Axon Signal Unit (ASU). 


Physical Characteristics8,9 
Dimensions  


Depth (D) Width (W) Height (H) Weight 
0.8 in [2.0 cm] 2.6 in [6.6 cm] 3.3 in [8.4 cm] 3.3 oz. [94 g] 


 


   
 


 


 
1  Requires cable connection to an Axon Flex Camera (model number 73000) for audio/video recording. 
2  Less than 1 month at the high temperature. Long-term storage should be in a climate-controlled environment. 
3  Rechargeable lithium-ion polymer batteries have a limited life of approximately 2 years or approximately 300 full charge and discharge cycles. With age, batteries 


will gradually lose their capacity to hold a charge. This loss of capacity (aging) is irreversible. As the battery loses capacity, the length of time it will power your 
device (run time) decreases. Additionally, lithium-ion polymer batteries continue to slowly discharge (self-discharge) when not in use or while in storage. It is advised 
that you routinely check the battery’s charge status. The device should be recharged regularly to maintain the internal chemistry of the battery. TASER product user 
manuals summarize how to check battery status as well as battery charging instructions. The latest product manuals are available at www.TASER.com.   


4  The Axon Flex Controller cannot be disassembled. The internal battery is only replaceable as a complete assembly.  Please contact www.TASER.com to purchase 
a replacement Axon Flex Controller. 


5  Temperature, other ambient conditions, and usage can affect battery life.  
6  The On/Off switch is magnetically activated. Close proximity to other magnets or magnetic fields may cause the device to turn off or on. 
7  While all TASER products are thoroughly tested to ensure product reliability, all usage conditions cannot be anticipated.  User checks are recommended to ensure 


connections remain snug and performance is unaffected.  Axon Flex cables should be replaced at the first sign of wear or breakdown to ensure reliable function and 
use. 


8  Product specification may change without notice; actual product may vary from picture. 
9  Dimensions and weights are for reference only. 
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Axon Dock Models 


Model Model No. Color 


Axon Dock 6-Bay and Core1 70026 Black 


Specifications2 Features 
1. Input power requirements3 


Voltage: 15 V DC 
Current: 4 A DC 
Power: 60 W 
Connector: Barrel power connector, inner diameter 0.08″ [2.1 mm], 
outer diameter 0.22″ [5.5 mm], length 0.37″ [9.5 mm], inside positive 


2. Output specifications per port 
Voltage: 4.5 V DC to 5.5 V DC  
Current: 500 mA (maximum) 
Power: 2.75 W (maximum) 


3. Operating Temperature: −4 °F [−20 °C] to 167 °F [75 °C] 
4. Humidity: 85 percent non-condensing 
5. One USB B input port, twelve 2.5 mm dock output ports, one USB A 


2.0 output port 


1. Modular design capable of managing six 
Axon Flex controllers and six Axon Flex 
cameras, or six Axon Body cameras and 
six Axon Flex cameras.4 


2. Status LED on the device docked in the 
bay indicates device status. Status can 
also be observed through web-based 
status screens. 


3. Provides power to device docked in the 
bay to enable battery charging. 


Characteristics  
1. Attaches to Axon Dock core to connect to the Internet. 


Physical Characteristics2,5 


Width (W) Height (H) Depth (D) Weight 


6.4″ [16.2 cm] 2.18″ [5.5 cm] 11.25″ [28.6 cm] 1.36 lb. [612.35 g] 


 


   


 


                                                           
1 This document only describes the bay. For information about the core, see the TASER Axon Dock Core Specifications. 
2 Product specification may change without notice; actual product may vary from picture. 
3 Required AC service specifications for provided external AC-DC power supply are 100–240 V AC, 1.5 A (min), 50–60 Hz. 
4 This 6-bay will not work with Axon Body 2 cameras. 
5 Dimensions and weights are for reference only. 
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Axon Dock Core Models 


Model Model No. Color 


Axon Dock Core Module 70027 Black 


Specifications1 Features 


1. Input power requirements2 
Voltage: 15 V DC 
Current: 4 A DC 
Connector: Barrel power connector, inner diameter 0.08″ 
[2.1 mm], outer diameter 0.22″ [5.5 mm], length 0.37″ [9.5 
mm], inside positive 


2. Output specifications per USB Port 
Voltage: 4.5 V DC to 5.5 V DC 
Current: 500 mA (maximum) 
Power: 2.75 W (maximum) 


3. Operating Temperature: −4 °F [−20 °C] to 167 °F [75 °C] 
4. Humidity: 85 percent non-condensing 
5. Two CAT5E3 Ethernet ports (one 100BASE-TX local area 


network (LAN4), one 1000BASE-T wide area network 
(WAN)) 


6. Two USB A 2.0 ports  


1. Can be combined with all Axon Dock 
individual bay and 6-bay modules. 


2. Provides secure connection to the 
Evidence.com5 website from the device 
during transfer. 


3. Device status can be observed through 
web-based status screens. 


4. Provides power to device connected to the 
core to enable battery charging. 


5. Diagnostic LEDs indicate power, LAN, 
WAN, and USB activity. 


6. Dynamic and static IP capable network 
connection. 


7. TASER web-based configuration interface. 


8. Automatic firmware updates for TASER 
devices. 


Characteristics  


1. Internet connection requirement: 
Ethernet 10BASE-T (LAN or WAN), 100BASE-TX (LAN or 
WAN), or 1000BASE-T (WAN) 


Physical Characteristics1,6 


Width (W) Height (H) Depth (D) Weight 


6.4″ [16.2 cm] 1.8″ [4.6 cm] 3.31″ [8.4 cm] 8.24 oz. [233.6 g] 


   


   


 


                                                           
1 Product specification may change without notice; actual product may vary from picture. 
2 Required AC service specifications for provided external AC-DC power supply are 100–240 V AC, 1.5 A (min), 50–60 Hz. 
3 CAT5E cables must be used with the core. 
4 LAN is used for configuring the core. The LAN cannot be used to route network traffic. 
5 Subscription required. 
6 Dimensions and weights are for reference only. 
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 800-978-2737   axon.io/evidence


Evidence.com is a scalable, cloud-based system that consolidates all of your digital files, making them easy 
to manage, access and share while maintaining security and chain of custody.


UNIFY YOUR DIGITAL ASSETS
Eliminate data silos and manage all types of digital 
media from capture to courtroom, all with one 
secure system.


FASTER WORKFLOWS
Achieve the fastest speed of evidence processing 
through automation. Save time and money with 
industry-leading redaction technologies and 
secure digital sharing tools.


SCALABLE TECHNOLOGY 
Enable deployments of any size with active 
directory integration, groups, reports, CAD/RMS 
Integration, automatic retention schedules and 
more.


THE AXON ADVANTAGE
Start immediately with no hardware to set up. 
Choose between plans with fixed or unlimited 
storage, and adjust instantly if needed. Stay up to 
date with free, automatic updates every month.


MANAGE ALL OF YOUR DIGITAL EVIDENCE 
FROM CAPTURE TO COURTROOM







EVIDENCE.COM
FEATURES AND BENEFITS
LOWEST TOTAL COST OF OWNERSHIP: 
Evidence.com eliminates the cost of an in-house 
data center and the time associated with manual 
processes.


AVAILABILITY: Hosted securely in the cloud, 
Evidence.com can be accessed anytime, anywhere.


ONE-CLICK SEARCH: Search by officer name, 
incident ID, location and other tags to find files 
quickly.


CONFIGURABLE RETENTION: Schedule 
automatic retention periods based on incident 
type or crime severity.


CASE MANAGEMENT: Quickly view and share all 
digital files related by case number.


REDACTION SUITE: Save time with automated 
redaction, bulk redaction, clips, markers, 
thumbnails and more.


CAD/RMS INTEGRATION: Automate Axon video 
tagging by pulling in the correct metadata from 
existing systems.


PROSECUTOR WORKFLOW: Connect digitally with 
the prosecutor using the most scalable sharing 
solution available.


MOBILE INTEGRATION: Store and manage files 
captured with mobile devices in the field.


ANALYTICS AND AUDIT TOOLS: Monitor system 
usage, from total videos uploaded to who has 
reviewed, shared and deleted files.


CJIS-COMPLIANCE 
Evidence.com is fully CJIS compliant.


AUDIT TRAIL AND CHAIN OF CUSTODY 
Data is tamper-proof and all access events are reported in a secure audit trail. 


CUSTOMIZABLE USER PERMISSIONS 
Administrators can determine what files can be viewed by users and groups of users.


DATA ENCRYPTION 
All information is fully encrypted in transit and at rest. 
 


For more information, visit axon.io/security.


EVIDENCE.COM
SECURITY FEATURES


,  AXON, Axon and Evidence.com are trademarks of TASER International, Inc., some of which are registered in the US and in 
other countries. © 2016 TASER International, Inc. All rights reserved.
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*Unlimited data for Axon camera and Axon Capture uploads; additional storage is only 6.25¢ per GB per month.  


Other terms and conditions may apply and TASER reserves the right to change or end these offers at any time.


 AXON, Axon, Evidence.com, Axon Capture, Evidence Sync and TASER are trademarks of TASER International, Inc., some of which are registered in the US and other countries. For more 
information, visit www.TASER.com/legal. All rights reserved. © 2016 TASER International, Inc.


AXON.IO/PRICING


EVIDENCE.COM PLANS BASIC UNLIMITED


INCLUDED STORAGE 10GB Unlimited  
Storage*


Axon Capture App


Evidence Sync


Dock-Automated Video Upload


Secure File Storage


Evidence Folders


GPS Mapping of Captured Media


File & Case Sharing


Video Clips & Markers


Lock Specific Files for IA


Custom User Roles


Custom Categories


Automatic File Deletion Schedules


Bulk Reassign, Share, Edit


User & Device Management


Video Redaction


Operational Group Permissions


Agency Usage Reports


Active Directory Support


Two Axon Camera Upgrades†


Full Axon Camera Warranty


Unlimited HD Storage*








EVIDENCE.COM FOR PROSECUTORS
MANAGING EVIDENCE FROM CAPTURE TO COURT


SHARE EVIDENCE WITH EASE
Evidence.com is easy to use. With a few clicks, 
you can add evidence to cases and share them 
with relevant parties, cutting a weeklong sharing 
process down to just minutes. Evidence.com also 
requires no ramp-up time to implement, and 
because of its instantly scalable, cloud-based 
system, increasing storage capacity is seamless.


KNOW YOUR DATA IS SECURE
We employ industry-leading security practices 
that have earned us the trust of thousands of 
agencies on our platform. Data is encrypted, and 
all actions are recorded in an audit log to ensure 
chain of custody and authenticity. That way, 
evidence managed through Evidence.com is still 
admissible in court.


DON’T BREAK YOUR BUDGET
We understand that attorneys don’t always have 
the budgets that law enforcement agencies may 
have for new technology. Our standard plan 
lets you share cases, receive files from multiple 
agencies, upload digital data, instantly provide 
e-discovery, and more—for free. Plus, you won’t 
have to hire additional staff to accommodate the 
influx of evidence. You can also redact footage, 
eliminating costs for external consultants.


STANDARD FEATURES


• Receive shared cases and share evidence 
externally for discovery


• Upload any type of digital data


• Add evidence to cases


• Create video clips and markers


• Customize user roles and permissions


• Set automated deletion schedules


• Bulk reassign, edit, and share


WANT TO LEARN MORE? 
Contact us to hear about your options and to 
start your trial.


As body camera footage and other forms of digital evidence become more prevalent, law enforcement agencies 
are faced with an unprecedented amount of data. That’s why we offer Evidence.com for Prosecutors, a free 
evidence management solution that streamlines your workflow, making it manageable to handle agencies’ 
growing amounts of evidence without having to grow your staff. 


PROSECUTOR@EVIDENCE.COM    1-800-978-2737







EVIDENCE.COM PROSECUTOR LICENSES


PLAN STANDARD PRO


PRICE PER USER FREE $39/Month


STORAGE OF SHARED EVIDENCE Unlimited Unlimited


ADDITIONAL STORAGE PER MONTH 6.25¢/GB/Month 6.25¢/GB/Month


Receive Shared Cases


Share Evidence Externally for Discovery


Upload Any Type of Digital Data


Add Evidence to Cases


Create Video Clips and Markers


Customize User Roles and Permissions


Automated Deletion Schedules


Bulk Reassign, Share, Edit


Redact Videos


Generate Agency Usage Reports


Export Search Results to CSV


Create Organizational Groups


Single Sign-On


 


 AXON and Evidence.com are trademarks of TASER International, Inc., and Axon and TASER are trademarks of TASER International, Inc., registered in the US and other countries. For more information, 
visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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EVIDENCE Sync


The newest version of EVIDENCE Sync makes your workflows easier 
and saves you time. Use Sync to preview, annotate and upload 
digital evidence from any source to EVIDENCE.com, plus manage 
your agency’s TASER products and update firmware. And as always, 
your data is secure and easy to access at any point. 


 ▶ Desktop Evidence Control  - Allows management of 
digital evidence and TASER® products from any computer 
with an internet connection, including an MDT.


  ▶ Any File, Any Source - Upload any audio, video, photo 
or other files currently on CDs, memory cards, servers or 
a hard drive to EVIDENCE.com.


 ▶ Handsfree Transfer - Select the data to upload to 
EVIDENCE.com, then log out and walk away while the 
app keeps working.


 EVIDENCE.COM 
▶  scan this QR code to learn more
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Upload Any Digital Evidence
Upload any format and size of photo, video 
or audio recording.


 


Manage TASER Products
Collect evidence, change settings, assign, 
and update firmware for your CEWs or 
AXON® cameras.


 


Add Metadata
Tag evidence with Title, Event ID, and 
Category, and assign evidence at upload.


 


Schedule Uploads
Select a folder or file on your hard drive or 
network to upload at set times.


 


Upload from Servers
Upload interview room or dash-cam videos 
from shared drives.


 


Upload from Camera, CD, or SD 
Card
Upload crime scene photos from any 
source.


 


Upload from the Field
Run the app from your MDT and access 
from the field.


 


Walk Away During Uploads
Log out while uploads keep going in the 
background.


 


View Files in a Gallery
Quickly manage photos and videos using 
thumbnails.


 


Search Easily
Find any file and search by title, date, 
keyword or other fields.


FEATURES & BENEFITS


1.877.270.0553Help@EVIDENCE.com Scottsdale, Arizona, U.S.A.


ø is a trademark of TASER International, Inc., and AXON and TASER are registered trademarks of TASER International, Inc., registered in the U.S. All rights reserved. © 2014 TASER International, Inc.


 EVIDENCE.COM 
▶  scan this QR code to learn more








 800-978-2737   axon.io/fleet


INNOVATION HITS THE ROAD
Bold Price | Plug & Play Functionality | Cloud-Connected Platform


Axon Fleet is a breakthrough in-car video system that offers advanced functionality at an unheard-of 
price: 90% less than traditional systems. It incorporates Axon Signal technology to automatically activate 
during critical situations, allowing you to focus on the action. A wide-angle lens and HD video ensure 
you’ll capture every second at top quality. The flexible design allows you to swap cameras in a matter of 
seconds and keeps your vehicles out of the shop and on the road. Axon Fleet lets you access a platform 
that connects data and people from capture to courtroom.


HD IN-CAR VIDEO. 
EPIC PRICE.
The power of the cloud, 
now in your car







A P P AVA I L A B L E F O R  
APPLE AND ANDROID


AXON FLEET FEATURES  
AND BENEFITS
RETINA HD VIDEO: The industry ’s best low-light 
video now records in HD.


WIRELESS ACTIVATION: Axon Signal turns the 
camera on with light bar, TASER devices and 
other sensor activation.


REAR-FACING CAMERA: Capture what happens 
inside the car, too.


WIRELESS OFFLOAD: Evidence uploads to the 
cloud via Wi-Fi or the Axon Dock.


NO MAINTENANCE DOWNTIME: Trade out units 
in a few seconds without tearing the car apart.


PRE-EVENT BUFFER: Capture up to 2 minutes 
before an event.


ADVANCED SECURITY: Evidence is encrypted at 
rest on the camera to protect data at all times. 


MOBILE APP: Stream, tag and replay any 
camera’s videos right on your phone with Axon 
View.


UNPRECEDENTED PRICE: Costs 90% less than 
traditional in-car video systems.


CONTINUOUS UPGRADES: Full-featured 
solution that receives new capabilities via 
software upgrades every 30 days.


VIDEO RESOLUTION    Configurable up to 1080p


WEATHER RESISTANCE    IP67 (IEC 60529)


CORROSION RESISTANCE   MIL-STD-810G METHOD 509.5 (SALT FOG)


FIELD OF VIEW    142 degrees


OPERATING TEMPERATURE    -40 °F to 122 °F / -40 °C to 50 °C


DROP TEST    6 feet


HUMIDITY    80% non-condensing


WARRANTY    1 year from date of receipt


RECORDING CAPACITY    Up to 70 hours depending on resolution 


AXON FLEET 
SPECIFICATIONS


Android is a trademark of Google, Inc., and Apple and the Apple logo are trademarks of Apple, Inc. The Android robot is 
reproduced or modif ied from work created and shared by Google and used according to terms described in the Creative 
Commons 3.0 Attribution License. 


,  AXON, Axon, Axon Fleet, Axon Signal, Axon View, TASER, and ø are trademarks of TASER International, Inc., some 
of which are registered in the US and other countries. For more information, visit www.taser.com/legal. All rights reserved.  
© 2016 TASER International, Inc.
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TASER International, Inc. reserves the right to change this specification without notice.  
Android is a trademark of Google, Inc., Bluetooth is a trademark of the Bluetooth SIG, IOS is a trademark of Cisco, and Wi-Fi is a 


trademark of the Wi-Fi Alliance.  


,  AXON, Axon, Axon Fleet, Axon Signal, TASER, and © are a trademarks of TASER International, Inc., some of which are 


registered in the US and other countries. For more information, visit www.taser.com/legal. All rights reserved. © 2016 TASER 
International, Inc. 


Page 1 of 1 


 


Axon Fleet Camera Models   


Model Model No. Color 


Axon Fleet system camera AX1001 Black 
Specifications Features 


1. Operating temperature range: 
−35 °F to 122 °F [−37 °C to  50 °C] 


2. Storage temperature range:  
−35 °F to 176 °F [−37 °C to 80 °C] 


3. Relative humidity: 80 percent . 
4. Drop test: 6-foot [1.8-meter]. 
5. Up to 30 frames per second. 
6. 640 x 480 VGA video resolution 


1280 x 720 HD video resolution  
1920 x 1080 HD video resolution  


7. Gets power from the emergency 
vehicle’s electrical system.1 


8. Bluetooth 4.0. 
9. USB 2.0. 
10. Wi-Fi 802.11n at 5 GHz and 2.4 


GHz. 
11. Bit rate: 2 megabits per second to 12 


Mbps (depending on the quality 
setting). 


1. Compatible with the Axon View XL mobile data terminal/mobile data computer 
(MDT/MDC) program to: 


 Start and stop recording 


 View video feeds live 


 Review and replay videos 


 Add meta data (e.g., case ID) 
2. EVENT button to start and stop recording manually, if needed. 
3. On/Off slide switch to power the device. 
4. Battery button and battery LED to indicate remaining battery capacity.1 
5. Operation LED on the back of the camera and front LED indicate camera status. 
6. Configurable bit rate (multiple settings to optimize file size and upload speed). 
7. Full color audiovisual camera. 
8. Approximately 11 hours video storage under highest quality recording settings; up to 


23 hours storage under medium quality recording settings; and up to 70 hours 
storage available at lowest quality recording setting. 


9. 142° diagonal field of view camera lens. 
10. Retina Low-Light capability less than 0.1 lux. 
11. Playback, upload, and download via TASER software applications. 
12. GPS tagging capability available through the Axon View XL program via Bluetooth 


technology. Streaming capability is available through the Axon View XL program via 
Wi-Fi technology. 


13. Compatible with the Axon Signal Unit (ASU) and Signal Performance Power 
Magazine (SPPM). 


Physical Characteristics2,3 
Dimensions  


Width (W) Height (H) (fully extended) Depth (D) Weight 


2.76 in [7 cm] 7.37 in [18.7 cm] 1.58 in [4 cm] 5.0 oz [142 g] 


 


 


 
1  See the Axon Fleet Power Unit specifications for information about the Axon Fleet camera’s backup power source. 
2  Product specification may change without notice; actual product may vary from picture. 
3  Dimensions and weights are for reference only. 
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Product Models1 
Model Model No. Color 


Axon Fleet Power Unit AX1002 Clear on top, black on bottom 
Specifications Features 


Housing material: Plastic 
Operating and storage temperature range: −35 °F to 


176 °F [−37 °C to 80 °C] 
Relative humidity: 80 percent 


Rechargeable lithium ion battery. 
Recharge time: Approximately 3 hours. 


1. Power source for the Axon Fleet camera when 
an emergency vehicle’s engine is turned off. 


2. Camera battery LED to indicate remaining 
battery charge. 


3. Provides power for approximately 4 hours of 
EVENT mode operation for the Axon Flex 


camera. 
4. e-mark compliant 


Physical Characteristics2 
Width 1 (W1) Width 2 (W2) Depth 1 (D1) Depth 2 (D2) Height (H) Weight 
4.54″ (11.53 


cm) 
5.7″ ( cm) 2.59″ (14.48 cm) 2.98″ (7.57 cm) 1.63″ (4.14 


cm) 
9.8 oz (279 g) 


  


  
 Top View Side View Front View 


 


 


                                                
1 Product specification may change without notice; actual product may vary from picture. 
2 Dimensions and weights are for reference only. 








NEVER MISS A 
CRITICAL INCIDENT


 800-978-2737   axon.io/signal


RECORD WITHOUT LIFTING A FINGER
Connect Devices | Improve Officer Safety | Eliminate Human Error 


Critical event recording has become a major part of an officer’s duties. With manual body camera 
activation, officers must remember to turn on their cameras at every incident. Oftentimes stress, 
adrenaline, and split-second time frames prevent this from happening consistently. Now, with 
Axon Signal, common triggers inside and outside of the squad car can automatically activate Axon 
cameras to capture vital footage that otherwise would be lost.


AXON SIGNAL FEATURES & BENEFITS
FLEXIBILITY: Axon Signal can be tailored to 
activate cameras based on various triggers such 
as light bar, crash, door and more.


CONNECTED PLATFORM: Integrates Axon 
cameras with TASER Smart Weapons and  
your vehicle.


30-FOOT RANGE: Activates all Axon  
cameras within a set radius to capture the  
most critical events.


SECURE COMMUNICATION:  A secure wireless 
connection protects your devices during use.


 AXON Axon, Axon Signal, TASER, and ø are trademarks of TASER International, Inc., some of which are registered in the US and other 
countries. For more information, visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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TASER International, Inc. reserves the right to change this specification without notice. 
Bluetooth is a trademark of the Bluetooth SIG, Inc. ,  AXON, Axon, Axon Signal, TASER, and © are trademarks of TASER 
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Product Models1 
Model Model No. Color 


Axon Signal Unit 70112 Black/Clear 
Specifications Features 
1. Operating and storage temperature range: −40 °F 


to 176 °F [−40 °C to 80 °C] 
2. Humidity: Up to 80% non-condensing 
3. Bluetooth signal range: At least 30′ (9.14 m) (line of 


sight) 
4. Operation Input Voltage: 5 V to 13.6 V 
5. Ignition/Auxiliary Enable Voltage Threshold: 3.6 V 
6. Maximum Current Draw: 25 mA Maximum while 


advertising 
Current Draw When Off: 40 µA Maximum 


7. FCC and  compliant 
8. Vibration to ISO 16750-3 
9. IEC 60529 IP5X dust protection 


1. With emergency vehicle light bar activation, the 
Axon Signal Unit initiates the EVENT mode in an 
Axon system equipped with Axon Signal 
technology. 


2. Power and Status LEDs to indicate unit 
functioning. 


3. Connections include ignition enable, auxiliary 
enable, and 8 trigger inputs. 


4. Advertisement Duration: 30 seconds per input 
Trigger Activation. 


Physical Characteristics2 
Width 1 (W1) Width 2 (W2) Depth (D) Height (H) Weight 


4.52″ (11.48 cm) 3.3″ (8.38 cm) 2.31″ (5.87 cm) 1.32″ (3.35 cm) 3.23 oz (91.58 g) 


    
 Top View Side View Back View 


 


                                                           
1 Product specification may change without notice; actual product may vary from picture. 
2 Dimensions and weights are for reference only. 
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 800-978-2737   axon.io/view


TURN ROUTINE VIDEO INTO VALUABLE EVIDENCE
Live Feed | GPS Tagging | Metadata Input


Axon View is a mobile application that wirelessly connects with your Axon camera to provide 
instant playback of unfolding events in the field. Axon View automatically maps video with GPS 
data and allows real-time tagging of metadata, such as Case ID and Category, from your phone. 
Before you set foot in the station, your video is automatically filed into the correct case report and 
retention schedule.


AXON VIEW
See what your camera sees


INSTANT VIDEO 
PLAYBACK IN THE FIELD







A P P AVA I L A B L E F O R  
APPLE AND ANDROID


AXON VIEW 
FEATURES & BENEFITS
INSTANT REPLAY: Prevent frivolous disputes over 
recorded events


MOBILE TAGGING: Input data on the scene for 
easy searching and accurate retention


GPS: Map video evidence automatically


LIVE STREAMING: Achieve optimal camera 
placement


SECURE STORAGE: Information is viewed but not 
stored on the mobile device


 
IOS: 
Requires iOS 6.1 or later. Compatible with iPhone, iPad, and iPod touch.  
This application is optimized for iPhone 5. 
Size: 5.9 MB 
Language: English


ANDROID: 
Requires Android 2.3.3 and up 
Size: 6.4 MB 
Language: English


AXON VIEW 
SPECIFICATIONS


Android is a trademark of Google, Inc., IOS is a trademark of Cisco Technology, Inc., and Apple, the Apple logo, iPhone, iPad and 
iPod touch are trademarks of Apple, Inc. The Android robot is reproduced or modif ied from work created and shared by Google 
and used according to terms described in the Creative Commons 3.0 Attribution License.


,  AXON Axon, Axon View, TASER, and ø are trademarks of TASER International, Inc., some of which are registered in the US 
and other countries. For more information, visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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 800-978-2737   AXON.IO/CAPTURE


CARRY LESS. CAPTURE MORE.
Digital Photos | Audio Recordings | Cell Phone Videos


Axon Capture is a mobile application built specifically for law enforcement that allows officers to 
capture digital evidence right from the field. The application eliminates the need to carry multiple 
devices for photo, video and audio recording. Instead, it uses the capabilities of the smartphone 
already in your pocket and adds the security and organization needed to protect truth. You can 
add tags, titles or GPS coordinates to any recording before uploading the data to Evidence.com, 
without leaving anything on your phone.


AXON CAPTURE
No more wires and SD cards


COLLECT EVIDENCE AND 
UPLOAD FROM THE FIELD







A P P AVA I L A B L E F O R  
APPLE AND ANDROID


AXON CAPTURE 
FEATURES & BENEFITS
SIMPLIFIED WORKFLOW: Leverages smartphone 
features for data capture


GPS: Automatically tags photos and videos with 
location data


CONNECTED PLATFORM: Integration with 
Evidence.com is seamless


MOBILE TAGGING: Directly add metadata from 
the scene


COMPATIBILITY 
Android: Compatible with Android Devices Version 2.3 and above 
iOS: Compatible with Apple iOS 6.0 and above on iPhone, iPad, and iPod touch


UPLOAD METHOD 
Upload data via any 3G or 4G data connection, or via a Wifi connection


ACCESS 
Users must log in to their active Evidence.com account to use the application


STORAGE 
The application will only upload data to Evidence.com secured storage


LANGUAGE 
Available in English and Spanish


AXON CAPTURE 
SPECIFICATIONS


Android is a trademark of Google, Inc., IOS is a trademark of Cisco Technology, Inc., and Apple, the Apple logo, iPhone, iPad and 
iPod touch are trademarks of Apple, Inc. The Android robot is reproduced or modif ied from work created and shared by Google 
and used according to terms described in the Creative Commons 3.0 Attribution License.


 AXON, Axon Capture, Evidence.com, TASER, and ø are trademarks of TASER International, Inc., some of which are registered in 
the US and other countries. For more information, visit www.TASER.com/legal. All rights reserved. © 2015 TASER International, Inc.








AUTOMATICALLY TAG VIDEOS 
WITH THE CORRECT DATA


CAD/RMS Integration takes information from your Computer-Aided Dispatch and Records Management System 


and ties it to your videos on Evidence.com. Agencies use it to:


IMPROVE ACCURACY 
• Adds Incident ID, Category, Location and other tags to videos automatically 


• Avoids the misspellings and incomplete information of manual entry 


• Makes it easier to search and retrieve Axon videos later 


SAVE TIME
• Frees officers from manual video tagging
• Requires minimal involvement from agency IT staff 
• No need to involve CAD or RMS providers


REDUCE COST
• Saves up to $200 per officer per month in productivity costs 
• Per-user pricing scales with the number of officers uploading 
• Can be added to existing Evidence.com contracts anytime 


 800-978-2737   axon.io/cad-rms


CAD/RMS INTEGRATION







FAQs ABOUT CAD/RMS INTEGRATION


Q: WHAT IS EVIDENCE.COM  
CAD/RMS INTEGRATION? 
A: We take information exported from the 


agency ’s Computer Aided Dispatch and/or 


Records Management System and correlate it 


with videos on Evidence.com, allowing us to 


automatically tag Axon videos with the correct 


Incident ID, Category, Location and other 


information.


Q: WHY IS CAD/RMS INTEGRATION VALUABLE?  
A: Video evidence can be invaluable—as long 


as it ’s easily logged and found. We’ve observed 


that when busy off icers manually tag videos 


with metadata, many videos are tagged with 


the incorrect information or aren’t even 


tagged. CAD/RMS Integration automates the 


process, taking human error out of the equation 


to ensure that you have complete, correct 


information. 


Q: HOW MUCH TIME DOES IT TAKE TO 
MANUALLY TAG VIDEOS? 
A: Manually tagging a video takes up to 3 


minutes of an off icer ’s time. If off icers record 5 


videos per shift and work 16 shifts per month, 


that means each off icer spends 4 hours per 


month entering metadata. Some agencies 


estimate that an automated process could help 


reduce productivity costs by $200 each month 


for every off icer. That ’s on top of the eff iciency 


gains from implementing Axon cameras and 


Evidence.com in the f irst place. 


Q: HOW DOES IT WORK?  
A: We can integrate with any CAD or RMS 


system, without involving your system’s vendor 


in the process.


For your agency there are only 2 steps: 


1. Generate a regularly scheduled export (CSV 


f ile) of your CAD or RMS database with the 


relevant information. 


2. Install a secure application behind your 


f irewall to encrypt the exported f ile and 


send it to Evidence.com, where customized 


software automatically ties the correct 


metadata to the appropriate videos. 


When off icers next log in, their videos will all 


be automatically tagged with the correct data. 


When supervisors search for videos, they can be 


confident that their results are comprehensive. 


Generally a CAD/RMS Integration takes only 4–8 


weeks to implement, although this depends on 


coordination with the agency ’s IT department.


Q: HOW MUCH DOES IT COST?  
A: CAD/RMS Integration uses a license model, 


which includes a per-user monthly fee. The 


total cost for an agency will vary based on the 


number of users uploading Axon videos. Your 


TASER Sales Representative can provide you with 


an accurate quote and notify you of any current 


promotions. You can add CAD/RMS Integration 


to your current Evidence.com contract at any 


time. 


Q: HOW DO I GET STARTED OR LEARN MORE?  
A: If you are interested in an Evidence.com CAD/


RMS Integration for your agency, or just want 


to learn more, please contact your TASER Sales 


Representative or visit axon.io/cad-rms.


,  AXON, Axon, ø,TASER and Evidence are trademarks of TASER International, Inc. some of which are registered in 


the US and other countries. For more information, visit www.taser.com/legal. All rights reserved.  
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Lesson Plan 


© 2016 TASER International, Inc. 


Axon and Evidence.com 


Target Audience 


End-users of the Axon Fleet camera and Evidence.com systems 


Course Summary 


This training course provides an overview of the Axon Fleet Camera and 
Evidence.com systems.  Topics include:  


• Agency policy guidelines (agency-specific)
• Operation and fitting of the camera
• Evidence.com
• Axon Mobile app (if applicable)
• Evidence Sync (if applicable)


Course Materials 


• Projector
• Pre-assigned cameras
• Camera Accessories/Mounts


Pre-Training Checklist 


! Officers are invited via email to Evidence.com.
! Officers accept invite and log into Evidence.com.
! Cameras are assigned to all officers attending training.
! All Axon Docks are installed and configured.
! Camera policy is completed and published. 







Lesson Plan 


© 2016 TASER International, Inc. 


Training Outline 


1. Policy and Project Overview (30 min – 1 hr)


2. Camera Overview (15 min)
a. Operation
b. Specs


3. Hands-on Demo with participants (20 min)
a. Turning on camera
b. Recording sample video
c. Ending a recording
d. Demoing mounting options


4. Axon View XL (20 min)
a. Signing into Axon View XL
b. Viewing video and adding metadata


5. Overview of Evidence.com (40 min)
a. Signing in to Evidence.com
b. Searching for evidence
c. Viewing a video
d. Adding metadata through Evidence.com
e. Adding markers, clips, notes etc.
f. Redaction (if applicable)
g. Viewing audit trails
h. Building cases (if applicable) 







 
 


 
Lesson Plans & Course Outlines 
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Lesson Plan 


© 2016 TASER International, Inc. 


Axon and Evidence.com 


Target Audience 


Trainers of the Axon Fleet camera and Evidence.com systems 


Course Summary 


This training provides a deep-dive into EVIDENCE.com for staff members that will 
be using EVIDENCE.com and teaching others how to operate the devices and 
software solutions. Topics include:  


• Agency policy guidelines (agency-specific)
• Operation and fitting of the camera
• Axon Mobile app (if applicable)
• Evidence Sync (if applicable)
• Evidence.com


o Searching Users and conducting User Audits
o Creating reports
o User Groups
o Building Cases
o Sharing data within and outside of the agency


Course Materials 


• Projector
• Pre-assigned cameras
• Camera Accessories/Mounts


Pre-Training Checklist 


! Officers are invited via email to Evidence.com.
! Officers accept invite and log into Evidence.com.
! Cameras are assigned to all officers attending training.
! All Axon Docks are installed and configured.
! Camera policy is completed and published. 







Lesson Plan 
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Training Outline 


1. Policy and Project Overview (30 min – 1 hr)


2. Camera Overview (15 min)
a. Operation
b. Specs


3. Hands-on Demo with participants (20 min)
a. Turning on camera
b. Recording sample video
c. Ending a recording
d. Demoing mounting options


4. Axon View XL (20 min)
a. Signing into Axon View XL
b. Viewing video and adding metadata


5. Overview of Evidence.com (1 – 1.5 hours)
a. Home page overview
b. Evidence search
c. User Search
d. User Audit
e. Managing users/devices 







Lesson Plan 
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Training Outline continued 


8. Viewing Videos (15-20 mins)
a. Media player page overview
b. Clips/markers
c. Redaction
d. Evidence audit trail


9. Cases (15-20 mins)
a. Creating case
b. Adding evidence to a case
c. Viewing case audit trail


10. Sharing within and outside of agency (20-30 mins)
a. Sharing cases
b. Sharing individual videos


11. Evidence management (20-30 mins)
a. Category retention/reassignment
b. Reassigning ownership of videos
c. Downloading evidence
d. Deleting evidence


12. User management (20-30 mins)
a. User search
b. Adding/deactivating users
c. Auditing users
d. Creating/managing reports


13. Device Management (20-30 mins)
a. Searching for a device in Evidence.com
b. Reassigning devices
c. RMA process for devices


!








TASER Axon Fleet Camera System Quick Start Guide
English


Bottom 
View


Upload Status LED


Axon Fleet power unit


Axon Fleet mount


Camera


Operation LED


Back View


Axon Fleet mount
(without camera)


Read, understand, and follow all current instructions, warnings, and relevant TASER training materials before using any Axon system. 
The most up-to-date warnings and instructions are available at www.taser.com.


Carriage Bolt
Allows tilting the 
camera to the desired 
angle, and then fixing 
the camera in place


Swivel
The camera can 
be rotated clock-
wise 30° to the 
passenger side, 
or counterclock-
wise 180° to face 
the passenger 
compartment


Recording
The Axon Fleet camera system has 2 operating modes. The default 
mode, or BUFFERING mode, provides pre-event buffering to capture 
activities that occur before you activate the EVENT (recording) mode. 


1 Turn the system on. Move the ON/OFF switch to the ON position.


• The camera takes a few seconds to boot up and be ready to 
record (the red area under the switch will be exposed with the 
switch moved to the ON position).


• The operation LED will be solid red and then transition to blinking 
green when the system goes into BUFFERING mode.


Solid Red
Boot up mode


Blinking Green
BUFFERING mode


Power Switch
Red = On/BUFFERING


EVENT Button
Double Tap = Start recording
Hold 3 Seconds = Stop record-
ing


Battery Status Button
Push to show status of battery


Camera Lens


Speaker


Front View


Battery LED
Green = 41–100%
Yellow = 20–40%


Red = less than 20%


Microphone


Function LED


Top View


Dataport
Data transfer through PC or Axon 
Dock







2 The Axon Fleet camera system will go into BUFFERING mode after 
the boot up sequence. The BUFFERING mode holds the previous 
0–120 seconds (configurable by the agency) of video (NO AUDIO) 
leading up to the beginning of a recording. To record, quickly dou-
ble-press the EVENT button. (You also can use the Axon View XL ap-
plication to start recording.)


• The camera now records audio as well as video.


• The camera will beep twice to let you know that recording has 
started. The 2 beeps will repeat every 2 minutes (audio notifi-
cations can be deactivated if necessary). The operation LED will 
blink red.


3 To stop all recording and return to BUFFERING mode, press and hold 
the EVENT button for at least 3 seconds until there is a long, audible 
beep. (You also can use the Axon View XL application to stop record-
ing.)


With default settings, the system does not capture audio in BUFF-
ERING mode, so anything recorded in that mode will be video-only. 
BUFFERING mode starts only after the camera is turned on. The 
system does not record when the camera is turned off.


Camera Operation LED
The camera’s operation LED displays the system’s current operating 
mode.


Operating Mode Operation LED


Recording Blinking red


Buffering Blinking green


Booting up/powering down Solid red


Notification
The camera emits beeping sounds called audio prompts to notify you 
of the system status. These audio prompts usually occur after you per-
form an action with the camera. 


Operating Mode Audio


Powering on or off One beep


Recording an event Two beeps (every 2 minutes)


Press the battery button while the 
camera is recording


Two beeps


The device is ending an event and re-
turning to BUFFERING mode


One long beep


The camera is running off the power 
unit (the car ignition is OFF) and the  
battery is at 20% capacity or lower


Four quick beeps (every 5 
minutes)


Camera memory is full (camera will 
not record)


Three beeps


Uploading Data
Your agency may be set up to upload video automatically via wireless capability. If not, you can upload video with an Axon Dock. If you do not have 
an Axon dock, upload video with a Windows compatible computer using Evidence Sync software: taser.com/syncdownload. 


1 Ensure the Axon Fleet system is off. Insert the camera into the Axon Dock. The dock automatically uploads data to Evidence.com services and 
deletes videos from the camera.


2 At the beginning of the next shift, ensure that your camera displays with a green upload status LED before removing it from the dock.


Axon Dock Upload Status LED
When you plug your camera into the Axon Dock, the upload status LED on the bottom of the camera displays the system’s status.


System Status LED Indication


In queue awaiting upload Solid yellow


Initial connection (momentary) Solid red (for 20 seconds or fewer)


Device ready (all videos uploaded successfully) and fully charged Solid green


Device not assigned, agency mismatch, camera set in the offline mode, 
or device error


Blinking red


Uploading data Blinking yellow – DO NOT remove the camera from the Axon Dock


Firmware update, internal battery charging, extremely low battery, or 
memory full


Blinking red and yellow – DO NOT remove the camera from the Axon 
Dock


Transfer error, device re-trying to transfer Blinking green and yellow


Network error Blinking red, yellow, and then green (cycling all colors)


Axon Dock has no communication with the camera LED off


Windows is a trademark of Microsoft Corporation.


,  AXON, Axon, Axon Dock, Axon Fleet, Axon View XL, TASER, and © are trademarks of TASER International, Inc., some of which are registered in the US and other countries.  
For more information, visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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Models AX1001, AX1002, AX1003


IMPORTANT SAFETY INSTRUCTIONS
Read all warnings and instructions.  Save these instructions.


The most up-to-date warnings and instructions are 
available at www.TASER.com


MMU0064 Rev: A


TASER Axon Fleet Camera 
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Chapter 1: Introduction


What Is the Axon Fleet Camera System?
The Axon Fleet solution is a camera system incorporating an audio and video recording device. This 
camera is designed for use in tough environmental conditions encountered in law enforcement, cor-
rections, military, and security activities. The Axon Fleet system is designed to record events for secure 
storage, retrieval, and analysis via Evidence.com services. The recorded events can be transferred 
wirelessly to the Evidence.com website through Wi-Fi technology. You also can transfer information 
with the Axon Dock, or by using Evidence Sync software installed on a Windows computer.


The Axon Fleet system usually consists of 2 cameras: one installed in the front of the vehicle in a 
windshield mount, and the second pointed at the law enforcement vehicle’s prisoner compartment.


The Axon Fleet system has 2 operating modes designed to accommodate the needs of law enforce-
ment, corrections, security, and the military. The default mode, or BUFFERING mode, provides pre-
event buffering to capture activities that occur prior to the user activating the EVENT mode. 


If the Axon Fleet system is used in an emergency vehicle equipped with an Axon Signal Unit (ASU), the 
camera will transition from BUFFERING to EVENT mode when an appropriate event occurs (such as 
your emergency vehicle’s light bar being activated). 


The camera is normally powered by the vehicle. If the vehicle’s ignition is shut off, an inline Axon Fleet 
power unit provides power for more than 4 hours of recording.


The Axon Fleet system uses some of the same technology as the Axon Body 2 camera. However, Axon 
Fleet cannot be used as an on-officer camera, and Axon Body 2 cannot be used as an in-car camera.


Additional Reading
This manual explains how to operate the Axon Fleet hardware. Other manuals cover additional as-
pects of the Axon Fleet system. These documents are available at www.taser.com.


The Axon View XL Manual provides instructions for using your mobile data terminal (MDT) with your 
Axon Fleet system.


Detailed instructions for using Axon cameras and other TASER products with Evidence Sync are avail-
able in the Evidence Sync User Manual.


If you have an Axon Dock, see the Axon Dock Quick Start Guide for how to transfer information to the 
Evidence.com website.


The Axon Academy website explains how to register for the Evidence.com website, configure settings, 
assign personnel to cameras, and transfer video from an Axon device to a computer. Visit academy.
axon.io/.
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Chapter 2: Getting to Know Your Axon Fleet 
Camera System


Although your Axon Fleet system can be configured for automated transfer from BUFFERING to EVENT 
mode under the right conditions, the camera still includes physical controls to enable video and audio 
recording. The camera also provides visual and audible notification of the Axon Fleet system’s state 
of operation.


Note: Many of the features activated by the buttons below also can be activated with the Axon View 
XL program. See the Axon View XL Manual for more information.


windshield mount


carriage bolt


on/off switch


on/off indicator


EVENT button


battery LED


battery status button


swivel


lens


speaker


dual-channel microphone
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Windshield mount – Attaches to the vehicle’s windshield with 3M VHB adhesive.


Carriage bolt – A knob used to fix the camera in place. After tilting the camera up or down and finding 
the correct angle, twist the knob to secure it.


Swivel – The camera can be rotated through a 210-degree range (180 degrees counterclockwise and 
30 degrees clockwise), so it can capture footage to the sides of your vehicle. This feature also allows a 
camera mounted to the windshield to be pointed directly at the passenger compartment.


 Back view of Axon Fleet system with the camera turned 30 degrees clockwise (toward the passenger side)


On/Off Switch – Turns the camera’s power on or off. 


On/Off Indicator – When the camera’s power is turned on, the red portion is exposed. When the cam-
era power is turned off, the red portion is covered from view. 


Speaker – Provides audio notifications. 


EVENT Button – Used to start and stop recording. (Double-press to start; hold for 3 seconds to stop 
recording.) 


The camera might take several additional seconds to close out of the video when it is powered off 
before stopping an event. 


Battery Status Button – When pressed, the Battery button lights up the Battery LED, which momen-
tarily indicates the remaining battery capacity only (it does not indicate the operating mode). 


Dual-Channel Microphone – For audio recording.


Lens – The camera lens.


Battery LED – When lit, momentarily indicates the remaining battery capacity in the Axon Fleet power 
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unit (it does not indicate the operating mode).


Battery Status Battery LED
Battery capacity is 41–100 percent Green
Battery capacity is 20–40 percent Yellow
Battery capacity is less than 20 percent Red during operation; flashing red and yellow 


during charging
Battery is critically low Blinking red and yellow


Operation LED


Shows the camera’s current operating mode (for Battery status, see the Battery LED, described above).


When you turn the camera on, the Operation LED turns solid red until the system is ready to use. Then 
the Operation LED blinks green (BUFFERING mode) and the Battery LED goes out.


Rear of Axon Fleet system, not installed in a mount


Operating Mode Operation LED
Recording


Recovering interrupted video*


Blinking red


Buffering Blinking green
Booting up/powering down


Error state**


Solid red


* When the Function LED also is blinking red.


** When the Function LED also is solid red.


Operation LED
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Function LED


Note: When the camera is installed in the camera mount, the Function LED is not easily visible. 


The Function LED shows when certain functions are enabled.


Function Enabled Function LED
Mute Blinking blue
Camera error* Solid red
Bluetooth feature is booting up Solid blue


* Use the power switch to turn the camera off and on.


Upload Status LED


Indicates when the camera is uploading data to the Evidence.com website wirelessly or via the Axon 
Dock.


System Status Upload Status LED
Initial connection (momentary) Solid red (for 20 seconds or less)
In queue awaiting upload Solid yellow
Device ready (all videos uploaded successfully) Solid green
Device not assigned, agency mismatch, camera 
set in the offline mode, or device error


Blinking red


Uploading data Blinking yellow – DO NOT remove the camera 
from the Axon Dock


Firmware update, internal battery charging, ex-
tremely low battery, or memory full


Blinking red and yellow – DO NOT remove the 
camera from the Axon Dock


Transfer error, device re-trying to transfer Blinking green and yellow
Network error (no connection) Blinking red, yellow, and then green (cycling all 


colors)
Axon Dock has no communication with the cam-
era, wireless upload not working. Contact TASER 
customer service.


LED off


Axon Fleet Mounts
The standard windshield mount is shown below. This mount can tilt the camera up or down in 10-de-
gree increments. The full range of motion is 100 degrees.


After your camera is at the desired angle, tighten the carriage bolt to secure the camera in place.


Function LED
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Front view of Axon Fleet mount without camera; angled view of Axon Fleet mount without camera; side view of Axon Fleet mount and camera 
showing the range of motion.


The camera is inserted directly up into the mount. There should be an audible click when the camera 
seats properly.


Rear, side, and front views of the camera and the mount.







7


TASER Axon Fleet Camera System User Manual


Chapter 2: Getting to Know Your Axon Fleet Camera System


To remove the camera from the mount:


1 Press the 2 buttons on the back of the camera inward.


2 Pull the camera downwards.


Axon Fleet Power Unit


The Axon Fleet system uses the vehicle’s electrical system as a power source. If the vehicle’s ignition is 
shut off, the Axon Fleet power unit supplies power to the camera so it can keep recording. With a fully 
charged power unit, the camera can record over 4 hours without the engine running. The battery will 
begin recharging when the engine is turned back on. It may take over 3 hours for a depleted battery 
to fully recharge.
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Chapter 3: Recording with the Axon Fleet Sys-
tem


Operating Modes
The Axon Fleet system has 2 operating modes:


1 BUFFERING (turning on the camera and starting pre-event buffering)


2 EVENT (event recording)


BUFFERING Mode (Turning on the Camera)
1 Move the ON/OFF switch on the camera to the ON position.


With the camera turned on, the Axon system is in the BUFFERING mode. When BUFFERING 
begins:


• The Operation LED on the back of the camera will blink green.


• The camera will be capturing video but no audio, and will not record to permanent memory 
while in BUFFERING mode. 


• Buffered video duration is 30 seconds by default (00:00:30).


When you activate the EVENT mode, the buffered video (not audio) captured directly before 
the event, up to 30 seconds, will be saved and attached to the event in permanent memory. 
This feature is intended to capture the video of an incident just before your activation of EVENT 
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mode. 


With default settings, the system does not capture audio in BUFFERING mode, so any-
thing recorded in that mode will be video-only. BUFFERING mode starts only after the 
Axon Fleet system is turned on. The system does not record when the camera is turned 
off.


Notes: 


• An agency can turn off the BUFFERING mode. If your agency has deactivated the BUFFERING 
mode, your Axon system will operate the same way as described in this manual, but the cam-
era will not record anything until you double-press the EVENT button. 


• An agency can extend the BUFFERING mode’s duration to 2 minutes total (00:02:00). 


• An agency can configure the BUFFERING mode so it records sound as well as video. 


EVENT Mode (Starting Recording) 
Do one of the following:


• Use the Axon View XL program to start recording.


• Quickly double-press the EVENT button on the camera. 


• If your vehicle has an ASU, your camera will transition from BUFFERING to EVENT mode when 
the ASU activates it.


The system now records audio as well as video. The “buffered” video directly preceding the 
event will be saved and attached to the event recording. (Remember, with default settings, the 
buffered video will not contain audio.) The moment EVENT mode begins, both video and audio 
will be recorded from the camera and GPS coordinates (the GPS coordinates are provided by 
the MDT) will be recorded. This will continue throughout the duration of the recording until you 
stop the recording. 


The camera provides you with indications that it is recording in EVENT mode: 


• At the start of an event and every 2 minutes during an event, the system will beep twice. 


• The Operation LED on the back of the camera will blink red.


2 To stop recording and return to BUFFERING mode,


• Use the Axon View XL program to stop recording, or


• Press and hold the EVENT button for 3 seconds.


The system will beep once (with a long tone).


3 To turn off the system, move the on/off switch to the “off” position. When you end a recording 
with the on/off switch you will not go into BUFFERING mode; instead the system will turn off 
completely. 


Note:  An event not recorded by the camera cannot be played back or downloaded to your 
computer.


At the Beginning of Each Shift
Before starting your vehicle’s ignition, turn the camera OFF and then turn it back ON.
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Axon Signal
Axon Signal technology is included with the Axon Fleet system. However, your agency’s administrator 
must activate the Axon Signal capability for it to work. When it is active, Axon Signal technology can 
take your Axon Fleet system from BUFFERING to EVENT mode. 


Emergency vehicles can be equipped with an Axon Signal Unit (ASU). With light bar activation, or other 
activation triggers, the ASU sends a signal to your Axon Fleet system. Upon receiving this signal, your 
Axon camera transitions from BUFFERING to EVENT mode. When your camera starts recording, you 
will hear 2 beeps. 


The ASU has a range of approximately 30 feet (9.1 meters). Another vehicle’s light bar activation may 
cause your Axon camera to start recording if the light bar is equipped to do so. 


The ASU (or any other device equipped with Axon Signal technology) can only send a signal to tell the 
camera to start recording. Axon Signal technology does not end recording. If a light bar is turned off, 
the camera will continue to record. 


The ASU cannot turn an Axon system on. If the Axon Fleet system is turned off, the camera will not 
record even if an ASU sends an activation signal. 


The ASU is purchased separately from the Axon Fleet system.
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Chapter 4: Audio Prompts


The Axon Fleet system emits beeping sounds called “audio prompts” to notify you of the system sta-
tus. These audio prompts usually occur after you perform an action with the camera. 


These audio prompts can be accompanied by a haptic prompt (vibration) that matches the beeps, 
though this feature is disabled by default. See the Axon View XL Manual for information on activating 
and deactivating the haptic feature.


Operating Mode Audio Notification Haptic Notification (Vibration)
Powering on or off One beep Once
Recording an event Two beeps (every 2 minutes) Twice (every 2 minutes)
Press the Battery button while 
the camera is recording 


Two beeps None


The device is ending an event 
and returning to BUFFERING 
mode


One long beep Once, long-duration


The battery is at 20 percent ca-
pacity or lower


Four quick beeps (every 5 min-
utes)


Four times quickly, then 5 times 
quickly


The camera memory is full Three beeps. The camera will 
not start recording.


Three times
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Chapter 5: Uploading Video from the Axon Fleet 
System


The Axon Fleet system can support the multiple offload options listed below: 


Wireless via LTE
The Axon Fleet system can upload video via LTE, a fast wireless service, if the vehicle has an in-car 
router that supports LTE. For more information, see the Axon View XL Manual.


Wireless at Station
An agency can equip its parking facilities with wireless access points so that vehicles equipped with 
Axon Fleet systems can upload their videos. For more information, see the Axon View XL Manual.


Axon Dock 2
You can use an Axon Dock to upload information from your Axon Fleet system to the Evidence.com 
website. For more information, see the Axon Dock Quick Start Guide.


USB Cable
If Evidence Sync software is installed on your computer, you can download information from your 
camera to your computer or upload the information to the Evidence.com website. For more informa-
tion see the Evidence Sync User Manual.
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If you experience difficulty with your Axon Fleet system, first power the device down, and start it again. 


Customer Service
Visit www.taser.com and view the Support options, or call 1-800-978-2737.


Warranty Policy
TASER International warranty provisions are applicable on all Axon Fleet system products. See TASER 
International’s website, www.taser.com, for detailed warranty information.


Warnings
For a full list of the warning associated with this product, see www.taser.com.


Radio Waves


Changes or modifications to the equipment not expressly approved by the manufacturer could void 
the product warranty and the user’s authority to operate the equipment. 


Your wireless device is a radio transmitter and receiver. It is designed and manufactured not to exceed 
the emission limits for exposure to radio frequency (RF) energy set by the Federal Communications 
Commission (FCC) of the U.S. Government. These limits are part of comprehensive guidelines and 
establish permitted levels of RF energy for the general population. The guidelines are based on stan-
dards that were developed by independent scientific organizations through periodic and thorough 
evaluation of scientific studies. The standards include a substantial safety margin designed to assure 
the safety of all persons, regardless of age and health. Before a device model is available for sale to 
the public, it must be tested and certified to the FCC that it does not exceed the limit established by 
the government-adopted requirement for safe exposure. 


This equipment has been tested and found to comply with the limits for a Class B digital device, pur-
suant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against 
harmful interference in a residential installation. This equipment generates, uses and can radiate 
radio frequency energy and, if not installed and used in accordance with the instructions, may cause 
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harmful interference to radio communications. However, there is no guarantee that interference will 
not occur in a particular installation. If this equipment does cause harmful interference to radio or 
television reception, which can be determined by turning the equipment off and on, the user is en-
couraged to try to correct the interference by one or more of the following measures: 


• Reorient or relocate the receiving antenna. 


• Increase the separation between the equipment and receiver. 


• Connect the equipment into an outlet on a circuit different from that to which the receiver is con-
nected. 


• Consult TASER International Customer Service for help. 


FCC/IC NOTICE: This device meets the body worn human exposure limits found in OET Bulletin 65, 
2001, and ANSI/ IEEE C95.1, 1992. Proper operation of this equipment according to the instructions 
found in this guide will result in exposure substantially below the FCC’s recommended limits. To com-
ply with the FCC and ANSI C95.1 RF exposure limits, this device has been tested for compliance with 
FCC RF Exposure limits in the typical configuration. The radiated output power of this wireless device 
is far below the FCC radio frequency exposure limits. 


This device complies with part 15 of the FCC Rules. Operation is subject to the following two condi-
tions: (1) This device may not cause harmful interference, and (2) this device must accept any interfer-
ence received, including interference that may cause undesired operation. 


RSS 210 Warning Statement: The installer of this equipment must ensure that the antenna is located 
or pointed such that it does not emit RF field in excess of Health Canada limits for the general popula-
tion; consult Safety Code 6, obtainable from Heath Canada’s Web site www.hc-sc.gc.ca/rpb. 


This device complies with Industry Canada licence-exempt RSS standard(s). Operation is subject to the 
following two conditions: (1) this device may not cause interference, and (2) this device must accept 
any interference, including interference that may cause undesired operation of the device. 


Le présent appareil est conforme aux CNR d’Industrie Canada applicables aux appareils radio ex-
empts de licence. L’exploitation est autorisée aux deux conditions suivantes: (1) l’appareil ne doit pas 
produire de brouillage, et (2) l’utilisateur de l’appareil doit accepter tout brouillage radioélectrique 
subi, même si le brouillage est susceptible d’en compromettre le fonctionnement. 


THIS MODEL DEVICE MEETS THE GOVERNMENT’S REQUIREMENTS FOR EXPOSURE TO RADIO WAVES. 


Section 8.4 of RSS-GEN 


This Device complies with Industry Canada License-exempt RSS standard(s). Operation is subject to 
the following two conditions: 1) this device may not cause interference, and 2) this device must accept 
any interference, including interference that may cause undesired operation of the device. 


Cet appareil est conforme aux normes d’exemption de licence RSS d’Industrie Canada. Son utilisation 
est soumise aux conditions suivantes : 1) cet appareil ne doit pas causer de brouillage, et 2) doit ac-
cepter tout brouillage, y compris le brouillage pouvant entraîner un fonctionnement indésirable. 


Section 8.3 of RSS-GEN 


Under Industry Canada regulations, this radio transmitter may only operate using an antenna of a 
type and maximum (or lesser) gain approved for the transmitter by Industry Canada. To reduce po-
tential radio interference to other users, the antenna type and its gain should be so chosen that the 
equivalent isotropically radiated power (e.i.r.p.) is not more than that necessary for successful com-
munication. 


Conformément à la réglementation d’Industrie Canada, le présent émetteur radio ne peut fonction-
ner qu’au moyen d’une antenne d’un seul type et d’un gain maximal (ou inférieur) approuvé pour 
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l’émetteur par Industrie Canada. Dans le but de réduire les risques de brouillage radioélectrique pour 
les autres utilisateurs, il faut choisir le type d’antenne et son gain de sorte que la puissance isotrope 
rayonnée équivalente (p.i.r.e.) ne dépasse pas celle requise pour établir une communication satisfais-
ante. 


THIS MODEL DEVICE MEETS THE GOVERNMENT’S REQUIREMENTS FOR EXPOSURE TO RADIO WAVES.


  Declaration of Conformity
TASER International declares that this Axon system is in compliance with the requirements and other 
relevant provisions of the RTT&E Directive 1999/5/EC regarding radio and telecommunications equip-
ment and the Directive 2014/30/EU regarding electromagnetic compatibility. A copy of the original 
Declaration of Conformity can be found at www.taser.com.







3M and VHB are trademarks of 3M, Bluetooth is a trademark of the Bluetooth SIG, Wi-Fi is a trademark of the Wi-Fi 
Alliance, and Windows is a trademark of the Microsoft Corporation.


,  AXON, Axon, Axon Body 2, Axon Dock, Axon Fleet, Axon Signal, Evidence.com, Evidence Sync, and © are trade-
marks of TASER International, Inc., some of which are registered in the US and other countries. For more information 


visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc.
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Chapter 1: Introduction 


 


The Axon Fleet solution is a camera system incorporating an audio and video recording 


device with a vehicular windshield mount. This camera is designed for use in tough 


environmental conditions encountered in law enforcement, corrections, military, and 


security activities. The Axon Fleet camera is designed to record events for secure storage, 


retrieval, and analysis via Evidence.com services. The recorded events can be transferred 


wirelessly to the Evidence.com website through Wi-Fi technology. You also can transfer 


information with the Axon Dock, or by using Evidence Sync software installed on a 


Windows computer. 


Axon Fleet is a video solution that connects police vehicles to an intelligent, cloud-based 


evidence ecosystem. Axon Fleet allows agencies to access and analyze their in-car video 


with unprecedented speed and transparency. The cameras are mounted in the car, where 


they can be activated via Axon Signal technology. They then communicate with the Axon 


Fleet XL program, and then offload video wirelessly through Wi-Fi technology to the 


Evidence.com website. You also can transfer information with an Axon Dock, or by using 


Evidence Sync software installed on a Windows computer. 


The Axon Fleet system consists of the Axon Fleet camera, the Axon Fleet camera mount, 


and the Axon Fleet power unit. The Axon Fleet power unit is an inline power supply for the 


camera. Normally, the camera is powered by the vehicle. If the ignition is shut off and the 


camera is still recording, the Axon Fleet power unit is designed to supply the camera with 


enough energy to continue recording for approximately 4 hours.  


The Axon Fleet system is designed to work with the Axon Signal Unit (ASU). The ASU is part 


of a communications platform that sends a broadcast when certain conditions are met. 


This broadcast can be recognized by Axon equipment. For example, the ASU can be set up 


to work with an emergency vehicle’s light bar. When the light bar activates, all properly 


equipped Axon systems within range begin recording. Currently, Axon Signal technology is 


built into Axon Fleet, Axon Body 2, and Axon Flex (with an Axon Flex controller equipped 


with Axon Signal technology) systems. See the associated product user manuals for more 


information. 


Axon Fleet camera system with mount, and Axon Fleet power unit (depicted below). 
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Read and follow all instructions included with the Axon Fleet products, accessories, 


and parts, including any supplemental instructions. 


Failure to follow the instructions in this manual or as provided with any Axon Fleet 


products, accessories or parts may result in Axon Fleet or Axon Signal not working 


properly or cause damage to the to the products or the vehicle. Save all instructions. 


The technician who installs the Axon Fleet components and the ASU must be 


qualified to work with automotive electronics. 


When installing Axon Fleet and the ASU, ensure that drilling will not damage the 


emergency vehicle's equipment or surface. Remove all burrs and debris after drilling. 


Ensure there is a good electrical ground to the vehicle chassis. 


Do not install Axon Fleet components or the ASU anywhere that will interfere with 


airbag deployment. 


Do not install any part of the Axon Fleet system or the ASU in the vehicle's engine 


compartment. 


Do not install any part of the Axon Fleet system or the ASU on the exterior of the 


vehicle. 


The Axon Fleet system and ASU are not waterproof. 


The cable connecting the Axon Fleet camera and the Axon Fleet power unit should be 


no more than 18 feet (5.5 meters) long. 


Additional Reading 


This manual explains how to install the Axon Fleet camera hardware. Other manuals cover 


additional aspects of the Axon Fleet system. These documents are available at 


www.taser.com. 



http://www.taser.com/
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The Axon Fleet System User Manual provides instructions for recording with the camera. 


The Axon Signal Unit Installation Manual provides instructions for installing an ASU in a 


vehicle. 


The Axon Fleet XL User Guide provides instructions for using the Axon Fleet XL program. 


The Axon Academy website explains how to register for the Evidence.com website, 


configure settings, install Evidence Sync software, assign personnel to cameras, recharge 


your camera, and transfer video from an Axon device to a computer. Visit 


academy.axon.io/. 
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Chapter 2: Installation 


 


Installing the Axon Signal Unit (ASU) 


Install the ASU before installing the Axon Fleet components. See the Axon Signal Unit 


Installation Manual for full instructions. 


Installing the Axon Fleet System 


Notes: 


• Axon Fleet power units are usually installed in the front passenger side of the cabin.  


• Wires should be connected to the GPIO terminal block interface on the Power Unit. 


• Wires should be no smaller than 18 American wire gauge (AWG) with ferrules and no 


larger than 16 AWG without ferrules. 


• 1A fuse is recommended, either inline or on a fuse block. 


• No programming of the box is required. 


Required Tools and Supplies 


• Multimeter 


• Precision slotted screwdriver with a 3/32″ (2.4 mm) maximum blade width 


• Precision Phillips #0 jeweler’s screwdriver 


• 3M Silane Glass Treatment AP 115 


Instructions 


Step 1: Wiring the Axon Fleet Camera Unit 


The Axon Fleet camera is a mounted camera that draws power from the Axon Fleet power 


unit, and therefore they must be wired together. 


Note: Use ferrules on stranded wire to avoid shorts across inputs.  


1 Unscrew the outside shell of the Axon Fleet camera.   
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2 Use a small screwdriver to unscrew and raise the screws in the green camera unit 


connector.  


3 Cut 5 wires for power and ground that are long enough to run from the camera 


mount to the power unit.  


• Do not strip more than 0.25″ (6.35 mm) of insulation from the wires. 


• Confirm the exposed part of the wires are not nicked. 


• The cable connecting the Axon Fleet camera and the Axon Fleet power 


unit should be no more than 18 feet (5.5 meters) long. 


4 Place the wire ends for the 5 camera connections into the correct slots. 


5 Re-screw the appropriate screws to clamp down on the exposed wire ends.  


6 Inspect the connector to confirm that: 


• The wires are attached securely to the Fleet connector.  


• No frayed wire strands are outside the cage clamps 


7 Secure the power and ground wires.  


8 Screw the metal wire clamp plate into place. 


9 Dress the wires around the outside of the plastic screw boss. 


10 Place the outer plastic shell back onto the camera to cover the connections. 


11 Screw the outer shell back in.  


12 Install the #4 half-inch (12.7 mm) screw to secure the back cover. 


Now you should have 5 wires running out the top of the camera. 
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Step 2: Locate the Electronics 


The next step to installing the Axon Fleet system is locating the wiring for the vehicle. The 


vehicle make and model will dictate where wiring is found; however some common 


locations are inside of the passenger side door, up against the back of the rear seat, and in 


the console under your light bar controller.  


To easily access wiring, it may be helpful to remove the weather stripping and door seals 


near the wiring harness. It may also be helpful to remove any plastic interior that easily 


snaps on and off below the A-pillar. 


Step 3: Locate the Power Wiring 


After locating the electronics, determine which wires are connecting to the power, ground, 


and ignition.  


1 Turn on the ignition. 


2 Use a multimeter set to DC volts to test the wires that are hot and connected to 


ignition, ground, and the vehicle's battery.  


The multimeter will indicate whether or not there is electricity flowing through 


these wires when you make contact. 
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Step 4: Connecting the Power Axon Fleet Power Unit to the Vehicle 


After identifying the power, ground, and ignition, connect the Axon Fleet power unit to the 


vehicle.  


1 Place the female end of a crimp connector to the 3 vehicle wires.  


2 Use three short lengths of wire to connect to openings #1 (power), #2 (ground), and 


#3 (ignition).  


3 Attach the male ends of crimp connectors to the ends of each of these wires 


connected to the power unit.  


4 Connect the associated male and female pieces. 


 


Step 5: Placing the Camera 


1 Locate the position on the windshield where you would like the camera to sit.  


2 Clean the windshield with 3M Silane Glass Treatment AP 115. This product is 


required for maximum adhesion. 


• Follow the manufacturer’s instructions for preparation.  


• After cleaning the windshield, confirm it is dry. 
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3 Place the adhesive strip on the flat part of the neck of the Axon Fleet camera 


mount.  


 


4 Peel off the top layer of the adhesive and place and hold it to the spot on the 


windshield where the camera will be located.  


5 Hold the mount in place for 10 seconds. 


 


Your Fleet Camera unit will be set in its position. 


6 Repeat this process for the second camera. Second cameras are typically installed 


on the officers’ side of the partition so the camera faces the prisoner. 


Step 6: Connecting the Camera to the Power Unit 


Now that the camera is in its final location, is wired, and the power unit is wired, you can 


connect the two.  


1 Strip the ends of the wire from the camera. 


• Do not strip more than 0.25″ (6.35 mm) of insulation from the wires. 
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• Confirm the exposed part of the wires are not nicked. 


 


2 Place them in the appropriate slots for power (#7, or E) and ground (#12, or A). 
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3 Dress the wires around the center screw boss to avoid pinching them when you 


reinstall the housing cover. 


 


4 Install the metal wire clamp using the two #4 3/8″ (9.5 mm) screws to secure the 


wire at the exit point. 


 


Step 7: Replacing Vehicle Siding 


1 Tuck all wires and the power unit safely away.  
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• Do not crimp or pinch any wiring.  


• If desired, you can further secure the power unit's location by using robust 


adhesive (such as 3M VHB tape), 3M Dual Lock re-closeable fasteners, double-


sided Velcro straps, or bolts.  


2 Replace all vehicle siding and weather stripping. 


 


Step 8: Testing Power and Auto Activation 


1 On the Axon Fleet camera, move the on/off switch to the ON position. 


2 Turn on the vehicle’s ignition.  


The LED indicator on the back of the camera should blink green, indicating the 


camera is in BUFFERING mode.  


The red LED on the Axon Fleet power unit should blink several times and then be 


solid red after a few seconds. If the red LED continues to blink, there is an error 


with the power unit. 


3 Finally, test Axon Signal to confirm that the Axon Fleet camera starts recording 


when triggered.  
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• For example, if you have set up Axon Signal to trigger when the vehicle activates 


Code 1 lights, turn on the Code 1 lights. 


• You should hear 2 beeps and the camera's LED indicator should blink red, 


indicating that the camera is in EVENT mode and a recording has started. 
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Chapter 3: Troubleshooting 


 


If you are having difficulty with your Axon Fleet installation, please use this guide. Further 


assistance is available by contacting InstallFleet@Taser.com. 


The camera will not power on 


If the camera will not turn on, test the connections at the camera mount: 


1 Touch the red probe from the multimeter on the far right gold tab.  


2 Touch the black probe (negative) from the multimeter on the far left gold tab. 


• Voltage reading is near 0 V: It appears power is disconnected from power unit. 


Check the connections back to the power unit. 


• Voltage reading is less than 3.2 V:  The battery may be depleted. Ensure the 


ignition is turned on. 


• Voltage reading is greater than 4.2 V: The power unit is wired incorrectly. 


Recheck the wiring. 


• Voltage is 3.2 to 4.2 V: The voltage is correct. Measure the rest of the pins. 


3 Connect the multimeter’s black lead to the vehicle chassis or electrical ground. 


4 Probing with the red or positive lead, test the gold terminals on the mount, left to 


right. 


• The first tab should show a ground. 


• The second tab should show a no voltage 


• Ground (0 volts) 


• 2.9 volts 


Note: These next 2 pins are digital I2C pins and may appear to change values 


based on the multimeter. 


• 2.9 volts 


• 3.6 up to 4.3 volts 


If the readings are reversed (for example, if the first tab shows 3.6 to 4.3 volts 


instead of a ground), the camera end of the connection from the Axon Fleet power 


unit is wired incorrectly. Remove the camera and re-wire it in reverse. 


Camera shutting off while in BUFFERING mode 
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1 Turn on the vehicle’s ignition. 


2 Check the Axon Fleet power unit for a steady red LED while the vehicle is running. 


If the LED is flashing the battery has a bad cell, or ignition contact is lost. 


No activation from the ASU 


• Check your Evidence.com agency settings and ensure Axon Signal is enabled. 


 


Product functions and specifications may change without notice and the actual product may vary from the illustrations in this 


manual. 


3M, Dual Lock, and VHB are trademarks of the 3M Company, Velcro is a trademark of Velcro Industries B.V., and Wi-Fi is a 


trademark of the Wi-Fi Alliance 


,  AXON, Axon Body 2, Axon Fleet, Axon Flex, Axon Signal, Axon View XL, Evidence.com, Evidence Sync, TASER, and © are 


trademarks of TASER International, Inc., some of which are registered in the US and other countries. For more information, 


visit www.taser.com/legal. All rights reserved. © 2016 TASER International, Inc. 
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TAB II – COST PROPOSALS 
 
TASER’s proposal includes three body worn camera pricing options and one in-car 
video option. 
 


Explanation of Body Worn Camera Pricing Options 
Offered 
 
 Option 1- Tab II - Attachment H1– Body Worn Camera Cost Schedule - Basic 


+ TAP Licensing 
 
The first option includes our Basic license tier and the TASER Assurance Plan (TAP) 
(as a separate line item). 
 
 Option 2 – Tab II - Attachment H2 – Body Worn Camera Cost Schedule - 


Basic + Extended Warranty 
 
The second option includes our Basic license tier and TASER’s extended warranty. 
 
 Option 3 – Tab II - Attachment H3 – Body Worn Camera Cost Schedule - 


Unlimited Licensing 
 
The third option consists of our Unlimited license tier and TAP (is included in the 
cost per license). 
 
Attachment H4 includes the expert witness contract should the NHP require TASER 
to testify in court on behalf of the agency. 
 


  







NEVADA DEPARTMENT OF PUBLIC SAFETY, HIGHWAY PATROL DIVISION (DPS/HPD) 
BODY WORN CAMERAS | RFP 3273 
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Explanation of Warranties Offered 
 
Standard Manufacturer Warranty  
TASER warrants that its law enforcement hardware products are free from defects 
in workmanship and materials for a period of one (1) year from the date of 
receipt. TASER-Manufactured Accessories are covered under a limited 90-day 
warranty from the date of receipt. Non-TASER manufactured accessories are 
covered under the manufacturer’s warranty. 
 
Extended Warranty 
There are extended warranties available, which will cover the hardware for 3 
years total (1 year manufacturer’s warranty plus 2 years extended). 
 
The TASER Assurance Plan (TAP)  
The TASER Assurance Plan (TAP) includes the extended warranty coverage 
described above, as well as spare products and upgraded models at the end of the 
TAP Term. The TASER Assurance Plan (TAP) is bundled into the purchase price of 
the Ultimate and Unlimited Plan Evidence.com licenses. The TAP includes Axon 
camera upgrades every 2.5 years, TASER’s extended warranty and spare cameras.  
 
The TASER Assurance Plan (TAP) includes the extended warranty coverage 
described in the current hardware warranty, as well as spare products and 
upgraded models at the end of the TAP Term. TAP does not apply to software or 
services offered for, by, on, or through the TASER.com or Evidence.com websites. 
You may not have both an optional extended warranty and TAP on Axon products.  
 
Please see the attached Master Services and Purchasing Agreement, which 
outlines the full terms and conditions of the standard manufacturer warranty, 
extended warranty and TASER Assurance Plan. 
 
The features of both the Unlimited and Basic licenses are outlined on the 
following page. 
  







*Unlimited data for Axon camera and Axon Capture uploads; additional storage is only 6.25¢ per GB per month. 


Other terms and conditions may apply and TASER reserves the right to change or end these offers at any time.


 AXON, Axon, Evidence.com, Axon Capture, Evidence Sync and TASER are trademarks of TASER International, Inc., some of which are registered in the US and other countries. For more 
information, visit www.TASER.com/legal. All rights reserved. © 2016 TASER International, Inc.


AXON.IO/PRICING


EVIDENCE.COM PLANS BASIC UNLIMITED


INCLUDED STORAGE 10GB Unlimited  
Storage*


Axon Capture App


Evidence Sync


Dock-Automated Video Upload


Secure File Storage


Evidence Folders


GPS Mapping of Captured Media


File & Case Sharing


Video Clips & Markers


Lock Specific Files for IA


Custom User Roles


Custom Categories


Automatic File Deletion Schedules


Bulk Reassign, Share, Edit


User & Device Management


Video Redaction


Operational Group Permissions


Agency Usage Reports


Active Directory Support


Two Axon Camera Upgrades†


Full Axon Camera Warranty


Unlimited HD Storage*
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM
Basic License + TASER Assurance Plan (TAP)


Vendor Name: TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + TAP


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 403.79$       197,453.31$      50% $98,729.10
5.2.2.2 Mounts  489 -$             -$                   0% -$                   
5.2.2.3 Belt Clips  0 -$             -$                   0% -$                   
5.2.2.4 Docking Stations  82 1,512.94$    124,061.08$      50% 62,030.54$         
5.2.2.5 Configuration  0 -$             -$                   0% -$                   
5.2.2.6 Installation  1 -$             -$                   0% -$                   
5.2.2.7 Training  1 15,000.00$  15,000.00$        100% -$                   
5.2.2.8 Access Points  0 -$             -$                   0% -$                   
5.2.2.9 Axon Signal Automatic Activation  489 242.40$       118,533.60$      100% -$                   
5.2.2.10 TASER Assurance Plan Dock Annual (Refresh every 2.5 years)  82 216.00$       17,712.00$        0% 17,712.00$         
5.2.2.11 TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)   82 216.00$       17,712.00$        0% 17,712.00$         
5.2.2.12 TASER Assurance Plan BWC Annual (Refresh every 2.5 years)  489 204.00$       99,756.00$        0% 99,756.00$         
5.2.2.13  0 -$             -$                   0% -$                   
5.2.2.14 Wall Mounts Dock  82 35.42$         2,904.44$          0% 2,904.44$           
5.2.2.15 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 593,132.43$      50% 298,844.08$       


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost


5.2.3.1
BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams 
every 2.5 years 489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.2
BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams 
every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.3
BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams 
every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.4
BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call 
cams every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.1-.4 BWC Extended Maintenance and Support 399,024.00$      0% 399,024.00$       


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.4.1 BWC Cloud Data Storage Year 1  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.2 BWC Cloud Data Storage Year 2  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.3 BWC Cloud Data Storage Year 3  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.4 BWC Cloud Data Storage Year 4  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.5 BWC Cloud Data Storage Year 5  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.1.1-4 BWC Cloud Storage 562,500.00$      0% 562,500.00$       


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.5.1 BWC Annual Licensing Year 1 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.2 BWC Annual Licensing Year 2 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.3 BWC Annual Licensing Year 3 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.4 BWC Annual Licensing Year 4 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.5 BWC Annual Licensing Year 5 489 180.00$       88,020.00$        0% 88,020.00$         


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to 
make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + TAP


5.2.1 Proposed Body Worn Camera System Costs
5.2.5.1-5 BWC Licensing  440,100.00$      0% 440,100.00$       


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations 0 -$             -$                   0% -$                   
5.2.6.2 Server Based - Archive/backup systems 0 -$             -$                   0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$             -$                   0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$             -$                   0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$             -$                   0% -$                   
5.2.6.6 Server Based - Software Licensing 0 -$             -$                   0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$             -$                   0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$             -$                   0% -$                   
5.2.6.9 Server Based - Training 0 -$             -$                   0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$             -$                   0% -$                   
5.2.6.11 Specify 0 -$             -$                   0% -$                   
5.2.6.12 Specify 0 -$             -$                   0% -$                   
5.2.6.13 Specify 0 -$             -$                   0% -$                   
5.2.6.14 Specify 0 -$             -$                   0% -$                   
5.2.6.15 Specify 0 -$             -$                   0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                   


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$             -$                   0% -$                   
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$             -$                   0% -$                   
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$             -$                   0% -$                   
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$             -$                   0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                   #DIV/0! -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$       936.00$             0% 936.00$              
5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$       936.00$             0% 936.00$              
5.2.8.3  -$             -$                   0% -$                   
5.2.8.4  -$             -$                   0% -$                   
5.2.8.5  -$             -$                   0% -$                   
5.2.8.6 CAD/RMS Integration Year 1  489 180.00$       88,020.00$        0% 88,020.00$         
5.2.8.7 CAD/RMS Integration Year 2  489 180.00$       88,020.00$        100% -$                   
5.2.8.8   -$             -$                   0% -$                   
5.2.8.9  -$             -$                   0% -$                   
5.2.8.10  -$             -$                   0% -$                   
5.2.8.11 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.8.12 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.8.1-.12 Other Associated Costs/Services 177,912.00$      49% 89,892.00$         
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $593,132.43 50% $298,844.08 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.4.1 BWC Cloud Data Storage Year 1 $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $112,500.00 0% $112,500.00 
5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $177,912.00 49% $89,892.00 
5.2.9 Total Proposed Costs BWC Project $1,271,840.43 30% $889,532.08 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call cams every 2.5 years $99,756.00 0% $99,756.00 


5.2.3.1-.4 BWC Extended Maintenance and Support $399,024.00 0% $399,024.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 $112,500.00 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $112,500.00 0% $0.00 
5.2.4.3 BWC Cloud Data Storage Year 3 $112,500.00 0% $0.00 
5.2.4.4 BWC Cloud Data Storage Year 4 $112,500.00 0% $0.00 
5.2.4.5 BWC Cloud Data Storage Year 5 $112,500.00 0% $0.00 
5.2.1.1-4 BWC Cloud Storage $562,500.00 0% $0.00 


BWC Licensing 
Schedule BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.5.3 BWC Annual Licensing Year 3 $88,020.00 0% $88,020.00 
5.2.5.4 BWC Annual Licensing Year 4 $88,020.00 0% $88,020.00 
5.2.5.5 BWC Annual Licensing Year 5 $88,020.00 0% $88,020.00 
5.2.5.1-5 BWC Licensing $440,100.00 0% $440,100.00 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs-TASER Basic + TAP







 
 
TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83680-2
 Date: 9/19/2016 6:47 PM


 Quote Expiration:
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


Year 1 - Hardware and Evidence.com - Due Net
30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 201.90 USD 98,729.10


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 35.42 USD 2,904.44


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 756.47 USD 62,030.54


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 87101 BASIC EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 180.00 USD 88,020.00


2 89101 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 468.00 USD 936.00


Page 1 of 4







QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Tax Amount: USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Discount: USD 313,823.90


Year 1 - Hardware and Evidence.com - Due Net 30 Net Amount Due Including Taxes: USD 570,608.08


Spares


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


24 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


24 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


24 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


24 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


Spares Tax Amount: USD 0.00


Spares Net Amount Due Including Taxes: USD 0.00


Year 2 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87201 BASIC EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 2 - Evidence.com Tax Amount: USD 0.00


Year 2 - Evidence.com Discount: USD 88,020.00


Year 2 - Evidence.com Net Amount Due Including Taxes: USD 318,924.00


Year 3 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87301 BASIC EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 3 - Evidence.com Optional Tax Amount: USD 0.00


Year 3 - Evidence.com Optional Discount: USD 88,020.00


Year 3 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00
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Year 4 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87401 BASIC EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 4 - Evidence.com Optional Tax Amount: USD 0.00


Year 4 - Evidence.com Optional Discount: USD 88,020.00


Year 4 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00


Year 5 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87501 BASIC EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 5 - Evidence.com Optional Tax Amount: USD 0.00


Year 5 - Evidence.com Optional Discount: USD 88,020.00


Year 5 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00


Subtotal USD 889,532.08


Estimated Shipping & Handling Cost USD 1,636.64


Grand Total USD 891,168.72
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Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83680-2


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM
Basic License + Warranty


Vendor Name: TASER International 


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + Warranty


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 403.79$            197,453.31$      50% $98,729.10
5.2.2.2 Mounts  489 -$                  -$                   0% -$                   
5.2.2.3 Belt Clips  0 -$                  -$                   0% -$                   
5.2.2.4 Docking Stations  82 1,512.94$         124,061.08$      50% 62,030.54$        
5.2.2.5 Configuration  0 -$                  -$                   0% -$                   
5.2.2.6 Installation  1 -$                  -$                   0% -$                   
5.2.2.7 AXON Full Professional Services (Training, Deployment)  1 15,000.00$       15,000.00$        100% -$                   
5.2.2.8 Access Points  0 -$                  -$                   0% -$                   
5.2.2.9 Axon Signal Automatic Activation  489 282.35$            138,069.15$      100% -$                   
5.2.2.10 2 Year Extended Warranty Body 2  489 199.95$            97,775.55$        0% 97,775.55$        
5.2.2.11 2Year Extended Warranty Dock 6 Bay   82 499.90$            40,991.80$        0% 40,991.80$        
5.2.2.12 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.13 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.14 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.15 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 613,350.89$      51% 299,526.99$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) 0 -$                  -$                   0% -$                   
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)  0 -$                  -$                   0% -$                   
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)  0 -$                  -$                   0% -$                   
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)  0 -$                  -$                   0% -$                   
5.2.3.1-.4 BWC Extended Maintenance and Support -$                   0% -$                   


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      
5.2.1.1-4 BWC Cloud Storage 562,500.00$      0% 562,500.00$      


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.5.1 BWC Annual Licensing Year 1 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.2 BWC Annual Licensing Year 2 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.3 BWC Annual Licensing Year 3 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.4 BWC Annual Licensing Year 4 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.5 BWC Annual Licensing Year 5 489 180.00$            88,020.00$        0% 88,020.00$        


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to 
make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + Warranty


5.2.1 Proposed Body Worn Camera System Costs
5.2.5.1-5 BWC Licensing  440,100.00$      0% 440,100.00$      


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations 0 -$                  -$                   0% -$                   
5.2.6.2 Server Based - Archive/backup systems 0 -$                  -$                   0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$                  -$                   0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$                  -$                   0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$                  -$                   0% -$                   
5.2.6.6 Server Based - Software Licensing 0 -$                  -$                   0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$                  -$                   0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$                  -$                   0% -$                   
5.2.6.9 Server Based - Training 0 -$                  -$                   0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$                  -$                   0% -$                   
5.2.6.11 Specify 0 -$                  -$                   0% -$                   
5.2.6.12 Specify 0 -$                  -$                   0% -$                   
5.2.6.13 Specify 0 -$                  -$                   0% -$                   
5.2.6.14 Specify 0 -$                  -$                   0% -$                   
5.2.6.15 Specify 0 -$                  -$                   0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                   


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$                  -$                   0% -$                   
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$                  -$                   0% -$                   
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$                  -$                   0% -$                   
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$                  -$                   0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                   0% -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$            936.00$             0% 936.00$             
5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$            936.00$             0% 936.00$             
5.2.8.3  -$                  -$                   0% -$                   
5.2.8.4  -$                  -$                   0% -$                   
5.2.8.5  -$                  -$                   0% -$                   
5.2.8.6 CAD/RMS Integration Year 1  489 180.00$            88,020.00$        0% 88,020.00$        
5.2.8.7 CAD/RMS Integration Year 2  489 180.00$            88,020.00$        50% 44,010.00$        
5.2.8.8   -$                  -$                   0% -$                   
5.2.8.9  -$                  -$                   0% -$                   
5.2.8.10  -$                  -$                   0% -$                   
5.2.8.11 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.8.12 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.8.1-.12 Other Associated Costs/Services 177,912.00$      25% 133,902.00$      
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $613,350.89 51% $299,526.99 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $177,912.00 25% $133,902.00 
5.2.9 Total Proposed Costs BWC Project $1,192,302.89 30% $834,468.99 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) $0.00 0% $0.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) $0.00 0% $0.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) $0.00 0% $0.00 
5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 0% $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.1.1-4 BWC Cloud Storage $562,500.00 0% $562,500.00 


BWC Licensing 
Schedule BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.5.3 BWC Annual Licensing Year 3 $88,020.00 0% $88,020.00 
5.2.5.4 BWC Annual Licensing Year 4 $88,020.00 0% $88,020.00 
5.2.5.5 BWC Annual Licensing Year 5 $88,020.00 0% $88,020.00 
5.2.5.1-5 BWC Licensing $440,100.00 0% $440,100.00 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs-TASER Basic + Extended Warranty







 
 
TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83682-5
 Date: 9/21/2016 12:52 PM


 Quote Expiration: 1/15/2017
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


YEAR 1 - HARDWARE & EVIDENCE.COM -
DUE NET 30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 201.90 USD 98,729.10


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 756.47 USD 62,030.54


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 0.00 USD 0.00


489 87101 BASIC EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 180.00 USD 88,020.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


2 89001 PROFESSIONAL EVIDENCE.COM LICENSE: 1 YEAR USD 468.00 USD 936.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Tax Amount: USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Discount: USD 316,728.34


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Net Amount Due Including Taxes: USD 450,235.64


Spare Hardware


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


15 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


15 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


15 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


15 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


15 87029 2 YEAR EXTENDED WARRANTY BODY 2 USD 0.00 USD 0.00


Spare Hardware Tax Amount: USD 0.00


Spare Hardware Discount: USD 9,056.10


Spare Hardware Net Amount Due Including Taxes: USD 0.00


YEAR 2 - EVIDENCE.COM


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 87201 BASIC EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87031 2 YEAR EXTENDED WARRANTY DOCK 2 SIX BAY + CORE USD 499.90 USD 40,991.80


489 87029 2 YEAR EXTENDED WARRANTY BODY 2 USD 199.95 USD 97,775.55


YEAR 2 - EVIDENCE.COM Tax Amount: USD 0.00


YEAR 2 - EVIDENCE.COM Discount: USD 44,010.00


YEAR 2 - EVIDENCE.COM Net Amount Due Including Taxes: USD 384,233.35


YEAR 3 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87301 BASIC EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 3 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 3 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 3 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00
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YEAR 4 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87401 BASIC EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 4 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 4 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 4 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00


YEAR 5 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87501 BASIC EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 5 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 5 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 5 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00


Subtotal USD 834,468.99


Estimated Shipping & Handling Cost USD 1,607.60


Grand Total USD 836,076.59


Page 3 of 4







 
Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83682-5


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.


 


Page 4 of 4



http://www.taser.com/legal





Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM
Unlimited Licensing


Vendor Name: TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 418.95$       204,866.55$      50% $102,435.72
5.2.2.2 Mounts  489 -$             -$                   0% -$                    
5.2.2.3 Belt Clips  0 -$             -$                   0% -$                    
5.2.2.4 Docking Stations  82 1,512.94$    124,061.08$      100% -$                    
5.2.2.5 Configuration  0 -$             -$                   0% -$                    
5.2.2.6 Installation  1 -$             -$                   0% -$                    
5.2.2.7 Training  1 15,000.00$  15,000.00$        100% -$                    
5.2.2.8 Access Points  0 -$             -$                   0% -$                    
5.2.2.9 Axon Signal Automatic Activation  489 242.40$       118,533.60$      100% -$                    
5.2.2.10 TASER Assurance Plan Dock Annual (Refresh every 2.5 years)  82 226.80$       18,597.60$        0% 18,597.60$        
5.2.2.11 TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)   82 226.80$       18,597.60$        0% 18,597.60$        
5.2.2.12 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.2.13 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.2.14 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.2.15 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.2.1-.15 Body Worn Camera Costs 499,656.43$      72% 139,630.92$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license 0 -$             -$                   0% -$                    
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license  0 -$             -$                   0% -$                    
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license  0 -$             -$                   0% -$                    
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license  0 -$             -$                   0% -$                    
5.2.3.1-.4 BWC Extended Maintenance and Support -$                   #DIV/0! -$                    


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    
5.2.1.1-4 BWC Cloud Storage -$                   #DIV/0! -$                    


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that 
the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility 
to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.5.1
BWC Annual Licensing Year 1 (Warranty life of contract and 
replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.2
BWC Annual Licensing Year 2 (Warranty life of contract and 
replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.3
BWC Annual Licensing Year 3 (Warranty life of contract and 
replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.4
BWC Annual Licensing Year 4 (Warranty life of contract and 
replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.5
BWC Annual Licensing Year 5 (Warranty life of contract and 
replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.1-5 BWC Licensing  2,018,860.95$   0% 2,018,860.95$   


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations 0 -$             -$                   0% -$                    
5.2.6.2 Server Based - Archive/backup systems 0 -$             -$                   0% -$                    
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$             -$                   0% -$                    
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$             -$                   0% -$                    
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$             -$                   0% -$                    
5.2.6.6 Server Based - Software Licensing 0 -$             -$                   0% -$                    
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$             -$                   0% -$                    


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$             -$                   0% -$                    
5.2.6.9 Server Based - Training 0 -$             -$                   0% -$                    
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$             -$                   0% -$                    
5.2.6.11 Specify 0 -$             -$                   0% -$                    
5.2.6.12 Specify 0 -$             -$                   0% -$                    
5.2.6.13 Specify 0 -$             -$                   0% -$                    
5.2.6.14 Specify 0 -$             -$                   0% -$                    
5.2.6.15 Specify 0 -$             -$                   0% -$                    
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                    
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$             -$                   0% -$                    
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$             -$                   0% -$                    
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$             -$                   0% -$                    
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$             -$                   0% -$                    
5.2.7.1-4 BWC Extended Maintenance -$                   #DIV/0! -$                    


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$       936.00$             0% 936.00$              
5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$       936.00$             0% 936.00$              
5.2.8.3  -$             -$                   0% -$                    
5.2.8.4  -$             -$                   0% -$                    
5.2.8.5  -$             -$                   0% -$                    
5.2.8.6 CAD/RMS Integration Year 1  489 242.40$       118,533.60$      50% 59,266.80$        
5.2.8.7 CAD/RMS Integration Year 2  489 242.40$       118,533.60$      50% 59,266.80$        
5.2.8.8   -$             -$                   0% -$                    
5.2.8.9  -$             -$                   0% -$                    
5.2.8.10  -$             -$                   0% -$                    
5.2.8.11 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.8.12 Other ________ Specify  0 -$             -$                   0% -$                    
5.2.8.1-.12 Other Associated Costs/Services 238,939.20$      50% 120,405.60$      
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $499,656.43 72% $139,630.92 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license $0.00 0% $0.00 
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.5.1 BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 
5.2.5.2 BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $238,939.20 50% $120,405.60 
5.2.9 Total Proposed Costs BWC Project $1,546,140.01 31% $1,067,580.90 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license $0.00 0% $0.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license $0.00 0% $0.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license $0.00 0% $0.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license $0.00 0% $0.00 
5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 0% $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing $0.00 0% $0.00 
5.2.1.1-4 BWC Cloud Storage $0.00 0% $0.00 


BWC Licensing 
Schedule BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.2 BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.3 BWC Annual Licensing Year 3 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.4 BWC Annual Licensing Year 4 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.5 BWC Annual Licensing Year 5 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.1-5 BWC Licensing $2,018,860.95 0% $2,018,860.95 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs-TASER Unlimited
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TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83679-4
 Date: 9/19/2016 6:41 PM


 Quote Expiration: 1/15/2017
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


YEAR 1 - HARDWARE & EVIDENCE.COM -
DUE NET 30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 209.48 USD 102,435.72


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 0.00 USD 0.00


489 85123 EVIDENCE.COM UNLIMITED LICENSE YEAR 1 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


2 89101 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Tax Amount: USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Discount: USD 316,061.77


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Net Amount Due Including Taxes: USD 585,008.31


SPARES


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


24 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


24 74021 MAGNET MOUNT, THICK OUTERWEAR, AXON BODY 2 USD 0.00 USD 0.00


24 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


24 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


SPARES Tax Amount: USD 0.00


SPARES Net Amount Due Including Taxes: USD 0.00


YEAR 2 - EVIDENCE.COM


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85124 EVIDENCE.COM UNLIMITED LICENSE YEAR 2 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 2 - EVIDENCE.COM Tax Amount: USD 0.00


YEAR 2 - EVIDENCE.COM Discount: USD 59,266.80


YEAR 2 - EVIDENCE.COM Net Amount Due Including Taxes: USD 482,572.59


YEAR 3 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85125 EVIDENCE.COM UNLIMITED LICENSE YEAR 3 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 3 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 3 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 3 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


YEAR 4 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85126 EVIDENCE.COM UNLIMITED LICENSE YEAR 4 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 4 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 4 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 4 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


YEAR 5 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85127 EVIDENCE.COM UNLIMITED LICENSE YEAR 5 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 5 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 5 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 5 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


Grand Total USD 1,067,580.90
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Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83679-4


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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[DATE] 
 
[FIRM ADDRESS] 
 
RE: Engagement for Expert Services 
 
Dear [FIRM]: 
 
This letter confirms our agreement that _______________ (“Firm”) has retained TASER International, 
Inc., and Bryan Chiles (collectively “Expert”) to serve as an expert in connection with Firm’s 
representation of _______ (“Client”) in the [TITLE OF ACTION], pending in [COURT], (the 
“Litigation”)/[DISPUTE DISCRIPTION] (the “Matter”). The purpose of this retainer agreement 
(“Agreement”) is to outline the nature of the engagement and the parties’ responsibilities and 
expectations under this Agreement.  
 
Scope of Engagement: Expert will provide expert witness services which may include: consulting; review 
of case documentation and additional research; preparation of expert reports; download analysis; full 
analysis; testimony at deposition and court proceedings. Expert agrees not to contact any represented 
parties other than through legal counsel. 
 
Confidentiality: The Expert understands, agrees and accepts that it will be bound to maintain the 
confidences of the Client, as well as maintain the confidentiality of work product generated or compiled 
by Expert or Firm, under the terms and provisions which control the attorney-client privilege, the 
attorney work product protection, and all other applicable privileges of confidentiality which the Client 
or the Firm may hold under applicable federal or state law. Expert further agrees not to disclose any 
information, nor otherwise communicate, in any manner with any press, news, or entertainment media 
regarding the [LITIGATION/MATTER]. Expert further agrees to maintain the confidentiality of privileged 
and/or confidential records and information produced to Expert by the Firm and/or by the Client in 
relation to the [LITIGATION/MATTER].  
 
Expert will promptly notify [FIRM] upon receiving a subpoena or any other official request seeking the 
production of documents, records or other information related to the engagement.  
 
Expert agrees to return to the Firm all confidential information and/or all evidence, documents or 
materials provided to the Expert by the Firm or Client within ten (10) days of the Firm or Client’s written 
request. 
 
Compensation and Billing. Expert’s hourly/fixed billing fees/rates and travel expenses are outlined in 
Exhibit A to this Agreement. Client agrees to pay Expert for services performed by Expert at the 
aforementioned rates and to pay Expert by check made payable to TASER International, Inc.  Expert will 
submit monthly invoices to Firm for all services performed by Expert. Payment will be due within 30 
days of the invoice date. Expert understands and agrees that Client is solely responsible for the payment 
of all fees and expenses and Firm has no liability for any portion of Expert’s fees or expenses or any 
unpaid or disputed amounts.  
 
Conflicts of Interest. Expert represents that TASER International, Inc. and Bryan Chiles have conducted a 
conflict of interest analysis and determined that no conflict exists that would impair Expert’s ability to 
serve as an expert in this [LITIGATION/MATTER]. Expert agrees not to undertake during the course of 
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Expert’s engagement with Client on the [LITIGATION/MATTER] any other engagement related to the 
[LITIGATION/MATTER] without the advance written consent of the Firm. Expert agrees to promptly 
notify the Firm if any conflict of interest should arise. 
 
Compliance with Laws. Expert understands and agrees that all of Expert’s services must be performed in 
compliance with all applicable laws, regulations and standards of professional conduct. Neither the 
Client, nor the Firm, authorizes, requires, requests, suggests, desires, or otherwise implies or permits 
that Expert should in any way violate or deviate from any applicable legal or ethical standard in 
performance of Expert’s services in the [LITIGATION/MATTER].  
 
Term and Termination. This Agreement will continue until the conclusion of Expert’s services or until 
terminated by either party. Either party may terminate this Agreement for any reason upon 5 days 
written notice. Client will pay all outstanding balances within 30 days of any termination of this 
Agreement.  
 
General Provisions. Both parties agree that this Agreement and all disputes arising hereunder will be 
governed by the laws of the State of Arizona without reference to conflict of laws principles.  This 
Agreement constitutes the complete agreement of the parties on the subject matter covered herein and 
supersedes all prior or contemporaneous understandings, agreements, or representations, written or 
oral, of the parties.  No waiver by any party of any of the provisions hereof shall be effective unless 
explicitly set forth in writing and signed by the party so waiving. This Agreement may not be amended 
except by a writing signed by both parties and expressly declared to be an amendment or modification 
of this Agreement.  In the event that any one or more of the provisions of this Agreement is 
unenforceable, the enforceability of the remaining provisions shall be unimpaired 
 
The above terms and provisions are hereby accepted and agreed to by the following Expert and will be 
effective on the date of execution herein below.  
 
       Sincerely,  
 
 
 
       Bryan Chiles 
       TASER International, Inc. 
 
 
ACCEPTED AND AGREED to:    ACCEPTED AND AGREED to: 
 
By: _____________________   By: __________________________ 
 Bryan Chiles      [Name of Client Representative] 
 
Date: _____________________    ___________________________ 


[Name of Client] 
   
       Date: ___________________________ 
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EXHIBIT A 
FEE SCHEDULE FOR EXPERT TESTIMONY 


Bryan Chiles 
TASER INTERNATIONAL, INC. 


 
 
TASER | Axon Device Analysis and Report: 
A TASER device analysis and standard report will be billed in accordance with TASER International, Inc.’s 
current investigation fee schedule: 
 
 


 Data Analysis  Full Analysis 


M26 $ 250.00 $ 500.00 


X26 $ 350.00 $ 700.00 


XREP $ 500.00 $ 1,000.00 


X3 $ 900.00 $ 1,800.00 


X2  $ 600.00 $ 1,200.00 


X26P $ 500.00 $ 1,000.00 


TASER CAM $ 350.00 N/A 


TASER CAM HD $ 350.00 N/A 


Axon Camera $ 700.00 N/A 


Expedite Fee $ 500.00 $ 1,000.00 


 
These fees are effective as of the revised date of this document.  Please go to   
https://www.taser.com/support/investigations to submit a request for analysis and to see the most 
current fees.   
 
Additional Compensation: 
For work performed in addition to the standard analysis and report (e.g., reviewing additional case 
documentation, research beyond that needed for a standard analysis, generation of a Rule 26 expert 
report, testifying at trial or deposition) the hourly billing rate is $200 per hour for time spent actively 
working on the matter regardless of location.  Maximum $1,600 per day bill rate. Travel time is billed at 
$50 per hour, and idle time is billed at $75.00 per hour, not to exceed $600.00 per day.  Travel expenses 
(including flights, rental cars, parking, lodging and meals) are to be reimbursed.  Extended travel 
expenses due to delays in testimony (change fees, supplies, etc.) are also to be reimbursed. 


Axon, M26, TASER CAM, X2, X3, X26, X26P, XREP, and TASER are trademarks of TASER International, Inc., some of which are registered in the US 
and other countries. All rights reserved. © 2016 TASER International, Inc. 



https://www.taser.com/support/investigations





NEVADA DEPARTMENT OF PUBLIC SAFETY, HIGHWAY PATROL DIVISION (DPS/HPD) 
BODY WORN CAMERAS | RFP 3273 


1 


Explanation of In-Car Camera Pricing Options Offered 


 Attachment H5 – In-Car Video Cost Schedule 


The in-car pricing provided includes Axon Fleet cameras, the Unlimited License tier, 
the standard one year warranty and a four year extended warranty (totaling five 
years). 
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Request for Proposal 3273 - Body Worn Cameras


5.3  COST ~ IN-CAR VIDEO SYSTEM


TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74003
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.2  In-Car  Video (ICV) Costs Item #  Quantity  Unit price  Extension Discount  Amount 
5.3.2.1 Front Camera 477                249.50$         119,011.5$           0.0% 119,011.50$              
5.3.2.2 Back Seat Camera 477                249.50$         119,011.5$           0.0% 119,011.50$              
5.3.2.3 Color LCD Monitor with Audio -                 -$               -$                      0.0% -$                           


5.3.2.4
Bi-Directional Digital Wireless Microphone with in-car & home charger


                   -    $                -    $                       -   0.0%  $                            -   
5.3.2.5 Covert Secondary Hard-Wired Microphone; -                 -$               -$                      0.0% -$                           
5.3.2.6 Digital Video Recorder- DVR -                 -$               -$                      0.0% -$                           
5.3.2.7 Integrated GPS Receiver and Antenna -                 -$               -$                      0.0% -$                           
5.3.2.8 Controller Center -                 -$               -$                      0.0% -$                           
5.3.2.9 Collision Sensor -                 -$               -$                      0.0% -$                           
5.3.2.10 Transfer media -                 -$               -$                      0.0% -$                           
5.3.2.11 Stand-alone video viewers -                 -$               -$                      0.0% -$                           
5.3.2.12 Hardware/software necessary to submit videos as evidence -                 -$               -$                      0.0% -$                           
5.3.2.13 All mounts and cables as specified in RFP -                 -$               -$                      0.0% -$                           
5.3.2.14 Documentation -                 -$               -$                      0.0% -$                           


5.3.2.15
Warranty and maintenance 4 year extended included in licensing


-                 -$               -$                      0.0% -$                           
5.3.2.16 Training -                 -$               -$                      0.0% -$                           
5.3.2.17 Shipping and handling -                 -$               -$                      0.0% -$                           
5.3.2.18 Axon Full Services 12                  15,000.00$    180,000.0$           0.0% 180,000.00$              
5.3.2.19 Other Specify -                 -$               -$                      0.0% -$                           
5.3.2.20 Other Specify -                 -$               -$                      0.0% -$                           
5.3.2.1-20 Total Cost of In-Car Video Unit 418,023.0$           0.0% 418,023.00$              


5.3.3 Extended Maitenance Camera Systems Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)                    -   -$               -$                      0.0% -$                           
5.3.3.2 ICV Annual Extended Maintenance Year 2 (year 3)                     -   -$               -$                      0.0% -$                           
5.3.3.3 ICV Annual Extended Maintenance Year 3 (year 4)                     -   -$               -$                      0.0% -$                           
5.3.3.4 ICV Annual Extended Maintenance Year 4 (year 5)                     -   -$               -$                      0.0% -$                           


-                 
5.3.4 ICV Cloud Data Storage Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 
5.3.4.1 ICV Cloud Data Storage Year 1                     -   -$               -$                      0.0% -$                           
5.3.4.2 ICV Cloud Data Storage Year 2                     -   -$               -$                      0.0% -$                           
5.3.4.3 ICV Cloud Data Storage Year 3                     -   -$               -$                      0.0% -$                           
5.3.4.4 ICV Cloud Data Storage Year 4                     -   -$               -$                      0.0% -$                           


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
5.3.4.5 ICV Cloud Data Storage Year 5                     -   -$               -$                      0.0% -$                           
5.3.4.1-5 Total ICV Cloud Storage -$                      #DIV/0! -$                           


5.3.5 ICV Licensing Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 
5.3.5.1 ICV Annual Licensing Year 1                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.2 ICV Annual Licensing Year 2                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.3 ICV Annual Licensing Year 3                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.4 ICV Annual Licensing Year 4                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.5 ICV Annual Licensing Year 5                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.1-5 ICV Licensing    1,116,180.0$        10.0% 1,004,562.00$           


5.3.6 ICV Server Based Video Management System (VMS) Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.6.1
Hardware (itemize - including servers, workstations, archiving stations,
upload infrastructure, UPS,  etc) -                 -$               -$                      0.0% -$                           


5.3.6.2 Software -                 -$               -$                      0.0% -$                           
5.3.6.3 Software Configuration / Training -                 -$               -$                      0.0% -$                           
5.3.6.4 Security/Firewall -                 -$               -$                      0.0% -$                           
5.3.6.5 Backup Systems -                 -$               -$                      0.0% -$                           
5.3.6.6 Extended Maintenance Agreement  Including Years 2 -                 -$               -$                      0.0% -$                           
5.3.6.7 (specify by component if necessary) -                 -$               -$                      0.0% -$                           
5.3.6.8 Installation of  Hardware and Software -                 -$               -$                      0.0% -$                           
5.3.6.9 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.10 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.11 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.12 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.13 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.14 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.15 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.1-15 ICV Server Based Video Management Component   -$                      #DIV/0! -$                           


5.3.7 Extended Maitenance VMS Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2) -                 -$               -$                      0.0% -$                           
5.3.7.2 ICV Server System Extended Maintenance Year 2 (yr 3) -                 -$               -$                      0.0% -$                           
5.3.7.3 ICV Server System Extended Maintenance Year 3 (yr 4) -                 -$               -$                      0.0% -$                           
5.3.7.4 ICV Server System Extended Maintenance Year 4 (yr 5) -                 -$               -$                      0.0% -$                           


5.3.8 ICV Other Associated Costs/Services Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.8.1 Other  Specify -                 -$               -$                      0.0% -$                           
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
5.3.8.2 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.3 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.4 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.5 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.1-.5 ICV Other Associated Costs/Services   -$                      #DIV/0! -$                           


5.3.9 ICV Vehicle Camera Installation Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.9.1 Reno (Northern Command) -                 -$               -$                      0.0% -$                           
5.3.9.2 Las Vegas (Southern Command) -                 -$               -$                      0.0% -$                           
5.3.9.3 Elko (Central Command) -                 -$               -$                      0.0% -$                           


5.3.10 ICV Optional Items  (include shipping and handling) Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.10.1 Radar Interface and Cable –  must Interface from MPH Bee III Radars 


 
-                 -$               -$                      0.0% -$                           


5.3.10.2 Motorcycle Option (including waterproof camera, monitor) -                 -$               -$                      0.0% -$                           
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5.3.11 Descriptiion Extension Discount Cost
5.3.2.1-20 Total Cost of In-Car Video Unit  $      418,023.00 0.0%  $     418,023.00 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)  $                     -   0.0%  $                   -   
5.3.4.1 ICV Cloud Data Storage Year 1  $                     -   0.0%  $                   -   
5.3.3.2 ICV Cloud Data Storage Year 2  $                     -   0.0%  $                   -   
5.3.5.1 ICV Annual Licensing Year 1  $      223,236.00 10.0%  $     200,912.40 
5.3.5.2 ICV Annual Licensing Year 2  $      223,236.00 10.0%  $     200,912.40 
5.3.6.1-15 ICV Server Based Video Management Component  $                     -   0.0%  $                   -   
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2)  $                     -   0.0%  $                   -   
5.3.8.1-.5 ICV Other Associated Costs/Services  $                     -   0.0%  $                   -   
Summary Total Proposed Costs ICV $864,495.00 5.2% $819,847.80 
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TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-84095-1
 Date: 9/22/2016 9:07 AM


 Quote Expiration:
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex - Ground Net 30


 
*Note this will vary based on the shipment date of the product.
 


Axon Fleet System Compatibility
Additional costs may be incurred by the customer related to installing or optimizing their wireless infrastructure in order to achieve the desired wireless
download speeds, access point coverage, band width or network stability. These costs are solely the responsibility of the customer.


Year 1 - Hardware and Evidence.com - Due Net
30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


954 74003 CAMERA SYSTEM, AXON FLEET USD 249.50 USD 238,023.00


954 74025 MOUNT ASSEMBLY, AXON FLEET USD 0.00 USD 0.00


954 74024 BATTERY SYSTEM, AXON FLEET USD 0.00 USD 0.00


477 74027 Axon Fleet Dongle USD 0.00 USD 0.00


477 85163 UNLIMITED EVIDENCE.COM FLEET: YEAR 1 PAYMENT USD 421.20 USD 200,912.40


954 87032 4 YEAR EXTENDED WARRANTY AXON FLEET USD 0.00 USD 0.00


12 85055 AXON FULL SERVICE USD 15,000.00 USD 180,000.00


Year 1 - Hardware and Evidence.com - Due Net 30 Tax Amount: USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Discount: USD 164,946.60


Year 1 - Hardware and Evidence.com - Due Net 30 Net Amount Due Including Taxes: USD 618,935.40
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Year 2 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85164 UNLIMITED EVIDENCE.COM FLEET: YEAR 2 PAYMENT USD 421.20 USD 200,912.40


Year 2 - Evidence.com Tax Amount: USD 0.00


Year 2 - Evidence.com Discount: USD 22,323.60


Year 2 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 3 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85165 UNLIMITED EVIDENCE.COM FLEET: YEAR 3 PAYMENT USD 421.20 USD 200,912.40


Year 3 - Evidence.com Tax Amount: USD 0.00


Year 3 - Evidence.com Discount: USD 22,323.60


Year 3 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 4 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85166 UNLIMITED EVIDENCE.COM FLEET: YEAR 4 PAYMENT USD 421.20 USD 200,912.40


Year 4 - Evidence.com Tax Amount: USD 0.00


Year 4 - Evidence.com Discount: USD 22,323.60


Year 4 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 5 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85167 UNLIMITED EVIDENCE.COM FLEET: YEAR 5 PAYMENT USD 421.20 USD 200,912.40


Year 5 - Evidence.com Tax Amount: USD 0.00


Year 5 - Evidence.com Discount: USD 22,323.60


Year 5 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Subtotal USD 819,847.80


Estimated Shipping & Handling Cost USD 595.06


Grand Total USD 820,442.86
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Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 
Quote assumes existing network infrastructure is in place and capable of supporting video offload to Evidence.com.


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-84095-1


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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TAB II – COST PROPOSALS 
 
TASER’s proposal includes three body worn camera pricing options and one in-car 
video option. 
 


Explanation of Body Worn Camera Pricing Options 
Offered 
 
 Option 1- Tab II - Attachment H1– Body Worn Camera Cost Schedule - Basic 


+ TAP Licensing 
 
The first option includes our Basic license tier and the TASER Assurance Plan (TAP) 
(as a separate line item). 
 
 Option 2 – Tab II - Attachment H2 – Body Worn Camera Cost Schedule - 


Basic + Extended Warranty 
 
The second option includes our Basic license tier and TASER’s extended warranty. 
 
 Option 3 – Tab II - Attachment H3 – Body Worn Camera Cost Schedule - 


Unlimited Licensing 
 
The third option consists of our Unlimited license tier and TAP (is included in the 
cost per license). 
 
Attachment H4 includes the expert witness contract should the NHP require TASER 
to testify in court on behalf of the agency. 
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Explanation of Warranties Offered 
 
Standard Manufacturer Warranty  
TASER warrants that its law enforcement hardware products are free from defects 
in workmanship and materials for a period of one (1) year from the date of 
receipt. TASER-Manufactured Accessories are covered under a limited 90-day 
warranty from the date of receipt. Non-TASER manufactured accessories are 
covered under the manufacturer’s warranty. 
 
Extended Warranty 
There are extended warranties available, which will cover the hardware for 3 
years total (1 year manufacturer’s warranty plus 2 years extended). 
 
The TASER Assurance Plan (TAP)  
The TASER Assurance Plan (TAP) includes the extended warranty coverage 
described above, as well as spare products and upgraded models at the end of the 
TAP Term. The TASER Assurance Plan (TAP) is bundled into the purchase price of 
the Ultimate and Unlimited Plan Evidence.com licenses. The TAP includes Axon 
camera upgrades every 2.5 years, TASER’s extended warranty and spare cameras.  
 
The TASER Assurance Plan (TAP) includes the extended warranty coverage 
described in the current hardware warranty, as well as spare products and 
upgraded models at the end of the TAP Term. TAP does not apply to software or 
services offered for, by, on, or through the TASER.com or Evidence.com websites. 
You may not have both an optional extended warranty and TAP on Axon products.  
 
Please see the attached Master Services and Purchasing Agreement, which 
outlines the full terms and conditions of the standard manufacturer warranty, 
extended warranty and TASER Assurance Plan. 
 
The features of both the Unlimited and Basic licenses are outlined on the 
following page. 
  







*Unlimited data for Axon camera and Axon Capture uploads; additional storage is only 6.25¢ per GB per month. 


Other terms and conditions may apply and TASER reserves the right to change or end these offers at any time.


 AXON, Axon, Evidence.com, Axon Capture, Evidence Sync and TASER are trademarks of TASER International, Inc., some of which are registered in the US and other countries. For more 
information, visit www.TASER.com/legal. All rights reserved. © 2016 TASER International, Inc.


AXON.IO/PRICING


EVIDENCE.COM PLANS BASIC UNLIMITED


INCLUDED STORAGE 10GB Unlimited  
Storage*


Axon Capture App


Evidence Sync


Dock-Automated Video Upload


Secure File Storage


Evidence Folders


GPS Mapping of Captured Media


File & Case Sharing


Video Clips & Markers


Lock Specific Files for IA


Custom User Roles


Custom Categories


Automatic File Deletion Schedules


Bulk Reassign, Share, Edit


User & Device Management


Video Redaction


Operational Group Permissions


Agency Usage Reports


Active Directory Support


Two Axon Camera Upgrades†


Full Axon Camera Warranty


Unlimited HD Storage*
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM
Basic License + TASER Assurance Plan (TAP)


Vendor Name: TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + TAP


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 403.79$       197,453.31$      50% $98,729.10
5.2.2.2 Mounts  489 -$             -$                   0% -$                   
5.2.2.3 Belt Clips  0 -$             -$                   0% -$                   
5.2.2.4 Docking Stations  82 1,512.94$    124,061.08$      50% 62,030.54$         
5.2.2.5 Configuration  0 -$             -$                   0% -$                   
5.2.2.6 Installation  1 -$             -$                   0% -$                   
5.2.2.7 Training  1 15,000.00$  15,000.00$        100% -$                   
5.2.2.8 Access Points  0 -$             -$                   0% -$                   
5.2.2.9 Axon Signal Automatic Activation  489 242.40$       118,533.60$      100% -$                   
5.2.2.10 TASER Assurance Plan Dock Annual (Refresh every 2.5 years)  82 216.00$       17,712.00$        0% 17,712.00$         
5.2.2.11 TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)   82 216.00$       17,712.00$        0% 17,712.00$         
5.2.2.12 TASER Assurance Plan BWC Annual (Refresh every 2.5 years)  489 204.00$       99,756.00$        0% 99,756.00$         
5.2.2.13  0 -$             -$                   0% -$                   
5.2.2.14 Wall Mounts Dock  82 35.42$         2,904.44$          0% 2,904.44$           
5.2.2.15 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 593,132.43$      50% 298,844.08$       


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost


5.2.3.1
BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams 
every 2.5 years 489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.2
BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams 
every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.3
BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams 
every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.4
BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call 
cams every 2.5 years  489 204.00$       99,756.00$        0% 99,756.00$         


5.2.3.1-.4 BWC Extended Maintenance and Support 399,024.00$      0% 399,024.00$       


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.4.1 BWC Cloud Data Storage Year 1  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.2 BWC Cloud Data Storage Year 2  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.3 BWC Cloud Data Storage Year 3  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.4 BWC Cloud Data Storage Year 4  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.4.5 BWC Cloud Data Storage Year 5  150000 0.75$           112,500.00$      0% 112,500.00$       
5.2.1.1-4 BWC Cloud Storage 562,500.00$      0% 562,500.00$       


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.5.1 BWC Annual Licensing Year 1 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.2 BWC Annual Licensing Year 2 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.3 BWC Annual Licensing Year 3 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.4 BWC Annual Licensing Year 4 489 180.00$       88,020.00$        0% 88,020.00$         
5.2.5.5 BWC Annual Licensing Year 5 489 180.00$       88,020.00$        0% 88,020.00$         


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to 
make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + TAP


5.2.1 Proposed Body Worn Camera System Costs
5.2.5.1-5 BWC Licensing  440,100.00$      0% 440,100.00$       


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations 0 -$             -$                   0% -$                   
5.2.6.2 Server Based - Archive/backup systems 0 -$             -$                   0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$             -$                   0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$             -$                   0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$             -$                   0% -$                   
5.2.6.6 Server Based - Software Licensing 0 -$             -$                   0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$             -$                   0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$             -$                   0% -$                   
5.2.6.9 Server Based - Training 0 -$             -$                   0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$             -$                   0% -$                   
5.2.6.11 Specify 0 -$             -$                   0% -$                   
5.2.6.12 Specify 0 -$             -$                   0% -$                   
5.2.6.13 Specify 0 -$             -$                   0% -$                   
5.2.6.14 Specify 0 -$             -$                   0% -$                   
5.2.6.15 Specify 0 -$             -$                   0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                   


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$             -$                   0% -$                   
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$             -$                   0% -$                   
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$             -$                   0% -$                   
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$             -$                   0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                   #DIV/0! -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$       936.00$             0% 936.00$              
5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$       936.00$             0% 936.00$              
5.2.8.3  -$             -$                   0% -$                   
5.2.8.4  -$             -$                   0% -$                   
5.2.8.5  -$             -$                   0% -$                   
5.2.8.6 CAD/RMS Integration Year 1  489 180.00$       88,020.00$        0% 88,020.00$         
5.2.8.7 CAD/RMS Integration Year 2  489 180.00$       88,020.00$        100% -$                   
5.2.8.8   -$             -$                   0% -$                   
5.2.8.9  -$             -$                   0% -$                   
5.2.8.10  -$             -$                   0% -$                   
5.2.8.11 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.8.12 Other ________ Specify  0 -$             -$                   0% -$                   
5.2.8.1-.12 Other Associated Costs/Services 177,912.00$      49% 89,892.00$         
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $593,132.43 50% $298,844.08 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.4.1 BWC Cloud Data Storage Year 1 $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $112,500.00 0% $112,500.00 
5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $177,912.00 49% $89,892.00 
5.2.9 Total Proposed Costs BWC Project $1,271,840.43 30% $889,532.08 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams every 2.5 years $99,756.00 0% $99,756.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call cams every 2.5 years $99,756.00 0% $99,756.00 


5.2.3.1-.4 BWC Extended Maintenance and Support $399,024.00 0% $399,024.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 $112,500.00 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 $112,500.00 0% $0.00 
5.2.4.3 BWC Cloud Data Storage Year 3 $112,500.00 0% $0.00 
5.2.4.4 BWC Cloud Data Storage Year 4 $112,500.00 0% $0.00 
5.2.4.5 BWC Cloud Data Storage Year 5 $112,500.00 0% $0.00 
5.2.1.1-4 BWC Cloud Storage $562,500.00 0% $0.00 


BWC Licensing 
Schedule BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.5.3 BWC Annual Licensing Year 3 $88,020.00 0% $88,020.00 
5.2.5.4 BWC Annual Licensing Year 4 $88,020.00 0% $88,020.00 
5.2.5.5 BWC Annual Licensing Year 5 $88,020.00 0% $88,020.00 
5.2.5.1-5 BWC Licensing $440,100.00 0% $440,100.00 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs-TASER Basic + TAP







 
 
TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83680-2
 Date: 9/19/2016 6:47 PM


 Quote Expiration:
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


Year 1 - Hardware and Evidence.com - Due Net
30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 201.90 USD 98,729.10


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 35.42 USD 2,904.44


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 756.47 USD 62,030.54


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 87101 BASIC EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 180.00 USD 88,020.00


2 89101 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 468.00 USD 936.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Tax Amount: USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Discount: USD 313,823.90


Year 1 - Hardware and Evidence.com - Due Net 30 Net Amount Due Including Taxes: USD 570,608.08


Spares


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


24 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


24 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


24 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


24 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


Spares Tax Amount: USD 0.00


Spares Net Amount Due Including Taxes: USD 0.00


Year 2 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87201 BASIC EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 2 - Evidence.com Tax Amount: USD 0.00


Year 2 - Evidence.com Discount: USD 88,020.00


Year 2 - Evidence.com Net Amount Due Including Taxes: USD 318,924.00


Year 3 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87301 BASIC EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 3 - Evidence.com Optional Tax Amount: USD 0.00


Year 3 - Evidence.com Optional Discount: USD 88,020.00


Year 3 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00
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Year 4 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87401 BASIC EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 4 - Evidence.com Optional Tax Amount: USD 0.00


Year 4 - Evidence.com Optional Discount: USD 88,020.00


Year 4 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00


Year 5 - Evidence.com Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 216.00 USD 17,712.00


489 85070 TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM USD 204.00 USD 99,756.00


489 87501 BASIC EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


Year 5 - Evidence.com Optional Tax Amount: USD 0.00


Year 5 - Evidence.com Optional Discount: USD 88,020.00


Year 5 - Evidence.com Optional Net Amount Due Including Taxes: USD 318,924.00


Subtotal USD 889,532.08


Estimated Shipping & Handling Cost USD 1,636.64


Grand Total USD 891,168.72
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Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83680-2


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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		Cost Proposal

		BWC Detail Costs 5.2.1-5.2.8

		5.2.9 BWC Summary Costs




Cost Proposal

		Request for Proposal 3273 - Body Worn Cameras



		5.2  COST ~ BODY WORN CAMERA SYSTEM

		Basic License + TASER Assurance Plan (TAP)

		Vendor Name: TASER International



		Contents of the cost proposal must be as follows:



		Vendors must include the manufacture and model numbers for items in their proposal.  The terms “as specified” will not be accepted. 



		74001		AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK

		74008		AXON DOCK, 6 BAY + CORE, AXON BODY 2

		74020		MAGNET MOUNT, FLEXIBLE, AXON BODY 2

		73004		WALL CHARGER, USB SYNC CABLE, FLEX

		87019		5 YEAR TASER ASSURANCE PLAN BODY 2

		85070		TASER ASSURANCE PLAN ANNUAL PAYMENT, BODYCAM

		87026		TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT

		70033		WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK

		87101		BASIC EVIDENCE.COM LICENSE: YEAR 1 PAYMENT

		85110		EVIDENCE.COM INCLUDED STORAGE

		85100		EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT

		87201		BASIC EVIDENCE.COM LICENSE: YEAR 2 PAYMENT

		87301		BASIC EVIDENCE.COM LICENSE: YEAR 3 PAYMENT

		87401		BASIC EVIDENCE.COM LICENSE: YEAR 4 PAYMENT

		87501		BASIC EVIDENCE.COM LICENSE: YEAR 5 PAYMENT

		74018		Z-BRACKET MOUNT, MENS, AXON BODY 2

		70112		AXON SIGNAL UNIT

		89101		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT

		89201		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT

		89301		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT

		89401		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT

		89501		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT

		85035		EVIDENCE.COM STORAGE

		85055		AXON FULL SERVICE
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BWC Detail Costs 5.2.1-5.2.8

		Request for Proposal 3273 - Body Worn Cameras

		BWC Detail Costs-TASER Basic + TAP



		5.2.1		Proposed Body Worn Camera System Costs

		Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.



		5.2.2		Body Worn Camera Costs		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.2.1		Cameras		 		489		$   403.79		$   197,453.31		50%		$98,729.10

		5.2.2.2		Mounts 		 		489		$   - 0		$   - 0		0%		$   - 0								 

		5.2.2.3		Belt Clips		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.4		Docking Stations		 		82		$   1,512.94		$   124,061.08		50%		$   62,030.54

		5.2.2.5		Configuration		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.6		Installation		 		1		$   - 0		$   - 0		0%		$   - 0

		5.2.2.7		Training		 		1		$   15,000.00		$   15,000.00		100%		$   - 0

		5.2.2.8		Access Points		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.9		Axon Signal Automatic Activation		 		489		$   242.40		$   118,533.60		100%		$   - 0

		5.2.2.10		TASER Assurance Plan Dock Annual (Refresh every 2.5 years)		 		82		$   216.00		$   17,712.00		0%		$   17,712.00

		5.2.2.11		TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)		  		82		$   216.00		$   17,712.00		0%		$   17,712.00

		5.2.2.12		TASER Assurance Plan BWC Annual (Refresh every 2.5 years)		 		489		$   204.00		$   99,756.00		0%		$   99,756.00

		5.2.2.13				 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.14		Wall Mounts Dock		 		82		$   35.42		$   2,904.44		0%		$   2,904.44

		5.2.2.15		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.1-.15		Body Worn Camera Costs								$   593,132.43		50%		$   298,844.08



		5.2.3		BWC Extended Maintenance and Support		Item #		Quantity		Unit Price		Extension		Discount		Net Cost				 

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years				489		$   204.00		$   99,756.00		0%		$   99,756.00

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams every 2.5 years		 		489		$   204.00		$   99,756.00		0%		$   99,756.00

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams every 2.5 years		 		489		$   204.00		$   99,756.00		0%		$   99,756.00

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call cams every 2.5 years		 		489		$   204.00		$   99,756.00		0%		$   99,756.00

		5.2.3.1-.4		BWC Extended Maintenance and Support								$   399,024.00		0%		$   399,024.00



		5.2.4		BWC Cloud Data Storage Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.2		BWC Cloud Data Storage Year 2 		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.3		BWC Cloud Data Storage Year 3 		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.4		BWC Cloud Data Storage Year 4 		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.5		BWC Cloud Data Storage Year 5 		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.1.1-4		BWC Cloud Storage								$   562,500.00		0%		$   562,500.00



		5.2.5		BWC Licensing Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.3		BWC Annual Licensing Year 3 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.4		BWC Annual Licensing Year 4 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.5		BWC Annual Licensing Year 5 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.1-5		BWC Licensing						 		$   440,100.00		0%		$   440,100.00



		5.2.6		BWC Server Based Video Management System		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.6.1		Server Based  - Servers and workstations				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.2		Server Based - Archive/backup systems				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.3		Server Based - Security/firewall systems / UPS				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.4		Server Based - Access Points/ Antennas/ Cabling 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.5		Server Based - Upload Infrastructure Other				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.6		Server Based - Software Licensing				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.7		Server Based - Software Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.8		Server Based - Hardware  Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.9		Server Based - Training				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.10		Server Based- Extended Maintenance Year 1				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.11		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.12		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.13		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.14		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.15		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.1-.15		BWC Server Based Video Management System								$   - 0		0%		$   - 0



		5.2.7		BWC Server Based System Extended Maintenance		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)				0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.1-4		BWC Extended Maintenance								$   - 0		ERROR:#DIV/0!		$   - 0





		5.2.8		Other Associated Costs/Services		Item #		Quantity		Unit Price		Undiscounted		Discount		Net Cost

		5.2.8.1		Evidence.com Pro Licenses (Admins) Year 1		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.2		Evidence.com Pro Licenses (Admins) Year 2		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.3				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.4				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.5				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.6		CAD/RMS Integration Year 1		 		489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.8.7		CAD/RMS Integration Year 2		 		489		$   180.00		$   88,020.00		100%		$   - 0

		5.2.8.8				  				$   - 0		$   - 0		0%		$   - 0

		5.2.8.9				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.10				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.11		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.12		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.1-.12		Other Associated Costs/Services								$   177,912.00		49%		$   89,892.00
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5.2.9 BWC Summary Costs

		Request for Proposal 3273 - Body Worn Cameras

		5.2.9 BWC Summary Costs-TASER Basic + TAP



		Summary		Body Worn Camera Costs		Extension		Discount		Cost

		5.2.2.1-.15		Body Worn Camera Costs		$593,132.43		50%		$298,844.08

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years		$99,756.00		0%		$99,756.00

		5.2.4.1		BWC Cloud Data Storage Year 1 		$112,500.00		0%		$112,500.00

		5.2.4.2		BWC Cloud Data Storage Year 2 		$112,500.00		0%		$112,500.00

		5.2.5.1		BWC Annual Licensing Year 1 		$88,020.00		0%		$88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 		$88,020.00		0%		$88,020.00

		5.2.6.1-.15		BWC Server Based Video Management System		$0.00		0%		$0.00

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.8.1-.12		Other Deliverables		$177,912.00		49%		$89,892.00

		5.2.9		Total Proposed Costs BWC Project		$1,271,840.43		30%		$889,532.08



		Ongoing Costs



		5.2.3.1-.4		BWC Extended Maintenance and Support		Extension		Discount		Cost

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Refresh on all cams every 2.5 years		$99,756.00		0%		$99,756.00

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)-Refresh on all cams every 2.5 years		$99,756.00		0%		$99,756.00

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)-Refresh on all cams every 2.5 years		$99,756.00		0%		$99,756.00

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)-Refresh on call cams every 2.5 years		$99,756.00		0%		$99,756.00

		5.2.3.1-.4		BWC Extended Maintenance and Support		$399,024.00		0%		$399,024.00



		5.2.1.1-4		5.2.1.1-4		Extension		Discount		Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 		$112,500.00		0%		$0.00

		5.2.4.2		BWC Cloud Data Storage Year 2 		$112,500.00		0%		$0.00

		5.2.4.3		BWC Cloud Data Storage Year 3 		$112,500.00		0%		$0.00

		5.2.4.4		BWC Cloud Data Storage Year 4 		$112,500.00		0%		$0.00

		5.2.4.5		BWC Cloud Data Storage Year 5 		$112,500.00		0%		$0.00

		5.2.1.1-4		BWC Cloud Storage		$562,500.00		0%		$0.00



		BWC Licensing Schedule		BWC Licensing Schedule		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 		$88,020.00		0%		$88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 		$88,020.00		0%		$88,020.00		 

		5.2.5.3		BWC Annual Licensing Year 3 		$88,020.00		0%		$88,020.00

		5.2.5.4		BWC Annual Licensing Year 4 		$88,020.00		0%		$88,020.00

		5.2.5.5		BWC Annual Licensing Year 5 		$88,020.00		0%		$88,020.00

		5.2.5.1-5		BWC Licensing		$440,100.00		0%		$440,100.00



		5.2.7		BWC Server Based System Extended Maintenance		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		$0.00		0%		$0.00

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		$0.00		0%		$0.00

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)		$0.00		0%		$0.00

		5.2.7.1-4		BWC Extended Maintenance		$0.00		0%		$0.00
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM
Basic License + Warranty


Vendor Name: TASER International 


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + Warranty


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 403.79$            197,453.31$      50% $98,729.10
5.2.2.2 Mounts  489 -$                  -$                   0% -$                   
5.2.2.3 Belt Clips  0 -$                  -$                   0% -$                   
5.2.2.4 Docking Stations  82 1,512.94$         124,061.08$      50% 62,030.54$        
5.2.2.5 Configuration  0 -$                  -$                   0% -$                   
5.2.2.6 Installation  1 -$                  -$                   0% -$                   
5.2.2.7 AXON Full Professional Services (Training, Deployment)  1 15,000.00$       15,000.00$        100% -$                   
5.2.2.8 Access Points  0 -$                  -$                   0% -$                   
5.2.2.9 Axon Signal Automatic Activation  489 282.35$            138,069.15$      100% -$                   
5.2.2.10 2 Year Extended Warranty Body 2  489 199.95$            97,775.55$        0% 97,775.55$        
5.2.2.11 2Year Extended Warranty Dock 6 Bay   82 499.90$            40,991.80$        0% 40,991.80$        
5.2.2.12 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.13 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.14 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.15 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 613,350.89$      51% 299,526.99$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) 0 -$                  -$                   0% -$                   
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)  0 -$                  -$                   0% -$                   
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)  0 -$                  -$                   0% -$                   
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)  0 -$                  -$                   0% -$                   
5.2.3.1-.4 BWC Extended Maintenance and Support -$                   0% -$                   


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      


5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing  150000 0.75$                112,500.00$      0% 112,500.00$      
5.2.1.1-4 BWC Cloud Storage 562,500.00$      0% 562,500.00$      


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.5.1 BWC Annual Licensing Year 1 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.2 BWC Annual Licensing Year 2 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.3 BWC Annual Licensing Year 3 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.4 BWC Annual Licensing Year 4 489 180.00$            88,020.00$        0% 88,020.00$        
5.2.5.5 BWC Annual Licensing Year 5 489 180.00$            88,020.00$        0% 88,020.00$        


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to 
make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs-TASER Basic + Warranty


5.2.1 Proposed Body Worn Camera System Costs
5.2.5.1-5 BWC Licensing  440,100.00$      0% 440,100.00$      


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations 0 -$                  -$                   0% -$                   
5.2.6.2 Server Based - Archive/backup systems 0 -$                  -$                   0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$                  -$                   0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$                  -$                   0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other 0 -$                  -$                   0% -$                   
5.2.6.6 Server Based - Software Licensing 0 -$                  -$                   0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration 0 -$                  -$                   0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$                  -$                   0% -$                   
5.2.6.9 Server Based - Training 0 -$                  -$                   0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$                  -$                   0% -$                   
5.2.6.11 Specify 0 -$                  -$                   0% -$                   
5.2.6.12 Specify 0 -$                  -$                   0% -$                   
5.2.6.13 Specify 0 -$                  -$                   0% -$                   
5.2.6.14 Specify 0 -$                  -$                   0% -$                   
5.2.6.15 Specify 0 -$                  -$                   0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                   


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$                  -$                   0% -$                   
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$                  -$                   0% -$                   
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$                  -$                   0% -$                   
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$                  -$                   0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                   0% -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$            936.00$             0% 936.00$             
5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$            936.00$             0% 936.00$             
5.2.8.3  -$                  -$                   0% -$                   
5.2.8.4  -$                  -$                   0% -$                   
5.2.8.5  -$                  -$                   0% -$                   
5.2.8.6 CAD/RMS Integration Year 1  489 180.00$            88,020.00$        0% 88,020.00$        
5.2.8.7 CAD/RMS Integration Year 2  489 180.00$            88,020.00$        50% 44,010.00$        
5.2.8.8   -$                  -$                   0% -$                   
5.2.8.9  -$                  -$                   0% -$                   
5.2.8.10  -$                  -$                   0% -$                   
5.2.8.11 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.8.12 Other ________ Specify  0 -$                  -$                   0% -$                   
5.2.8.1-.12 Other Associated Costs/Services 177,912.00$      25% 133,902.00$      
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $613,350.89 51% $299,526.99 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.8.1-.12 Other Deliverables $177,912.00 25% $133,902.00 
5.2.9 Total Proposed Costs BWC Project $1,192,302.89 30% $834,468.99 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) $0.00 0% $0.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) $0.00 0% $0.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) $0.00 0% $0.00 
5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 0% $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing $112,500.00 0% $112,500.00 
5.2.1.1-4 BWC Cloud Storage $562,500.00 0% $562,500.00 


BWC Licensing 
Schedule BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $88,020.00 0% $88,020.00 
5.2.5.2 BWC Annual Licensing Year 2 $88,020.00 0% $88,020.00 
5.2.5.3 BWC Annual Licensing Year 3 $88,020.00 0% $88,020.00 
5.2.5.4 BWC Annual Licensing Year 4 $88,020.00 0% $88,020.00 
5.2.5.5 BWC Annual Licensing Year 5 $88,020.00 0% $88,020.00 
5.2.5.1-5 BWC Licensing $440,100.00 0% $440,100.00 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs-TASER Basic + Extended Warranty







 
 
TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83682-5
 Date: 9/21/2016 12:52 PM


 Quote Expiration: 1/15/2017
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


YEAR 1 - HARDWARE & EVIDENCE.COM -
DUE NET 30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 201.90 USD 98,729.10


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 756.47 USD 62,030.54


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 0.00 USD 0.00


489 87101 BASIC EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 180.00 USD 88,020.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


2 89001 PROFESSIONAL EVIDENCE.COM LICENSE: 1 YEAR USD 468.00 USD 936.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Tax Amount: USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Discount: USD 316,728.34


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Net Amount Due Including Taxes: USD 450,235.64


Spare Hardware


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


15 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


15 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


15 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


15 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


15 87029 2 YEAR EXTENDED WARRANTY BODY 2 USD 0.00 USD 0.00


Spare Hardware Tax Amount: USD 0.00


Spare Hardware Discount: USD 9,056.10


Spare Hardware Net Amount Due Including Taxes: USD 0.00


YEAR 2 - EVIDENCE.COM


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 87201 BASIC EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87031 2 YEAR EXTENDED WARRANTY DOCK 2 SIX BAY + CORE USD 499.90 USD 40,991.80


489 87029 2 YEAR EXTENDED WARRANTY BODY 2 USD 199.95 USD 97,775.55


YEAR 2 - EVIDENCE.COM Tax Amount: USD 0.00


YEAR 2 - EVIDENCE.COM Discount: USD 44,010.00


YEAR 2 - EVIDENCE.COM Net Amount Due Including Taxes: USD 384,233.35


YEAR 3 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87301 BASIC EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 3 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 3 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 3 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00
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YEAR 4 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87401 BASIC EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 4 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 4 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 4 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00


YEAR 5 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 90.00 USD 44,010.00


489 87501 BASIC EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 180.00 USD 88,020.00


4,890 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


150,000 85035 EVIDENCE.COM STORAGE USD 0.75 USD 112,500.00


YEAR 5 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 5 - EVIDENCE.COM Optional Discount: USD 44,010.00


YEAR 5 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 245,466.00


Subtotal USD 834,468.99


Estimated Shipping & Handling Cost USD 1,607.60


Grand Total USD 836,076.59
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Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83682-5


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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		5.2.9 BWC Summary Costs




Cost Proposal

		Request for Proposal 3273 - Body Worn Cameras



		5.2  COST ~ BODY WORN CAMERA SYSTEM

		Basic License + Warranty

		Vendor Name: TASER International 



		Contents of the cost proposal must be as follows:



		Vendors must include the manufacture and model numbers for items in their proposal.  The terms “as specified” will not be accepted. 



		74001		AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK

		74008		AXON DOCK, 6 BAY + CORE, AXON BODY 2

		74020		MAGNET MOUNT, FLEXIBLE, AXON BODY 2

		73004		WALL CHARGER, USB SYNC CABLE, FLEX

		70033		WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK

		85100		EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT

		74018		Z-BRACKET MOUNT, MENS, AXON BODY 2

		70112		AXON SIGNAL UNIT

		89101		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT

		89201		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT

		87101		BASIC EVIDENCE.COM LICENSE YEAR 1 PAYMENT

		87201		BASIC EVIDENCE.COM LICENSE YEAR 2 PAYMENT

		85035		EVIDENCE.COM STORAGE

		87029		2 YEAR EXTENDED WARRANTY BODY 2

		87031		2 YEAR EXTENDED WARRANTY DOCK 2 SIX BAY + CORE

		85055		AXON FULL SERVICE
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BWC Detail Costs 5.2.1-5.2.8

		Request for Proposal 3273 - Body Worn Cameras

		BWC Detail Costs-TASER Basic + Warranty



		5.2.1		Proposed Body Worn Camera System Costs

		Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.



		5.2.2		Body Worn Camera Costs		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.2.1		Cameras		 		489		$   403.79		$   197,453.31		50%		$98,729.10

		5.2.2.2		Mounts 		 		489		$   - 0		$   - 0		0%		$   - 0								 

		5.2.2.3		Belt Clips		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.4		Docking Stations		 		82		$   1,512.94		$   124,061.08		50%		$   62,030.54

		5.2.2.5		Configuration		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.6		Installation		 		1		$   - 0		$   - 0		0%		$   - 0

		5.2.2.7		AXON Full Professional Services (Training, Deployment)		 		1		$   15,000.00		$   15,000.00		100%		$   - 0

		5.2.2.8		Access Points		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.9		Axon Signal Automatic Activation		 		489		$   282.35		$   138,069.15		100%		$   - 0

		5.2.2.10		2 Year Extended Warranty Body 2		 		489		$   199.95		$   97,775.55		0%		$   97,775.55

		5.2.2.11		2Year Extended Warranty Dock 6 Bay		  		82		$   499.90		$   40,991.80		0%		$   40,991.80

		5.2.2.12		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.13		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.14		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.15		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.1-.15		Body Worn Camera Costs								$   613,350.89		51%		$   299,526.99



		5.2.3		BWC Extended Maintenance and Support		Item #		Quantity		Unit Price		Extension		Discount		Net Cost				 

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)				0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.1-.4		BWC Extended Maintenance and Support								$   - 0		0%		$   - 0



		5.2.4		BWC Cloud Data Storage Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.3		BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.4		BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.4.5		BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing		 		150000		$   0.75		$   112,500.00		0%		$   112,500.00

		5.2.1.1-4		BWC Cloud Storage								$   562,500.00		0%		$   562,500.00



		5.2.5		BWC Licensing Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.3		BWC Annual Licensing Year 3 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.4		BWC Annual Licensing Year 4				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.5		BWC Annual Licensing Year 5 				489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.5.1-5		BWC Licensing						 		$   440,100.00		0%		$   440,100.00



		5.2.6		BWC Server Based Video Management System		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.6.1		Server Based  - Servers and workstations				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.2		Server Based - Archive/backup systems				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.3		Server Based - Security/firewall systems / UPS				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.4		Server Based - Access Points/ Antennas/ Cabling 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.5		Server Based - Upload Infrastructure Other				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.6		Server Based - Software Licensing				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.7		Server Based - Software Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.8		Server Based - Hardware  Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.9		Server Based - Training				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.10		Server Based- Extended Maintenance Year 1				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.11		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.12		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.13		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.14		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.15		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.1-.15		BWC Server Based Video Management System								$   - 0		0%		$   - 0



		5.2.7		BWC Server Based System Extended Maintenance		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)				0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.1-4		BWC Extended Maintenance								$   - 0		0%		$   - 0





		5.2.8		Other Associated Costs/Services		Item #		Quantity		Unit Price		Undiscounted		Discount		Net Cost

		5.2.8.1		Evidence.com Pro Licenses (Admins) Year 1		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.2		Evidence.com Pro Licenses (Admins) Year 2		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.3				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.4				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.5				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.6		CAD/RMS Integration Year 1		 		489		$   180.00		$   88,020.00		0%		$   88,020.00

		5.2.8.7		CAD/RMS Integration Year 2		 		489		$   180.00		$   88,020.00		50%		$   44,010.00

		5.2.8.8				  				$   - 0		$   - 0		0%		$   - 0

		5.2.8.9				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.10				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.11		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.12		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.1-.12		Other Associated Costs/Services								$   177,912.00		25%		$   133,902.00
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5.2.9 BWC Summary Costs

		Request for Proposal 3273 - Body Worn Cameras

		5.2.9 BWC Summary Costs-TASER Basic + Extended Warranty



		Summary		Body Worn Camera Costs		Extension		Discount		Cost

		5.2.2.1-.15		Body Worn Camera Costs		$613,350.89		51%		$299,526.99

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.5.1		BWC Annual Licensing Year 1 		$88,020.00		0%		$88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 		$88,020.00		0%		$88,020.00

		5.2.6.1-.15		BWC Server Based Video Management System		$0.00		0%		$0.00

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.8.1-.12		Other Deliverables		$177,912.00		25%		$133,902.00

		5.2.9		Total Proposed Costs BWC Project		$1,192,302.89		30%		$834,468.99



		Ongoing Costs



		5.2.3.1-.4		BWC Extended Maintenance and Support		Extension		Discount		Cost

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)		$0.00		0%		$0.00

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)		$0.00		0%		$0.00

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)		$0.00		0%		$0.00

		5.2.3.1-.4		BWC Extended Maintenance and Support		$0.00		0%		$0.00



		5.2.1.1-4		5.2.1.1-4		Extension		Discount		Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.4.3		BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.4.4		BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.4.5		BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing		$112,500.00		0%		$112,500.00

		5.2.1.1-4		BWC Cloud Storage		$562,500.00		0%		$562,500.00



		BWC Licensing Schedule		BWC Licensing Schedule		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 		$88,020.00		0%		$88,020.00

		5.2.5.2		BWC Annual Licensing Year 2 		$88,020.00		0%		$88,020.00		 

		5.2.5.3		BWC Annual Licensing Year 3 		$88,020.00		0%		$88,020.00

		5.2.5.4		BWC Annual Licensing Year 4		$88,020.00		0%		$88,020.00

		5.2.5.5		BWC Annual Licensing Year 5 		$88,020.00		0%		$88,020.00

		5.2.5.1-5		BWC Licensing		$440,100.00		0%		$440,100.00



		5.2.7		BWC Server Based System Extended Maintenance		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		$0.00		0%		$0.00

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		$0.00		0%		$0.00

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)		$0.00		0%		$0.00

		5.2.7.1-4		BWC Extended Maintenance		$0.00		0%		$0.00
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM


Unlimited Licensing


Vendor Name: TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 


terms “as specified” will not be accepted. 


74001
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost


5.2.2.1 Cameras  489 418.95$       204,866.55$      50% $102,435.72


5.2.2.2 Mounts  489 -$             -$                   0% -$                    


5.2.2.3 Belt Clips  0 -$             -$                   0% -$                    


5.2.2.4 Docking Stations  82 1,512.94$    124,061.08$      100% -$                    


5.2.2.5 Configuration  0 -$             -$                   0% -$                    


5.2.2.6 Installation  1 -$             -$                   0% -$                    


5.2.2.7 Training  1 15,000.00$  15,000.00$        100% -$                    


5.2.2.8 Access Points  0 -$             -$                   0% -$                    


5.2.2.9 Axon Signal Automatic Activation  489 242.40$       118,533.60$      100% -$                    


5.2.2.10 TASER Assurance Plan Dock Annual (Refresh every 2.5 years)  82 226.80$       18,597.60$        0% 18,597.60$        


5.2.2.11 TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)   82 226.80$       18,597.60$        0% 18,597.60$        


5.2.2.12 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.2.13 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.2.14 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.2.15 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.2.1-.15 Body Worn Camera Costs 499,656.43$      72% 139,630.92$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license 0 -$             -$                   0% -$                    


5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license  0 -$             -$                   0% -$                    


5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license  0 -$             -$                   0% -$                    


5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license  0 -$             -$                   0% -$                    


5.2.3.1-.4 BWC Extended Maintenance and Support -$                   #DIV/0! -$                    


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing  0 -$             -$                   0% -$                    


5.2.1.1-4 BWC Cloud Storage -$                   #DIV/0! -$                    


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that 


the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility 


to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost


5.2.5.1


BWC Annual Licensing Year 1 (Warranty life of contract and 


replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.2


BWC Annual Licensing Year 2 (Warranty life of contract and 


replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.3


BWC Annual Licensing Year 3 (Warranty life of contract and 


replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.4


BWC Annual Licensing Year 4 (Warranty life of contract and 


replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.5


BWC Annual Licensing Year 5 (Warranty life of contract and 


replacement every 2.5 years) 489 825.71$       403,772.19$      0% 403,772.19$      


5.2.5.1-5 BWC Licensing  2,018,860.95$   0% 2,018,860.95$   


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost


5.2.6.1 Server Based  - Servers and workstations 0 -$             -$                   0% -$                    


5.2.6.2 Server Based - Archive/backup systems 0 -$             -$                   0% -$                    


5.2.6.3 Server Based - Security/firewall systems / UPS 0 -$             -$                   0% -$                    


5.2.6.4 Server Based - Access Points/ Antennas/ Cabling 0 -$             -$                   0% -$                    


5.2.6.5 Server Based - Upload Infrastructure Other 0 -$             -$                   0% -$                    


5.2.6.6 Server Based - Software Licensing 0 -$             -$                   0% -$                    


5.2.6.7 Server Based - Software Installation/ Configuration 0 -$             -$                   0% -$                    


5.2.6.8 Server Based - Hardware  Installation/ Configuration 0 -$             -$                   0% -$                    


5.2.6.9 Server Based - Training 0 -$             -$                   0% -$                    


5.2.6.10 Server Based- Extended Maintenance Year 1 0 -$             -$                   0% -$                    


5.2.6.11 Specify 0 -$             -$                   0% -$                    


5.2.6.12 Specify 0 -$             -$                   0% -$                    


5.2.6.13 Specify 0 -$             -$                   0% -$                    


5.2.6.14 Specify 0 -$             -$                   0% -$                    


5.2.6.15 Specify 0 -$             -$                   0% -$                    


5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                    
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Request for Proposal 3273 - Body Worn Cameras


BWC Detail Costs-TASER Unlimited


5.2.1 Proposed Body Worn Camera System Costs


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost


5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2)  0 -$             -$                   0% -$                    


5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3)  0 -$             -$                   0% -$                    


5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4)  0 -$             -$                   0% -$                    


5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) 0 -$             -$                   0% -$                    


5.2.7.1-4 BWC Extended Maintenance -$                   #DIV/0! -$                    


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost


5.2.8.1 Evidence.com Pro Licenses (Admins) Year 1  2 468.00$       936.00$             0% 936.00$              


5.2.8.2 Evidence.com Pro Licenses (Admins) Year 2  2 468.00$       936.00$             0% 936.00$              


5.2.8.3  -$             -$                   0% -$                    


5.2.8.4  -$             -$                   0% -$                    


5.2.8.5  -$             -$                   0% -$                    


5.2.8.6 CAD/RMS Integration Year 1  489 242.40$       118,533.60$      50% 59,266.80$        


5.2.8.7 CAD/RMS Integration Year 2  489 242.40$       118,533.60$      50% 59,266.80$        


5.2.8.8   -$             -$                   0% -$                    


5.2.8.9  -$             -$                   0% -$                    


5.2.8.10  -$             -$                   0% -$                    


5.2.8.11 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.8.12 Other ________ Specify  0 -$             -$                   0% -$                    


5.2.8.1-.12 Other Associated Costs/Services 238,939.20$      50% 120,405.60$      
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Summary Body Worn Camera Costs Extension Discount Cost


5.2.2.1-.15 Body Worn Camera Costs $499,656.43 72% $139,630.92 


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license $0.00 0% $0.00 


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.5.1 BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.2 BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.6.1-.15 BWC Server Based Video Management System $0.00 0% $0.00 


5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) $0.00 0% $0.00 


5.2.8.1-.12 Other Deliverables $238,939.20 50% $120,405.60 


5.2.9 Total Proposed Costs BWC Project $1,546,140.01 31% $1,067,580.90 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost


5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license $0.00 0% $0.00 


5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license $0.00 0% $0.00 


5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license $0.00 0% $0.00 


5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license $0.00 0% $0.00 


5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 0% $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost


5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing $0.00 0% $0.00 


5.2.1.1-4 BWC Cloud Storage $0.00 0% $0.00 


BWC Licensing 


Schedule
BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.2 BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.3 BWC Annual Licensing Year 3 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.4 BWC Annual Licensing Year 4 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.5 BWC Annual Licensing Year 5 (Warranty life of contract and replacement every 2.5 years) $403,772.19 0% $403,772.19 


5.2.5.1-5 BWC Licensing $2,018,860.95 0% $2,018,860.95 


Request for Proposal 3273 - Body Worn Cameras


5.2.9 BWC Summary Costs-TASER Unlimited
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TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-83679-4
 Date: 9/19/2016 6:41 PM


 Quote Expiration: 1/15/2017
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex Ground-
FOB Destination


Net 30


 
*Note this will vary based on the shipment date of the product.


YEAR 1 - HARDWARE & EVIDENCE.COM -
DUE NET 30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 209.48 USD 102,435.72


489 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


489 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


489 74018 Z-BRACKET MOUNT, MENS, AXON BODY 2 USD 0.00 USD 0.00


82 74008 AXON DOCK, 6 BAY + CORE, AXON BODY 2 USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


82 70033 WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK USD 0.00 USD 0.00


489 85123 EVIDENCE.COM UNLIMITED LICENSE YEAR 1 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


489 70112 AXON SIGNAL UNIT USD 0.00 USD 0.00


2 89101 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


1 85055 AXON FULL SERVICE USD 0.00 USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Tax Amount: USD 0.00


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Discount: USD 316,061.77


YEAR 1 - HARDWARE & EVIDENCE.COM - DUE NET 30 Net Amount Due Including Taxes: USD 585,008.31


SPARES


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


24 74001 AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK USD 0.00 USD 0.00


24 74021 MAGNET MOUNT, THICK OUTERWEAR, AXON BODY 2 USD 0.00 USD 0.00


24 74020 MAGNET MOUNT, FLEXIBLE, AXON BODY 2 USD 0.00 USD 0.00


24 73004 WALL CHARGER, USB SYNC CABLE, FLEX USD 0.00 USD 0.00


SPARES Tax Amount: USD 0.00


SPARES Net Amount Due Including Taxes: USD 0.00


YEAR 2 - EVIDENCE.COM


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85124 EVIDENCE.COM UNLIMITED LICENSE YEAR 2 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89201 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 2 - EVIDENCE.COM Tax Amount: USD 0.00


YEAR 2 - EVIDENCE.COM Discount: USD 59,266.80


YEAR 2 - EVIDENCE.COM Net Amount Due Including Taxes: USD 482,572.59


YEAR 3 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85125 EVIDENCE.COM UNLIMITED LICENSE YEAR 3 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89301 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 3 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 3 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 3 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


YEAR 4 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85126 EVIDENCE.COM UNLIMITED LICENSE YEAR 4 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89401 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT USD 468.00 USD 936.00
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QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 4 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 4 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 4 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


YEAR 5 - EVIDENCE.COM Optional


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


489 85127 EVIDENCE.COM UNLIMITED LICENSE YEAR 5 PAYMENT USD 825.71 USD 403,772.19


19,560 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


489 85100 EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT USD 121.20 USD 59,266.80


2 89501 PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT USD 468.00 USD 936.00


60 85110 EVIDENCE.COM INCLUDED STORAGE USD 0.00 USD 0.00


82 87026 TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT USD 226.80 USD 18,597.60


YEAR 5 - EVIDENCE.COM Optional Tax Amount: USD 0.00


YEAR 5 - EVIDENCE.COM Optional Discount: USD 59,266.80


YEAR 5 - EVIDENCE.COM Optional Net Amount Due Including Taxes: USD 482,572.59


Grand Total USD 1,067,580.90
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Complimentary Evidence.com Tier Upgrade Through September 2016


 
This quote contains a purchase of either the Basic or Standard Evidence.com license. You will temporarily receive the features available with the Professional
license for the Basic and Standard licenses purchased until September 2016. This is a free upgrade to your account so you can enjoy all the benefits of our
most feature rich license tier. In September 2016 you will be prompted to select which users you would like to assign to each tier. This will have no impact on
uploaded data.
 


Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-83679-4


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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Cost Proposal

		Request for Proposal 3273 - Body Worn Cameras



		5.2  COST ~ BODY WORN CAMERA SYSTEM

		Unlimited Licensing

		Vendor Name: TASER International



		Contents of the cost proposal must be as follows:



		Vendors must include the manufacture and model numbers for items in their proposal.  The terms “as specified” will not be accepted. 



		74001		AXON CAMERA ASSEMBLY, ONLINE, AXON BODY 2, BLK

		74008		AXON DOCK, 6 BAY + CORE, AXON BODY 2

		74020		MAGNET MOUNT, FLEXIBLE, AXON BODY 2

		73004		WALL CHARGER, USB SYNC CABLE, FLEX

		87019		5 YEAR TASER ASSURANCE PLAN BODY 2

		87022		5 YEAR TASER ASSURANCE PLAN DOCK 2 SIX BAY + CORE

		87026		TASER ASSURANCE PLAN DOCK 2 ANNUAL PAYMENT

		70033		WALL MOUNT BRACKET, ASSY, EVIDENCE.COM DOCK

		85123		EVIDENCE.COM UNLIMITED LICENSE YEAR 1 PAYMENT

		85110		EVIDENCE.COM INCLUDED STORAGE

		85100		EVIDENCE.COM INTEGRATION LICENSE: ANNUAL PAYMENT

		85124		EVIDENCE.COM UNLIMITED LICENSE YEAR 2 PAYMENT

		85125		EVIDENCE.COM UNLIMITED LICENSE YEAR 3 PAYMENT

		85126		EVIDENCE.COM UNLIMITED LICENSE YEAR 4 PAYMENT

		74018		Z-BRACKET MOUNT, MENS, AXON BODY 2

		70112		AXON SIGNAL UNIT

		89101		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 1 PAYMENT

		89201		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 2 PAYMENT

		89301		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 3 PAYMENT

		89401		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 4 PAYMENT

		89501		PROFESSIONAL EVIDENCE.COM LICENSE: YEAR 5 PAYMENT
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BWC Detail Costs 5.2.1-5.2.8

		Request for Proposal 3273 - Body Worn Cameras

		BWC Detail Costs-TASER Unlimited



		5.2.1		Proposed Body Worn Camera System Costs

		Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC Summary Costs prior to submitting their cost proposal.



		5.2.2		Body Worn Camera Costs		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.2.1		Cameras		 		489		$   418.95		$   204,866.55		50%		$102,435.72

		5.2.2.2		Mounts 		 		489		$   - 0		$   - 0		0%		$   - 0								 

		5.2.2.3		Belt Clips		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.4		Docking Stations		 		82		$   1,512.94		$   124,061.08		100%		$   - 0

		5.2.2.5		Configuration		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.6		Installation		 		1		$   - 0		$   - 0		0%		$   - 0

		5.2.2.7		Training		 		1		$   15,000.00		$   15,000.00		100%		$   - 0

		5.2.2.8		Access Points		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.9		Axon Signal Automatic Activation		 		489		$   242.40		$   118,533.60		100%		$   - 0

		5.2.2.10		TASER Assurance Plan Dock Annual (Refresh every 2.5 years)		 		82		$   226.80		$   18,597.60		0%		$   18,597.60

		5.2.2.11		TASER Assurance Plan Dock Annual Yr 2 (Refresh every 2.5 years)		  		82		$   226.80		$   18,597.60		0%		$   18,597.60

		5.2.2.12		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.13		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.14		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.15		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.2.1-.15		Body Worn Camera Costs								$   499,656.43		72%		$   139,630.92



		5.2.3		BWC Extended Maintenance and Support		Item #		Quantity		Unit Price		Extension		Discount		Net Cost				 

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license				0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.3.1-.4		BWC Extended Maintenance and Support								$   - 0		ERROR:#DIV/0!		$   - 0



		5.2.4		BWC Cloud Data Storage Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.4.3		BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.4.4		BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.4.5		BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.1.1-4		BWC Cloud Storage								$   - 0		ERROR:#DIV/0!		$   - 0



		5.2.5		BWC Licensing Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years)				489		$   825.71		$   403,772.19		0%		$   403,772.19

		5.2.5.2		BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years)				489		$   825.71		$   403,772.19		0%		$   403,772.19

		5.2.5.3		BWC Annual Licensing Year 3 (Warranty life of contract and replacement every 2.5 years)				489		$   825.71		$   403,772.19		0%		$   403,772.19

		5.2.5.4		BWC Annual Licensing Year 4 (Warranty life of contract and replacement every 2.5 years)				489		$   825.71		$   403,772.19		0%		$   403,772.19

		5.2.5.5		BWC Annual Licensing Year 5 (Warranty life of contract and replacement every 2.5 years)				489		$   825.71		$   403,772.19		0%		$   403,772.19

		5.2.5.1-5		BWC Licensing						 		$   2,018,860.95		0%		$   2,018,860.95



		5.2.6		BWC Server Based Video Management System		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.6.1		Server Based  - Servers and workstations				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.2		Server Based - Archive/backup systems				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.3		Server Based - Security/firewall systems / UPS				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.4		Server Based - Access Points/ Antennas/ Cabling 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.5		Server Based - Upload Infrastructure Other				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.6		Server Based - Software Licensing				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.7		Server Based - Software Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.8		Server Based - Hardware  Installation/ Configuration 				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.9		Server Based - Training				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.10		Server Based- Extended Maintenance Year 1				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.11		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.12		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.13		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.14		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.15		Specify				0		$   - 0		$   - 0		0%		$   - 0

		5.2.6.1-.15		BWC Server Based Video Management System								$   - 0		0%		$   - 0



		5.2.7		BWC Server Based System Extended Maintenance		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)				0		$   - 0		$   - 0		0%		$   - 0

		5.2.7.1-4		BWC Extended Maintenance								$   - 0		ERROR:#DIV/0!		$   - 0





		5.2.8		Other Associated Costs/Services		Item #		Quantity		Unit Price		Undiscounted		Discount		Net Cost

		5.2.8.1		Evidence.com Pro Licenses (Admins) Year 1		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.2		Evidence.com Pro Licenses (Admins) Year 2		 		2		$   468.00		$   936.00		0%		$   936.00

		5.2.8.3				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.4				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.5				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.6		CAD/RMS Integration Year 1		 		489		$   242.40		$   118,533.60		50%		$   59,266.80

		5.2.8.7		CAD/RMS Integration Year 2		 		489		$   242.40		$   118,533.60		50%		$   59,266.80

		5.2.8.8				  				$   - 0		$   - 0		0%		$   - 0

		5.2.8.9				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.10				 				$   - 0		$   - 0		0%		$   - 0

		5.2.8.11		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.12		Other ________ Specify		 		0		$   - 0		$   - 0		0%		$   - 0

		5.2.8.1-.12		Other Associated Costs/Services								$   238,939.20		50%		$   120,405.60
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5.2.9 BWC Summary Costs

		Request for Proposal 3273 - Body Worn Cameras

		5.2.9 BWC Summary Costs-TASER Unlimited



		Summary		Body Worn Camera Costs		Extension		Discount		Cost

		5.2.2.1-.15		Body Worn Camera Costs		$499,656.43		72%		$139,630.92

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license		$0.00		0%		$0.00

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.5.1		BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.5.2		BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.6.1-.15		BWC Server Based Video Management System		$0.00		0%		$0.00

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.8.1-.12		Other Deliverables		$238,939.20		50%		$120,405.60

		5.2.9		Total Proposed Costs BWC Project		$1,546,140.01		31%		$1,067,580.90



		Ongoing Costs



		5.2.3.1-.4		BWC Extended Maintenance and Support		Extension		Discount		Cost

		5.2.3.1		BWC Annual Extended Maintenance Year 1 (year 2)-Incl in license		$0.00		0%		$0.00

		5.2.3.2		BWC Annual Extended Maintenance Year 2 (year 3)-Incl in license		$0.00		0%		$0.00

		5.2.3.3		BWC Annual Extended Maintenance Year 3 (year 4)-Incl in license		$0.00		0%		$0.00

		5.2.3.4		BWC Annual Extended Maintenance Year 4 (year 5)-Incl in license		$0.00		0%		$0.00

		5.2.3.1-.4		BWC Extended Maintenance and Support		$0.00		0%		$0.00



		5.2.1.1-4		5.2.1.1-4		Extension		Discount		Cost

		5.2.4.1		BWC Cloud Data Storage Year 1 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.4.2		BWC Cloud Data Storage Year 2 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.4.3		BWC Cloud Data Storage Year 3 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.4.4		BWC Cloud Data Storage Year 4 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.4.5		BWC Cloud Data Storage Year 5 Unlimited Storage Incl in licensing		$0.00		0%		$0.00

		5.2.1.1-4		BWC Cloud Storage		$0.00		0%		$0.00



		BWC Licensing Schedule		BWC Licensing Schedule		Extension		Discount		Net Cost

		5.2.5.1		BWC Annual Licensing Year 1 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.5.2		BWC Annual Licensing Year 2 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19		 

		5.2.5.3		BWC Annual Licensing Year 3 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.5.4		BWC Annual Licensing Year 4 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.5.5		BWC Annual Licensing Year 5 (Warranty life of contract and replacement every 2.5 years)		$403,772.19		0%		$403,772.19

		5.2.5.1-5		BWC Licensing		$2,018,860.95		0%		$2,018,860.95



		5.2.7		BWC Server Based System Extended Maintenance		Extension		Discount		Net Cost

		5.2.7.1		BWC Server Extended Maintenance Year 1 (year 2)		$0.00		0%		$0.00

		5.2.7.2		BWC Server Extended Maintenance Year 2 (year 3)		$0.00		0%		$0.00

		5.2.7.3		BWC Server Extended Maintenance Year 3 (year 4)		$0.00		0%		$0.00

		5.2.7.4		BWC Server Extended Maintenance Year 4 (year 5)		$0.00		0%		$0.00

		5.2.7.1-4		BWC Extended Maintenance		$0.00		0%		$0.00
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[DATE] 
 
[FIRM ADDRESS] 
 
RE: Engagement for Expert Services 
 
Dear [FIRM]: 
 
This letter confirms our agreement that _______________ (“Firm”) has retained TASER International, 
Inc., and Bryan Chiles (collectively “Expert”) to serve as an expert in connection with Firm’s 
representation of _______ (“Client”) in the [TITLE OF ACTION], pending in [COURT], (the 
“Litigation”)/[DISPUTE DISCRIPTION] (the “Matter”). The purpose of this retainer agreement 
(“Agreement”) is to outline the nature of the engagement and the parties’ responsibilities and 
expectations under this Agreement.  
 
Scope of Engagement: Expert will provide expert witness services which may include: consulting; review 
of case documentation and additional research; preparation of expert reports; download analysis; full 
analysis; testimony at deposition and court proceedings. Expert agrees not to contact any represented 
parties other than through legal counsel. 
 
Confidentiality: The Expert understands, agrees and accepts that it will be bound to maintain the 
confidences of the Client, as well as maintain the confidentiality of work product generated or compiled 
by Expert or Firm, under the terms and provisions which control the attorney-client privilege, the 
attorney work product protection, and all other applicable privileges of confidentiality which the Client 
or the Firm may hold under applicable federal or state law. Expert further agrees not to disclose any 
information, nor otherwise communicate, in any manner with any press, news, or entertainment media 
regarding the [LITIGATION/MATTER]. Expert further agrees to maintain the confidentiality of privileged 
and/or confidential records and information produced to Expert by the Firm and/or by the Client in 
relation to the [LITIGATION/MATTER].  
 
Expert will promptly notify [FIRM] upon receiving a subpoena or any other official request seeking the 
production of documents, records or other information related to the engagement.  
 
Expert agrees to return to the Firm all confidential information and/or all evidence, documents or 
materials provided to the Expert by the Firm or Client within ten (10) days of the Firm or Client’s written 
request. 
 
Compensation and Billing. Expert’s hourly/fixed billing fees/rates and travel expenses are outlined in 
Exhibit A to this Agreement. Client agrees to pay Expert for services performed by Expert at the 
aforementioned rates and to pay Expert by check made payable to TASER International, Inc.  Expert will 
submit monthly invoices to Firm for all services performed by Expert. Payment will be due within 30 
days of the invoice date. Expert understands and agrees that Client is solely responsible for the payment 
of all fees and expenses and Firm has no liability for any portion of Expert’s fees or expenses or any 
unpaid or disputed amounts.  
 
Conflicts of Interest. Expert represents that TASER International, Inc. and Bryan Chiles have conducted a 
conflict of interest analysis and determined that no conflict exists that would impair Expert’s ability to 
serve as an expert in this [LITIGATION/MATTER]. Expert agrees not to undertake during the course of 
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Expert’s engagement with Client on the [LITIGATION/MATTER] any other engagement related to the 
[LITIGATION/MATTER] without the advance written consent of the Firm. Expert agrees to promptly 
notify the Firm if any conflict of interest should arise. 
 
Compliance with Laws. Expert understands and agrees that all of Expert’s services must be performed in 
compliance with all applicable laws, regulations and standards of professional conduct. Neither the 
Client, nor the Firm, authorizes, requires, requests, suggests, desires, or otherwise implies or permits 
that Expert should in any way violate or deviate from any applicable legal or ethical standard in 
performance of Expert’s services in the [LITIGATION/MATTER].  
 
Term and Termination. This Agreement will continue until the conclusion of Expert’s services or until 
terminated by either party. Either party may terminate this Agreement for any reason upon 5 days 
written notice. Client will pay all outstanding balances within 30 days of any termination of this 
Agreement.  
 
General Provisions. Both parties agree that this Agreement and all disputes arising hereunder will be 
governed by the laws of the State of Arizona without reference to conflict of laws principles.  This 
Agreement constitutes the complete agreement of the parties on the subject matter covered herein and 
supersedes all prior or contemporaneous understandings, agreements, or representations, written or 
oral, of the parties.  No waiver by any party of any of the provisions hereof shall be effective unless 
explicitly set forth in writing and signed by the party so waiving. This Agreement may not be amended 
except by a writing signed by both parties and expressly declared to be an amendment or modification 
of this Agreement.  In the event that any one or more of the provisions of this Agreement is 
unenforceable, the enforceability of the remaining provisions shall be unimpaired 
 
The above terms and provisions are hereby accepted and agreed to by the following Expert and will be 
effective on the date of execution herein below.  
 
       Sincerely,  
 
 
 
       Bryan Chiles 
       TASER International, Inc. 
 
 
ACCEPTED AND AGREED to:    ACCEPTED AND AGREED to: 
 
By: _____________________   By: __________________________ 
 Bryan Chiles      [Name of Client Representative] 
 
Date: _____________________    ___________________________ 


[Name of Client] 
   
       Date: ___________________________ 
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EXHIBIT A 
FEE SCHEDULE FOR EXPERT TESTIMONY 


Bryan Chiles 
TASER INTERNATIONAL, INC. 


 
 
TASER | Axon Device Analysis and Report: 
A TASER device analysis and standard report will be billed in accordance with TASER International, Inc.’s 
current investigation fee schedule: 
 
 


 Data Analysis  Full Analysis 


M26 $ 250.00 $ 500.00 


X26 $ 350.00 $ 700.00 


XREP $ 500.00 $ 1,000.00 


X3 $ 900.00 $ 1,800.00 


X2  $ 600.00 $ 1,200.00 


X26P $ 500.00 $ 1,000.00 


TASER CAM $ 350.00 N/A 


TASER CAM HD $ 350.00 N/A 


Axon Camera $ 700.00 N/A 


Expedite Fee $ 500.00 $ 1,000.00 


 
These fees are effective as of the revised date of this document.  Please go to   
https://www.taser.com/support/investigations to submit a request for analysis and to see the most 
current fees.   
 
Additional Compensation: 
For work performed in addition to the standard analysis and report (e.g., reviewing additional case 
documentation, research beyond that needed for a standard analysis, generation of a Rule 26 expert 
report, testifying at trial or deposition) the hourly billing rate is $200 per hour for time spent actively 
working on the matter regardless of location.  Maximum $1,600 per day bill rate. Travel time is billed at 
$50 per hour, and idle time is billed at $75.00 per hour, not to exceed $600.00 per day.  Travel expenses 
(including flights, rental cars, parking, lodging and meals) are to be reimbursed.  Extended travel 
expenses due to delays in testimony (change fees, supplies, etc.) are also to be reimbursed. 


Axon, M26, TASER CAM, X2, X3, X26, X26P, XREP, and TASER are trademarks of TASER International, Inc., some of which are registered in the US 
and other countries. All rights reserved. © 2016 TASER International, Inc. 



https://www.taser.com/support/investigations






NEVADA DEPARTMENT OF PUBLIC SAFETY, HIGHWAY PATROL DIVISION (DPS/HPD) 
BODY WORN CAMERAS | RFP 3273 


1 


Explanation of In-Car Camera Pricing Options Offered 


 Attachment H5 – In-Car Video Cost Schedule 


The in-car pricing provided includes Axon Fleet cameras, the Unlimited License tier, 
the standard one year warranty and a four year extended warranty (totaling five 
years). 
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Request for Proposal 3273 - Body Worn Cameras


5.3  COST ~ IN-CAR VIDEO SYSTEM


TASER International


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in their proposal.  The 
terms “as specified” will not be accepted. 


74003
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.2  In-Car  Video (ICV) Costs Item #  Quantity  Unit price  Extension Discount  Amount 
5.3.2.1 Front Camera 477                249.50$         119,011.5$           0.0% 119,011.50$              
5.3.2.2 Back Seat Camera 477                249.50$         119,011.5$           0.0% 119,011.50$              
5.3.2.3 Color LCD Monitor with Audio -                 -$               -$                      0.0% -$                           


5.3.2.4
Bi-Directional Digital Wireless Microphone with in-car & home charger


                   -    $                -    $                       -   0.0%  $                            -   
5.3.2.5 Covert Secondary Hard-Wired Microphone; -                 -$               -$                      0.0% -$                           
5.3.2.6 Digital Video Recorder- DVR -                 -$               -$                      0.0% -$                           
5.3.2.7 Integrated GPS Receiver and Antenna -                 -$               -$                      0.0% -$                           
5.3.2.8 Controller Center -                 -$               -$                      0.0% -$                           
5.3.2.9 Collision Sensor -                 -$               -$                      0.0% -$                           
5.3.2.10 Transfer media -                 -$               -$                      0.0% -$                           
5.3.2.11 Stand-alone video viewers -                 -$               -$                      0.0% -$                           
5.3.2.12 Hardware/software necessary to submit videos as evidence -                 -$               -$                      0.0% -$                           
5.3.2.13 All mounts and cables as specified in RFP -                 -$               -$                      0.0% -$                           
5.3.2.14 Documentation -                 -$               -$                      0.0% -$                           


5.3.2.15
Warranty and maintenance 4 year extended included in licensing


-                 -$               -$                      0.0% -$                           
5.3.2.16 Training -                 -$               -$                      0.0% -$                           
5.3.2.17 Shipping and handling -                 -$               -$                      0.0% -$                           
5.3.2.18 Axon Full Services 12                  15,000.00$    180,000.0$           0.0% 180,000.00$              
5.3.2.19 Other Specify -                 -$               -$                      0.0% -$                           
5.3.2.20 Other Specify -                 -$               -$                      0.0% -$                           
5.3.2.1-20 Total Cost of In-Car Video Unit 418,023.0$           0.0% 418,023.00$              


5.3.3 Extended Maitenance Camera Systems Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)                    -   -$               -$                      0.0% -$                           
5.3.3.2 ICV Annual Extended Maintenance Year 2 (year 3)                     -   -$               -$                      0.0% -$                           
5.3.3.3 ICV Annual Extended Maintenance Year 3 (year 4)                     -   -$               -$                      0.0% -$                           
5.3.3.4 ICV Annual Extended Maintenance Year 4 (year 5)                     -   -$               -$                      0.0% -$                           


-                 
5.3.4 ICV Cloud Data Storage Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 
5.3.4.1 ICV Cloud Data Storage Year 1                     -   -$               -$                      0.0% -$                           
5.3.4.2 ICV Cloud Data Storage Year 2                     -   -$               -$                      0.0% -$                           
5.3.4.3 ICV Cloud Data Storage Year 3                     -   -$               -$                      0.0% -$                           
5.3.4.4 ICV Cloud Data Storage Year 4                     -   -$               -$                      0.0% -$                           


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
5.3.4.5 ICV Cloud Data Storage Year 5                     -   -$               -$                      0.0% -$                           
5.3.4.1-5 Total ICV Cloud Storage -$                      #DIV/0! -$                           


5.3.5 ICV Licensing Schedule Item #  Quantity  Unit Price  Extension Discount  Net Cost 
5.3.5.1 ICV Annual Licensing Year 1                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.2 ICV Annual Licensing Year 2                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.3 ICV Annual Licensing Year 3                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.4 ICV Annual Licensing Year 4                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.5 ICV Annual Licensing Year 5                 477 468.00$         223,236.0$           10.0% 200,912.40$              
5.3.5.1-5 ICV Licensing    1,116,180.0$        10.0% 1,004,562.00$           


5.3.6 ICV Server Based Video Management System (VMS) Item #  Unit price  Unit price  Extension Discount  Amount 


5.3.6.1
Hardware (itemize - including servers, workstations, archiving stations,
upload infrastructure, UPS,  etc) -                 -$               -$                      0.0% -$                           


5.3.6.2 Software -                 -$               -$                      0.0% -$                           
5.3.6.3 Software Configuration / Training -                 -$               -$                      0.0% -$                           
5.3.6.4 Security/Firewall -                 -$               -$                      0.0% -$                           
5.3.6.5 Backup Systems -                 -$               -$                      0.0% -$                           
5.3.6.6 Extended Maintenance Agreement  Including Years 2 -                 -$               -$                      0.0% -$                           
5.3.6.7 (specify by component if necessary) -                 -$               -$                      0.0% -$                           
5.3.6.8 Installation of  Hardware and Software -                 -$               -$                      0.0% -$                           
5.3.6.9 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.10 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.11 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.12 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.13 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.14 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.15 Other Specify -                 -$               -$                      0.0% -$                           
5.3.6.1-15 ICV Server Based Video Management Component   -$                      #DIV/0! -$                           


5.3.7 Extended Maitenance VMS Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2) -                 -$               -$                      0.0% -$                           
5.3.7.2 ICV Server System Extended Maintenance Year 2 (yr 3) -                 -$               -$                      0.0% -$                           
5.3.7.3 ICV Server System Extended Maintenance Year 3 (yr 4) -                 -$               -$                      0.0% -$                           
5.3.7.4 ICV Server System Extended Maintenance Year 4 (yr 5) -                 -$               -$                      0.0% -$                           


5.3.8 ICV Other Associated Costs/Services Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.8.1 Other  Specify -                 -$               -$                      0.0% -$                           
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs-TASER International 


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must 
identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost 
schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the 
summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
5.3.8.2 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.3 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.4 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.5 Other  Specify -                 -$               -$                      0.0% -$                           
5.3.8.1-.5 ICV Other Associated Costs/Services   -$                      #DIV/0! -$                           


5.3.9 ICV Vehicle Camera Installation Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.9.1 Reno (Northern Command) -                 -$               -$                      0.0% -$                           
5.3.9.2 Las Vegas (Southern Command) -                 -$               -$                      0.0% -$                           
5.3.9.3 Elko (Central Command) -                 -$               -$                      0.0% -$                           


5.3.10 ICV Optional Items  (include shipping and handling) Item #  Unit price  Unit price  Extension Discount  Amount 
5.3.10.1 Radar Interface and Cable –  must Interface from MPH Bee III Radars 


 
-                 -$               -$                      0.0% -$                           


5.3.10.2 Motorcycle Option (including waterproof camera, monitor) -                 -$               -$                      0.0% -$                           
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5.3.11 Descriptiion Extension Discount Cost
5.3.2.1-20 Total Cost of In-Car Video Unit  $      418,023.00 0.0%  $     418,023.00 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)  $                     -   0.0%  $                   -   
5.3.4.1 ICV Cloud Data Storage Year 1  $                     -   0.0%  $                   -   
5.3.3.2 ICV Cloud Data Storage Year 2  $                     -   0.0%  $                   -   
5.3.5.1 ICV Annual Licensing Year 1  $      223,236.00 10.0%  $     200,912.40 
5.3.5.2 ICV Annual Licensing Year 2  $      223,236.00 10.0%  $     200,912.40 
5.3.6.1-15 ICV Server Based Video Management Component  $                     -   0.0%  $                   -   
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2)  $                     -   0.0%  $                   -   
5.3.8.1-.5 ICV Other Associated Costs/Services  $                     -   0.0%  $                   -   
Summary Total Proposed Costs ICV $864,495.00 5.2% $819,847.80 


 


Request for Proposal 3273 - Body Worn Cameras
5.3.11 In-Car Video Summary Costs-TASER International







 
 
TASER International
Protect Life. Protect Truth.


 
17800 N 85th St.
Scottsdale, Arizona 85255
United States
Phone: (800) 978-2737
Fax:
 
Ronda Miller
(775) 684-0182
(775) 687-1613
rlmiller@admin.nv.gov


 


 
Quotation


Quote:  Q-84095-1
 Date: 9/22/2016 9:07 AM


 Quote Expiration:
 Contract Start Date*: 1/1/2017


 Contract Term: 5 years
 


AX Account Number:
110029


Bill To:
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


Ship To:
Ronda Miller
NEVADA HIGHWAY PATROL - HQ
555 WRIGHT WAY
CARSON CITY, NV 89701
US


 
SALESPERSON PHONE EMAIL DELIVERY METHOD PAYMENT METHOD


Chad Kapler 480-341-9539 ckapler@taser.com Fedex - Ground Net 30


 
*Note this will vary based on the shipment date of the product.
 


Axon Fleet System Compatibility
Additional costs may be incurred by the customer related to installing or optimizing their wireless infrastructure in order to achieve the desired wireless
download speeds, access point coverage, band width or network stability. These costs are solely the responsibility of the customer.


Year 1 - Hardware and Evidence.com - Due Net
30


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


954 74003 CAMERA SYSTEM, AXON FLEET USD 249.50 USD 238,023.00


954 74025 MOUNT ASSEMBLY, AXON FLEET USD 0.00 USD 0.00


954 74024 BATTERY SYSTEM, AXON FLEET USD 0.00 USD 0.00


477 74027 Axon Fleet Dongle USD 0.00 USD 0.00


477 85163 UNLIMITED EVIDENCE.COM FLEET: YEAR 1 PAYMENT USD 421.20 USD 200,912.40


954 87032 4 YEAR EXTENDED WARRANTY AXON FLEET USD 0.00 USD 0.00


12 85055 AXON FULL SERVICE USD 15,000.00 USD 180,000.00


Year 1 - Hardware and Evidence.com - Due Net 30 Tax Amount: USD 0.00


Year 1 - Hardware and Evidence.com - Due Net 30 Discount: USD 164,946.60


Year 1 - Hardware and Evidence.com - Due Net 30 Net Amount Due Including Taxes: USD 618,935.40


Page 1 of 3







Year 2 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85164 UNLIMITED EVIDENCE.COM FLEET: YEAR 2 PAYMENT USD 421.20 USD 200,912.40


Year 2 - Evidence.com Tax Amount: USD 0.00


Year 2 - Evidence.com Discount: USD 22,323.60


Year 2 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 3 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85165 UNLIMITED EVIDENCE.COM FLEET: YEAR 3 PAYMENT USD 421.20 USD 200,912.40


Year 3 - Evidence.com Tax Amount: USD 0.00


Year 3 - Evidence.com Discount: USD 22,323.60


Year 3 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 4 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85166 UNLIMITED EVIDENCE.COM FLEET: YEAR 4 PAYMENT USD 421.20 USD 200,912.40


Year 4 - Evidence.com Tax Amount: USD 0.00


Year 4 - Evidence.com Discount: USD 22,323.60


Year 4 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Year 5 - Evidence.com


QTY ITEM # DESCRIPTION NET UNIT PRICE NET TOTAL


477 85167 UNLIMITED EVIDENCE.COM FLEET: YEAR 5 PAYMENT USD 421.20 USD 200,912.40


Year 5 - Evidence.com Tax Amount: USD 0.00


Year 5 - Evidence.com Discount: USD 22,323.60


Year 5 - Evidence.com Net Amount Due Including Taxes: USD 200,912.40


Subtotal USD 819,847.80


Estimated Shipping & Handling Cost USD 595.06


Grand Total USD 820,442.86
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Axon Pre-order
 
Thank you for your interest in Axon! This pre-order is a commitment to purchase Axon Body 2 and/or Axon Fleet. Axon Body 2 is available for
delivery between 8-10 weeks after purchase date. Axon Fleet is available for delivery sometime in 2017.  You will be notified if there are any delays. TASER
reserves the right to make product changes without notice.


 
 
Quote assumes existing network infrastructure is in place and capable of supporting video offload to Evidence.com.


 
TASER International, Inc.’s Sales Terms and Conditions


for Direct Sales to End User Purchasers 
 


By signing this Quote, you are entering into a contract and you certify that you have read and agree to the provisions set forth in this Quote and TASER’s Master
Services and Purchasing Agreement posted at www.taser.com/legal. You represent that you are lawfully able to enter into contracts and if you are entering into
this agreement for an entity, such as the company, municipality, or government agency you work for, you represent to TASER that you have legal authority to
bind that entity. If you do not have this authority, do not sign this Quote.


 
Signature:


/s1/  
         Date:


/d1/


 
Name (Print):


/n1/  
          Title:


/t1/


 
PO# (if needed):


/p1/


 
Quote: Q-84095-1


 
Please sign and email to Chad Kapler at ckapler@taser.com or fax to


 


THANK YOU FOR YOUR BUSINESS!


 
‘Protect Life’ and © are trademarks of TASER International, Inc., and TASER® is a registered trademark of TASER International, Inc., registered in the U.S.


© 2013 TASER International, Inc. All rights reserved.
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Cost Proposal

		Request for Proposal 3273 - Body Worn Cameras



		5.3  COST ~ IN-CAR VIDEO SYSTEM



		TASER International



		Contents of the cost proposal must be as follows:



		Vendors must include the manufacture and model numbers for items in their proposal.  The terms “as specified” will not be accepted. 



		74003		CAMERA SYSTEM, AXON FLEET

		74025		MOUNT ASSEMBLY, AXON FLEET

		74024		BATTERY SYSTEM, AXON FLEET

		74027		Axon Fleet Dongle

		85163		UNLIMITED EVIDENCE.COM FLEET: YEAR 1 PAYMENT

		85164		UNLIMITED EVIDENCE.COM FLEET: YEAR 2 PAYMENT

		85165		UNLIMITED EVIDENCE.COM FLEET: YEAR 3 PAYMENT

		85166		UNLIMITED EVIDENCE.COM FLEET: YEAR 4 PAYMENT

		85167		UNLIMITED EVIDENCE.COM FLEET: YEAR 5 PAYMENT

		87032		4 YEAR EXTENDED WARRANTY AXON FLEET

		85055		AXON FULL SERVICE
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5.3.2 5.3.10 ICV Detail Costs

		Request for Proposal 3273 - Body Worn Cameras

		In-Car Video Detail Costs-TASER International 



		5.3.1 In-Car Video (INV) System Costs

		Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.







		5.3.2		 In-Car  Video (ICV) Costs		Item #		Quantity		Unit price		Extension		Discount		Amount

		5.3.2.1		Front Camera				477		$   249.50		$   119,011.5		0.0%		$   119,011.50

		5.3.2.2		Back Seat Camera 				477		$   249.50		$   119,011.5		0.0%		$   119,011.50

		5.3.2.3		Color LCD Monitor with Audio				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.4		Bi-Directional Digital Wireless Microphone with in-car & home charger				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.5		Covert Secondary Hard-Wired Microphone; 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.6		Digital Video Recorder- DVR 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.7		Integrated GPS Receiver and Antenna				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.8		Controller Center 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.9		Collision Sensor				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.10		Transfer media 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.11		Stand-alone video viewers 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.12		Hardware/software necessary to submit videos as evidence				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.13		All mounts and cables as specified in RFP				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.14		Documentation 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.15		Warranty and maintenance 4 year extended included in licensing				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.16		Training 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.17		Shipping and handling 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.18		Axon Full Services				12		$   15,000.00		$   180,000.0		0.0%		$   180,000.00

		5.3.2.19		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.20		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.2.1-20		Total Cost of In-Car Video Unit 								$   418,023.0		0.0%		$   418,023.00



		5.3.3		Extended Maitenance Camera Systems 		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.3.1		ICV Annual Extended Maintenance Year 1 (year 2)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.3.2		ICV Annual Extended Maintenance Year 2 (year 3)		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.3.3		ICV Annual Extended Maintenance Year 3 (year 4)		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.3.4		ICV Annual Extended Maintenance Year 4 (year 5)		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

								- 0

		5.3.4		ICV Cloud Data Storage Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.3.4.1		ICV Cloud Data Storage Year 1		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.4.2		ICV Cloud Data Storage Year 2		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.4.3		ICV Cloud Data Storage Year 3		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.4.4		ICV Cloud Data Storage Year 4		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.4.5		ICV Cloud Data Storage Year 5		 		- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.4.1-5		Total ICV Cloud Storage								$   - 0		ERROR:#DIV/0!		$   - 0



		5.3.5		ICV Licensing Schedule		Item #		Quantity		Unit Price		Extension		Discount		Net Cost

		5.3.5.1		ICV Annual Licensing Year 1				477		$   468.00		$   223,236.0		10.0%		$   200,912.40

		5.3.5.2		ICV Annual Licensing Year 2				477		$   468.00		$   223,236.0		10.0%		$   200,912.40

		5.3.5.3		ICV Annual Licensing Year 3				477		$   468.00		$   223,236.0		10.0%		$   200,912.40

		5.3.5.4		ICV Annual Licensing Year 4				477		$   468.00		$   223,236.0		10.0%		$   200,912.40

		5.3.5.5		ICV Annual Licensing Year 5				477		$   468.00		$   223,236.0		10.0%		$   200,912.40

		5.3.5.1-5		ICV Licensing						 		$   1,116,180.0		10.0%		$   1,004,562.00



		5.3.6		ICV Server Based Video Management System (VMS)		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.6.1		Hardware (itemize - including servers, workstations, archiving stations, upload infrastructure, UPS,  etc)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.2		Software				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.3		Software Configuration / Training				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.4		Security/Firewall 				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.5		Backup Systems				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.6		Extended Maintenance Agreement  Including Years 2				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.7		(specify by component if necessary)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.8		Installation of  Hardware and Software				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.9		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.10		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.11		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.12		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.13		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.14		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.15		Other Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.6.1-15		ICV Server Based Video Management Component				 		 		$   - 0		ERROR:#DIV/0!		$   - 0



		5.3.7		Extended Maitenance VMS 		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.7.1		ICV Server System Extended Maintenance Year 1 (yr 2)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.7.2		ICV Server System Extended Maintenance Year 2 (yr 3)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.7.3		ICV Server System Extended Maintenance Year 3 (yr 4)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.7.4		ICV Server System Extended Maintenance Year 4 (yr 5)				- 0		$   - 0		$   - 0		0.0%		$   - 0



		5.3.8		ICV Other Associated Costs/Services		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.8.1		Other  Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.8.2		Other  Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.8.3		Other  Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.8.4		Other  Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.8.5		Other  Specify				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.8.1-.5		ICV Other Associated Costs/Services				 		 		$   - 0		ERROR:#DIV/0!		$   - 0



		5.3.9		ICV Vehicle Camera Installation 		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.9.1		Reno (Northern Command)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.9.2		Las Vegas (Southern Command)				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.9.3		Elko (Central Command)				- 0		$   - 0		$   - 0		0.0%		$   - 0



		5.3.10		ICV Optional Items  (include shipping and handling) 		Item #		Unit price		Unit price		Extension		Discount		Amount

		5.3.10.1		Radar Interface and Cable –  must Interface from MPH Bee III Radars to Cameras				- 0		$   - 0		$   - 0		0.0%		$   - 0

		5.3.10.2		Motorcycle Option (including waterproof camera, monitor)				- 0		$   - 0		$   - 0		0.0%		$   - 0
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5.3.11 INV Summary Costs

		Request for Proposal 3273 - Body Worn Cameras

		5.3.11 In-Car Video Summary Costs-TASER International



		5.3.11		Descriptiion		Extension		Discount		Cost

		5.3.2.1-20		Total Cost of In-Car Video Unit 		$   418,023.00		0.0%		$   418,023.00

		5.3.3.1		ICV Annual Extended Maintenance Year 1 (year 2)		$   - 0		0.0%		$   - 0

		5.3.4.1		ICV Cloud Data Storage Year 1		$   - 0		0.0%		$   - 0

		5.3.3.2		ICV Cloud Data Storage Year 2		$   - 0		0.0%		$   - 0

		5.3.5.1		ICV Annual Licensing Year 1		$   223,236.00		10.0%		$   200,912.40

		5.3.5.2		ICV Annual Licensing Year 2		$   223,236.00		10.0%		$   200,912.40

		5.3.6.1-15		ICV Server Based Video Management Component		$   - 0		0.0%		$   - 0

		5.3.7.1		ICV Server System Extended Maintenance Year 1 (yr 2)		$   - 0		0.0%		$   - 0

		5.3.8.1-.5		ICV Other Associated Costs/Services		$   - 0		0.0%		$   - 0

		Summary		Total Proposed Costs ICV		$864,495.00		5.2%		$819,847.80
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Amazon Web Services Names BodyWorn™ as  
2016 Innovation Challenge Award Winner 


	
Utility, Inc. has been recognized by Amazon as a winner of the 2016 Amazon Web Services (AWS) 
City on a Cloud Innovation Challenge.  Utility’s innovative use of Amazon cloud storage for its police 
body camera, in-vehicle recording and video redaction solutions were judged on uniqueness, number 
of users and the availability to governments in various regions that differ in size and scope. The 
award was presented at the 2016 Amazon AWS Public Sector Summit in Washington, D.C. 
 
Robert McKeeman, CEO of Utility said “Being named as a winner by Amazon Web Services for our 
innovative solutions to solve a government challenge solidifies our work to meet our mission to make 
police officers’ jobs safer, while protecting Privacy for Police Officers and Citizens, and enabling 
Police Accountability and Transparency. Through our partnership with Amazon Web Services, we 
provide our customers with a very reliable and cost-effective video management and redaction 
solution.”  
 
“I was honored to accept the award on 
behalf of Utility.  However, the award 
was earned by our entire team who 
design, develop, sell, support, install, 
manage, and provide administration 
for our BodyWorn™, Rocket IoT™, in-
vehicle recording and Smart 
Redaction™ solutions.”  
 
Utility’s BodyWorn™ is a smart, policy-
based, body-worn camera solution that 
allows police departments to set video 
recording policies with confidence the 
policies will be followed reliably and 
consistently.  Officer Down Emergency 
reporting and BOLO alerts protect 
officer safety.  Video is immediately 
and securely uploaded to the Amazon 
AWS Cloud automatically as it is being 
recorded.  The Amazon-hosted AVaiL Web™ Evidence Management System allows users to 
categorize, search, and view video evidence, report officer and vehicle locations, and automatically 
redact video evidence, all through a web browser. 
 
The AWS Cloud Storage is widely recognized as one of the largest and most sophisticated in the 
world, with ten times the video storage capacity of the next ten largest cloud storage providers 
combined.  Video captured on Utility’s BodyWorn™ camera is encrypted on the camera, in transit to, 
and in the AWS Cloud with AES-256 encryption, thus protecting the security and Chain of Custody of 
legal evidence at all levels in the Evidence Ecosystem.  
 
Utility’s customers can choose to access to Amazon AWS-based e-discovery, e-citation, secure 
image management, mobile forensics, crime forecasting, major risk event management, public 
records management, backup, archival and disaster recovery tools on the Amazon AWS Cloud. 


Utility was granted the award in the Partners in Innovation 
category, which goes to a technology partner that has deployed 
an innovative solution to solve a government challenge.	



http://www.utility.com
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State of Nevada 
Request for Proposal: 3273 for Body Worn Cameras  
 
Hardcopy Documents submitted: 


• Cost Proposal – One (1) Original marked ‘MASTER’ and four (4) identical copies...in a sealed package  
• Confidential Financial Information - One (1) Original marked ‘MASTER’ and one (1) identical copy...in a sealed package  
• Technical Proposal - One (1) Original marked ‘MASTER’ and four (4) identical copies...in a sealed package  
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• One (1) ‘MASTER’ Flash Drive, containing: Part 1A- Technical Proposal; and Part II – Cost Proposal (NOTE: Utility does not 
require a Part 1B – Confidential Technical Proposal - Not Applicable) 
 


 
TECHNICAL PROPOSAL 
Before Tab I   Letter of Transmittal 


Utility BodyWornTM Named 2016 Innovation Challenge Award Winner by AWS 
 
Tab I    Title Page 
 
Tab II   Table of Contents 
 
Tab III   Vendor Information Sheet 
 
Tab IV   State of Nevada Documents 


• Signature Page – Acknowledgment of Amendments 
• Attachment A: Confidentiality and Certification of Indemnification 
• Attachment C: Vendor Certifications 
• Copies of Vendor Licenses and/or Hardware/Software Maintenance Agreements 


o Hardware Warranty – BodyWornTM 
o Hardware Warranty – Rocket-IoTTM 
o Software as a Service (SaaS)  
o Utility Terms and Conditions 


 
Tab V   Attachment B  


•  Technical Proposal Certification of Compliance with Terms and Conditions of the RFP 
o Exceptions to Contract Form D, or Insurance Schedule E (- Not Applicable -) 


 
Tab VI   Scope of Work 


• Attachment K: In-Car Video Comply Checklist 
• Attachment L: Body Worn Specifications 
• Utility Responses (in bold/italics) to Questions in the Scope of Work Narrative 


(Attachment K and Attachment L), including 3.12.15 Installation 
  
Tab VII   Company Background and References 


• Utility Responses (in bold/italics) to Company Background Questions 
• Utility Responses (in bold/italics) to Question in RFP Sections for: 


o 3.0 General Requirements and Provisions, and 3.2 General Requirements 
o 3.3 Project Management and Customer Service Questions 
o 3.6 Training, and 3.12.14 Training/Documentation 


 
Tab VIII  Attachment G: Proposed Staff Resumes 


• Staff Resumes in the State of Nevada format  
 


Tab IX    Other Information Material 
•   Product Data Sheet for the BodyWornTM and Rocket-IoTTM  Solutions 
•   Research of Interest to State of Nevada Department of Public Safety/Nevada Highway Patrol 
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Request for Proposal: 3273 for Body Worn Cameras  
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Tab IX   Other Information Material 
  


• Product Data Sheet for BodyWornTM  


• Mounting Options Data Sheet for BodyWornTM 


• BodyWornTM User Guide 


• Product Data Sheet for SMART REDACTIONTM 


• Product Data Sheet for AVaiL WebTM 


• Product Data Sheet for Rocket-IoTTM   


• Product Data Sheet for Multi-Band Attenna 


• Product Data Sheet for Yard Smart WaypointTM 


• Product Data Sheet for RocketTM Locker 


 


• Research of Interest to State of Nevada Department of Public Safety/ Nevada Highway Patrol 


i. Generation 2 Body-Worn Cameras and the Evidence EcoSystem 


ii. 5 Year Total Cost of Ownership 


iii. Police Transparency Versus Video Redaction Cost and Lead-Time 


iv. Police Officer Legal Risk from a Wide Field of View 


v. Eliminating Racial Bias in Recording Body-Worn Videos  


 


• Public Opinion Polling Results for Body Cameras of Interest to State of 


Nevada Department of Public Safety/ Nevada Highway Patrol 


vi. Poll Results American Voters’ Views on Body Cameras 


vii. Poll Results American Voters’ Views Toplines  


viii. Body Cameras Poll A Detail 


ix. Body Cameras Poll B Detail 


 















































UTILITY ASSOCIATES 
Limited Hardware Warranty 
BodyWorn™ Body Worn Camera 
 
Who is Covered? 
 
This Limited Hardware Warranty extends only to the first consumer purchaser of the Product, and is not 
transferable. 
 
What Does This Limited Warranty Cover? 
 
Utility Associates (UA) warrants that UA “Products” (Products refers to BodyWorn Cameras, carriers, and 
BodyWorn Camera accessories) are free from defects in material and workmanship according to the following 
definitions, terms, and conditions: 
 
The limited warranty for Products is for ONE (1) year beginning on the date of sale of the Product to the original 
purchaser (“Customer”) of the product. The limited warranty is extended annually based upon payment of the AVaiL 
Web Video Management System (“AVaiL Web”) annual fee for each subsequent year. The limited warranty is not 
assignable or transferable to any subsequent purchaser or user. 
 
What Will Utility Associates Do? 
 
During the limited warranty period, UA will repair or replace, at UA’s sole option, any defective parts or parts that 
will not operate for their intended use, with new or refurbished parts as needed. UA may also choose to replace 
entire units. 
 
Utility configures all BodyWorn devices in Decatur, GA and therefore inventories all parts on a constant basis. 
Under warranty, after a Support Ticket is opened there is 2-day advanced replacement for Hardware issues. For 
software issues immediate response time remotely once Support Ticket opened. Utility Associates will replace parts 
or replace total unit out of our home office located at 250 E Ponce De Leon Ave in Decatur, GA. Utility pays for 
shipping of parts or whole unit replacement under a RMA. 
 
For original deployments covered under AVaiL Web and exceeding 100 units, a pool of “hot spares” equal to 2% of 
the original number of units purchased will be provided to facilitate maintenance exchange. This hot spare pool 
shall be housed at the customer's location for the length of the purchaser's AVaiL Web subscription. Hot spares 
provide ready replacements for units under going maintenance. Utility will replenish the hot spare pool as 
necessary during the AVaiL Web subscription. 
 
Under no circumstances shall UA’s liability under this limited warranty exceed the actual cash value of the Product 
at the time the Customer returns the product for repair, as determined by the price paid by the Customer for the 
Product less a reasonable amount for depreciation. 
 
This Warranty Does Not Apply to: 
 


(a) Consumable Parts, such as batteries or protective coatings designed to diminish over time unless failure 
has occurred due to a defect in workmanship. 
 


(b) Cosmetic Damage, including but not limited to defects in appearance, cosmetic, decorative, or structural 
items including casing and non-operative parts. 


 
(c) Damage caused by use with non-UA products. Defects or damage that result from the use of non-UA 


branded or certified Products, accessories or other peripheral equipment without limitation to housings, 
parts, or software are excluded from coverage. 


 
(d) Damage caused by accident, abuse, misuse, or other external causes; including but not limited to: (i) 


improper usage (e.g. use cases outside those explained in UA provided training), or neglect; (ii) damage 
caused by physical abuse; (iii) exposure to improper operating environment including contact with liquids, 
water, rain, extreme humidity, heavy perspiration or other moisture; sand, food, dirt or similar substances 







(except for Products sold as resistant to such substances, but only to the extent the damage was not 
caused by incorrectly securing the product’s protective elements or subjecting the Product to condition 
beyond its stated specifications or limits); (iv) intentional damage (e.g. product dropped from excessive 
height); (v) external causes or acts which are not the fault of UA including but not limited to flood, fire, 
earthquake, tornado or other  acts of God, are excluded from coverage. 


 
(e) Damage or intermittent operation caused by improper connection of any electrical power supply; 


improper grounding; or interference from other electrical devices or radios in proximity to the 
device. 


 
(f) Faulty installation by a third party installer. 


 
(g) Unauthorized service or modification. Defects or damage resulting from service testing, adjustment, 


installation, maintenance, alteration or modification in any way, including but not limited to tampering with 
or altering the software, by someone other than UA, or its authorized service centers are excluded from 
coverage. Notwithstanding the foregoing, any Product which has had its operating system altered, including 
any failed attempts to unlock the operating system, is not covered by this warranty, regardless of whether 
such modifications are authorized approved, or otherwise sanctioned by UA. 


 
(h) A product has been modified in any manner without the written permission of UA. Products that have 


been altered in any manner so as to prevent UA from determining whether such Products are covered 
under the terms of this Limited Warranty are excluded from coverage. The foregoing shall include but not 
be limited to (i) serial numbers, date tags or other manufacturer coding that has been removed, altered or 
obliterated; (ii) mismatched or duplicated serial numbers; or (iii) broken seals or other evidence of 
tampering.  
 
Do not open the Product or attempt to repair the Product yourself; such conduct may cause damage that is 
not covered by this warranty. 


 
(i) Normal wear and tear or otherwise due to the normal aging of the Product. 


 
(j) All software, including operating system software, third-party software, applications, and all other 


software of any kind. Software distributed by UA is provided “AS-IS” and “AS AVAILABLE,” “WITH ALL 
FAULTS” and without a warranty of any kind. The Limited Warranty does not apply to any non-UA product 
or any software, even if packaged or sold with UA hardware unless otherwise required by applicable local 
law. 


 
If damage is outside the scope of warranty coverage, repair services may be available, but all costs associated with 
such out of warranty repair will be your responsibility. 
 
What Other Limitations Are There?  


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, THIS LIMITED WARRANTY AND THE 
REMEDIES SET FORTH HEREIN ARE EXCLUSIVE AND IN LIEU OF ALL OTHER WARRANTIES AND 
REMEDIES, WHETHER ORAL OR WRITTEN, STATUTORY, EXPRESS OR IMPLIED. NO ORAL OR 
WRITTEN REPRESENTATIONS MADE BY UA OR ANY SELLER, RESELLER OR DISTRIBUTOR OF 
THE PRODUCTS, INCLUDING EMPLOYEES AND AGENTS THEREOF, SHALL CREATE ANY 
ADDITIONAL WARRANTY OBLIGATIONS, INCREASE THE SCOPE, OR OTHERWISE MODIFY IN ANY 
MANNER THE TERMS OF THIS LIMITED WARRANTY.   


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, UA SPECIFICALLY DISCLAIMS ANY AND ALL 
STATUTORY OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NONINFRINGEMENT AND ALL 
WARRANTIES AGAINST HIDDEN OR LATENT DEFECTS. WHERE SUCH STATUTORY OR IMPLIED 
WARRANTIES CANNOT LAWFULLY BE DISCLAIMED, THEN TO THE EXTENT PERMITTED BY LAW, 
ALL SUCH WARRANTIES SHALL BE LIMITED IN DURATION TO THE DURATION OF THE EXPRESS 
LIMITED WARRANTY CONTAINED HEREIN AND THE REMEDIES OF REPAIR, REPLACEMENT, OR 
REFUND AS DETERMINED BY UA IN ITS SOLE DISCRETION SHALL BE THE EXCLUSIVE REMEDY 
OF THE CONSUMER.   







• TO THE EXTENT PERMITTED BY APPLICABLE LAW, UA DOES NOT WARRANT THAT THE 
OPERATION OF ANY PRODUCTS OR SOFTWARE COVERED UNDER THIS LIMITED WARRANTY 
WILL MEET YOUR REQUIREMENTS, WORK IN COMBINATION WITH ANY HARDWARE OR 
SOFTWARE APPLICATIONS OR THIRD PARTY SERVICES, BE UNINTERRUPTED, ERROR-FREE, OR 
WITHOUT RISK TO, OR LOSS OF, ANY INFORMATION, DATA, SOFTWARE OR APPLICATIONS 
CONTAINED THEREIN, OR THAT DEFECTS IN THE PRODUCTS OR SOFTWARE WILL BE 
CORRECTED.   


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL UA BE LIABLE, WHETHER 
IN CONTRACT, TORT OR UNDER OTHER LEGAL THEORY (INCLUDING NEGLIGENCE), FOR 
DAMAGES IN EXCESS OF THE PURCHASE PRICE OF THE PRODUCTS, OR FOR ANY INDIRECT, 
INCIDENTAL, SPECIAL OR CONSEQUENTIAL DAMAGES OF ANY KIND, OR LOSS OF REVENUE OR 
PROFITS; LOSS OF BUSINESS; BUSINESS INTERRUPTION; LOSS OF OPPORTUNITY; LOSS OF 
GOODWILL; LOSS OF REPUTATION; LOSS OF, DAMAGE TO, OR CORRUPTION OF INFORMATION, 
DATA, SOFTWARE OR APPLICATIONS (INCLUDING ANY COSTS ASSOCIATED WITH RECOVERING, 
PROGRAMMING, OR REPRODUCING ANY INFORMATION, DATA, SOFTWARE OR APPLICATIONS 
STORED ON OR USED WITH UA PRODUCTS, OR ANY FAILURE TO MAINTAIN THE 
CONFIDENTIALITY OF ANY INFORMATION OR DATA STORED ON THE PRODUCTS); OR OTHER 
FINANCIAL LOSS ARISING OUT OF OR IN CONNECTION WITH THE ABILITY OR INABILITY TO USE 
THE PRODUCTS.   


• SOME STATES OR JURISDICTIONS DO NOT ALLOW THE LIMITATION OR EXCLUSION OF 
INCIDENTAL OR CONSEQUENTIAL DAMAGES, OR THE EXCLUSION OR LIMITATION ON THE 
LENGTH OF AN IMPLIED WARRANTY, OR THE LIMITATION OR EXCLUSION OF DAMAGES FOR 
PERSONAL INJURIES CAUSED BY NEGLIGENCE, SO THE ABOVE LIMITATIONS OR EXCLUSIONS 
MAY NOT APPLY TO YOU. THIS WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY 
ALSO HAVE OTHER RIGHTS THAT VARY FROM STATE OR JURISDICTION.   


 







UTILITY ASSOCIATES 
Limited Hardware Warranty 
Rocket IoT In-Car Router and Video Recording System 
 
Who is Covered? 
 
This Limited Hardware Warranty extends only to the first consumer purchaser of the Product, and is not 
transferable. 
 
What Does This Limited Warranty Cover? 
 
Utility Associates (UA) warrants that UA “Products” (Products refers to Rocket IoT Model S, Rocket IoT Model X, 
Rocket Lockers, Power Timers, and Antennas) are free from defects in material and workmanship according to the 
following definitions, terms, and conditions: 
 
The limited warranty for Products is for ONE (1) year beginning on the date of sale of the Product to the original 
purchaser (“Customer”) of the product. The limited warranty is extended annually based upon payment of the AVaiL 
Web Video Management System (“AVaiL Web”) annual fee for each subsequent year. The limited warranty is not 
assignable or transferable to any subsequent purchaser or user. 
 
What Will Utility Associates Do? 
 
During the limited warranty period, UA will repair or replace, at UA’s sole option, any defective parts or parts that 
will not operate for their intended use, with new or refurbished parts as needed. UA may also choose to replace 
entire units. 
 
Utility manufactures all Products in Covington, GA and therefore inventories all parts on a constant basis. Under 
warranty, after a Support Ticket is opened there is 2-day advanced replacement for Hardware issues. For software 
issues immediate response time remotely once Support Ticket opened. Utility Associates will replace parts or 
replace total unit out of our home office located at 250 E Ponce De Leon Ave in Decatur, GA. Utility pays for 
shipping of parts or whole unit replacement under a RMA. 
 
For original deployments covered under AVaiL Web and exceeding 100 units, a pool of “hot spares” equal to 2% of 
the original number of units purchased will be provided to facilitate maintenance exchange. This hot spare pool 
shall be housed at the customer's location for the length of the purchaser's AVaiL Web subscription. Hot spares 
provide ready replacements for units under going maintenance. Utility will replenish the hot spare pool as 
necessary during the AVaiL Web subscription. 
 
Under no circumstances shall UA’s liability under this limited warranty exceed the actual cash value of the Product 
at the time the Customer returns the product for repair, as determined by the price paid by the Customer for the 
Product less a reasonable amount for depreciation. 
 
This Warranty Does Not Apply to: 
 


(a) Consumable Parts, such as batteries or protective coatings designed to diminish over time unless failure 
has occurred due to a defect in workmanship. 
 


(b) Cosmetic Damage, including but not limited to defects in appearance, cosmetic, decorative, or structural 
items including casing and non-operative parts. 


 
(c) Damage caused by use with non-UA products. Defects or damage that result from the use of non-UA 


branded or certified Products, accessories or other peripheral equipment, including but not limited to: (i) an 
external cellular antenna was not connected to the Product when an external antenna “pigtail” connector 
was connected to a USB or PC Express Card cellular data card in the Product; (ii) an un-powered cellular 
booster was connected to the Product when an external antenna “pigtail” connector was connected to the 
USB or PC Express Card cellular data card in the Product; (iii) housings, parts, or software are excluded 
from coverage. 


 







(d) Damage caused by accident, abuse, misuse, or other external causes; including but not limited to: (i) 
improper usage (e.g. use cases outside those explained in UA provided training), or neglect; (ii) failure to  
attach antennas to all 2.4GHz WiFi, 4.9GHz, and 5GHz antenna connectors on the Product; (iii) damage 
caused by physical abuse exceeding MIL STD 81 OF temperature and vibration standards; (iv) exposure to 
improper operating environment including contact with liquids, water, rain, extreme humidity, heavy 
perspiration or other moisture; sand, food, dirt or similar substances (except for Products sold as resistant 
to such substances, but only to the extent the damage was not caused by incorrectly securing the product’s 
protective elements or subjecting the Product to condition beyond its stated specifications or limits); (v) 
intentional damage (e.g. pried from a dock or locker by force without unlocking the Product from the dock 
or locker); (vi) external causes or acts which are not the fault of UA including but not limited to flood, fire, 
earthquake, tornado or other  acts of God, are excluded from coverage. 


 
(e) Damage or intermittent operation caused by vehicle electrical system voltage sags or surges 


outside of the range of 10 to 18 volts DC; "momentary” sub—second vehicle voltage sags below 10 volts 
DC during vehicle cranking; installation without 5-amp fuse protection; blown fuses; improper connection of 
any electrical power supply; improper grounding; or interference from other electrical devices or radios in 
the vehicle. 


 
(f) Faulty installation by a third party installer. 


 
(g) Unauthorized service or modification. Defects or damage resulting from service testing, adjustment, 


installation, maintenance, alteration or modification in any way, including but not limited to tampering with 
or altering the software, by someone other than UA, or its authorized service centers are excluded from 
coverage. Notwithstanding the foregoing, any Product which has had its operating system altered, including 
any failed attempts to unlock the operating system, is not covered by this warranty, regardless of whether 
such modifications are authorized approved, or otherwise sanctioned by UA. 


 
(h) A product has been modified in any manner without the written permission of UA. Products that have 


been altered in any manner so as to prevent UA from determining whether such Products are covered 
under the terms of this Limited Warranty are excluded from coverage. The foregoing shall include but not 
be limited to (i) serial numbers, date tags or other manufacturer coding that has been removed, altered or 
obliterated; (ii) mismatched or duplicated serial numbers; or (iii) broken seals or other evidence of 
tampering.  
 
Do not open the Product or attempt to repair the Product yourself; such conduct may cause damage that is 
not covered by this warranty. 


 
(i) Normal wear and tear or otherwise due to the normal aging of the Product. 


 
(j) All software, including operating system software, third-party software, applications, and all other 


software of any kind. Software distributed by UA is provided “AS-IS” and “AS AVAILABLE,” “WITH ALL 
FAULTS” and without a warranty of any kind. The Limited Warranty does not apply to any non-UA product 
or any software, even if packaged or sold with UA hardware unless otherwise required by applicable local 
law. 


 
If damage is outside the scope of warranty coverage, repair services may be available, but all costs associated with 
such out of warranty repair will be your responsibility. 
 
What Other Limitations Are There?  


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, THIS LIMITED WARRANTY AND THE 
REMEDIES SET FORTH HEREIN ARE EXCLUSIVE AND IN LIEU OF ALL OTHER WARRANTIES AND 
REMEDIES, WHETHER ORAL OR WRITTEN, STATUTORY, EXPRESS OR IMPLIED. NO ORAL OR 
WRITTEN REPRESENTATIONS MADE BY UA OR ANY SELLER, RESELLER OR DISTRIBUTOR OF 
THE PRODUCTS, INCLUDING EMPLOYEES AND AGENTS THEREOF, SHALL CREATE ANY 
ADDITIONAL WARRANTY OBLIGATIONS, INCREASE THE SCOPE, OR OTHERWISE MODIFY IN ANY 
MANNER THE TERMS OF THIS LIMITED WARRANTY.   







• TO THE EXTENT PERMITTED BY APPLICABLE LAW, UA SPECIFICALLY DISCLAIMS ANY AND ALL 
STATUTORY OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NONINFRINGEMENT AND ALL 
WARRANTIES AGAINST HIDDEN OR LATENT DEFECTS. WHERE SUCH STATUTORY OR IMPLIED 
WARRANTIES CANNOT LAWFULLY BE DISCLAIMED, THEN TO THE EXTENT PERMITTED BY LAW, 
ALL SUCH WARRANTIES SHALL BE LIMITED IN DURATION TO THE DURATION OF THE EXPRESS 
LIMITED WARRANTY CONTAINED HEREIN AND THE REMEDIES OF REPAIR, REPLACEMENT, OR 
REFUND AS DETERMINED BY UA IN ITS SOLE DISCRETION SHALL BE THE EXCLUSIVE REMEDY 
OF THE CONSUMER.   


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, UA DOES NOT WARRANT THAT THE 
OPERATION OF ANY PRODUCTS OR SOFTWARE COVERED UNDER THIS LIMITED WARRANTY 
WILL MEET YOUR REQUIREMENTS, WORK IN COMBINATION WITH ANY HARDWARE OR 
SOFTWARE APPLICATIONS OR THIRD PARTY SERVICES, BE UNINTERRUPTED, ERROR-FREE, OR 
WITHOUT RISK TO, OR LOSS OF, ANY INFORMATION, DATA, SOFTWARE OR APPLICATIONS 
CONTAINED THEREIN, OR THAT DEFECTS IN THE PRODUCTS OR SOFTWARE WILL BE 
CORRECTED.   


• TO THE EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL UA BE LIABLE, WHETHER 
IN CONTRACT, TORT OR UNDER OTHER LEGAL THEORY (INCLUDING NEGLIGENCE), FOR 
DAMAGES IN EXCESS OF THE PURCHASE PRICE OF THE PRODUCTS, OR FOR ANY INDIRECT, 
INCIDENTAL, SPECIAL OR CONSEQUENTIAL DAMAGES OF ANY KIND, OR LOSS OF REVENUE OR 
PROFITS; LOSS OF BUSINESS; BUSINESS INTERRUPTION; LOSS OF OPPORTUNITY; LOSS OF 
GOODWILL; LOSS OF REPUTATION; LOSS OF, DAMAGE TO, OR CORRUPTION OF INFORMATION, 
DATA, SOFTWARE OR APPLICATIONS (INCLUDING ANY COSTS ASSOCIATED WITH RECOVERING, 
PROGRAMMING, OR REPRODUCING ANY INFORMATION, DATA, SOFTWARE OR APPLICATIONS 
STORED ON OR USED WITH UA PRODUCTS, OR ANY FAILURE TO MAINTAIN THE 
CONFIDENTIALITY OF ANY INFORMATION OR DATA STORED ON THE PRODUCTS); OR OTHER 
FINANCIAL LOSS ARISING OUT OF OR IN CONNECTION WITH THE ABILITY OR INABILITY TO USE 
THE PRODUCTS.   


• SOME STATES OR JURISDICTIONS DO NOT ALLOW THE LIMITATION OR EXCLUSION OF 
INCIDENTAL OR CONSEQUENTIAL DAMAGES, OR THE EXCLUSION OR LIMITATION ON THE 
LENGTH OF AN IMPLIED WARRANTY, OR THE LIMITATION OR EXCLUSION OF DAMAGES FOR 
PERSONAL INJURIES CAUSED BY NEGLIGENCE, SO THE ABOVE LIMITATIONS OR EXCLUSIONS 
MAY NOT APPLY TO YOU. THIS WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY 
ALSO HAVE OTHER RIGHTS THAT VARY FROM STATE OR JURISDICTION.   


 







 


 


 


 
 
 
 
 
T-1. CONTRACT 
Utility Associates (hereinafter SELLER) Terms and Conditions and order information set forth in this document or incorporated by reference 
and any modification made pursuant to it shall constitute the complete and exclusive written expression of the terms and conditions of the 
agreement between the parties, regardless of any conflicting, inconsistent or additional provisions proposed by BUYER, and supersedes all 
prior or contemporaneous proposals (oral or written), understandings, representations, conditions, warranties, covenants, and all other 
communications between the parties relating to the subject matter of this contract. The terms and conditions of this contract as set out 
herein may not in any way be explained or supplemented by a prior or existing course of dealings between the parties by any usage of 
trade or custom, or by  any prior performance between the parties pursuant to this contract or otherwise and may not be modified in any way 
by any subsequent orders, proposals, acknowledgments, or other communications which relate to said order, unless specifically agreed in 
writing by BUYER and SELLER. SELLER is not responsible for typographical errors made in any of its publications, or for stenographic or 
clerical errors made in preparation of quotations, acknowledgments, or specifications. All such errors are subject to correction. All prices 
are based on the quantity and delivery shown on the quotation or acknowledgment. 


 
T-2. LIMITED WARRANTY 
Products manufactured by SELLER are warranted at time of shipment to be free from defects in material and workmanship under normal 
use and service. This warranty is only applicable to any of SELLER's products which BUYER returns to SELLER within one (1) year from 
the date of initial delivery, and which SELLER determines to be defective within the terms of this warranty. Products delivered by SELLER 
are warranted at time of shipment to be free from defects in material and workmanship under normal use and service. SELLE R's 
obligations, with respect to such applicable warranty returns, are limited to repair, replacement, or refund of the purchase price actually paid
for the product, at SELLER's sole option. SELLER shall bear round-trip shipment costs of defective Items found to be covered by this 
warranty. Defective Products or parts thereof may be replaced with either new, factory refurbished, or remanufactured parts. Defective 
parts, which have been replaced, shall become the SELLER's property. This warranty does not extend to any product sold by SELLER
which has been subjected to misuse, neglect, accident, improper installation, or a use for purposes not included or not in accordance with 
operational maintenance procedures and instructions furnished by SELLER, or which has been repaired or altered by BUYER or persons 
other than SELLER or which has been damaged by secondary causes, including but not limited to, improper voltages, adverse environment 
conditions, improper signals, or products which have had their serial number or any part thereof altered, defaced, or removed. SELLER 
liability does not cover normal   wear and tear or deterioration. THE FOREGOING, WARRANTY IS IN LIEU OF ALL OTHER 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, WRITTEN, EXPRESS, IMPLIED OR STATUTORY WARRANTIES. IMPLIED 
WARRANTIES OF FITNESS FOR A PARTICULAR PURPOSE AND MERCHANTABILITY AND DESIGN WARRANTIES ARE 
SPECIFICALLY EXCLUDED AND SHALL NOT APPLY. SELLER'S OBLIGATIONS AND BUYER'S REMEDIES WITH RESPECT TO 
DEFECTIVE OR NONCONFORMING PRODUCTS ARE SOLELY AND EXCLUSIVELY AS STATED HEREIN. 


 
T-3. LIMITATION OF LIABILITY 
IN NO EVENT WILL SELLER BE LIABLE FOR ANY SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES INCLUDING, BUT NOT 
LIMITED TO, DAMAGES RESULTING FROM LOSS OF PROFIT OR REVENUE, INSTALLATION OR REMOVAL COSTS OR COSTS OF 
SUBSTITUTE PRODUCTS. BUYER AGREES THAT ANY BASIS FOR IMPOSING ANY LIABILITY ON SELLER FOR PROPERTY 
DAMAGE, PERSONAL INJURY, OR DEATH, OR LEGAL EXPENSES RELATING TO THE SALE OR USE OF SELLER'S PRODUCTS 
SHALL BE VOID AND UNENFORCEABLE TO THE EXTENT NOT PROHIBITED BY LAW. THE TOTAL LIABILITY OF SELLER ON ANY 
CLAIM, WHETHER IN CONTRACT, TORT (INCLUDING NEGLIGENCE) OR OTHERWISE, ARISING OUT OF, CONNECTED WITH OR 
RESULTING FROM THE MANUFACTURE, SALE, DELIVERY, RESALE, REPAIR, REPLACEMENT OR USE OF ANY PRODUCT WILL 
NOT EXCEED THE PRICE PAID FOR THE PRODUCT OR PART THEREOF WHICH GIVES RISE TO THE CLAIM. BUYER AGREES TO 
HOLD SELLER HARMLESS FROM ALL LIABILITIES AND CLAIMS ARISING FROM USE OF SELLER’S PRODUCT. 


 
T-4. DELIVERY 
The shipment date set out herein is SELLER's best estimate of the time material will be shipped from its factory, and SELLER assumes no 
liability for loss, damage, or consequential damages due to delays for any reason.  In no way shall SELLER be bound to a firm shipment 
or delivery date, regardless of the wording in the BUYER's order, except if expressly agreed to in writing by SELLER. 


 
T-5. SHIPMENTS 
All shipments are F.O.B. SELLER's factory. SELLER assumes no liability for loss, delay, breakage, or damage after delivering packaged 
products in good order to the carrier. All risks of loss transfer to the BUYER upon delivery of the goods to the carrier at the F.O.B. point. 
All transportation and shipment costs are the sole liability of the BUYER. 


 
T-6. ACCEPTANCE 
Final acceptance or rejection of the goods to the contractual requirements shall be at SELLER's factory in accordance with SELLER's 
standard factory acceptance procedure within thirty (30) days after written notice to BUYER of acceptance test schedule. Title shall pass to 
the BUYER upon acceptance of each line item at SELLER's factory. Upon acceptance of each unit of goods, BUYER waives any right to 
revoke such acceptance for any reason, whether known or unknown to BUYER at the time of acceptance. BUYER's sole and exclusive 
remedy regarding any defect or nonconformance becoming apparent in the goods after such acceptance shall be as set out in Clause T-2 
hereof entitled WARRANTY. 


 
T-7. FORCE MAJEURE 
In no event shall SELLER be liable for any losses or damages (including incidental or consequential damages), delays or defaults 
occasioned by: (1) acts of God or of a public enemy, (2) acts of the United States or any state or political subdivision thereof, (3) fires, 
floods, explosions or other catastrophes, (4) epidemics and quarantine restrictions, (5) strikes, slowdowns or labor stoppages of any kind, 
(6) freight  embargoes, (7) unusually severe weather (8) delays of a supplier, or (9) causes beyond the control of the SELLER. 


 
T-8. TERMINATION 
In the event of termination of all or any part of the order by BUYER or SELLER prior to completion of performance hereunder, SELLER shall 
be entitled to termination charges, if any, as reasonably determined by SELLER. Such charges shall include all expenses, liabilities, and 
obligations incurred with respect to manufacturing the goods or contracting for their manufacture, plus allowance for a reasonable profit. 







 


 


 


 


 
 
 
 
 
T-9. PATENTS, TRADEMARKS, AND COPYRIGHTS 
None of the SELLER's patent, trademark, copyright, or trade secret rights is transferred to BUYER other than the right to use SELLER-
supplied products in the normal course of its business. 


 
T-10. BUYER'S DATA 
BUYER agrees that all data furnished in conjunction with its order together with any information furnished orally shall be free from 
proprietary or confidentiality restriction except as otherwise agreed in writing by SELLER. 


 
T-11. PRICE, QUANTITY AND TAXES 
The prices and quantities set out herein represent the quantity information contained in BUYER's order to SELLER, and SELLER's agreed-
to-price therefore, and shall be controlling. In case of dispute, both parties shall in good faith seek to reach agreement in accord with the 
original agreed-to-order. BUYER agrees to pay all applicable federal, state and local revenue, excise, sales, use or similar taxes. BUYER, 
at SELLER’s discretion, shall provide SELLER with a suitable tax-exempt certificate acceptable to the taxing authorities. 


 
T-12. CHANGES 
Any changes by BUYER relating to the work to be performed, method of shipment or packing, schedule, or place of delivery must be 
made by written order to SELLER. If such changes cause an increase or decrease in the cost of performance or in the time required 
for performance, SELLER shall be entitled to an equitable adjustment and the contract shall be modified accordingly prior to 
implementation of the change. 


 
T-13. TERMS OF PAYMENT 
Payment is due thirty (30) days from the date of shipment, contingent upon credit approval, unless otherwise specified on the invoice. 
Each shipment shall be considered a separate and independent transaction and therefore payment shall be made accordingly without any 
setoff. If shipments are delayed by or at the request of BUYER, Amounts outstanding and unpaid beyond the time specified in these terms 
may, at the sole discretion of the SELLER, accrue interest at 1.5% per month for the duration of the unpaid balance. Orders for custom or 
special products and/or services are irrevocable and may require advance payment. Failure of BUYER to make payments shall be 
grounds for SELLER to delay shipment, place the BUYER on Credit Hold or terminate the contract in whole or in part. 


 
T-14. LETTER OF CREDIT 
SELLER shall not be obligated to provide a letter of credit or other form of contract guarantee for payments received prior to final delivery. 


 
T-15. ASSIGNMENT 
Neither this contract nor any interest herein may be assigned by BUYER, either voluntarily or by operation of law without the prior written 
consent of SELLER. No consent shall be deemed to relieve BUYER of its obligations to fully comply with the requirements hereof. SELLER 
may, without BUYER's consent, assign any monies due or to become due hereunder. 


 
T-16. JURISDICTION 
This contract shall be governed by and construed according to the Laws of the State of Georgia, and exclusive jurisdiction and venue shall 
lie in the courts of the State of Georgia. 


 
T-17. MERCHANDISE AND CLAIM TERMS 
Orders cancelled by BUYER will be subject to a cancellation charge not to exceed 20% of the value of the cancelled order, at SELLER's 
discretion. 


 
T-18. RETURNED GOODS 
No merchandise will be accepted for return without written authorization. All returns must be unused, undamaged, in the original factory 
carton, and accompanied by a "Return Material Authorization (RMA) number and a copy of the SELLER invoice. Restocking charges 
apply to returned goods depending upon the circumstances of return and condition of product. All returned goods must be shipped 
prepaid, insured, and properly packed and the RMA number must be referenced on all correspondence and must be visible on the exterior 
of the carton. 


 
T-19. GENERAL 
SELLER reserves the right to make changes in design, at any time, without incurring any obligations to provide same on units previously 
purchased or to continue to supply obsolete units or parts.  The invalidity    in whole or in part of any provision of this contract shall not 
affect the validity of other provisions. The failure of either party to insist, in any one or more instances, upon the performance of any term or 
terms of this order shall not be construed as a waiver or relinquishment of that party's right to such performance or to future performance of 
such a term or terms, and the other party's obligation in respect hereto shall continue in full force and effect. SELLER specifically rejects 
and objects to BUYER issuance of any unilateral order not in full compliance and agreement with these SELLER Terms and Conditions of 
Sale, except if expressly agreed to in writing by SELLER. 
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SOFTWARE AS A SERVICE AGREEMENT 


This Utility Associates, Inc. Software as a Service Agreement (the “Agreement”) is entered into between Utility 
Associates, Inc. (“UA”), a Delaware corporation having its principal place of business at 250 East Ponce de Leon 
Ave., Suite 600, Decatur, Georgia 30030, and  


___________________________________________________________________________________________________ 
(the “Customer”). This Agreement shall be effective as of the date UA signs this Agreement (the “Effective Date”). The 
Parties agree as follows: 


ARTICLE 1-SCOPE OF SERVICES 


1.1.1 Access to Software. UA is the developer and owner of, or has rights to, certain enterprise mobile device tracking and 
messaging software known as “RCM – Remote Configuration Management”, “DataSync”, “AVaiL™”, “AVaiL Web”, “Vehicle 
Diagnostics”, and “RFID Tracking” and related content to be provided to Customer; such software, its related content and 
any related documentation provided by UA, and the means used to provide the software to Customer and the services 
described herein are collectively referred to as the “Service”. Subject to Customer’s payment of the applicable fees and 
Customer's compliance with the terms of this Agreement, Customer, its affiliates and its and their employees (“Licensed 
Users”) shall have the right to access and use the Service solely for Customer’s and its affiliates’ internal business purposes. 
UA will issue to one Licensed User (“Customer Administrator”) an individual logon identifier and password (“Administrator 
Logon”) for purposes of administering the Service. Using the Administrator's Logon, the Customer Administrator shall assign 
each Licensed User a unique logon identifier and password (“User Login”) and provide such information to the Licensed 
Users and UA via the Service. Customer shall not provide a User Login to any individual or entity that is not a Licensed User 
to use the Service. Customer shall be responsible to ensure, by agreement or otherwise, that each Licensed User will: (a) be 
responsible for the security and/or use of his or her User Login; (b) not disclose such logon identifier or password to any 
person or entity; (c) not permit any other person or entity to use his or her User Login; (d) use the Service only in 
accordance with the terms and conditions of this Agreement and on the workstation software from which the Service is 
accessed. UA shall have the right to deactivate, change and/or delete User Logins of Licensed Users who have violated this 
Agreement and to deny or revoke access to the Service, in whole or in part, if UA reasonably believes Customer and/or its 
Licensed Users are in material breach of this Agreement. Customer shall be solely responsible for ensuring that the access 
to the Service by a Licensed User who ceases to be an employee of Customer or one of its affiliates is terminated. UA shall 
have no responsibility for managing, monitoring, and/or overseeing Customer’s and its Licensed Users' use of the Service. 
Customer acknowledges that the Service may contain devices to monitor Customer’s compliance with the terms and 
restrictions contained herein and Customer’s obligations hereunder.  


1.1.2 Operating Environment. Customer is solely responsible for acquiring, installing, operating and maintaining the 
hardware and software environment necessary to access and use the Service remotely via the Internet.  


1.1.3 Changes to Service. UA may upgrade, modify, change or enhance (“Change”) the Service and convert Customer to a 
new version thereof at any time in its sole discretion so long as such Change does not materially diminish the scope of the 
Service, in which event Customer shall have the right to terminate this Agreement upon thirty (30) days written notice to UA. 
During the term of this agreement, if UA upgrades the version of the Service Customer is using under this Agreement, 
Customer will not be charged an upgrade fee. Should UA offer additional optional software modules in the future that 
complement the Software, Customer may elect to purchase the optional software modules for an additional fee; however, 
Customer has no obligation to do so. 


1.1.4 Help Desk. Between the hours of 9:00 a.m. and 5:00 p.m., Eastern Standard Time, Monday through Friday excluding 
UA holidays (“UA Business Hours”), UA shall provide Customer support in the form of a Help Desk. Customers reporting 
issues through email will receive confirmation of the issue within a reasonable time and will receive a callback the same 
business day if practical. The Help Desk is always subject to availability of our technical staff and clause 1.1.5 below.  
Outside of UA Business Hours, support calls are fielded by a 24 x 7 answering service and relayed to the on-call UA Support 
Staff.   


1.1.5 Uptime Commitment.  


a. Availability.  The Service will be made available to Customer and its Licensed Users twenty-four hours a day, 
seven days a week less the period during which the Service are not available due to one or more of the following 
events (collectively, the “Excusable Downtime”):   
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(i)   Scheduled network, hardware or service maintenance;  
(ii) The acts or omissions of Customer or Customer's employees, agents, contractors, vendors, or anyone gaining 


access to the Service by means of a User Login;  
(iii) A failure of the Internet and/or the public switched telephone network;  
(iv) The occurrence of any event that is beyond UA’s reasonable control, or  
(v)  At Customer’s direction, UA restricting Customer’s and its Licensed Users access to the Service.    


 
b. Commitment. Customer is responsible for promptly notifying UA in the event of a suspected Service failure. For the 
purposes of establishing uptime herein, downtime begins upon such notification and ends upon restoration of Service. 
Subject to Customer satisfying its obligations herein, UA guarantees that the Service will be available to Customer and 
its Licensed Users at least 98% of the time during each calendar month, excluding Excusable Downtime ("Uptime 
Commitment").  If UA fails to satisfy the Uptime Commitment during a month, then UA will credit to Customer a pro-
rated portion of the Fees in the first month of the next succeeding calendar quarter following the failure.  For purposes 
of this Section, "pro-rated portion of the Fees" means the product obtained by multiplying the applicable Fees during 
the month of the failure by a fraction, the numerator of which will be the number of hours that the Service did not 
satisfy the Uptime Commitment, and the denominator of which will be the total number of hours during the month that 
such failure occurred less Excusable Downtime.  


 
ARTICLE 2-USE OF THE SERVICE  


 
2.1 Scope of Use. Subject to the terms and conditions of this Agreement, including, without limitation, Section 2.2 and 2.3 
hereof and Customer's payment of all applicable Fees, UA hereby grants to Customer a limited, a non-exclusive, non-
assignable, non-transferable license (the “License”), without the right to sublicense, to access and use the Service, during 
the Term, over the Internet for Customer's and its affiliates’ internal business purposes, on a computer or a computer 
network operated by Customer, only by Licensed Users and only using the User Logins provided to UA for such Licensed 
Users for such use.  


2.2 End User License Agreements.  The Licensed software may incorporate software under license from a third party. If 
the third party requires Customer’s notification of such use through an End User License Agreement (EULA), UA will provide 
such notification to the Customer. In order to use the Service, Customer agrees to be bound by all EULA(s) provided at the 
time of delivery whether by hardcopy or displayed upon Installation or use of the Service. Customer’s use of the Service 
subsequent to such notice(s) shall constitute Customer’s acceptance of the EULA(s). 


2.3 Restrictions. Customer and its Licensed Users shall not: (a) copy the Service or any portion thereof other than as 
required to use the Service remotely as intended by this Agreement; (b) translate, decompile or create or attempt to create, 
by reverse engineering or otherwise, the source code from the object code of the Service; (c) modify, adapt, translate or 
create a derivative work from the Service; (d) use the Service to track more than the number of tracked asset units for which 
Fees have been paid pursuant Article 3 below; (e) sell, lease, loan, license, assign, sublicense, rent, transfer, publish, 
disclose, divulge, display, make available to third parties on a time-sharing or service bureau basis or otherwise make 
available for the benefit of third parties all or any part of the Service, including, without limitation, by transmitting or providing 
the Service, or any portion thereof, over the Internet, or otherwise, to any third party; (f) interfere or attempt to interfere with 
the operation of the Service in any way; (g) remove, obscure or alter any label, logo, mark, copyright notice, trademark or 
other proprietary rights notices affixed to or contained within the Service; (h) create any frames or other references at any 
other web sites pertaining to or using any of the information provided through the Service or links to the Service; or (i) 
engage in any action that constitutes a material breach of the terms and conditions of this Agreement. All rights not 
expressly granted hereunder are reserved to UA.  
 


ARTICLE 3-FEES AND PAYMENT TERMS 
  


3.1 Fees. As a condition to the License granted pursuant to Section 2.1 above, Customer shall pay Software as a Service 
annual usage fees (“Fees”). Customer shall, in addition to the Fees required hereunder, pay all applicable sales, use, 
transfer or other taxes and all duties, whether international, national, state or local, however designated, which are levied or 
imposed by reason of the transaction(s) contemplated hereby, excluding, however, income taxes on income which may be 
levied against UA (“Taxes”). Customer shall reimburse UA for the amount of any such Taxes.  If Customer fails to pay any 
undisputed Fees within thirty (30) business days of the date they are due, the Service shall be suspended until all 
outstanding Fees have been paid.  All Fees shall be non-refundable except as otherwise set forth herein.  
 
3.2 Time-and-Materials Service. If Customer requests and UA agrees to provide services that are outside the scope of the 
Service, such services shall be provided at UA’s then-current hourly service rates or as established within a separate 
agreement addressing these specific requests.  
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ARTICLE 4-REPRESENTATIONS AND WARRANTIES  
 


4.1 Warranties. Each party (the “Representing Party”) represents and warrants to the other that: (a) it has the authority to 
enter this Agreement and to perform its obligations under this Agreement; (b) the execution and performance of this 
Agreement does not and will not violate any agreement to which the Representing Party is a party or by which it is otherwise 
bound; and (c) when executed and delivered, this Agreement will constitute a legal, valid and binding obligation of the 
Representing Party, enforceable in accordance with its terms. In addition to the foregoing: UA warrants that the software 
provided as part of the Service will materially conform to the applicable then-current documentation relating to the Service 
when used in an operating environment that complies with the then-current documentation relating to the Service. If UA 
alters the documentation in a way that materially diminishes the scope of the Services, Customer shall have the right to 
terminate this Agreement upon thirty (30) days prior written notice to UA.  In the event that the software which is part of the 
Service fails to perform in accordance with this warranty, Customer shall promptly inform UA of such fact, and, as 
Customer’s sole and exclusive remedy, UA shall either: (i) repair or replace the Service to correct any defects in the 
software without any additional charge to Customer, or (ii) terminate this Agreement and provide Customer, as Customer’s 
sole and exclusive remedy, with a pro rata refund (for the unexpired portion of the applicable Term) of the Fees paid to UA 
hereunder. Customer represents and warrants to UA that Customer and its Licensed Users (i) will use the Service only for 
lawful purposes; (ii) will not interfere with or disrupt the operation of the Service or the servers or networks involved with the 
operation of the Service; (iii) attempt to gain unauthorized access to the Service, other accounts, computer systems or 
networks connected to the Service, through any other means; or (iv) interfere with another user's use and enjoyment of the 
Service.  


4.2 Export Restrictions. Customer represents and warrants that it and all Licensed Users will comply with all applicable 
laws, rules and regulations in the jurisdiction from which they access the Service, including those laws, rules and regulations 
which apply to the access, import, use and export of controlled technology or other goods. Customer also agrees that it and 
all Licensed Users will comply with the applicable laws, rules and regulations of the jurisdictions from which UA operates the 
Service (currently, the United States of America and the State of Georgia). In particular, Customer represents, warrants and 
covenants that it shall not, without obtaining prior written authorization from UA and, if required, of the Bureau of Export 
Administration of the United States Department of Commerce or other relevant agency of the United States Government, 
access, use, export or re-export, directly or indirectly, the Service, or any portion thereof or any Confidential Information of 
UA (including without limitation information regarding the use, access, deployment, or functionality of the Service) from the 
United States to (a) any country destination to which access, use, export or re-export is restricted by the Export 
Administration Regulations of the United States Department of Commerce; (b) any country subject to sanctions administered 
by the Office of Foreign Assets Control, United States Department of the Treasury; or (c) such other countries to which 
access, use, export or re-export is restricted by any other United States government agency. Customer further agrees that it 
is solely responsible for compliance with any import laws and regulations of the country of destination of permitted access, 
use, export or re-export, and any other import requirement related to a permitted access, use, export or re-export. 


4.3 Warranty Disclaimer. CUSTOMER ACKNOWLEDGES THAT, EXCEPT AS PROVIDED HEREIN, THE SERVICE IS 
PROVIDED HEREUNDER WITH NO WARRANTY WHATSOEVER. CUSTOMER ACKNOWLEDGES THAT ITS USE OF 
THE SERVICE IS AT ITS OWN RISK. EXCEPT AS EXPRESSLY PROVIDED HEREIN, (a) THE SERVICE IS PROVIDED 
SOLELY ON AN “AS-IS” BASIS, AND (b) UA MAKES, AND CUSTOMER RECEIVES, NO WARRANTIES, EXPRESS, 
IMPLIED, OR OTHERWISE. UA EXPRESSLY DISCLAIMS ALL IMPLIED WARRANTIES AND CONDITIONS OF 
MERCHANTABILITY, MERCHANTABLE QUALITY, SATISFACTORY QUALITY, FITNESS FOR A PARTICULAR 
PURPOSE, AND/OR NONINFRINGEMENT AND ALL DUTIES AND OBLIGATIONS IMPLIED IN LAW. UA DOES NOT 
WARRANT THAT THE SERVICE SHALL BE OPERABLE, SHALL PROPERLY STORE DATA, SHALL OPERATE 
UNINTERRUPTED OR ERROR FREE, SHALL BE SECURE, SHALL KEEP DATA CONFIDENTIAL, SHALL FUNCTION 
OR OPERATE IN CONJUNCTION WITH ANY OTHER PRODUCT OR SHALL MEET CUSTOMER'S NEEDS.  


 
ARTICLE 5-LIMITATION OF LIABILITY 


 
5.1 General. EXCEPT FOR INDEMNIFICATION OBLIGATIONS SET FORTH HEREIN, IN NO EVENT SHALL EITHER 
PARTY, THEIR PARTNERS, PRINCIPALS, EMPLOYEES OR AGENTS BE LIABLE FOR ANY CONSEQUENTIAL, 
EXEMPLARY, SPECIAL, INDIRECT, INCIDENTAL OR PUNITIVE DAMAGES OR LOST REVENUE, LOST PROFITS OR 
ANTICIPATED BUSINESS ARISING FROM OR RELATING TO THIS AGREEMENT, THE SUBJECT MATTER HEREOF 
OR THE SERVICE, INCLUDING WITHOUT LIMITATION, DAMAGES ARISING FROM LOSS OF INFORMATION OR 
DATA, HOWEVER CAUSED (EVEN IF THEY HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES). 
EXCEPT FOR INDEMNIFICATION OBLIGATIONS SET FORTH HEREIN, THE AGGREGATE LIABILITY OF THE 
PARTIES WITH RESPECT TO ANY DAMAGES INCURRED IN ANY ONE YEAR PERIOD IN THE TERM FOR ANY 
OTHER DAMAGES ARISING FROM OR RELATING TO THIS AGREEMENT, THE SUBJECT MATTER HEREOF, OR THE 
SERVICE, HOWEVER CAUSED, UNDER ANY THEORY OF LIABILITY, SHALL NOT EXCEED THE AMOUNTS 
RECEIVED BY OR OWED TO UA FROM CUSTOMER RELATING TO ITS USE OF THE SERVICE DURING SUCH ONE 
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YEAR PERIOD. EXCEPT FOR INDEMNIFICATION OBLIGATIONS SET FORTH HEREIN, THIS LIMITATION APPLIES TO 
ALL CAUSES OF ACTIONS OR CLAIMS IN THE AGGREGATE INCLUDING WITHOUT LIMITATION, BREACH OF 
CONTRACT, BREACH OF WARRANTY, NEGLIGENCE, STRICT LIABILITY, MISREPRESENTATION, CLAIMS FOR 
FAILURE TO EXERCISE DUE CARE IN THE PERFORMANCE OF UA’S SERVICES HEREUNDER, AND OTHER TORTS. 
FURTHER, NO CAUSE OF ACTION WHICH ACCRUED MORE THAN TWO (2) YEARS PRIOR TO THE FILING OF A 
SUIT ALLEGING SUCH CAUSE OF ACTION MAY BE ASSERTED HEREUNDER. CUSTOMER AND UA EXPRESSLY 
ACKNOWLEDGE AND AGREE THAT THE LIMITATIONS AND EXCLUSIONS CONTAINED HEREIN REPRESENT THE 
PARTIES' AGREEMENT AS TO THE ALLOCATION OF RISK BETWEEN THE PARTIES IN CONNECTION WITH THIS 
AGREEMENT. THE PAYMENTS PAYABLE TO UA IN CONNECTION HEREWITH REFLECT THIS ALLOCATION OF RISK 
AND THE EXCLUSION OF CONSEQUENTIAL AND OTHER DAMAGES AND THE OTHER LIMITATIONS HEREIN.  


5.2 Indemnification. Customer agrees to defend, indemnify, reimburse and hold harmless UA and its partners, principals, 
employees and agents with respect to any claim, demand, action, debt, loss, liability, cost and expense (including 
reasonable attorneys' fees, costs and expenses) arising “in a reasonably foreseeable manner” from breach of this 
Agreement or any of the representations, warranties, obligations, covenants or agreements herein by Customer or its 
affiliates, or by any of the agents, employees or Licensed Users thereof, or in connection with use of the Service by or 
through Customer or it affiliates or any Licensed User. As used in the immediately preceding sentence, the term "reasonably 
foreseeable manner" means that a reasonable person familiar with this Agreement and the nature of the Service (including 
without limitation the use of such Service by other customers of UA), after careful consideration of the nature of the 
applicable breach of this Agreement or use of the Service, could have anticipated that the applicable claim, demand, action, 
debt, loss, liability, cost or expense might result from such breach or use.  UA shall indemnify, defend, reimburse and hold 
harmless Customer and its affiliates and the directors, officers, employees and agents of the foregoing with respect to any 
claim, demand, action, debt, loss, liability, cost and expense (including reasonable attorneys' fees, costs and expenses) to 
the extent based upon any third party claim (an “Infringement Claim”) that the aspects of the Service that are proprietary to 
UA in the form originally licensed to Customer infringes any U.S. copyright or patent rights of any third party; provided, 
however, that UA shall have no obligation pursuant to the foregoing to the extent based on or related to (i) any use of the 
Service in violation of this Agreement or the then-current documentation relating to the Service, (ii) any use of the Service in 
conjunction with any product, data, hardware or software not contemplated in the then-current documentation relating to the 
Service, (iii) any data or information of Customer or its affiliates, or (iv) any modifications to the Service made by anyone 
other than UA (unless otherwise authorized in writing by UA). Moreover, notwithstanding any provision hereof to the 
contrary, Customer's exclusive remedy for loss of use of the Service due to any Infringement Claim shall be to suspend its 
payment of Fees to UA hereunder for the period during which its use of the Service is actually prohibited by reason of such 
Infringement Claim, and UA shall have no liability for any other actual, special, incidental or consequential damages based 
on such loss of use. The foregoing states the entire liability of UA with respect to any Infringement Claim, and Customer 
hereby expressly waives any other obligations or liabilities.  


5.3 Indemnification Procedures. A Party seeking indemnification hereunder (an “Indemnified Party”) shall give the Party 
from whom indemnification is sought (the “Indemnifying Party”): (i) reasonably prompt notice of the relevant claim; provided, 
however, that failure to provide such notice shall not relieve the Indemnifying Party from its liability or obligation hereunder 
except to the extent of any material prejudice directly resulting from such failure; (ii) reasonable cooperation, at the 
Indemnifying Party’s expense, in the defense of such claim; and (iii) the right to control the defense and settlement of any 
such claim; provided, however, that the Indemnifying Party shall not, without the prior written approval of the Indemnified 
Party, settle or dispose of any claims in a manner that affects the Indemnified Party’s rights or interest. The Indemnified 
Party shall have the right to participate in the defense at its own expense.  


 
ARTICLE 6-CONFIDENTIAL INFORMATION  


 
6.1 Confidential Information. As used herein, the term “Confidential Information means all technical, business and other 
information relating to the Service, which (i) is possessed or hereafter acquired by UA and disclosed to Customer or 
Licensed Users, (ii) derives economic value from not being generally known to persons other than UA and its customers, 
and (iii) is the subject of efforts by UA that are reasonable under the circumstances to maintain its secrecy or confidentiality.  
Confidential Information shall include, but shall not be limited to, oral or written (including, without limitation, storage in 
electronic or machine readable media) information with respect to UA's trade secrets, know-how, proprietary processes, 
operations, employees, contractors, prospects, business plans, product or service concepts, business methods, hardware, 
software, codes, designs, drawings, products, business models and marketing strategies, in each case relating to the 
Service.  Confidential Information shall not include any information which Customer can demonstrate (a) has become 
generally available to and known by the public (other than as a result of a disclosure directly or indirectly by Customer, any 
of its affiliates or any of its or their respective employees, contractors or agents), (b) has been made available to Customer 
on a non-confidential basis from a source other than UA, provided that such source is not and was not bound by a 
confidentiality agreement with UA or any other legal obligation of non-disclosure, or (c) has been independently acquired or 
developed by Customer without violating any of its obligations under this Agreement. 







                                  Software as a Service Agreement 
 


Page 5 of 8  


 
6.2 Non-Disclosure of Confidential Information. Customer shall hold confidential all Confidential Information (as defined 
in Section 6.1) of UA and shall not disclose or use (except as expressly provided in this Agreement) such Confidential 
Information without the express written consent of UA. Confidential Information of UA shall be protected by the Customer 
with the same degree of care as Customer uses for protection of its own confidential information, but no less than 
reasonable care. Customer may disclose Confidential Information only to those of its employees who have a need to know 
the Confidential Information for purposes of performing or exercising rights granted under this Agreement and only to the 
extent necessary to do so. At any time upon the request of UA, the Customer shall promptly, at the option of UA, either 
return or destroy all (or, if UA so requests, any part) of the Confidential Information previously disclosed and all copies 
thereof, and the Customer shall certify in writing as to its compliance with the foregoing. Customer agrees to secure and 
protect the Confidential Information in a manner consistent with the maintenance of UA’s rights therein and to take 
appropriate action by instruction or agreement with its Licensed Users to satisfy its obligations hereunder. Customer shall 
use its reasonable commercial efforts to assist UA in identifying and preventing any unauthorized access, use, copying or 
disclosure of the Confidential Information, or any component thereof. Without limitation of the foregoing, Customer shall 
advise UA immediately in the event Customer learns or has reason to believe that any person has violated or intends to 
violate these confidentiality obligations or the proprietary rights of UA, and Customer will, at Customer’s expense, cooperate 
with UA in seeking injunctive or other equitable relief in the name of Customer or UA against any such person. In the event 
Customer is required to disclose any Confidential Information by law or court order, it may do so, provided that UA is 
provided a reasonable opportunity to prevent such disclosure, and, in the event of a disclosure, that the Customer apply 
reasonable commercial efforts to ensure that available confidentiality protections are applied to such information.   In such 
event, Customer shall not be liable for such disclosure unless such disclosure was caused by, or resulted from, in whole or 
in part, a previous disclosure by Customer, any of its affiliates or any of its or their respective employees, contractors or 
agents, not permitted by this Agreement.  UA Confidential Information shall not include information which can be 
demonstrated by Customer: (i) to have become part of the public domain except by an act or omission or breach of this 
Agreement on the part of Customer, its employees, or agents; (ii) to have been supplied to Customer after the time of 
disclosure without restriction by a third party who is under no obligation to UA to maintain such information in confidence; or 
(iii) required to be disclosed by law or court order, provided that UA is provided a reasonable opportunity to prevent such 
disclosure, and, in the event of a disclosure, that Customer apply reasonable commercial efforts to ensure that available 
confidentiality protections are applied to such information. 
 
6.3 Non-Disclosure of Customer Confidential Information.  Notwithstanding any provision of this Agreement to the 
contrary, UA shall hold confidential all information disclosed to UA (a) concerning the business affairs or proprietary and 
trade secret information of Customer, (b) any information that derives economic value from not being generally known to 
persons other than Customer and its employees, and (c) any information that is the subject of efforts by Customer that are 
reasonable under the circumstances to maintain its secrecy or confidentiality, whether disclosed to UA by Customer in oral, 
graphic, written, electronic or machine readable form ("Customer Confidential Information") and shall not disclose or use 
such Customer Confidential Information without the express written consent of Customer. Customer Confidential Information 
shall be protected by UA with the same degree of care as UA uses for its own confidential information, but no less than 
reasonable care. UA may disclose Customer Confidential Information only to those of its employees who have a need to 
know the Customer Confidential Information for purposes of performing or exercising rights granted under this Agreement 
and only to the extent necessary to do so. At any time upon the request of Customer, UA shall promptly, at the option of 
Customer, either return or destroy all (or, if Customer so requests, any part) of the Customer Confidential Information 
previously disclosed and all copies thereof, and UA shall certify in writing as to its compliance with the foregoing. UA agrees 
to secure and protect the Customer Confidential Information in a manner consistent with the maintenance of Customer’s 
rights therein and to take appropriate action by instruction or agreement with its employees to satisfy its obligations 
hereunder. UA shall use reasonable commercial efforts to assist Customer in identifying and preventing any unauthorized 
access, use, copying or disclosure of the Customer Confidential Information, or any component thereof. Without limitation of 
the foregoing, UA shall advise Customer immediately in the event UA learns or has reason to believe that any person has 
violated or intends to violate these confidentiality obligations or the proprietary rights of Customer, and UA will, at UA’s 
expense, cooperate with Customer in seeking injunctive or other equitable relief in the name of UA or Customer against any 
such person. Customer Confidential Information shall not include information which can be demonstrated by UA: (i) to have 
become part of the public domain except by an act or omission or breach of this Agreement on the part of UA, its 
employees, or agents; (ii) to have been supplied to UA after the time of disclosure without restriction by a third party who is 
under no obligation to Customer to maintain such information in confidence; or (iii) required to be disclosed by law or court 
order, provided that Customer is provided a reasonable opportunity to prevent such disclosure, and, in the event of a 
disclosure, that UA apply reasonable commercial efforts to ensure that available confidentiality protections are applied to 
such information.  


6.4 Passwords. Any and all logon identifiers and passwords provided hereunder are deemed Confidential Information of 
UA. Customer and Licensed Users are responsible for maintaining the confidentiality of such logon identifiers and 
passwords. Customer agrees to (a) immediately notify UA of any unauthorized use of such logon identifiers or passwords or 
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any other breach of security pertaining to the Service, and (b) ensure that Licensed Users exit from their accounts at the end 
of each session. UA can not and will not be liable for any loss or damage arising from Customer's or any Licensed User's 
failure to comply with this Section 6.4. 


6.5 Term.  With regard to Confidential Information that constitutes trade secrets, the obligations in this Section shall continue 
for so long as such information constitutes a trade secret under applicable law.  With regard to all other Confidential 
Information, the obligations in this Section shall continue for the term of this Agreement and for a period of five years 
thereafter.   


ARTICLE 7-PROPRIETARY RIGHTS 


7.1 Proprietary Rights. No right (except for the License right granted in Article 2), title or interest in any intellectual property 
or other proprietary rights are granted or transferred to Customer hereunder. UA and its third-party licensors and service 
providers retain all right, title and interest, including, without limitation, all patent, copyright, trade secret and all other 
intellectual property and proprietary rights, inherent in and appurtenant to the Service and all derivative works connected 
therewith.  


 
ARTICLE 8-TERM AND TERMINATION  


 
8.1 Term; Termination. The term of this Agreement (the "Term") shall commence on the Effective Date and shall continue 
for an initial term of one (1) year thereafter, unless terminated earlier or renewed as set forth herein, and shall automatically 
renew for additional one (1) year terms unless either party cancels such renewal by written notice to the other party at least 
sixty (60) days in advance of the expiration of the then-current term. Either party may immediately terminate this Agreement 
in the event that: (a) the other party breaches any material obligation, warranty, representation or covenant under this 
Agreement, (b) the other party becomes insolvent or is unable to pay its debts as due, enters into or files (or has filed or 
commenced against it) a petition, arrangement, action or other proceeding seeking relief or protection under the bankruptcy 
laws of the United States or similar laws of any other jurisdiction or transfers all of its assets to another person or entity, or 
(c) Customer has not used the Service for a consecutive six (6) month period. If timely payment of undisputed Fees is not 
received by its due date, UA reserves the right to either suspend or terminate Customer’s or Licensed User’s access to the 
Service. Upon termination or expiration of this Agreement for any reason, the License and the Service shall terminate, 
Customer will be obligated to pay any and all Fees due hereunder up through the date of such termination or expiration and 
UA shall have no further obligations to Customer. Sections 2.2, 2.3, and 4.3 and Articles 5, 6, 7, 8, and 9 hereof shall survive 
the expiration or termination of this Agreement for any reason.    


 
ARTICLE 9-MISCELLANEOUS  


 
9.1 Notices. Any written notice required or permitted to be delivered pursuant to this Agreement will be in writing and will be 
deemed delivered: (a) upon delivery if delivered in person; (b) three (3) business days after deposit in the United States 
mail, registered or certified mail, return receipt requested, postage prepaid; (c) upon transmission if sent via 
telecopier/facsimile, with a confirmation copy sent via overnight mail; (d) one (1) business day after deposit with a national 
overnight courier;  


If to UA:  If to Customer:  


Utility Associates, Inc. 
1484 Brockett Road                                 
Tucker, Georgia  30084 
Attn: Ted M. Davis, President 
Fax: 404 795-0525  
E-Mail: tmd@utility.com  


 
 
 
 
 
 


 


9.2 Governing Law and Venue. This Agreement, and all the rights and duties of the parties arising from or relating in any 
way to the subject matter of this Agreement shall be governed by, construed and enforced in accordance with the laws of 
the State of Georgia (excluding any conflict of laws provisions of the State of Georgia). Any suit or proceeding relating to this 
Agreement shall be brought in the courts, state and federal, located in Fulton County, State of Georgia. 







                                  Software as a Service Agreement 
 


Page 7 of 8  


9.3 UCITA Disclaimer. THE PARTIES AGREE THAT THE UNIFORM COMPUTER TRANSACTIONS ACT OR ANY 
VERSION THEREOF, ADOPTED BY ANY STATE, IN ANY FORM ("UCITA"), SHALL NOT APPLY TO THIS AGREEMENT. 
TO THE EXTENT THAT UCITA IS APPLICABLE, THE PARTIES AGREE TO OPT OUT OF THE APPLICABILITY OF 
UCITA PURSUANT TO THE OPT-OUT PROVISION(S) CONTAINED THEREIN.  


9.4 Assignment. Customer will not assign, sublicense or otherwise transfer this Agreement, in whole or in part, nor delegate 
or subcontract any of its rights or obligations hereunder, without UA's prior written consent, except in the event of an 
assignment to an affiliate  


9.5 Force Majeure. Neither party shall have any liability to the other or to third parties for any failure or delay in performing 
any obligation under this Agreement due to circumstances beyond its reasonable control including, without limitation, acts of 
God or nature, actions of the government, fires, floods, strikes, civil disturbances or terrorism, or power, communications, 
satellite or network failures; provided, however, this Section 9.5 shall not apply to Customer’s obligation to pay any of the 
Fees in accordance with Article 3 hereof. .  


9.6 Modifications. All amendments or modifications of this Agreement shall be in writing signed by an authorized 
representative of each party hereto.  The parties expressly disclaim the right to claim the enforceability or effectiveness of: 
(a) any amendments to this Agreement that are not executed by an authorized representative of UA and Customer; (b) any 
oral modifications to this Agreement; and (c) any other amendments based on course of dealing, waiver, reliance, estoppel 
or similar legal theory. The parties expressly disclaim the right to enforce any rule of law that is contrary to the terms of this 
Section.  


9.7 Waiver. The failure of either party to enforce, or the delay by either party in enforcing, any of its rights under this 
Agreement will not be deemed to be a waiver or modification by such party of any of its rights under this Agreement.  


9.8 Severability. If any provision of this Agreement is held by a court of competent jurisdiction to be invalid or 
unenforceable, in whole or in part, such holding shall not affect the validity or enforceability of the other provisions of this 
Agreement.  


9.9 Headings. The headings used herein are for reference and convenience only and shall not enter into the interpretation 
hereof.  


9.10 Entire Agreement. This Agreement (including the Schedules and any addenda hereto) contains the entire agreement 
of the parties with respect to the subject matter of this Agreement and supersedes all previous communications, 
representations, understandings and agreements, either oral or written, between the parties with respect to said subject 
matter.  


 


Signatures on the Following Page 
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IN WITNESS WHEREOF, UA and Customer have executed this Agreement as of the date set forth below. All signed copies 
of this Agreement shall be deemed originals. 


 
 


 
 
_________________________________________ Utility Associates, Inc,                         
(“Customer”) (“UA”) 
 
 
_____________________________________ ____________________________ 
By (Signature) By (Signature) 


 
_____________________________________ Ted M. Davis__________________              
Name (Print) Name (Print) 


 
_____________________________________ President_____________________ 
Title Title 


 
_____________________________________ ____________________________ 
Date (the “Effective Date”) Date  


 
 


 
 
 











IN-CAR VIDEO COMPLY CHECK LIST 
 
The In-Car Video portion of this RFP is contingent upon funding anticipated to be 
approximately one (1) year from contract award.  Vendors proposing In-Car Video must be 
compatible with proposed Body Worn Cameras.  
 
Vendors must respond check either yes or no to each section below:  Where section asks to 
provide details or response, vendors must respond to the corresponding RFP section not in this 
document. 


 
 Comply 


3.12 STANDARD SPECIFICATIONS Yes No
All mobile video systems and related audio equipment must conform to the applicable 
minimum standards as set by the following: Electronic Industries Association (EIA);  


Federal Communications Commission (FCC)  rules/ regulations;  


Institute of Electrical and Electronic Engineers (IEEE); 


International Electro-technical Commission (IEC); 


International Organization for Standardization (ISO); 


National Fire Protection International (NFPA); 


National Highway Transportation Safety Administration (NHTSA); 


Society of Automotive Engineers (SAE); 


Underwriters Laboratories Inc. (UL); and 


✓  


Vendors must provide documentation that validates that their systems adhere to the 
minimum specifications in the International Association of Chief of Police (IACP) 
Specifications for In-Car Video (dated 11/21/2008), and that the technology used is 
generally accepted in the relevant field.   


✓ 


 
  







 


 


 Comply
3.12.2 VIDEO SYSTEM SPECIFICATIONS Yes No 


The minimum acceptable components consist of the following parts:  
o Front camera 
o Back seat camera  
o Color LED monitor with audio 
o Body worn camera must act as a wireless transmitter for audio with 


in-car & home charger. 
o Covert secondary hard-wired microphone  
o Digital Video Recorder- DVR  
o Integrated GPS receiver and antenna; 
o Collision sensor 
o Controller center  
o Means to transfer media data from In-car to storage solution  
o Video viewer capability 
o Hardware/software necessary to submit videos as evidence  
o All mounts and cables for power, interfaces, cameras, and  antennas 
o Documentation, 
o Warranty and maintenance,  
o Training  
o Shipping and handling 


✓  


   
3.12.3 DIGITAL VIDEO RECORDER (DVR)    


The digital video recorder (DVR) offered shall be in full commercial production.  
Prototypes will not be considered. ✓  


Programming of the in-car recording system shall be restricted to authorized personnel 
only.   ✓  


All controls and indicators shall have adjustable backlighting. ✓  


The officer shall have the option of recording primary, rear-facing, or both cameras 
simultaneously. ✓  


A collision sensor covering 360 degrees, to trigger recordings, without requiring 
connection to the vehicles airbag system, shall be included.  If a collision is detected, the 
video recorder (including pre-event memory) shall be automatically activated so the 
collision and video leading up to the collision is recorded.   


✓  


The in-car digital video system shall be provided with all necessary cables and hardware 
(e.g. fuse holders, mounting brackets) required for installation. ✓  


Each digital video recording system shall be supplied with a comprehensive installation/ 
programming/ operations manual.  The manual shall specify all brackets, hardware and 
mounting locations for installing camera systems. 


✓  


 
 
 
 


 Comply 
3.12.4 DIGITAL VIDEO RECORDER (DVR) Yes No 







The DVR shall mount in standard equipment consoles between the seats, or 
overhead. 


✓  


No permanent modifications shall be required to install the DVR system. ✓  


The DVR system shall be capable of being installed as to not hinder the operation of 
the police unit.  


✓  


The DVR shall be capable of recording two video inputs from a powerful zoom, 
forward-facing camera, and a wide-angle rear-facing camera. 


✓  


The DVR shall provide a choice of at least one of the following upload options. 
o Wireless Ethernet- provided 802.11n base station includes 


encryption, supports multiple simultaneous uploads and is upwardly 
scalable.  The system should be capable of comfortably uploading 
from multiple vehicles in the regional command centers (depicted in 
the scope of work section of this RFP) simultaneously.  In addition, a 
backup upload system must be provided, should the wireless transfer 
system fail. 


o Removable Hard Disc Drive (HDD) with provided hard drive 
docking stations that support plug and play hard drive insertion. 


o Removable Compact Flash Device-Device with provided docking 
stations that support plug-and-play flash card insertion. 


o Cellular - Upload media via LTE connectivity that is compatible 
with the Feeney Wireless Skyus-X modem.  


✓  


The DVR shall have the ability to record up to 8 hours of video before reaching the 
capacity of the storage media at maximum resolution.  For the recording media 
available, specify the recording and playback times, resolution, and MB per second. 


✓  


Video resolution, frame rates, and quality on the DVR shall be preset but can be 
changed by an administrator.  These settings shall be independently configurable for 
recording modes of both video cameras.   Please specify levels for: 


video resolution  
video frame rate  
video quality 


✓  


The DVR shall require a security feature (key, admin software rights) to prevent 
unauthorized users from accessing the on-screen menus to adjust video settings and 
perform file management functions. 


✓  


The DVR shall include a GPS receiver to provide vehicle position, course and speed 
information.  The GPS receiver shall also be used to set the internal DVR clock to 
the proper time and date so that all vehicles display and record proper time. 


✓  







The DVR shall include indicators visible outside of the vehicle to confirm that the 
system is recording and that the wireless audio transmitter is activated.  This indicator 
does not need to be visible to occupants inside the vehicle.   


✓  


The DVR shall be capable of initiating a recording by both automatic and manual 
means.  The DVR shall begin recording automatically when any of the following are 
activated:.  


▪ Vehicle's emergency/pursuit lights;  
▪ Siren, and  
▪ The systems integrated crash sensor.  (This activation shall include 


capturing the "look back" buffer memory to video-record the collision, 
should it be in view of the active camera 


✓  


The audio input associated with the forward-facing camera shall record audio using 
the internal microphone inside the vehicle.  When the wireless audio transmitter/BWC 
is activated, the audio input shall be automatically switched to the wireless audio 
transmitter’s microphone.  The system shall automatically revert to the internal 
microphone when the wireless audio transmitter/BWC is deactivated. 


✓  


The DVR shall include a programmable pre-event recording mode allowing it to 
capture images a minimum of 30 seconds prior to the activation of the RECORD 
mode.  Please specify pre-event recording capability of proposed DVR. 


✓  


The DVR shall be capable of capturing date/time, user identification information, 
emergency light indication, siren indication, speed indication (w/ radar interface), 
braking indication, and whether the microphone is activated.  The information shall 
not be overlaid on the recorded video, and should be stored as secured metadata. 


✓  


The DVR shall allow video to be played back in the vehicle.  When the DVR PLAY 
button is pressed a list of all prior recordings shall appear on the display screen 
provided. 


✓  


The DVR shall record video in a format that allows playback on multiple devices. ✓  


The DVR shall provide a means to ensure the integrity of the recorded video has not 
been compromised.  The video must be able to be authenticated at any time, including 
when it is played back outside of the police vehicle 


✓  


The DVR shall provide a means to ensure the integrity of the recorded video has not 
been compromised.  The video must be able to be authenticated at any time, including 
when it is played back outside of the police vehicle. 


✓ 
 


 


The Control Center/DVR firmware shall allow in-system programming for future 
updates.  Please describe how updates are made.   


✓  


The DVR or related display (Mobile Data Computer, tablet etc.)  shall have backlit 
controls for record; stop; play/pause; forward/reverse, fast forward/ reverse; trace, and 
lighted indicators for power on; record; and play. 


✓  


The power control switch shall allow the DVR to automatically power on after the 
vehicle’s ignition is switched on 


✓  


The DVR shall automatically power down after the vehicle’s ignition is turned off 
provided the DVR is not in “Record” and is not in the process of downloading files or 
other type of file save. 


✓  







The DVR should provide a means to tag an incident at the time it is recorded with 
 a priority designation.  Once a recording is stopped, the DVR should 
automatically prompt the officer to select from the pre-defined drop-down list(s). 


✓  


The DVR shall be capable of operating within the range of interior temperatures 
found within a law enforcement vehicle in Nevada without the need for supplemental 
heating or cooling.  Specify your DVR’s operating range and acceptability for the 
extreme temperature range in Nevada 


✓  


 
 Comply 


3.12.4 COMPACT CCD COLOR CAMERA Yes No 
The low-light CCD color camera shall use a Sony EXview® HAD CCD or equivalent image 
sensor to provide high quality nighttime images while minimizing blooming and glaring from 
bright sources of light.  Proof of “equal” shall be the responsibility of the bidder and shall be 
submitted with the bid if not using the Sony EX VIEW chipset.  


✓  


The forward-facing camera shall be a solid state imaging system that is not subject to burn in, or 
interference by magnetic fields.   ✓  


The forward-facing camera shall operate within the range of temperatures from 0 to 120 degrees 
Fahrenheit or between -17.8 and 48.9 degrees Celsius ✓  


The camera shall be compact so as not to obstruct the driver’s forward or peripheral view thru the 
windshield, or provide any obstruction of factory installed airbags or mirrors. ✓  


 The camera shall be a single unit, including power lens, mounted on the windshield or roof of the 
vehicle and operate on 12 VDC power source. ✓  


The camera shall provide a minimum field of view of 24 feet width at distance of 35 feet (40 
degrees).  ✓  


The camera shall have manual and automatic focus capabilities, which are user selectable.   ✓  


The front camera should have a minimum 120X zoom (10x optical zoom with 12x digital zoom).  
Please specify __________________ mode.  


 ✓ 


The minimum LUX rating of the forward facing camera shall be rated at less than 1 LUX at full 
shutter speeds and 0.05 LUX in night view mode. ✓  


The camera shall automatically adjust for varying light levels from day to night.  The camera and 
lens will be equipped with auto focus, automatic exposure, and automatic white balance. ✓  


The camera shall have a minimum color resolution of 450 horizontal lines ✓  


All cameras shall default to auto focus.  An override system should be configurable to prevent 
operation while the vehicle is in motion. ✓  


The camera shall offer a signal-to-noise ratio of at least 46db. ✓  


The camera shall have backlight compensation setting. ✓  


The camera shall be compact.  List the size and weight of the proposed CCD camera. ✓  


The camera shall mount with a heavy-duty controlled pivot mount that does not obstruct the 
driver’s field of view.  Camera shall be able to be rotated 360 degrees and can pan and tilt to +/- 
90 degrees.  Adjustment shall require no tools. 


✓  


An optional rear view camera shall be available. ✓  


 
 Comply 


3.12.5 BACK SEAT CAMERA SPECIFICATIONS Yes No 
The back-seat camera shall utilize a micro compact with wide angle 1/3” Super HAD image 
device (or equivalent) with approximately 420 lines of resolution.  Proof of “equal” shall be the ✓  







responsibility of the bidder and shall be submitted with the bid.  This must be included in the 
system at no charge.  
The rear-facing camera shall be capable of being mounted covertly in the cab.   ✓  


The rear facing camera shall be capable of recording the entire rear seat area of the police vehicle.  ✓  


The rear-facing camera shall have a minimum lux rating of .03.  Please specify the rating  ✓  


The rear-facing camera shall utilize infrared illumination to capture video in no-light conditions.  ✓  


 
 Comply 


3.12.6 COMPACT COLOR  LCD MONITOR Yes No 
The monitor shall be a full color high quality LCD, active matrix (TFT) screen that measures at 
least 3.0” measured diagonally.   ✓  


The monitor shall be capable of displaying a live picture from the camera when powered, even if 
recording is not in progress.  ✓  


The monitor shall operate between 32 and 120 degrees Fahrenheit.  ✓  


The monitor shall include a system speaker, with volume control, to provide monitoring of live 
audio or playback from all system microphones.   ✓  


 The monitor shall have controls/indicators that mimic the DVR and include record; stop; 
play/pause; forward/reverse; brightness; volume; and power.  The monitor should also include a 
button for disabling the monitor when the system in standby, and accessing a menu for 
programming.  


✓  


The monitor should have the capability to display: date/time, user identification information, 
emergency light indication, siren indication, latitude and longitude, speed (w/ radar interface), 
braking indicator and microphone activation indicator.  The information shall not be overlaid on 
the recorded video; rather, it should be stored as external secure meta-data (or equivalent) in the 
video file.   


✓  


The monitor should support a full-screen video mode (without the auxiliary data) using a single 
key press on the control center ✓  


The monitor shall operate independently from the recording device.  For covert operation it 
should possible to operate the DVR in RECORD mode with the monitor turned off. ✓  


The monitor shall be provided with an adjustable mounting bracket that will allow it to be 
mounted in a variety of locations within the law enforcement vehicle. ✓  


The monitor shall have the capability to display the approximate amount of storage remaining on 
the media in an HH:MM format.  An audible beep or other form of tone shall warn operator prior 
to or when there is 10%, or less, time remaining on the media. 


✓  


 
 


 Comply 
3.12.7 MICROPHONES Yes No 
The system shall come equipped with a digital wireless microphone that is incorporated into the 
BWC and an in-car microphone.  The in-car microphone shall be mountable anywhere within the 
vehicle.  


✓  


Audio from the interior microphone and the wireless microphone/BWC shall record on separate 
audio channels.  ✓  


The wireless microphone/BWC shall be self-contained and include a re-chargeable battery; 
mountable charger/docking station; internal microphone; internal antenna.  Transmitters that rely 
on the microphone cable for an antenna, or which utilize an external antenna shall not be 
permitted.  


✓  


The wireless microphone/BWC system shall be FCC type accepted.  ✓  







The wireless microphone/BWC shall have a minimum effective operating range 1,000 feet under 
line-of-sight conditions. ✓  


The wireless microphone/BWC must have a minimum stand-by battery life of ten (10) hours 
without recharging or additional batteries, with pre-record on. ✓  


The wireless microphone/BWC should be capable of automatically activating the DVR system; 
additionally, the wireless audio transmitter/BWC shall be capable of being activated by the DVR 
system when a recording is started. 


✓  


 
 


 Comply 
3.12.8 CONTROL CENTER SPECIFICATIONS Yes No 
The control center shall be compact in design and mounted overhead, or in the equipment console 
between the seats. ✓  


The control center shall not obstruct the driver’s forward or peripheral view or provide any 
obstruction of factory installed airbags or mirrors. ✓  


The control center shall not require any permanent modifications to the police vehicle. ✓  


The control center shall accommodate the mounting of the front and rear-facing cameras, the 
monitor and keypad. ✓  


 
 


 Comply 
3.12.9 VIDEO VIEWING SOFTWARE/HARDWARE Yes No 
A video viewer/software shall be provided to allow recorded video files to be played on any 
computer and display date/time, user identification, emergency light indication, siren indication, 
latitude and longitude, speed (w/ radar interface), braking indication and the microphone 
activation indicator.  This information shall not be overlaid on the recorded video; it shall be 
displayed outside the video frame.   


✓  


Support for this software shall include version updates provided free of charge for the lifetime of 
the system. ✓  


Vendors shall provide all hardware (media readers/drives) and software necessary duplicate, 
share and present digital video in a court acceptable format.  Please describe transfer steps needed 
to convert captured video to court acceptable evidence without the need for a server based 
infrastructure.   


✓  


The video management software should be capable of converting a video from the proprietary 
format to the standard DVD Video format, and authoring a DVD capable of being played in a 
standard DVD player. 


✓  


 
 Comply 


3.12.10 SERVER BASED VIDEO MANAGEMENT SYSTEM (VMS) Backend 
(Optional) Vendors may propose systems with a server based digital evidence 
management, but are not obligated to do so.  If a server based Video 
Management Software  System (VMS) component is proposed the following 
specifications apply. 


Yes No 


The server based VMS should include server infrastructure in our Northern, Southern, and 
Central regional command offices and assume manual downloading of all rural substations into 
the regional command centers to which they report (see Table 1.2.A).  


N/A N/A 


The server based VMS shall be a turn-key component and fully installed, serviced, warranted, 
and maintained by the vendor.   


N/A N/A 


The server based VMS should include RAID-5 video storage servers or equivalent for all regional 
offices to capture video information, workstation(s) for managing and viewing stored video,  
equipment racks to mount equipment, and uninterruptible power supplies (UPS).  


N/A N/A 







The server based VMS should provide a configurable DVD archive unit that can automatically 
archive video copies based on set parameters, and copy video files to a DVD-Video or equivalent 
court acceptable format. 


N/A N/A 


Pricing for the server based VMS shall be provided on the Pricing Schedule in the vendor’s 
response.  Pricing must be included for all proposed hardware (workstations, servers, archiving 
hardware, video back up systems, access points), wiring, software, installation, configuration, and 
training.   


N/A N/A 


If a server based video management back office component is proposed, a schematic of the back 
end infrastructure shall be included with responses to the RFP. 


N/A N/A 


The server based VMS file storage shall be equipped with sufficient storage to comfortably 
manage video that would be generated from cars depicted in the scope of work in this RFP.  
Please list and itemize the size of proposed storage for each regional command center identified. 


N/A N/A 


If wireless downloading capability is proposed for vehicles assigned to each regional office, 
provide download times for video captured based on the video compression and resolution 
capabilities of proposed cameras, the proposed number of access points, and the proposed 
servers/wiring infrastructure. 


N/A N/A 


The server based VMS shall include a database that contains a record for each recorded video file.  
The database shall store sufficient information to support the search capabilities and provide 
chain-of-evidence documentation. 


N/A N/A 


The server based VMS shall be capable of searching stored video files by: department ID, time, 
date, officer ID, vehicle ID, camera, recording mode, and status (online or archived). 


N/A N/A 


The server based VMS shall be capable of providing custom fields that may be used to store 
department-defined information (e.g. suspect’s name, license plate number, etc.) 


N/A N/A 


The server based VMS should allow videos to be categorized using department-defined drop-
down lists.  This classification shall be used for searching and to define how long each category 
of video is to be kept before it is automatically deleted. 


N/A N/A 


The server based VMS shall provide a means to ensure the integrity of the recorded video.  Video 
integrity must be checked when the video is uploaded, anytime it is played back or archived, and 
shall be verifiable on demand. 


N/A N/A 


The server based VMS shall provide the capability to duplicate, share and present digital video in 
a court acceptable format.  Describe the transfer steps, if any, needed provide video to the courts 
as acceptable evidence.  Describe the way and format the proposed system archives recorded 
video files, and how these files will be stored and backed up for safeguarding.   


N/A N/A 


When a video file is copied or archived to digital media, the Video Management Software shall 
store a unique archive ID and maintain a virtual directory to recall the archived video file(s). 


N/A N/A 


The Video Management Software shall be capable of converting a video from the proprietary 
format to the standard DVD Video format, and authoring a DVD capable of being played in a 
standard DVD player. 


N/A N/A 


The support for this software shall include version updates and be provided free of charge to the 
agency for the lifetime of the system. 


N/A N/A 


 
 Comply 


3.12.11 CONTROL CENTER SPECIFICATIONS Yes No 
An optional radar interface shall integrate directly with the Agency Bee III radar equipment.  
Collected information shall include speed of the target, the “locked” target speed, and the patrol 
vehicle.  


✓  


The State is interested in a system that can be configured for motorcycle use.  All of the 
specifications described for the DVR and wireless microphone shall be applicable.  Is a 
motorcycle option available for your solution?  If so, does the configuration utilize a 
weatherproofed monitor and camera?  Please explain. 


✓  


 
 Comply 


3.12.12 OFFICER SAFETY Yes No 







All equipment shall be capable of installation in the following vehicles while still meeting the 
other requirements stated herein:  Chevrolet Tahoe, Dodge Charger, Ford Interceptor Utility/Sedan 
and Ford F150 Pick-up. 


✓  


Describe dimensions and vehicle mounting options for your camera, recorder, wireless 
microphone, transmitter/ receiver and any other required equipment. ✓  


Equipment must not be installed in such as manner as to interfere with a passenger in the front 
passenger seat. ✓  


No part of the system shall interfere in any way with the driver’s field of view.  The camera shall 
be a single unit, including power lens, mounted on the windshield or roof of the vehicle and 
operate on 12 VDC power source All connections to the camera, for power and video, shall be 
made by a single cable that attaches using a quick release connector.   


✓  


The in-car system shall be protected from damage due to input of voltage, reverse polarity, and 
electrical transients that may be encountered. ✓  


No item installed in the interior of the passenger compartment shall increase the risk of injury to 
occupants during events related to a vehicle crash. ✓  


Any items installed in the interior of the vehicle shall meet the requirements stated in Federal 
Motor Vehicle Safety Standard 201 [October 1, 2002] Occupant Protection in Interior Impact as 
referenced in the In-Car Video Camera Systems Performance Specifications - Digital Video 
Systems provided by the International Association of Chiefs of Police.  (11/21/2008). 


✓  


All controls and components should be located and designed to minimize driver distraction.  The 
control pad should be designed and organized to minimize officer workload.  The record button 
should be readily identifiable by size, color, location and/or other design features.  The record 
button should be easily accessible by officers wearing gloves. 


✓  


System components shall be capable of being illuminated for ready identification during periods of 
darkness.  The illumination level shall be capable of being controlled over a range from bright to 
dark.   


✓  


All wiring shall meet industry standards applicable to the wire application including Underwriters 
Laboratory (UL) as well as the Society of Automotive Engineers (SAE). ✓  


Manufacturers shall provide information in their installer’s guide or owner’s manual that specifies 
the proper wiring, fuses, connectors, connection points with the vehicle electrical system and 
grounding points. 


✓  


No parts that can come into contact with human skin shall be allowed to reach a temperature 
capable of causing a burn injury, Reference UL 60950 “Safety of Information Technology 
Equipment” as amended December 1, 2000 


✓  


Any system component carried on the officer’s person shall meet all Underwriters Laboratory 
Standards for shock/electrocution and burn prevention.  All batteries used in such devices shall 
meet Underwriters Laboratory Standards for safety. 


✓  


The In Car Video System shall operate on a power source that is filtered, regulated, and short-
circuit protected.  The voltage supplied to the In Car Video System components shall meet the 
manufacturer’s specifications and shall not vary with fluctuations of the vehicle’s electrical system 
of between 9 and 18 volts. 


✓  


 
 Comply 


3.12.13 RELIABILITY Yes No 
The video systems shall maintain consistent audio/visual recording quality.  The in-car recording 
system shall not be affected by transmissions from the police communication or interference from 
the following sources: high-powered television stations; other radio frequency interference (e.g.  
UHF, VHF & HF); automobile alternator, ignition, electrical systems; automobile heaters / air 
conditioner fan motors; or other patrol vehicle electrical systems.  


✓  


All equipment shall have a lifecycle of at least 3 years under law enforcement agency usage, or 
have replacement coverage under warranty and maintenance.  Please provide expected lifecycle for 
all video system components. 


✓  







When in operation, the mobile video system must not generate electromagnetic or radiation that 
interferes with communications or other electronic equipment found within a police vehicle  ✓  


Loss of power to the system shall not cause loss of any recorded data or result in the unit requiring 
reprogramming, reloading of software or operating system software. ✓  


The video system shall be able to return to a “ready to record” mode after sudden loss of power 
without requiring user intervention. ✓  


The system’s timekeeping device and the vehicle’s identifier shall be protected by a system battery 
backup to prevent loss of information in the event the vehicle battery is disconnected for up to a 
minimum of fourteen (14) days. 


✓  


Date and time within video system shall be self-adjusting for daylight savings time and leap years.
  ✓  


The video system shall have self-charging backup battery that continues recording upon loss of 
power, and should gracefully shutdown prior to available power being exhausted. The battery 
backup that shall power the system for at least 2 minutes following loss of the vehicle’s battery 
power. 


✓  


 
 Comply 


3.12.14 TRAINING/DOCUMENTATION Yes No 
The vendor shall offer and provide, at no additional cost, training to all end users on the use of the 
video system and video viewing software  ✓  


The vendor shall offer and provide, at no additional cost, training to electronic technicians at their 
Reno, Elko, and Las Vegas shop locations.  This training will ensure proper operation, repair, and 
maintenance of the manufacturer's video system. 


✓  


A system administrator class covering all aspects of the system shall be given at all the DPS/HPD 
Regional Command sites (Reno, Elko, and Las Vegas) upon award. ✓  


Trainers must be experienced instructors who are thoroughly familiar with all technical aspects of 
the system.   ✓  


Provide a course syllabus for training classes to be provided with your RFP response. ✓  


Vendor shall include documentation for procedures on regular maintenance of video system 
components.  ✓  


Vendor shall provide complete service manuals and service bulletins on all electronic components. ✓  


Vendor shall provide documentation of system that includes identification of all vehicle equipment 
and the physical configuration; all configurable system parameters; written installation 
instructions, user manuals; and system administrator manuals instructions covering the change of 
all configuration settings. 


✓  


 
 
 







ATTACHMENT L BODY WORN SPECIFICATIONS 
 
Vendors must respond check either yes or no to each section below:  Where section asks to 
provide details or response, vendors must respond to the corresponding RFP section not in this 
document. 
 


 Comply 
3.11.2 BWC Hardware Requirements Y


e
s 


No 


Cameras worn by officers shall be lightweight, preferably six ounces or less in 
total combined weight. 


✓  


Cameras shall have minimal wiring, not exceed two wires or cables and shall be 
designed to disengage to prevent the wearer from becoming entangled.  


✓  


Cameras shall have recording capability of at least ten continuous (10) hours (the 
State would prefer twelve (12) hours of continuous recording capability).   


✓  


Cameras must have a minimum stand-by battery life of ten (10) hours without 
recharging or additional batteries, with pre-record on. 


✓  


BWC Shall be user friendly that can be activated easily during times of stressful 
events.  


✓  


BWC should have automatic triggers, as a standalone system. ✓  


Rechargeable battery must be able to reach full charge, from no power, in no 
more than six (6) hours. 


✓  


Cameras must have a minimum of thirty-two (32) GB internal/integrated memory 
and storage media not be removable. 


✓  


Rechargeable battery must be able to withstand at least three hundred (300) 
charging cycles, maintaining the 10 hour record time. 


✓  


BWC lens must have a field of view from 95 to 145 degrees. ✓  


The recording speed shall be no less than 30 frames per second (fps). ✓  


Camera shall record video images in full color with a minimum resolution of 640 
pixels x 480 pixels. Adjustable resolution is preferable.  


✓  


Video compression shall be H.263 or higher. ✓  


Cameras shall have multiple mounting options to accommodate varying 
uniformed officers, plain-clothed officers, and tactical field situations.  Examples 
include, but are not limited to, lapel, shoulder, eyeglasses, cap, helmet, holster, 
button shirt, zipper shirt, utility belt, snow suit etc.  Mounts shall not require 
modification to current in-service uniforms.   


✓  


Camera should allow for on scene (in the field) viewing?  If so, describe the 
ability to playback or view video. 


✓  


Camera shall provide feedback to user when activated, either via a visual 
indicator or audible tone. 


✓  


Camera shall have the ability to be set to stealth mode while in the field. ✓  







Camera must have an indicator that shows current operating mode. ✓  


If the camera offers night vision enhancement, the State shall have the ability to 
enable or disable it. 


✓  


The System should provide automatic indexing functionality of video files and be 
capable of interfacing with existing computer-aided dispatch (CAD) vendor, 
Spillman technologies.  


✓  


Cameras shall automatically embed a time/date stamp in the recorded video. ✓  


Cameras shall prevent users from deleting recorded files without authorization. ✓  


Camera should have a method for adding desired metadata to video in the field 
prior to upload. 


✓  


Officers should have the ability to playback or view video in the field on mobile 
cameras and/or MDC’s (Panasonic FZ-G1 Tablet) wirelessly (i.e. Bluetooth). 


✓  


Camera shall have a pre-event record feature (BWC should capture at least thirty 
(30) seconds of video prior to officer initiating the recording). Adjustable times 
are preferable.  


✓  


Camera will export in a standard, open format, such that it can be replayed in 
freely available software without processing or conversion.  Proprietary data 
formats shall not be accepted.  


✓  


The Vendor must offer a multi-dock station capable of uploading digital evidence 
from multiple cameras simultaneously and have the capability to upload video via 
Wi-Fi and/or cellular LTE connectivity.  If via cellular, product should be 
compatible with Fenny Wireless Skyus X modem. 


✓  


The multi-dock station must charge the camera batteries, securely transfer files 
without loss of quality or metadata, and delete the files from the camera once 
transferred to the evidence management system. 


✓  


The multi-dock station should not require a department computer to operate, 
connect or interface with the Internet (e.g. the multi-dock station should be a 
standalone device that connects to the cloud storage solution or server via an 
Ethernet connection). 


✓  


The camera should not cause electromagnetic interference with nearby airwave 
radios (and other electronic equipment and radio communication systems). 


✓  


Loss of power to the camera must not cause data to be lost/corrupted. ✓  


Cameras will be ruggedized.  Cameras shall be able to survive a six-foot drop 
test.  Cameras shall be able to operate at minimum temperature of -12 degrees 
Fahrenheit and a maximum temperature of 130 degrees Fahrenheit. 


✓  


Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP 
rating of IP67. 


✓  


Describe what features devices have in place to prevent accidental activations of 
camera by the user (without the need for accessories or alteration of equipment by 
user).   


✓  


Vendor shall define the required time for automated indexing (specific time frame 
after upload of video evidence) and any expected error rate percentage upon 
indexing, if applicable. 


✓  







The Vendor must state the transfer rate of video from the multi-dock station to 
the cloud in sixty or thirty-minute increments.  Vendors shall break down transfer 
rates by video quality (i.e. Hi Def). 


✓  


Describe device wireless activation features (e.g. device is automatically 
activated with the activation of patrol vehicle’s light bar), if applicable. 


✓  


 
 Comply 
3.11.4 VIDEO MANAGEMENT SYSTEM (VMS)  Yes No 
VMS shall either be an externally hosted cloud-based data storage solution with 
the capability of organizing/managing video/digital evidence, server based or 
consist of a hybrid solution and be accessible via the internet to multiple users 
simultaneously.  The State prefers the Cloud or Hybrid solution. 


✓  


VMS shall  allow for remote access with complete functionality (review, enter 
metadata and send video) with NHP mobile devices and/or computers. 


✓  


VMS shall provide an automatic audit trail for when files and videos are 
accessed. 


✓  


VMS shall allow officers to enter additional metadata to recorded files, such as 
notes or comments. 


✓  


Solution must support all major digital file types (avi, jpeg, mpeg, etc.).  ✓  


VMS shall provide remote viewing of the stored video based on the permissions 
granted by the System Administrator. 


✓  


VMS shall allow users to search video files by name, date of recording, date of 
upload, case number (CAD-generated), device number, as well as categorize and 
add notes to each file within the solution. 


✓  


VMS must allow System Administrators the ability to grant access of specific 
files to specified persons for a specific period of time. 


✓  


VMS shall have the ability to share files internally and externally via secure links 
over the Internet. 


✓  


When videos are exported to a portable media device , all metadata shall transfer 
over without compromising its authenticity.  


✓  


VMS shall grant System Administrators the ability to set variable retention rules 
per DPS/HPD preferences. 


✓  


VMS shall have the ability to set time tables for automatic deletions of files. ✓  


VMS should have the ability to recover deleted evidence within a minimum of 
seven (7) days of deletion.  The State would prefer a recovery period of 30 days. 


✓  


The VMS will maintain a log/audit trail illustrating users who have viewed and 
copied video to an external source (e.g. DVD/ long term storage). 


✓  


VMS must have the ability to preserve the raw file without editing. ✓  


VMS must securely store all videos and recordings in a way that only State-
authorized users and users authorized by DPS/HPD can view. 


✓  


VMS must provide redundant, security back-up of all data. ✓  


VMS should offer redaction capabilities. ✓  







VMS must be compatible with at least Windows 7 Professional Operating System 
or more recent versions) and Internet Explorer Version 11 web browser or more 
recent version(s). 


✓  


Provide the minimum required memory (RAM), if applicable. ✓  


Provide the minimum required processor speed, if applicable.  ✓  


Provide the minimum network speed to upload videos, if cloud based. ✓  


Upload times to the VMS will be defined in per hour or thirty-minute increments 
of video files. 


✓  


Any required or expected ‘buffering’ times before video files are accessible in 
cloud storage (for view or adding metadata) will be clearly defined. 


✓  


Describe System compatibility with mobile devices (iPhones and Android). ✓  


Vendor shall indicate the number of searchable fields in storage system and any 
‘wild card’ searches that can be done to locate stored data. 
 


✓  


Preferences:   
Users should have the ability to send email messages from hosted solution 
interface to end users. 


✓  


VMS should send System Administrators administrative notifications when 
evidence files are about to be deleted. 


✓  


VMS should send System Administrators administrative notifications when users 
need their credentials reset due to failed log on attempts. 


✓  


VMS should offer auto-redaction capabilities, to include high-movement and low 
light video; preferred to minimize the amount of time to redact 30 fps for the 
entire length of video. 


✓  


VMS should have the ability to capture data, report on video statistics and 
provide custom reports. 


✓  


 
 Comply 
3.11.5 VIDEO STORAGE  Yes No 
If cloud based, the storage facility must be located within the continental United 
States. 


✓  


Does your storage solution have the ability to upload video from multiple camera 
units simultaneously?  


✓  


Storage solution should have the ability to view multiple linked videos 
simultaneously.  


✓  


Solution should have two tier storage capacity for active video and long term 
storage needs as defined by the State. 


✓  


Does proposed solution offer storage options for ‘unlimited storage’ of body 
camera video evidence? 


✓  


Does your system provide a method to upload videos, via an access point?  Please 
describe your process. 


✓  


Is your system compatible with an EnGenius ENS500EXT access point? ✓  







Does solution have the ability to maintain and export audit trail along with video? ✓  


Define maximum storage capacity, if any. ✓  


Describe  the capability of proposed solution to provide the State with the ability 
to export/download and migrate original recordings with all metadata to other 
storage media or, local storage  inclusive of all metadata and chain of custody 
information. 


✓  


Describe archival, hot and cold cloud storage solutions.   ✓  


Describe archival solutions for server storage, if applicable. ✓  


Discuss different cost savings as defined by various storage solutions (active vs. 
long-term storage of files). 


✓  


Describe capability to respond to requests to pull video from ‘cold cloud storage’, 
including time required to download video from storage. 


✓  


Describe your solution to upload video in the rural areas that only have a 
maximum broadband speed of 1.5 Mbps 


✓  


 
 Comply 
3.11.6  SYSTEM SECURITY  Yes No 
The VMS shall meet the minimal security requirements for the Criminal Justice 
Information Services (CJIS) Policy.  In particular, the VMS shall comply with 
Policy Areas 2 through 13 in Section 5 of the CJIS Policy.  The CJIS Policy can 
be viewed by accessing the following link: https://www.fbi.gov/about-us/cjis/cjis-
security-policy-resource-center 


✓  


Will access to Criminal Justice Information (CJI) within a cloud environment fall 
within the category of remote access? (5.5.6 Remote Access)  


✓  


Will advanced authentication (AA) be required for access to CJI within a cloud 
environment (5.6.2.2 Advanced Authentication, 5.5.2.2.1 Advanced 
Authentication Policy and Rationale) 


✓  


Does your cloud service provider’s datacenter(s) used in the transmission or 
storage of CJI meet all the requirements of a physically secure location? (5.9.1 
Physical Secure Location)  


✓  


Are the encryption requirements being met? (5.10.1.2 Encryption) ✓  


Who will be providing the encryption as required in the CJIS Security Policy? 
(Client or cloud service provider) 


✓  


Is the data encrypted while at rest and in transit? ✓  


What are the cloud service provider’s incident response procedures? (5.3 Policy 
Area 3: Incident Response) 


✓  


Will the cloud subscriber be notified of any incident?   
If CJI is compromised, what are the notification and response procedures? ✓  


Is the cloud service provider a private Vendor/vendor?   ✓ 
If so, they are subject to the same screening and agreement requirements as any   







other private Vendors hired to handle CJI. (5.1.1.5 Private Vendor User 
Agreements and CJIS Security Addendum; 5.12.1.2 Personnel Screening for 
Vendors and Vendors) 
Will the cloud service provider allow the CSA and FBI to conduct compliance 
and security audits? (5.11.1 Audits by the FBI CJIS Division; 5.11.2 Audits by 
the CSA)  


✓  


The State may verify that Vendor is in compliance with CJIS by requesting a 
compliance audit of Vendor’s technology deployment through the CJIS Systems 
Agency to the Federal Bureau of Investigation (FBI).  The FBI CJIS Division 
shall perform the requested audit to verify compliance. 140-2.  


✓  


System shall provide full conformance to Federal Information Processing 
Standards (FIPS) Publication 


✓  


VMS shall provide user authentication with a unique username and password.  ✓  


VMS will allow for authorized users to be established based on various roles and 
permissions by the System Administrator. 


✓  


VMS will offer optional IP access restriction and security challenge questions 
upon access from an unknown or previously used location. 


✓  


Any access to stored video shall be maintained in an automatic log or audit trail 
showing users that have viewed, shared or copied video to an external source 
(e.g. CD/DVD, local storage, etc.), and the audit trail should be capable of being 
exported 


✓  


Log activities performed by specific user ID, IP address and time/date stamp all 
activities. 


✓  


System Administrators shall have the ability to administratively manage accounts 
and assign rights and permissions to system users. 


✓  


VMS shall provide ability to set an unsuccessful access attempt limit and suspend 
IDs after reaching the unsuccessful access threshold. 


✓  


VMS shall provide ability to send alerts to System Administrators for 
unauthorized access attempts. 


✓  


VMS shall enable automatic logoff of ID after a defined period of session 
inactivity, and perform subsequent re-log-on password authentication. 


✓  


VMS shall provide ability to configure password parameters such as password 
lengths, user access to expiration settings and other behaviors, enabling 
alphanumeric characters, etc. 


✓  


VMS shall provide ability to lock out user or group ID. ✓  


Vendor will provide a detailed explanation of data security standards, to include 
but not limited to: defining the physical environment, location of all host servers; 
protections against natural and man-made disasters; encryption; transfer; storage; 
redundancy and recovery of files. 


✓  


Describe security standards for hardware (cameras) in place to prevent data from 
being accessed in the event a camera is lost or stolen. 


✓  


Vendor will describe any previous loss of data occurring from criminal actions, as 
well as other issues that impact data integrity, such as unauthorized data access 
by contract personnel. 


✓  







Provide a non-technical means for field personnel to remotely view stored video 
without altering original file (other than applying metadata to file). 


✓  


Describe ability of system to enforce password expiration. ✓  


Describe ability of system to limit concurrent sessions. ✓  


Describe ability of system to log changes to administrative functions. ✓  


 
 Comply 
3.11.7 INFORMATION SECURITY Yes No 
Vendor shall encrypt transmission of confidential data when transferred through 
publicly accessible networks such as the Internet. 


✓  


Vendor shall ensure all transmission of information data files are transferred 
through a Secure Socket Layer (SSL), which creates a 128 bit encrypted 
connection which is password protected.  All data files that are on Vendor’s 
servers are encrypted once they have completed the upload and pre-process 
procedures. 


✓  


All input data transmitted across public networks (all networks other than the 
State’s) shall be encrypted during transit and decrypted electronically during 
processing to produce non-confidential output data.  The decrypted data shall not 
be accessible by Vendor’s employees unless otherwise limited on a “need to 
know” basis as determined by the Nevada Highway Patrol’s designee. 


✓  


The System shall have a host-based firewall technology preventing inappropriate/ 
unauthorized access.  Vendor shall provide the following: 


✓  


All intrusion detection system monitoring for unauthorized access attempts. ✓  


Must run anti-virus software. ✓  


Monitor daily logs for potential intrusions, file integrity. ✓  


Only allow access by uniquely assigned and auditable IDs. ✓  


All data transfers and administrative access must be in an encrypted format. ✓  


 
 Comply 
3.11.8 IN-CAR VIDEO INTEGRATION Yes No 
BWC must have the ability to record audio for the In-car video system.  ✓  


BWC must have the ability to activate recording off the In-Car video systems 
automatic triggers. 


✓  


   
 
 







3.11.2 BWC Hardware Requirements 
3.11.2.10 BWC lens must have a field of view from 95 to 145 degrees. 
 
RESPONSE:  Utility has incorporated the feedback from NHP for our BodyWorn  by 
increasing the field of view of our system.  Below is a diagram of the expected field of view 
from the new BodyWorn camera that will be implemented by NHP should Utility be selected 
for this project.  


 
3.11.2.33 Vendor will state camera’s Ingress Protection (IP) rating. The State prefers an IP rating of 
IP67. 
 
RESPONSE: BodyWorn is IP67 rated. 
 
3.11.2.34 Describe what features devices have in place to prevent accidental activations of camera by 
the user (without the need for accessories or alteration of equipment by user). 
 
RESPONSE: BodyWorn is securely mounted inside of a vest and is activated via automated policy-
based recording triggers or  a bluetooth controller worn by the user.  This prevents most accidental 
activations of the camera by the user, but a minimum recording duration can be configured, based on 
agency so that accidental activations are discarded if BodyWorn hasn’t recorded for the minimum 
defined recording duration. For example, if BodyWorn is activated and the minimum recording 
duration is set to 5 seconds, it would have to record more than 5 seconds otherwise the recording is 
discarded and considered an accidental activation. 
 
3.11.2.35 Vendor shall define the required time for automated indexing (specific time frame after 
upload of video evidence) and any expected error rate percentage upon indexing, if applicable. 
 
RESPONSE: Not applicable - video is made available for review immediately after upload. 







 
3.11.2.36 The Vendor must state the transfer rate of video from the multi-dock station to the cloud in 
sixty or thirty-minute increments.  Vendors shall break down transfer rates by video quality (i.e. Hi 
Def). 
 
RESPONSE: BodyWorn transfers video wirelessly to the cloud and as such, the transfer rate will vary 
depending on the amount of bandwidth available on the upload link. From our testing, we have 
observed transfer rates of 1GB of data in 90 seconds. Transfer rates will not vary depending on 
quality. 
 
3.11.2.37 Describe device wireless activation features (e.g. device is automatically activated with the 
activation of patrol vehicle’s light bar), if applicable. 
 
RESPONSE: BodyWorn can be automatically triggered when used in conjunction with the Rocket 
IoT with no detectable latency. In addition, BodyWorn can be automatically triggered from policy-
based events such as the light bar turning on, the door opening, shotgun being removed, etc. Action 
zones can be created by dispatch in the event of an emergency to cause specified devices to begin 
recording when they physically enter the action zone. In order to aid in communication during such 
an emergency, BodyWorn can provide a live stream to authorized users. 
 
 
3.11.4 VIDEO MANAGEMENT SYSTEM (VMS) 
3.11.4.20 Provide the minimum required memory (RAM), if applicable. 
 
RESPONSE: Because AVaiL, our VMS, is cloud-based and accessed via a web browser, there are no 
specific minimum memory requirements. 
 
3.11.4.21 Provide the minimum required processor speed, if applicable.  
 
RESPONSE: Since AVaiL is cloud-based and accessed via a web browser, there are no specific 
minimum processor speed requirements. 
 
3.11.4.22 Provide the minimum network speed to upload videos, if cloud based. 
 
RESPONSE: Due to the way BodyWorn uploads evidence, there is no specific minimum network 
speed. We have observed successful upload of video to the cloud with upload throughputs as low as 
0.5Mbps. 
 
3.11.4.25 Describe System compatibility with mobile devices (iPhones and Android). 
 
RESPONSE: AVaiL can be accessed from any operating system including iOS on iPhone and 
Android. 
 







3.11.4.26 Vendor shall indicate the number of searchable fields in storage system and any ‘wild card’ 
searches that can be done to locate stored data. 
 
RESPONSE: The search feature within AVaiL operates similar to how modern search engines 
function which means that keywords that are within the metadata can be used to search for incidents 
providing very powerful searching capabilities within the system.  Some common search parameters  
include officer name, device name, classification type, title, GPS location, related incidents, etc.   
 
 
3.11.5 VIDEO STORAGE 
3.11.5.6 Does your system provide a method to upload videos, via an access point?  Please describe 
your process. 
 
RESPONSE:  The BodyWorn video automatically uploads to the CJIS compliant Evidence Vault 
provided by the RocketIoT installed within the patrol vehicle.  This automatic secure transfer of video 
evidence mitigates the risk of video being lost or damaged while on the body camera.  Once the video 
has been transferred to the Evidence Vault within the patrol vehicle, it will be uploaded based on 
department policies via cellular or Wi-Fi depending on the priority of the incident.  High priority 
items can be transferred immediately to the cloud while lower priority items offload over Wi-Fi 
through Smart Waypoints, provided by Utility, once the vehicle returns to the department.  Physically 
docking body cameras is time consuming and a hindrance on operational efficiencies.  Real-time 
wireless offload allows for true situational awareness and ensures Chain-of-Custody.   
 
3.11.5.9 Define maximum storage capacity, if any. 
 
RESPONSE: BodyWorn has a maximum storage capacity of 16GB (with options of expanding to 
32GB or higher.) BodyWorn doesn’t normally reach the maximum storage capacity since it 
automatically uploads video as it is recording to the RocketIoT Evidence vault installed within the 
vehicle. 
 
3.11.5.10 Describe the capability of proposed solution to provide the State with the ability to 
export/download and migrate original recordings with all metadata to other storage media or, local 
storage inclusive of all metadata and chain of custody information. 
 
RESPONSE: AVaiL supports the ability to export original recordings as H.264/AAC MP4 and 
metadata and chain of custody information as CSV. 
 
3.11.5.11 Describe archival, hot and cold cloud storage solutions. 
 
RESPONSE: AVaiL initially stores video evidence in immediately-available hot storage, enabling 
users to review and categorize fresh evidence without delay.  After a set period, AVaiL will 
automatically move video evidence into cold storage for permanent archival.  After evidence has been 
moved to cold storage, users can request evidence, and AVaiL will notify the user via email that the 
evidence is again available in hot storage. 







 
3.11.5.12 Describe archival solutions for server storage, if applicable. 
 
RESPONSE: This is not applicable as we offer a cloud storage solution. 
 
3.11.5.13 Discuss different cost savings as defined by various storage solutions (active vs. long-term 
storage of files). 
 
RESPONSE:  The BodyWorn solution is offered with unlimited data storage as long as the 
department follows state mandated retention policies.  This savings is included within the Utility 
proposal. 
 
3.11.5.14 Describe capability to respond to requests to pull video from ‘cold cloud storage’, including 
time required to download video from storage. 
 
RESPONSE: Users will use the normal AVaiL search functions to locate the evidence that they wish 
to review.  If the evidence has already been moved to cold storage, then the user will use AVaiL to 
request access to the evidence.  Within 4 to 5 hours, AVaiL will have the evidence available in hot 
storage and notify the user that it is available for review. 
 
3.11.5.15 Describe your solution to upload video in the rural areas that only have a maximum 
broadband speed of 1.5 Mbps 
 
RESPONSE: Utility uploads video and audio in one-minute increments, no matter what the local 
backhaul speed is. 
 
The BodyWorn video automatically uploads to the CJIS compliant Evidence Vault provided by the 
RocketIoT installed within the patrol vehicle.  This automatic secure transfer of video evidence 
mitigates the risk of video being lost or damaged while on the body camera.  Once the video has been 
transferred to the Evidence Vault within the patrol vehicle, it will be uploaded based on department 
policies via cellular or Wi-Fi depending on the priority of the incident.  High priority items can be 
transferred immediately to the cloud while lower priority items offload over Wi-Fi through Smart 
Waypoints, provided by Utility, once the vehicle returns to the department.  Physically docking body 
cameras is time consuming and a hindrance on operational efficiencies.  Real-time wireless offload 
allows for true situational awareness and ensures Chain-of-Custody.   
 
 
 
3.11.6  SYSTEM SECURITY 
3.11.6.6 Who will be providing the encryption as required in the CJIS Security Policy? (Client or 
cloud service provider) 
 







RESPONSE: For BodyWorn Utility and Amazon  will provide the encryption as required in the CJIS 
Security Policy.  Data is secured with AES 256 bit encryption while on the device, in transit, and at 
rest in the cloud.  
 
3.11.6.8 What are the cloud service provider’s incident response procedures? (5.3 Policy Area 3: 
Incident Response) 
 
RESPONSE: Full CJIS compliance and third party audit available for review.  
 
3.11.6.10 If CJI is compromised, what are the notification and response procedures? 
 
RESPONSE: In the very unlikely event of this occurring, Utility will notify the NHP Point of Contact 
of the compromise within 2 hours of discovery.  
 
3.11.6.27 Vendor will provide a detailed explanation of data security standards, to include but not 
limited to: defining the physical environment, location of all host servers; protections against natural 
and man-made disasters; encryption; transfer; storage; redundancy and recovery of files. 
 
RESPONSE:   By using Amazon GovCloud Web Services, we are able to maintain 
99.99999999999% resilience in the government cloud. Due to the way this type of infrastructure is 
designed, data is constantly replicated across various data centers within CONUS. 
 
3.11.6.28 Describe security standards for hardware (cameras) in place to prevent data from being 
accessed in the event a camera is lost or stolen. 
 
RESPONSE: All data on the device is encrypted at rest and only authorized users are able to view 
video and associated metadata. No user has access to the raw data stored on the device. 
 
3.11.6.29 Vendor will describe any previous loss of data occurring from criminal actions, as well as 
other issues that impact data integrity, such as unauthorized data access by contract personnel. 
 
RESPONSE: Utility BodyWorn has not lost any data due to criminal actions or unauthorized access 
by contract personnel.   
 
3.11.6.31 Describe ability of system to enforce password expiration. 
 
RESPONSE: AVaiL allows for customizable password expiration according to department policy. 
 
3.11.6.32 Describe ability of system to limit concurrent sessions. 
 
RESPONSE: A unique user can only have one unique session at any given time. In this way, a user 
cannot remain logged in at one workstation and log in to another workstation at the same time. 
 
3.11.6.33 Describe ability of system to log changes to administrative functions. 







 
RESPONSE: All changes to administrative functions are logged along with the user who made the 
changes and other various information. 
 







3.12.3 DIGITAL VIDEO RECORDER (DVR) 
3.12.3.6. The DVR shall have the ability to record up to 8 hours of video before reaching the capacity 
of the storage media at maximum resolution.  For the recording media available, specify the recording 
and playback times, resolution, and MB per second. 
 
RESPONSE: RocketIoT can record over 20 hours of video before reaching the capacity of the storage 
media at maximum resolution. RocketIoT video evidence is immediately captured and immediately 
available for playback at its native resolution. RocketIoT records front-facing and backseat video at a 
configurable resolution of 720p up to 1080p at 30 FPS at anywhere between 1.9MB and 6.9 MB per 
second. 
 
3.12.3.7. Video resolution, frame rates, and quality on the DVR shall be preset but can be changed by 
an administrator.  These settings shall be independently configurable for recording modes of both 
video cameras. Please specify levels for: video resolution, video frame rate, video quality 
 
RESPONSE: By default, the cameras connected to RocketIoT are preset to 720p at 30FPS, but this 
can be configured for either camera up to 1080p. 
 
3.12.3.13. The DVR shall include a programmable pre-event recording mode allowing it to capture 
images a minimum of 30 seconds prior to the activation of the RECORD mode.  Please specify pre-
event recording capability of proposed DVR. 
 
RESPONSE: RocketIoT includes a programmable pre-event recording mode allowing it to capture 
images at configurable intervals such as 5 seconds, 30 seconds, or 60 seconds. This can be configured 
to different values for the front and rear cameras if desired. 
 
3.12.3.19. The Control Center/DVR firmware shall allow in-system programming for future updates.  
Please describe how updates are made. 
 
RESPONSE: Updates are pulled automatically by RocketIoT from the cloud. There is also a manual 
method for pulling updates which can be initiated from the local interface.  The system supports 
flexible Over-The-Air (OTA) updates for the entire fleet, groups, and individual devices. 
 
3.12.3.24. The DVR shall be capable of operating within the range of interior temperatures found 
within a law enforcement vehicle in Nevada without the need for supplemental heating or cooling.  
Specify your DVR’s operating range and acceptability for the extreme temperature range in Nevada 
 
RESPONSE: RocketIoT is capable of operating within the range of interior temperatures found 
within a law enforcement vehicle in Nevada without the need for supplemental heating or cooling. 
The operating range of RocketIoT is -4°F to 158°F. 
 
 


 
3.12.4 COMPACT CCD COLOR CAMERA 







3.12.4.1. The low-light CCD color camera shall use a Sony EXview® HAD CCD or equivalent image 
sensor to provide high quality nighttime images while minimizing blooming and glaring from bright 
sources of light.  Proof of “equal” shall be the responsibility of the bidder and shall be submitted with 
the bid if not using the Sony EX VIEW chipset.  
 
RESPONSE:   As a standard RocketIoTX utilizes a robust IP66 weather resistant camera with a Sony 
Exmor CMOS image sensor.  This camera offers excellent low light capability with a 0.1 Lux rating.  
CMOS has lower power consumption and less vertical smearing than the CCD sensors.   The 
RocketIoTX has the ability to support various IP cameras with H.264 stream. 
 
 
3.12.4.8. The front camera should have a minimum 120X zoom (10x optical zoom with 12x digital 
zoom).  Please specify __________________ mode.  
 
RESPONSE:   As a standard,  RocketIoTX camera does not support optical or digital zoom on the 
camera itself due to the 1080P resolution.  Image zooming can be accomplished within the AVaiL 
Video Management software once video is uploaded to the system.  The compact form factor of the 
front facing camera offers a high degree of visibility to the vehicle driver by minimizing the intrusion 
of the AS1 line on the windshield of the vehicle.  RocketIoTX has the ability to support various IP 
cameras with H.264 stream. 
 
3.12.4.15. The camera shall be compact.  List the size and weight of the proposed CCD camera. 
 
RESPONSE: The dimensions for the camera are 0.9” x 3.8” and it weighs 0.3 lbs. 
 
 


3.12.5 BACK SEAT CAMERA SPECIFICATIONS 
3.12.5.1. The back-seat camera shall utilize a micro compact with wide angle 1/3” Super HAD image 
device (or equivalent) with approximately 420 lines of resolution.  Proof of “equal” shall be the 
responsibility of the bidder and shall be submitted with the bid.  This must be included in the system 
at no charge.  
 
RESPONSE: The back-seat camera utilizes a micro compact with wide angle ⅓” Sony Super HAD 
image device with 420 lines of resolution. 
 
3.12.5.4. The rear-facing camera shall have a minimum lux rating of .03.  Please specify the rating  
 
RESPONSE: RocketIoT’s rear facing camera automatically switches to infrared mode in very low 
light, effectively requiring a minimum LUX rating of 0. 
 
 


 
3.12.9 VIDEO VIEWING SOFTWARE/HARDWARE 







3.12.9.3. Vendors shall provide all hardware (media readers/drives) and software necessary duplicate, 
share and present digital video in a court acceptable format.  Please describe transfer steps needed to 
convert captured video to court acceptable evidence without the need for a server based infrastructure. 
 
RESPONSE: Video evidence can be exported into MP4 or ISO format which can then be burnt to a 
DVD and will play on a DVD player in court. 
 
 


3.12.11 CONTROL CENTER SPECIFICATIONS 
3.12.11.2. The State is interested in a system that can be configured for motorcycle use.  All of the 
specifications described for the DVR and wireless microphone shall be applicable.  Is a motorcycle 
option available for your solution?  If so, does the configuration utilize a weatherproofed monitor and 
camera?  Please explain. 
 
RESPONSE: A motorcycle option is available for Utility’s solution that utilizes a weatherproofed 
monitor and camera. 
 
3.12.11.4. Describe dimensions and vehicle mounting options for your camera, recorder, wireless 
microphone, transmitter/ receiver and any other required equipment. 
 
RESPONSE:   The RocketIoTX is a very compact solution by offering a combined wireless router 
and DVR within a single device.  Dimensions are 197 x 150 x 44 (LxWxH) mm.  The device is 
typically installed within the trunk of the vehicle or storage compartment within an SUV.  The 
compact form factor of the front facing camera offers a high degree of visibility to the vehicle driver 
by minimizing the intrusion of the AS1 line on the windshield of the vehicle. 
 
 







 
3.12.15   Installation 
 


3.12.15.1 Describe your approach for installing camera systems if this service is requested by the 
State.  The State reserves the right to do such installations either through its fleet shops, 
or through an accessory installation contract. 


 
Utility has reviewed and understands the requirement. Utility’s approach 
to installing camera systems in provided in the Project Management 
narrative above.  


 
 
3.12.15.2  Provide an installation price per camera unit for each regional office. 
 


Utility installation price per camera unit for each regional office is included 
in the Pricing for the Cost Proposal submitted in a separate sealed 
package as requested by the RFP.  


 
 
 
3.12.15.2   Specify the companies that will provide installation of camera systems in our Reno,   


Elko and Las Vegas regional offices if requested by the State. 
 


 
If Utility is contracted to perform installation, it is Utility’s intention to use 
its own staff and resources to provide installation of cameras systems at 
these regional offices for the State of Nevada.  


 
 
 
 







   
 


 
4. COMPANY BACKGROUND AND REFERENCES 


 
4.1 VENDOR INFORMATION 


 
4.1.1.1 Vendors must provide a company profile in the table format below. 


 
Question Response 


Company name: Utility Associates, Inc.  
Ownership (sole proprietor, partnership, etc.): Corporation 
State of incorporation: Delaware 
Date of incorporation: 2001 
# of years in business: 15 
List of top officers: Robert McKeeman, Chief Executive Officer 


Ted Davis, President/ Chief Technology Officer 
Chris Lindenau, Chief Revenue Officer 
Anthony Baldoni, VP of Operations 
Simon Araya, VP of Engineering 
Jason Blair, Chief Financial Officer 


Location of company headquarters: Decatur, GA 
Location(s) of the company offices: Decatur, GA and Covington, GA 
Location(s) of the office that will provide the 
services described in this RFP: 


Decatur, GA (headquarters) and 
Covington, GA (warehouse) 


Number of employees locally with the  
expertise to support the requirements identifie   
this RFP: 


60 


Number of employees nationally with the  
expertise to support the requirements in this  
RFP: 


65 


Location(s) from which employees will be 
assigned for this project: 


Decatur, GA and Covington, GA 


 
4.1.2 Please be advised, pursuant to NRS 80.010, a corporation organized pursuant 


to the laws of another state must register with the State of Nevada, Secretary 
of State’s Office as a foreign corporation before a contract can be executed 
between the State of Nevada and the awarded vendor, unless specifically 
exempted by NRS 80.015. 


 
4.1.3 The selected vendor, prior to doing business in the State of Nevada, must be 


appropriately licensed by the State of Nevada, Secretary of State’s Office 
pursuant to NRS76.  Information regarding the Nevada Business License can 
be located at http://nvsos.gov. 


 
 
 
 



http://nvsos.gov/





   


 
 


Question Response 
Nevada Business License  Utility will obtain prior to contract 
Number: Utility will obtain prior to contract 
Legal Entity Name: Utility Associates, Inc.  


 
Is “Legal Entity Name” the same name as vendor is doing business as? 


 
Yes X No  


 
If “No”, provide explanation. 


 
4.1.4 Vendors are cautioned that some services may contain licensing 


requirement(s).  Vendors shall be proactive in verification of these 
requirements prior to proposal submittal.  Proposals that do not contain the 
requisite licensure may be deemed non-responsive. 


 
4.1.5 Has the vendor ever been engaged under contract by any State of Nevada 


agency?   
 


Yes  No X 
 


If “Yes”, complete the following table for each State agency for whom 
the work was performed.  Table can be duplicated for each contract 
being identified. 


 
Question Response 


Name of State agency: -NA- 
State agency contact name: -NA- 
Dates when services were 
performed: 


-NA- 


Type of duties performed: -NA- 
Total dollar value of the 
contract: 


-NA- 


 
4.1.6 Are you now or have you been within the last two (2) years an employee of 


the State of Nevada, or any of its agencies, departments, or divisions? 
 


Yes  No X 
 


If “Yes”, please explain when the employee is planning to render 
services, while on annual leave, compensatory time, or on their own 
time? 
 







   


 
 


If you employ (a) any person who is a current employee of an agency of 
the State of Nevada, or (b) any person who has been an employee of an 
agency of the State of Nevada within the past two (2) years, and if such 
person will be performing or producing the services which you will be 
contracted to provide under this contract, you must disclose the identity 
of each such person in your response to this RFP, and specify the 
services that each person will be expected to perform. 


 
4.1.7 Disclosure of any significant prior or ongoing contract failures, contract 


breaches, civil or criminal litigation in which the vendor has been alleged to 
be liable or held liable in a matter involving a contract with the State of 
Nevada or any other governmental entity.  Any pending claim or litigation 
occurring within the past six (6) years which may adversely affect the 
vendor’s ability to perform or fulfill its obligations if a contract is awarded as 
a result of this RFP must also be disclosed. 


 
Does any of the above apply to your company? 


 
Yes  No X 


 
If “Yes”, please provide the following information.  Table can be 
duplicated for each issue being identified. 


 
Question Response 


Date of alleged contract 
failure or breach: 


None 


Parties involved: -NA- 
Description of the contract 
failure, contract breach, or 
litigation, including the 
products or services involved: 


 


Amount in controversy: -NA- 
Resolution or current status of 
the dispute: 


-NA- 


If the matter has resulted in a 
court case: 


Court Case Number 
-NA- -NA- 


Status of the litigation: -NA- 
 


4.1.8 Vendors must review the insurance requirements specified in Attachment E, 
Insurance Schedule for RFP 3273.  Does your organization currently have or 
will your organization be able to provide the insurance requirements as 
specified in Attachment E. 


 
Yes X No  







   


 
 


 
Any exceptions and/or assumptions to the insurance requirements must 
be identified on Attachment B, Technical Proposal Certification of 
Compliance with Terms and Conditions of RFP.  Exceptions and/or 
assumptions will be taken into consideration as part of the evaluation 
process; however, vendors must be specific.  If vendors do not specify 
any exceptions and/or assumptions at time of proposal submission, the 
State will not consider any additional exceptions and/or assumptions 
during negotiations.  
 
Upon contract award, the successful vendor must provide the Certificate 
of Insurance identifying the coverages as specified in Attachment E, 
Insurance Schedule for RFP 3273. 


 
4.1.9 Company background/history and why vendor is qualified to provide the 


services described in this RFP.  Limit response to no more than five (5) pages. 
 
 


Utility (Utility Associates, Inc.) is a Delaware Corporation with 
Headquarters in Decatur, Georgia. The company was incorporated in 
2001 and specializes in Software as a Service for Public Safety, Transit, 
and Utility companies within the US.  With over 50,000 devices 
deployed, Utility has worked with many progressive first responders, 
transit agencies and utilities to incorporate industry best practices to 
help solve critical legal evidence capture and field situational 
awareness management challenges. 
 
Utility is a vertically integrated US manufacturer and supplier of body 
worn cameras, in-car cameras, mobile routers, mobile Digital Multi-
Media Evidence management systems, and situational awareness 
software solutions for the law enforcement community, transportation 
agencies, and utilities. Our systems preserve the reputations of law 
enforcement departments and their officers, discourage frivolous 
litigation, support prosecution, and promote officer safety.  
 
Utility hardware and software is designed, developed, manufactured, 
packaged, and shipped at our state-of the-art locations in Decatur, 
Georgia and in Covington, Georgia.  Many vendors outsource 







   


 
 


engineering, software development and support, and/or manufacturing 
offshore. Rather, Utility’s control of the design, development, 
manufacturing and customer support experience through our in-house 
team of professionals allows us to provide a secure, reliable solution, 
and eliminate an 8,000 mile supply chain, while rapidly innovating and 
responding to our customer’s needs. 


 
The Utility BodyWorn video recording software is the proven result of 
10+ years of development and deployment in thousands of In-Car Video 
Recording systems around the US.   The video recording software was 
originally developed between 2004 and 2008, developed and sold as 
video recording hardware and software for Police and Public Transit In-
Car Video Recording systems.  Approximately $70M of venture capital 
went into the legacy firm, with another $20M of venture debt.  A 
significant portion of this capital funded the development of the mobile 
Chain of Custody Linux-based video recording software that was ported 
by Utility to run on Android mobile computing devices.   Utility acquired 
the successor company in January 2013.   Utility added further audit 
trail and functional capabilities to the Firm’s video recording software.   
 
The Utility BodyWorn software running on an Android mobile 
computing device, represents over 10+ years of proven police video 
recording software that has been ported to the Android platform.    


 
Utility’s most notable customers include: 


o Colorado Springs CO Police Department 
o City of Long Beach CA Police Department 
o Bexar County TX Sheriff’s Office 
o Marietta GA Police Department 
o City of Atlanta GA Police Department 
o DeKalb County Police Department 
o Department Florida Highway Patrol 
o Boca Raton FL Police Department 







   


 
 


  Utility’s Strengths Include:  
o In-house Design Engineering with vast years of experience in 


developing and delivering industry standard products of highest 
quality and interoperability. 


o Deep experience in designing and assisting in network design 
for video flow and storage at public safety departments. 


o Knowledgeable in recent implemented CJIS requirements for 
agencies. 


o Ability to roll-out large-scale, complicated implementations in a 
tight time frame with success. 


o Advanced state of the art technology for in-car and body worn 
video. 


o Utility owns US Patent 6,831,556 for a “Composite Mobile Digital 
Information System” for public safety vehicles.  This patent was 
issued on December 14, 2004, and describes a vehicle video 
recording system for capturing video, audio, and metadata 
information.  Utility manufactures and sells a vehicle video 
recording system that is covered by US Patent 6,831,556.  “Pre-
Event Recording” is a key part of our patented system, and is a 
capability that the City should evaluate closely.  Additional 
Patents pending. Utility holds the following Relevant Credentials 
to this RFP: 


• 6,831,556 – Composite Mobile Digital Information System 
• 7,768,548 – Mobile Digital Video Recording System 
• 8,781,475 – System for Switching between Cellular Networks  
• 9,246,898 – Method for Securely Distributing Legal Evidence 
• 9,282,495 – Method and Device for Switching between 


Cellular Networks 


o Experienced professional staff with many years of Digital Multi-
Media Evidence experience.  


o All Utility solutions are Country of Origin USA, are manufactured in 
the USA.  


o Utility is fully committed to supporting the country through the Buy 
American Act and the American Recovery and Reinvestment Act. All 
Utility solutions are BAA and ARRA Compliant.   







   


 
 


4.1.10 Length of time vendor has been providing services described in this RFP to 
the public and/or private sector.  Please provide a brief description. 


 
Utility Associates, Inc. is leading the body worn camera industry 
with its state-of-the-art BodyWornTM body camera, the only body 
camera available that automates the recording process.  Our 
success in becoming the industry leader is attributed to not only 
developing cutting edge technology but our continual commitment 
to building successful partnerships with our customers.   
 
For over a decade Utility has dedicated its efforts to serving the 
law enforcement, first responder, mass transportation, and utility 
communities.  Specifically with BodyWornTM, the focus has been to 
preserve the reputations of law enforcement departments and their 
officers, discourage frivolous litigation, support prosecution, and 
promote officer safety while maintaining an easy to use, intuitive 
user application. 
 
Currently, Utility supports varying sized agencies ranging from 
small units with 25 cameras to large, multi-precincts with over 600 
hundred cameras.  Utility has extensive experience serving state, 
county, and city law enforcement agencies with both body worn 
digital camera systems and in-vehicle video cameras and video 
management systems.  Our large-scale, large department 
BodyWornTM camera deployments include agencies from across 
the nation such as the DeKalb County, Georgia (600 BodyWornTM 
cameras) and the City of Colorado Springs, Colorado (500 
BodyWornTM cameras and 250 in-vehicle units).  Utility also has 
history of considerable experience in large-scale and accelerated 
in-vehicle deployments, including Florida Highway Patrol’s 
deployment of more than 2,000 vehicles for in-car video; as well as 
1,820 units for Chicago Transit Authority in 2012, and an additional 
1,000 units in 2015. 


 







   


 
 


 


4.1.11 Financial information and documentation to be included in Part III, 
Confidential Financial Information of vendor’s response in accordance with 
Section 9.5, Part III – Confidential Financial Information.  


 
4.1.11.1 Dun and Bradstreet Number  


 
Utility has provided this information as requested, within the 
Confidential Financial Information package.  


 
4.1.11.2 Federal Tax Identification Number 
 
Utility has provided this information as requested, within the 
Confidential Financial Information package.  


 
4.1.11.3 The last two (2) years and current year interim: 


 
4.1.11.3.1 Profit and Loss Statement  
4.1.11.3.2 Balance Statement 


 
Utility has provided this information as requested, within the 
Confidential Financial Information package.  


 
4.2 SUBCONTRACTOR INFORMATION 


 
4.2.1 Does this proposal include the use of subcontractors? 


 
Yes  No X 


 
4.3.2 BUSINESS REFERENCES 


 
4.3.1 Vendor must provide at least three (3) law enforcement agencies within 


the last two (2) years as references, for which it is verifiable that the 
vendor has deployed at least 100 active BWS’s that have been in service 
for at least six (6) months for each of those references.  


 
Utility has provided this information as requested, see below. 
 


4.3.2 Vendors must provide the following information for every business 
reference provided by the vendor and/or subcontractor: 


 
The “Company Name” must be the name of the proposing vendor or the 
vendor’s proposed subcontractor.   







   


 
 


Utility has also submitted Attachment F, Reference Questionnaire to the business 
reference that is identified below, from Section 4.3.2.   


 
 


Reference #: 1 


Company Name: City of Colorado Springs (CO)  


Identify role company will have for this RFP project 
(Check appropriate role below): 


        X VENDOR     SUBCONTRACTOR 
Project Name: City of Colorado Springs PD BodyWorn Cameras 


Primary Contact Information 
Name: Commander James (Pat) Rigdon 
Street Address: 705 S. Nevada Avenue 
City, State, Zip: Colorado Springs, CO 80903 
Phone, including area code: 719-444-7759 
Facsimile, including area code: -NA- 
Email address: rigdonja@ci.colospgs.co.us 


Alternate Contact Information 
Name: -NA-  
Street Address: -NA- 
City, State, Zip: -NA- 
Phone, including area code: -NA- 
Facsimile, including area code: -NA- 
Email address: -NA- 


Project Information 
Brief description of the 
project/contract and description of 
services performed, including 
technical environment (i.e., software 
applications, data communications, 
etc.) if applicable: 


Deployment of 500 units BodyWorn 
camera system, with 250 integrated 
ruggedized vehicle-mount Rocket-IoT 
in-car video with WiFi Hot Spot, GPS to 
CAD, High Speed Offload of Video 
Data. Phase 1 completed 65 unit 
BodyWorn and 40 Rocket-IoT. Phase 2 
in progress. 


Original Project/Contract Start Date: 6/1/16 
Original Project/Contract End Date: 6/30/18 
Original Project/Contract Value: Confidential 
Final Project/Contract Date: -TBD-  
Was project/contract completed in 
time originally allotted, and if not, 
why not? 


Yes 


Was project/contract completed 
within or under the original budget/ 
cost proposal, and if not, why not? 


Yes 







   


 
 


 
Utility has also submitted Attachment F, Reference Questionnaire to the business 
reference that is identified below, from Section 4.3.2.   


 
Reference #: 2 


Company Name: City of Marietta (GA)  


Identify role company will have for this RFP project 
(Check appropriate role below): 


        X VENDOR     SUBCONTRACTOR 
Project Name: City of Marietta PD BodyWorn Cameras 


Primary Contact Information 
Name: Ronald Barrett, Director of MIS 
Street Address: 205 Lawrence Street 
City, State, Zip: Marietta, GA 30060 
Phone, including area code: 770-794-5287 
Facsimile, including area code: -NA- 
Email address: rbarrett@mariettaga.gov 


Alternate Contact Information 
Name: -NA- 
Street Address: -NA- 
City, State, Zip: -NA- 
Phone, including area code: -NA- 
Facsimile, including area code: -NA- 
Email address: -NA- 


Project Information 
Brief description of the 
project/contract and description of 
services performed, including 
technical environment (i.e., software 
applications, data communications, 
etc.) if applicable: 


Deployment of 142 units BodyWorn 
camera system, 70 units in-car camera 
system in Police Department, additional 
25 in Fire Department, and 200 units 
integrated ruggedized vehicle mount 
mobile router Rockets with WiFi Hot 
Spot, GPS to CAD, High Speed Offload 
of Video Data.  


Original Project/Contract Start Date: 6/1/16 
Original Project/Contract End Date: 6/1/17 
Original Project/Contract Value: Confidential 
Final Project/Contract Date: -TBD- 
Was project/contract completed in 
time originally allotted, and if not, 
why not? 


Yes 


Was project/contract completed 
within or under the original budget/ 
cost proposal, and if not, why not? 


Yes 







   


 
 


 
Utility has also submitted Attachment F, Reference Questionnaire to the business 
reference that is identified below, from Section 4.3.2.   


 
 


Reference #: 3 


Company Name: City of Long Beach (CA) 


Identify role company will have for this RFP project 
(Check appropriate role below): 


        X VENDOR     SUBCONTRACTOR 
Project Name: City of Long Beach PD BodyWorn Cameras 


Primary Contact Information 
Name: Sergeant Joe Gludt 
Street Address: P.O. Box 90342 
City, State, Zip: Long Beach, CA 90809 
Phone, including area code: 562-244-9746 
Facsimile, including area code: -NA- 
Email address: Joe.gludt@longbeach.gov 


Alternate Contact Information 
Name: -NA- 
Street Address: -NA- 
City, State, Zip: -NA- 
Phone, including area code: -NA- 
Facsimile, including area code: -NA- 
Email address: -NA- 


Project Information 
Brief description of the 
project/contract and description of 
services performed, including 
technical environment (i.e., software 
applications, data communications, 
etc.) if applicable: 


Deployment of 500 units BodyWorn 
camera system, with 45 integrated 
ruggedized vehicle-mount Rocket with 
WiFi Hot Spot, GPS to CAD, High 
Speed Offload of Video Data. Phase 1 
completed 60 units BodyWorn, 45 
Rocket. Phase 2 in progress.  Full 
deployment 900 units BodyWorn 
anticipated. 


Original Project/Contract Start Date: 3/1/16 
Original Project/Contract End Date: 3/1/17 
Original Project/Contract Value: Confidential 
Final Project/Contract Date: -TBD- 
Was project/contract completed in 
time originally allotted, and if not, 
why not? 


Yes 


Was project/contract completed 
within or under the original budget/ 


Yes 







   


 
 


cost proposal, and if not, why not? 
 
 


4.3.3 Vendors must also submit Attachment F, Reference Questionnaire to the business       
references that are identified in Section 4.3.2.   
 
Utility has also submitted Attachment F, Reference Questionnaire to the 
business references that are identified above in Section 4.3.2.   


 
4.3.4 The company identified as the business references must submit the Reference 


Questionnaire directly to the Purchasing Division.  
 
Utility has asked Business References to  submit Attachment F, Reference 
Questionnaire directly to the Purchasing Division. 


 
 


4.3.5 It is the vendor’s responsibility to ensure that completed forms are received by the 
Purchasing Division on or before the deadline as specified in Section 8, RFP Timeline 
for inclusion in the evaluation process.  Reference Questionnaires not received, or not 
complete, may adversely affect the vendor’s score in the evaluation process.   
 
Utility acknowledges and understands the requirement.  


 
 


4.3.6    The State reserves the right to contact and verify any and all references listed 
regarding the quality and degree of satisfaction for such performance.  


 
Utility acknowledges and understands the requirement.  
 







3. GENERAL REQUIREMENTS AND PROVISIONS 
 


The general requirements and provisions the State is seeking are defined below.  The purpose is to 
establish a minimum standard of quality and to ensure that the State of Nevada is provided with a system 
that allows for effective recordings that will be readily accepted by court system. 
 
3.1.1 PROCESS 


 
The process by which the Responses will be considered for award under this RFP consists of two 
(2) distinct stages. 


 
3.1.1 First Stage 


 
The first stage is a determination of whether or not the vendor qualifies. If a vendor is 
determined to not meet any one of the General Minimum Qualifications (below), the 
RFP response in its entirety will not be considered for award. 
 
3.1.1.1 Vendor must have the following: 
 


• Body Worn Cameras and a proprietary In-Car Video system; 
 


• Two (2) years’ experience providing Body Worn Cameras to law 
enforcement agencies; 


 
• Deployed a minimum of 100 Body Worn Cameras to three (3) separate 


law enforcement agencies; and 
 


• Evidence storage hardware/software.  
 


Utility acknowledges and understands the above requirements. Utility 
meets these requirements. Utility is the manufacturer of the equipment 
and software for both a body-worn camera system (BodyWornTM) and an 
In-Car Video system (Rocket-IoTTM), which are compatible with inter-
operability.   
 
Utility has more than two years’ experience providing Body Cameras to 
law enforcement agencies. 
 
Utility has deployed a minimum of 100 Body Worn Cameras to three (3) 
separate law enforcement agencies.  Multiple such deployments are 
available as including three Business References as requested. 
 
Utility’s BodyWorn and Rocket-IoT solutions are complete solution, 
including evidence management storage hardware and software.   
 


 







3.1.2 Second Stage 
 


If the vendor meets all of the General Minimum Qualifications (above), the vendor’s 
submitted proposal will be individually evaluated. 
 
Utility asserts affirmatively that it meets all of the General Minimum 
Requirements above.  We respectfully ask for the individual evaluation of 
our submitted proposal. 


 
3.2 GENERAL REQUIREMENTS 


 
3.2.1 System 


 
3.2.1.1 System shall be of the manufacturer’s current design and in full 


commercial production. Prototype, discontinued models, or used 
equipment will not be considered. 


 
Utility has reviewed and complies with the requirements. 


 
3.2.1.2 Vendor must be the original manufacturer, or distributor, and/or dealer 


authorized by manufacturer. 
 
Utility has reviewed and complies with the requirements. 
Utility is the manufacturer. 


 
 


3.2.1.3 If the vendor and or the system have not performed as contracted, the 
vendor will be provided an opportunity to address non-performing issues.  
If the vendor is unable or unwilling to address the issues in accordance 
with the State’s satisfaction, then the State will return the vendor’s 
equipment for full reimbursement at the vendor’s expense. 
 
Utility has reviewed and will comply with the requirements. 


 
 


3.2.1.4 Vendors shall submit a schematic rendering of the proposed BWC System. 
 


Utility has provided a schematic rendering of the 
BodyWorn TM and Rocket-IoTTM System Topology on the 
following page.  
 
 
 
 
 
 
 







 
3.2.1.4  Schematic rendering of the BodyWornTM and Rocket-IoTTM System Topology  


 
 


The Ultimate Ecosystem 
 
 


Mission Critical Mobile Intelligence.  
 


Protect What’s Important:  
Officers, Evidence and Community Transparency 


 


 
 
 
 
 







 
3.2.1.4 Schematic rendering of the BodyWornTM and Rocket-IoTTM System Topology  


 
 


The Ultimate Ecosystem 
 
 


Mission Critical Mobile Intelligence.  
 


Protect What’s Important:  
Officers, Evidence and Community Transparency 


 


                        
 


 
 


 
 


 


 


  
 


 


 


         
 


 


 
All data collected by Utility is encrypted 


and securely stored in the cloud.  
No need for cumbersome docking 


stations or server rooms.  
Eliminates risk of data loss. 


Capture high-quality video 
with our one-of-a-kind 
integrated body camera. Use 
policy-based triggers to start 
and stop camera recording.  


Always have a Wi-Fi connection 
with a vehicle-based mobile router.  
Upload BodyWorn and In-Car video 


instantly to the cloud.  


Share videos using our state-of-
the-art automated redaction 


software to blur anything from 
large crowds to an identifiable 


mark. 


Utility’s comprehensive user-
friendly online platform allows the 
user to store, manage and retrieve 
important videos at the click of a 
button. 


 
 
 







3.3      PROJECT MANAGEMENT AND CUSTOMER SERVICE  
 


3.3.1 Project management services shall be provided by the awarded vendor and/or 
designated sub-contractor throughout the duration of the contract.  As part of the RFP 
response, vendors shall clearly describe their project management methodology and 
approach, and provide a project management plan including the following: 


 
Utility has provided this project management information on the following pages. 


 
 


3.3.1.1 On-site, face-to-face meetings will be required no less frequently than 
monthly with DPS/HPD for the project. In the event project delays or 
problems are caused by the vendor, the State reserves the right to modify 
the frequency of these meetings as deemed necessary and at no additional 
charge to the State. 


 
Utility acknowledges and understands the requirement.  


 
3.3.1.2 Provision of written status reports and updated/project schedules at each 


project management meeting to be held on-site at Department of Public 
Safety Highway Patrol Division, 555 Wright Way, Carson City, NV.  All 
status reports shall be provided in a hard copy and/or electronic format.  
The meeting place may vary. 


 
Utility acknowledges and understands the requirement.  


 
3.3.1.3 Vendors shall clearly identify the project team assigned to the account 


including their background and experience, roles and responsibilities, and 
relevant experience with projects similar in scope to those requested.  This 
information shall be listed in Section 4 ~ Company Background and 
References. 
 
Utility has provided this information on the following pages. 
 


3.3.1.4 Vendors shall provide an overview of their anticipated approach for 
training installers, administrators, and end users of the BWC systems. This 
shall include training methodology, scheduling, delivery, and support 
materials provided. 
 
Utility has provided this information on the following pages. 
 
 
 
 
 


 
 







3.3.1 and 3.3.1.1 and 3.3.1.2 Project Management Services 
 
Proposed Timeline 
Utility is positioned to begin implementation of the project immediately upon award of the 
contract with a proposed schedule to begin and complete deployment within 2017.  For the 
purposes of illustration, our timeline assumes announcement of contract award and start date 
in the First Quarter 2017, with subsequent configuration and training throughout 2017, with 
deployment of up to 489 BodyWornTM camera systems by the end of Fourth Quarter 2017. 
 
The BodyWorn implementation will typically consist of five (5) phases 


1. Finalize project charter based upon project purchase order 
2. Approved departmental procedural policy is implemented and in-place 
3. Deployment and training location set up and trainer scheduling 
4. Mobile device and uniform carrier distribution in conjunction with training  
5. Software training for admin staff and procedural acceptance of officers 


 
The Rocket-IoT In-Car installation projects will typically include six (6) phases.   


1. Finalize Project Charter based upon Project Purchase Order 
2. Installation Location Setup and Install Crew Scheduling and Training 
3. Test Installation 
4. Test Installation Validation and Acceptance Testing 
5. Fleet installation 
6. Installation Location close-out 


 
 
Utility will provide internal staff for the duration of the implementation. The implementation 
team will ensure the successful testing and installation of the BodyWorn devices, any 
Rocket-IoT devices, and associated software. Utility staff will also work with the Department 
to establish a protocol that provides a successful handoff of the devices.  Utility will work 
with an approved Departmental uniform vendor to ensure the necessary modifications 
required are in compliance with Client Agency policy and procurement.  It is important to note 
that Utility has established relationships with most major uniform manufacturers, like Blauer, 
Elbeco, and Flying Cross, that support the BodyWorn solution.   
 
An example schedule in Gantt chart format is provided below:  







 







Project Plan to Perform the Required Work 
 
The project plan outline below illustrates the major deliverables to be produced, the steps of 
the deployment from project kick-off to project hand-off, and notates the responsibilities for 
the State, including implementation and training of all categories of relevant staff. 
 


1. Project Kick Off: Pre-Deployment Meeting 
a. Introductions and establish State points of contact  
b. Schedule site surveys of State locations 
c. State to provide Utility with planned testing locations and commands 
d. Determine scope of project size 


i. Administrative personnel 
ii. Supervisory personnel 


iii. Officers 
iv. Specialized units 


2. Network Configuration by Utility in conjunction with State IT staff 
a. Visit substations to collect Access Point data 
b. Configure VPN and Firewall 
c. Configure AVaiL Web roles and permissions 
d. Configure AVaiL Web retention roles 


3. Project Implementation: Uniform Fitting 
i. Utility will measure at designated locations predetermined by State. 
ii. Establish corrective action plan for delays 


b. Supervisory personnel fitting 
c. Officer fitting 
d. Specialized unit fitting 


4. Policy Development by State  
a. Command and Administrative staff  


i. Policy development 
1. Establish retention policy 


ii. Groups development 
b. State to provide customization information 







i. Provide email addresses of users 
ii. Roles and permissions requirements 


iii. Reporting locations 
iv. State operational review for any additional add-ons or changes 


5. Training by Utility 
a. Support staff, legal staff, and trainers 


i. Administrative training of evidence handling procedures 
ii. Chain of evidence reporting 


iii. Operational functionality for the review and playback of video 
iv. Exporting video for adjudication needs 
v. Review for any additional add-ons or changes 


b. Officers 
i. Classroom style setting for complete review of system 


c. All users 
i. Insertion and removal from carrier 
ii. Logging in and out 


iii. Recording 
1. Locally by user 
2. Remotely by supervisor, dispatch, and command 
3. Automatically 


a. Discussion of triggers 
b. Bluetooth controller 
c. Action zones and Geo fencing 
d. Physical actions 


iv. Video and photographic classification and officer notes 
v. AVaiL WebTM (software) 


1. User rights and functionality 
2. Administrative features 
3. Officer features  


vi. Smart RedactionTM 
1. Solution navigation and usage 


6. Full Scale Deployment 







a. Delivery of products 
b. Vehicle configurations 
c. Utility project hand off to State 


i. Project transition to customer 
1. Review on-going support procedures, perpetual services tied to 


warranties and software subscriptions 
 


Utility maintains and manages a Quality Control Plan to ensure the efficiency and 
effectiveness of hardware and software management and storage.  Key to tracking delivery, 
control costs and maintain performance over the term of the implementation is careful 
planning.  Project execution, design of a detailed Project Plan in partnership with the Client, 
and our joint experience and knowledge are key to success. Quality Control planning 
enables the Team to establish and successfully achieve Milestones, manage Critical 
Success Factors, and constantly communicate any assumptions that could affect a 
successful result.  


Milestones 


• Contract Purchase Order received 
• Project Charter with Implementation Schedule published 
• Properly configured and activated Modem Aircards are received 
• Properly measured and fitted uniform carriers are received  
• Rocket Installation location determined 
• BodyWorn deployment location determined 
• Installation Team Training completed, if required 
• Test Installation Completed and signed off on 
• Test BodyWorn Deployment completed  
• BodyWorn Team Training completed 
• Implementation Kickoff  
• Weekly Installation Status Reports published 
• Final Vehicle Install completed 
• Final BodyWorn Deployment completed 
• Implementation Location Closeout completed 


 
 
 
 
 







 
Critical Success Factors  


• Project Charter published 
• Modem Aircards are delivered on schedule, are activated, and have been properly 


provisioned by the cellular carrier 
• Installation Procedures and Checklist are provided 
• Installation Team has appropriate installation skills 
• Installation Team is trained in approved Installation Procedures 
• Installation locations are covered with adequate heat and power 
• BodyWorn Deployment Team is prepared with approved Devices and Carriers 
• BodyWorn Deployment locations are suitable rooms for group training  
• Vehicles are delivered to the Installation Location(s) on schedule 
• BodyWorn units are delivered to the Deployment Location(s) on schedule 
• Installation and Acceptance Test Procedures are followed 


 
Assumptions  


• NPD provides adequate covered Installation location(s) so that installation work can be 
completed during inclement weather within the allotted installation time 


• Suitable rooms for group training and distribution of BodyWorn units are provided 
• Modem Aircards are delivered on schedule, are activated, and have been properly 


provisioned by the cellular carrier. 
• Vendors and any Subcontractor staff have the requisite skills and training to properly 


install modems and deploy BodyWorn devices within the budgeted installation time. 
• Vehicles are delivered to the designated installation location(s), and BodyWorn units to 


the deployment sites according to the delivery schedule. 
• Vehicles are reasonably clean and installation crews have access to vehicle areas 


necessary to install antennas and Rocket Lockers.   
 
 


3.3.1.3   Project Team Assigned to State of Nevada 
 


The Implementation is led by the Project Management Team, which in turn, is led by a highly 
experienced, single-point Project Manager who will work directly with the State, in an 
integrated, streamlined process for a seamless and efficient delivery of services for the 
Project. The Project Manager manages the Project Management Team, which includes the 
Deployment Manager.  Detailed full-page resumes in the required State Format appear as 
Attachment G in Tab VIII, as requested.  These resumes state the related experience with 
projects similar in scope to those requested by the State of Nevada for this project. 







 
Project Management Team summary bios are highlighted below. 


 


 
 


 
 


 
 







 
 
 


 


3.3.1.4   Overview of Anticipated Approach for Training 
 
Officer / End User Training  
 
Training will be provided in a classroom environment. We propose a hands-on approach to 
training to ensure all respective individuals have complete understanding and are comfortable 
with using the system. 
 
Estimated time: 4 hours (2 hours training, 1.5 hours hands-on operation, 30 min for Q&A)  
Format: Classroom, PowerPoint, and hands on with demo system(s) 
The objectives of this training session are as follows: 


• Operating the BodyWornTM system 







• Using the BodyWornTM application   
• Starting recording/stopping recording  
• Explaining triggers and how they work  
• Classifying video  
• Transfer the Digital Multimedia Evidence from BodyWornTM to the storage system (this 


is a wireless automatic process but we will cover what happens so that the officers 
understand)  


•    Enter evidence classification metadata and tags 
 
High Level/ Supervisor Training  
 
Estimated time: 4 hours (2 hours training, 1.5 hours hands-on operation, 30 min for Q&A)  
Format: Classroom, PowerPoint and hands on with demo system(s)    
The objectives of this training session are as follows: 


• Operating the BodyWorn system 
• Using the BodyWorn application   
• Start recording/stop recording   
• Explaining triggers and how they work  
• Classifying video  
• Equipment assignment in the Video Management Software  
• BodyWorn configuration assignment and settings  
• Hardware troubleshooting  
• RMA process  
• Advanced entering of evidence classification metadata and tags  
• Advance use of Video Management Software for video management, storage, and 


security 
 
Testing 
 
The Utility team encourages and supports testing periods by providing two (2) BodyWornTM 
cameras and carriers, at no cost to the State, including all necessary equipment for upload for 
up to a seven (7) day testing period, additional units and testing period is permissible if 







necessary.  The pilot test is performed using Utility’s extensive functionality checklist and any 
additional parameters requested by the State.  
 
The following is an example of the functionality checklist:  


 


 
 
 
 


 
 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 
 
 







 







 


 
 







 







 
 
 
 


 







 
 
 
 


 







 







 


 







 
 


 
 
 
 







3.3.2.3   Customer Service  
 


3.3.1.1 Vendor will provide 24/7/365 technical support (phone, email etc.), and 
additional on-site or after-hours service cost should be noted separately. 
 
Utility acknowledges and understands the requirement.  
 


 
3.3.1.2 Cost for basic support services should be proposed as an annual cost. 


 
Utility acknowledges and understands the requirement.  


 
 


3.3.1.3 Vendor should provide a complete list of services and response times for 
help calls of varying priority. 


 
Support Services 
Guaranteed Response Times 
 
When a client raises a support issue with the supplier, the supplier 
promises to respond in a timely fashion. 
 
Response Times 
 
Utility provides a 99% uptime/availability commitment. All systems have 
health monitoring that assures that issues are typically addressed 
24/7/365 by Utility personnel before they become an impact to the 
performance of the service. For support provided to the customer 
directly, Utility has a tiered response to support that will escalate the level 
of support depending on the situation. Tier 1 would be on site support by 
the CSPD staff after they have been trained by Utility, which will alleviate 
most day-to-day issues that may pop up. Problems beyond Tier 1 scope 
will be escalated to Tier 2 and from there to Tier 3, which is onsite 
technical support from a Utility field engineer. 
 
While most support calls are handled immediately, Tier 2 issues have 
guaranteed response times as shown below: 


 
Item Priority Fatal Severe Medium Minor 


1 1 Hour 1 Hour 2 Hours 3 Hours 
2 2 Hours 2 Hours 4 Hours 6 Hours 
3 4 Hours 4 Hours 8 Hours 16 Hours 


 
Severity Levels 
 
The severity levels shown in the tables above are defined as follows: 







 
• Fatal: Complete degradation – all users and critical functions affected. 


Item or service completely unavailable. 
• Severe: Significant degradation – large number of users or critical 


functions affected.  
• Medium: Limited degradation – limited number of users or functions 


affected. Business processes can continue. 
• Minor: Small degradation – few users or one user affected. Business 


processes can continue. 
 
 
Resolution Times 


 
Utility will always endeavor to resolve problems as swiftly as possible. It 
recognizes that the client’s BWC systems are key to daily functions and 
must be functional in the field.  


 
However, Utility is unable to provide guaranteed resolution times. This is 
because the nature and causes of problems can vary.  
 
In all cases, the supplier will make its best efforts to resolve problems as 
quickly as possible. It will also provide frequent progress reports to the 
client. 


 
Warranty 


 
Utility Maintenance and Warranty provisions are detailed in the Terms and 
Conditions, Utility Software and as Subscription (SaaS) Agreement, and 
Limited Hardware Warranty in: 


o Section Tab IV ‘State of Nevada Documents’ under ‘Copies of 
Vendor Licenses and/or Hardware/Software Maintenance 
Agreements’ 







4.3 VENDOR STAFF RESUMES  
 


A resume must be completed for each proposed key personnel responsible for performance under 
any contract resulting from this RFP per Attachment G, Proposed Staff Resume. 


 
Utility has completed a Staff Resume per Attachment G for each Key 
Personnel as directed.  Staff Resumes are provided in this Section on the 
pages that follow this cover sheet. 
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Anthony Baldoni Key Personnel: 
(Yes/No) Y 


Individual’s Title: Principal-in-Charge / VP of Operations 
# of Years in Classification: 12 # of Years with Firm: 12 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Over the past 12 years, Baldoni has focused on the mobile computing and communications needs of the first responder and 
utility industries. He has over 22 years of experience in customer service operations. As Vice President of Operations, Anthony 
Baldoni oversees the implementation of hardware and software platforms for both new and existing customers. Baldoni has 
been with Utility since 2003 in various customer-facing roles including sales, project deployment and service support. Baldoni 
served in the U.S. Army in the U.S. and South Korea. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Principal in Charge, 500 BodyWorn, 250 Rocket-IoT In-Car 
Oct 2015-Present, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, Principal in Charge, 135 BodyWorn, Rockets in Transport Vans 
Jun 2012-Present, CITY OF MARIETTA (GA), Marietta, GA, Principal in Charge, 142 BodyWorn, 70 Rocket-IoT In-Car 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelor of Science, Molecular Biology, University of California, Davis 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
BodyWorn, AVaiL Web, Rocket IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
James (Pat) Rigdon, Commander, COLORADO SPRINGS (CO) POLICE DEPARTMENT, 719.444.7759,,rigdonja@ci.colospgs.co.us 
Patrick Labat, Chief, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, 404.865.8063, plabat@AtlantaGa.Gov 
James Crosby, Sergeant, FLORIDA HIGHWAY PATROL (FL), 386.736.5350, jamescrosby@flhsmv.gov 
 
 



mailto:rigdonja@ci.colospgs.co.us

mailto:plabat@AtlantaGa.Gov

mailto:jamescrosby@flhsmv.gov
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Chris Lindenau Key Personnel: 
(Yes/No) Y 


Individual’s Title: Business Manager / Director Sales and Revenue 
# of Years in Classification: 2 # of Years with Firm: 2 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
As Director of Sales and Revenue, Lindenau leads business development and sales strategy for Utility Inc. with a customer-facing focus 
on our markets and solutions. He directs Utility’s sales resources, and integrates strategy with operations to meet customer expectations 
and deliver successful results. Lindenau has worked in the IT Industry as both an Integrator and Manufacturer – and in his previous role 
as the Director of Global Sales and Marketing for Moog Sensor and Surveillance Systems, a division of the company’s Space and 
Defense Group. During his six years on active duty as a Navy Diver, Search and Rescue Swimmer, and as a Supply Officer, he deployed 
to the Middle East to assist the U.S. effort during Operation Enduring Freedom and the Global War on Terrorism. After the military, Chris 
has fifteen years of experience working with domestic and foreign security issues. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Business Manager, 500 BodyWorn, 250 In-Car Cameras 
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Business Manager, 300 BodyWorn, 230 In-Car 
Jun 2016-Present, DEKALB COUNTY (GA) POLICE DEPARTMENT, Business Manager, 600 BodyWorn cameras, 230 In-Car  
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelors Degree in Economics, United States Naval Academy  
Masters Degree in Business Administration, Georgia Institute of Technology 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Board Member, Atlanta Chapter of ASIS International  
BodyWorn, AVaiL Web, Rocket-IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
Robert Adelman, Public Safety Communications Manager, BEXAR COUNTY (TX) SHERIFF, 210.335.4601, radelman@bexar.org 
Mike Booker, Chief, DECATUR (GA) POLICE DEPARTMENT, 404.373.6551, mike.booker@decatur.ga.com 
James Conroy, Chief, DEKALB COUNTY (GA) POLICE DEPARTMENT, 770.724.7433, jwconroy@dekalbcountyga.gov 
 
 



mailto:radelman@bexar.org

mailto:mike.booker@decatur.ga.com

mailto:jwconroy@dekalbcountyga.gov
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Lonnie Morrison Key Personnel: 
(Yes/No) Y 


Individual’s Title: Project Manager 
# of Years in Classification: 2 # of Years with Firm: 2 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Morrison is an experienced, Project Management Institute (PMI) professional, who leads the PM Team through planning and execution 
of Utility’s hardware and software solutions. He collaborates with Customer Support and Implementation to ensure that every part of 
the deployment is a success. His strong interpersonal, organizational and communication skills combine with deep technical 
experience in mobile data computers, vehicle tracking solutions, in-vehicle video and secure in-vehicle router networks, mobile high 
speed data, dispatch systems, and cellular networks. Morrison joined Utility in 2014, in capacity of both Field Engineer and Project 
Manager. In his previous work, Morrison successfully collaborated on design/deployment of Cisco VPN and NetMotion VPN networks 
as a cost reduction measure; provided technical support to field engineers for installation of Cisco routers and virtual circuits; deployed 
high speed secure data connection to facilitate remote access to secure managed communications networking elements; and 
supervised and managed installation of multi-channel radio links, tactical satellite radios and remote extension switches. Morrison is a 
U.S Army veteran, serving as MSE Transmission Chief at Fort Bragg, North Carolina. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Project Manager, 500 BodyWorn, 250 Rocket-IoT In-Car 
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Project Manager, 300 BodyWorn, 230 In-Car 
Jun 2014-Present, CITY OF MARIETTA (GA), Project Manager, 142 BodyWorn, 70 Rocket-IoT In-Car Cameras 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Project Management Institute; Motorola iDEN EBTS, DCS T1 HDSL Network  
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
BodyWorn, AVaiL Web, Rocket IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
James (Pat) Rigdon, Commander, COLORADO SPRINGS (CO) POLICE DEPARTMENT, 719.444.7759,,rigdonja@ci.colospgs.co.us 
Patrick Labat, Chief, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, 404.865.8063, plabat@AtlantaGa.Gov 
Ronald Barrett, Director of MIS, CITY OF MARIETTA (GA), 770.794.5287, rbarrett@mariettaga.gov  
 



mailto:rigdonja@ci.colospgs.co.us

mailto:plabat@AtlantaGa.Gov

mailto:rbarrett@mariettaga.gov
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Paul Bryant Key Personnel: 
(Yes/No) Y 


Individual’s Title: Deployment Manager 
# of Years in Classification: 2 # of Years with Firm: 2 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Bryant is an experienced deployment manager with a successful track record of on-time and structured deployments from 10 to 
30,000. Clients attribute their successful implementations to his strong communication skills, detailed documentation, and highly 
organized approach that is project milestone driven. As Deployment/ Implementation Manager, Paul orchestrates installation, 
training and the deployment of staff and resources to our customer’s organizations. Paul Bryant has been with Utility since 2014 
in various customer-facing roles including sales, support, project deployment and service support. He has over 14 years of 
experience in customer service operations 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Deployment Manager, 500 BodyWorn, 250 Rocket-IoT In-Car 
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Deployment Manager, 300 BodyWorn, 230 In-Car 
Jun 2014-Present, CITY OF MARIETTA (GA), Deployment Manager, 142 BodyWorn, 70 Rocket-IoT In-Car Cameras 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelor of Computer Science, University – Decatur, GA 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
NetMotion Certification, Panasonic Certified Master Trainer and Installer 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
James (Pat) Rigdon, Commander, COLORADO SPRINGS (CO) POLICE DEPARTMENT, 719.444.7759,,rigdonja@ci.colospgs.co.us 
Patrick Labat, Chief, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, 404.865.8063, plabat@AtlantaGa.Gov 
Ronald Barrett, Director of MIS, CITY OF MARIETTA (GA), 770.794.5287, rbarrett@mariettaga.gov  
 



mailto:rigdonja@ci.colospgs.co.us

mailto:plabat@AtlantaGa.Gov

mailto:rbarrett@mariettaga.gov
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Ray Grant Key Personnel: 
(Yes/No) Y 


Individual’s Title: Sr. Field Engineer 
# of Years in Classification: 9 # of Years with Firm: 9 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Over the past 23 years, Grant has developed proven expertise in video management and its integration throughout Utility’s digital 
communication solutions.  He excels in various customer-facing roles, as well as the installation, configuration, integration and 
support of large-scale frame relay networks and server/workstations with an emphasis on network devices/routers and Internet 
connectivity.  At Utility, Grant has played an instrumental role in developing product enhancements for the Public Safety market 
and implementing proven project. Grant has been actively working on the leading edge of video evidence collection since 2007. He 
is an analytical, proactive problem solver, quickly assessing complex situations, a respected coach/mentor, and a customer-
focused Network and System Engineer with experience in the administration of global LAN/WAN infrastructure for leading 
corporations such as MCI/WorldCom and Reuters.  Grant is accomplished at directing comprehensive voice/data installations, 
planning/ executing disaster recovery and providing day-to-day Level 2 and pre-sales support.  


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Field Engineer, 500 BodyWorn, 250 Rocket-IoT In-Car  
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Field Engineer, 300 BodyWorn, 230 In-Car  
Jun 2012-Present, CITY OF MARIETTA (GA), Field Engineer, 142 BodyWorn, 70 Rocket-IoT In-Car Cameras 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Control Data Institute, New York, New York. 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
Microsoft Certified Systems Engineer; Certified NetWare Engineer 5.x, 4.x, 3.x; BodyWorn, AVaiL Web, Rocket IoT, and Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
Ronald Barrett, Director of MIS, CITY OF MARIETTA (GA), 770.794.5287, rbarrett@mariettaga.gov  
Robert Adelman, Public Safety Communications Manager, BEXAR COUNTY (TX) SHERIFF, 210.335.4601  radelman@bexar.org 
Mike Booker, Chief, DECATUR (GA) POLICE DEPARTMENT, 404.373.6551  mike.booker@decatur.ga.com 
 



mailto:rbarrett@mariettaga.gov

mailto:radelman@bexar.org

mailto:mike.booker@decatur.ga.com
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Eric Bedell Key Personnel: 
(Yes/No) Y 


Individual’s Title: Database Manager/ Director of Technology 
# of Years in Classification: 15 # of Years with Firm: 15 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
As Director of Technology, Eric Bedell focuses on designing and implementing hardware and software solutions, concentrating 
on GUI and Windows-specific applications. After graduating from Georgia Tech in 1995, Eric joined PadSystems, a predecessor 
company to Utility, to work on mobile work management software. This background allowed for an easy transition to the Utility 
environment where Eric was part of the original team that designed AVaiL and RCM and has also been a major part of the 
design and roll out of DataSync, the Atlas camera backend software and most recently, AVaiLWeb. Eric has been with Utility 
since the inception of the company. He brings over 18 years of experience to Utility and has always worked with a focus on 
mobile technology.  Having Eric here at Decatur headquarters is integral to our ability to manage our databases efficiently and 
make changes quickly when needed. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Database Manager, 500 BodyWorn, 250 Rocket-IoT In-Car 
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Database Manager, 300 BodyWorn, 230 In-Car 
Jun 2012-Present, CITY OF MARIETTA (GA), Database Manager, 142 BodyWorn, 70 Rocket-IoT In-Car Cameras 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelor of Science in Electrical Engineering, Georgia Institute of Technology 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
BodyWorn, AVaiL Web, Rocket IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
Patrick Labat, Chief, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, 404.865.8063, plabat@AtlantaGa.Gov 
Ronald Barrett, Director of MIS, CITY OF MARIETTA (GA), 770.794.5287, rbarrett@mariettaga.gov  
Dan Lambright, VP Information Technology, SOUTHERN CO/ATLANTA GAS LIGHT, 404.584.356, dlambrig@aglresources.com 
 



mailto:plabat@AtlantaGa.Gov

mailto:rbarrett@mariettaga.gov
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PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: A J Grant Key Personnel: 
(Yes/No) Y 


Individual’s Title: Trainer 
# of Years in Classification: 2 # of Years with Firm: 2 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Grant is an experienced field technician with a record of success working with large customers on accelerated projects. Grant has 
led on-site installation of hardware, including communications and video recording equipment, in both body-worn camera and in-car 
video deployments.  He also has managed large-scale accelerated rollouts of mobile hotspot Rocket router deployments in 
applications raging from small to commercial sized vehicles. Grant is a customer-focused professional who combines excellent 
communication skills with a technical aptitude and deep product knowledge to ensure successful deployment and implementation 
results for his customers. As Trainer, A.J. is responsible for the satisfaction of all management and technical issues relating to 
product implementation. He works with the sales and project management teams to ensure that every part of the deployment is a 
success. He also works with legacy customers as they renew software, upgrade hardware and expand their initial deployments. 
Grant has 8+ years of previous experience in customer service and service management positions. His curiosity, aptitude, technical 
skills propelled him to design and build the control system and scientific payload for a large scale, eight-foot model rocket capable 
of a mile-high trajectory, and to create a start-up company to tutor and field support amateur racecar drivers. 
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Trainer, 500 BodyWorn, 250 Rocket-IoT In-Car  
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Trainer, 300 BodyWorn, 230 In-Car  
Mar 2015-Aug 2015, FLORIDA HIGHWAY PATROL, Trainer, 1,937 Rocket mobile hotspot routers 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelor of Arts, Political Science, University of North Carolina – Charlotte 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
BodyWorn, AVaiL Web, Rocket IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
James (Pat) Rigdon, Commander, COLORADO SPRINGS (CO) POLICE DEPARTMENT, 719.444.7759,,rigdonja@ci.colospgs.co.us 
Patrick Labat, Chief, ATLANTA (GA) DEPARTMENT OF CORRECTIONS, 404.865.8063, plabat@AtlantaGa.Gov 
James Crosby, Sergeant, FLORIDA HIGHWAY PATROL (FL), 386.736.5350, jamescrosby@flhsmv.gov 
 



mailto:rigdonja@ci.colospgs.co.us

mailto:plabat@AtlantaGa.Gov

mailto:jamescrosby@flhsmv.gov





Revised:  09-25-13 Resume Form Page 1 of 1 


PROPOSED STAFF RESUME FOR RFP 3273 
A resume must be completed for all proposed prime contractor staff and proposed subcontractor staff. 


 


Company Name Submitting Proposal: Utility Associates Inc 


 
Check the appropriate box as to whether the proposed individual is 


 prime contractor staff or subcontractor staff. 
Contractor: Prime Subcontractor: NA 


 
The following information requested pertains to the individual being proposed for this project. 


Name: Reece Starks Key Personnel: 
(Yes/No) Y 


Individual’s Title: Trainer 
# of Years in Classification: 2 # of Years with Firm: 2 
 


BRIEF SUMMARY OF PROFESSIONAL EXPERIENCE 
Information should include a brief summary of the proposed individual’s professional experience. 


 
Starks is an experienced, client-focused professional with a solid understanding of both software and hardware implementations. He 
has installed and configured Utility’s video management service for clients across the U.S. Reece’s strong communication and 
interpersonal skills, and commitment to client satisfaction result in timely and precise execution of installations.  Starks has experience 
in both Utility’s sales team and field support organization. His background in sales strategy, production, deployment training, and 
customer support give him broad knowledge and experience to successfully manage Utility’s service model to meet our customers’ 
needs. As Trainer, Reece is responsible for the satisfaction of all management and technical issues relating to product 
implementation. He works with the sales and project management teams to ensure that every part of the deployment is a success. He 
also works with legacy customers as they renew software, upgrade hardware and expand their initial deployments. In his previous 
professional experience, Starks has experience in research, quantitative analysis, and served as a project manager for a global 
telecom company.  
 


RELEVANT EXPERIENCE 
Information required should include:  timeframe, company name, company location, position title held during 


the term of the contract/project and details of contract/project. 
 
May 2016-Present, COLORADO SPRINGS (CO) POLICE DEPARTMENT, Trainer, 500 BodyWorn, 250 Rocket-IoT In-Car cameras 
Jan 2016-Present, BEXAR COUNTY (TX) SHERIFF DEPARTMENT, San Antonio, TX, Trainer, 300 BodyWorn, 230 In-Car cameras 
Jun 2014-Present, CITY OF MARIETTA (GA), Trainer, 142 BodyWorn, 70 Rocket-IoT In-Car cameras 
 


EDUCATION 
Information required should include: institution name, city, state,  


degree and/or Achievement and date completed/received. 
 
Bachelor of Science, Finance, Georgia State University 
 


CERTIFICATIONS 
Information required should include: type of certification and date completed/received. 


 
BodyWorn, AVaiL Web, Rocket IoT, Rocket 
 


REFERENCES 
A minimum of three (3) references are required, including name, title, organization, phone number, fax number 


and email address.   
 
Ronald Barrett, Director of MIS, CITY OF MARIETTA (GA), 770.794.5287, rbarrett@mariettaga.gov  
Robert Adelman, Public Safety Communications Manager, BEXAR COUNTY (TX) SHERIFF, 210.335.4601  radelman@bexar.org 
Mike Booker, Chief, DECATUR (GA) POLICE DEPARTMENT, 404.373.6551  mike.booker@decatur.ga.com 
 



mailto:rbarrett@mariettaga.gov

mailto:radelman@bexar.org

mailto:mike.booker@decatur.ga.com





BodyWornTM by Utility, Inc. is the smartest body-worn technology in the world. It is a  
future-proof solution that overcomes significant pitfalls that are found in competing police 
body-worn cameras. Utility developed this smart device to provide agencies with greater benefits 
than a manually operated camera. BodyWorn automatically records, based on policies when 
triggers are activated. Command centers and 911 dispatchers can send live messages to BodyWorn  
devices and view live streaming during critical moments. The video, audio and metadata 
automatically and securely uploads to cloud storage, eliminating the inconvenience of physically 
docking the device.


THE SMARTEST BODY-WORN TECHNOLOGY


Automatic Policy-Based Recording


Initiate Recording from Central Dispatch


Hi-Definition Video


Integration with the Rocket™ and Rocket IoT™


4G LTE Internet Connectivity


Internal GPS and Accelerometer


Functional Fusion of Technology and Garment


Emergency Two-Way Communicator


Speech Recognition for Hands-Free Operation


Secure Automatic Wireless Offload - CJIS Compliant


Discrete Alerts for Backup Support


Real-Time BOLO, Amber, and Silver Alerts


Officer Down Alerts


Live Video Streaming







© Copyright 2016 Utility, Inc. All Rights Reserved.


PRODUCT FEATURES & SPECIFICATIONS


BODY CAMERA
Video
•	 720p HD Video Resolution


•	 30 Frames per Second


•	 Automatic High Dynamic Range


•	 Video Stored in Secure Slice Files


•	 Automatic  Wireless Media Offload Process 


•	 Automatic Secure Wipe after Upload


•	 Bright LED for Night Recording 


Interactive
•	 Integrated LCD Monitor


•	 Automatic Officer Assignment and Login with  
NFC chip


•	 Automatic Integration with In-Car Video Triggers  
and Metadata


•	 Voice/Touch Point Manual Operation Capable


•	 Covert Mode with Vibrating Notifications


•	 Bluetooth Communications


•	 Chain of Custody Validation for each minute of  
Automatic Video Offload


•	 Immediate Video Playback Capable


•	 Accelerometer G-force Recording Triggers


Connectivity
•	WiFi Connectivity 


•	Mass Alert Distribution - BOLO, Silver, Amber


•	 Cell Phone Replacement Alternative


•	Unlimited VoIP WiFi Communications 


•	 Cellular Connectivity Capable 


•	 Text Message Capable


•	 Voice Command Capable


•	 Audio Notification Capable 


Other Features
•	 Live Streaming Video Capable


•	GPS Position Reporting


•	 Time, Date, GPS Location in Metadata File


•	 Integration with Video Mapping Software 


Environmental 
•	Operating temperature: -10° to 40° C


•	 Capture minimum of 3 hours video (at lowest setting)


•	 Fully Rechargable in Under Two Hours


•	No Electromagnetic Interference 


FEATURES:
Automatic Policy-Based Triggers


Immediate and Secure Evidence Offload


Real-Time Alerting


Officer Down Alerting


Live Video Streaming


Securely Mounted in Uniform







MULTIPLE
MOUNTING OPTIONS


Available in a Variety of Color Options


EXTERNAL VEST CARRIER DUTY SHIRT


SAFETY VEST FOUL WEATHER JACKET


Merging the BodyWorn™ technology with the officer’s uniform keeps it 
streamlined and non-threatening. This ensures that the device is beyond 
the easy reach of criminals and is stable when recording, to provide the 
optimal audio and video of an incident.


EVERYDAY MOUNTING OPTIONS


TACTICAL VEST


www.bodyworn.com 404-816-0300 bodyworn@utility.com
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BodyWorn User Guide


Login using the assigned 
username and password (same 
credentials as AVaiL Web) OR 
login via the NFC chip built into 
the holster.


Displays on/off duty and on/off 
speech toggle, message icon and 
media icon. The user can access 
the Navigation Drawer by clicking 
the menu in the left-hand corner. 


Within the Navigation Drawer, 
the user can check messages, 
go to Media Capture and Media 
Library, access Advanced Tools 
and Sign Out. 


BODYWORN LOGIN HOMESCREEN NAVIGATION DRAWER


ADVANCED TOOLS


CONFIGURATION UPDATES


ADVANCED TOOLS


Advanced Tools allows 
the user to Configure 
WiFi, Scan for a Rocket 
to gain wireless connec-
tivity, Register an NFC 
chip for automatic login, 
Update Configuration 
properties and Update 
BodyWorn Firmware. 
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MESSAGES


Messages can include BOLO 
alerts, Action Zone updates and 
more.   


View multiple attachements by 
swiping the picture with their 
finger.


BOLO ALERTS


View messages by clicking the 
envelope icon.


BOLOs can contain images, text, 
sent dates and expiration dates.


Messages can also 
be found in the 
Navigation Drawer.


BodyWorn User Guide
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BodyWorn User Guide


In Media Capture, the user can take pictures and record video. 


Recorded media uploads can be 
viewed in the Media Library. 


MEDIA CAPTURE


Take video or photos manually 
by clicking the video camera 
icon.


Media Capture can also be 
found in the Navigation 
Drawer.


Stop a recording by clicking the 
red square and mute the recording 
by clicking the microphone. 


Take a photo by clicking the 
camera icon and access the Media 
Library by clicking the cloud icon 
in the top right corner. 
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BodyWorn User Guide
PHOTO CAPTURE


Photo Capture 


Take a photo or a group of 
photos by clicking the camera 
icon. 


Delete the photo by clicking the 
trashcan icon or add it to the Re-
view Folder by clicking the check 
mark. Review images by clicking 
the back arrow. 


Review multiple photos by 
swiping left and right. 


Take more photos by clicking the 
camera icon and save images for 
upload by clicking the disk icon.


(photos will automatically be placed in 
the Review Folder after 3 seconds)
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BodyWorn User Guide
MEDIA LIBRARY


The Media Library can be 
accessed by the cloud icon 
in Media Capture  


Or through 
the Navigation 
Drawer.


The media upload status is shown 
in the Media Library.   


The green cloud icon indicates 
that the media is completely 
uploaded.


Notes can be added to media 
by clicking the incident and 
then the pencil icon in the right 
hand corner.  


Notes must be saved before 
exiting the screen.  


ADD NOTES
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BodyWorn User Guide


The user can classify media by 
clicking the incident and then the 
tag icon in the right hand corner.  


The user can choose the 
classifications they want to add 
to the incident by selecting the 
boxes. 


CLASSIFICATION


Classifications must be saved 
before exiting the screen. 


BLUETOOTH ACTIVATION


Status Check


Stop Recording


Volume Up


Volume Down


Mute/Unmute 
Recording


Start/Stop Recording


BodyWorn can be activated 
through the built-in accelerometer 
or the connected Bluetooth device.  


The user can access Car Mode 
by holding down the Utility Icon 
on the home screen and swipe 
towards the steering wheel icon.







As police departments equip officers with body cameras to record exchanges with the 
public, there has been a large increase in Public Records Requests for video evidence, 
such as Freedom if Information Act (FOIA), gathered by these cameras. The process of 
preparing videos for public dissemination, while maintaining privacy rights of those 
involved, has up until now been time consuming and expensive.


DEPARTMENTS CAN NOW RELIABLY & EFFICIENTLY RELEASE VIDEO FOR PUBLIC RECORDS  
REQUESTS IN A FRACTION OF THE TIME IT WOULD TAKE TO MANUALLY REDACT VIDEO.


REDACT THOUSANDS OF PEOPLE IN SECONDS
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PATENTS: 7,768,548 B2; 6,831,556 B1; 8,781,475
PENDING PATENTS: 13 594047; 13 832517; 61 728598; 61 890570
PATENTS: 7,768,548 B2; 6,831,556 B1; 8,781,475
PENDING PATENTS: 13 594047; 13 832517; 61 728598; 61 890570


CONTACT A SALES REPRESENTATIVE TODAY FOR MORE INFO.


404-816-0300     info@utility.com     www.smartredaction.com
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PROTECTS THE PRIVACY OF VICTIMS, INNOCENT BYSTANDERS, MINORS &  
UNDERCOVER OFFICERS


AUTOMATICALLY IDENTIFIES, TRACKS & REDACTS


INDUSTRY-LEADING REDACTION ACCURACY MEANS LESS TIME REVIEWING REDACTED 
VIDEO & LOWER COSTS 


WORKS WITH A COPY OF THE VIDEO, LEAVING THE ORIGINAL VIDEO UNTOUCHED, 
WHILE PROTECTING THE LEGAL EVIDENCE CHAIN OF CUSTODY


WORKS WITH UTILITY’S BODYWORN™ & ROCKET IOT™ IN-CAR VIDEO


INTERACTIVE TOOL WITHIN UTILITY’S AVAIL WEB™ ENTERPRISE VIDEO EVIDENCE  
SOFTWARE







A bad situation is no match for good technology. AVaiL WebTM is a secure command and control 
web service that provides an automatic real-time, map-based view of location and status of all 
mobile operations, including vehicles, personnel, and assets. AVaiL Web provides Geofence 
alerts, live tracking, traffic and weather overlays, asset overlays and Street Views. It’s new 
media interface allows multiple related video and audio feeds to be played simultaneously. 
AVaiL Web also has live video streaming allowing dispatchers and supervisors to have complete 
situational awareness. It’s smart. And when you use it, you’ll be smart, too.


KNOW WHERE YOUR PEOPLE ARE, INSTANTLY.


Scalable to thousands of vehicles 


GPS reporting and vehicle history


GIS/ESRI data overlays


Traffic and weather overlays


Personal and system geofences


Nested geofence polygons


Geofence alerts and reports


Custom device reports


Satellite and street views


Live tracking


Video tracking and playback


Live video streaming







PRODUCT FEATURES & SPECIFICATIONS


Dimensions: 197mm (l) x 150mm (w) x 43mm (h) 


Material:  Cast Aluminum


Power:  9 - 24Vdc / 14W 


Storage:  120GB Solid State Drive


Processor:  Intel Dual Core Atom Processor, 1.33GHz


Memory:  2GB RAM, 1066 MT/s


Connectors: Color Coded, Water Tight, Locking. 1 RED: Power and On-Board Diagnostics . 2 DARK BLUE:  4 Ethernet (802.3af  PoE 10/100Mb). 1 BLUE: 1Gb Ethernet. 1 BLACK: Triggers (1 Ignition, 4 Programmable Inputs,  
      1 Siren, 1 Relay Output). 1 Radar Interface (RS-232). 1 USB 2.0 (optional) 


RF Connectors. 2 FME Cellular . 2 RSPMA 2.4/5 GHz (WiFi 802.11 g/n/ac MIMO). 2 RSPMA 2.4/5 GHz (WiFi 802.11 g/n/ac MIMO). 1 SMA GPS


Environmental. Temperature Range: -20° to 70° C. IP-67 (submerge 1M for 30min w/ no water ingress)


Certifications. FCC. MIL-810G: Shock, Vibration & Temperature


Rocket Iot unIt
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In-caR caMeRas
 Front Camera. 2MP Full HD. 30 FPS at 1080p (H.264). 0.1 LUX Minimum Illumination for 
      Optimal Low Light Performance. Auto Day / Night mode. 3.7mm Lens (Wide Angle). Robust Low Profile Mounting


Back Seat (Prisoner). 2MP Full HD. 30 FPS at 1080p (H.264). 0 LUX Min Illumination. Auto Day / Night mode. Integrated Microphone. 2.9mm Lens (Wide Angle). Robust Mounting Design


featuRes:
4G LTE Internal Cellular Modem


Supports All Major US Carriers, Dual SIM Capability


Dual WiFi: Hotspot around the vehicle
                  Access Point for high-speed offload 


Integrated Crash Sensor


Integrated Battery Monitoring & Internal 
Temperature Sensor (for health monitoring)


Optically Isolated Trigger Inputs & 1 Relay Output
(5 total, 4.5V to 24V )


Integrated Siren Trigger Interface


Integrated On-Board Diagnostics:  J1979 (ISO 15675-4), 
J1939  (The ISO 15675-4 was mandated in 2008 for all 
US cars:  Is CAN interface)


Under Voltage Warning / Shutdown


Software Adjustable Shutdown Timer


Integrated GPS with Antenna Detection Technology  
(for health monitoring)


Remotely manage network configurations: Firewall,  
IPSec, Port Forwarding, Split networking, black and 
white list, bandwidth management







FEATURES & SPECIFICATIONS


Frequency & Gain. Cable 1:  694-894 MHz, 3 dBi & 1.7-2.7 GHz, 5 dBi. Cable 2:  2.4 GHz 5 dBi; 4.9-6.0 GHz, 5 dBi. Cable 3: 2.1-2.5 GHz, 5 dBi; 4.4-6.0 GHz, 5 dBi. Cable 4 (GPS): 1575.42 +/- 2 MHz, LNA: 26dB 
             5 dBi nominal RHCP


VSWR: 2:1 max over range


Nominal Impedance: 50 ohms 


Maximum Power: 10 Watts


GPS. Noise Figure: 2.0 dB max, 1.7 dB typical. Amplifier Bias: 2.7 to 5 VDC. Current: 20 mA max, 10 mA typical


specIfIcatIons
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featuRes:
All-in-one Antenna:GPS, Cellular, WiFi Host  
& WiFi Client


Easy to Install


Certified for Rocket Installations


Permanent or Temporary Options Available


Antennas come in Black or White


multiband antenna


Case: 4.2”D x 3.2”H (107 mm x 81 mm)
add ½” (1.3 cm) to height for magbase


Case Material: White or Black UV resistant ASA


MGW Mounting: Magnet Mount


SMW Mounting: Threaded metal stud ¾” dia. x ½”long 


 (19 mm x 13mm) for ¼” (6mm) thick metal; supplied   


 with gasket and nut. Other length studs available


Cables. Cable 1: Cellular FME connector 15ft (4.5 meters) . Cables 2 & 3: WiFi RPSMA 15ft (4.5 meters). Cable 4: GPS SMA 15ft (4.5 meters)


Environmental. Temperature Range: -40° to +85° C


Certifications. Shock & Vibration: IEEE1478, EN 61373, MIL-810G, TIA 329.2-C. Dust/Water Ingress: SMW:IP67, MGW:IPx5







PRODUCT FEATURES & SPECIFICATIONS
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featuRes:
High Speed Video/Media Upload


Secure Store and Forward Technology


x86 64bit Intel Dual Core Atom Processor, 1.33GHz


Dual WiFi MIMO


AES 256 Encryption


Yard Smart waYpoint


Dimensions: 197mm (l) x 150mm (w) x 43mm (h) 


Material:  Cast Aluminum


Power:  9 - 24Vdc / 14W  PoE


Storage:  1 TB Solid State Drive


Connectors: Color Coded, Water Tight, Locking. 1 RED: Power . 2 DARK BLUE:  4 Ethernet (802.3af  PoE 10/100Mb). 1 BLUE: 1Gb Ethernet. 1 USB 2.0 (optional) 


specIfIcatIons


RF Connectors. 2 RSPMA 2.4 GHz (WiFi 802.11 b/g/n MIMO). 2 RSPMA 5 GHz (WiFi 802.11 a/n/ac MIMO)


Environmental. Temperature Range: -20° to 70° C. IP-67 (submerge 1M for 30min w/ no water ingress). NEMA Weatherproof enclosure. Shielded internal antennas. Non-conducting fiberglass casing


Certifications. FCC. MIL-810G: Shock, Vibration & Temperature







PRODUCT FEATURES
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rocket Locker


featuRes:
Tamper-proof power and antenna  
connections


Rugged composite enclosure


Secure with MasterLock Key


Easy to Install


Increased Security and Performance
The Rocket Locker is a secure, ruggedized housing that protects the Rocket hardware and 
peripherals from damage and tampering. Cable connections and hardware can only be accessed 
with a MasterLockTM Key.


Fully Secure
The Locker seamlessly encloses a Rocket, Booster, and Power Timer, providing a completely 
environment-proof encasing. Tampering is greatly reduced — no cable connection or hardware 
can be reached without a key. 


Easy Install
The Rocket, Booster, and Power Timer are pre-mounted within the Locker itself, which is then 
mounted on a bracket, requiring four bolts to hold it in place. The Rocket Locker only takes up a 
13”x10”x3.75” space.







250 East Ponce de Leon Avenue, Decatur, GA  30030     www.BodyWorn.com 


 
 


Generation 2 Body-Worn Cameras 
and the Evidence EcoSystem™ 


 
 
 







  


 
© 2014 Utility – All Rights Reserved                                                                                    Page 2 of 21 


 Generation 2 Body-Worn Cameras and the Evidence EcoSystemTM 


 
Letter from the Utility CEO 


 
The purpose of this paper is to point out what is possible today in body-worn camera 
technology, and how it fits into the overall Evidence EcoSystemTM.  No specific product names 
are mentioned in this paper, and no specific vendor product capabilities are compared, 
because that was not our purpose.  Generation 2 body-worn cameras can provide many 
benefits for Public Safety and Public Privacy Rights.  Generation 1 body-worn cameras were a 
useful first step, but so much more is possible, practical, and cost-effective.   
 
The “Internet of Things” ( IoT ) is spreading throughout Public Safety.  IoT is composed of data 
gathering devices and sensors automatically reporting video, audio, and telemetry data over 
real-time IP-based wired and wireless networks to the rest of the Evidence EcoSystemTM.  As 
an example of what is possible, crime in the City of Atlanta is down 25% since 2009.  Certainly 
the primary driver was the political leadership of Mayor Kasim Reed to get more police 
officers on the street.  Civic leadership from the Atlanta Police Foundation, APF CEO Dave 
Wilkinson, and the Loudermilk family contribution of funding for new police technology such 
as the APD Video Integration Center was essential.  I am proud to say that our company has 
provided some of the IoT software and technology being used by Atlanta Police today.  
Atlanta’s tangible crime reduction results are representative of what is possible when Political, 
Civic, and Technology leadership come together.  But Mayor Reed would likely tell you the 
crime rate is still too high.  Technology that encourages everyone to be on their best behavior, 
and avoids a Situation turning into an Incident, is the best possible outcome.  Generation 2 
body-worn cameras are an inevitable part of Public Safety IoT. 
 
Automatic recording triggers, real-time IP-based Internet connectivity, GPS and Motion 
sensors, and secure video file formats make body-worn cameras truly effective for Police 
Officers and for protecting Public Privacy Rights.  Body-worn cameras also are a significant 
investment for Police Agencies and the Taxpayer.  The good news is Generation 2 body-worn 
cameras cost no more than Generation 1 body-worn cameras, yet provide reliable data 
capture, Internet connectivity, and secure video storage.  Police Officers, Citizens, and the 
Taxpayer should get the full benefit of what is practical and cost-effective today in Generation 
2 body-worn cameras. 
 
      Sincerely, 
 


 
 
      Robert S. McKeeman 
      Chief Executive Officer 
      Utility 
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Introduction	  
 
Utility embraces the Recommendations and 
Lessons Learned in the report  “Implementing a 
Body-Worn Camera Program”, jointly issued by 
the US Department of Justice Office of 
Community Oriented Policing Services, and by 
the Police Executive Research Forum.   This report 
is a landmark in guiding the discussion about 
body-worn cameras.  Our key takeaways from 
this report include: 
 
•   Police Actions are a matter of Public Record  
•   Powerful Need to Demonstrate Transparency, 


Openness, and Accountability 
•   Privacy and Trust are paramount to 


Community Policing 
•   Increasingly there are already multiple citizen 


video cameras at an Incident scene   
•   Citizens have important Privacy Rights 
•   Not all Citizen interaction should be recorded 
•   Police Officers should have Discretion with 


Accountability to not Record 
•   Maintaining the Public Trust is paramount 
 
Underlying all these takeaways, it is imperative that body-worn video be collected reliably 
and stored securely.  At the same time, it is important to recognize that Incidents do not 
necessarily stay where they start.  Location and other metadata are a key part of evidence. 
 
However, as good as the Report is, the Recommendations in this report were based upon the 
state of body-worn camera technology that existed in September 2013, and still exists today - 
what we describe as Generation 1 body-worn cameras.  Generation 1 body-worn cameras 
have significant technology limitations that reduce their effectiveness in meeting the Report 
Recommendations.  Generation 1 body-worn cameras in reality are not much different than 
GoPro®-type consumer body-worn cameras.  Recording has to be manually started and can 
be manually stopped at any time.  Video is stored in open common video file formats that can 
be directly uploaded to YouTube and Social Media sites.  Generation 1 body-worn cameras 
have no Internet connectivity or internal GPS.  Many Generation 1 body-worn cameras are low 
resolution 640 x 480 VGA – they do not even capture High Definition video like a GoPro® does.  
Furthermore, some Generation 1 body-worn cameras record all the time, which compromises 
Citizen Privacy and Officer Discretion.  In contrast, Generation 2 body-worn camera recording 
can be started automatically as an Incident starts, can be configured so they can’t be stopped 
manually, record at the same High Definition as consumer cell phones, leverage wireless IP-
based connectivity to support real-time Situational Awareness and broadband IoT, and are 
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practical, reliable and cost-effective today.  Generation 1 body-worn camera weaknesses and 
a description of Generation 2 body-worn camera technical advantages are described on the 
following pages.  Generation 2 body-worn cameras will allow Police departments to realize 
the significant benefits that body-worn cameras can bring to Public Safety and Citizen Trust.  
There is no reason to accept the limitations of existing Generation 1 body-worn cameras.   


Generation	  1	  Body-‐Worn	  Camera	  Weaknesses	  and	  Limitations	  
 
Current Generation 1 body-worn cameras include one or more of the following limitations: 
 
•   No automatic triggers to start recording – the Officer has to remember to manually start 


video recording 
•   The Officer can stop recording at any time for any reason by manually pressing a button 
•   Video is stored in a common video file format that can be uploaded directly to YouTube 


and Social Media web sites 
•   No live Video Streaming to Central Dispatch, Supervisors or Video Integration Centers 
•   Low-resolution video capture – 640 x 480 VGA or lower resolution that compromises 


citizen identification, believability of video evidence by Juries, and facial recognition 
technology operation.  Low-resolution fuzzy video that does not clearly show what 
actually happened, and is not usable by facial recognition systems, is less useful.    


•   No connectivity with In-Car Video Recording Systems  
•   No integration with In-Car Video Recording systems, or with video tracks also being 


collected on In-Car Video Recording systems 
•   No ability to immediately mark and comment on body-worn video along with In-Car 


Video front and rear camera video tracks as part of an integrated video, audio, and 
metadata evidence dataset within one minute after completing recording.  


•   No ability for Central Dispatch to remotely start body-worn video or audio recording 
•   No internal GPS to report location, speed, and heading 
•   No internal Accelerometer for measuring G-Forces 
•   No ability for Central Dispatch to immediately start recording of all body-worn video 


cameras located within a GeoFence zone.   
•   Control buttons are exposed on the front of the camera 
•   No speech recognition to provide hands-free operation 
•   No audio announcements of body-worn recording capacity remaining and battery status 
•   No ability to download and display BOLO, Silver, Amber, and other alert text and pictures 
•   No audio only recording mode 
•   Officer has to travel to a central location to dock the body-worn to offload video 
•   Video remains only on the body-worn video camera until it is docked, and is at risk of 


being lost, damaged, or stolen before it can be uploaded 
•   No ability to automatically upload video wirelessly to In-Car Video Camera systems as the 


body-worn video is being recorded. 
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Generation	  2	  Body-‐Worn	  Camera	  Advantages	  	  
 
History shows technology improves every year.  The “State of the Art” in September 2013 is 
not the State of the Art today.  Body-worn cameras today do not have to suffer from 
Generation 1 body-worn camera limitations.  Generation 2 body-worn cameras based upon 
proven software, hardware, and IP-based wireless connectivity are reliable, secure, and cost-
effective, and are available for volume purchase immediately after the IACP Conference ends 
on October 28, 2014.   
 
•   Automatic triggers to start recording – without the Officer having to remember to press a 


manual Start Recording button.  
o   Integrated with In-Car Video Recording system automated triggers such as the 


siren, light bar, door, weapons rack, and other automatic recording triggers.  When 
the In-Car Video system starts recording, all body-worn cameras in the vicinity are 
triggered to also automatically start recording. 


o   Automatically triggered to start recording when the internal accelerometer senses 
the Officer is running or is involved in a struggle 


o   Automatically triggered to start recording when an Officer comes onto an Incident 
scene and another Officer’s In-Car Video Camera system or body-worn camera is 
already recording. 


•   Video can be stored in a secure file format that cannot be uploaded directly to YouTube 
and other Social Media sites, and cannot be viewed, edited, or copied by video player 
software found on any Windows or Mac computer.   Video and audio can only be accessed 
using specialized viewer software that only Police Departments have.  


•   Live Video can be streamed directly from the body-worn video camera to Central Dispatch, 
Supervisors, or to a Video Integration Center, without the body-worn video camera having 
to be linked to a companion device. 


•   Alerts from other Evidence EcoSystemTM IoT sensors and systems can be streamed real-
time to the Generation 2 body-worn camera 


•   High Definition video recording of at least 720p that provides recognizable evidence that 
Police can use to identify suspects and repeat offenders, Juries can agree is compelling, 
and allows facial recognition technology to work effectively.  Police Officers should have 
video recording as good as a Citizen has with an average cell phone. 


•   Ability for the Officer to stop recording at any time, but the body-worn camera can 
automatically make an audio announcement that recording is being stopped, and the 
audio announcement is captured as part of the video and audio before data capture 
actually stops.  So the Officer and any nearby Citizens can have positive audio 
confirmation that video recording has been stopped.  There does not have to be 
unexplained gaps in the video and audio where the video and audio just stops.   


•   Control buttons do not have to be exposed on the front of the body-worn video camera 
•   Multiple secure Control Buttons can be operated without the Officer having to look at the 


body-worn video camera, or take his eyes off one or more nearby Citizens 
•   The body-worn video camera can provide positive tactile button selection out of view of 


nearby Citizens 







  


 
© 2014 Utility – All Rights Reserved                                                                                    Page 7 of 21 


 Generation 2 Body-Worn Cameras and the Evidence EcoSystemTM 


•   Vibrations of various pulses and duration can confirm to the Officer that a body-worn 
camera command has been recognized and performed.   


•   Direct broadband IP-based data connectivity and integration with In-Car Video Recording 
Systems provide automatic two-way triggering and data integration    


•   Immediately mark and add comments to one or more body-worn videos along with In-Car 
Video front and rear camera video tracks in one integrated video evidence set  


•   Central Dispatch and Supervisors can remotely start or stop video or audio recording on 
the body-worn camera 


•   Central Dispatch can broadcast BOLO, Silver, Amber and other alerts with pictures directly 
to the body-worn camera screen to be viewed by Officers on the scene.  Alerts can be 
broadcast to one body-worn camera, to all body-worn cameras within a GeoFence zone, 
or to every body-worn camera in the department. 


•   There can be an internal GPS in the body-worn video camera 
•   There can be an internal Accelerometer in the body-worn video camera to detect motion 


and acceleration such as running or a physical struggle 
•   Central Dispatch can immediately start recording of all body-worn video cameras located 


within a pre-defined or ad hoc GeoFence polygon zone.   
•   Central Dispatch can have a voice announcement play on all body-worn video cameras 


located within a pre-defined or ad hoc GeoFence polygon zone.   
•   Speech recognition command controls can provide hands-free operation of the body-


worn video camera without the Officer having to take eyes off the Citizen 
•   The body-worn camera can be trained to recognize an Officer’s voice, so that only the 


Officer can operate the body-worn video camera using voice commands. 
•   The body-worn video camera can make audio announcements of available recording 


capacity, remaining battery life, and other body-worn camera status 
•   The body-worn video camera can be set to audio-only recording mode 
•   Upload of video and audio data does not have to wait until the end of a shift or when the 


body-worn video camera is manually placed in an Upload docking station.  Video and 
audio data can be immediately uploaded to In-Car Video Camera Systems, to Central 
Records Management systems, or to Cloud Storage.  The video, audio, and metadata does 
not have to be at risk of being stolen, lost or compromised because it is only stored on the 
body-worn video camera until the end of a shift when the device is manually docked. 


•   The body-worn video camera can be used to send and receive secure voice and text 
messages when within range of an In-Car wireless communications router. 


 
These capabilities are all representative of what the “Internet of Things” (IoT) can bring to 
Public Safety.  Smart devices automatically reporting relevant data, so the Police Officer can 
focus on the situation, and his or her personal safety.   Other responding Police Officers can 
approach an Incident with Situational Awareness of what is happening.  Certainly the Police 
Officer should not be distracted by having to remember to manually turn on a body-worn 
camera.   All the IoT technology included within the Evidence EcoSystemTM should be 
integrated to support the Police Officer and Public Safety. 
 
Several of these capabilities warrant further explanation as described on the following pages. 
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Generation	  2	  Body-‐Worn	  Camera	  Capabilities	  
 
The primary Generation 2 body-worn camera advantages are real-time IP-based Internet 
connectivity, high-resolution video, and internal GPS.   Most all Generation 2 body-worn 
camera capabilities flow from these three fundamental technical capabilities.  


Recording	  is	  triggered	  automatically	  
 
Once an Incident begins, the Police Officer should focus all attention on the Incident and their 
personal safety, and not be distracted by having to remember to turn on their body-worn 
camera.   
 


“You want activating the camera to be a reflexive decision, not something that 
officers have to evaluate with each new situation.  If officers have to determine 
what type of incident it is before recording, there are going to be a lot of situations 
in which a recording might have exonerated an officer, but the recording was 
never made.”  Report Page 12. 


 
Just this past Saturday September 27, 2014, a Ferguson, Missouri police officer was wearing a 
body-worn camera and was shot.  However, the Generation 1 body-worn camera was not 
turned on, so there was no video of the Incident. 
 


 
http://www.usatoday.com/videos/news/2014/09/29/16415595/ 
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The St. Louis County Police spokesman was quoted as saying: “he didn’t know why the body 
camera the wounded officer was wearing was turned off during the shooting”.  
 
http://stlouis.cbslocal.com/2014/09/28/body-camera-wasnt-on-when-ferguson-officer-was-shot/  
 
Another recent tragic example of what can happen is the San Francisco Bay Area Rapid Transit 
(BART) Police Officer death in January 2014.  Two BART officers were investigating a robbery 
and entered an apartment.  One BART Officer accidentally shot and killed the other BART 
Officer.  Both Officers were wearing Generation 1 body-worn cameras.  However, neither 
Generation 1 body-worn camera was turned on. 
 
http://www.mercurynews.com/crime-courts/ci_25866927/da-no-charges-will-be-filed-fatal-shooting  


A Generation 2 body-worn camera will activate and start recording automatically when 
turning on the vehicle siren or light bar at a routine traffic stop, or being dispatched to a 911 
call and then opening the car door, without the Officer having to remember to do anything.  
All but the most routine Incidents are high risk and high stress to a Police Officer.  Having to 
remember to turn on a body-worn camera is a distraction the Officer does not need.  History 
shows that often the Officer does get distracted and forgets to manually turn on his or her 
body-worn camera.   
 
With real-time wireless connectivity to In-Car Video Recording systems and to Central 
Dispatch, a body-worn camera can be automatically triggered to record at the same time the 
In-Car Video Recorder is automatically triggered to record.  When the patrol vehicle siren or 
light bar is turned on, any nearby body-worn camera automatically starts recording as well.  
Generation 2 body-worn cameras can also be triggered by other inputs such as internal 
Accelerometer high G Force events resulting from running and physical struggles. The 
Generation 2 body-worn camera will start recording if it is not recording already.  Field 
Supervisors, Central Dispatch, and Video Integration Center operations officers can use 
internet connectivity to also remotely start recording on a Generation 2 body-worn camera.   
 
With real-time connectivity to other nearby devices, a Generation 2 body-worn camera can 
broadcast that an Incident is in progress, so that all other nearby Generation 2 body-worn 
cameras can then also start recording.  The Police Officer does not have to take any manual 
action to start Generation 2 body-worn camera recording.   Other In-Car Video systems within 
range of the broadcast can also start recording.   


Record	  in	  High	  Definition	  
 
A primary takeaway from the Boston Marathon Bombing is the limited value of low-resolution 
video.  The Boston Police and FBI were stumped because the video of the two suspected 
bombers was so poor that the suspects could not be identified.  Facial recognition software 
did not work on the low-resolution images the Boston PD collected.  Despite having several 
videos of the two primary suspects, and the efforts of photo enhancement experts, the 
suspect identities remained a mystery for three full days.  If better quality images had been 
able to identify the suspects, MIT police officer Sean Collier might not have been killed.  
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FBI Press conference three days after the Bombing showing pictures of the two suspects: 
 


 
Enhanced but still poor quality Suspect images from a surveillance video from a business 
located on Boylston Street. 
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After these FBI images were released, citizen David Green provided the following high- 
resolution photo taken with his iPhone 4s to the FBI.  “White Cap Suspect # 2” is seen in the 
bottom left corner of this picture.   
 


 
 
Because the iPhone 4s camera was much higher resolution than any other video or picture 
the FBI had, it was possible to zoom in on a much clearer picture of the suspect.  
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In the NY Times article by Ravy Somaiya and Jeremy Zilar published on April 18, 2013, David 
Green reported FBI agents stated “his picture was the best they had, because it was taken 
from a better camera than the others that were posted”. 
 
The Boston Marathon Bombing clearly demonstrated that low-resolution video was not able 
to reliably identify suspects.  Police Officer body-worn cameras should have the same high- 
resolution video and image capabilities of the average Citizen cell phone.   


Stream Live Video 
 
Without requiring any ancillary device, Generation 2 body-worn cameras can stream live 
video to In-Car Video Recording systems, Supervisors, and to Central Dispatch.   WiFi-enabled 
Generation 2 body-worn cameras can stream live Incident video from several hundred feet 
away to the police car or to authorized WiFi Access Point.  From the police car or Access Point, 
the video can then be streamed to Central Dispatch or to a Supervisor vehicle for immediate 
display.  Generation 2 body-worn cameras with cellular connectivity can stream video directly 
to Central Dispatch and to Supervisors in the field. 


Cannot be turned off during an Incident 
 
Generation 1 body-worn cameras are manually controlled, so they can be manually turned off 
at any time for any reason - good or bad.   This raises the troubling potential of video not 
being captured on purpose.  In the New Orleans officer-involved shooting of Armond Bennett 
in early August 2014, Generation 1 body-worn cameras were turned off deliberately.  "Not 
only did she turn her camera off, her partner turned his off, too," Bennett Attorney Nandi 
Campbell stated. 
 
http://www.wdsu.com/news/local-news/new-orleans/use-of-bodyworn-cameras-questioned-in-new-
report/27903998#ixzz3EGslaFKV   
 
Once an Incident has started, Generation 2 body-worn cameras can be configured to only 
stop recording when the In-Car Video Recording system is turned off, by a command from a 
nearby Supervisor Generation 2 body-worn camera, or remotely by Central Dispatch when it 
is determined the Incident is over.  As the Body-Worn Camera Recommendation report points 
out, Officers must have Discretion and Accountability.  If the body-worn camera can be 
manually turned off at any time with just the push of a button, there will always be a question 
of whether all relevant video for the Incident was captured.    
 
A Generation 2 body-worn camera can audibly announce that it has stopped recording, so 
that both the Police Officer and nearby Citizens have positive audio confirmation of body-
worn camera has in fact stopped recording.  Furthermore, the audio announcement can be 
included as the last part of the Evidence recording.   GPS location, date and time metadata are 
always recorded in a Generation 2 body-worn camera.  So there is hard evidence that the 
recording was stopped on purpose, the Public was notified that recording was stopped, and 
the location and time when recording was stopped is also recorded.  A Generation 2 body-
worn camera can make sure there are no unexplained gaps in the video recording. 
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Includes integrated GPS 
 
Generation 2 body-worn cameras have an internal GPS, so all video and audio is automatically 
tagged with GPS location metadata.  Generation 1 body-worn cameras that have no GPS, or 
rely upon a second Bluetooth-connected device or other source of GPS location data are 
inherently unreliable compared to a Gen 2 body-worn device that has GPS built-in.    
 
Because Incidents can change location, and can spread out once the Incident starts (Suspects 
take off running in different directions, the Citizen vehicle flees the scene after a stop, etc.), 
having direct GPS location metadata of exactly where the video was captured is important 
legal evidence.  The Generation 2 body-worn camera moving away – i.e. the Officer moving 
away - from patrol car location can also be an automatic trigger to begin recording.  


Includes	  integrated	  3-‐Axis	  Accelerometer	  
 
Generation 2 body-worn cameras have an integrated 3-Axis Accelerometer that can report 
rapid G Force motions such as the Officer running and physical struggles.  This can be another 
automatic trigger to start recording if the body-worn camera is not already recording.   


Start	  recording	  all	  body-‐worn	  cameras	  within	  a	  GeoFence	  
 
With all Generation 2 body-worn cameras communicating GPS location to Central Dispatch 
on a real-time basis, it is possible to remotely start video recording on all devices within a 
GeoFence zone.  As an example, if Boston Police had Gen 2 body-worn cameras, a Dispatcher 
could have drawn a GeoFence around the location of the Boston Marathon Bombing, and 
immediately caused all body-worn and In-Car video systems inside the GeoFence zone to 
start recording. 
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Furthermore, a Generation 2 body-worn camera can announce a Central Dispatch audio 
message such as “An Emergency is in progress – do not turn off your body-worn camera”.   
Real-time location reporting and wireless connectivity provides First Responder Situational 
Awareness and Command & Control capabilities that Generation 1 body-worn cameras can 
never provide. 


Upload	  recorded	  video	  immediately	  
 
Video from a Generation 2 body-worn camera can be immediately streamed to an In-Car 
Video Recorder or to an authorized Access Point whenever in wireless range of the vehicle, 
which is almost always the case.  The body-worn video can be stored on the In-Car Video 
server along with front and back seat camera video feeds in an integrated video set.  The 
Generation 2 body-worn video is then immediately viewable on the In-Car Video Recorder 
system display, and can be annotated and marked along with video from the In-Car Video 
front and back seat cameras.  The Officer does not have to wait until the end of the shift to 
manually dock the body-worn camera to then be able to add notes to the body-worn camera 
video.  If the body-worn has cellular connectivity, the video can be immediately uploaded 
from anywhere in cell coverage.  Central CAD Dispatchers and Supervisors have the ability to 
view Generation 2 evidence video as it is collected and uploaded to the In-Car Video system 
or to “the Cloud”.   
 
Because body-worn video is uploaded immediately as it is captured, the video is not at risk of 
being lost, damaged, stolen, or tampered with before the end of the shift.  Suspects are less 
likely to attempt to seize and destroy video evidence on Generation 2 body-worn cameras 
once they know the video is immediately uploaded as it is recorded.  Once word gets around 
that Generation 1 body-worn video is not uploaded until the end of a shift – as word certainly 
will get around – bad actors will have a powerful incentive to seize and destroy the body-
worn video evidence before it gets uploaded.  On the plus side, Supervisors do not have to 
take control of Generation 2 body-worn cameras immediately after an Incident, since the 
video evidence is automatically uploaded as it is captured.  There is no opportunity for the 
Officer to tamper with or lose the video evidence.  Immediately uploading body-worn camera 
video increases Officer Safety and Public Trust.  With Generation 1 body-worn cameras, video 
evidence is completely at risk of being tampered with or lost until the manual upload at the 
end of the shift – often several hours later -- is completed.  Once all parties understand that 
video is being immediately and securely uploaded, all parties are more likely to be careful 
about their behavior.  The best outcome is for a Situation to be defused and to never turn into 
an Incident.  The best Incident is the one that never happens. 
 
Once video is automatically uploaded to central storage and the Chain of Custody of the 
video has been validated, the video can be deleted from the Generation 2 body-worn camera 
just like video is automatically deleted from In-Car Video Recording systems. This immediate 
Chain of Custody validation process for Generation 2 body-worn cameras frees up body-worn 
camera video storage space.  No video is permanently retained on the Generation 2 body-
worn camera.  So there is no reason for the body-worn video camera to be retained for an 
Open Records Request, and the video can’t be leaked to unauthorized third parties.   
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Recorded	  Video	  cannot	  be	  uploaded	  to	  YouTube	  and	  Social	  Media	  Web	  Sites	  
 
Since video is not retained on a Generation 2 body-worn camera, it cannot be later uploaded 
to unauthorized 3rd party web sites.  In addition, Generation 2 body-worn cameras do not 
store video in open video file formats such as .MOV and .AVI.   Generation 1 body-worn 
cameras often store video in open, common video file formats that can be directly uploaded 
to YouTube and other Social Media sites, and the video can be played and copied by 
consumer video player software found on any Windows or Mac computer.     
 
The January 2014 Asiana Airlines crash at the San Francisco airport is an example.  A camera 
mounted on a firefighter helmet recorded video of a San Francisco Airport fire truck running 
over and killing an injured passenger who had survived the crash.  The video was leaked to 
CNN and posted on YouTube within hours after the crash.     
 


 
 
https://www.youtube.com/watch?v=9BHDfzKMHMo 
 
http://www.cnn.com/2014/01/15/us/asiana-crash-new-video/   
 
No	  Elected	  Official	  or	  Police	  Department	  wants	  body-‐worn	  camera	  video	  leaked	  to	  YouTube	  or	  
Social	  Media	  sites.	   	  Capturing	  and	  storing	  video	  in	  a	  secure	  non-‐consumer	  video	  file	  format	   is	  
the	  only	   sure	  way	   to	  prevent	  unauthorized	  postings	  of	  evidence	  video	   to	  YouTube	  and	  other	  
Social	  Media	  sites,	  or	  to	  be	  shared	  in	  a	  way	  that	  infringes	  on	  Public	  Privacy	  Rights.	  	  
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Video	  file	  format	  supports	  metadata	  
 
The open Generation 1 body-worn camera video file formats generally do not have a separate 
metadata storage capability.  So metadata such as date, time, and GPS coordinates have to be 
overlaid on top the video image itself.  This overlaying of metadata on top of the video image 
obscures the image behind the metadata overlay.  Important evidence can be obscured.  
 
Generation 2 body-worn cameras use a video file storage format that includes a separate 
metadata storage track.  This separate metadata track stores time, date, GPS location, and 
other metadata such as 3-Axis accelerometer data indicating when and where the video was 
recorded, where the Officer was running, or where the Officer was involved in a struggle.  The 
metadata track is automatically synchronized with the video and audio, so the time and 
location relationship of video, audio, and metadata is assured. 


Distribute	  BOLO,	  Amber,	  Silver	  and	  other	  Alerts	  and	  Pictures	  to	  Bodyworns	  
 
With real-time two-way wireless connectivity and a display screen included as part of a 
Generation 2 body-worn camera, Central Dispatch can broadcast BOLO, Amber, Silver, or 
other alerts to a Generation 2 body-worn camera.  Alerts are immediately available to the 
Police Officer.  Alerts can be sent to a single body-worn camera, a group of body-worn 


cameras, to all body-worn cameras within a GeoFence area regardless of what groups they 
may belong to, or to all body-worn cameras across the Department.  The alerts and pictures 
are displayed on the Generation 2 body-worn camera Alerts status screen. 


Evidence	  is	  automatically	  Indexed	  
 
All evidence captured “on the fly” by Generation 2 body-worn cameras with internal GPS, 
Accelerometer, and real-time communications can be automatically indexed so that all 
evidence from all nearby Generation 2 body-worn cameras and In-Car Video recording 
systems are all tied to the Incident.  All Incident video, audio, and metadata is searchable and 
available to Police Officers, Supervisors, Prosecutors, Defense Attorneys, the Courts and to the 
Public after appropriate Evidence Disclosure and Citizen Privacy issues are addressed.  
Generation 2 body-worn cameras with real-time wireless cellular broadband, WiFi, RFID, and 
Bluetooth connectivity to other devices and to Central Dispatch can immediately index all 
video, audio, and metadata evidence to the Incident.  


Securely	  Authenticate	  with	  In-‐Car	  Video	  using	  NFC	  
 
Generation 2 body-worn cameras with a Near Field Communications (NFC) link capability can 
be linked to an In-Car Video system through a simple NFC chip touch process.  An NFC chip in 
the vehicle positively identifies the vehicle.  There is no need for a manual login process to 
“assign” a Generation 2 body-worn camera to a vehicle.  Touching the Generation 2 body-
worn camera with NFC reader capability to a vehicle NFC chip can automatically initiate an 
encrypted authentication credentials validation process and establish a secure VPN link 
between the Generation 2 body-worn camera and the vehicle In-Car Video Recording system.  
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Incidents	  are	  not	  always	  stationary	  
 
It is important to note that Incidents are often not stationary.  An Incident may start as a traffic 
stop, but then turn into a suspect fleeing the scene on foot, or fleeing in their vehicle in a 
high-speed car chase.  These types of Incidents almost always involve multiple Officers who 
get involved in the Incident, all on an ad hoc basis.  The Evidence EcoSystemTM (described in 
the following pages) can engage all available Officers and all mobile and fixed location 
evidence-gathering devices in the vicinity of an Incident, and along the route of travel of an 
Incident, wherever the Incident may evolve and travel.  It is never possible to predict how an 
Incident may evolve, or what Officers, vehicles, and other IoT evidence-gathering assets might 
become engaged in an Incident.   
 
It is therefore necessary for the Evidence EcoSystemTM to be self-organizing and automatically 
engage all In-Car Video recording systems, Officer body-worn cameras, fixed location cameras, 
and other relevant IoT evidence gathering assets “on the fly” as an Incident evolves and 
travels from location to location.  Generation 2 body-worn cameras within a designated area 
around an incident can all be triggered by Central Dispatch to begin collecting evidence.  
Furthermore, Generation 2 body-worn cameras can broadcast recording status to the 
Evidence EcoSystemTM so that recording is triggered automatically in all nearby Evidence 
EcoSystemTM devices.   GPS position report metadata includes Speed and Heading, so In-Car 
and Officer body-worn cameras can provide the direction data necessary to activate fixed 
location cameras and other police vehicles along the current route of travel for the Incident. 
 
Generation 2 body-worn cameras that automatically report GPS location also provide a 
significant safety benefit for an Officer involved in a foot chase.  It may not take long for a foot 
chase to take an Officer out of visual sight range of other police officers.  Central Dispatch, 
Supervisors, Police Helicopters, and other Officers need to know where other Officers are 
located on a real-time basis so they have Situational Awareness so they can best assist the 
Officer.  Real-time GPS location data of all Officers can help avoid a friendly fire situation from 
turning into a tragedy.  If an Officer is injured during a foot chase, a Generation 2 body-worn 
camera reporting real-time officer location and with an emergency reporting capability could 
save an Officer’s life.   
 
There are many reasons why a Police organization wants the real-time location reporting data 
that a Generation 2 GPS enabled body-worn camera with real-time internet connectivity can 
provide.   Incidents often do not stay where they start. 
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Evidence	  EcoSystemTM	  –	  IoT	  and	  the	  Future	  of	  Public	  Safety	  
 
Generation 2 Bodyworn cameras are an integral part of an overall Evidence EcoSystemTM.   An 
Evidence EcoSystemTM is the real-time Internet of Things (IoT) interconnection of all evidence 
capturing devices, along with real-time connectivity, data analysis, and data storage involved 
in an Incident.  An Incident is any kind of event where evidence might be collected for use in 
a future court case and for Public Safety.   


	  
	  
The Evidence EcoSystemTM includes not only Generation 2 Body-worn video cameras.  It also 
includes In-Car Video recording systems, fixed location video cameras, gun shot audio 
analysis and location reporting systems, fixed location and mobile Automated License Plate 
Reader (ALPR) systems, Central Dispatch 911 and Computer-Aided Dispatch (CAD) systems 


TM 


TM 
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managing teams of police officers, Video Integration Centers (VIC) gathering and displaying 
video feeds from fixed location and mobile video cameras in a region, real-time connectivity 
to the National Crime Information Center and other federal and state databases, crime zone 
prediction algorithms and systems, and video, audio, and metadata evidence storage and 
distribution systems to provide evidence video to Courts, Prosecutors, Defense Attorneys, 
Citizens involved in an Incident, and to the Public through open records requests.  Evidence 
video, audio, and metadata in the Evidence EcoSystemTM are reliably captured, categorized, 
and stored securely.  Central Dispatch and Field Supervisors have real-time Situational 
Awareness of Incident events from all data capturing devices in the vicinity of the 
Incident.  All IoT components in the Evidence EcoSystemTM can be interconnected, and 
communicate video, audio, location and other metadata on a real-time basis.  This integration 
provides reliable capture of the facts, while enhancing Officer safety and protecting Citizen 
Privacy Rights.    
 


	  
	  
Generation 1 body-worn cameras with no connectivity to the overall Evidence EcoSystemTM, 
where video has to be manually uploaded at the end of a shift, does have utility.  But only if 
the Officer remembers to turn on the Generation 1 body-worn camera at the start of an 
Incident.  Generation 1 body-worn cameras with no connectivity, and data capture reliability 
and video storage weaknesses, are inherently inferior to Generation 2 body-worn cameras 
with real-time connectivity, secure video file storage, and internal GPS technology.   
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Threat	  to	  Citizen	  Privacy	  Rights	  –	  Always	  on	  “Pre-‐Event”	  Recording	  
 
The Body-Worn Camera Recommendations report states body-worn cameras raise important 
questions about Citizen Privacy Rights and Trust.  Privacy is the first topic mentioned in the 
report’s “Chapter 2 - Considerations for Implementation”.   Determining “When to Record” 
was cited as the issue with the greatest Privacy implications.  PERF believes “requiring officers 
to record every encounter with the public would sometimes undermine community members’ 
privacy rights and damage important police-community relationships”.   We agree that Officer 
discretion is needed, and that body-worn cameras should not record at all times.   
 
PERF further reported that very few departments have adopted a policy of recording all 
encounters with the Public.  From Page 13 - “The more common approach is to require 
officers to activate their cameras when responding to calls for service and during law 
enforcement-related encounters and activities, such as traffic stops, arrests, searches, 
interrogations, and pursuits.”  
 
As this paper has shown, Generation 2 body-worn cameras can be automatically triggered to 
start recording when an Officer is dispatched to a call, when an In-Car Video Recording 
system is triggered by a siren or a light bar, when another Generation 2 body-worn camera in 
the vicinity starts recording, or through any number of other automatic recording triggers.  In 
all cases, the Generation 2 body-worn camera is not recording until it is automatically 
triggered to record, without distracting the Officer, thus protecting Citizen Privacy Rights and 
supporting the PERF recommendation.   
 
However, some Generation 1 body-worn video cameras advertise the ability to do “Pre-Event 
Recording”.  This means the body-worn camera is always recording, so that a prior 30 or 60 
seconds of video can be saved once the Officer manually presses the Start Record button.  A 
body-worn camera that is always recording is completely at odds with the PERF 
recommendation to not record all encounters, is a threat to Citizen Privacy Rights, and has a 
potential negative impact on Community Relations.   
 
As a practical matter regarding Pre-Event Recording, in many cases the Officer is in a patrol 
car.  Turning on the siren or light bar, or some other automatic trigger, starts the In-Car Video 
Recording system.  Subsequently opening the police car door can trigger the Generation 2 
body-worn camera to start recording.  The body-worn camera in the preferred chest mount 
position is pointed at the car steering wheel and front dash until the Officer exits the vehicle.  
30 seconds of “Pre-Event” video of the steering wheel and front dashboard of the vehicle at 
the start of an Incident does not provide useful evidence.  Getting out of the patrol car is not 
the time the Officer needs to be distracted with having to remember start his body-worn 
camera.  A Generation 2 body-worn camera can automatically start recording when the 
Officer opens the police car door – without the Officer having to remember to manually start 
anything.   
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In cases where the Officer is on foot patrol, a Call for Service from Central Dispatch can 
remotely start body-worn camera recording.   Central Dispatch can start body-worn camera 
recording at any time.  Voice Recognition commands, running, loud sounds, or a manual 
control press can also start recording.   With Generation 1 body-worn cameras, if the Officer is 
distracted, or gets into an altercation, and does not remember to manually start the body-
worn camera, or is not able to manually start recording on the Generation 1 body-worn 
camera, no video evidence is ever collected.  The advantages of Community Policing and 
having a relationship with Citizens in the community will be lost when the public understands 
that a Generation 1 body-worn camera is always recording to capture “Pre-Event” recording.  
 
Pre-Event Recording is useful if 30 seconds or less into an Incident, an Officer remembers he 
forgot to turn on his body-worn.  If he remembers within 30 seconds, manually pressing the 
record start button on a Gen 1 body-worn will capture the start of the Incident video.  But 
often audio is not captured during Pre-Event Recording.  The far better approach for Officer 
safety and Public Privacy Rights is to have a Generation 2 body-worn camera that starts 
recording automatically based upon an Evidence EcoSystemTM IoT trigger.  Human error 
should not prevent Incident video capture.    
 
As the PERF report states on page 13 about Community-oriented Policing -- “Their goal, 
always, is to maintain an open dialogue with community members and preserve the trust in 
their relationships”.  To maintain Public Trust, Police departments should always be 
transparent to the Public about how public safety technology actually works. 


Conclusions	  
 
The Reliability, Security, and additional capabilities of Generation 2 body-worn cameras are 
compelling for increasing Officer Safety and maintaining Public Trust, and will be a key part of 
the overall Evidence EcoSystemTM.  The overall goal is to have technology that encourages 
everyone to stay on their best behavior, so that a Situation does not turn into an Incident.  
The best Incident is one that never happens. 
 
History has shown that too often the Police Officer does not remember to turn on a manually 
controlled Generation 1 body-worn camera.   Automatic triggering of video recording is an 
essential part of a minimum viable body-worn camera. 
 
Generation 2 body-worn technology is proven, reliable, and costs no more than Generation 1 
body-worn cameras.  Generation 2 body-worn cameras with real-time internet connectivity, 
high resolution cameras, secure video storage, automatic location and sensor capability such 
as GPS and G Force Motion Accelerometers, and real-time IoT integration into the Evidence 
EcoSystemTM make Generation 1 manually controlled, unconnected body-worn cameras 
obsolete.   This paper has pointed out many compelling reasons why police departments 
considering body-worn camera technology should invest in Generation 2 body-worn cameras.  
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Executive	  Summary	  
	  
Many	  Police	  Departments	  who	  have	  implemented	  body	  worn	  cameras	  (BWC)	  have	  been	  
surprised	  to	  find	  significant	  additional	  costs.	  	  Body	  cameras	  are	  not	  simply	  purchased	  and	  used	  
like	  a	  flashlight.	  	  IT	  support	  systems	  and	  staffing	  are	  required	  at	  significant	  additional	  cost	  to	  
reliably	  store	  and	  manage	  video	  –	  often	  for	  years.	  	  Therefore	  Police	  Departments	  need	  to	  
consider	  the	  Total	  Cost	  of	  Ownership	  (TCO)	  over	  5	  years.	  	  The	  BWC	  hardware	  itself	  is	  often	  far	  
less	  than	  half	  the	  five	  (5)	  year	  TCO.	  This	  report	  provides	  (1)	  a	  methodology	  for	  calculating	  a	  TCO	  
analysis,	  and	  (2)	  a	  TCO	  summary	  for	  two	  leading	  BWC	  alternatives.	  
	  
Police	  Departments	  often	  neglect	  to	  consider	  the	  cost	  of	  Video	  Redaction	  in	  the	  BWC	  TCO.	  	  
Redaction	  is	  obscuring	  faces	  and	  body	  parts	  with	  identifiable	  tattoos	  before	  video	  can	  be	  
released	  for	  a	  FOIA	  or	  Press	  request,	  or	  before	  video	  can	  be	  shown	  in	  an	  open	  courtroom	  at	  a	  
Trial.	  	  The	  staffing	  required	  to	  manually	  redact	  1%	  of	  recorded	  video	  often	  costs	  more	  than	  the	  
BWC	  purchase.	  	  However,	  a	  BWC	  with	  automatic	  video	  redaction	  software	  can	  typically	  avoid	  
enough	  manual	  redaction	  labor	  hours	  each	  year	  to	  pay	  for	  the	  BWC.	  	  	  
	  
Video	  storage,	  docking	  stations,	  training,	  hardware	  maintenance	  and	  repair,	  and	  additional	  
software	  licenses	  for	  Court	  Officers,	  Prosecutors	  and	  Defense	  Attorneys	  also	  need	  to	  be	  
considered	  in	  calculating	  a	  realistic	  TCO.	  	  Most	  vendors	  who	  provide	  cloud	  storage	  are	  moving	  
to	  unlimited	  video	  storage	  as	  part	  of	  their	  total	  solution.	  	  Local	  video	  storage	  has	  to	  add	  the	  
purchase	  cost,	  operations,	  cybersecurity,	  and	  disaster	  recovery	  staffing	  and	  support	  costs	  for	  
local	  video	  storage	  servers	  as	  additional	  costs	  in	  their	  five	  (5)	  year	  TCO	  calculation.	  
	  
A	  realistic	  TCO	  can	  vary	  dramatically	  as	  shown	  in	  the	  following	  chart.	  	  
	  


	  
	  
This	  report	  shows	  the	  very	  compelling	  five	  (5)	  year	  TCO	  savings	  for	  a	  BWC	  solution	  that	  includes	  
automatic	  video	  redaction	  and	  classification	  on	  the	  BWC.	  	  	  	  	  
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Objective	  
	  
The	  objective	  of	  this	  analysis	  is	  to	  provide	  (1)	  a	  framework	  for	  calculating	  the	  Total	  Cost	  of	  
Ownership,	  and	  (2)	  document	  a	  per	  unit	  TCO	  comparison	  of	  Utility’s	  BodyWorn™	  video	  camera	  
compared	  to	  a	  typical	  Clip-‐on	  manually	  operated	  body-‐worn	  video	  camera.	  	  


Background	  and	  TCO	  Cost	  Factors	  
	  
The	  rise	  of	  BWC	  technology	  can	  be	  attributed	  to	  three	  primary	  goals:	  (1)	  Promote	  police	  
accountability	  and	  transparency	  as	  a	  matter	  of	  public	  record	  (2)	  Improve	  high-‐quality	  public	  
service	  provided	  by	  police	  officers,	  and	  (3)	  Increase	  the	  perceived	  legitimacy	  of	  officer-‐
constituent	  interactions	  (Miller,	  Toliver	  and	  Police	  Executive	  Research	  Forum).	  Furthermore,	  
law	  enforcement	  agencies	  expect	  BWC	  technology	  to	  advance	  proactive	  and	  preventative	  
efforts	  to	  reduce	  crime	  (Police	  Executive	  Research	  Forum).	  
	  
Several	  companies,	  including	  Utility,	  Inc.	  (Utility)	  have	  developed	  BWC	  devices	  that	  address	  the	  
goals	  stated	  above.	  Each	  device	  addresses	  these	  goals	  with	  different	  types	  of	  device	  
functionality,	  real-‐time	  connectivity,	  need	  for	  additional	  peripherals,	  and	  video	  management	  
software	  capabilities.	  	  For	  the	  purpose	  of	  this	  analysis,	  commonly	  deployed	  body-‐worn	  cameras	  
and	  Utility’s	  Generation-‐2	  BodyWorn	  devices	  are	  compared.	  	  
	  
Cost	  is	  a	  key	  factor	  for	  whether	  a	  law	  enforcement	  agency	  will	  implement	  BWCs.	  	  However,	  too	  
often	  Police	  departments	  fail	  to	  consider	  all	  costs	  that	  should	  be	  included	  in	  the	  Total	  Cost	  of	  
Ownership	  (TCO)	  analysis.	  	  Police	  Departments	  have	  found	  TCO	  to	  be	  a	  major	  budget	  problem	  
as	  hidden	  additional	  costs	  emerge	  after	  deployment.	  	  Costs	  often	  not	  fully	  considered	  during	  a	  
vendor	  selection	  process	  include:	  
	  


•   Data	  storage	  –	  either	  internet	  cloud	  storage	  or	  local	  server	  video	  storage	  
•   Video	  Management	  software	  –	  how	  to	  Classify,	  Search,	  Play,	  Export,	  and	  Purge	  video	  
•   Network	  Infrastructure	  to	  upload	  video	  from	  each	  BWC	  to	  central	  video	  storage	  
•   Power	  and	  Security	  for	  docking	  stations	  for	  BWC	  systems	  that	  require	  docking	  stations	  
•   Video	  Redaction	  costs	  –	  for	  responding	  to	  Freedom	  of	  Information	  Act	  (FOIA),	  Press,	  


and	  Courtroom	  playback	  of	  BWC	  videos	  where	  the	  privacy	  of	  bystanders,	  minors,	  
victims,	  and	  police	  officers	  has	  to	  be	  protected	  	  


•   Officer	  time	  spent	  classifying	  video	  –	  and	  therefore	  not	  on	  patrol	  
•   Accidental	  deletion	  of	  un-‐classified	  video	  
•   New	  officer	  and	  staff	  training	  for	  BWC	  operation	  and	  recording	  policy	  
•   Re-‐training	  police	  officers	  and	  staff	  about	  recording	  policy	  changes	  


	  
In	  her	  recent	  article,	  “Cloud	  Storage	  for	  Camera	  Data?”	  Julie	  Anderson,	  head	  of	  AG	  Strategy	  
Group,	  highlighted	  the	  massive	  amount	  of	  data	  produced	  by	  video	  recordings.	  The	  Seattle	  
Police	  Department	  has	  produced	  360	  terabytes	  of	  data	  from	  police	  car	  dash	  cams.	  	  As	  Police	  
Departments	  also	  deploy	  BWCs	  on	  every	  officer,	  this	  will	  add	  an	  additional	  huge	  amount	  of	  
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video	  data	  that	  has	  to	  be	  stored,	  secured,	  managed,	  and	  eventually	  deleted.	  	  The	  Anderson	  
article	  cites	  the	  case	  of	  Duluth,	  Minnesota,	  where	  the	  police	  department	  spent	  $5,000	  to	  
purchase	  Body	  Cameras,	  but	  then	  struggled	  to	  support	  the	  $78,000	  storage	  cost	  over	  a	  two-‐
year	  period	  (Anderson).	  	  In	  another	  example,	  Minooka,	  Illinois	  recently	  discontinued	  using	  
body-‐worn	  video	  cameras	  because	  the	  administrative	  burden	  of	  responding	  to	  requests	  for	  
videos	  from	  attorneys	  and	  the	  Courts	  became	  overwhelming.	  
	  
Most	  body-‐worn	  camera	  solutions	  include	  Video	  Management	  software	  that	  manages	  the	  
storage,	  search,	  playback,	  security	  and	  retention	  of	  BWC	  video.	  	  Often	  overlooked	  is	  that	  
stakeholders	  outside	  of	  the	  Police	  Department	  such	  as	  Court	  officers,	  Prosecutors,	  and	  Defense	  
Attorneys	  also	  need	  access	  to	  BWC	  video.	  	  In	  the	  past	  video	  from	  In-‐Car	  Video	  systems	  was	  
made	  available	  by	  burning	  and	  mailing	  CD	  and	  DVD	  disks	  of	  a	  video,	  which	  is	  a	  significant	  
administrative	  burden	  for	  the	  Police	  Department.	  	  Both	  the	  Press	  and	  private	  citizens	  can	  often	  
submit	  Freedom	  of	  Information	  Act	  (FOIA)	  requests	  for	  a	  video.	  	  This	  administrative	  burden	  will	  
only	  increase	  dramatically	  once	  every	  officer	  is	  wearing	  a	  BWC	  and	  recording	  2	  hours	  or	  so	  of	  
video	  per	  shift.	  	  Some	  BWC	  Video	  Management	  systems	  can	  be	  configured	  to	  allow	  
stakeholders	  such	  as	  Courts	  and	  Prosecutors	  to	  have	  access	  to	  BWC	  Video,	  but	  often	  at	  an	  
additional	  cost	  for	  software	  user	  licenses.	  	  These	  BWC	  video	  distribution	  administrative	  costs	  
have	  to	  be	  considered	  in	  a	  full	  five	  (5)	  year	  TCO	  analysis.	  	  
	  
BWC	  video	  typically	  requires	  redacting	  (fuzzing	  out	  faces	  and	  skin)	  before	  a	  video	  can	  be	  
released	  in	  response	  to	  Court,	  Press,	  and	  Citizen	  FOIA	  requests.	  	  Video	  must	  protect	  the	  privacy	  
of	  both	  police	  officers	  and	  the	  public,	  as	  third	  parties	  such	  as	  gang	  members	  sitting	  in	  a	  Jury	  
gallery	  may	  also	  see	  the	  video.	  	  30	  frames	  per	  second	  x	  60	  seconds	  in	  a	  minute	  x	  60	  minutes	  in	  
an	  hour	  totals	  108,000	  video	  frames	  in	  an	  hour	  of	  video.	  	  Manually	  redacting	  108,000	  video	  
frames	  in	  an	  hour	  of	  video	  is	  generally	  a	  tedious	  and	  error	  prone	  process	  that	  can	  often	  take	  8+	  
hours	  of	  staff	  time	  to	  redact	  a	  one-‐hour	  video.	  	  The	  additional	  staffing	  required	  to	  redact	  video	  
can	  be	  huge.	  	  Video	  redaction	  is	  often	  the	  largest	  cost	  component	  of	  the	  five	  (5)	  year	  TCO	  for	  a	  
BWC,	  yet	  is	  often	  overlooked	  as	  police	  departments	  consider	  BWC	  alternatives.	  
	  
Once	  BWCs	  are	  deployed,	  video	  needs	  to	  be	  classified	  so	  that	  it	  can	  be	  found	  during	  video	  
searches,	  and	  then	  purged	  according	  to	  a	  department’s	  video	  retention	  policies.	  	  Some	  videos	  
such	  as	  felonies	  and	  DUI	  need	  to	  be	  retained	  for	  years,	  while	  most	  other	  videos	  can	  be	  purged	  
after	  the	  minimum	  retention	  time	  according	  to	  retention	  policy.	  	  Classifying	  a	  video	  is	  critical	  to	  
avoiding	  the	  example	  of	  Fountain	  CO	  Police,	  where	  15,000	  unclassified	  videos	  that	  included	  
some	  felony	  video	  were	  accidently	  purged	  and	  lost	  forever.	  	  Being	  able	  to	  classify	  video	  on	  the	  
BWC	  at	  an	  Incident	  scene	  takes	  very	  little	  effort.	  	  On	  the	  other	  hand,	  if	  a	  police	  officer	  has	  to	  
dock	  a	  BWC	  at	  the	  end	  of	  a	  shift,	  upload	  the	  video,	  and	  only	  then	  is	  able	  to	  use	  a	  Video	  
Management	  system	  to	  remember	  and	  classify	  video	  (as	  was	  the	  case	  in	  Fountain	  CO),	  then	  the	  
classification	  labor	  effort	  is	  significantly	  higher,	  accuracy	  suffers,	  and	  often	  video	  never	  gets	  
classified.	  	  Video	  classification	  effort	  is	  a	  significant	  part	  of	  the	  five	  (5)	  year	  TCO	  for	  a	  BWC,	  and	  
also	  a	  primary	  factor	  for	  reliably	  storing	  and	  retaining	  BWC	  video.	  
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A	  number	  of	  police	  departments	  have	  found	  they	  also	  need	  to	  spend	  millions	  of	  unbudgeted	  
dollars	  on	  networking	  infrastructure	  and	  power	  expansion	  to	  support	  docking	  stations	  to	  
upload	  videos.	  	  All	  officers	  at	  the	  end	  of	  a	  shift	  docking	  their	  BWC	  and	  uploading	  video	  
overwhelmed	  the	  data	  communications	  network	  at	  the	  Dallas	  TX	  Police	  department,	  to	  the	  
point	  where	  no	  Dallas	  city	  employee	  could	  send	  or	  receive	  email.	  	  Charlotte-‐Mecklenburg	  Police	  
spent	  over	  $1M	  in	  data	  network	  and	  power	  upgrades	  needed	  for	  BWC	  docking	  stations.	  	  These	  
networking	  and	  power	  upgrade	  costs	  have	  to	  be	  included	  in	  the	  five	  (5)	  year	  TCO.	  	  	  
	  
The	  security	  of	  uploading	  video	  can	  be	  compromised	  if	  a	  prisoner	  trustee	  is	  mopping	  floors	  in	  a	  
non-‐secured	  room	  or	  hallway	  where	  BWC	  docking	  stations	  are	  installed.	  	  At	  least	  one	  BWC	  
docking	  station	  can	  be	  rebooted	  at	  any	  time	  with	  a	  paper	  clip.	  	  A	  BWC	  removed	  from	  a	  docking	  
station	  prior	  to	  upload	  may	  never	  upload	  the	  video	  to	  secure	  storage.	  	  The	  cost	  of	  security	  over	  
docking	  stations	  is	  another	  component	  of	  five	  (5)	  year	  TCO	  that	  is	  often	  overlooked.	  	  	  
	  
Finally,	  soft	  costs	  are	  often	  not	  included	  in	  the	  TCO.	  	  When	  deploying	  BWCs,	  officers	  need	  
training	  to	  learn	  how	  to	  operate	  their	  new	  device	  and	  how	  to	  apply	  the	  department’s	  body-‐
worn	  video	  recording	  policies.	  	  Furthermore,	  if	  recording	  policy	  changes,	  all	  officers	  using	  a	  
manually	  controlled	  BWC	  will	  need	  to	  be	  re-‐trained	  in	  how	  to	  apply	  the	  new	  recording	  policy.	  	  	  
Recording	  policy	  change	  training	  might	  take	  months	  to	  schedule	  and	  complete.	  	  During	  the	  
retraining	  effort,	  video	  recording	  policy	  will	  be	  applied	  inconsistently	  depending	  upon	  whether	  
an	  officer	  has	  been	  retrained	  yet.	  	  Police	  department	  new	  hires	  also	  have	  to	  be	  trained.	  	  The	  
cost	  of	  both	  trainer	  and	  officer	  class	  attendee	  time	  for	  initial	  deployment,	  plus	  on-‐going	  training	  
after	  deployment,	  must	  be	  included	  in	  the	  five	  (5)	  year	  TCO.	  	  


Total	  Cost	  of	  Ownership	  Methodology	  
	  
The	  TCO	  in	  this	  analysis	  was	  calculated	  for	  a	  100-‐unit	  BWC	  deployment.	  	  	  This	  size	  department	  
is	  thought	  to	  have	  the	  economies	  of	  scale	  to	  be	  representative	  for	  all	  100+	  officer	  Police	  
departments	  on	  a	  per	  unit	  basis.	  	  This	  per	  BWC	  unit	  cost	  can	  therefore	  be	  applied	  to	  estimate	  
the	  TCO	  for	  any	  100+	  unit	  Police	  Department.	  	  	  	  	  	  
	  
In	  this	  comparison,	  the	  typical	  BWC	  and	  Utility	  are	  compared	  on	  the	  basis	  of	  three	  cost	  
categories:	  deployment	  costs,	  direct	  ongoing	  costs,	  and	  indirect	  costs.	  	  Device,	  peripheral,	  
storage,	  and	  software	  costs	  were	  aggregated	  from	  cited	  data	  sources,	  and	  represent	  
manufactured	  suggested	  retail	  prices	  (MSRP).	  	  Redaction	  cost	  is	  based	  on	  effort	  and	  costs	  for	  
manual	  and	  automatic	  video	  redaction	  as	  cited	  in	  Police	  Department	  RFPs,	  published	  news	  
sources,	  and	  vendor	  demonstrations.	  	  Soft	  costs	  were	  estimated	  using	  data	  from	  Glassdoor.com	  
salary	  estimates	  and	  other	  cited	  news	  and	  data	  sources.	  	  
	  
	  
	  
	  







Body	  Camera	  Total	  Cost	  of	  Ownership	  (TCO)	  
	  


	  
©	  2016	  Utility	  –	  All	  Rights	  Reserved	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  Page	  6	  of	  20	  


Deployment	  Costs	  
	  
Deployment	  costs	  are	  the	  costs	  most	  commonly	  associated	  with	  purchasing	  BWCs.	  These	  costs	  
include	  the	  device	  cost	  as	  well	  as	  the	  cost	  of	  any	  peripheral	  devices	  and	  training	  for	  the	  devices.	  
For	  this	  comparison,	  deployment	  costs	  are	  broken	  down	  into	  five	  subcategories:	  
	  


1.   BWC	  Hardware	  Cost:	  This	  is	  the	  cost	  of	  the	  actual	  body	  camera	  device.	  The	  MSRP	  is	  
provided	  in	  this	  subcategory.	  


2.   Docking	  Station	  Cost:	  This	  is	  the	  cost	  of	  any	  charging	  or	  data	  offload	  stations	  required	  to	  
be	  purchased	  alongside	  the	  BWC.	  This	  cost	  does	  not	  include	  any	  installation,	  cabling,	  or	  
security	  for	  Docking	  Station	  location.	  The	  MSRP	  is	  provided	  in	  this	  subcategory.	  


3.   Policy-‐Based	  Automatic	  Recording:	  	  This	  is	  the	  cost	  of	  additional	  peripheral	  devices	  or	  
software	  required	  to	  implement	  automated	  policy-‐based	  recording	  such	  as	  automatic	  
recording	  triggers	  from	  police	  car	  light	  bars,	  doors,	  and	  other	  peripheral	  inputs	  and	  
sensors.	  This	  cost	  does	  not	  evaluate	  how	  the	  solution	  operates	  or	  attempt	  to	  qualify	  the	  
costs	  or	  efficacy	  of	  any	  limitations	  or	  concerns	  associated	  with	  the	  solution.	  The	  MSRP	  is	  
provided	  in	  this	  subcategory.	  


4.   In-‐Field	  Video	  Review	  Device:	  This	  is	  the	  cost	  of	  peripheral	  devices	  or	  software	  required	  
to	  provide	  in-‐field	  video	  review,	  GPS	  location	  tagging,	  and	  other	  capabilities	  not	  
provided	  by	  the	  BWC	  itself.	  	  Some	  BWC	  solutions	  claim	  capabilities	  that	  are	  only	  
available	  through	  a	  secondary	  device	  that	  also	  has	  to	  be	  purchased	  and	  supported.	  	  This	  
cost	  does	  not	  evaluate	  how	  the	  solution	  operates	  or	  any	  limitations	  or	  concerns	  
associated	  with	  the	  solution.	  The	  MSRP	  is	  provided	  in	  this	  subcategory.	  


5.   Device	  Training:	  This	  is	  the	  cost	  of	  training	  professional	  services	  provided	  by	  the	  vendor	  
providing	  the	  BWC	  solution.	  This	  cost	  does	  not	  include	  the	  value	  of	  Police	  Officer	  time	  
spent	  attending	  classes	  or	  peripheral	  material	  or	  location	  costs,	  which	  can	  be	  
substantial.	  The	  MSRP	  for	  a	  100-‐unit	  BWC	  deployment	  divided	  by	  100	  is	  provided	  in	  this	  
subcategory.	  	  A	  Police	  Department	  should	  recognize	  that	  a	  BWC	  solution	  that	  requires	  
an	  extensive	  policy	  and	  operational	  training	  effort	  will	  have	  a	  higher	  TCO.	  	  	  


	  
These	  five	  categories	  represent	  the	  scope	  of	  this	  portion	  of	  the	  evaluation,	  and	  are	  considered	  
to	  provide	  a	  substantial	  representation	  of	  the	  total	  cost	  of	  ownership	  associated	  with	  
“deployment”	  costs.	  Other	  costs	  not	  explicitly	  stated	  here	  are	  not	  included	  in	  this	  evaluation.	  
	  


Direct	  Ongoing	  Costs	  
	  
Direct	  ongoing	  costs	  are	  the	  costs	  associated	  with	  services	  that	  are	  provided	  on	  an	  ongoing	  
basis	  for	  general	  video	  management	  and	  storage.	  For	  this	  comparison,	  direct	  ongoing	  costs	  are	  
provided	  in	  three	  subcategories:	  
	  


1.   Video	  &	  Evidence	  Management	  Software:	  This	  is	  the	  cost	  associated	  with	  providing	  
evidence	  and	  video	  management	  software	  for	  each	  camera	  on	  a	  per	  month	  basis.	  This	  
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cost	  is	  converted	  to	  an	  annual	  cost.	  This	  cost	  does	  not	  evaluate	  how	  the	  solution	  
operates	  and	  any	  limitations	  or	  concerns	  associated	  with	  the	  solution.	  The	  MSRP	  is	  
provided	  in	  this	  subcategory.	  


2.   Video	  Storage	  Cost:	  This	  is	  the	  cost	  associated	  with	  storing	  video,	  either	  on	  local	  video	  
data	  servers	  at	  the	  Police	  department	  or	  through	  cloud-‐based	  data	  storage	  such	  as	  
Amazon	  AWS,	  Microsoft	  Azure,	  or	  another	  cloud	  storage	  provider.	  	  Some	  BWC	  solutions	  
offer	  ‘unlimited’	  data	  storage	  for	  a	  fixed	  fee.	  	  However,	  it	  is	  important	  to	  evaluate	  what	  
‘unlimited’	  includes	  and	  does	  not	  include	  against	  departmental	  needs.	  	  Typically	  
‘unlimited’	  requires	  a	  Police	  Department	  to	  have	  and	  adhere	  to	  their	  Video	  Retention	  
Policy	  where	  data	  is	  purged	  according	  to	  the	  policy,	  and	  is	  therefore	  no	  longer	  subject	  to	  
FOIA,	  Press,	  and	  Court	  requests.	  	  ‘Unlimited’	  typically	  does	  not	  mean	  all	  video	  is	  stored	  
forever.	  The	  MSRP	  is	  provided	  in	  this	  subcategory.	  


3.   Ongoing	  Device	  Support,	  Maintenance,	  and	  Replacement:	  This	  is	  the	  cost	  associated	  
with	  ongoing	  device	  technical	  support,	  device	  maintenance,	  and	  device	  replacement.	  
The	  MSRP	  is	  provided	  in	  this	  subcategory.	  


	  
These	  three	  categories	  provide	  a	  substantial	  representation	  of	  the	  total	  cost	  of	  ownership	  
associated	  with	  “Direct	  On-‐going”	  costs.	  Other	  costs	  not	  explicitly	  stated	  here	  are	  not	  included	  
in	  this	  evaluation.	  
	  


Indirect	  Ongoing	  Costs	  
	  
Indirect	  ongoing	  costs	  are	  the	  costs	  associated	  with	  products	  and	  services	  that	  are	  required	  as	  a	  
result	  of	  BWC	  implementation	  on	  an	  ongoing	  basis.	  For	  this	  comparison,	  indirect	  ongoing	  costs	  
are	  provided	  in	  three	  subcategories:	  
	  


1.   Video	  Upload	  and	  Classification	  Labor	  Hours:	  This	  is	  the	  cost	  associated	  with	  officer	  
time	  spent	  uploading	  and	  classifying	  video	  during	  or	  after	  each	  shift.	  Using	  the	  national	  
average	  for	  police	  officer	  salary,	  a	  cost	  estimate	  is	  generated	  by	  taking	  a	  percentage	  of	  
that	  salary	  as	  it	  relates	  to	  the	  time	  spent	  by	  an	  officer	  uploading	  video	  and	  performing	  
BWC	  video	  classification.	  	  Some	  solutions	  involve	  a	  police	  officer	  traveling	  to	  a	  docking	  
station	  location	  after	  the	  end	  of	  a	  shift	  to	  plug	  the	  BWC	  into	  a	  docking	  station	  to	  upload	  
video.	  	  It	  often	  takes	  several	  hours	  for	  video	  to	  be	  uploaded	  through	  the	  docking	  
station.	  	  The	  police	  officer	  then	  has	  to	  return	  to	  the	  police	  station	  once	  again	  to	  classify	  
the	  uploaded	  video.	  	  Based	  on	  how	  the	  classification	  is	  performed,	  the	  percentage	  is	  
scaled	  up	  or	  down	  to	  estimate	  labor	  hour	  costs	  required	  to	  upload	  and	  classify	  video.	  


2.   Video	  Redaction	  Labor	  Hours:	  This	  is	  the	  cost	  for	  redacting	  of	  BWC	  video	  to	  respond	  to	  
Freedom	  of	  Information	  Act	  (FOIA),	  Press,	  and	  Court	  requests	  for	  a	  video.	  	  The	  privacy	  
and	  visual	  identification	  of	  victims,	  minors,	  bystanders	  and	  police	  officers	  has	  to	  be	  
protected	  before	  a	  video	  can	  be	  released.	  	  The	  staff	  time	  required	  to	  redact	  one	  hour	  of	  
video	  is	  estimated	  from	  news	  reports	  and	  vendor	  solution	  demonstrations.	  	  The	  
redaction	  labor	  hour	  cost	  is	  then	  scaled	  to	  an	  annual	  cost	  per	  BWC.	  	  The	  percentage	  of	  
total	  hours	  of	  video	  that	  will	  need	  to	  be	  redacted	  is	  also	  estimated.	  	  Any	  software	  tools	  







Body	  Camera	  Total	  Cost	  of	  Ownership	  (TCO)	  
	  


	  
©	  2016	  Utility	  –	  All	  Rights	  Reserved	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  Page	  8	  of	  20	  


required	  to	  perform	  redaction	  are	  already	  included	  in	  the	  Direct	  Cost	  for	  Video	  &	  
Evidence	  Management	  software	  mentioned	  previously.	  	  


3.   Third	  Party	  Video	  Access:	  This	  is	  the	  cost	  associated	  with	  Chain-‐of-‐Custody	  compliant	  
evidence	  sharing	  amongst	  individuals	  within	  the	  justice	  system.	  	  Some	  vendors	  charge	  
additionally	  for	  third	  party	  video	  access	  seat	  licenses	  or	  User	  Logins.	  	  It	  is	  assumed	  that	  
video	  evidence	  access	  accounts	  will	  be	  provided	  for	  the	  Court	  staff,	  prosecution	  team,	  
and	  defense	  team.	  	  This	  annual	  cost	  is	  divided	  by	  a	  100	  camera	  deployment	  to	  provide	  a	  
per	  camera	  cost	  of	  additional	  third	  party	  video	  management	  software	  access.	  	  


	  
These	  three	  categories	  represent	  the	  scope	  of	  this	  portion	  of	  the	  evaluation,	  and	  are	  
considered	  to	  provide	  a	  substantial	  representation	  of	  the	  total	  cost	  of	  ownership	  associated	  
with	  “indirect	  ongoing”	  costs.	  Other	  costs	  not	  explicitly	  stated	  here	  are	  not	  included	  in	  this	  
evaluation.	  


Key	  Assumptions	  for	  Comparing	  BodyWorn™	  to	  Alternatives	  
	  
The	  TCO	  calculation	  methodology	  relies	  on	  several	  key	  assumptions.	  	  The	  rationale	  for	  each	  
assumption	  is	  outlined	  in	  the	  following	  sections	  to	  allow	  readers	  of	  this	  comparison	  to	  better	  
understand	  the	  basis	  of	  the	  resulting	  estimates.	  
	  
Policy-‐Based	  Automatic	  Recording	  
	  
It	  is	  important	  to	  note	  that	  the	  policy-‐based	  recording	  capabilities	  of	  the	  Utility	  BodyWorn™	  
solution	  are	  far	  more	  extensive	  than	  other	  BWC	  devices.	  	  Both	  BodyWorn	  and	  other	  BWC	  
solutions	  can	  automatically	  start	  BWC	  recording	  when	  a	  light	  bar	  is	  turned	  on.	  	  In	  the	  case	  of	  
other	  BWC	  solutions,	  a	  master	  control	  unit	  in	  the	  vehicle	  can	  broadcast	  a	  Recording	  Start	  
message,	  and	  the	  BWC	  as	  a	  slave	  device	  will	  start	  recording.	  	  	  On	  the	  other	  hand,	  in	  the	  case	  of	  
the	  Utility	  BodyWorn™,	  the	  BWC	  itself	  determines	  when	  to	  start	  recording	  based	  upon	  the	  
status	  of	  multiple	  parameters,	  such	  as	  start	  recording	  when	  the	  police	  car	  light-‐bar	  is	  on,	  GPS	  
speed	  is	  zero,	  and	  a	  police	  car	  door	  opens.	  	  	  	  	  
	  
Utility’s	  solution	  further	  automatically	  starts	  recording	  using	  other	  sensors	  and	  triggers.	  	  
Sudden	  motion	  such	  as	  running	  or	  a	  struggle,	  an	  officer	  going	  horizontal	  and	  not	  responding	  to	  
verbal	  or	  tactile	  prompts	  from	  the	  BWC,	  an	  officer	  entering	  a	  predefined	  geo-‐fence	  or	  Action	  
zone,	  when	  an	  officer	  is	  dispatched	  to	  a	  dynamic	  geo-‐fence	  zone	  based	  upon	  a	  central	  
Computer-‐Aided	  Dispatch	  system,	  or	  when	  recording	  start	  is	  remotely	  triggered	  by	  Central	  
Dispatch.	  	  These	  additional	  automatic	  video	  recording	  triggers	  increase	  video	  recording	  
reliability	  while	  minimizing	  officer	  distraction	  and	  potential	  racial	  bias.	  	  	  	  	  
	  
Device	  Training	  
	  
This	  comparison	  assumes	  that	  BWC	  device	  training	  is	  necessary	  for	  a	  successful	  implementation	  
of	  a	  BWC	  solution.	  This	  cost	  assumes	  that	  for	  every	  20	  BWC	  units	  deployed,	  1	  day	  of	  
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professional	  training	  will	  be	  needed	  from	  the	  vendor.	  The	  International	  Association	  of	  Chiefs	  of	  
Police	  (IACP)	  includes	  device	  training	  in	  their	  “Acquisition	  of	  New	  Technology”	  best	  practices	  
guide.	  Two	  of	  the	  three	  methods	  of	  training	  suggested	  are	  provided	  by	  the	  technology	  vendor,	  
suggesting	  that	  device	  training	  is	  best	  provided	  by	  a	  vendor,	  and	  almost	  certainly	  required	  for	  
successful	  implementation	  of	  a	  new	  technology	  acquisition	  such	  as	  a	  BWC	  	  (Stolting,	  Barrett	  
and	  Kurz).	  
	  
Video	  &	  Evidence	  Management	  Software	  
	  
This	  comparison	  assumes	  that	  the	  software	  solution	  provided	  by	  typical	  camera	  solutions	  and	  
Utility	  are	  equivalent	  in	  features	  and	  functionality,	  when	  they	  likely	  are	  not	  the	  same.	  	  In	  
particular,	  if	  GPS	  location	  data	  is	  embedded	  within	  the	  video,	  then	  video	  can	  be	  displayed	  in	  a	  
map-‐based	  view.	  	  Furthermore,	  GPS-‐tagged	  video	  can	  also	  be	  searched	  by	  location.	  	  An	  in-‐
depth	  comparison	  should	  be	  conducted	  in	  order	  to	  gain	  a	  better	  idea	  of	  the	  value	  provided	  by	  
each	  video	  and	  evidence	  management	  solution.	  	  
	  
Video	  Storage	  Cost	  and	  Reliability	  
	  
This	  comparison	  assumes	  that	  the	  unlimited	  storage	  solution	  provided	  by	  other	  vendors	  and	  
Utility	  are	  equivalent,	  when	  they	  likely	  are	  not.	  	  Some	  vendors	  charge	  an	  additional	  fee	  for	  
video	  not	  originating	  from	  the	  vendor’s	  BWC.	  	  Cloud-‐based	  video	  storage	  can	  include	  automatic	  
replication	  across	  multiple	  data	  centers,	  providing	  99.999999%	  storage	  reliability.	  	  Local	  video	  
storage	  that	  does	  not	  include	  automatic	  replication	  to	  remote	  back-‐up	  sites	  will	  be	  much	  more	  
exposed	  to	  catastrophic	  video	  loss.	  	  An	  in-‐depth	  evaluation	  of	  each	  contract	  will	  provide	  insight	  
as	  to	  the	  exact	  differences	  of	  each	  company’s	  version	  of	  unlimited	  storage.	  	  
	  
Ongoing	  Device	  Support,	  Maintenance,	  and	  Replacement	  	  
	  
This	  comparison	  assumes	  that	  the	  ongoing	  device	  support,	  maintenance,	  and	  replacement	  
solution	  provided	  by	  other	  vendors	  and	  Utility	  are	  equivalent,	  when	  they	  have	  differences.	  An	  
in-‐depth	  evaluation	  of	  each	  contract	  will	  provide	  insight	  as	  to	  the	  exact	  differences	  and	  value	  of	  
each	  company’s	  maintenance,	  support,	  and	  hardware	  replacement	  policy.	  	  
	  
Amount	  of	  Video	  Recorded	  
	  
In	  order	  to	  create	  annual	  costs,	  assumptions	  on	  the	  amount	  of	  video	  recorded	  must	  be	  made.	  
For	  this	  comparison,	  the	  amount	  of	  video	  that	  a	  department	  will	  collect	  annually	  per	  officer	  was	  
based	  on	  a	  study	  conducted	  in	  Phoenix,	  AZ	  in	  2011	  during	  the	  early	  phases	  of	  body	  worn	  video	  
rollout.	  The	  policy	  for	  recording	  used	  during	  this	  study	  reflects	  the	  policies	  adopted	  by	  many	  
departments	  currently	  rolling	  out	  BWC	  programs,	  and	  should	  be	  fairly	  representative	  of	  the	  
overall	  population	  of	  body	  cameras.	  It	  should	  be	  noted,	  however,	  that	  the	  amount	  of	  video	  
recorded	  may	  be	  higher	  or	  lower	  depending	  on	  department	  policy	  and	  the	  frequency	  with	  
which	  its	  officers	  face	  events	  that	  policy	  requires	  BWC	  video	  recording.	  
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Based	  on	  this	  Phoenix	  study,	  an	  average	  officer	  activated	  their	  camera	  414	  times	  in	  a	  single	  
year	  during	  which	  they	  would	  have	  had	  approximately	  200,	  10	  hour	  shifts	  (assuming	  that	  they	  
worked	  for	  50	  weeks	  during	  the	  year).	  This	  means	  that	  on	  average	  the	  camera	  was	  activated	  
approximately	  2.07	  times	  each	  shift.	  Additionally,	  the	  mean	  recording	  time	  was	  9.5	  minutes,	  
meaning	  that	  414	  videos	  would	  equate	  to	  approximately	  65.6	  hours	  of	  video	  recorded	  annually,	  
per	  officer.	  These	  values	  are	  used	  as	  the	  basis	  for	  comparison	  in	  calculations	  made	  (Katz,	  
Choate	  and	  Ready).	  	  	  
	  
It	  is	  important	  to	  note	  that	  many	  RFPs,	  including	  a	  2016	  Phoenix	  body	  camera	  RFP,	  instruct	  
bidders	  to	  assume	  a	  police	  officer	  will	  record	  an	  average	  of	  2	  hours	  of	  video	  per	  shift	  and	  
approximately	  200	  shifts	  per	  year.	  	  This	  means	  the	  average	  police	  officer	  will	  record	  about	  400	  
hours	  of	  video	  per	  officer	  per	  year	  on	  average.	  	  Which	  is	  more	  than	  six	  (6)	  times	  the	  volume	  of	  
video	  recording	  used	  in	  this	  paper	  to	  calculate	  TCO.	  	  As	  an	  additional	  point	  of	  information,	  an	  
NYPD	  body	  camera	  RFP	  instructed	  bidders	  to	  assume	  recording	  three	  hours	  of	  video	  per	  shift.	  
	  
Redaction	  Costs	  	  
	  
This	  comparison	  makes	  several	  assumptions	  to	  determine	  the	  cost	  of	  video	  redaction.	  The	  first	  
assumption	  is	  that	  departments	  will	  redact	  video	  to	  fulfill	  FOIA,	  Press,	  and	  Court	  Officer	  
requests	  for	  video.	  It	  is	  possible	  that	  some	  local	  and	  state	  governments	  attempt	  to	  exclude	  
BWC	  footage	  from	  being	  subject	  to	  FOIA	  requests.	  	  However,	  this	  runs	  completely	  counter	  to	  
21st	  Century	  Policing	  guidance	  of	  transparent	  and	  accountable	  police	  operations,	  and	  will	  not	  
stand	  up	  to	  political	  and	  public	  will	  that	  BWC	  video	  is	  a	  “matter	  of	  public	  record”.	  	  	  Therefore,	  
exclusion	  of	  BWC	  video	  from	  public	  access	  will	  not	  be	  considered	  in	  this	  comparison.	  
	  
The	  second	  major	  assumption	  required	  for	  estimating	  redaction	  costs	  is	  how	  much	  BWC	  
footage	  will	  be	  collected	  by	  Police	  officers.	  	  As	  explained	  in	  the	  previous	  section,	  an	  early	  2011	  
Phoenix	  pilot	  project	  showed	  approximately	  65.6	  hours	  of	  video	  recorded	  annually	  per	  officer.	  	  
However,	  after	  events	  such	  as	  Ferguson	  MO,	  North	  Charleston	  SC,	  and	  Baltimore	  MD,	  Police	  
departments	  are	  mandating	  that	  more	  types	  of	  public	  interaction	  will	  be	  recorded.	  	  
Furthermore,	  2015	  and	  2016	  RFPs	  are	  mandating	  bidders	  assume	  2-‐3	  hours	  of	  video	  will	  be	  
recorded	  per	  shift.	  	  Therefore	  this	  analysis	  assumes	  a	  police	  officer	  will	  record	  2	  hours	  per	  shift	  
x	  200	  shifts	  per	  year	  on	  average,	  for	  a	  total	  of	  400	  hours	  of	  BWC	  video	  per	  officer	  per	  year.	  	  	  	  
	  
The	  next	  assumption	  that	  must	  be	  made	  is	  how	  much	  of	  the	  video	  collected	  will	  need	  to	  be	  
redacted.	  Since	  there	  is	  limited	  information	  on	  how	  much	  video	  actually	  is	  redacted	  by	  
departments,	  a	  conservative	  estimate	  is	  applied	  in	  this	  comparison.	  This	  comparison	  assumes	  
that	  1%	  of	  all	  recorded	  video	  will	  need	  to	  be	  redacted.	  	  Therefore	  it	  is	  assumed	  that	  4	  hours	  of	  
video	  will	  need	  to	  be	  redacted	  per	  officer	  per	  year.	  	  
Following	  the	  assumption	  of	  how	  much	  video	  will	  need	  to	  be	  redacted	  is	  how	  many	  hours	  of	  
labor	  it	  will	  take	  to	  redact	  an	  hour	  of	  video.	  As	  a	  baseline,	  this	  comparison	  uses	  an	  estimate	  of	  8	  
hours	  of	  labor	  to	  manually	  redact	  1	  hour	  of	  footage.	  This	  is	  supported	  by	  a	  study	  conducted	  in	  
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Mesa,	  AZ	  where	  3	  videos,	  ranging	  in	  length	  from	  1-‐2	  hours,	  took	  30.5	  hours	  of	  labor	  to	  redact.	  
Assuming	  the	  videos	  were	  1.5	  hours	  long	  on	  average,	  it	  would	  have	  taken	  6.8	  hours	  of	  labor	  to	  
redact	  each	  video.	  While	  that	  is	  under	  the	  estimate	  being	  utilized,	  it	  is	  likely	  that	  the	  average	  
video	  length	  was	  less	  than	  1.5	  hours,	  considering	  that	  the	  average	  length	  of	  a	  video	  recorded	  in	  
the	  Phoenix	  study	  was	  just	  9.5	  minutes	  with	  95%	  of	  BWC	  videos	  between	  0	  and	  32	  minutes	  long	  
(TASER,	  Intl.).	  	  Further	  confirming	  this	  estimating	  factor,	  NYPD	  told	  new	  station	  NY1	  that	  it	  
would	  take	  an	  NYPD	  officer	  one	  year	  to	  redact	  190	  hours	  of	  pilot	  body-‐worn	  camera	  video.	  	  
Assuming	  1,600	  hours	  of	  available	  work	  hours	  in	  a	  year,	  this	  equals	  8.4	  labor	  hours	  to	  redact	  
one	  hour	  of	  video.	  	  	  	  
	  
The	  final	  assumption	  that	  must	  be	  made	  is	  how	  much	  it	  will	  cost	  per	  labor	  hour	  to	  redact	  video.	  
Recently,	  both	  Baltimore	  and	  New	  York	  have	  published	  costs	  for	  video	  redaction	  for	  their	  BWC	  
pilot	  program.	  	  NYPD	  quoted	  a	  price	  of	  $121,000	  to	  reimburse	  NYPD	  for	  redacting	  190	  hours	  of	  
pilot	  video.	  	  This	  results	  in	  a	  redaction	  cost	  per	  hour	  of	  $636.84.	  	  Divided	  by	  8.4	  hours,	  the	  NYPD	  
labor	  cost	  is	  $75.81	  per	  hour.	  	  This	  estimate	  appeared	  to	  be	  high	  for	  the	  average	  police	  
department.	  	  Currently,	  Las	  Vegas	  charges	  individuals	  wishing	  to	  receive	  BWC	  footage	  at	  a	  rate	  
of	  $48	  per	  labor	  hour	  for	  manual	  redaction.	  The	  Las	  Vegas	  rate	  of	  $48	  per	  labor	  hour	  for	  an	  
average	  of	  8	  hours	  to	  manually	  redact	  an	  hour	  of	  BWC	  video	  (or	  $384	  per	  hour	  of	  video)	  is	  used	  
in	  this	  comparison	  to	  determine	  an	  annual	  estimate	  of	  video	  redaction	  cost.	  	  
	  
In	  summary,	  this	  comparison	  utilizes	  the	  assumption	  that	  manual	  redaction	  of	  video	  takes	  8	  
hours	  per	  hour	  of	  video	  at	  a	  rate	  of	  $48	  per	  labor	  hour.	  Additionally,	  this	  comparison	  assumes	  
that	  officers	  will	  record	  4	  hours	  of	  video	  that	  will	  be	  redacted	  annually.	  These	  numbers	  may	  be	  
higher	  or	  lower	  based	  on	  employee	  productivity,	  local	  cost	  of	  labor,	  and	  other	  factors	  that	  
would	  be	  Police	  Department	  specific.	  	  
	  	  
Additional	  Video	  Management	  Access	  
	  
This	  comparison	  makes	  several	  assumptions	  to	  determine	  a	  cost	  for	  additional	  video	  
management	  access.	  	  The	  first	  assumption	  is	  that	  Police	  Departments	  will	  provide	  access	  to	  
Courts	  and	  Prosecutors	  for	  evidence	  management.	  	  It	  is	  possible	  that	  agencies	  would	  prefer	  to	  
download	  un-‐redacted	  video	  evidence	  to	  share	  with	  prosecutors,	  judges,	  and	  other	  interested	  
parties	  for	  review.	  However,	  that	  presents	  chain-‐of-‐custody	  and	  security	  risks	  that	  this	  
comparison	  does	  not	  support.	  	  
	  
Other	  assumptions	  were	  made	  to	  reflect	  the	  approximate	  needs	  of	  most	  police	  departments	  
that	  use	  the	  vendor	  provided	  Video	  Management	  Software	  to	  share	  evidence	  with	  the	  justice	  
system.	  On	  that	  assumption,	  an	  article	  from	  Evidence	  Magazine	  stated	  that	  for	  2300	  BWC	  
activations,	  video	  for	  62	  cases	  existed	  (Lovell).	  	  This	  means	  2.7%	  of	  all	  recorded	  video	  pass	  
through	  from	  BWC	  activation	  to	  court	  cases.	  	  
Based	  on	  the	  same	  assumptions	  used	  for	  video	  redaction,	  an	  officer	  will	  activate	  their	  camera	  
at	  least	  twice	  during	  each	  shift	  with	  200	  shifts	  each	  year.	  At	  this	  rate,	  a	  100	  officer	  deployment	  
will	  result	  in	  41,400	  annual	  camera	  activations,	  meaning	  that	  there	  will	  be	  approximately	  1,116	  
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cases	  where	  BWC	  footage	  will	  exist.	  	  If	  a	  local	  government	  operates	  51	  weeks	  each	  year,	  this	  is	  
approximately	  26	  cases	  per	  week.	  If	  on	  average	  the	  full	  spectrum	  of	  court	  judges	  average	  2	  
trials	  per	  week,	  then	  11	  accounts	  will	  be	  required	  to	  cover	  all	  judicial	  account	  needs.	  Assuming	  
that	  the	  full	  spectrum	  of	  lawyers	  can	  operate	  with	  similar	  efficiency,	  a	  prosecutor	  and	  defense	  
account	  will	  be	  needed	  for	  evidence	  review	  for	  every	  two	  cases	  handled	  each	  week,	  an	  
additional	  22	  accounts.	  Adjusting	  for	  intermediate	  rounding,	  this	  means	  that	  for	  a	  100	  unit	  
Police	  officer	  camera	  deployment,	  33	  additional	  video	  management	  accounts	  will	  be	  needed	  
for	  the	  Justice	  system.	  This	  number	  may	  be	  higher	  or	  lower	  depending	  on	  how	  access	  is	  granted	  
and	  taken	  away	  from	  those	  involved	  in	  the	  judicial	  system.	  A	  more	  detailed	  analysis	  for	  a	  
specific	  agency	  would	  be	  necessary	  to	  fully	  understand	  how	  this	  element	  plays	  into	  body	  
camera	  TCO.	  	  
	  
Video	  Administration	  
	  
This	  comparison	  assumes	  that	  an	  officer	  using	  a	  traditional	  BWC	  system	  will	  spend	  30	  minutes	  
daily	  offloading	  and	  classifying	  their	  video	  after	  their	  shift.	  This	  number	  was	  taken	  from	  a	  report	  
by	  the	  Berkley,	  CA	  police	  chief,	  citing	  that	  officers	  in	  surrounding	  areas	  where	  BWC	  systems	  had	  
been	  implemented	  spent	  an	  average	  of	  2	  hours	  each	  week	  on	  BWC	  administration,	  referring	  to	  
offload	  and	  classification	  (Meehan).	  	  Assuming	  a	  substantial	  learning	  curve	  and	  4	  shifts	  weekly,	  
an	  officer	  will	  spend	  15	  minutes	  each	  shift	  offloading	  video.	  This	  is	  2.5%	  of	  a	  10-‐hour	  shift,	  
resulting	  in	  a	  labor	  cost	  of	  approximately	  2.5%	  of	  an	  officer	  salary.	  According	  to	  Glassdoor.com,	  
an	  American	  police	  officers	  make	  a	  median	  salary	  of	  $53,043	  annually.	  	  2.5%	  of	  this	  annual	  
salary	  is	  $1,326.08,	  translating	  to	  a	  $1,326.08	  classification	  and	  offload	  cost	  associated	  with	  a	  
traditional	  BWC.	  
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Findings	  
	  
Utilizing	  the	  methodology	  and	  assumptions	  thus	  described,	  a	  total	  cost	  for	  each	  of	  the	  
components	  listed	  has	  been	  derived.	  In	  this	  section,	  calculations	  and	  supporting	  data	  are	  
included	  so	  that	  the	  comparison	  can	  be	  adjusted	  for	  varying	  data	  and	  assumptions.	  
	  
Deployment	  Costs	  
	  
Deployment	  costs	  are	  the	  cost	  of	  the	  device,	  peripheral	  devices,	  and	  introductory	  training	  for	  
the	  device.	  It	  was	  found	  that	  BodyWorn	  by	  Utility	  costs	  $500.00	  to	  purchase	  one	  BodyWorn	  
camera.	  	  Adding	  a	  Rocket	  IoT	  router	  to	  the	  vehicle	  provides	  real-‐time	  4G-‐LTE,	  WiFi,	  BlueTooth,	  
and	  Zigbee	  connectivity,	  vehicle	  diagnostic	  interface,	  120GB	  of	  storage,	  and	  various	  sensors	  and	  
triggers	  connected	  to	  the	  light	  bar,	  siren,	  doors,	  and	  other	  switches	  and	  triggers	  adds	  $500.00.	  	  
A	  typical	  camera	  cost	  $1,250.00	  to	  purchase	  the	  body	  camera,	  docking	  station,	  vehicle	  lightbar	  
BlueTooth	  transmitter	  and	  training.	  	  Table	  1	  displays	  the	  results	  of	  the	  calculations	  for	  the	  five	  
cost	  components	  outlined	  in	  the	  methodology	  for	  this	  comparison.	  Costs	  not	  applicable	  on	  a	  
per	  device	  basis	  assume	  a	  100	  unit	  camera	  deployment,	  distributed	  equally	  per	  camera.	  
	  
Table	  1:	  One-‐Time	  Cost	  Comparison	  Results	  
	  


BodyWorn	  by	  Utility,	  Inc.	   Cost	  Component	   Typical	  Clip-‐On	  Cameras	  


The	  BodyWorn	  by	  Utility	  
retails	  at	  $500.	   $500	   Device	   $400	   Most	  cameras	  currently	  on	  the	  


market	  cost	  around	  $400.	  


BodyWorn	  uploads	  wirelessly	  
via	  WiFi	  and	  does	  not	  require	  


a	  docking	  station.	  	  	  	  


Not	  
Necessary	   Docking	  Station	   $250	   A	  typical	  6	  bay	  docking	  station	  


costs	  roughly	  $1,500.	  


Rocket	  IoT	  Router	  includes	  
4G-‐LTE	  connectivity,	  video	  


storage,	  triggers	  and	  sensors.	  	  
$500	  


Policy-‐Based	  
Automatic	  
Recording	  


$300	   Devices	  to	  enable	  automatic	  
recording	  cost	  roughly	  $300.	  


The	  BodyWorn	  by	  Utility	  is	  
equipped	  to	  review	  video	  in	  


the	  field.	  
Built-‐In	   In-‐Field	  Video	  


Review	  Device	   $200	  
In	  field	  review	  screen	  devices	  
such	  as	  an	  iPod	  Touch	  start	  at	  


around	  $200.	  


Utility	  provides	  training	  on	  its	  
devices	  at	  no	  extra	  cost.	   Included	   Device	  Training	   $100	  


Training	  services	  are	  typically	  
offered	  for	  around	  $2,000	  per	  


day	  for	  a	  class	  of	  20.	  


BodyWorn	   $1,000	   Total	   $1,250	   Typical	  Clip-‐On	  Camera	  
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Device	  Training	  Calculation	  
	  
Utility	  provides	  1	  day	  of	  training	  per	  20	  BWCs	  purchased.	  For	  a	  100	  unit	  camera	  deployment:	  
	  


100	  𝑐𝑎𝑚𝑒𝑟𝑎𝑠 ∗ 	  
1	  𝑑𝑎𝑦	  𝑜𝑓	  𝑡𝑟𝑎𝑖𝑛𝑖𝑛𝑔


20	  𝑐𝑎𝑚𝑒𝑟𝑎𝑠 = 5	  𝑑𝑎𝑦𝑠	  𝑜𝑓	  𝑡𝑟𝑎𝑖𝑛𝑖𝑛𝑔	  
	  
Other	  vendors	  charge	  approximately	  $2,000	  per	  day	  of	  training,	  so	  for	  an	  equivalent	  amount	  of	  
training:	  
	  


5	  𝑑𝑎𝑦𝑠 ∗ 	  
$2,000
𝑑𝑎𝑦 ∗


1
100	  𝑐𝑎𝑚𝑒𝑟𝑎𝑠 = $100	  𝑝𝑒𝑟	  𝑐𝑎𝑚𝑒𝑟𝑎	  


	  
Therefore,	  for	  a	  service	  equivalent	  to	  Utility’s,	  other	  vendors	  would	  charge	  $100	  per	  camera.	  
	  
Direct	  Ongoing	  Costs	  
	  
Direct	  ongoing	  costs	  are	  the	  cost	  of	  the	  video	  and	  evidence	  management	  software,	  video	  
storage	  cost,	  and	  device	  support.	  Using	  the	  methodology	  and	  assumptions	  outlined,	  the	  total	  
cost	  of	  direct	  ongoing	  costs	  for	  BodyWorn	  by	  Utility	  were	  $900.00	  annually.	  Other	  cameras	  
were	  $960	  annually.	  Table	  2	  displays	  the	  calculation	  results	  for	  the	  three	  categories	  outlined	  
under	  direct	  ongoing	  costs	  in	  the	  methodology	  section.	  	  	  	  
	  
Table	  2:	  Direct	  Ongoing	  Costs	  
	  


BodyWorn	  by	  Utility,	  Inc.	   Cost	  Component	   Typical	  Clip-‐On	  Cameras	  
Unlimited	  storage,	  with	  the	  


AVaiL	  Web	  Video	  
Management	  Platform	  costs	  


$75	  per	  month.	  


$900	  
Video	  &	  Evidence	  
Management	  
Software	  


$960	  


Unlimited	  storage	  and	  
software	  usage	  is	  generally	  
charged	  monthly,	  at	  a	  rate	  of	  


$80	  per	  month.	  


Unlimited	  storage	  of	  all	  
evidence	  is	  included	  in	  the	  
monthly	  subscription	  fee.	  	  	  


$0*	   Video	  Storage	  Cost	   $0*	  
Unlimited	  storage	  of	  video	  is	  
often	  included,	  but	  some	  
limitations	  may	  add	  cost.	  	  	  


Ongoing	  device	  support	  and	  
maintenance	  is	  included.	  
Replacement	  is	  included	  


depending	  on	  contract	  length.	  


$0*	  


Ongoing	  Device	  
Support,	  


Maintenance,	  and	  
Replacement	  


$0*	  


Ongoing	  device	  support	  and	  
maintenance	  is	  included.	  
Replacement	  is	  included	  


depending	  on	  contract	  length.	  
BodyWorn	   $900	   Total	   $960	   Typical	  Clip-‐On	  Camera	  


	  
*$0	  may	  not	  meet	  the	  requirements	  of	  some	  departments.	  Further	  needs	  analysis	  and	  cost	  research	  
should	  be	  conducted.	  


	  
	   	  







Body	  Camera	  Total	  Cost	  of	  Ownership	  (TCO)	  
	  


	  
©	  2016	  Utility	  –	  All	  Rights	  Reserved	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  Page	  15	  of	  20	  


Indirect	  Ongoing	  Costs	  
	  
Indirect	  ongoing	  costs	  are	  the	  cost	  of	  redaction,	  additional	  video	  management	  access,	  and	  
video	  administration.	  Using	  the	  methodology	  and	  assumptions	  outlined,	  the	  annual	  indirect	  
ongoing	  costs	  for	  BodyWorn	  by	  Utility	  were	  $649.22	  annually.	  	  Results	  for	  typical	  clip-‐on	  
cameras	  showed	  annual	  indirect	  ongoing	  costs	  as	  $3,020.48	  annually.	  	  Table	  3	  displays	  the	  
calculation	  results	  for	  the	  three	  categories	  outlined	  under	  direct	  ongoing	  costs	  in	  the	  
methodology	  section.	  	  	  	  
	  
	  
Table	  3:	  Indirect	  Ongoing	  Costs	  
	  


BodyWorn	  by	  Utility,	  Inc.	   Cost	  Component	   Typical	  Clip-‐On	  Cameras	  


Utility	  provides	  Smart	  
Redaction,	  an	  automated	  


system	  that	  reduces	  redaction	  
to	  a	  single	  assurance	  review.	  


$384	   Redaction	  Costs	   $1,536	  
Manual	  redaction	  at	  8	  labor	  
hours	  per	  hour	  of	  video	  to	  be	  


redacted.	  


Additional	  Video	  
Management	  Software	  


accounts	  are	  provided	  at	  no	  
additional	  fee.	  	  	  


$0	  
Additional	  Video	  
Management	  


Access	  
$158.40	  


Competitors	  charge	  $40	  per	  
month	  for	  additional	  Video	  
Management	  Software	  


accounts.	  


BodyWorn	  automatically	  
offloads	  video	  wirelessly	  with	  


limited	  classification	  
automation.	  Full	  classification	  
is	  completed	  on	  the	  device.	  


$265.22	   Video	  
Administration	   $1,326.08	  


Video	  must	  be	  manually	  
uploaded	  via	  docking	  station,	  
USB	  cord,	  or	  Review	  device.	  
Classification	  is	  manual.	  


BodyWorn	   $649.22	   Total	   $3,020.48	   Typical	  Clip-‐On	  Camera	  
	  
	  
Redaction	  Calculations	  
	  
As	  stated	  in	  the	  Key	  Assumptions	  section,	  8	  labor	  hours	  is	  required	  to	  redact	  1	  hour	  of	  video	  
manually.	  	  Labor	  is	  calculated	  at	  a	  rate	  of	  $48	  per	  hour.	  	  Given	  that	  an	  officer	  will	  produce	  4	  
hours	  of	  video	  that	  needs	  to	  be	  redacted	  per	  year,	  at	  a	  manual	  redaction	  productivity	  level,	  the	  
annual	  redaction	  cost	  would	  total	  $1,536	  per	  camera.	  	  Table	  4	  provides	  productivity	  
improvement	  estimates,	  and	  the	  number	  of	  labor	  hours	  required	  to	  redact	  one	  hour	  of	  video.	  
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Table	  4:	  Labor	  Hours	  to	  Redact	  Video	  
	  


	   Smart	  Redaction	  	  
by	  Utility	   Manual	  Redaction	  


Estimated	  Labor	  to	  Video	  
Ratio	   2:1	   8:1	  


Productivity	  Improvement	   75%	   -‐	  


Labor	  Hours	  to	  Redact	  
One	  Hour	  of	  Video	   2	   8	  


	  
Using	  the	  Table	  in	  2.4:	  
	  
Utility	  Redaction	  Cost	  
	  


4	  ℎ𝑟	  𝑣𝑖𝑑𝑒𝑜, 𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦 ∗
2	  𝑙𝑎𝑏𝑜𝑟	  ℎ𝑟
ℎ𝑟	  𝑣𝑖𝑑𝑒𝑜 ∗ 	  


$48
𝑙𝑎𝑏𝑜𝑟	  ℎ𝑟 = $384	  𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦	  


	  
Typical	  Assisted	  Redaction	  Cost	  
	  


4	  ℎ𝑟	  𝑣𝑖𝑑𝑒𝑜, 𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦 ∗
8	  𝑙𝑎𝑏𝑜𝑟	  ℎ𝑟
ℎ𝑟	  𝑣𝑖𝑑𝑒𝑜 ∗ 	  


$48
𝑙𝑎𝑏𝑜𝑟	  ℎ𝑟 = $1,536	  𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦	  


	  
	  
Justice	  System	  Video	  Management	  Account	  Cost	  Calculation	  
	  
As	  explained	  in	  the	  key	  assumptions	  section,	  a	  100	  unit	  camera	  deployment	  will	  require	  at	  least	  
33	  additional	  video	  management	  accounts.	  	  Utility	  offers	  additional	  accounts	  for	  $0.00,	  so	  the	  
calculation	  is	  not	  necessary.	  The	  cost	  of	  Additional	  Video	  Management	  Accounts	  for	  a	  typical	  
solution	  is	  calculated	  below:	  	  
	  


33	  𝑎𝑐𝑐𝑜𝑢𝑛𝑡𝑠 ∗ 	  
$40


𝑎𝑐𝑐𝑜𝑢𝑛𝑡 ∗ 𝑚𝑜𝑛𝑡ℎ ∗
12	  𝑚𝑜𝑛𝑡ℎ𝑠
𝑦𝑒𝑎𝑟 ∗


1
100	  𝑐𝑎𝑚𝑒𝑟𝑎𝑠 = $158.40	  𝑝𝑒𝑟	  𝑐𝑎𝑚𝑒𝑟𝑎	  


	  
	  
Video	  Administration	  Calculations	  
	  
As	  stated	  in	  the	  Key	  Assumptions	  section,	  a	  docking	  station-‐based	  BWC	  camera	  system	  requires	  
15	  minutes	  of	  video	  administration	  daily	  to	  upload	  and	  classify	  video	  out	  of	  an	  officer’s	  shift.	  	  
This	  assumes	  the	  Police	  Officer	  is	  not	  making	  a	  special	  trip	  just	  to	  dock	  and	  classify	  video	  
recorded	  during	  the	  shift.	  	  However,	  if	  officers	  have	  to	  take	  time	  or	  get	  paid	  overtime	  solely	  to	  
travel	  to	  a	  docking	  station	  location	  to	  upload	  and	  classify	  video,	  then	  this	  docking	  station	  video	  
administration	  cost	  is	  seriously	  understated.	  







Body	  Camera	  Total	  Cost	  of	  Ownership	  (TCO)	  
	  


	  
©	  2016	  Utility	  –	  All	  Rights	  Reserved	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	   	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  	  Page	  17	  of	  20	  


BodyWorn	  by	  Utility	  offers	  productivity	  benefits	  over	  a	  traditional	  BWC	  camera	  system	  by	  
partially	  automating	  video	  classification	  using	  embedded	  GPS	  to	  tag	  video	  with	  location	  
metadata.	  	  The	  remainder	  of	  classification	  takes	  place	  immediately	  on	  the	  BWC	  device	  by	  the	  
officer	  at	  the	  scene.	  	  Additionally,	  video	  is	  automatically	  uploaded	  wirelessly,	  rather	  than	  being	  
manually	  uploaded	  at	  a	  central	  base	  station.	  	  Typical	  clip-‐on	  cameras	  do	  not	  provide	  these	  
productivity	  benefits.	  	  Table	  5	  presents	  data	  regarding	  the	  estimated	  productivity	  improvement	  
for	  each	  system.	  
	  
	  
Table	  5:	  Productivity	  Improvements	  in	  Video	  Administration	  
	  


	   BodyWorn	  by	  Utility	   Typical	  Clip-‐On	  Camera	  


Estimated	  Productivity	  
Improvement	   80%	   0%	  


Daily	  Officer	  Time	  Requirement	   3	  minutes	   15	  minutes	  


	  
Using	  the	  data	  in	  Table	  5	  and	  that	  an	  officer	  works	  4-‐10	  hour	  shifts	  weekly:	  
	  
Utility	  Video	  Administration	  Cost	  
	  


3min 𝑑𝑎𝑖𝑙𝑦 ∗
1	  ℎ𝑟
60	  𝑚𝑖𝑛 ∗ 	  


1	  𝑑𝑎𝑦
10	  ℎ𝑟 = .5%	  𝑜𝑓	  𝑡𝑖𝑚𝑒	  


	  
$53,043	  𝑜𝑓𝑓𝑖𝑐𝑒𝑟


𝑦𝑒𝑎𝑟 ∗ .5% = $265.22	  𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦	  


	  
Typical	  Video	  Administration	  Cost	  
	  


15min 𝑑𝑎𝑖𝑙𝑦 ∗
1	  ℎ𝑟
60	  𝑚𝑖𝑛 ∗ 	  


1	  𝑑𝑎𝑦
10	  ℎ𝑟 = 2.5%	  𝑜𝑓	  𝑡𝑖𝑚𝑒	  


	  
$53,043	  𝑜𝑓𝑓𝑖𝑐𝑒𝑟


𝑦𝑒𝑎𝑟 ∗ 2.5% = $1,326.08	  𝑎𝑛𝑛𝑢𝑎𝑙𝑙𝑦	  
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Overall	  Findings	  
	  
Combining	  the	  data	  listed	  above,	  the	  findings	  are	  summarized	  and	  listed	  below.	  Total	  up-‐front	  
cost	  of	  ownership	  for	  a	  BodyWorn	  by	  Utility	  is	  estimated	  at	  $500.00	  plus	  $500.00	  for	  a	  Rocket	  
IoT	  router.	  	  In	  The	  ongoing,	  annual	  cost	  of	  owning	  a	  BodyWorn	  by	  Utility	  is	  estimated	  at	  
$649.22	  annually.	  The	  total	  up-‐front	  cost	  of	  a	  typical	  camera	  is	  $1,265.00.	  The	  ongoing,	  annual	  
cost	  of	  owning	  a	  typical	  camera	  is	  $3,020.48	  annually.	  Table	  6	  displays	  the	  overall	  cost	  findings.	  
Table	  7	  displays	  the	  lifetime	  cost	  of	  each	  device,	  given	  a	  5-‐year	  life	  span.	  	  
	  
	  
Table	  6:	  Overall	  Cost	  Findings	  
	  


	   BodyWorn	  by	  Utility	   Typical	  Clip-‐On	  Camera	  
One-‐Time	  Cost	   $1,000.00	   $1,265.00	  
TOTAL	  One-‐Time	   $1,000.00	   $1,265.00	  


	   BodyWorn	  by	  Utility	   Typical	  Clip-‐On	  Camera	  
Direct	  Ongoing	   $900.00	   $960.00	  
Indirect	  Ongoing	   $649.22	   $3,020.48	  
TOTAL	  Ongoing	   $1,780.15	   $3,980.40	  


	  
	  
Table	  7:	  5-‐Year	  Lifetime	  Cost	  by	  Device	  
	  


	   BodyWorn	  by	  Utility	   Typical	  Clip	  On	  Camera	  
One-‐Time	  Costs	   $1,000.00	   $1,250.00	  


Direct	  Annual	  Costs	  x	  5	  years	   $4,500.00	   $4,800.00	  
Indirect	  Annual	  Costs	  x	  5	  years	   $3,246.10	   $15,102.40	  


Lifetime	  Cost	  	  
All	  Costs	  Considered	   $8,746.10	   $21,152.40	  


	  
With	  the	  Utility	  BodyWorn	  solution,	  the	  Police	  Department	  gets	  a	  full	  vehicle	  wireless	  router	  
that	  can	  also	  serve	  as	  an	  In-‐Car	  Video	  system	  with	  the	  simple	  addition	  of	  front	  facing	  and	  
backseat	  IP	  cameras.	  	  In	  practice,	  the	  Rocket	  IoT	  router	  can	  serve	  as	  a	  wireless	  docking	  station	  
for	  BodyWorn	  cameras	  that	  are	  uploading	  video	  as	  it	  is	  being	  recorded.	  	  Furthermore,	  all	  
vehicle	  and	  BodyWorn	  video	  is	  stored	  in	  an	  integrated	  and	  unified	  Video	  Management	  system,	  
where	  all	  vehicle	  and	  BodyWorn	  video	  related	  to	  an	  Incident	  can	  be	  displayed	  as	  multiple	  
panels	  in	  one	  integrated	  and	  time	  synchronized	  view	  of	  an	  Incident.	  	  	  	  	  
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Conclusions	  
	  
Based	  on	  this	  comparison	  analysis,	  BodyWorn	  by	  Utility	  is	  41.3%	  of	  the	  five	  (5)	  Year	  TCO	  over	  a	  
typical	  clip-‐on	  manually	  operated	  body	  camera.	  	  The	  productivity	  benefits	  offered	  by	  Utility’s	  
technology	  and	  software	  reduces	  the	  five	  (5)	  year	  Total	  Cost	  of	  Ownership	  by	  $12,406.30	  per	  
camera.	  	  The	  savings	  are	  all	  in	  the	  cost	  savings	  in	  Video	  Administration	  and	  Redaction.	  
	  
Departments	  concerned	  about	  the	  cost	  of	  their	  current	  BWC	  solution	  or	  a	  solution	  they	  hope	  to	  
implement	  should	  conduct	  an	  independent	  validation	  of	  the	  Total	  Cost	  of	  Ownership	  analysis	  
for	  their	  specific	  department.	  	  However,	  reducing	  the	  five	  (5)	  year	  Total	  Cost	  of	  Ownership	  by	  
more	  than	  half	  while	  providing	  a	  far	  more	  capable	  solution	  can	  only	  be	  good	  for	  the	  
stewardship	  of	  public	  resources.	  	  	  
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The recent deaths of Michael Brown in Ferguson, MO, Eric Garner in Staten 
Island, NY, Walter Scott in North Charleston, SC, and Freddy Gray in Baltimore, 
MD have ignited a national controversy about police accountability and public 
trust in 21st Century Policing.  There is an emerging consensus that police 
officers should wear and use body-worn video (BWV) cameras to record 
interactions with the public.  However, body-worn cameras raise big questions 
about privacy rights, access to recorded video, the cost and delay of video 
redaction, and police accountability and transparency.  This document considers 
these issues, and offers a technology solution to what appears to be an 
intractable tradeoff between police accountability and transparency, and the 
cost and delay of manual video redaction. 
 
Police Accountability and Transparency 
 
There is a rising tide of calls for better accountability and transparency of police 
actions.  In all four deaths listed above, police officers were not wearing body-
worn cameras.  There is now a broad consensus that all police officers should 
wear body-worn cameras and record public safety interactions so there is a 
video audit trail of each interaction.  Case studies in Rialto, California, and Mesa, 
Arizona, have conclusively shown that body-worn video recordings cause both 
police officers and the public to behave better, with significant reductions in the 
use of force and citizen complaints.   Reliable video recordings increase 
accountability and transparency of police interaction with the public.   
 
Historically, police officers have been given wide latitude and the benefit of 
doubt when force has been used.  However, after Walter Scott was shot in the 
back and killed, and after Freddy Gray died from a broken neck subsequent to 
being transported in a police van, it appears the national consensus has shifted.  
The benefit of the doubt afforded to police officers when force is used is being 
scaled back by both the public and the legal system.      
 
Concern about police accountability has been amplified by a growing concern 
about police militarization.  Unfortunately, the nightly news video of Ferguson, 
Missouri, after the Michael Brown death looked like an Army Combat Brigade 
invading Iraq.  Armored personnel carriers and snipers posted on rooftops 
around protest demonstrations unsettled public opinion.  The final report of the 
President’s Task Force on 21st Century Policing recommends moving away from 
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militarized police forces with a “Warrior” mindset, and towards a much less 
hostile and confrontational “Guardian” community policing approach. 
 
It is clear that political and public opinion has fundamentally shifted towards 
community policing.  In particular, the technology of body-worn cameras has 
come into the public eye as a powerful tool that can dramatically reduce Use of 
Force incidents and citizen complaints, and increase police accountability and 
transparency.  In the vast majority of cases, body-worn camera video proves that 
police officers acted responsibly and with restraint to de-escalate situations.  
Many civil rights groups, legal rights organizations such as the ACLU, and the 
President’s 21st Century Policing Task Force are calling for all police officers to 
wear body-worn cameras to reliably record video evidence of almost all 
interactions with the public.  As a result of these many factors in favor of broad 
adoption of police body-worn cameras, it is clear that the quantity of associated 
video recordings will increase dramatically in the near future.   
 
Privacy Rights 
 
While body-worn camera video provides accountability and transparency for 
police interactions with the public, there are also considerable issues related to 
citizen privacy rights and access to copies of video recordings.  In many cases 
victims, innocent third parties, minors, and undercover police officers will be 
recorded in police body-worn videos.  A victim’s verbal description of sexual 
assault or abuse will be included in some videos.  These victims will be further 
traumatized and victimized if their description of the sexual assault is released 
to the public.  These innocent parties should not be endangered or further 
traumatized by having identifiable video released to the public, where it could 
be posted to YouTube or social media sites. 
 
It is also important to note that more than faces are at issue.  Tattoos and other 
markings on the arms, legs, and other body parts can uniquely identify and 
expose an individual.  In many cases, an individual may not be willing to talk to a 
police officer to provide information relevant to an investigation if there is any 
possibility video and/or audio will be subsequently released to the public.  There 
are many legitimate reasons to redact video to protect the privacy rights of a 
victim, minor, innocent bystander, or undercover police officer.  
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Freedom of Information Act Requests 
 
Privacy rights are important.  At the same time, many states and localities have 
“Sunshine” laws wherein citizens and the press can request and may not be 
denied timely access to public records.   These generally are referred to as FOIA 
(Freedom of Information Act) requests.  The intent is all government documents 
and information should be available on a timely basis to citizens and the press 
without restriction to provide transparency and accountability of government 
decisions and actions.    
 
Video recordings in many cases have been considered to be within the scope of 
government information that can be obtained through a FOIA request.   In-Car 
Video Recording systems have recorded video of traffic stops, DUI, and other 
incidents for years.  Television shows such as “Cops” are mostly playback of 
police In-Car dashcam videos.  The public has generally become aware that 
police may have video of an incident.  Many In-Car Videos have been released 
upon receipt of FOIA requests from citizens and the press – but generally only 
after the video has been redacted to protect the privacy of innocent bystanders, 
witnesses, minors, and victims.  
 
In-Car dashcam video is recorded from a police patrol car out on a public street, 
where there is no expectation of privacy for any actions taken in plain public 
view.  However, police policy in many cases has been to redact this video 
anyway.  In contrast, police body-worn cameras will often record video inside 
homes, businesses, and other non-public locations where there is an 
expectation of privacy.  There will often be innocent bystanders and minors 
present inside homes, and will often be included in recorded video.       
 
As police agencies equip police officers with body-worn cameras, there is an 
increasing expectation that every incident will have been recorded by one or 
more police officers.   The quantity of collected video will expand dramatically.  
It is also completely reasonable to expect the number of FOIA requests for that 
greatly increased number of videos will also increase.  Police departments are 
going to get a much higher number of FOIA requests than they have ever had in 
the past.    
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Video Redaction  
 
Video redaction is a process of blurring out faces and personally identifiable 
markings such as body tattoos using video redacting software tools.  In many 
cases there are several individuals shown in a video, and the face and other 
identifiable body parts of each person in the video has to be redacted.   
 


     
 
Redaction protects the privacy and identity of victims, innocent bystanders, 
minors, and undercover police officers before video is released to the press and 
the public as a result of a FOIA request. 
 
Video redaction historically has been a tedious manual process, where redacting 
one hour of video often requires five to ten hours of effort because video has to 
be manually redacted on a frame-by-frame basis.  At 30 frames per second times 
3,600 seconds per hour, an hour of video can have up to 108,000 individual 
frames that need to be redacted.  In some cases, audio must also be redacted to 
maintain privacy or to protect the identity of undercover police officers.  The 
redaction process has to be completed reliably, since even one un-redacted 
video frame – where a face is not blurred out -- might be enough to identify an 
individual.    
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Video redaction is a demanding manual effort that takes a lot of skilled staff time 
to perform.  Generally, there are a limited number of staff who know how to 
perform video redaction, have access to video editing software tools, and are 
trusted parties authorized to do video redaction.  Access to un-redacted video 
needs to be carefully controlled to prevent un-redacted videos from being 
leaked to YouTube or other social media websites.   
 
As police departments roll out body-worn cameras to all police officers, it is clear 
that the number of recorded videos will grow dramatically.  If there are many 
FOIA requests for a large number of video recordings within a short period of 
time, the redaction backlog will grow quickly.  A large backlog and therefore 
delay in publishing redacted video can have a negative effect on the perception 
of police accountability and transparency.  Questions will be asked about the 
reason for a long delay to release a redacted video.  Is the delay caused by 
limited staff resources who can do redaction?  Is there a large backlog of 
pending video redaction work to be performed?  Or, is the police department 
intentionally “dragging their feet” on publishing redacted video that may not 
reflect favorably on the actions of one or more police officers?  Given recent 
events, “Trust us – We are working on it” as an answer for delays in publishing 
redacted video is less likely to be an acceptable response.   A long delay to 
release a video in response to a FOIA request is going to cause suspicions. 
 
In some cases, it is possible to outsource the manual video redaction effort to a  
third party service.  However, this can be much more expensive compared to 
using internal staff resources.  Many police departments are allowed to charge 
for video redaction, but only at the lowest cost possible.  A third party service 
obviously requires transferring the un-redacted video outside the police 
department to the third party service, which increases the risk the video is 
leaked un-redacted to unauthorized persons.  The more controversial the video, 
the more damage a leaked un-redacted video could cause.  As a result of leaked 
un-redacted video, an innocent bystander, witness, or an undercover Police 
officer could be harmed, and even have their life placed at risk.   
 
In some cases, a trusted third party redaction service may not be available.  Or 
the police agency may not have funds available to pay for third party manual 
video redaction services. 
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As a result, with the dramatic increase in the quantity of recorded video 
resulting from police officers adopting body-worn cameras, there are valid 
concerns that police departments could be overwhelmed with body-worn video 
FOIA requests.   Police departments will certainly make a best effort to publish 
manually redacted video as soon as possible after a valid FOIA request is made.  
However, it is likely that manual video redaction work backlogs and publishing 
delays will increase despite the best efforts of police departments.  Availability 
and budget for trusted and skilled manual video redaction experts to meet the  
increased demand for redacted body-worn videos will soon be a significant 
problem for many law enforcement agencies.   
 
Legislative Efforts to limit the Release of body-worn Videos 
 
As a result of a growing recognition of the video redaction challenges described 
in the preceding paragraphs, legislation is being proposed in a number of states 
to limit FOIA requests for police videos, or even exclude police video from the 
scope of information covered by “Sunshine” laws.  Police agencies are asking 
legislators to pass laws excluding police body-worn video from the scope of 
allowable FOIA requests, and to deny press and citizen FOIA requests to obtain 
copies of police body-worn videos for incidents where body-worn video has 
been recorded.  This is an understandable reaction to the manual video 
redaction staffing and funding challenge that many police departments are 
starting to face.   
 
However, denying press and citizen FOIA requests for police body-worn videos 
runs completely counter to calls for increased police accountability and 
transparency.  Increased police accountability and transparency is a primary 
reason for funding, training and equipping police officers with body-worn 
cameras.  The public and the press knowing that police body-worn cameras 
should have recorded video of an incident, but the police department refusing 
to release the video, will likely be viewed as “stone-walling” and will damage 
efforts to improve public perception of police accountability and transparency.    
 
This “stone-walling” perception will be magnified by the reality that in many 
cases there will be one or more citizen cell phone video recordings of the 
incident.  The Walter Scott shooting in North Charleston, South Carolina, is a 
prime example.  Cell phone video quality has improved to high definition 720p, 
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1080p, and even 4K resolution.  A citizen cell phone video is perceived as 
credible and reliable in accurately showing the circumstances surrounding an 
incident they record.   
 
The police department refusing to release police officer video will be perceived 
as not being accountable and transparent.  Which is exactly the opposite and 
counter to a recognition that police departments need to be more accountable 
and transparent.   
 
Police departments could decide to accelerate the manual redaction of high 
profile videos.  However, selectively releasing some videos but not other videos 
causes further questions about police accountability and transparency.   
 
The net result is the goal of increasing police accountability and transparency 
will be significantly damaged if police departments refuse to release police 
body-worn videos requested by the press, the ACLU, the public, and other 
interested parties.  A shadow of doubt will be cast over the accountability and 
transparency of the entire policing process.   
 
The Root Problem – Manual Redaction of Police Video 
 
The root problem is the assumption and the past reality that video redaction is a 
time-consuming and expensive manual process that takes five to ten hours of 
skilled manual labor per hour of redacted video.  However, the assumption that 
redacting one hour of video always requires many hours of skilled manual labor 
is, itself, a flawed assumption.   Used to be true, but does not have to be true in 
the future.    
 
Automated Video Redaction is the solution 
 
If software algorithms and processes can be used to automatically and reliably 
identify and then redact faces and other identifiable body parts in police body-
worn video, then many hours of skilled manual redaction labor will not be 
required.  Automated video redaction completed in minutes by software rather 
than hours of skilled manual labor will dramatically reduce the cost and delay in 
responding to FOIA requests.  Fast and reliable automated video redaction will 
promote police accountability and transparency.   







  
 


 
© 2015 Utility – All Rights Reserved                                                                                    Page 9 of 9 


 Police Transparency and Video Redaction 


It is already possible for software to blur out an entire video on a broad and 
indiscriminate basis.  Blurring out an entire video is a brute force approach that 
is generally perceived as little better than refusing to release a video.  No detail 
about anything that happened is visible, so the perception is the police 
department is not being accountable and transparent.  However, the optimal 
automated redaction process should mirror how video has been manually 
redacted in the past.  Only specific faces, tattoos on body parts, and other 
identifiable objects for victims, innocent bystanders, minors, and undercover 
police officers should be blurred out, with the rest of the video remaining clear 
and un-blurred. 
 
Smart Redaction™ as part of AVaiL Web Software as a Service 
 
Utility has already developed and is testing a beta version of automated Smart 
Redaction™ redaction software.  The Smart Redaction software automatically 
identifies and blurs faces and body parts in a video.  So the press, the public, a 
Grand Jury, and ultimately, a judge and jury, can have the facts “beyond a 
shadow of doubt” about what happened during an incident, while still 
protecting the privacy and security of victims, innocent bystanders, minors and 
undercover Police officers.   
 
Furthermore, the Smart Redaction software can identify faces, body parts, and 
other identifiable objects as separate objects that can be selectively blurred.  So 
a perpetrator face and body parts can remain un-blurred while the faces and 
identifiable body parts of victims, innocent third parties, minors, and undercover 
Police officers are blurred.  The Smart Redaction process also provides a quality 
assurance review process to ensure that all objects in the video are 100% 
redacted.  Police accountability and transparency can maximized while 
minimizing the cost and lead-time to publish redacted body-worn camera video. 
 
The production version of the automated Smart Redaction software will be 
released before the end of 2015.  The automated redaction function will be 
included as an update to the Utility AVaiL Web Video Management Software as a 
Service.  All subscribers to AVaiL Web will have access to the Smart Redaction 
software tool at no additional cost as soon as the tool is released into 
production.  Smart Redaction software technology can solve this video 
redaction cost and lead time vs. police accountability and transparency dilemma.   
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The recent events in Ferguson, MO and the death of Eric Garner in Staten Island, 
NY have ignited a national controversy about racial profiling, police 
accountability, and public trust in 21st Century Policing.  There is a general 
consensus that police officers should wear and use body-worn video cameras.   
There is also clear consensus that police body-worn video cameras should not 
record all the time.  As a result, there are big questions about when to record 
body-worn video, and when to stop recording body-worn video.  This paper 
discusses how to eliminate racial bias in recording body-worn police video. 
 
Racial Bias Academic Research 
 
There is a solid body of academic research that shows that all human beings are 
biased.   The book Everyday Bias by Howard J. Ross states “If you are human, 
you are biased”.  Mr. Ross states that bias is natural to the human mind as a 
survival mechanism.  Overwhelmingly bias is unconscious.   Humans can work to 
become less biased, but unconscious biases will always remain.   
 
The book Blind Spot – Hidden Biases of Good People by Mahzarin Banaji and 
Anthony Greenwald describes hidden biases all people carry from a lifetime of 
exposure to cultural attitudes about age, gender, race, ethnicity, religion, social 
class, sexuality, disability status, and nationality.  Mahzarin Banaji is the Richard 
Clark Cabot Professor of Social Ethics in the Department of Psychology at 
Harvard University.  Anthony Greenwald is a Professor of Psychology at the 
University of Washington.  Their educational web site Project Implicit 
https://implicit.harvard.edu/implicit/ provides information and awareness about 
unconscious bias.  The book Blind Spot explores how the perceptions of social 
groups unconsciously influence individual judgments about character.    
 
Understanding Prejudice 
 
The UnderstandingPrejudice.org web site was developed in 2002 with grant 
funding from the National Science Foundation and McGraw Hill Higher 
Education.   This web site includes a link to the Implicit Association Test (IAT).  
The IAT was developed by Blind Spot authors Mahzarin Banaji and Anthony 
Greenwald to reveal hidden “racial bias”.  Dateline NBC did a broadcast about 
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the Implicit Association Test on April 15, 2007, http://youtu.be/sYQVDik69Nw, so 
clearly the IAT is not a new concept.   
 
The Implicit Association Test has been validated through a number of peer-
reviewed academic journals over the past decade, and has been taken more 
than 1 million times.  This 10 minute test is available on at the following internet 
link  http://www.understandingprejudice.org/iat/  .  
 
Everyone is Racially Biased to some degree 
 
So it is not a matter that some people are biased, and therefore are bad, while 
others are not biased, and therefore good.  All human beings are more or less 
biased on an unconscious level.  Police officers are human beings like the rest of 
us, and each has their own set of unconscious racial bias.   
 
Unconscious racial bias affects behavior.  Police officers have to make split-
second decisions where a wrong decision can be the difference between death 
and going home safely after the shift.   So it is clear that any task that a police 
officer is asked to manually perform will be subject to unconscious racial bias, 
regardless of training or department policies and procedures.   
 
Automatic Video Recording Start and Stop 
 
Almost all police body-worn video cameras on the market so far are manually 
controlled.  They are neither smart nor connected.  The police officer alone 
decides when to manually turn the body-worn video camera on and off.   As a 
result, manually controlled starting and stopping police body-worn video 
camera recording is always going to be subject to unconscious racial bias 
regardless of training, published policies, or the good intentions of police 
departments and individual police officers.   
 
The racially unbiased alternative is to have smart connected body-worn video 
cameras that automatically start and stop police body-worn video recording.   
Software code is not human, and therefore does not have inherent racial biases.   
Recording can be automatically started by the In-Car Video Camera system, by 
entering or exiting a GeoFence zone, by a remote Supervisor who is not viewing 
the citizens involved in a situation, by 911 Central Dispatch, by an internal 
Accelerometer measuring whether a police officer is running, from body-worn 
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biometric sensors that measure an officer’s heart rate, or by other local or 
remote automatic triggering sources.   The officer does not have to be involved  
 
in the decision to Start or Stop recording.  Smart connected body-worn video 
recording devices can make racially un-biased video recording Start or Stop 
decisions.  Smart and connected body-worn video cameras always follow the 
policy rules that are embedded in the body-worn video camera software code, 
are controlled by an independent third party or system, or are triggered to start 
or stop recording by a combination of these recording sources.   
 
Manual Control of Video Recording 
 
Police officers should have the ability to manually start and stop video recording.  
Citizen privacy rights are an important consideration, and there are times when 
it is appropriate to not record video or audio.  However, manual recording 
control should be subject to technology checks and balances so that police 
accountability and public trust is maintained.   Especially if a police officer 
manually turns off video recording before the end of an Incident, there should 
be a clear audit trail of when and why the recording was turned off.  The 
bodyworn should have the ability to provide voice prompts that announce to all 
citizens in the vicinity that video recording has Started or Stopped.  On the other 
hand, flashing red lights are intimidating, and any police officer is going to be 
uncomfortable with any red dot on their chest.  There should be no unexplained 
recording gaps while an Incident is in progress.  Otherwise public trust in police 
accountability will be lost.   
 
Video Recording should be Automatic 
 
Automatic recording triggers are the key to avoiding racial bias.  Any body-worn 
video recording system that depends upon a police officer to decide and 
remember to turn on video recording is going to be flawed.  Public trust in 
policing depends upon reliable, racially unbiased video recording.   
 
A recent Consent Decree Monitor Report for the New Orleans Police Department 
is telling.   In the period of July 1 to September 30, 2014, there were 25 incidents 
of major force since the deployment of body-worn cameras.  In 9 cases, no 
body-worn camera video of the Incident was available for review.   
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http://www.nola.com/crime/index.ssf/2014/12/nopd_use_of_force_investigatio.html  
 
 
The survey “American Sentiment toward Police Body-Worn Cameras” national 
survey showed that an overwhelming majority of the American public do not 
want individual police officers to determine when to record with body-worn 
cameras.   Furthermore, 72% of Americans want body-worn cameras to start 
recording automatically when the police in-car video camera recording system 
starts recording.  
 
http://www.reuters.com/article/2014/12/29/ga-utility-idUSnBw295065a+100+BSW20141229 
  
Smart connected body-worn video recorders can provide policy-defined 
software-controlled automatic video recording that is consistent and reliable.  
Dumb unconnected video recorders cannot.  Police departments should 
carefully consider the implications of purchasing dumb unconnected video 
recorders.  A rushed short-term decision to buy could well be a bad investment, 
and undermine public trust in police transparency and accountability.   
 
Police Video Recording should not be racially biased 
 
Reliable video recording technology that encourages everyone to be on their 
best behavior has proven to reduce the number of Situations turning into 
Incidents.   Eliminating the possibility of racial bias in recording or not recording 
an Incident increases public trust in police transparency and accountability.   
 
As Philadelphia Police Commissioner Charles Ramsey has stated, everyone’s 
goal should be fair and impartial policing.   
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Overview 
 
A number of recent body-worn camera Requests for Proposal have included a 
lockout specification of a minimum number of degrees for a body-worn video 
camera Field of View.   In general the impression is given that the wider the field 
of view, the better.  This paper argues that bigger is not better.  Instead, a 
narrower field of view similar to a police officer’s field of view is better.   In a 
police officer’s peripheral vision, detail is invisible.  Video camera recording of 
peripheral vision detail is crystal clear on a video playback.  A Police Officer 
should only be held accountable for visual detail he can actually see.     
 
This paper draws from a number of facts about the biology of the human eye 
that can easily be confirmed through an internet search.   The recent events in 
Ferguson, MO and the death of Eric Garner in Staten Island, NY have ignited a 
national controversy about racial profiling, police accountability, and public 
trust in 21st Century Policing.  There is a general consensus that police officers 
should wear and use body-worn video cameras.   However, it is critical to 
recognize there are fundamental differences in visual acuity between human 
eyesight and a video camera.  A video camera with a wide field of view will 
record video with clear peripheral vision detail that the human eye simply 
cannot see.   A video camera with a wide field of view puts a police officer at 
significant legal risk, because it can clearly record what the human eye cannot 
see.  Police Officers should not be put at legal risk because of the biology of 
human eyesight.   
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Biology	  of	  Human	  Eyesight	  
 
 The human eye is remarkable, but it has limitations.  A human being only sees 
detail clearly in their direct line of sight.   “Foveal" Vision is where 20/20 visual 
acuity is possible.  Foveal Vision is 1° on either side of line of sight (what you are 
looking at).   Furthermore, visual acuity declines by 50% for each 2.5° shift 
away from the center line of sight.  
  
 


 
 


The maximum effective field of view for a police officer is no more than the 18° 
Macular vision range — 9° on either side of the line of sight.   Any event 
happening outside of the 18° macular range of vision is in peripheral vision.  As a 
practical matter, no human being -- including police officers – can distinguish 
any detail in peripheral vision.   Motion can be determined in peripheral vision, 
but not detail.  This is easy for anyone to verify.  A person looking straight ahead 
can see motion in their peripheral vision.  But a person looking straight ahead 
cannot tell how many fingers a person in peripheral vision is holding up.  
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This chart is another way to depict visual clarity in central line of sight compared 
to peripheral vision.  The area in green – where the person is looking – can see 
details clearly.  In the Paracentral area in light green, visual acuity drops by 50%.  
In the yellow zone Near-Peripheral zone very little detail can be identified.  In 
the pink Mid-Peripheral and red Far-Peripheral zones, no detail can be identified 
by a human eye – only motion at best.  The human eye’s effective field of view is 
less than 18°.  Anyone can personally test and confirm this assertion. 
 
The biology of why the human eye can see detail in central line of sight but not 
in peripheral vision has to do with the distribution of Cone and Rod cells on the 
eye’s retina.  Cone cells are more concentrated in the center of the retina, and 
can detect detail.  Rod cells are distributed around the center of the retina, and 
can better detect motion and light.  The details of human eye biology are 
beyond the scope of this paper, but information about Cone and Rod cells can 
be easily verified from any number of published sources.   
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Video	  Recorder	  Peripheral	  Vision	  Clarity	  
 
In very sharp contrast to the human eye, a video camera can record almost 
perfect clarity across the entire field of view of the video camera.   Detail 
captured by the video camera is just as good in the outer peripheral zones as in 
the center of the recorded video.  So a video camera can detect and record 
event and object detail in peripheral line of sight regions that are far, far better 
than a human eye could ever see.   
 
A	  Police	  Officer	  is	  at	  a	  significant	  Visual	  disadvantage	  	  	  
 
So it is certain that a police officer cannot see peripheral detail as well as a video 
camera can record it.  Because a police officer can only see detail for what he is 
looking at directly, detail about events and objects in peripheral vision areas are 
not clear or invisible to the police officer.   
 
This detail recognition disadvantage is further compounded by the fact that a 
police officer has to make split-second life or death decisions while under 
extreme stress.  On the other hand, a grand jury or a trial jury watch a video 
recording that provides clear detail across the entire field of view.  The grand 
jury or the trial jury is not under high stress, does not have to make a split 
second decision, and has the luxury of being able to replay the video multiple 
times to look at detail.  This is a luxury that a Police Officer – or any human being 
at the scene – does not have.    
 
A	  Police	  Officer	  will	  keep	  a	  primary	  subject	  in	  view	  
 
The Tueller Drill is well known in the police world.  This drill shows that an 
attacker with a knife who charges a police officer from 21 feet or less will be able 
to attack the police officer before he has time to draw his weapon and fire.   So 
any person located within 21 feet of a Police Officer potentially could kill the 
Police Officer.  It is therefore reasonable to expect that a Police Officer located 
within 21 feet of a potential aggressor is going to keep a close watch on a 
person who could be a lethal threat.  Therefore a Police Officer is not going to 
recognize details of the scene in his peripheral vision.  However, a video 
recorder will reliably capture scene detail across the video camera’s entire field 
of view.  
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A	  video	  camera	  with	  a	  Wide	  Field	  of	  View	  puts	  an	  Officer	  at	  Legal	  Risk	  
 
As a result, a video camera with a wide field of view puts the officer at significant 
legal risk.   The police officer has to make a split-second decision based upon 
what his personal eyesight can perceive.   Yet the police officer’s actions and 
reactions are subject to “after the fact” scrutiny from video recordings that 
provide far more peripheral scene detail than the Police Officer could ever 
possibly see.   This puts the Police Officer at very significant legal risk of being 
“Monday Morning Quarterbacked” by the public, press, grand juries, supervisors, 
political and media commentators, prosecutors, and most importantly juries.    
 
The	  Legal	  and	  Financial	  Risks	  of	  a	  Wide	  Field	  of	  View	  are	  Significant	  
 
The Legal and Financial Risk is significant.  Beyond internal reprimands, 
suspensions, and getting fired, Police Officers can be and sometimes are 
charged with felonies up to and including homicide.   Police Officers are also at 
risk of civil lawsuits where the standard of proof to obtain a judgment against 
the police officer is lower than in a criminal case.  Legal defense costs are often 
six figure sums, even if they are eventually found not guilty.  So even if a Police 
Officer successful defends against a criminal charge and/or a civil lawsuit, they 
may be ruined financially.  So even a “win” is often a devastating personal 
financial loss.      
 
Summary	  -‐	  A	  Wide	  Field	  of	  View	  is	  a	  Legal	  danger	  to	  a	  Police	  Officer	  	  	  	  
 
The biology of the human eye compared to a video recorder with a wide field of 
view puts a police officer at significant legal risk whenever there is an Incident.   
The solution is to have a video recorder with a field of view that is similar to a 
Police Officer’s effective field of view.  A body-worn camera field of view should 
be limited to less than 50°.  This accounts for a police officer slightly changing 
his line of sight during an Incident – while always keeping the primary subject in 
view.  Even then, the public, press, citizens, judges, and juries should recognize 
that detail in peripheral vision is unclear or invisible to any human being.   Police 
Officers are human beings just like the rest of us. 
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 Toplines 
 BodyWorn Nationwide 
 
Actual sample: 1000 1 
 


 
FrederickPolls 801 N. Quincy St., Suite 145 (703) 528-3031 
 Arlington, VA  22203 


A.  Registered to Vote. 
 
 Yes 1000 100% 
 


1.  Have you heard or read anything over the past year about controversial incidents  
 involving citizens killed or harmed by police or while in police custody? 
 
 Yes 940 94% 
 No 56 6% 
 DK/Refused/Would not say 4 0% 
 


2.  Some people have proposed that police officers be equipped with body cameras that  
 record their interactions with citizens and criminal suspects. Do you strongly  
 support, somewhat support, somewhat oppose or strongly oppose equipping police  
 officers with body cameras? 
 
 Strongly support 596 60% 
 Somewhat support 288 29% 
 Somewhat oppose 31 3% 
 Strongly oppose 35 3% 
 DK/Refused 50 5% 
 
 Total Support 884 88% 
 Total Oppose 66 7% 
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Next I will read you a short set of statements that describe features of two different police 
body camera systems. Assuming the two systems cost about the same to put in place, tell 
me which you think is better.  
 
3.  System #1 is a camera on a Smartphone that is embedded inside a bulletproof vest  
 the officer always wears, and cannot fall off.  
 
 System #2 is a clip-on camera about the size of a garage door opener or pager that  
 clips onto an officer’s shirt pocket, and thus, can come off when an officer runs or  
 gets into a struggle.  
 
 Which  do you think is better? 
 
 System 1 804 80% 
 System 2 122 12% 
 DK/Refused 74 7% 
 


4.  System #1 - the body camera starts recording automatically any time an officer  
 turns on their flashing patrol car lights, gets out of the vehicle, or starts running.  
 The camera then continues recording until the patrol car’s flashing lights are  
 turned off.  
 
 System #2 - the body camera has a manual on-off switch so the officer  
 has to remember to start recording, and has control to stop recording at any time.  
 
 Which do you think is better? 
 
 System 1 866 87% 
 System 2 94 9% 
 DK/Refused 40 4% 
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FrederickPolls 801 N. Quincy St., Suite 145 (703) 528-3031 
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5.  System #1 - the video from the Smartphone camera is uploaded as it is being  
 recorded using cellular or Wi-Fi networks to a cloud-based storage system.  
 
 System #2 - the videos are stored on the camera until after the end of the shift, when  
 the police officer goes back to the police station and then manually docks the  
 camera to a computer for uploading of videos to a cloud-based storage system.  
 
 Which do you think is better? 
 
 System 1 720 72% 
 System 2 217 22% 
 DK/Refused 63 6% 
 


6.  System #1 has embedded GPS so each video always accurately reports the exact  
 location of the officer and where the video was recorded.  
 
 System #2 is simply a camera with no GPS technology so when these police camera  
 videos are used as evidence, the location of the event must be determined using  
 other factors.  
 
 Which do you think is better? 
 
 System 1 908 91% 
 System 2 61 6% 
 DK/Refused 31 3% 
 


7.  System #1 uses modern video compression technology to minimize the video file  
 size.  
 
 System #2 uses older less efficient video recording technology that results in video  
 file sizes that are twice as large, and therefore the storage cost is also twice as  
 much.  
 
 Which do you think is better? 
 
 System 1 882 88% 
 System 2 63 6% 
 DK/Refused 55 5% 
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 Arlington, VA  22203 


8.  System #1 uses its GPS to provide an automatic Officer Down emergency alert to  
 Central Dispatch with the Officer’s exact location if the Officer goes down and does  
 not respond to voice prompts from the body camera.  
 
 System #2 is simply a camera with no GPS or Officer Down reporting capability.  
 
 Which do you think is better? 
 
 System 1 944 94% 
 System 2 40 4% 
 DK/Refused 16 2% 
 


9.  System #1’s camera records in High Definition video.  
 
 System #2’s camera records in Standard Definition video.  
 
 Which do you think is better? 
 
 System 1 863 86% 
 System 2 77 8% 
 DK/Refused 60 6% 
 


10.  With System #1, during an emergency event, Police Central Dispatch can remotely  
 start video recording and send alerts to ALL their cameras within a specified area.  
 
 System #2’s Police Central Dispatch cannot communicate with the camera at all. 
 
 Which do you think is better? 
 
 System 1 891 89% 
 System 2 70 7% 
 DK/Refused 40 4% 
 







 Toplines 
 BodyWorn Nationwide 
 
Actual sample: 1000 5 
 


 
FrederickPolls 801 N. Quincy St., Suite 145 (703) 528-3031 
 Arlington, VA  22203 


11.  So, in summary, if the police in your local area or state were to acquire policy body  
 cameras, which system do you think would be better? 
 
 System #1 called the BodyWorn camera 
 with GPS and real-time communications 
 that can automatically start video 
 recording, and immediately uploads 
 videos with location data to cloud 
 storage through a cellular or Wi-Fi 
 connection. 886 89% 
 
 System #2 camera from the Taser company 
 has a manual on-off switch, no GPS, no 
 communications with Central Dispatch, 
 and stores video in the camera until the 
 end of the shift when the officer goes 
 back to the police station and uploads 
 larger videos to cloud-storage. 72 7% 
 
 DK/Refused 41 4% 
 


D1.  Gender. 
 
 Male 502 50% 
 Female 498 50% 
 


D2.  Age. 
 
 18-29 92 9% 
 30-39 99 10% 
 40-49 141 14% 
 50-59 244 24% 
 60-64 136 14% 
 65-Up 257 26% 
 Refused 31 3% 
 







 Toplines 
 BodyWorn Nationwide 
 
Actual sample: 1000 6 
 


 
FrederickPolls 801 N. Quincy St., Suite 145 (703) 528-3031 
 Arlington, VA  22203 


D3.  African American/Black. 
 
 Yes 127 13% 
 No 828 83% 
 DK/Refused 45 4% 
 


D4.  Hispanic. 
 
 Yes 59 6% 
 No 898 90% 
 DK/Refused 42 4% 
 


D5.  Party ID. 
 
 Democrat 281 28% 
 Republican 253 25% 
 Independent 239 24% 
 Other/DK/Refused 226 23% 
 


D6.  Education Level. 
 
 0-11 37 4% 
 12 - High School 228 23% 
 Business school/some college 198 20% 
 College graduate 304 30% 
 Graduate degree 192 19% 
 DK/Refused 41 4% 
 


D7.  Area Live In. 
 
 Large city 188 19% 
 Small city/town 301 30% 
 Suburban area 249 25% 
 Rural 222 22% 
 DK/Refused 40 4% 
 







 Toplines 
 BodyWorn Nationwide 
 
Actual sample: 1000 7 
 


 
FrederickPolls 801 N. Quincy St., Suite 145 (703) 528-3031 
 Arlington, VA  22203 


Phone 
 
 Landline 680 68% 
 Cell 320 32% 
 


Region 
 
 New England 52 5% 
 Mid-Atlantic 151 15% 
 Great Lakes 200 20% 
 South 231 23% 
 TX-OK-AK 75 7% 
 Midwest 50 5% 
 Mountain 73 7% 
 West Coast 170 17% 
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A. Registered to Vote. 
 
Yes 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 


1. Have you heard or read anything over the past year about controversial incidents involving citizens killed or harmed by police or while in police custody? 
 
Yes 94% 95% 96% 93% 92% 94% 97% 95% 94% 94% 93% 97% 94% 91% 95% 96% 93% 85% 
No 6% 5% 4% 6% 8% 6% 3% 4% 5% 6% 6% 3% 6% 8% 5% 4% 7% 15% 
DK/Refused/Would not say 0% 0% 0% 1% 0% 0% 0% 1% 1% 0% 0% 0% 0% 1% 0% 0% 0% 0% 


2. Some people have proposed that police officers be equipped with body cameras that record their interactions with citizens and criminal suspects. Do you strongly support, 
somewhat support, somewhat oppose or strongly oppose equipping police officers with body cameras? 
 
Strongly support 60% 53% 53% 61% 62% 60% 49% 63% 65% 68% 56% 59% 60% 66% 48% 65% 78% 64% 
Somewhat support 29% 32% 33% 27% 27% 31% 39% 24% 27% 22% 30% 33% 30% 25% 40% 25% 10% 22% 
Somewhat oppose 3% 3% 6% 4% 1% 1% 5% 2% 3% 2% 4% 3% 2% 2% 5% 4% 3% 4% 
Strongly oppose 3% 5% 3% 2% 5% 1% 3% 7% 2% 3% 4% 3% 4% 4% 4% 2% 4% 4% 
DK/Refused 5% 7% 5% 6% 5% 7% 3% 4% 3% 5% 7% 2% 5% 4% 3% 4% 5% 7% 
 
Total Support 88% 85% 85% 88% 89% 91% 88% 87% 92% 90% 86% 92% 90% 91% 88% 89% 88% 85% 
Total Oppose 7% 8% 9% 5% 7% 2% 8% 9% 5% 5% 7% 7% 6% 6% 9% 7% 7% 8% 


Next I will read you a short set of statements that describe features of two different police body camera systems. Assuming the two systems cost about the same to put in 
place, tell me which you think is better.  
 
3. System #1 is a camera on a Smartphone that is embedded inside a bulletproof vest the officer always wears, and cannot fall off. 
System #2 is a clip-on camera about the size of a garage door opener or pager that clips onto an officer’s shirt pocket, and thus, can come off when an officer runs or gets 
into a struggle. Which do you think is better? 
 
System 1 80% 82% 83% 85% 83% 80% 77% 69% 76% 82% 79% 82% 83% 82% 77% 84% 87% 86% 
System 2 12% 16% 10% 10% 11% 16% 20% 16% 12% 12% 14% 10% 10% 12% 16% 10% 8% 6% 
DK/Refused 7% 2% 7% 6% 7% 3% 3% 16% 12% 6% 7% 8% 7% 5% 7% 6% 5% 8% 


4. System #1 - the body camera starts recording automatically any time an officer turns on their flashing patrol car lights, gets out of the vehicle, or starts running. The 
camera then continues recording until the patrol car’s flashing lights are turned off. System #2 - the body camera has a manual on-off switch so the officer has to remember to 
start recording, and has control to stop recording at any time. Which do you think is better? 
 
System 1 87% 90% 83% 87% 89% 87% 90% 80% 86% 88% 88% 89% 82% 87% 86% 89% 93% 92% 
System 2 9% 10% 12% 9% 7% 7% 9% 16% 9% 8% 8% 7% 15% 10% 12% 7% 4% 4% 
DK/Refused 4% 0% 6% 3% 4% 6% 2% 4% 5% 4% 4% 4% 3% 3% 3% 4% 3% 4% 
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5. System #1 - the video from the Smartphone camera is uploaded as it is being recorded using cellular or Wi-Fi networks to a cloud-based storage system. System #2 - the 
videos are stored on the camera until after the end of the shift, when the police officer goes back to the police station and then manually docks the camera to a computer for 
uploading of videos to a cloud-based storage system. Which do you think is better? 
 
System 1 72% 71% 69% 75% 76% 70% 71% 65% 70% 74% 72% 74% 70% 71% 73% 71% 67% 63% 
System 2 22% 26% 26% 20% 18% 27% 25% 26% 19% 20% 22% 23% 23% 22% 24% 22% 26% 29% 
DK/Refused 6% 3% 6% 5% 6% 2% 3% 9% 11% 6% 6% 2% 7% 8% 3% 6% 7% 8% 


6. System #1 has embedded GPS so each video always accurately reports the exact location of the officer and where the video was recorded. System #2 is simply a camera with no 
GPS technology so when these police camera videos are used as evidence, the location of the event must be determined using other factors. Which do you think is better? 
 
System 1 91% 89% 92% 92% 92% 89% 88% 86% 89% 91% 92% 92% 89% 89% 92% 91% 92% 85% 
System 2 6% 10% 5% 4% 4% 9% 8% 10% 7% 6% 5% 6% 8% 7% 6% 7% 6% 12% 
DK/Refused 3% 2% 3% 3% 3% 2% 3% 4% 4% 3% 3% 2% 3% 3% 2% 3% 2% 3% 


7. System #1 uses modern video compression technology to minimize the video file size. System #2 uses older less efficient video recording technology that results in video 
file sizes that are twice as large, and therefore the storage cost is also twice as much. Which do you think is better? 
 
System 1 88% 92% 86% 86% 91% 93% 88% 85% 87% 88% 88% 89% 90% 89% 88% 92% 87% 82% 
System 2 6% 6% 8% 7% 6% 1% 10% 7% 5% 7% 6% 7% 4% 8% 6% 5% 9% 12% 
DK/Refused 5% 2% 6% 7% 4% 6% 2% 8% 7% 5% 6% 4% 5% 3% 6% 4% 5% 5% 


8. System #1 uses its GPS to provide an automatic Officer Down emergency alert to Central Dispatch with the Officer’s exact location if the Officer goes down and does not 
respond to voice prompts from the body camera. System #2 is simply a camera with no GPS or Officer Down reporting capability. Which do you think is better? 
 
System 1 94% 93% 95% 96% 95% 94% 95% 90% 94% 96% 95% 95% 96% 96% 94% 95% 97% 92% 
System 2 4% 7% 2% 3% 3% 5% 5% 7% 5% 4% 3% 5% 3% 3% 5% 4% 2% 8% 
DK/Refused 2% 0% 3% 1% 2% 1% 0% 4% 1% 0% 2% 1% 1% 1% 1% 1% 1% 0% 


9. System #1’s camera records in High Definition video. System #2’s camera records in Standard Definition video. Which do you think is better? 
 
System 1 86% 77% 83% 87% 88% 90% 90% 89% 85% 87% 88% 85% 89% 88% 85% 86% 96% 81% 
System 2 8% 16% 11% 7% 6% 5% 8% 10% 5% 6% 7% 11% 6% 6% 10% 9% 4% 16% 
DK/Refused 6% 7% 7% 6% 5% 5% 2% 1% 10% 7% 5% 5% 5% 7% 5% 5% 1% 3% 


10. With System #1, during an emergency event, Police Central Dispatch can remotely start video recording and send alerts to ALL their cameras within a specified area. System 
#2’s Police Central Dispatch cannot communicate with the camera at all.. Which do you think is better? 
 
System 1 89% 89% 90% 91% 88% 94% 91% 86% 86% 88% 90% 89% 89% 90% 90% 88% 93% 88% 
System 2 7% 11% 4% 7% 7% 5% 7% 8% 9% 8% 5% 8% 7% 6% 8% 7% 5% 12% 
DK/Refused 4% 0% 7% 2% 5% 1% 2% 6% 5% 3% 5% 2% 4% 4% 2% 5% 2% 0% 
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11. So, in summary, if the police in your local area or state were to acquire policy body cameras, which system do you think would be better? 
 
System #1 called the 
BodyWorn camera with GPS 
and real-time 
communications that can 
automatically start video 
recording, and 
immediately uploads 
videos with location data 
to cloud storage through 
a cellular or Wi-Fi 
connection. 89% 90% 90% 88% 92% 90% 91% 79% 86% 91% 89% 91% 88% 92% 89% 90% 93% 86% 
System #2 camera from the 
Taser company has a 
manual on-off switch, no 
GPS, no communications 
with Central Dispatch, 
and stores video in the 
camera until the end of 
the shift when the 
officer goes back to the 
police station and 
uploads larger videos to 
cloud-storage. 7% 8% 5% 7% 5% 9% 9% 14% 8% 5% 6% 8% 9% 6% 10% 6% 6% 14% 
DK/Refused 4% 2% 5% 5% 3% 1% 0% 7% 6% 3% 4% 2% 3% 2% 2% 4% 1% 0% 


D1. Gender. 
 
Male 50% 48% 47% 51% 44% 41% 55% 58% 60% 51% 51% 51% 49% 42% 51% 57% 50% 54% 
Female 50% 52% 53% 49% 56% 59% 45% 42% 40% 49% 49% 49% 51% 58% 49% 43% 50% 46% 


D2. Age. 
 
18-29 9% 5% 9% 11% 7% 8% 11% 9% 12% 13% 12% 11% 3% 8% 9% 9% 14% 18% 
30-39 10% 13% 9% 10% 7% 13% 21% 14% 7% 13% 9% 13% 6% 8% 11% 11% 9% 8% 
40-49 14% 14% 13% 14% 17% 14% 10% 17% 11% 16% 14% 13% 16% 16% 17% 11% 23% 33% 
50-59 24% 23% 29% 23% 30% 19% 20% 21% 20% 23% 24% 29% 25% 27% 19% 28% 26% 18% 
60-64 14% 11% 12% 16% 14% 11% 21% 8% 13% 10% 13% 14% 18% 13% 15% 15% 11% 10% 
65-Up 26% 31% 26% 21% 23% 29% 17% 29% 33% 24% 27% 21% 31% 28% 29% 26% 16% 13% 
Refused 3% 3% 1% 5% 3% 5% 0% 2% 3% 0% 1% 0% 1% 1% 0% 1% 1% 0% 
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D3. African American/Black. 
 
Yes 13% 11% 11% 13% 20% 10% 7% 11% 8% 21% 15% 11% 6% 29% 2% 10% 100% 16% 
No 83% 86% 86% 81% 75% 85% 93% 83% 88% 77% 83% 87% 92% 70% 98% 89% 0% 83% 
DK/Refused 4% 3% 3% 5% 5% 5% 0% 6% 4% 3% 1% 2% 3% 1% 0% 2% 0% 1% 


D4. Hispanic. 
 
Yes 6% 3% 2% 2% 4% 14% 5% 6% 14% 12% 5% 6% 3% 7% 3% 6% 7% 100% 
No 90% 94% 95% 93% 90% 81% 95% 90% 82% 87% 94% 92% 95% 92% 97% 93% 91% 0% 
DK/Refused 4% 3% 2% 5% 5% 5% 0% 4% 4% 2% 1% 2% 2% 1% 0% 1% 2% 0% 


D5. Party ID. 
 
Democrat 28% 37% 37% 23% 29% 23% 17% 22% 31% 35% 32% 26% 23% 100% 0% 0% 63% 33% 
Republican 25% 13% 25% 17% 28% 37% 35% 33% 24% 21% 24% 27% 33% 0% 100% 0% 5% 14% 
Independent 24% 41% 24% 25% 20% 19% 30% 23% 23% 27% 26% 23% 23% 0% 0% 100% 18% 25% 
Other/DK/Refused 23% 10% 14% 34% 23% 21% 18% 23% 23% 17% 19% 24% 21% 0% 0% 0% 14% 27% 


D6. Education Level. 
 
0-11 4% 3% 3% 5% 4% 7% 3% 1% 2% 4% 5% 1% 5% 5% 3% 4% 8% 5% 
12 - High School 23% 21% 22% 27% 28% 28% 30% 16% 11% 23% 24% 16% 33% 26% 21% 25% 30% 27% 
Business school/some 
college 20% 18% 13% 23% 19% 16% 15% 22% 27% 24% 21% 18% 20% 21% 23% 19% 21% 29% 
College graduate 30% 35% 34% 29% 27% 25% 39% 33% 30% 29% 29% 40% 27% 27% 34% 32% 30% 22% 
Graduate degree 19% 19% 25% 12% 19% 15% 12% 24% 25% 20% 20% 25% 14% 20% 18% 18% 11% 16% 
DK/Refused 4% 3% 2% 4% 4% 9% 0% 4% 5% 1% 1% 1% 1% 1% 1% 1% 1% 0% 


D7. Area Live In. 
 
Large city 19% 11% 13% 15% 15% 29% 17% 27% 27% 100% 0% 0% 0% 23% 16% 21% 31% 37% 
Small city/town 30% 47% 23% 35% 34% 21% 31% 28% 23% 0% 100% 0% 0% 34% 28% 32% 37% 26% 
Suburban area 25% 13% 39% 24% 20% 20% 23% 20% 28% 0% 0% 100% 0% 23% 27% 24% 22% 26% 
Rural 22% 24% 24% 21% 25% 22% 29% 21% 17% 0% 0% 0% 100% 18% 29% 22% 10% 12% 
DK/Refused 4% 5% 1% 5% 5% 8% 0% 3% 4% 0% 0% 0% 0% 1% 1% 1% 1% 0% 


Phone 
 
Landline 68% 70% 71% 59% 68% 56% 66% 70% 80% 60% 67% 62% 83% 67% 77% 67% 49% 50% 
Cell 32% 30% 29% 41% 32% 44% 34% 30% 20% 40% 33% 38% 17% 33% 23% 33% 51% 50% 
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Region 
 
New England 5% 100% 0% 0% 0% 0% 0% 0% 0% 3% 8% 3% 6% 7% 3% 9% 4% 3% 
Mid-Atlantic 15% 0% 100% 0% 0% 0% 0% 0% 0% 10% 12% 24% 16% 20% 15% 15% 13% 6% 
Great Lakes 20% 0% 0% 100% 0% 0% 0% 0% 0% 16% 23% 19% 19% 17% 13% 21% 21% 7% 
South 23% 0% 0% 0% 100% 0% 0% 0% 0% 19% 26% 19% 26% 24% 26% 20% 37% 17% 
TX-OK-AK 7% 0% 0% 0% 0% 100% 0% 0% 0% 12% 5% 6% 7% 6% 11% 6% 6% 18% 
Midwest 5% 0% 0% 0% 0% 0% 100% 0% 0% 4% 5% 5% 6% 3% 7% 6% 3% 4% 
Mountain 7% 0% 0% 0% 0% 0% 0% 100% 0% 10% 7% 6% 7% 6% 9% 7% 6% 7% 
West Coast 17% 0% 0% 0% 0% 0% 0% 0% 100% 25% 13% 19% 13% 19% 16% 16% 10% 39% 
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A. Registered to Vote. 
 
Yes 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 100% 


1. Have you heard or read anything over the past year about controversial incidents involving citizens killed or harmed by police or while in police custody? 
 
Yes 94% 94% 94% 96% 92% 97% 97% 89% 91% 88% 95% 97% 97% 95% 94% 
No 6% 5% 6% 4% 8% 3% 3% 10% 7% 12% 5% 2% 3% 4% 6% 
DK/Refused/Would not say 0% 0% 1% 0% 0% 0% 0% 1% 1% 0% 0% 0% 0% 1% 0% 


2. Some people have proposed that police officers be equipped with body cameras that record their interactions with citizens and criminal suspects. Do you strongly support, 
somewhat support, somewhat oppose or strongly oppose equipping police officers with body cameras? 
 
Strongly support 60% 57% 62% 55% 59% 60% 67% 56% 62% 68% 62% 58% 49% 100% 0% 
Somewhat support 29% 29% 29% 31% 25% 27% 29% 29% 32% 22% 28% 31% 36% 0% 100% 
Somewhat oppose 3% 3% 3% 3% 5% 3% 2% 3% 1% 2% 3% 4% 2% 0% 0% 
Strongly oppose 3% 5% 2% 5% 3% 5% 1% 6% 1% 4% 3% 3% 5% 0% 0% 
DK/Refused 5% 5% 5% 5% 8% 5% 1% 6% 4% 4% 3% 5% 8% 0% 0% 
 
Total Support 88% 86% 91% 86% 84% 87% 96% 85% 94% 90% 91% 89% 85% 100% 100% 
Total Oppose 7% 9% 4% 8% 8% 8% 3% 8% 2% 6% 7% 6% 7% 0% 0% 


Next I will read you a short set of statements that describe features of two different police body camera systems. Assuming the two systems cost about the same to put in 
place, tell me which you think is better.  
 
3. System #1 is a camera on a Smartphone that is embedded inside a bulletproof vest the officer always wears, and cannot fall off. 
System #2 is a clip-on camera about the size of a garage door opener or pager that clips onto an officer’s shirt pocket, and thus, can come off when an officer runs or gets 
into a struggle. Which do you think is better? 
 
System 1 80% 77% 84% 80% 87% 80% 85% 70% 83% 85% 84% 81% 74% 86% 78% 
System 2 12% 14% 10% 13% 9% 10% 10% 20% 10% 10% 9% 15% 12% 9% 16% 
DK/Refused 7% 9% 6% 7% 4% 9% 5% 10% 7% 5% 6% 5% 14% 5% 7% 


4. System #1 - the body camera starts recording automatically any time an officer turns on their flashing patrol car lights, gets out of the vehicle, or starts running. The 
camera then continues recording until the patrol car’s flashing lights are turned off. System #2 - the body camera has a manual on-off switch so the officer has to remember to 
start recording, and has control to stop recording at any time. Which do you think is better? 
 
System 1 87% 82% 92% 88% 93% 79% 94% 79% 88% 88% 88% 89% 82% 92% 86% 
System 2 9% 13% 6% 11% 4% 13% 5% 15% 9% 9% 9% 8% 11% 5% 11% 
DK/Refused 4% 5% 3% 1% 3% 8% 1% 6% 3% 3% 3% 2% 7% 3% 3% 
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5. System #1 - the video from the Smartphone camera is uploaded as it is being recorded using cellular or Wi-Fi networks to a cloud-based storage system. System #2 - the 
videos are stored on the camera until after the end of the shift, when the police officer goes back to the police station and then manually docks the camera to a computer for 
uploading of videos to a cloud-based storage system. Which do you think is better? 
 
System 1 72% 68% 76% 79% 82% 67% 78% 57% 68% 66% 74% 76% 74% 78% 71% 
System 2 22% 25% 18% 16% 16% 27% 18% 35% 22% 28% 22% 19% 18% 18% 24% 
DK/Refused 6% 6% 6% 4% 2% 6% 4% 8% 11% 6% 4% 5% 7% 4% 5% 


6. System #1 has embedded GPS so each video always accurately reports the exact location of the officer and where the video was recorded. System #2 is simply a camera with no 
GPS technology so when these police camera videos are used as evidence, the location of the event must be determined using other factors. Which do you think is better? 
 
System 1 91% 89% 93% 90% 94% 89% 94% 88% 92% 91% 91% 93% 89% 96% 90% 
System 2 6% 8% 4% 8% 4% 8% 4% 7% 5% 6% 7% 5% 7% 3% 8% 
DK/Refused 3% 4% 3% 2% 2% 3% 2% 5% 3% 3% 2% 2% 4% 1% 2% 


7. System #1 uses modern video compression technology to minimize the video file size. System #2 uses older less efficient video recording technology that results in video 
file sizes that are twice as large, and therefore the storage cost is also twice as much. Which do you think is better? 
 
System 1 88% 85% 91% 90% 96% 85% 91% 83% 87% 89% 87% 92% 85% 92% 89% 
System 2 6% 7% 5% 6% 3% 6% 5% 8% 8% 8% 7% 4% 7% 5% 5% 
DK/Refused 5% 7% 4% 4% 1% 8% 4% 8% 5% 4% 6% 4% 9% 3% 6% 


8. System #1 uses its GPS to provide an automatic Officer Down emergency alert to Central Dispatch with the Officer’s exact location if the Officer goes down and does not 
respond to voice prompts from the body camera. System #2 is simply a camera with no GPS or Officer Down reporting capability. Which do you think is better? 
 
System 1 94% 93% 96% 95% 98% 93% 96% 92% 96% 97% 95% 96% 93% 98% 93% 
System 2 4% 5% 3% 5% 1% 4% 4% 6% 3% 3% 4% 3% 5% 2% 5% 
DK/Refused 2% 2% 1% 0% 1% 3% 0% 3% 1% 0% 1% 1% 3% 0% 2% 


9. System #1’s camera records in High Definition video. System #2’s camera records in Standard Definition video. Which do you think is better? 
 
System 1 86% 84% 88% 88% 89% 85% 91% 80% 86% 89% 86% 88% 84% 92% 84% 
System 2 8% 9% 7% 10% 8% 8% 5% 10% 6% 6% 8% 8% 8% 4% 11% 
DK/Refused 6% 7% 5% 2% 3% 7% 4% 11% 7% 5% 6% 4% 8% 4% 5% 


10. With System #1, during an emergency event, Police Central Dispatch can remotely start video recording and send alerts to ALL their cameras within a specified area. System 
#2’s Police Central Dispatch cannot communicate with the camera at all. Which do you think is better? 
 
System 1 89% 85% 93% 86% 95% 84% 93% 85% 94% 90% 87% 92% 86% 93% 86% 
System 2 7% 10% 4% 12% 4% 11% 4% 6% 3% 7% 10% 5% 7% 5% 9% 
DK/Refused 4% 5% 3% 2% 1% 5% 3% 10% 3% 3% 3% 3% 7% 2% 5% 
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11. So, in summary, if the police in your local area or state were to acquire policy body cameras, which system do you think would be better? 
 
System #1 called the 
BodyWorn camera with GPS 
and real-time 
communications that can 
automatically start video 
recording, and 
immediately uploads 
videos with location data 
to cloud storage through 
a cellular or Wi-Fi 
connection. 89% 83% 94% 91% 95% 80% 95% 84% 93% 92% 90% 89% 88% 94% 88% 
System #2 camera from the 
Taser company has a 
manual on-off switch, no 
GPS, no communications 
with Central Dispatch, 
and stores video in the 
camera until the end of 
the shift when the 
officer goes back to the 
police station and 
uploads larger videos to 
cloud-storage. 7% 11% 4% 8% 3% 13% 4% 10% 4% 6% 7% 7% 9% 5% 7% 
DK/Refused 4% 6% 2% 1% 1% 7% 1% 6% 3% 2% 3% 4% 3% 1% 5% 


D1. Gender. 
 
Male 50% 100% 0% 100% 0% 100% 0% 100% 0% 50% 52% 50% 50% 48% 51% 
Female 50% 0% 100% 0% 100% 0% 100% 0% 100% 50% 48% 50% 50% 52% 49% 


D2. Age. 
 
18-29 9% 10% 8% 30% 26% 0% 0% 0% 0% 6% 10% 13% 9% 8% 10% 
30-39 10% 12% 8% 35% 24% 0% 0% 0% 0% 7% 6% 15% 11% 10% 9% 
40-49 14% 12% 16% 35% 50% 0% 0% 0% 0% 13% 12% 12% 23% 13% 13% 
50-59 24% 23% 26% 0% 0% 61% 67% 0% 0% 22% 26% 29% 22% 25% 25% 
60-64 14% 15% 13% 0% 0% 39% 33% 0% 0% 15% 16% 12% 14% 15% 12% 
65-Up 26% 26% 26% 0% 0% 0% 0% 100% 100% 37% 28% 19% 20% 26% 27% 
Refused 3% 3% 3% 0% 0% 0% 0% 0% 0% 1% 0% 0% 1% 2% 3% 
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D3. African American/Black. 
 
Yes 13% 13% 13% 18% 17% 11% 13% 8% 8% 18% 13% 12% 7% 17% 4% 
No 83% 83% 83% 81% 82% 87% 85% 87% 90% 80% 85% 86% 90% 79% 93% 
DK/Refused 4% 5% 4% 1% 2% 1% 1% 5% 2% 2% 2% 1% 3% 4% 3% 


D4. Hispanic. 
 
Yes 6% 6% 6% 11% 10% 7% 2% 1% 5% 7% 9% 4% 5% 6% 4% 
No 90% 90% 90% 88% 89% 92% 96% 97% 92% 92% 90% 94% 93% 90% 92% 
DK/Refused 4% 4% 5% 1% 1% 1% 2% 2% 3% 1% 1% 2% 2% 4% 3% 


D5. Party ID. 
 
Democrat 28% 24% 32% 23% 29% 25% 34% 24% 38% 33% 30% 25% 29% 31% 24% 
Republican 25% 26% 25% 29% 27% 21% 24% 32% 25% 23% 29% 29% 23% 20% 36% 
Independent 24% 27% 21% 24% 19% 32% 23% 28% 21% 26% 23% 25% 23% 26% 20% 
Other/DK/Refused 23% 23% 22% 23% 25% 22% 19% 16% 17% 18% 18% 22% 24% 23% 20% 


D6. Education Level. 
 
0-11 4% 4% 3% 4% 2% 4% 2% 6% 6% 14% 0% 0% 0% 5% 2% 
12 - High School 23% 22% 23% 22% 14% 22% 23% 25% 38% 86% 0% 0% 0% 25% 18% 
Business school/some 
college 20% 20% 19% 16% 18% 24% 20% 23% 21% 0% 100% 0% 0% 21% 19% 
College graduate 30% 30% 31% 37% 37% 30% 35% 24% 20% 0% 0% 100% 0% 30% 33% 
Graduate degree 19% 19% 19% 22% 29% 18% 18% 19% 11% 0% 0% 0% 100% 16% 24% 
DK/Refused 4% 4% 4% 0% 1% 1% 2% 3% 4% 0% 0% 0% 0% 3% 4% 


D7. Area Live In. 
 
Large city 19% 19% 19% 23% 25% 16% 16% 19% 17% 19% 23% 18% 19% 22% 14% 
Small city/town 30% 31% 29% 30% 33% 30% 29% 36% 28% 32% 32% 29% 32% 28% 31% 
Suburban area 25% 25% 25% 29% 25% 30% 26% 16% 25% 15% 22% 33% 32% 24% 29% 
Rural 22% 22% 23% 18% 16% 22% 28% 27% 27% 32% 23% 20% 16% 22% 23% 
DK/Refused 4% 3% 5% 0% 1% 1% 1% 1% 4% 1% 0% 1% 1% 3% 2% 


Phone 
 
Landline 68% 62% 74% 32% 49% 74% 87% 83% 88% 71% 71% 66% 63% 67% 72% 
Cell 32% 38% 26% 68% 51% 26% 13% 17% 12% 29% 29% 34% 37% 33% 28% 
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Region 
 
New England 5% 5% 5% 4% 6% 5% 4% 6% 7% 5% 5% 6% 5% 5% 6% 
Mid-Atlantic 15% 14% 16% 11% 18% 17% 16% 15% 16% 14% 10% 17% 20% 13% 17% 
Great Lakes 20% 20% 20% 24% 18% 21% 21% 15% 18% 24% 23% 19% 12% 20% 19% 
South 23% 20% 26% 18% 25% 24% 29% 18% 24% 28% 22% 20% 23% 24% 22% 
TX-OK-AK 7% 6% 9% 7% 8% 4% 7% 6% 11% 10% 6% 6% 6% 8% 8% 
Midwest 5% 5% 4% 7% 6% 5% 5% 4% 3% 6% 4% 6% 3% 4% 7% 
Mountain 7% 8% 6% 13% 5% 4% 7% 8% 8% 5% 8% 8% 9% 8% 6% 
West Coast 17% 20% 14% 16% 15% 18% 12% 28% 15% 8% 23% 17% 23% 19% 16% 
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Request for Proposal 3273 - Body Worn Cameras


5.2  COST ~ BODY WORN CAMERA SYSTEM


Vendor Name:            Utility Associates, Inc.


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in 
their proposal.  The terms “as specified” will not be accepted. 


Model Numbers:
Manufacturer: Utility Associates, Inc.
NHP‐BW‐HB‐2001 ‐ Body Camera Hardware (HD body camera, 2 vest carriers, Bluetooth controller) 


NHP‐BW‐UP‐2001 ‐ Body Camera Software Licensing (AVaiL Web and SmartRedaction SaaS, Warranty, 24/7 


Technical Support, and Unlimited Video Storage)


NHP‐SER‐I‐5204 ‐ Body Camera installation, configuration and training


RFP 3273 Page 1 of 4 BWC COST TITLE PAGE







Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.2 Body Worn Camera Costs Item # Quantity Unit Price Extension Discount Net Cost
5.2.2.1 Cameras  489 Included -$                   0% -$                   
5.2.2.2 Mounts  465 Included -$                   0% -$                   
5.2.2.3 Belt Clips  465 Included -$                   0% -$                   
5.2.2.4 Docking Stations  0 Included -$                   0% -$                   
5.2.2.5 Configuration  465 Included -$                   0% -$                   
5.2.2.6 Installation  465 Included -$                   0% -$                   
5.2.2.7 Training  465 500.00$      232,500.00$      0% 232,500.00$      
5.2.2.8 Access Points  28 500.00$      14,000.00$        0% 14,000.00$        
5.2.2.9 Bluetooth Controller  465 Included -$                   0% -$                   
5.2.2.10 Vest (retrofitted for body camera)  930 Included -$                   0% -$                   
5.2.2.11 Other ________ Specify   0 -$           -$                   0% -$                   
5.2.2.12 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.2.13 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.2.14 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.2.15 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.2.1-.15 Body Worn Camera Costs 246,500.00$      0% 246,500.00$      


5.2.3 BWC Extended Maintenance and Support Item # Quantity Unit Price Extension Discount Net Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) 465 Included -$                   0% -$                   
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) 465 Included -$                   0% -$                   
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) 465 Included -$                   0% -$                   
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) 465 Included -$                   0% -$                   
5.2.3.1-.4 BWC Extended Maintenance and Support -$                   0% -$                   


5.2.4 BWC Cloud Data Storage Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited -$           -$                   0% -$                   
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited -$           -$                   0% -$                   
5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited -$           -$                   0% -$                   
5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited -$           -$                   0% -$                   
5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited -$           -$                   0% -$                   


5.2.1.1-4 BWC Cloud Storage -$                   0% -$                   


5.2.5 BWC Licensing Schedule Item # Quantity Unit Price Extension Discount Net Cost
5.2.5.1 BWC Annual Licensing Year 1 465 900.00$      418,500.00$      0% 418,500.00$      
5.2.5.2 BWC Annual Licensing Year 2 465 900.00$      418,500.00$      0% 418,500.00$      
5.2.5.3 BWC Annual Licensing Year 3 465 900.00$      418,500.00$      0% 418,500.00$      
5.2.5.4 BWC Annual Licensing Year 4 465 900.00$      418,500.00$      0% 418,500.00$      
5.2.5.5 BWC Annual Licensing Year 5 465 900.00$      418,500.00$      0% 418,500.00$      
5.2.5.1-5 BWC Licensing  2,092,500.00$   0% 2,092,500.00$   


5.2.6 BWC Server Based Video Management System Item # Quantity Unit Price Extension Discount Net Cost
5.2.6.1 Server Based  - Servers and workstations n/a -$           -$                   0% -$                   
5.2.6.2 Server Based - Archive/backup systems n/a -$           -$                   0% -$                   
5.2.6.3 Server Based - Security/firewall systems / UPS n/a -$           -$                   0% -$                   
5.2.6.4 Server Based - Access Points/ Antennas/ Cabling n/a -$           -$                   0% -$                   
5.2.6.5 Server Based - Upload Infrastructure Other n/a -$           -$                   0% -$                   
5.2.6.6 Server Based - Software Licensing n/a -$           -$                   0% -$                   
5.2.6.7 Server Based - Software Installation/ Configuration n/a -$           -$                   0% -$                   


5.2.6.8 Server Based - Hardware  Installation/ Configuration n/a -$           -$                   0% -$                   
5.2.6.9 Server Based - Training n/a -$           -$                   0% -$                   
5.2.6.10 Server Based- Extended Maintenance Year 1 n/a -$           -$                   0% -$                   
5.2.6.11 Specify 0 -$           -$                   0% -$                   
5.2.6.12 Specify 0 -$           -$                   0% -$                   
5.2.6.13 Specify 0 -$           -$                   0% -$                   
5.2.6.14 Specify 0 -$           -$                   0% -$                   
5.2.6.15 Specify 0 -$           -$                   0% -$                   
5.2.6.1-.15 BWC Server Based Video Management System -$                   0% -$                   


Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has 
been set up so that the sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.2.9, Summary BWC 
Summary Costs.  It is the vendor's responsibility to make sure that all totals are correctly transferred to the summary table in Section 5.2.9, BWC 
Summary Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
BWC Detail Costs


5.2.1 Proposed Body Worn Camera System Costs


5.2.7 BWC Server Based System Extended Maintenance Item # Quantity Unit Price Extension Discount Net Cost
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) n/a -$           -$                   0% -$                   
5.2.7.2 BWC Server Extended Maintenance Year 2 (year 3) n/a -$           -$                   0% -$                   
5.2.7.3 BWC Server Extended Maintenance Year 3 (year 4) n/a -$           -$                   0% -$                   
5.2.7.4 BWC Server Extended Maintenance Year 4 (year 5) n/a -$           -$                   0% -$                   
5.2.7.1-4 BWC Extended Maintenance -$                   0% -$                   


5.2.8 Other Associated Costs/Services Item # Quantity Unit Price Undiscounted Discount Net Cost
5.2.8.1 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.2 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.3 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.4 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.5 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.6 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.7 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.8 Other ________ Specify   0 -$           -$                   0% -$                   
5.2.8.9 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.10 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.11 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.12 Other ________ Specify  0 -$           -$                   0% -$                   
5.2.8.1-.12 Other Associated Costs/Services -$                   0% -$                   
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Summary Body Worn Camera Costs Extension Discount Cost
5.2.2.1-.15 Body Worn Camera Costs $246,500.00 0% $246,500.00 
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) Included 0% $0.00 
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited 0% $0.00 
5.2.5.1 BWC Annual Licensing Year 1 $418,500.00 0% $418,500.00 
5.2.5.2 BWC Annual Licensing Year 2 $418,500.00 0% $418,500.00 
5.2.6.1-.15 BWC Server Based Video Management System n/a 0% $0.00 
5.2.7.1 BWC Server Extended Maintenance Year 1 (year 2) Included 0% $0.00 
5.2.8.1-.12 Other Deliverables Included 0% $0.00 
5.2.9 Total Proposed Costs BWC Project $1,083,500.00 0% $1,083,500.00 


Ongoing Costs


5.2.3.1-.4 BWC Extended Maintenance and Support Extension Discount Cost
5.2.3.1 BWC Annual Extended Maintenance Year 1 (year 2) Included 0% $0.00 
5.2.3.2 BWC Annual Extended Maintenance Year 2 (year 3) Included 0% $0.00 
5.2.3.3 BWC Annual Extended Maintenance Year 3 (year 4) Included 0% $0.00 
5.2.3.4 BWC Annual Extended Maintenance Year 4 (year 5) Included 0% $0.00 
5.2.3.1-.4 BWC Extended Maintenance and Support $0.00 0% $0.00 


5.2.1.1-4 5.2.1.1-4 Extension Discount Cost
5.2.4.1 BWC Cloud Data Storage Year 1 Unlimited 0% $0.00 
5.2.4.2 BWC Cloud Data Storage Year 2 Unlimited 0% $0.00 
5.2.4.3 BWC Cloud Data Storage Year 3 Unlimited 0% $0.00 
5.2.4.4 BWC Cloud Data Storage Year 4 Unlimited 0% $0.00 
5.2.4.5 BWC Cloud Data Storage Year 5 Unlimited 0% $0.00 
5.2.1.1-4 BWC Cloud Storage $0.00 0% $0.00 


BWC Licensing 
Schedule


BWC Licensing Schedule Extension Discount Net Cost


5.2.5.1 BWC Annual Licensing Year 1 $418,500.00 0% $418,500.00 
5.2.5.2 BWC Annual Licensing Year 2 $418,500.00 0% $418,500.00 
5.2.5.3 BWC Annual Licensing Year 3 $418,500.00 0% $418,500.00 
5.2.5.4 BWC Annual Licensing Year 4 $418,500.00 0% $418,500.00 
5.2.5.5 BWC Annual Licensing Year 5 $418,500.00 0% $418,500.00 
5.2.5.1-5 BWC Licensing $2,092,500.00 0% $2,092,500.00 


Request for Proposal 3273 - Body Worn Cameras
5.2.9 BWC Summary Costs
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Request for Proposal 3273 - Body Worn Cameras


5.3  COST ~ IN-CAR VIDEO SYSTEM


Vendor Name:             Utility Associates, Inc.


Contents of the cost proposal must be as follows:


Vendors must include the manufacture and model numbers for items in 
their proposal.  The terms “as specified” will not be accepted. 


Model Numbers:
Manufacturer: Utility Associates, Inc.
NHP‐RIOT‐HB‐2001 ‐ In‐Car Video Units  (HD In‐Car Video and DVR with Front and Rear Camera and Range Boosting


NHP‐RIOT‐UP‐2001 ‐ In‐Car Video Software Licensing (AVaiL Web and SmartRedaction SaaS, Warranty, 24/7 


Technical Support, and Unlimited Video Storage)


NHP‐SER‐I‐5204 ‐ In‐Car Video installation, configuration and training
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs


5.3.2  In-Car  Video (ICV) Costs Item #  Quantity  Unit price  Extension Discount Amount 
5.3.2.1 Front Camera 477                Included -$                0.0% -$                  
5.3.2.2 Back Seat Camera 477                Included -$                0.0% -$                  
5.3.2.3 Color LCD Monitor with Audio 477                Included -$                0.0% -$                  


5.3.2.4
Bi-Directional Digital Wireless Microphone with in-car & home charger


477                Included -$                0.0% -$                  
5.3.2.5 Covert Secondary Hard-Wired Microphone; 477                Included -$                0.0% -$                  
5.3.2.6 Digital Video Recorder- DVR 477                Included -$                0.0% -$                  
5.3.2.7 Integrated GPS Receiver and Antenna 477                Included -$                0.0% -$                  
5.3.2.8 Controller Center 477                Included -$                0.0% -$                  
5.3.2.9 Collision Sensor 477                Included -$                0.0% -$                  
5.3.2.10 Transfer media 477                Included -$                0.0% -$                  
5.3.2.11 Stand-alone video viewers 477                Included -$                0.0% -$                  
5.3.2.12 Hardware/software necessary to submit videos as evidence 477                Included -$                0.0% -$                  
5.3.2.13 All mounts and cables as specified in RFP 477                Included -$                0.0% -$                  
5.3.2.14 Documentation 477                Included -$                0.0% -$                  
5.3.2.15 Warranty and maintenance 477                Included -$                0.0% -$                  
5.3.2.16 Training 477                1,000.00$      477,000.0$     0.0% 477,000.00$     
5.3.2.17 Shipping and handling 477                Included -$                0.0% -$                  
5.3.2.18 Other Specify -                 -$               -$                0.0% -$                  
5.3.2.19 Other Specify -                 -$               -$                0.0% -$                  
5.3.2.20 Other Specify -                 -$               -$                0.0% -$                  
5.3.2.1-20 Total Cost of In-Car Video Unit 477,000.0$     0.0% 477,000.00$    


5.3.3 Extended Maitenance Camera Systems Item #  Quantity  Unit price  Extension Discount Amount 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)                  477 Included -$                0.0% -$                  
5.3.3.2 ICV Annual Extended Maintenance Year 2 (year 3)                   477 Included -$                0.0% -$                  
5.3.3.3 ICV Annual Extended Maintenance Year 3 (year 4)                   477 Included -$                0.0% -$                  
5.3.3.4 ICV Annual Extended Maintenance Year 4 (year 5)                 477 Included -$                0.0% -$                  


5.3.4 ICV Cloud Data Storage Schedule Item #  Quantity  Unit Price  Extension Discount Net Cost 
5.3.4.1 ICV Cloud Data Storage Year 1   Unlimited -$               -$                0.0% -$                  
5.3.4.2 ICV Cloud Data Storage Year 2   Unlimited -$               -$                0.0% -$                  
5.3.4.3 ICV Cloud Data Storage Year 3   Unlimited -$               -$                0.0% -$                  
5.3.4.4 ICV Cloud Data Storage Year 4   Unlimited -$               -$                0.0% -$                  
5.3.4.5 ICV Cloud Data Storage Year 5   Unlimited -$               -$                0.0% -$                  
5.3.4.1-5 Total ICV Cloud Storage -$                0.0% -$                 


5.3.5 ICV Licensing Schedule Item #  Quantity  Unit Price  Extension Discount Net Cost 
5.3.5.1 ICV Annual Licensing Year 1                  477 1,020.00$      486,540.0$     0.0% 486,540.00$     
5.3.5.2 ICV Annual Licensing Year 2                  477 1,020.00$      486,540.0$     0.0% 486,540.00$     
5.3.5.3 ICV Annual Licensing Year 3                  477 1,020.00$      486,540.0$     0.0% 486,540.00$     
5.3.5.4 ICV Annual Licensing Year 4                  477 1,020.00$      486,540.0$     0.0% 486,540.00$     
5.3.5.5 ICV Annual Licensing Year 5                  477 1,020.00$      486,540.0$     0.0% 486,540.00$     
5.3.5.1-5 ICV Licensing    2,432,700.0$  0.0% 2,432,700.00$ 


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  
Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all 
totals are correctly transferred to the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.
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Request for Proposal 3273 - Body Worn Cameras
In-Car Video Detail Costs


5.3.1 In-Car Video (INV) System Costs


Vendors must include the manufacture and model number of the recorder, camera, lens, monitor, and wireless microphone.  The terms “as specified” will not be accepted.  
Vendors must identify storage solution and include all hardware, application and operating software, licensing, maintenance, costs.  The schedule has been set up so that the 
sub-total from this cost schedule will automatically be transferred to the summary table in Section 5.3.11, Summary Costs.  It is the vendor's responsibility to make sure that all 
totals are correctly transferred to the summary table in Section 5.3.11, Summary Schedule of Project Costs prior to submitting their cost proposal.


5.3.6 ICV Server Based Video Management System (VMS) Item #  Quantity  Unit Price  Extension Discount Amount 


5.3.6.1
Hardware (itemize - including servers, workstations, archiving
stations, upload infrastructure, UPS,  etc) n/a -$               -$                0.0% -$                  


5.3.6.2 Software n/a -$               -$                0.0% -$                  
5.3.6.3 Software Configuration / Training n/a -$               -$                0.0% -$                  
5.3.6.4 Security/Firewall n/a -$               -$                0.0% -$                  
5.3.6.5 Backup Systems n/a -$               -$                0.0% -$                  
5.3.6.6 Extended Maintenance Agreement  Including Years 2 n/a -$               -$                0.0% -$                  
5.3.6.7 (specify by component if necessary) n/a -$               -$                0.0% -$                  
5.3.6.8 Installation of  Hardware and Software n/a -$               -$                0.0% -$                  
5.3.6.9 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.10 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.11 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.12 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.13 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.14 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.15 Other Specify -                 -$               -$                0.0% -$                  
5.3.6.1-15 ICV Server Based Video Management Component -$                0.0% -$                 


5.3.7 Extended Maitenance VMS Item #  Quantity  Unit Price  Extension Discount Amount 
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2) n/a -$               -$                0.0% -$                  
5.3.7.2 ICV Server System Extended Maintenance Year 2 (yr 3) n/a -$               -$                0.0% -$                  
5.3.7.3 ICV Server System Extended Maintenance Year 3 (yr 4) n/a -$               -$                0.0% -$                  


5.3.7.4 ICV Server System Extended Maintenance Year 4 (yr 5) n/a -$               -$                0.0% -$                  


5.3.8 ICV Other Associated Costs/Services Item #  Quantity  Unit Price  Extension Discount Amount 
5.3.8.1 Other  Specify -                 -$               -$                0.0% -$                  
5.3.8.2 Other  Specify -                 -$               -$                0.0% -$                  
5.3.8.3 Other  Specify -                 -$               -$                0.0% -$                  
5.3.8.4 Other  Specify -                 -$               -$                0.0% -$                  
5.3.8.5 Other  Specify -                 -$               -$                0.0% -$                  
5.3.8.1-.5 ICV Other Associated Costs/Services -$                0.0% -$                 


5.3.9 ICV Vehicle Camera Installation Item #  Quantity  Unit Price  Extension Discount Amount 
5.3.9.1 Reno (Northern Command) 1                    Included -$                0.0% -$                  
5.3.9.2 Las Vegas (Southern Command) 1                    Included -$                0.0% -$                  
5.3.9.3 Elko (Central Command) 1                    Included -$                0.0% -$                  


5.3.10 ICV Optional Items  (include shipping and handling) Item #  Quantity  Unit Price  Extension Discount Amount 


5.3.10.1 Radar Interface and Cable –  must Interface from MPH Bee III Radars -                 -$               -$                0.0% -$                  
5.3.10.2 Motorcycle Option (including waterproof camera, monitor) 1                    1,000.00$      1,000.0$         0.0% 1,000.00$         
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5.3.11 Descriptiion Extension Discount Cost
5.3.2.1-20 Total Cost of In-Car Video Unit  $   477,000.00 0.0%  $   477,000.00 
5.3.3.1 ICV Annual Extended Maintenance Year 1 (year 2)  Included 0.0%  $                  -   
5.3.4.1 ICV Cloud Data Storage Year 1  Unlimited 0.0%  $                  -   
5.3.3.2 ICV Cloud Data Storage Year 2  Unlimited 0.0%  $                  -   
5.3.5.1 ICV Annual Licensing Year 1  $   486,540.00 0.0%  $   486,540.00 
5.3.5.2 ICV Annual Licensing Year 2  $   486,540.00 0.0%  $   486,540.00 
5.3.6.1-15 ICV Server Based Video Management Component  n/a 0.0%  $                  -   
5.3.7.1 ICV Server System Extended Maintenance Year 1 (yr 2)  n/a 0.0%  $                  -   
5.3.8.1-.5 ICV Other Associated Costs/Services  $       1,000.00 0.0%  $       1,000.00 


Summary Total Proposed Costs ICV $1,451,080.00 0.0% $1,451,080.00 


Request for Proposal 3273 - Body Worn Cameras
5.3.11 In-Car Video Summary Costs
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